The Pulse Protocol:
Energy Efficient Infrastructure Access

Baruch Awerbuch, David Holmer, Herbert Rubens
E-mail: {baruch, dave, heff@cs.jhu.edu

Abstract— We present the Pulse protocol which is de-  Multi-hop fixed infrastructure access networks typi-
signed for multi-hop wireless infrastructure access. While cally contain up to a large number of mobile users with
similar to the more traditional access point model, itis €x- no readily available power resources. While these net-
tended to operate across m_ultlple hops. This is particu- works may contain a large number of users, generally
larly useful for conference, airport, or large corporate de- only a small subset of them would be communicating at
ployments. In these types of environments where users ) ) ) )
are highly mobile, energy efficiency becomes of great im- ©N€ time. T'hIS necessitates a p.rotocol that scales to hlgh
portance. The Pulse protocol utilizes a periodic flood ini- Node densities, handles topological changes due to mobil-

tiated at the network gateways which provides both rout- ity, and is highly energy efficient.

ing a}nd synchroniza?ion to the network. This synchrpniza- Several methods have been proposed for energy conser-
tion is used to allow idle nodes to power off their radios for vation. For example, the 802.11 standard provides power

a large percent of the time when they are not needed for ina funct lity. but it onl tes i inale h
packet forwarding. This results in substantial energy sav- saving functionality, but 1t only operates in a single hop

ings. Through simulation we validate the performance of environmgnt. A number of power saving protocols have
the routing protocol with respect to both packet delivery been designed for ad hoc networks, but none of them have

and energy savings. focused specifically on this type of infrastructure access
application. Since this infrastructure access model is a
more specific case of the general ad hoc model, it may be
possible to design a protocol that extracts additional per-
|. INTRODUCTION formance and power saving.

IRELESS networking today is predominantly Our Contribution. We present the Pulse protocol that
W used to provide mobile users with untethered agatilizes a periodic flood, which we refer to aspalse
cess to fixed infrastructure. This allows users to mowsitiated at the network gateways to provide both routing
freely throughout the office or warehouse while remaimnd synchronization to the network. This periodic pulse
ing continuously connected with the office network anfbrms a spanning tree rooted at the network gateways. By
the Internet. In these types of environments a majoritsacking its current parent in the tree, each node has a
of the traffic is moving between the mobile nodes anebntinuously updated route towards the nearest network
the fixed infrastructure, as opposed to between the ngateway. This allows nodes to maintain connectivity with
bile nodes themselves such as in ad hoc networks. WHileed infrastructure across multiple wireless hops; thereby
traditional access point devices currently provide this cicreasing the coverage area of a traditional access point
pability, they have a limited coverage range and thus mabgsed system. Nodes are able to synchronize with the
access points are required to provide coverage of a giyaulse, which allows idle nodes to power off their radios
area. One solution to this problem is to use a routing pra-majority of the time, except when they are required for
tocol that allows the users to traverse multiple hops to thecket forwarding. This results in substantial energy sav-
nearest access point. This greatly expands the coveraggs. Through simulation we validate the performance of
range of each access point while simultaneously reducithg routing protocol with respect to both packet delivery
costs and simplifying deployment. Although a number aefnd energy savings.
routing protocols have been proposed by the wireless netrhis paper is organized as follows: In Section Il we

working community, they have been primarily designegesent our infrastructure access model and power model.

for peer-to-peer ad hoc networks and not specifically ofge giscuss existing strategies for power conservation in

timized for fixed infrastructure access. Section Ill. In Section IV we describe in detail the Pulse
Johns Hopkins University. Technical Report Version 1 7/2/2003 protocol and provide simulations in Section V.

Index Terms—System Design, Simulations
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Il. PROBLEM DEFINITION AND MODEL specific rate. The least power consuming state islkbep
A. Infrastructure Access Model state While in the sleep state the wireless card itself is
%ti” consuming a small amount of power, but the radio

While the utility of wireless networks extends to a wid hich tvpicall h i st d off
range of applications, we would like to consider speci which typically consumes the most power) is turned off.

ically the application of multi-hop infrastructure accesél.\/h”e in this state, the card is unable _tq _send qr receive
Currently, a majority of wireless network deponmentQaCketS and has no knowledge of activities taking place

involve the use of access points which utilize the IEER" the medium. Since only the radio is powered off, the

802.11 Point Coordination Function (PCF) to control ag_ard can switch the radio off and on quickly. Had the card

cess to the wireless medium through centralized coor gen completely powered off (not just the radio) the reac-

==
nation. These access points provide access to fixed infria@tion time would be much longer.

tructure to all nodes within a single hop. Multi-hop oper- The W:jrglgss card cdan alzo be in e statelmean(;.
ation is not currently specified as part of the IEEE staf9 't radio IS powered on, utit |s'not currently sending
dard. This limitation complicates wireless network gel' receving data. On-dgmar_1d rqutlng protgcols typically
ployment by requiring every access point to be wired infpend a great deal of time in this state, since they need

the fixed infrastructure and requiring a large number of a_t@- be continuously ready to receive route requests. While

cess points to provide adequate coverage of a given al@ t_he idle state the card is continuously monitoring the

By extending the limited access point model to a multp_qedium sensing for a carrier signal which would cause it

hop model where nodes can hop across multiple hopst?oemer the receiving state. The card is in tfsmitor

reach the nearest access point, a greater deal of erxiB‘?I@elveState when itis actively Se”d'”9 orreceiving.

ity is provided. This model is very similar to the multi- According to th'e power consumption measurements
hop cellular model [1] but with an emphasis on data nd’ commonly available 802.11b cards [2] (Table 1), the
works. Multi-hop operation can be accomplished by yQower consumption in the sending or receiving statg IS
ing the Distributed Coordination Function (DCF) insteaBCt Much more than the power consumption in the idle
of the PCF and running an additional routing protocol inate, while the sleep state consumes significantly less

order to allow communication across hops. This is simil§PWer- The idle state_ consumes only 36% less power then
to the way standard ad hoc routing protocols function. continuously transmitting. The sleep state however con-

Existing access point deployments are currently ufYmes 95% less power then continuously transmitting. As

lized for conferences, airports, or for business networkd €sult any protocol that intends on saving a significant

In these types of environments wired access is infeasiBi@ount of power will need to utilize the sleep state as fre-
due to the temporary nature of the participants. In aft€ntly as possible. Simply transmitting less frequently

dition, these environments would be likely to contain affill not resultin significant energy savings.

extremely large number of participants, resulting in high TABLE |

network density, and variable mobility. Nodes in the net- 802.18 CARD POWER CONSUMPTION

work could be completely stationary for long periods of

time at conferences, but continuously in motion at trade Transmit Receive Idle Sleep

shows. While high density and high mobility make the1327.20 mw| 966.96 mW/| 843.72 mW/| 66.36 mW
routing problem difficult, the actual traffic loads would

most likely be light consisting primarily of email traffic
and web surfing. In these environments power manage-
ment is extremely important since there are a large num-
ber of devices which are not actively being used. Also, the There has been a great deal of research conducted with
devices are untethered and not necessarily near any powggiard to energy efficiency in wireless ad hoc networks

I1l. ENERGY CONSERVATION STRATEGIES

sources. as well as in sensor networks where it could be consid-
_ ered even more important due to more limited resources.
B. Power Consumption Model In general, this work seems to fall into two main cate-

In order to analyze the power efficiency of routingyories. The first technigue attempts to control the amount
protocols, it is important to first understand exactly howf power used to transmit a packet such that only the
power is consumed by wireless interfaces. In this work vpower required to get the packet to a specific destination
will specifically be referring to 802.11 wireless adapterss used. The second category involves the design of dis-
The wireless interface is capable of being in four posgributed protocols which allow the nodes of the network
ble operational states, each of which consumes power &b de placed in a sleep mode.



A. Power Control are mobile, the subset must be continually updated in or-

Topology control protocols and least energy path rouder to provide complete coverage. Even if nodes were
ing protocols [3][4][5] both attempt to provide energy sav0t mobile, the subset must be rotated in order to avoid
ings by controlling transmission power. The fundamentg@PMpletely draining the resources of a few nodes. Since
concept that drives these protocols is that long range traf@ordination is required every time the subset changes,
missions require greater power than short range transnifs can cause significant amounts of communication traf-
sions. So much so that two or more short range trarfie which both limits scalability and reduces good-put by
missions can move a packet the same distance as one [B#§ng into available medium time.
range transmission, but for a fraction of the total transmis-
sion power. C. Asynchronous Wake-up

The main disadvantage of power control protocols is The idea behind the asynchronous wake-up strategy [9]
that transmission power consumption usually represeigshat by using a carefully designed wake-up schedule,
a small fraction of total consumed system power in ty@very node in the network should be able to sleep for some
ical 802.11 radios. The majority of energy consumefdaction of the time. Furthermore, due to the schedule, the
is static dissipation by radios that are in the idle stateode will be guaranteed to be awake at the same time as
Any protocol that focuses only on power control is funany particular neighboring node in the network within a
damentally limited to reducing the power consumption llyounded amount of time, without requiring any type of
less than 36%. This is because no power control proteetwork clock synchronization.
col could possibly do better than transmitting with zero The main advantage of this strategy is that little coordi-
power. However it may be possible to add a power conation is required between nodes. Also since every node
trol protocol to a protocol that puts nodes to sleep in ordeses the same wake-up schedule, the network is inher-

to further reduce energy consumption. ently balanced in terms of equal power use by different
nodes. In addition, the energy savings are independent of
B. Connected Active Subset node density allowing efficient operation in low density

The intuition behind a connected active subset protBEMWOrKS. _
col, such as SPAN [6] or GAF [7], is that when there are However, while the asynchronous strategy has low pro-

many nodes close together in a multi-hop wireless ndpcol overhead and good energy efficiency, these come at

work, only a subset of these nodes need to be activet_rﬂg price of reduced communication quality and capabili-
order to maintain network connectivity. These protocoli€S: The asynchronous strategy only guarantees that any
strive to keep only a small subset of nodes awake in tA&° nodes will be on at the same time within a bounded
network to provide network connectivity, and then placéMe period, that guarantee does not hold for any num-
the rest of the nodes in a sleep state for the vast majofa§" ©f nodes beyond two. In other words, all the nodes
of the time. Often, the members of the active subset gtePacket must traverse along a path will not all be on
rotated in order to distribute the energy consumption mafié the same time, so the packet may be delayed by up
evenly between different network nodes and to accomni@- the bounded time for every hop it traverses. Simi-
date network topology changes due to mobility. larly all of a nodes neighbors will not be on at the same

The main advantage of the connected active sublige, thus traditional broadcast is also impossible. In-
strategy is that there is little impact on communicatiofi€@d “broadcast” messages must be individually unicast

Packets primarily travel through nodes that are always df,€ach neighbor. Since the vast majority of wireless rout-
and thus experience low delay. Similarly, since the sul!d Protocols depend on broadcast for efficient operation,
set is effectively all the non-leaf nodes of a network widiiS iS @ major drawback of the asynchronous strategy and
spanning tree, it is still possible to use broadcast traffic greatly decreases its real world practicality. In addition,
One main disadvantage of the active subset strategyRynchronous wake-up protocols tend to make heavy use
that it is inherently dependent on node density for ener@) P&acon packets in order to detect when neighbors are
savings [8]. The basic premise is that there are enou@f{ake. Since every node must send these beacons, the
nodes that only a small number of them are needed at &¢plability of this strategy can be compromised in high
one time. In low density networks, almost no power ca#fnsity networks.
be saved using this strategy because almost every node _
must Stay active_ D. SynChrOf“Zed Wake-up
Another main disadvantage of this strategy is the over-Synchronized wake-up approaches operate by obtain-
head required to maintain an effective subset. Since nodeg and maintaining network wide clock synchronization



and allowing decisions in the network to be made at speacket is sent up the tree to the pulse source. The reser-
cific time intervals. This type of approach is able to sawation packet contains the address of the node making
the greatest amount of power, especially in idle networkbe reservation, and is used to setup reverse routes at all
since all of the nodes in the network can turn off themodes on the path between the pulse source and the send-
radios for extended periods of time. This is able to o@mg node. This reservation mechanism operates similarly
cur regardless of network properties such as density. Tioethe route response mechanism used in AODV [11].
other major advantage of this type of approach is thibte that it is unnecessary for a node to send a reserva-
since nodes are always active at the same time, netwtidn packet in response to the flood, unless it has packets
broadcasts are still possible. This allows traditional ad htm transfer. A node that is actively communicating must
routing protocols to function, which depend on broadcasénd a reservation packet for every pulse it receives to
for efficiency. Most power saving protocols typically ddkeep the reverse route fresh. When a node has not sent
not take this approach due to the difficulty in establishiray received packets for at least a complete pulse interval,
network-wide synchronization. it no longer sends a reservation packet in response to the
The most well known synchronized power saving strgpulse.
egy is the 802.11 Power Save Mode (PSM). This protocol The Pulse protocol uses the time synchronization pro-
only works within a single hop, making it not applicablerided by the flood to create a fixed period of time during
to the model we are considering. Zheng et. al. [10] pra¢hich all nodes in the network are active. During this
vide a protocol which extends the 802.11 PSM to operagtalse period the pulse flood propagates, and nodes can
across multiple hops. Their strategy provides path actéeply with reservation packets. Since a node that does not
vation, minimizing per packet delay. However their syrsend or forward a reservation packet will have no packet
chronization strategy does not handle merges which damwarding responsibilities until the next pulse occurs, it
occur in an ad hoc environment. may place its radio in sleep mode until the next pulse pe-
The Pulse protocol is also a synchronized wake-up aped begins. This node deactivation is what allows the
proach. Therefore it allows broadcast, uses path actilse protocol to conserve power.
tion to eliminate per hop delay, and allows all the nodes in The ratio between the pulse period and the pulse inter-
the network to power off their radios when the network igal determines the duty cycle of the protocol. This duty
idle. In addition, the Pulse protocol quickly provides angycle is the primary factor that determines the idle power
maintains network synchronization to all the nodes in ti@nsumption of every node in the network. Therefore, re-
network as well as a pro-active routing service. It requiréicing the pulse period results in increased energy effi-
no extended initial startup period and handles all configaiency. However, the pulse period must be long enough so
ration changes which can occur in this type of network. that the pulse flood and reservation packets can be deliv-
ered. In order to minimize this time, data traffic is halted
and a flood suppression technigue is employed. This elim-
inates contention between data packets and the flood, and
A. Overview reduces the total number of flood packets sent.

The protocol design is centered around a flood we referThe Pulse protocol exhibits several features of both

to as apulse which is periodically sent at a fixepulse proactive and on-demand protocols. While the Pulse flood

interval. This pulse flood originates from infrastructurtg)rwct'\/ely maintains a route from all nodes in the net-

access node(lse sourcesand propagates through theWork to the pulse source, reverse routes are established

entire ad hoc component of the network. This rhy,[hml%n-demand, but maintained proactively. Since idle nodes

pulse serves two functions simultaneously. It serves as {iN€ network power off their radios, a node attempting to

primary routing mechanism by periodically updating eaéﬂltlate a connection must wait until the following pulse to

. reserve ar . This results in an aver r isi-
node in the networks route to the nearest pulse sourge cve a oute S results in an average route acquis

Each node tracks the best route to the pulse source bth%r-] delay of half a pulse interval. This concept of path ac-

membering only the node from which it received a ﬂooguisition latency is similar to that exhibited by on-demand

packet with the lowest metric. The propagation of th%rotocols.

flood forms a loop free routing tree rooted at the pulse

source. In addition, it is used to provide network-widB- Design Methodology

time synchronization. The goal of the Pulse protocol is to provide multi-hop
If a node needs to send and receive packets, it respoirdgastructure access to mobile users. The traffic patternin

to the flood with a reservation packet. This reservatidhe proposed model consists primarily of communication

IV. PuLsSE PRoOTOCOL



between mobile users and fixed infrastructure. The intoels initiate one flood for every broken route. As the num-
ition behind our protocol design is that performance cdrer of failures increases, this results in congestion due to
be gained by exploiting the fact that almost all communihe additional routing overhead, limiting the scalability of
cation in the network shares a common end-point. these protocols to high levels of mobility.

The periodic pulse flood exploits the communication The Pulse protocol design results in fixed protocol over-
concentration at the pulse source by providing every noiead regardless of node mobility, density, or traffic pat-
in the network with a continuously updated route. Irierns. The protocol requires that nodes are always pow-
frequently, nodes in the network may need to establighed on during the pulse period and that no data packets
peer to peer connections, which are relayed through theg sent during this time interval. The pulse interval used
pulse source. While this may be less efficient then a dirdet simulations was 2 seconds, of which 112 milliseconds
route, this type of communication occurs infrequently, sgere required for the pulse period. This ratio results in
the protocol is not optimized for this case. This results i€ protocol consuming exactly 5.6% of the available net-
all of the routes in the network leading to the pulse sour#érk resources. A number of factors come as a result of
and eliminates the need for any additional routing ovdhis decision. The total bandwidth available to nodes in
head. the network is limited to 94.4% of the actual bandwidth as

One unique quality of the Pulse protocol is its inheref result of this fixed overhead. Also, these timings deter-
scalability according to many metrics. It is able to opefine the duty cycle of idle nodes in the network. Nodes
ate under extremely high node densities as a result of #{gich are not communicating or forwarding packets are
optimized flooding technique it uses. This results in tH&quired to be active 5.6% of the time to participate in the
number of rebroadcasts being primarily proportional ®otocol, but can place their radios in a sleep mode for
the physical coverage area instead of the number of nod& remaining 94.4% of the time. While the overhead of
in the network. Thus this proactive flood is extremely diff?any routing protocols, particularly those which function
ferent from existing proactive routing protocols in that th@n-demand, increases as a result of increased node mobil-
amount of information maintained is dramatically less. A route failures, high node density, or a sudden increase
link state protocol actively maintain@(n?) information in the number of traffic sources, the pulse protocol’s over-

at every node, a distance vector proto€) informa- head remains fixed. The effectiveness of this technique is
tion, and the pulse protocol on{y(1) information. best seen through our simulation results in Section V.

The protocol scales to large networks with regard to
coverage area as well by allowing the simultaneous opefa- Timing and Phases
tion of multiple pulse sources. Additionally, the multi-hop The Pulse protocol continuously cycles through four
nature of the protocol allows each pulse source to covegigtinct phases. Figure 1 indicates these phases and vi-
much greater area then the traditional access point modgfally depicts the duty cycle of the two second pulse in-
Also, since all other routing traffic aside from the periodigerval used in the simulation section. Nodes must power
pulse is unicast, the route acquisition process creates ofybefore the anticipated pulse arrival time to ensure that
local traffic on the network. In contrast, traditional onit is not missed due to a synchronization error, this period
demand protocols must flood and re-flood the network fgy |abelled asPower On Before Pulsi the diagram. An
each active connection in order to establish and maintaitial upper bound on this period would be a full network
routes. diameter, which we define as the amount of time for a

Scalability to high levels of mobility is provided byflooded packet from the pulse source to reach every node
the proactive pulse flood. All broken routes are repairéd the network, since every node in the network would be
within one pulse interval. A typical hello protocol usegynchronized with at least that precision. A more accurate
by many proactive and on-demand protocols, sends paokechanism, described below, allows this time to be signif-
ets at a rate of one a second, detecting a route failure wheantly smaller in practice. The next phase is referred to as
two consecutive hello packets have been dropped. The Beceive and Forward Puls®uring this time interval the
fault pulse interval used in our simulations is 2 secondsulse is flooded to all nodes in the network. This requires
which allows the fault to be repaired before a typical hella full network diameter to reach all of the nodes. The
protocol would even detect it. In addition, as the mgsrotocol then enters thiReservation Periogvhich allows
bility level increases, many route failures begin to occenough time for any reservation packets to be forwarded
throughout the network. The pulse restores every brokieack to the pulse source. This period of time has to be
route in the network simultaneously using only a singleng enough such that the last node in the network that re-
low overhead flood. In contrast, typical on-demand protoeives the pulse flood is able to return a reservation packet



power operation. A node is committed to a path once it
RAD' O OFF is reserved, even if knowledge of a better path becomes
L — — — - available. The fixed delay maximizes the chance that the
\ Milli Seconds best path will be known before the path is reserved.
0 rower On Before Pl A retransmission counter is also used to control the
RADIO OFF 3 resveandfovadhi= - flood propagation. The counter is used to control overhead
in high density networks, and was originally suggested as
’ Vil Sesocs o one of the broadcast storm prevention schemes in [12]. A
node keeps track of how many flood packets it has heard.
If the number exceeds the retransmission counter before

_ the node has sent its own retransmission, the node cancels
to the source before the nodes in the network enter € etransmission. The general concept is that the greater

next phase. Again, this requires a full network diametgfe number of retransmissions already sent, the less likely
worth of time. The next period, labell&Riadio Offin the  that additional transmissions will reach any new nodes.
diagram, is where nodes which did not send or forwafgl 5 transmission does not reach a new node, the trans-
reservation packets power off their radios until they neeglission only causes unnecessary overhead. However, it
to wake up just before the next pulse. Nodes which haxeimportant not to set this counter too low, otherwise the
been reserved remain on and take part in actively transfggg, g coverage could be compromised. In addition, the

Fig. 1. Pulse Protocol Timing Diagram

ring data during this period of time. counter in our protocol is in general set to a higher value
than what was presented in [12] because in addition to
D. Flood Propagation providing just coverage, the flood must also create effi-

The pulse flood originates at the pulse source, and%§Mt routing paths. The effect of the counter on routing

sent at a fixed time interval. Several parameters are u?&ﬁh length is further discussed in Section V.
to tune the flood for fast propagation, high node coverage,
and good path selection. The flood provides both rol: Time Synchronization
ing and synchronization, so it must be tuned to serve bothygges in the network must acquire and maintain ac-
needs simultaneously. _ curate synchronization with the pulse source in order to
A pulse packet contains only a few fields: a sequenggction effectively. Acquisition is accomplished by re-
number, a cost metric used for route selection, and an ggsining in a listening state until a pulse flood is received.
cumulated delay timer used to increase the time synchfgsch, flood packet contains a relative time offset which
nization accuracy. This keeps the size of the packet &y esents the amount of time elapsed since the pulse
minimum, increasing the number that can be transmittgdyq was initiated. Using the received time, the offset,
in a small amount of time. and its own local oscillator, a node can predict when the
Two timing parameters govern the flood propagatiopgyt pulse flood will be sent by the source.
jitter and delay. Upon receiving the first pulse packet, a gince the offset in the flood packet does not include all
node_ sets a timer for retransmission of the pulse packgl, rces of delay the flood packet may have experienced
A uniform random number between delay and delay s;ch as MAC contention delay), and since the local os-
jitter is selected for this timer. When the timer expire$y;iator is not perfect, the time sync is only partially ac-
the pulse packet is retransmitted with an incremented c@gtate In order to compensate for this, each node keeps
field, and the retransmission delay added to the accunyyick of the earliest pulse start time received over all re-
lated delay field. The random retransmission jitter is @ntly received pulses. In addition, every node wakes up
well known technique used by many flooding protocols gync interval early in order to avoid missing the pulse
to help prevent collisions between nodes that received #i§,q due to an imperfect sync. In the event that a node
same broadcast. The fixed delay is a mechanism used\R¥ses the pulse flood, it will remain in a listening state

the pulse protocol to enhance the initial accuracy of gyl it can re-acquire synchronization on the next flood.
routing metric. Adding a fixed delay can dramatically in-

creases the chance that the first pulse packet heard will

have the lowest cost metric. This is a desirable feature for Paging

the pulse protocol, because a hode must reserve a routin the event that packets arrive at the pulse source des-
almost immediately upon hearing the pulse flood in otined for a node that does not have a currently active path,
der to meet the tight timing requirements needed for Icilve pulse source will page the node on the next pulse flood.



Paging simply involves placing the node’s id in the pulder a period of time after the beacon in order to be no-
flood packet. When a node receives a flood packet cdified of traffic that is ready to be transferred. This time
taining its id, it responds with a path reservation packes. called the ATIM (Ad hoc Traffic Indication Message)
This activates the path and sets up the route from the pwigiedow and is used to notify a node that must remain on
source to the node. Thus data packets can be deliverethtorder to receive packets. Packets can then be sent for
nodes that are not currently active. This can occur whére remainder of the beacon interval. This process repeats
data has not been sent for a while on an open conndself.

tion, when a connection is being made from the infras- In the Pulse protocol: the pulse flood takes the place
tructure network to an ad hoc node, or when an ad hot a beacon packet, the pulse period takes the place of
node sends to another ad hoc node by relaying throutje ATIM window, and reservation packets take the place
the pulse source. of ATIM packets. Due to the time scale differences of
sending packets across the entire network as opposed to
just a single hop, the procedures for synchronization are
different, the window is longer and more infrequent, and

One advantage of the Pulse protocol is thatit can be GRe reservation is made for a flow of packets instead of
erated using several infrastructure attached pulse sourgggividual packets. Also, the Pulse protocol incorporates

This is useful in the case where high performance afg| routing capabilities in addition to its power saving.
wide coverage area are desirable. In order for several

pulse sources to operate together, they must all be reach- V. SIMULATION

able via the infrastructure network. All the pulse sources

must use the same pulse interval, and must all be syph'— Timing Parameter Selection

chronized with each other (i.e. the pulse should start atAn implementation of the Pulse protocol was created in
the same time from every pulse source). This can be ¥€rsion 2.1b9a of the NS2[13] network simulator. An ini-
complished using a traditional network time sync protoc8g! set of experiments were conducted in order to find ap-
such as NTP over the infrastructure network. The pulBOPriate values for the protocol timing parameters. The
flood then originates from several points in the ad hdirPose of these experiments is to show the relationship
network and propagates until reaching the edge of the neetween network scenarios and the timing values required
work or the flood from another source. Each node tracl& 9ood protocol operation. In order to accomplish this,
the nearest source and need not distinguish between thé® use a set input variables to produce a wide range of
Thus each source ends up with a zone of nodes clustefégnarios and measure the performance of various aspects
around it forming a type of multi-hop cell. Nodes ca®f our protocol under these scenarios.

move through the network and will roam seamlessly pe- The input variables consisted of the: physical network
tween different pulse sources. Pulse sources must also®g€: hode density, flood repeat delay, flood repeat jitter,
ordinate to make sure packets from the infrastructure néfld flood suppression counter. Using these input vari-
work are routed to the appropriate pulse source on th@Rles, many random static networks are generated, and
way to the final destination node, however the details tlye Pulse protocol is run for several pulse periods in each.

this coordination are not the specific focus of this paperPuring these simulations, data was gathered on the syn-
chronization error, delay in receiving the pulse, and path

o length optimality. Ninety-ninth percentile summary statis-
H. Similarities to the 802.11 Power Save Mode tics are computed from this data in order to represent a
In many ways, the energy saving aspects of the Pulserst case metric. Each combination of physical network
protocol resemble a multi-hop version of the standasizes (square side length) of 1, 2, and 4 kilometers, node
802.11 PSM (power save mode). The standard PSM pdensities of 50, 100, and 200 nodes per square kilometer,
tocol only works in networks where all nodes are in rangod delays and jitters from one to ten milliseconds, and
of each other, and thus is not a viable protocol for usiod counters of 6 and 8 were all simulated. The results
in multi-hop networks. However, we can view the Pulsef these simulations indicate that the parameters listed in
protocol as a multi-hop generalization of the 802.11 PShthe first part of Table Il should provide reasonable perfor-
802.11 PSM operates using beacon packets. The acamasice in networks up to 2km by 2km with all simulated
point, or first node to start an ad hoc network sends thasede densities.
beacon packets at a fixed interval. The other nodes use th&he worst case path optimality metric confirms that
beacon packets to synchronize. All nodes must be awdkgh quality paths are selected using these flooding pa-
to receive the beacon. Also, all nodes must stay awal@aneters. The multiplicative path length increase is used

G. Multiple Pulse Source Integration



to judge path optimality. The multiplicative path lengtling with a single end point, we use a random exponentially
increase is computed by dividing the chosen path lengttstributed on/off traffic generator. The use of this genera-
by the best possible path length. This metric more heawr allows every node in the network to be a traffic source,
ily penalizes path length increases on short paths than #gsopposed to a small number of nodes sending fixed rate
traditional additive path length increase metric. This is ageBR) flows. Each node stays off for an exponentially
propriate because an additional hop causes a greater gatributed length of time with a specified average, then
formance degradation for short paths than it does for longmes on and sends at a fixed rate (10 kbps using 512
paths. The worst case metric results show a path lengiyte packets) for an exponentially distributed amount of
increase of only 2%, 5%, and 11% for the 50, 100, ariuine with an average of ten seconds, then repeats the pro-
200 node densities of the 2km by 2km network. Thisess. The average off time is set on a per simulation basis
near linear relationship with density is caused by the im order to achieve the desired average offered load. One
creased likelihood of collisions due to the greater numbeesirable aspect of this on/off scheme is that it continu-
of senders in range of each other. ally changes the subset of nodes that are actively sending.
The remaining timings in the second part of Table IThis is important for testing protocols that have an on-
were not directly calculated by the simulations. The resefemand component such as the Pulse protocol and pure
vation time is estimated as being no greater than the flood-demand protocols.
propagation time; both are approximately one network di- A slightly modified random way-point mobility model
ameter, and the reservation packets are not artificially de-used in the simulations. The model is modified in or-
layed. The pulse interval must be chosen to providedar to address concerns with the random way-point model
good compromise between energy savings and activatiaised in [14]. In order to achieve more steady mobility
delay. We have selected a value of 2 seconds in orderctwaracteristics, nodes select a speed uniformly between
provide high power savings while keeping the delay to0% and 90% of a given “max” speed. This helps ensure
reasonable level. that the average speed does not drop drastically over the
These parameters are used in every simulation in tiisurse of the simulation. In addition, 300 virtual seconds
section, regardless of actual network size or node densd§.mobility are generated before the start of the simula-
While this results in less energy savings for small size@n. When the simulation starts, nodes are already in mo-
networks where the timings could be tightened, havingn. This allows the average speed and node distribution
one set of parameters that functions in a range of netwotksstabilize before the simulation starts. In our simula-
results in greater deployment flexibility. tions, pause time is always set to zero, and the level of
mobility is controlled by changing the maximum speed

TABLE I parameter. Unless otherwise stated, 300 seconds are sim-
PULSE PROTOCOL PARAMETERS
ulated.
Flood Retransmission Delay 4 msec
Flood Retransmission Jitter 1 msec C. Routing Evaluation
Flood Suppression Countef 6 packets In order to evaluate the effectiveness of the Pulse pro-
Power On Before Pulse 12 msec tocol, we must examine not only the amount of energy
Flood Propagation 50 msec savings, but also its ability to function as a routing proto-
Reservation (estimated) 50 msec col in a mobile multi-hop wireless network. A protocol
Pulse Interval 2 sec that seriously compromises network performance would

not be useful in the proposed model no matter how much
power it saved.
B. Simulation Setup In this experiment our goal is to evaluate the net-
The simulation setup used by this paper is different thavork performance of the Pulse protocol by comparing it
that used by many other papers in that it is designed to ewith both AODV [11] and DSR [15], two on-demand ad
ulate the proposed multi-hop infrastructure access modabc wireless network routing protocols. Neither protocol
In our setup, all communication occurs with a single sté& specifically designed to save power, however the on-
tionary node that is placed in the center of the networlemand approach attempts to minimize routing overhead.
When using the Pulse protocol, this node is also the puléeshould be reiterated that neither AODV or DSR were
source. originally designed for the single destination infrastruc-
The traffic pattern is also different than what has beéare access environment we are simulating in this paper.
commonly studied. In addition to all nodes communica¥hey were both primarily designed to support the peer to



peer traffic patterns found in ad hoc networks. However,
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of a multi-hop wireless network. Therefore, itis logical to ‘o
evaluate the performance of these protocols in this type of _0s ' n—n—D——n
model. I e
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garding the performance of the three tested routing pro- <05

tocols. The page x-axis shows three network sizes. The % 04
page y-axis shows four levels of mobility. For each com- g 0°
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bination of network size and mobility, a sub-graph is <014
shown. Each sub-graph x-axis shows the average offered 0.0
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load produced by the on/off traffic generators, and each Average Offered Load (Mbpe)

sub-graph y-axis shows the resulting average delivery ra-
tio. This figure is setup so that the degree of difficulty
increases as the scenario is located further up and mor€&ige3. Energy consumption in the 1km x 1km - 100 node - 5 m/s max
the right on the page. scenario

The most striking feature apparent in these results is ) _ N _
the performance of the Pulse protocol under high mobilifynen simulating traditional ad hoc networks. We believe
(top of the page). These results illustrate the effectivend88t this difference can be attributed to DSR's aggres-
of the Pulse protocol design. Its proactive route maintelve route caching using promiscuous listening. The route
nance and low fixed routing overhead, even under a lafghing strategy used by on-demand protocols is not well
number of simultaneous faults, yields delivery ratios th4ned for infrastructure access networks. While the entire
are only minimally reduced even at the highest simulat@§Work is updated with a route to a mobile node during
levels of mobility (20 m/s max speed). The delivery ratioke route request flood, the much more useful fresh route

of the on-demand protocols drop significantly as mobilifi the gateway node i§ only provided _to nodes a}long the
is increased to the highest level. reply path. However, since DSR promiscuously listens to

The two smaller network sizes simulated are actual ckets on the medium, any node adjacent to the discov-
networks of the same physical size (1km by 1km) but di fred pat_h overhears the route response, and_ can add_ that
ferent node densities (50 vs. 100 nodes per square kﬂlraf_ormatlon to its route cache. This aggressive caching

meter). Little difference in the delivery ratios is seen bds particularly effective in infrastructure access networks

tween these two densities. Although the largest simulat%'&'ceI al! of the traﬁrl]c IS de;t";?d for thi same node.dThl_sh
network contains 200 nodes and significantly different gdreatly increases the cache hit rate when compared wit

livery ratios, it has a much larger physical size of 2km bg;adltlonal random traffic patterns. )
2km and thus has a node density of only 50 nodes peljn summery, these results demonstrate the effectiveness

square kilometer. The lower delivery ratios in this Iargé)rf the Pulse protocol in providing routing infrastructure

network are due to the fact that the average number HiceSS- It outperforms both simulated ad hoc networking
hops a packet must traverse has been greatly increagéai'focols in nelarly e\I/ery sce_narlo despite _theffact that the
this results in the network reaching saturation at a muEIJIJ Se protocols employs active power saving features.

lower offered load than in the 1km by 1km networks. In

order to specifically isolate node density, we conductél Energy Conservation Evaluation

an additional set of experiments. Using a 1km by 1km - 5 Figure 3 shows the average per node power consump-

m/s max - 0.2 Mbps offered load scenario, we varied thien versus the average offered load in the 1km x 1km -

node density from 50 to 700 nodes per square kilometsyo node - 5 m/s max scenario. This particular case was

(greater node densities were not possible due to logistigalected since it is seems to be representative of a typical

constraints). The pulse protocol was able to achieve avgifrastructure access environment.

age delivery ratios of greater than 98.7% in all simulated As expected from protocols that were never originally

densities. designed with power saving in mind, AODV and DSR
Itis interesting to note the wide gap between the perfdseth burn energy at an almost equal rate. The aver-

mance of the AODV and DSR protocols. In these simulage power consumption for these protocols is completely

tions, the DSR protocol significantly out performs AOD\Wominated by idle energy consumption. The additional

in almost all scenarios. This behavior is not normally seemergy used for the transmission and reception of packets
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Fig. 2. Routing evaluation results using random way-point mobility and exponential on/off traffic
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Fig. 4. Energy goodputin 1km x 1km - 100 node - 5 m/s max casecontinues to increase until the network reaches saturation.
At this point, congestion prevents further throughput in-

results in a relatively small increase in the average pow@gases. Since DSR and AODV consume energy at an

consumption. almost the constat rate regardless of load, their energy ef-

In contrast, the average power used by a node runnfigjency is directly related to the throughput they obtain.
the Pulse protocol is substantially less. We see a sdus each protocol shows a linear increase in efficiency
ings over the DSR protocol of between 37% and 86% dwith offered load until the protocol reaches saturation.
pending on offered load. The strong linear relationshiphe higher efficiency of DSR is due to its higher delivery
between offered load and energy consumption is a dirégfio in this scenario. The Pulse protocol achieves a 2.0
result of the path activation feature of the Pulse protoc®. 3.8 times increase in energy efficiency over the DSR
This feature causes all nodes that are sending, receiviBfptocol in the simulated scenarios.
or forwarding traffic to enter a full power on state in or-
der to maximize network performance. As a result, tfe ldle Network Lifetime
average power usage is directly related to the fraction ofA set of experiments were conducted to investigate the
nodes that are activated. There is also a direct relationshife network lifetime as a function of the pulse interval.
between the offered load and the number of simultariehese experiments were conducted in the 1km x 1km -
ously sending nodes when using our exponential on/aff0 node - 5 m/s max scenario. Each mobile node in the
traffic generator. As the network load increases, the nupetwork is given a battery that provides 100 joules of en-
ber of senders increases, which determines the fractioredfly, and the simulation is run until all nodes have ex-
active nodes in the network. The fraction of active nodégusted their energy supply. A series of trials were con-
determines the final average power consumption. If thiacted where the pulse interval was set to 1, 2, 3, 4, and
load is increased to the point where every node in the néB seconds. The 2 second interval used in the above ex-
work was transferring packets, the Pulse protocol woulbriments is hi-lighted for reference. Increasing the pulse
use virtually the same amount of power as an on-demain¢erval increases the route acquisition latency, but also
protocol. At the opposite extreme, when there is no loadsults in a lower duty cycle which corresponds to addi-
on the network, the power reduction capabilities of thgonal power savings. In these experiments, no traffic was
Pulse protocol have the maximum effect. This is apprgenerated except for the periodic pulse floods. This sim-
priate for the target infrastructure access model where tliates a network where most of the devices are on but not
majority of nodes are expected to be idle at any particulaging used (as would usually be the case with a cell phone
time. or PDA).

Figure 4 plots energy goodput (kilobytes delivered per The number of remaining nodes as a function of time
joule of energy consumed) versus the offered load. THix each of the simulations is shown in Figure 5. Also
shows that even though the average power usage increabesvn is the lifetime of a node that is always in the idle
with higher offered loads, the energy efficiency also irstate, and the lifetime of a node that is always in the sleep
creases. In other words, the higher energy consumptitate. A network of nodes running a pure on-demand
rate is offset by the higher throughput rate obtained, iprotocol would always be in the idle state with no traf-
creasing the overall efficiency. We see that the efficienfig flow, and in this setup all nodes would expire at 119
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seconds. Even at the fastest pulse interval setting ofithes. These results indicate that the Pulse protocol is ap-
second, the lifetime of the network is increased to overopriate for multi-hop infrastructure access, particularly
five times that, despite the overhead of providing proaathen high performance, scalability, and energy efficiency
tive routes to every node in the network. In the 2 secomde simultaneously desired.
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Compared with existing on-demand routing protocols, the

Pulse protocol was able to match or exceed their deliv-

ery ratios under a wide range of network sizes, mobilities,

node densities, and traffic loads. In addition, the protocol

was shown to extend the idle network lifetime by over 7.5



