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Abstract 

RFID tags are used for different purposes. One of the major problems to be addressed, particularly 

for monitoring purposes, is their limited power autonomy. Tags must perform different tasks with 

limited power consumption and their batteries capacities are often too low, even if low power 

consumption techniques are implemented. In these operational situations tags should be kept in 

operation for long periods of time and the common solution is to go directly where they are in-

stalled and recharge them manually or change their batteries; alternatively, when possible, small 

photovoltaic (PV) panels may be adopted. This paper proposes a feasibility analysis of how it is 

possible to recharge a multipurpose RFID tag using an UAV (Unmanned Aerial Vehicle) which is 

programmed to go above the tags and recharge them. This possibility is analyzed from an ener-

getic point of view assuming to recharge a Wireless Sensor Network (WSN) using a common com-

mercial UAV adequately instrumented using the wireless power transfer technique. 
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1. Introduction 

Wireless Sensor Networks (WSNs) and RFID tags have attracted an increasing attention in recent years because 

of the large number of potential applications and of their power to perform different operations. The focus on a 

continuous improvement in the communication issues, the network protocols and the even smaller size of the 
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electronic boards, together with their low power consumption of the sensors they are equipped with, allow man-

ufacturers and researchers to study realize and deploy new RFID tags, often connected each other in a Wireless 

Sensor Network (WSN). At the same time, the catalog of available WSN platforms has increased to include 

many types of radio and processor features in order to be employed in a huge number of fields (e.g. in [1], [2], 

[3], [4], 5], [6], [7], [8], [9], [10).  

Since 2008, Envisens Technologies s.r.l. (EST), has been involved in different industrial and research pro-

jects about developing new experimental WSNs and designing RFID tags for different purposes with particular 

focus on environmental monitoring operations. A large number of cooperative projects were completed in coop-

eration with the local unit of CINFAI (Consorzio Interuniversitario Nazionale per la Fisica delle Atmosfere e 

delle Idrosfere) at the Department of Electronic and Telecommunication (DET) of Politecnico di Torino, thus 

increasing its expertise in the field.  

One of the major problems with a WSN made up by different RFID tags, devoted to monitoring physical and 

atmospheric parameters, is the limited life of the power batteries. Different techniques have been proposed to 

provide RFID tags with the capacity to recharge themselves through different sources of energy. They basically 

exploit the photovoltaic (PV) technology, the piezo-electric technology and, in recent years, the wireless power 

transfer. 

The wireless power transfer was originally proposed in a 1958 paper [11] where an early UAV was held in 

flight exploiting the microwave power energy transmission. The scientific and manufacturing progresses in the 

realization of the antennas, the so called “rectenna”, and the availability on the market of cheap UAV (com-

monly called, “drones”), made the wireless power transfer a good solution to recharge RFID: the UAV allows to 

recharge tags without the need of an operator on the place where they are installed, thus allowing a larger num-

ber of installations even in places not easily reachable. 

In the following, a feasibility analysis is proposed to recharge the tags using a UAV with a specific and well 

suited version of wireless power transfer. All the analysis is made by an energetic balance point of view, without 

entering into details for what concern the electronic implementation. 

 

2. The RFID tag and the WSN 

The first description of a multipurpose board developed was already presented in 2012 and described in de-

tails in [11]. Three evolutions of the same board, equipped with the most suitable set of sensors, tailored for a 

specific application, have been already used in three industrial research projects described in [4] [6] [12]. 

Therefore, in the following, a detailed description of the board used as network node is not reported. The elec-

tronic board used as a rechargeable RFID tags can be obtained with a slight modification to the ones already 

presented in the other papers. However it is important to remark their size and weight as reported in Figure 1. In 

fact, the lightness and the small size of the RFID tags remark their suitability for different operations,  

The RFID tags are intended to be used for environmental monitoring operations and the tags can be manually 

distributed over an area to be monitored or even, if the area is large, or if the number of the tag is high, using a 

UAV which drop them where they must be placed to perform their functions. It is important to know the exact 

coordinates where the nodes are placed, because the UAV should eventually be able to reach them and recharge 

them using a GPS and software capable to travel along a predefined route. 

The tags are organized in WSN with a star topology. A central node, called master node or Access Point 

(AP), receives and stores the information that the RFID tag (i. e. the network nodes) periodically sent to the AP. 

Each node communicates only with the master node and not with other tags.  

The tables reported in the following paragraphs report the characteristics of the transmission system, of some 

of the sensors that can be installed on a simple rechargeable RFID tag and of some batteries that can be used. 
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Figure 1. Size (a little larger than a 2 € coin) on the left and weight (less than 12 g) of the latest version of 

RFID tags on the right, without the equipment to recharge it and without battery. 

 

 

Table 1. Microcontroller (MCU) and RF transceiver characteristics. 

Chip with integrated RF radio  

RF frequency: 

Standby power consumption: 

EXAMPLE: 
 

 
350 MHz 

< 0.3 mA 

Texas Instruments CC430F5137 

MCU (Microcontroller Unit )and RF Radio 

standalone 

RF frequency: 
Standby power consumption: 

EXAMPLE: 

 

 

169 MHz 

< 0.3 mA 
Texas Instruments CC430F5137 + 

Texas Instruments CC1120 

 

Table 2. Power consumption during the transmission of a packet from the RFID tag to the AP. 

Power consumption 200 mA 

Duration of the transmission of 1 packet 0.5 s minimum 

 

Table 3. Example of possible sensors to be used on the RFID tags. 

 

 

Temperature sensor 

Power consumption during measurement: 

EXAMPLE: 

 

~ 3 mA 

Pt1000 temperature sensor 
 

Pressure sensor 
Power consumption during measurement: 

EXAMPLE: 

 

~ 3.6 mA 

Honeywell TruStability® SSC 
 

Humidity sensor 
Power consumption during measurement: 
EXAMPLE: 

 

 

< 1 mA 
Honeywell HIH-4030|31 

Accelerometer sensor 
Power consumption during measurement: 

EXAMPLE: 

 

 
~ 0.15 mA 

Analog Device ADXL345 

Magnetometer sensor 
Power consumption during measurement: 

EXAMPLE: 

 

 
~ 0.15 mA 

Honeywell HMC5883L 
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Table 4. Example of a compact rechargeable battery to be used for the RFID tags. 

Lithium battery, CR2032 

Capacity: 

Voltage: 
Size: 

Available energy: 

EXAMPLE: 

 

225 mAh 

3 V 
20 x 3.2 mm 

2400 J 

Panasonic CR2032 
 

 

3. Evaluation of the energy consumption  

Before presenting the technique to recharge a RFID tag it is necessary to evaluate the energy consumption of a 

single tag, in order know the amount of energy necessary to recharge it. 

Some preliminary assumptions are needed: 

• The single RFID tag for environmental monitoring considered in this feasibility analysis is equipped 

with all the five sensors reported in Table 3. 

• The measurement is made by all the sensors reported in Table 3. 

• The measurements are made twice a day. 

• Acquired data are sent by the RFID tags to the AP of the WSN once a day. 

• The AP stores all the information coming from each slave tag and it is installed in a safe place where 

the power supply with electric current is guaranteed. 

• Only the RFID tags need to be recharged and not the AP. 

3.1. Standby energy consumption 

According to the technical data reported in the section 2, and to the preliminary assumption reported before, it 

is possible to evaluate the daily energy consumption when the RFID tag is in standby, as reported in the follow-

ing Equation (1): 

 

 

���� = 0.3 ∙ 10��
	 ∙ 3� ∙ 24 ∙ 60 ∙ 60� = 77.76	� = 	~	80	�     (1) 

 

The value of WSTB=80 J can be reduced down to 50 J using low power techniques.  

3.2. Energy consumption during a measurement operation 

 Considering technical data reported in the section 2, and a single measurement made by all the five sensors 

reported in Table 3, it is possible to evaluate the energy consumption during the measurement operation as in 

Equation (2). The measurement lasts 10 seconds. 

���� = (3 + 3.6 + 1 + 0.15 + 0.1) ∙ 10��
	 ∙ 3� ∙ 10� = 0.235	� = 	~	0.3	�   (2) 

3.3. Energy consumption during data transmission 

 To evaluate the energy consumption of a single RFID tag during a day, it is necessary to compute the amount 

of energy necessary for the data transmission form the RFID tag to the AP of the WSN. According to the infor-

mation reported in Table 1 and considering a transmission which lasts 1 s, it is possible to evaluate the energy 

consumption during data transmission as in the following Equation (3). 

 

��� = 200 ∙ 10��
	 ∙ 3� ∙ 1� = 0.72	� = 	~	1	�       (3) 
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3.4. Energy consumption during a day 

 Considering Equation (1), Equation (2), Equation (3), the energy consumption of the RFID tag during an en-

tire day of work is simply the sum of all the previous quantities, and it is evaluated as in Equation (4). 

 

�� ! = ���� +	����	+	��� = 50 + 0.3 + 1 = 51.3	� = ~	50	�	     (4) 

 

It is to note that the largest energy consumption is due to the standby state of the RFID tag. Therefore, in or-

der to further reduce the energy consumption, it is important to develop new techniques capable to reduce as 

much as possible the energy consumption of the sensors and of the microcontroller unit (MCU) when they are 

not measuring. 

The following Table 5 reports the energy consumption computed over different time interval. 

 

Table 5. Energy consumption over different time interval. 

 
Time interval Energy Consumption [J] 

1 day 50 

3 days 150 

4 days 200 

10 days 500 

1 year 18250 

10 years 182500 

3.5. Energy available at the battery  

The proposed battery guarantees the power supply for a period of time longer than 1 month, which can be 

enough for some specific operation. However, if it is necessary to monitor some specific parameters for a long 

period, as an environmental monitoring operation can require, it could be necessary to recharge or replace bat-

teries. A possible technique exploiting UAV, without the need of an operator who manually recharges the tags at 

the site, is presented in the following section. The same techniques allow also installing the tag in dark environ-

ment where the use of PV panels is not possible. 

 

4. Recharge the RFID tags with wireless power transfer and UAV 

The idea proposed in the present work, is to use a UAV to recharge the battery of a RFID with a rectenna 

on it. Some basic assumptions may be made: 

• The UAV reaches a point at the vertical of the rectenna of the RFID tag at a height of about 5 m. 

It should be kept in hovering for the time needed to completely recharge the tag. 

• The RFID tag must be recharged every 3 days. The simple Lithium CR2032 battery allows the 

tag to be operative for much longer than 3 days. However, in order not to spend too much time 

hovering above the RFID tag, and not to discharge the UAV batteries too much, we assume the 

UAV is going to recharge the battery much more frequently. 

• An elementary rectenna to be used may have the characteristics reported in [13] and summarized 

in Table 6.  

 

Table 6. Rectenna characteristics 

 
Frequency: 
Size: 

Conversion efficiency η 

Operative power density S 
 

~ 2.4 GHz 
53 mm x 22 mm 

75% 

2.5 mW/cm2 
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• In the calculation of the energy received by the RFID tag, it is necessary to add some further 

system losses equal to 2 dB (in linear units, the losses are equal to 1.5) representing the losses of 

the electronic circuitry. 

Considering an available area for the rectenna system (the set of elementary rectennas) of 10 cm × 10 cm on 

the RFID tag, it is possible to use 10 elementary rectennas of the same type as the one described in Table 6. 

If we assume to irradiate the whole rectenna system with the same operative power density reported in [13], a 

time T=15 minutes is needed for the rectenna to restore the initial energy level (Equation (5)). 

�"#$� = 2.5 ∙ 10���/&'(	 ∙ 100	&'( ∙ 1.5�) ∙ * = 150	�     (5) 

 

A small UAV cannot hover on a single RFID for 15 minutes. Furthermore working at a frequency of 2.4 GHz 

at 5 m from the target implies either the use of a too large antenna to avoid dissipating the largest part of the 

power in space around and away from the target.  

Evidently a completely different approach is needed. Let us assume to use a rectenna operating at a frequency 

of 35 GHz (designed since 1992 [14]). In this case, a small distance between UAV and the RFID tag does not 

cause significant atmospheric absorption. 

In order to recharge the RFID tag in a time T=10 s, assuming to use a 10 cm × 10 cm rectenna section, a 

power density S=0.15 W/cm
2
 is needed, corresponding to an electric field of the order of 1500 V/m. It corre-

sponds in turn to a voltage drop across the rectenna of 150 V. 

It is to be note that at a frequency f=35 GHz an antenna with approximately a 20 cm diameter is enough to 

generate a 3° HPBW (Half Power Beam Width), sufficiently larger than the assumed rectenna system size to 

easily illuminate the whole rectenna system itself. 

During the 10 s transmission, the total emitted power is approximately equal to 150 W. Evidently the system 

in this way will operate at the physical limit. However, by increasing the time the UAV will stay on the RFID 

tag it is possible to reduce the total emitted power, thus allowing the tag circuitry to operate without problem. 

Let us consider a UAV equipped with a commercial battery with a voltage of 12 V and 6800 mAh, which is 

commonly used as power source for UAV systems. 

Considering the energy consumption of 3 days for a single RFID tag (150 J, Table 5) and considering to have 

a WSN made by 10 RFID nodes equipped with a rectenna operating at frequency of 35 GHz, it is possible to 

assume that a time T=10 minutes can be a good estimation to recharge one single tag, which allow also to be 

under the exposure limit for a controlled environment as reported in the “IEEE Standard for Safety Levels with 

Respect to Human Exposure to Radiofrequency Electromagnetic Fields” [15].  

The power needed to recharge the tag, with a time T=1800 s is given by Equation (6): 

+"�$ =
),-	.

/--	0
= 0.25	�       (6) 

Considering further losses equal to 2 dB due to the tag electronic circuitry, the RFID tag rectenna system 

should receive about 0.5 W. It means that in 10 minutes, the drone will spend 300 J of the energy available at the 

battery to load a single RFID tag. If the WSN is made by 10 tags, the amount of energy will be 3000 J, which 

could be approximate to 4000 J considering some further, not previously analyzed, losses. 

The energy available at the battery of the UAV is given by the following Equation (7): 

 

�1 2 = 12	� ∙ 6.8	
	 ∙ 60	 ∙ 60	� = 293760	� = 	~	290000	�    (7) 

Considering the amount of energy to recharge the RFID tags, 286000 J are still available to make the UAV 

flight and moving from one WSN node to the other. Usually a common UAV has flight autonomy of about 20 

minutes. Considering the amount of energy to recharge 10 tags, the UAV is still capable to flight for almost 19 

minutes, thus allowing both the RFID tag recharge operations and the flight of the UAV. 
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5. RFID Tag localization 

The proposed solution to recharge the RFID tag using the UAV implies to know the exact GPS coordinate 

where the tags are placed. Moreover, the UAV must be equipped with a GPS navigator and software capable to 

follow a predefined route and hovering above. Landing on top of tags can be improved possible by using c so-

phisticated imaging techniques. 

The idea is to make the UAV flight over each tag, make it landing over them and to keep it on the rectenna 

system of the tag for the time necessary to recharge the battery. When the battery of the RFID tag is fully re-

charged the UAV can flight to the next tag according to its pre-programmed route. In this way it is possible to 

reduce the amount of transmitted power from the UAV, to avoid electric field exposure problems, to use an an-

tenna with compact size, and to allow the UAV to load a set of RFID tags during the day. Moreover a single op-

erator is needed with the important tasks to appropriately programming the UAV route and equips the UAV with 

the most suitable, and fully charged, battery. 

6. Conclusions 

In the present work the energy consumption of a RFID tag designed for environmental monitoring operation 

is evaluated. A solution to recharge the RFID tag is proposed, using an automatic UAV equipped with a recten-

na system. The energy balance computed, considering a WSN made by 10 tags, demonstrates the feasibility of 

the proposed solution. However, this paper does not present any technological solution to realize neither the 

rectenna system, nor the elementary rectenna, nor the RFID tag electronic circuitry, nor the antenna build on the 

UAV.  

Assuming that all the proposed solutions are feasible, the techniques can be implemented in a practical situa-

tion where a real WSN is installed. Of course some further improvements can be studies and adopted to allow 

the UAV to land exactly on the RFID tag which must be recharged, to allow the UAV to transfer the maximum 

amount of energy possible to the tag, and to the design of the rectenna and the electronic circuitry to correctly 

receive the power necessary to recharge the batteries. 
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