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ABSTRACT 

The efficient use of electricity and how people approach it, is a topic that has a big impact on the 

environment and society. The consumption management will be improved by the monitoring and 

the controlling of electrical installations. By creating a management of the industrial installations 

people will use the existing and new energy resources more careful. Communication is a key part 

in this process and that is why the improvement of data transmission is very important to obtain a 

controlled process. Transferring data is achieved by sending an electromagnetic signal by means 

of radio waves, electrical voltage, etc. by means of different types of communications channels. 

The main goal of this report is to contribute GECAD developing a connection between a superior 

network and an external one to create the possibility of monitoring and controlling devices linked 

to the networks. The communication devices used are modems which use radio waves to make the 

transmission. The two advanced radio modems (ARM-SE) that are used during this assignment 

have the ability to connect with slave devices using different types of communication protocols.  

All the different protocols to achieve a data transfer between the two networks have been 

investigated and analyzed to find the best solution to connect a programmable logic controller to 

the network of GECAD. A program has been created to access the data of an analyzer to obtain 

knowledge on how to implement analyzers in a SCADA system to improve monitoring of an 

electrical installation. This assignment will achieve a better understanding of the different 

protocols and operation modes used in the industrial sector to create intelligent buildings and office 

blocks.  

The whole assignment is set up to monitor the data of a power analyzer (CIRCUTOR) which 

makes it possible to test all the operation modes and develop the program to retrieve data from the 

analyzer. Thereafter the program was used to create a SCADA system to retrieve data from other 

analyzers (PM130) connected to a PLC on an extern location. This is made possible because both 

analyzers are compatible so after changing some parameters, data could be retrieved easily. 

Despite a lot of difficulties with the modems, which creates a doubt of their reliability, it concludes 

that they are useful devices to transmit data for the intelligent buildings. 

Keywords:  Intelligent building; SCADA system; Matlab®; MODBUS TCP/IP; ARM-SE; radio 

transmission
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CHAPTER 1:  Introduction 

1.1 Motivation  

The consumption of energy is a topic that raised much concern over the last decades. The 

environmental impact and the exhaustible supplies are problems that are inevitable. There is a 

focus to avoid more problems concerning renewable energy and the consumption of the 

exhaustible sources. 

Buildings are one of the biggest energy consumer with a lack of attention on how to deal with an 

efficient energy use. With the growing world population and urbanization, the focus lies on how 

to manage an efficient energy consumption of energy in buildings. Intelligent buildings have 

technology that creates a more productive solution to this problem. By monitoring internal and 

external elements that influence the energy consumption of a building it is possible to consume in 

an efficient way. The use of smart devices and software, which are specifically developed for this 

purpose, allows to achieve a coordinated use of energy. This electrical system is known as a smart 

grid and uses the information of the installation to manage and improve energy consumption. 

The industrial sector is important to integrate these intelligent systems. It is projected that in 2040 

industry will consume more than half of the global delivered energy. Fossil fuels are still the 

biggest energy supply however the nuclear and renewable energy are growing fast. This means 

that the use of these energy sources has a big impact on the development of systems to control the 

energy consumption. As an example, solar panels contribute during the day but depend on the 

weather and other factors. This create an inconsistent source of energy that needs to be controlled 

and managed for an efficient use. Besides the solar energy, there are other sources, such as energy 

from wind, that are also fluctuating and unpredictable. This complicates the fact that renewable 

energy sources are the future of the energy business because of the still rising growth of greenhouse 

gases.  

There are two main types of buildings, residential and commercial. Furthermore the industrial and 

transportation sector are also major consumers. When talking about smart buildings it can easily 

be extended to smart cities on a larger scale. The smart grid is the base of the intelligent controlling 

of systems and actively managing of the consumption [1]. 
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Figure 1 Energy consumption by Sector 

Connectivity and management are the pillars of the intelligent systems to reflect on the 

consumption in the different sectors. It is important to react where necessary to create an efficient 

consumption with an environmentally friendly focus. Intelligent algorithms are designed to access 

the information needed to manage the installation. These algorithms are created to be integrated 

easily in a process because they are flexible and can be wirelessly connected to an operating 

system. The use of a SCADA system makes it possible to collect, process, display and manage 

information for the intelligent buildings. 

The assignment is creating the ability to control and monitor an extern network to manage 

production and the consumption in the future using a new radio modem that GECAD has bought. 

The aim is to establish data transmission, creating a link between two separated networks and 

retrieve usable data. The focus is on the connectivity and creating an own SCADA system to 

monitor and manage an extern installation [2] [3]. 

There are many different ways to achieve data communication to reach connectivity of intelligent 

buildings such as Ethernet, LAN, Wi-Fi, serial communication etc... Avoiding hardwiring is often 

useful because of its substantial costs or when it is not geographically possible. But sometimes it 

is the cheapest way to create the communication.  

Wireless communication has many advantages which are created by applying new techniques to 

improve the quality of the radio bridge. Over time there has been many different data transmission 

systems and they all have the same requirements. The first requirements is the transfer distance 

which has increased drastically over the years with decreasing probability of failure. Capacity and 

speed of the transfer are also really important to send as much information as needed. Furthermore, 

the geographic aspect and the costs of an installation are also influential aspects. The combination 

of all these factors is determining for the type of communication channel fits best for a specific 

data transfer. 

The only negative aspects of a wireless transfer are the lack of security due to wireless connecting 

with another network and the impact on health of prolonged exposure. The lack of security can be 
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bypassed using encryption of the data transfer and the health issue has been improved during the 

years of research [4]. 

1.2 GECAD 

GECAD is a research group in ISEP, Instituto Superior do Engenharia do Porto, which is 

specialized in information technologies. The core activity of the facility is on intelligent 

engineering and computing for advanced innovation and development. The research unit has two 

main departments: Intelligent Systems and Power Energy Systems. This assignment has covers 

both because its focus is on the consumption of new energy resources integrated into intelligent 

systems [5]. 

1.3 Assignment 

This report describes how an integrated SCADA system, Supervisory Control And Data 

Acquisition, realized using the program Matlab®, will be using radio waves and Ethernet with the 

Modbus protocol to connect with analyzers (PM130) of a PLC. This creates a perfect simulation 

of the communication of industrial installations used in real-life. It also provides the possibility for 

increasing the number of analyzers and other devices on the network in the other location in the 

future. 

In the GECAD laboratory, a SCADA system is already integrated which allows the researchers to 

monitor and control the energy consumption in the building. The next step in the process is to add 

an external network to the one of GECAD so it can be integrated in the existing SCADA system. 

Thereby the researchers will be able to access the data of the electrical installation in another 

building. 

With the use of the ARM-SE modems it is possible to connect these network together. Thereby 

the data of the new network can be monitored and controlled with the existing system. The modems 

will be analyzed if they are suitable to connect the external network to the one of GECAD. The 

different protocols of the modem will be tested to find the best solution to transmit the data to the 

GECAD network. The chosen protocol needs to access and read the data so it can be reachable for 

the SCADA system. A simulation is created with a slave energy analyzer, CIRCUTOR, which will 

be accessed from the GECAD network using the modems. This way it is clear how the protocols 

operate and if the CIRCUTOR can be a part of the SCADA system. 

This is possible because the CIRCUTOR can be effectuated inside the research lab of GECAD. 

This ensures the best option to connect both modems with the analyzers (PM130) of the PLC 

because both analyzers use the same protocols. The created bridge will be used to send small 

amounts of data and increasingly test its capacity and limits to determine all the possibilities of the 
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different operation modes. In this phase of the assignment, the program is tested in Matlab® to 

reach the data of the CIRCUTOR with Modbus. 

If the tests are positive the slave can be changed with the analyzers, PM130, operating in the 

external network. If they are also able to send data to the GECAD network, it can be integrated in 

the SCADA system to monitor and control the electrical installation. By reaching the network of 

GECAD using a PLC of the laboratory a SCADA webpage can be created and the data can be 

monitored. 

A summary of the described tasks is shown below which creates a clear view on the goals of this 

report. 

 Configuration and identification of the modem. 

 Testing different operation modes to create the best connection with the analyzers. 

 Creating Matlab® program to reach the data of the CIRCUTOR. 

 Installation of the modems and antennas in the different buildings. 

 Implementation in SCADA system to monitor the electrical installation. This is also the 

main goal of this report. 
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CHAPTER 2:  Equipment and systems 

This chapter contains all the information about the equipment and system used during this 

assignment. The information about the radio modem and energy analyzers describes the operation 

of the device and includes important settings important during the installation. Furthermore, this 

chapter describes the programs used during the assignment to complete the mission. 

2.1 Advanced Radio Modem 

 General 

ATIM is a French manufacturer of radio communication devices since 1992 and is specialized in 

industrial communication. The ARM, (Advanced Radio Modem), is a data communicating device, 

manufactured by ATIM, using a license-free high-frequency band which means 

there is no license or permission required to communicate on these frequencies. 

The frequency band used is located between 863MHz and 870MHz and is 

suitable for industrial, medical and scientific applications. The ARM is 

designed to function in various situations such as data transfer, remote control, 

etc. and is mostly used in places where hardwiring is not the best solution. It 

had a good track record for transferring data and managing different types of 

input and output over long distances without failure. The applications for this 

modem are endless: camera control, energy management, industry, etc. [6]. 

Figure 2 ARM-SE 

 ARM-SE 

The research lab, GECAD, uses the ARM-SE which can operate with serial ports RS232 and 

RS485 or Ethernet as an alternative of Wi-Fi as the communicator with the network. With this 

device, it is also possible to establish access to other devices using distance I/O. ATIM created an 

embedded web page for the configuration of the device which makes it easy to use. By means of 

Hayes AT-commands, this is also possible if the operator has no access for using the web pages. 

In this report the settings and configuration are managed using the web pages and data are retrieved 

using operation modes Ethernet, serial and Modbus  [7]. 
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In Figure 3 all these modem connections, which can be used for transmission are presented. AQlso 

indicated are the connections for the power supply and for the antenna.  

 

Figure 3 ARM-SE with connections 

2.1.2.1 Thumbwheel 

On the back of the ARM-SE, a thumbwheel is integrated which allows the device to switch 

channels between the frequency’s 869,8 MHz and 869,757 MHz. The wheel has 16 positions, 

hexadecimal from 0 to F and with every step corresponding to a difference in frequency of 50 kHz. 

This thumbwheel creates the opportunity for the ARM-SE to switch between different channels to 

avoid interference with other radio devices in the area. It is important that the frequency of all the 

participating modems are the same to avoid an error in the communication. Some of the 

frequencies have a different achievable range and power compared to others. The largest power is 

around 500mW which can reach over 5 km of range [8]. 

The thumbwheel can also operate with other application when going into test mode in the case to 

perform a factory reset. ATIM has created a tab on the webpage to allow digitally changing the 

frequency channel when the thumbwheel is used for these other applications. 

  

Figure 4 Thumbwheel 
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2.1.2.2 Side components 

Power supply for ARM-SE 

The ARM-SE needs a power supply set between 10V – 30V DC which is rectified and filtered to 

create a pure voltage. The research lab uses a SAIA PCD convertor of 24V DC to power the 

modems. In the case of the modem installed next to the PLC, also a power unit of 24V is available. 

Ethernet connection 

The connection between the network of the computer and the modems consist of a CAT 5 

crossover cable. The Modbus gateway operation mode also uses the same cable as for the Ethernet 

mode given the protocol can be used over Ethernet.  

RS232 – RS485 Serial link 

The ARM-SE is specially designed to establish a connection between Ethernet and RS232 or 

RS485. To connect the modem a 9-pin cable is required to plug into the interface of a PLC. The 

connection is made with the RS485 for both sorts of analyzers. 

Antenna  

To send and receive data, every modem is connected to an antenna which creates the radio 

communication. There are various types of antennas for each situation and all affect the quality of 

transmitting data. The antenna used in the test set up is the ANT868-BZ or “Bazooka” which is an 

omnidirectional antenna, especially designed for mast fitting. This allows the antenna to be situated 

20 m from its respective modem [8]. 

 

Figure 5 ANT868-BZ  
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 Installation  

The installation of the different components is vital to achieve a perfect radio bridge. The antenna 

is connected to the modem using a low loss cable as it is essential that the attenuations are 

minimized. This requires the cable to be short and the modem to be protected from high power. 

Therefor a surge protection with Terre is attached in the middle of the cable.  

 

Figure 6 Connection between antenna and modem 

The placement of the antenna is crucial to avoid huge losses and bad data transfer. After choosing 

the right antenna and its corresponding cable, placing both in their line of sight is a priority. But 

there is another phenomenon known as the “Fresnel zone” that has to be considered as well. The 

height of the antenna is proportional to the distance of the second antenna which means that the 

antenna needs to be higher when wanting to transmit further. The Fresnel zone can be indicated 

with an ellipse between the two antennas as shown in Figure 7. 

 

 

 

 

Figure 7 Fresnel zone 

During the installation, it is necessary to ensure that the frequency, used for the data transfer, is 

free. The embedded web pages are equipped with a spectrum analyzer which checks frequencies 
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that are already being in use. The thumb wheel, previously cited in 2.1.2.1 Thumbwheel on the side 

of the ARM can changes the frequency by means of rotation [7] [8]. 

 Operating modes 

The ARM-SE is equipped with a serial mode, Ethernet mode or Gateway Modbus mode and these 

modes are integrated into the software of the modem. Via the webpages, the different operating 

modes can be accessed through Ethernet or Modbus. The image below shows the organization 

chart of the ARM-SE with all the operation modes and their options. It gives a clear view of all 

the possible ways to make the data transmission.  

 

Figure 8 Diagram of the different operating modes 

Every operation mode has a different way of transmitting data and can be programmed with the 

embedded webpages or by using the Hayes AT-commands. For the assignment in this report it was 

sometimes necessary to develop an extern tool to create an interface to display the request and its 

corresponding response. This was necessary to test all operation modes at once without installing 

too many devices [9]. 

2.1.4.1 Ethernet 

Ethernet is an operation mode used for computer networks technologies. It is commonly used in 

local area networks (LAN) and can connect to many different protocols. Ethernet is used for wired 

interfaces as it is a physical layer. Over the years Ethernet has grown thanks to research and new 

technologies to a fast and reliable link for data transmission. Ethernet has backward compatibility 

which allows it to operate with older systems. Using this operation mode the ARM-SE is sending 

Ethernet frames to other occupants using the CAT 5 crossover cable [9]. 
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2.1.4.2 Serial 

Serial communication is also commonly used in data transmission but more for long-haul 

communication where parallel communication with other occupants is difficult. This operation 

mode sends one bit at a time in a sequence with the possibility of error checking. Because of its 

simplicity there requires a protocol in the connected device like the Modbus protocol in a PLC. 

Two serial interfaces, RS232 and RS485 are widely used. RS232 is for single-ended operation 

modes while the RS485 is for differential modes. The differential mode is preferred for 

communication with higher data rates or over longer distances to create a better performance. This 

is the reason why most serial devices use RS485 and why it was used in this study setup [10]. 

2.1.4.3 Modbus 

Modbus is a serial protocol for communication with programmable logic controllers developed in 

1979 by Modicon, today known as Schneider Electric. The protocol has become a common tool 

for transmission between various kinds of electrical devices. Modbus connects a supervisory 

computer with a SCADA system. It can connect several different communication systems by 

means of RS232, RS485 or Ethernet which makes transmission compatible with old and new 

devices. After decades it is still a trustable way to create a link and it is free for use.  

Modbus protocol operates between a client and a server however it can also be interpreted as 

master and slave. The client and master have the same function as server and slave for Modbus 

which can create confusion. They have not the same functions when the ARM-SE is configured 

because the slave and client are different devices. This will become clear later in the report when 

talking about the operation mode Modbus Gateway in 3.3.2. The protocol shows bits in 

hexadecimal which means that it exists out of blocks of 4 bits which go from 0 to F. 

Many different protocol versions for serial and Ethernet exist. In this report the focus is on the 

Modbus RTU and Modbus TCP/IP  [11]. 

Modbus TCP/IP 

The name itself refers to a protocol that communicate over TCP/IP networks mostly over port 502. 

It was developed when Ethernet was introduced to profit of its benefits. TCP stands for 

Transmission Control Protocol while IP stands for Internet Protocol. Modbus TCP/IP is just an 

RTU command with an Ethernet TCP/IP wrapper. 

A Modbus TCP/IP frame fabricated for a transaction is called the ADU, (Application Data Unit), 

which exists in two parts: the protocol data unit and the Modbus application header. Both parts 

create the message for the transaction.  

The Modbus application header consist of 4 fields who all identify the message that needs to be 

send.  
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 Transaction identifier: This first field is to identify the sort transaction for the request or 

response and is projected in 2 bytes.  

 Protocol identifier: This field contains also 2 bytes that indicates the used protocol for the 

transaction. To indicate the Modbus protocol, these bytes have the value ‘0’. 

 Length: The 2 bytes who indicate the length are the number of bytes that are in the 

message following the last two identifiers. 

 Unit identifier: This field contain a value between 0 and 255 to identify the slave 

connected to the modem. It is used to reach the right device while not reaching other 

devices. 

 

Figure 9 Frame of Modbus TCP/IP 

Following the MBAP is the Modbus PDU, protocol data unit which exists of the function code and 

the actual data that needs to be send. The function code is to indicate the server which purpose the 

message contains and during this assignment it is ‘03’ which indicates on reading the holding 

registers [12]. 

  Modbus RTU 

Modbus RTU is an implementation for serial communication and is one of the most commonly 

used. RTU sends a message wrapped in a TCP packet over a network instead of a serial line. This 

means the MBAP is not included anymore because the server looks for the IP-address of the slave. 

It also features an error check before sending the data continuously. It is very common for 

communication in industrial control networks because there is a wide range of software that 

supports it. 

 

Figure 10 Frame of Modbus RTU 

The similarity with the TCP frame is obvious but the differences are the 1 byte slave ID in front 

of the frame and the two bytes CRC at the back. The slave ID is to identify the slave so it needs to 

be the same value as the ID of the slave [12] [14]. 
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 CRC 

Data corruption is a phenomenon that can occur when there is digital data sent or saved. This has 

been a problem since the start of the computer science and for serial data they found the solution 

in a parity bit after every byte. This solution can only be effective is there is odd chance of bits in 

a byte while a change of even bits will not be detected. 

At the end of a Modbus RTU frame there are two bytes that serve as CRC, cyclic redundancy 

check. CRC is a solution that avoid the problem of data corruption by giving every data a 

checksum. After sending, the check values should match like before otherwise corruption occurred 

[13]. 

2.1.4.4 Operating principles 

A connection between two or more modems can be achieved by two main configurations, which 

are both described below. During this assignment, both configurations were tested but the 

accentuation is on the principle that allows a larger number of devices to communicate. There are 

only two modems available to test these principles but it can be enlarged to communicate between 

lots of different industrial devices [9]. 

 Point to Point (P2P) 

This configuration is the simplest way to communicate between the modems because the data just 

has to go from one point to another. There are no other devices and modems involved besides the 

two original modems.  

 

 

Figure 11 Point to point principle 

 

 Point to multipoint  

The ‘point to multipoint’ configuration is split between two main functionalities, the access point 

and the clients. The Access point can interact with each client, together or separately, while the 

clients can’t communicate with each other. This principle is used to monitor different devices on 

one network which can be used in the industrial sector. In this assignment, there is only one client 

given the lack of more modems but it still can be a presentation of reality when using more devices. 
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Figure 12 Point to multipoint principle 

 Operating principle during assignment 

The setup in Figure 13 below creates the possibility to use both principles. For the Point to Point 

there are only two modems required but even for Point to Multipoint this setup can work. The 

following figure creates a visual image of the setup on which the remaining part of this report can 

rely. 

 

Figure 13 Diagram of the used operating system 

2.1.4.5 Alerts 

The webpages provide a system that can alert the person who uses the modem in case of 

emergency. The tab ‘Alerts’ gives the opportunity to detect an error and to warn the operator. 

Watchdogs are an integrated function that measures the time that no data are transferred to see if 

an error occurred. It also compares the number of bad packages compared to the total number of 

packages sent to analyze the quality of the signal during an operation.  
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With the tab ‘e-mailing’ the status of the watchdog can be sent to an e-mail address when certain 

triggers are activated. These triggers also can be adjusted in the settings on the webpage and 

depend on the status of the watchdog or the input and output of the modem.  
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2.2 Energy analyzers 

 CIRCUTOR CVM-MINI-CM 

The attached slave used in the first part of the assignment, is the energy analyzer CIRCUTOR 

CVM-CM with integrated Modbus and is indicated in the picture Figure 14. The CVM-MINI used 

in GECAD is a programmable device used for measurements in electrical installations. It has a lot 

of different options to measure, calculate and display the main parameters for the most common 

electrical systems. It can be used in a three-phased, balanced or unbalanced industrial system. The 

CIRCUTOR can measures a lot of different parameters from basic frequency, current and voltage, 

harmonics and many more.  

The datasheet of the analyzer with the functions of the analyzer can be found in the attached files. 

There is also a memory map on page 23 of the file with codes needed to get the data. It contains 

the registers for the Modbus connection. This device is chosen because a PLC also works with the 

Modbus protocol and then this device is a good indication for connecting a programmable logic 

controller [17]. 

 Parameters to connect with Modbus: 

 Serial interface: RS-485 

 Transmission speed: 19200 bps 

 Slave ID: 8 

 Parity: NO 

 Integer format: 8 bit 

 

 

 

 

  PM130 PLUS POWERMETER 

The PLC is connected with 3 PM130 PLUS analyzers which are also a multifunctional 3-phase 

meter as the CVM-CM. The option of this analyzer are equal to the CIRCUTOR but the interface 

is better by means of the integrated LED screen. It is commonly integrated in panel boards who 

function with a SCADA system because of its intelligence in the power metering. It is operational 

with Modbus, IEC 60870-5-101/104 and I/O modules. The serial interface used by the analyzer is 

RS485 but the difference is located in the Modbus integer format which is, for the PM130, 16 bits 

or 32 bits. This means the analyzer will react on another type of request then the previous 8 bit 

[18] [20]. 

Figure 14 Power 

analyzer CVM-

MINI 
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Figure 15 PM130 Analyzer 

 Serial interface: RS-485 

 Transmission speed: 19200 bps 

 Slave ID: 2-4 

 Parity: NO 

 Integer format: 16-32 bit 

2.3 SCADA System 

SCADA, the abbreviation of Supervisory Control And Data Acquisition is a system to display and 

arrange measurements of control systems. It is a system that is integrated into the industrial sector 

because it creates an easy visualization and exchange of data for an operator. Furthermore, it can 

control the operations and warn the occupant when there is a problem in the system.  

SCADA communicates with Ethernet RS232 or RS485 and runs on an extern computer and it can 

be created by a programmable logic controller. The software, downloadable from the site has a 

customizable interface which can operate a machine by writing data to the control unit, in this case, 

a PLC. This type of system can access the data of the analyzers through a PLC and display them 

in graph forms [15]. 
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2.4 Matlab® 

The system that serves as the SCADA system for this assignment can be reproduced as a program 

made in Matlab®. It is well-known in engineering facilities. It can be used both in industrial 

situations and for academic purposes given its mathematical and computer science complexity. It 

is the abbreviation of Matrix Laboratory and is already been used by GECAD to retrieve data 

through Modbus. 

The purpose of using Matlab® is to create an own SCADA system. Via M-codes it is possible to 

create a program that can reach the IP-address of the extern network and transmit the needed data. 

With the Matlab® scripting language, this programming tool can access, manipulate and execute 

data requests.  

The program will generate a request after connecting with the right IP-address to enable a response 

to be retrieved. In the Matlab® program this response can be recalculated and displayed in graphic 

formats for a specific time [16]. 
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CHAPTER 3:  Realization of communication 

3.1 Introduction 

The overall task explained in the previous chapter is to connect two modems and ensure data 

transfer between both or create a remote for the PM130 analyzers of the PLC to be monitored and 

controlled from distance as a SCADA system. The two modems need to be configured and 

subsequently linked to each other before the start of the overall task. Following the configuration 

described in this chapter, some tests can be run to examine the radio signal. All the different 

operation modes will become clear in this chapter [9]. 

3.2 Configuration  

The configuration can be accomplished using the webpages integrated in the software. Other 

possibilities are via SNMP firmware or Hayes AT-commands but these are not used in this report.  

 Adapter settings 

To reach the embedded webpages of the modems, the IP-address of the external computer used, t 

link with the modem, has to use the same classification as the modems IP-addresses. This means 

that the third number in the IPv4-address must be the same which is zero in this case. In the network 

and sharing center, there is the possibility to change the IP-address. This functionality can be found 

in Figure 16 below the change adapter settings by selecting the local area connection, which refers 

to the modem. Under properties and after selecting the Internet Protocol Version which in this case 

was TCP/IPv4 the IP-address can be changed to the same class.  

 

Figure 16 Adapter settings to change IP-addresses 
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 Identification 

The first step in the process is to identify each modem that is part of the communication network, 

this to obtain perfect control over every device. It is important that each modem has a different 

identity to avoid miscommunication which can lead to serious problems. If there are only a few 

modems in the communication each of them can be given a different IP address. However, in case 

of too many devices to control this is not the best option. In case of a network with multiple 

modems it is best to create a main modem that functions as an access point with one IP-address. 

Then all the other modems, who function as clients, can be identified in the subnet created under 

the main modem’s IP-address. This Point to Multipoint principle was not used in this assignment 

because of the lack of multiple modems, each modem could have its own IP-address.  

To reach the embedded webpage of the ARM-SE, ATIM created an IP address which is reachable 

when the modem is connected to a network for the first time. In the memory of the modem the 

default IP address is‘192.168.0.20’, which links to the webpage in default mode when the IP 

address is not changed yet.  

 

Figure 17 ARM-SE webpage to identify the modem 

The local IP address is where one can change the default IP address to a new one. After changing 

the IP-address, the adapter settings need to chance again if the address belongs to another class. 

Otherwise the embedded webpages cannot longer be reached.  

 IP-address  

The IP-addresses to identify the modems are chosen in function of the Point to Multipoint 

operating principle. From here on both modems are referred to as ‘the access point’ and the ‘client’ 

in this report. 

The chosen IP addresses for the two modems, which are used for this assignment, are described 

below. It is important to know the address and their respective status to work without failure. For 
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the Ethernet operation mode, cited in 2.1.4.1, another IP-address was given to the access point to 

create the data transfer. 

IP address client (C):   192.168.0.20 

IP address access point (B):  192.168.2.100 (normal) 

    192.168.0.39 (Ethernet) 

 Remote connection 

A modem can connect to every modem located within its range if the settings are configured in 

the same way for each of them. However in the settings there is the possibility to allow remote 

devices to manage inputs and outputs with only respective modem.  

By linking the MAC addresses, a unique identification number for every device, on the remote 

modem, a filter in the network is created. In Figure 18 Identification using MAC-Addresses Point 

to Pointshown below are the LAN filters where the allowed MAC address of the necessary 

modems can be entered. This enables to optimize the data flow between the modems so they cannot 

interfere with data flow of the modems that are not selected.  

MAC address of the respective modems by figure 13. 

MAC address client (C):   00 04 A3 07 38 99 

MAC address access point (B):  00 04 A3 07 39 07 

3.2.4.1 Remote connection for Point to Point 

The ‘MAC Authorized 1’ is the MAC address of the editable modem while MAC authorized 2 is 

the Mac address of the receiving modem. This is the same for the other endpoint, however the 

addresses are switched. So for Point to Point, the first address is always its own while the second 

belongs to the other respective modem.  
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Figure 18 Identification using MAC-Addresses Point to Point 

3.2.4.2 Remote connection for Point to Multipoint 

Using Point to Multipoint changes the receiving end of the transmission. A client can only receive 

with the access point and not reciprocally with the other clients while the access point can 

communicate with every client. This means that the access point needs to be linked to its own 

MAC address in the first row and the addresses of all the clients in the second and following rows. 

On the other hand every client only needs the MAC address of the access point. This is shown in 

Figure 19 below.  

 

 

Figure 19 Identification using MAC-Addresses Point to multipoint 
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3.3 Data transfer 

The advanced radio modem is designed to communicate with different protocols. All these 

operating modes have a different advantage to use in an industrial connection network. In this 

section, all the possibilities are used to make a connection between the modems and on this basis, 

the most optimal connection to the SCADA system will be used to connect the modem to the 

supervisory network. There is also the possibility to run a test to check the radio link between both 

modems. It is recommended to run these tests first before testing the operating modes [9]. 

 

Figure 20 Flowchart of used operation modes 

 Test mode  

There are different possibilities to run the tests to examine the connection between the two modems 

but the most obvious in this situation is by using the test mode integrated in the embedded 

webpages. Before the tests can be started, both modems need to be interconnected as described in 

the configuration in 3.2, so only their mutual connection can be monitored.  

There are three different tests to check the quality of the radio transmission between the modems 

which are described and applied for the connection between the two modems.  

3.3.1.1 Ping-Pong mode 

This mode checks the quality of the communication by sending packages of information from the 

master to the slave modem. By setting the status of slave to one modem and master to another, this 

test shows how many packages were received and how many packages were lost. A perfect 

connection has no losses of packages and maintains a stable connection. In this particular situation 

the access point modem is serving as the master while the client has the role of the slave.  

 

ARM-SE

Test
Gateway 
Modbus

Serial Ethernet
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Figure 21 Ping-Pong test 

3.3.1.2 Spectrum analyzer 

This test shows an interface with all the ARM-SE spectrums available on the modem. The graphic 

gives the information which of the channels are in use and allows to detect when there is an 

interference with other connections. The interpretation of the test, ran in Figure 22 below, displays 

the use of channel 1 while the other channels are unused. This test has to indicate the same channel 

for all the modems who need the same connection otherwise both modems are not on the same 

channel or there is interference. 

 

Figure 22 Spectrum analyzer 

 

3.3.1.3 Carrier emission 

This test sends a ‘pure’ carrier signal, which is a transmitted signal with no modulation. The carrier 

emission test is executed to see if the modem can transmit a clean radio wave during 30 seconds. 



 Radio-Frequency communication in a SCADA system for the monitoring and control of intelligent building and office blocks 

 

 

Tom Coppens  

P
ag

e3
5

 

 Sending data with Modbus protocol 

The situation represented in Figure 23 is the main situation for Point to Multipoint communication 

using only one client. This is already described in 2.1.4. The first way to communicate is to attach 

a slave to the client modem, working with the Modbus protocol. The slave used during this 

operation is the CIRCUTOR energy analyzer in 2.2.1. Modem B will try to access the data trough 

radio, given to modem C by the slave. The next pages contain the setting for both modems to 

establish the transmission with Modbus. Following these settings, two examples are elaborated 

where the access point modem B communicates with the CIRCUTOR. The response of the first 

example consist of a hexadecimal code that refers to the voltage between a line and the neutral of 

an energy analyzer. The second example contains the temperature of the analyzer. At the end, the 

hexadecimal code will be convert to decimal numbers to get the actual data. 

 

Figure 23 Diagram of the used operating system 

In Figure 23, the IP-addresses are displayed to clarify the setup while the used energy analyzer is 

the CIRCUTOR. 

This paragraph contains in the end also the program to connect with the CIRCUTOR using 

Matlab®. There is a review of the program with a graphical form of the voltage to show the 

operation.  
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3.3.2.1 Settings Modem client 

To accomplish the link between both modems the used operating mode is the first difficult choice. 

The client Modem C (192.168.0.20) operates in the serial operating mode where it is in transparent 

mode. In the transparent mode only the physical data is managed which means that every byte will 

be copied to the receiving modem without an error check. For this mode to work there needs to be 

a communication protocol which in this case is the Modbus of the energy analyzer.  

 

Figure 24 Client with Serial operation mode 

The settings in transparent mode obtain a priority, which either is emission or reception depending 

on the function of the modem. During this operation Modem C has to have priority of emission so 

it can sends the data of the energy analyzer to the access point.  

The other settings serve to specific situations which can occur during a transmission process. When 

needed, the user can check the most obvious setting. The repeater is a setting that is necessary to 

use if the reception is bad because of the reliability of a radio transmission. These settings are 

analyzed in this report and can be found in the attached file [8]. 
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3.3.2.2 Settings Modem access point 

The access point modem (192.168.2.100) has to be in the gateway Modbus operating mode to 

access the data sent by the client. The wireless mode is configured to the access point because of 

the status of the modem. There is only one client to communicate with and this target can be 

reached by using radio waves on a chosen channel.  

 

 

Figure 25 Access point with Modbus Gateway  
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3.3.2.3 Settings RS Port 

Both modem need synchronized settings with the serial slave or energy analyzer otherwise there 

will not be any connection. This means that the baud rate (bits per second), transmission standard, 

data bits and parity should have the same value for both devices. The value of these parameters 

can be found in the analyzer’s settings and for the modems you can change them under the tab RS 

Port. The power analyzer is connected to the RS 485 gate on the client modem which means that 

this value for the ‘Transmission Standard’ should be indicated. In Figure 26 the other settings are 

given for this particular transfer between the energy analyzer and the modems.  

 

 

Figure 26 Settings RS-port 

3.3.2.4 Examples 

As a next step it is required to open de html/Modbus Utility on the setup page of the access point 

modem and fill in the request to create a response from the energy analyzer. Number 8 is chosen 

as the slave number, which corresponds with the settings of the energy analyzer. The start address 

is the value of the memory map where the modem starts to read the values. The ‘quantity of 

registers’ is the number of values the modem will read starting of the start address, the first register. 

The examples below are executed to obtain the voltage between the first line and the neutral and 

for the temperature of the analyzer. 

To reach the voltage the start address must be 0 which can be found in the memory map 7.2.After 

pressing the ‘read’ button the modem will create a hexadecimal response which can then be 

translated to a mathematical number system. With the ‘quantity of registers’ the number of 

measurements can be adjusted to the wanted value. 
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 Example voltage 

 

Figure 27 Response of example voltage 

Response: 00000931 is translated into decimal number 2353. 

Table 1 Register of voltage of the power analyzer 

The response is the voltage between phase 1 and the neutral, which means after the recalculation 

with the given units, this can be interpreted as 235,3V. This value is about the 230 - 240V it should 

be shown in Figure 28. 

 

Figure 28 Three phase Star connection 
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 Example temperature 

 

Figure 29 Response of example temperature 

Response: 00000178 is translated into decimal number 376. 

 

Table 2 Register of the temperature of the power analyzer 

The measurement is the temperature in the energy analyzer after the recalculation with the given 

units. This can be interpreted as 37,6 °C after calculation. 

3.4 Algorithm to retrieve data 

The purpose of this program is to access the data of a device and display it in a graphical form to 

monitor the situation of the PLC. Over a time lapse of 30 seconds a request for data is generated 

every 0,5 seconds and all the values of the responses are displayed in the graph. This creates a 

reliable view of the surroundings with which the analyzers have to deal.  

The first program is designed to access the data of the power analyzer and after that the program 

can be adjusted to access the PM130 next to the PLC. At first it is the basic request for the voltage 

of the analyzer but this can be extended later to request more data. If the program runs successfully 

for the analyzer it can work for the PLC after adapting the message send by the program.   
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 Program in Matlab® 

The code can be found in the appendix 7.4. 

Line 0-12 

Before starting the program, all the windows of previous runs need to be closed. The next step is 

to define the fixed inputs of the time, step time and the addresses. The addresses can be found in 

the datasheet of the analyzer and as previously said the address of the voltage is ‘00’. This means 

that the program will only look for this address on the analyzer but the program can be adapted so 

more addresses can be reached.  

Line 13-25 

Next are the lines of code that arrange the addresses and responses in arrays for storage. That is 

necessary to create the graphical forms.  

Line 25-29 

Thereafter is the configuration of the TCP/IP channel in which the IP-address and port of the 

TCP/IP need to be identified. In this case the IP-address is 192.168.0.39 and the port for TCP/IP 

should be 502. 

Line 29-51 

After the configuration the connection can be opened with the IP-address using 

‘t=tcpip(IPADDR_, PORT)’. In the program there is also a loop included to check the status of the 

connection and to display if the connection is open or not. 

Line 51-80 

The next section is the assembling of the message that is sent to the analyzer. Just like using the 

Arduino the sent message needs to obtain certain parameters to find to right data. The parameters 

to create the messages are already explained in paragraph 2.1.4.3. 

Transaction ID:   03 

Protocol ID: 00 

Bytes remaining: 06 

Slave ID : 8 

Function ID: 3 

Starting register: 00 

Number of registers to read: 02 

  
Table 3 Modbus parameters message to analyzer 
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Line 80-90 

When the message is created it can be written on the analyzer and with the read function the 

response can be found. The received response needs to be transformed in a decimal response by 

using the command ‘bitshift’. The result of this transformation must be divided by 10 to get the 

actual voltage which is exactly the same calculation used in paragraph 3.3.2.4.1.  

Line 90-97 

After the response is received and transformed into the right value the graphs is created. The 

created values are stored in different arrays, which makes it easy to locate them. The run is also 

closed here using ‘fclose(t)’. 

Line 97-133 

The graph is created by opening a window in the first loop with the titles, color, etc.. Subsequently 

all the values will be displayed by using subplots.  

The created graph of the voltage L1 of the analyzer is shown below in a time-lapse of 30 seconds.  

 

Figure 30 Graph of the L-N voltage retrieved of the power analyzer 

In Figure 30 the voltage between phase 1 and the neutral is displayed during 30 seconds. It 

fluctuates between 222,5 and 225,5V. 
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 Sending data with Ethernet 

3.4.2.1 Settings  

This paragraph describes how to create a link in the Ethernet operating mode between the two 

modems. Because there is no interface available for the Ethernet operation mode it is difficult to 

create a request and response. Using the command prompt of an extern computer, attached to the 

modem for this case, a simple PING-signal is transmitted to test if there is a good transmission. If 

the transmission is succeeded, a request could be fabricated on an external interface but this is not 

available in GECAD which means only the PING-test is executed in this report.  

It is important for using the Ethernet mode that both modems are of the same class. In this case 

both modems are part of the class: 192.168.0…. . The client remains 192.168.0.20 while the access 

is changed to the free IP address 192.168.0.39 using the adapter settings in the paragraph 

configuration 3.2. When both modems are ready the Ethernet tab in the operation mode can be 

selected via the webpages. Both modems require the same settings when the wireless mode is Point 

to Point. There is a different setting using Point to Multipoint because the access point has priority 

over the clients. 

Before the connection can succeed, the radio configuration (Radio tab) also requires to be set for 

the emission and reception of a signal. In the Ethernet operating mode the data transfer has the 

possibility to give priority to speed or security. Security uses ‘RTS/CTS (request to send / clear to 

send)’, while priority of speed does not need the access. It is recommended to use the security 

option except when the response time is more important.  

 

Figure 31 Radio configuration 

3.4.2.2 Example 

To test the created link between the modems, a PING can be sent from one to another to check if 

it is received. This resembles the ping-pong test in the test mode. The PING is sent with the 
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command prompt, available on the computer. The transmission is tested by typing ‘Ping’ followed 

by the IP address of the receiving modem, by example ‘PING 192.168.0.20’.  

In Figure 32 the PING test from the access point looking for the IP address of the client modem is 

shown.  

 

Figure 32 Ping test with client 

All sent packages are received which indicates to a perfect connection between both. In the next 

Figure 33 the same PING test is executed, but the packages are sent from the client to look for the 

IP address of the access point modem.  

 

Figure 33 Ping test with access point 

The figure makes shows that also the sent packages are received without failure. These packages 

are sent in both Point to Point and Point to Multipoint with the same result. But the small change 

applied to the settings of the MAC addresses needs to be remembered as this is crucial for success.  
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 Sending data with serial 

To test the serial operation mode an Arduino is used to create an interface. Arduino is an open 

source computer hardware and software company which designed a platform to ease the use of 

microcontrollers. The platform can create occupants that can react in a system by means of input 

and output signals. In this case the Arduino can reach the input by serial interface of the power 

analyzer and send an output the other way around. The device is connected to the access point 

which is connected to a computer. With a program it is possible to access the data of the analyzer 

and furthermore the PM 130 analyzers of the PLC. 

3.4.3.1 Settings of modems 

It is known that in the configurations in previous paragraph 3.2 the CIRCUTOR uses Modbus RTU 

and TCP/IP. Both can only be linked using the serial mode of the modem. The Arduino also uses 

Modbus RTU, which is the same configuration as the analyzer. Figure 34 shows the configuration 

of the client and it is obvious that the settings for both the Arduino and the analyzer are the same.  

 

Figure 34 Settings of both modems with the serial operation mode 
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In transparent mode, it is important to consider the transmission delay and end of transmission 

waiting times. This can enable a radio frame “hole” phenomena that needs to be avoided. For 

example, for a serial link rate of 2400 bps, without the use of delays, the modem sends each byte 

separately in each radio frame.  

3.4.3.2 Example 

The Arduino is used to check the communication link between the modems by reaching out for 

data on the energy analyzer. By sending a request with the Arduino to the analyzer, over the 

modem’s radio, a response will be generated. A program is required to retrieve this information 

and fabricate a request and thereafter the response can be received.  

Because the Arduino operates on the Modbus RTU principle there needs to be two bytes of the 

CRC, Cyclic Redundancy Check at the end of the request cited in paragraph 2.1.4.3.1. The CRC 

configuration for the Arduino is shown below can be calculated on-line [19]. 

 

 

 

The used program can be found in the appendix 7.1. The request is created to access the analyzer 

however the settings need to be configured equal to the device. Which means the baud rate is 

19200 bps and the devices need to operate with an 8 byte message. The slave ID has the value ‘8’ 

which matches the value of the analyzer. 

 

Table 4 Request and response produced with the Arduino 

The first line is the request sent by the Arduino while the second line is the responds of the analyzer 

received by the Arduino received. After conversion of the hexadecimal 938 to decimal numbers 

the response is: 236,0V. The recalculated voltage is equal to the voltage using the Modbus 

Gateway mode in 3.3.2.4.1. 

  

080300000002            CRC-16 (Modbus) 0x92C4 

Request  

Response  
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CHAPTER 4:  SCADA system for building monitoring 

 Introduction 

The main task of this report is to connect an external electrical building to the SCADA system of 

GECAD. In Figure 35 the process is displayed on how the data of the analyzers can be reached by 

the SCADA network. The SCADA network is connected with the computer which is connected to 

the GECAD network. Communication with the analyzers can be achieved by using the modems 

on the Modbus gateway operation mode explained in paragraph 3.3.2. 

 

 

 

Figure 35 Flowchart of SCADA process 

Using this process, creates the possibility to monitor the analyzers in another building. The 

SCADA system will monitor all the necessary data by sending requests continuously. The response 

will be translated and monitored to control the installations.  

The last step in the process is to access the data response trough a PLC in the GECAD laboratory 

with the computer to create the SCADA system. In the software of the PLC is shown which 

accesses the data and send it to a SCADA webpage, created by the PLC. The Client is identified 

and the message created to access the data on the left side while the response, the three phase 

voltages, is shown on the right in Figure 36. 

SCADA 
network

ARM-SE ARM-SE
PM 130 

Analyzers

DATA TRANSMISSION 

GECAD NETWORK 
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Figure 36 PLC program to access data for SCADA 

 

 Changes to retrieve data of PM130 

To create a link with the PM130 analyzers the request described in the previous paragraph needs 

to be transformed, despite the fact that both analyzers use the same protocol, the settings are 

different. The differences between the analyzers are shown below.  

 The messages send to the PLC are made out of 16 or 32 bits which is more than the 8 bit 

request of the CIRCUTOR.  

 Port changes from 502 to 5502. 

 The IP address is also changed because of errors that occurred during the assignment. The 

new address for this program is 192.168.2.144.  

 The used registers can be found in the appendix and are totally different comparing to the 

registers of the energy analyzer.  

The SCADA system for the PLC uses the same method to extract data but the differences with the 

program for the CIRCUTOR shown above change the request a lot. Not only need the settings to 

be modified but also the amount of registers that will be accessed, are increased. Instead of 

collecting data from one register, this program needs to collect all of them and display them in 

graphs. This means the period and interval need to be chosen carefully to collect all the data so no 

error can occur. If there are too many requests in a small time-lapse the data will not be received 

anymore or it will lead to data corruption.  
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CHAPTER 5:  Case study 

5.1 Situation  

The main aim of this report is to use the ARM-SE to integrate the data of an external building into 

the SCADA system in the GECAD laboratory. This means, creating a data transmission between 

the research lab and PM130 analyzers located in another building to monitor the installation. The 

analyzers are connected to a PLC and measure the electrical installation of the building. The 

modems want to retrieve that data to monitor the building. The PLC is situated in the F-building 

and can be reached using an antenna and the client modem. The testing of every operation mode 

has been described in the previous paragraph 3.3. The most suitable modes and parameters have 

been selected in view of achieving the best transfer. First the created program in described in 0 is 

used to extract data of the power analyzer to check the quality of the transmission. Subsequently 

the CIRCUTOR is changed with the connection of the PM130 analyzers of the PLC to fulfill the 

assignment by collecting data of the electrical installation [20]. 

5.2 Location 

The research lab of GECAD is located in the N-building on the most southern point of the campus 

of ISEP. The access point modem is installed at this location. The PLC is located on the 4th floor 

of the F-building which is located next to the lab. At both locations the modem and antenna are 

installed and tested to verify that a connection is possible. The only obstacles are the threes located 

between the two buildings that can hinder a transmission. 

Before the actual installation the antennas are placed in both buildings and the test needs to be 

successful before it is possible to transmit data between the two locations. The test consists of a 

request to the client using the Modbus Gateway mode. If the access point receives the requested 

data, this indicates that the antennas are in the right place. As described in paragraph 3.3.2 the 

request and the corresponding response were generated successfully from the CIRCUTOR power 

analyzer indicating a successful connection. This test is executed with the power analyzer CVM-

MINI as this is the most efficient way to retrieve data.  
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The modem located in GECAD needs to be connected to the network to be accessable in the whole 

laboratory. 

 

 

 

 

 

 

 

 

 

 

 

Figure 37 Location of the antennas on map 

In Figure 37 is a ground map of the two buildings and the antennas are also indicated with the 

symbol. It is noticeable that the trees can have an influence in the communication between the two 

modems.  

5.3 Settings  

 Access point modem in the N-building 

The antenna is placed on the roof of the N-building and connected to the building using a cable. 

The modem will be installed on the wall and connected to the network of the GECAD-building to 

enable everyone to have access to the data by making the connection with the IP-address using the 

Matlab® program.  

To connect the modem to the network of GECAD certain changes to the IP-address are required 

to make sure the network does not fail. The IP-address is changed to ‘192.168.2.119’ which is 

connected to the MAC-address of the modem. 

F-building 

N-building  

GECAD 
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 Client modem in the F-building 

The antenna of the client is attached close to the window to have a good reach while still being 

located close to the PLC. The modem itself will be installed next to the PLC to enable it to take 

power from the controller which is also 24V. The IP-address of this modem does not require 

corrections. The modem can operate on the default address which is: ‘192.168.0.20’. 

 Choice of operation mode 

Modbus is a serial communications protocol which makes it compatible to communicate with the 

serial operation mode of the ARM-SE. The Modbus gateway is using the Ethernet cable while the 

serial operation mode uses RS485 or RS232. As mentioned before the PLC is compatible with the 

serial operation mode since the device has the Modbus protocol. This means that the PM130 

analyzers can be connected to the RS485 of the client modem the same way as the CIRCUTOR 

power analyzer. The access point modem can run on the Modbus gateway operation mode which 

makes it accessible using the Matlab® program. The reason for choosing Modbus TCP/IP and not 

Ethernet is the purpose of the design. Modbus is especially used to transmit data while Ethernet is 

used for other purposes. The Modbus TCP/IP protocol is used on an Ethernet layer but it can be 

found on other networks as well and can be used like a SCADA system, as mentioned before.  

The PM130 can be connected to the modem exactly as the CVM analyzer which makes the choice 

for Modbus and serial obvious. There is a port available above the PLC with RS485 connection 

where the cables can be connected. It is shown in Figure 39 in the paragraph underneath next to 

the power supply.  
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5.4 Installation 

The installation of both device is displayed in the pictures below to indicate how they are 

connected. It shows where the power supply, modems and slave are situated. In Figure 39 the 

installation is created with the energy analyzer CVM-MINI-CM and not with the PM130 analyzers 

of the PLC.  

 

 

 

 

 

 

 

 

 

 

Figure 39 Installation F-Building 

 

 

 

 

 

 

 

 

 

Figure 40 Antenna in N-building 

  

Power supply 

and RS485 

Figure 38 Installation N-building GECAD 
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5.5 Collecting data 

The installation with the CIRCUTOR can be reached using the network of GECAD which means 

a test can display the same graph of the voltage as in paragraph 3.3.2.4.1. After succeeding the 

connection with the power analyzer and successfully creating the graph, it is time to connect the 

modem to the PM130 analyzers which are connected to the PLC. It is very important that the 

RS485 connection of the PLC itself is disconnected from the analyzers. Otherwise there are two 

different masters asking data of the analyzer, the PLC and the modem in GECAD through the 

client in the F-building. If this occurs the data cannot be transmitted to the modem which will 

indicate ‘remote problems’ on the webpages.  

If one of the PM130 analyzers is connected with the modem independently of the PLC and the 

registers are known, a program is needed equal as the one of the CIRCUTOR. Instead of using a 

new program, the data can directly be implemented in the SCADA system of GECAD to collect 

data of all the PM130 analyzers. Thereby the system can fluently extract data of the PM130 over 

the antennas for a self-chosen amount of time and create a graphical form.  

With the different registers, shown in 7.3, of the PM130 in compare to the CIRCUTOR a new 

request is created to collect the data.  

Before the SCADA system can be operational, there needs to be a clear transmission possible 

therefor the PM130 will be tested with the webpages if there is data available. After adjusting the 

settings of the previous paragraph, the request can be fabricated and send to the analyzers. In Figure 

41 the request and response are visible of the PM130. Using the embedded webpages on the 

Modbus gateway mode, a response is retrieved. The slave ID of the used PM130 is 4 and the 

register to retrieve the voltage is 13312-13318 which indicates a quantity of 6 registers that need 

to be accessed. In Table 5 the voltage of the three phases or recalculated into their decimal value. 

All three of them give a realistic value of the situation in the electrical installation.  

 

Figure 41 Response of PM130 slave ID 4 
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The response exists of 6 registers which contain the voltage of the three lines in the PM130 

analyzer with slave ID number 4. To understand the values of the created response the hexadecimal 

values are translated into decimal values underneath. 

Hexadecimal Decimal Voltage 

08D4 2260 226,0V 

0900 2304 230,4V 

0906 2308 230,8V 

 

Table 5 Response of PM130 slave ID 4 
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5.6 Converting to SCADA 

 Results 

Paragraph CHAPTER 4: 4.1.1 contains the information about the connection with the SCADA 

system. After receiving the right data of the PM130 analyzer, the data can be send to the self-

created webpage of the PLC. It is shown below in Figure 42 how the voltages can be monitored. 

On the y-axis the values are between 2000 and 2600 but it needs to be divided by 10 to reach the 

exact value of the voltages. 

 

Figure 42 SCADA webpage of the three phase voltages 

This graphical form can be created with all the other registers of the PM130. This shows the great 

purpose of a SCADA system that can access all the data and displays it clearly to make monitoring 

possible.  

Next register that is accessed to receive data is ‘13828’ which describes the frequency of the grid. 

For this grid the measurement should be 50Hz which is always used in Portugal.  
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Figure 43 SCADA webpage of the frequency 

Other measurements cannot be displayed because, at the moment the analyzers only measure the 

voltage and frequency. The analyzers do not measure any current which indicates in a powerless 

installation. When they are reconnected to the whole grid of the F-building the SCADA system 

will be able to display all the parameters of the installation. All the parameters that can be accessed, 

can be found in the registers in appendix 7.3. 

 Communication time 

The communication time between the SCADA system and the PM 130 analyzers fluctuates 

between 500ms. This gives an indication that the radio waves can create a small distortion in the 

data transmission. This was also the case for the communication time of the CIRCUTOR but it 

does not create a big influence in the received data.  
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The response time of several data transfers is shown in Figure 44 to indicate the speed of a data 

transmission between both modems when they connect the GECAD laboratory to the PM 130 

analyzers.  

 

Figure 44 32 Bytes request time PM130 

The response time between both modems is very fast which is perfect when integrating in a 

SCADA system. The fluctuation in the graph is minimum comparing to the amount of time which 

indicates on a good response time for the transmission.  

 Lost packages 

The number of lost packages can indicate on the quality of the transmission, just like a PING-

PONG test. In this case it is impossible to use this parameter to analyze the quality of the 

transmission because there were only two possible outcomes during this assignment. If the 

modems could communicate with each other, there were never packages lost. If there was a slight 

malfunction in the radio communication, all data was lost and communication was impossible.  

All tests, for the CIRCUTOR and PM 130, were executed with a perfect signal where no packages 

were lost. But from time to time, it could occur that the signal got lost and no data could be 

retrieved.  
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CHAPTER 6:  Conclusion 

ATIM, the manufacturer of the ARM-SE modem, created a useful device to execute a data 

transmission using radio communication with different protocols. They managed to make the 

modem compatible with many operating systems and developed a system to create a fluent way 

for usage.  

At the start of this assignment the modems were successfully configured and the different 

operation modes and protocols were tested. The tests of the various possible modes showed that 

there would be many complexities in the process. The first was to create an interface to display the 

response of any power analyzer. This was only possible using the mode of the Modbus Gateway 

because it was integrated in the webpages. The interfaces for other operation modes were 

established using an Arduino, simply Modbus and Matlab®, which indicates the great variety of 

the modem. Ethernet was the only operation mode that was not tested with an external system 

because there were none available. The only way to test this mode was by using the command 

prompt on the computer for multiple Ping-Pong tests. The use of these different protocols in this 

research of the ARM-SE has shown all the possibilities of the modem. It created a clear view on 

how radio transmission and data transfers are realized. 

All the various approaches to retrieve data between two modems, enabled to select the best way to 

connect the network of GECAD to analyzers of a PLC in an extern building. By connecting the 

networks the PM130 analyzers a SCADA system can monitor the electrical installation. The power 

analyzer (CIRCUTOR) used during the tests of the different operation modes can connect to the 

modem the same way a PM130 can be connected. This is why the Matlab® program was designed 

first for the analyzer so it became clear how to access the PM130 analyzers. The chosen operation 

modes for the modems have also been selected in function of the Matlab® program and SCADA 

system. This means that the access point modem located in GECAD uses Modbus gateway and 

the client in the F-building uses the serial mode with RS485 like paragraph 3.3.2.  

The program designed in Matlab® can find the IP-address using the Modbus TCP/IP and generates 

a request in function of generating a response of the analyzer or PLC. These responses are 

recalculated and transformed into decimal values that in turn are displayed in a graphical form 

showing the fluctuation of the measurement over a specific period of time. When the PM130 

analyzers were connected to the network of GECAD, the PLC could be configured easily because 

of the knowledge gained by the Matlab® program. At the end of this assignment the SCADA 

system was able to reach the data of the PM 130 analyzers to monitor the electrical installation. 

During this assignment it became clear that, despite the fact a modem is a multifunctional device 

designed for this radio transmission, a radio modem is not a fully reliable device. Many errors have 

occurred during this assignment and the cause was mostly unknown. The biggest issue that 

occurred was because one of the modems was not able to continuously collect data of the analyzers. 
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This problem made sure that it was really difficult to prove the reliability of the devices but at the 

end of the assignment the modems functioned normally and the implementation of the analyzers 

in the SCADA system was successfully achieved. 

6.1 Future perspective 

This assignment was the beginning to use the ARM-SE modems to manage and control the 

electrical installation of an external building by implementing the data in the existing SCADA 

system of GECAD. In this report is described how to access the different registers by creating the 

right request. The SCADA system can access all the registers of the analyzers to collect the data 

that is required to connect the installation to the GECAD network.  

It should be possible to control every aspect of more analyzers and make monitoring on a full scale 

possible. That means, later on there can be several of analyzers or other devices connected to the 

modem which al can be monitored from the GECAD network. This can reflect on connecting all 

the buildings of ISEP and implement them to the SCADA system. This creates a lot of possibilities 

for future assignments because the foundation for intelligent buildings in ISEP and GECAD has 

been created.  
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Appendix 

7.1 Program to access with Arduino 



 

7.2 Registers of the CIRCUTOR 
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7.3 Registers of the PM 130 
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7.4 Realtime meter of the CIRCUTOR 

1 %Blank M-file cretaed with variable number of inputs and some fixed inputs 

2 %Fixed inputs: Time, step_time and adresses. Extra adresses can be added by varargin 

3 %Input 'adresses' is [00] 

4 

5 close all; 

6 temp = 0; 

7 

8 time = 30 

9 step_time = 0.5 

10 adresses = [00] 

11 varargin = 0 

12 

13 %Convert the input array 'adresses' to a cellarray 

14 celladresses = num2cell(adresses); 

15 

16 %Concatenate the input variables adresses and varargin 

17 arguments = [celladresses,varargin]; 

18 

19 %Count the number of elements in the array 

20 num = numel(arguments); 

21 

22 %Initiate a variable with all zeros where data will be in stored 

23 r = time/step_time; 

24 R = zeros(num, r); 

25 

26 %Configuration of TCP/IP channel 

27 IPADDR_ = '192.168.2.119';%IP adress is adjustable in the menu of the Janitza 

28 PORT=502; %The port should be 502 for TCP/IP 

29 

30 %Open the connection 

31 t = tcpip(IPADDR_, PORT); %Set IP and Port of Janitza 

32 set(t, 'InputBufferSize', 512); 

33 t.ByteOrder='bigEndian'; 

34 

35 tic; 

36 

37 t1 = 0; 

38 

39 %Run the code as long as the given time 

40 while t1 <= time 

41 t2 = toc; 

42 

43 %Try to open connection and display status of connection 

44 try 

45 if ~strcmp(t.Status,'open') 

46 fopen(t); 

47 end 

48 if temp == 0, disp('TCP/IP Open'), end; 

49 catch 

50 disp('Error: Can''t open TCP/IP'); 
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51 end 

52 

53 a1 = 0; 

54 A = cell(num,1); 

55 B = cell(num,1); 

56 while a1 < num; 

57 a1 = a1 + 1; 

58 

59 message = [... 

60 %*** TRANSACTION ID ***% 

61 uint8(0); ... % 

62 uint8(3); ... % Two byte transaction ID 

63 %*** PROTOCOL ***% 

64 uint8(0); ... % 

65 uint8(0); ... % Two byte protocol ID - all zeros means Modbus TCP 

66 %*** BYTES REMAINING ***% 

67 uint8(0); ... % 

68 uint8(6); ... % Two byte number of bytes for everything after this 

69 %*** SLAVE ID ***% 

70 uint8(8); ... % Slave ID - use if end device is after a modbus tcp/rtu router, 

otherwise use 255 

71 %*** FUNCTION ID ***% 

72 uint8(3); ... % 4 - read input registers 

73 %*** DATA ***% 

74 %***** Starting Register *****% 

75 uint8(0); ... % 

76 uint8(0); ... % Two byte number that gives the starting register to read 

77 %***** Number of Registers to Read *****% 

78 uint8(0); ... % 

79 uint8(2)] % Two byte number that gives how many registers to read 

80 

81 fwrite(t, message,'int8'); 

82 while ~t.BytesAvailable,end 

83 response = fread(t,t.BytesAvailable) 

84 result = bitshift(response(10),8*3) + bitshift(response(11),8*2) + bitshift 

(response(12),8*1) + response(13) 

85 

86 G=result/10; 

87 varargout{a1} = G; 

88 A{a1} = arguments{a1}; 

89 B{a1} = varargout{a1}; 

90 end 

91 

92 C = [A, B]; 

93 

94 %Make arrays out of the cellarrays 

95 C = cell2mat(C); 

96 B = cell2mat(B); 

97 

98 fclose(t); 

99 temp = temp + 1; 

100 
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101 %Store B in a column of R (column number depends on value of temp) 

102 R(1:num,temp) = B; 

103 

104 t1 = toc; 

105 

106 %Open a figure window, but only at the beginning of the first loop 

107 if temp == 1; 

108 gcf = figure('Name','Real-Time Meters','NumberTitle','off','Color',... 

109 [1 1 1],'MenuBar','none'); 

110 set(gcf,'units','normalized','outerposition',[0 0 1 1]); 

111 end 

112 

113 %%Draw the plots of the meters 

114 %Plot of L-N Voltage 

115 subplot(2,3,1); 

116 drawnow 

117 hold on 

118 scatter(t1,R(1,temp),'b'); 

119 

120 

121 title('Voltage L-N (V)','FontSize',16); 

122 ylabel('Voltage (V)','FontSize',14); 

123 xlabel('Time (s)','FontSize',14); 

124 legend({'L1'}); 

125 

126 t3 = toc; 

127 

128 %Pause to respect step_time (step_time can not be smaller than 0.5s) 

129 pause(step_time-(t3-t2)); 

130 

131 end 

132 

133 hold off 

134 

135 

136 

137 

138 
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