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Abstract 

 

Promoting Security Imaginaries: An Analysis of the Market for Everyday Security Solutions 

 

A thesis submitted to the University of Manchester for the degree of Doctor of Philosophy in 

the Faculty of Humanities, September 2014 

 

James Alexander, The University of Manchester 

 

This thesis is centred on the question of the effect security technologies, and the imaginaries 
associated with them, have on the formation of the present security doxa. With a more 
nuanced understanding of technology as process, and the role of imagination reintroduced 
into the nexus, this thesis aims to enable an understanding of how technological security 
solutions are deployed in everyday life and how this contributes to a reformulating of politics 
in a world gripped by anxiety about an uncertain future. Of primary interest is the way in which 
seemingly mundane technologies can enter the dominant security narrative and achieve 
deployment in everyday life, not only as the prime solution to concerns of risk, but as 
something to actively be desired in themselves. 
 
A vital and understudied arena for the dissemination of specific imaginaries of mundane 
security tools as the ultimate solution to a risky future – as an end in and of themselves – are 
the spaces of promotion for such technologies. The centrepiece of promotion is found at the 
trade fairs and exhibitions where one can witness the marketing and sale of the ‘latest and 
greatest’ tech fixes from an ever increasing range of private sector security entrepreneurs 
whose living is made from promoting security. By offering both a mapping of the wider 
expansion and logic of the security fair world, and an ethnographic study of interactions within 
the exhibition walls of the International Fire and Security Exhibition and Conference (IFSEC) 
over the course of three years, this thesis makes it possible to develop a better understanding 
of both the makeup and relations between these elements, and expose these gatherings as 
more than just sites of commerce and consumption, and much more than simply a metaphor 
for the wider security world. 
 
Instead, they can be thought of as hotspots of intensive exchange of knowledge, new ideas 
and network building. Thus, this thesis aims to demonstrate how international trade fairs and 
exhibitions are more than just an ever more important means of distributing security 
technologies. It is not a question of the relationship between visitors and exhibitors, or the 
particular effectiveness of marketing strategies deployed by individual firms. It is about the 
underpinning logic of a particular mind-set regarding what it means to consume security as a 
commodity, and a specific imagining of a secured future with such solutions as the ultimate 
end-in-themselves and how these spaces are pivotal in the dissemination, propagation and 
reformulation of changing attitudes towards security. 
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Introduction 

 
97 billion pieces of intelligence. That is the quantity of information collected in just one month 

– March 2013 – by the US’ National Security Agency (Greenwald and MacAskill 2013). The 

phone calls, instant messages and emails of millions of people worldwide, all sifted, counted 

and categorised1. ‘Boundless Informant’, the agency’s internal analytics tool, can even present 

this data country-by-country on a heat-map of surveillance in ‘near real-time’. The sheer scale 

of the operation is not the only thing to come to light since Edward Snowden’s revelations 

about the secretive practices of the US’ biggest intelligence agency. Perhaps more alarming is 

the way in which the NSA went about its data-mining. Without warrants, legal backing or 

effective oversight the NSA was able to surveil wherever and whoever it pleased, limited only 

by the scope of its technical abilities – the fight against terrorism being the oft-cited, and only, 

justification necessary (Roberts and Ackerman 2013). 

 

Despite having Boundless Informant, the agency repeatedly claimed not to have accurate 

figures for its collection practices and (incorrectly) denied having monitored its own people 

(Greenwald and MacAskill 2013). Not only did the NSA act contrary to law in many of its 

operations (Thomson 2013), but did not itself understand the scope and scale of what it was 

undertaking. Indeed, during legal action to declassify related documents, intelligence officials 

said that: 

 

no one at the NSA fully understood how its own surveillance system worked at the 

time so they could not adequately explain it to the court… the NSA's surveillance 

apparatus, for years, was so complex and compartmentalized that no single person 

could comprehend it (Timm in Thomson 2013). 

 

Outside of the agency itself, it has become clear that those in charge of policy decisions and 

overseeing the legitimacy of operations lack the technical knowhow to raise concerns over 

suspect practices – indeed they often don’t fully understand the alleged threats being 

protected against (Kiss 2014; Cornish 2010). It is no wonder then that these masters of a new 

digital order of security and surveillance have been called “Dr. Strangeloves of Dataveillance” 

1 The primary goal of the NSA is to collect ‘metadata’ rather than the content of messages itself – things like 
sender, receiver, title, location, IP address and so forth. 
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(Mattelart 2010, 140) and ‘alchemists’ of the sort of new “visionary” techniques for 

monitoring and profiling risky subjects that the NSA is at the spearhead of (Amoore 2008, 11). 

It is against this backdrop of a new mode of surveillance that prioritises data hoarding over 

targeted intelligence gathering, and a security narrative that tells us we can only be safe if we 

are always being watched, that this thesis seeks to make its contribution. 

 

A  great deal of academic work has been undertaken to shed light on the shadowed corners 

in which the figure of the alchemist plies their trade. The focus has been on engaging with the 

idea that contemporary threats have become constructed as uncertain, unlimited and 

immanent to the spaces of everyday life (e.g. Beck 2006; Rasmussen 2006; Amoore 2007; 

2009;2011; Amoore and De Goede 2008) to assess the ways in which new conceptions, and 

new methods of calculating, risk “tear at the social fabric” (Ericson 2006, 355) and affect the 

security agenda. Thus, we have seen much that discusses how, as David Garland notes, “‘late 

modernity’ is lived… in a mode that is more than ever defined by institutions of policing, 

penalty, and prevention” – and indeed increasingly pre-emption - out of a desire for “the 

management of risk and the taming of chance” (Garland 2001, 194). However, it is at this 

juncture that I part ways with the existing canon, seeking to explore a different fundamental 

question that arises from Snowden’s revelations, yet one that has been largely overlooked – 

why were we not surprised? 

 

“It will come as no surprise…” was the preface to many news articles as the extent of 

operations conducted by the NSA and its British counterpart, Government Communications 

Headquarters (GCHQ), came to light.2 Only, coming to light is perhaps not the most accurate 

term to use. After all, we already knew – or at least assumed – that this was going on. 

Discussing the events at the time, with friends in the pub or students of Security Studies in a 

lecture hall, none expressed shock that this was regular practice for the security services. 

Some surprise that it was quite as extensive as the leaked documents have shown, but little 

in the way of bewilderment that it was occurring. That is not to belittle the achievements and 

sacrifices of Snowden, those like him, and those that have reported on the leaks. After all, they 

have confirmed what was a well-founded suspicion, and provided a legitimate conduit to 

channel the outrage that should rightly be felt in the face of the security services showing so 

2 See (Quinn 2014; Moody 2014; Caryl 2014; Leyden 2014) for just a selection of exactly this attitude from the 
more tech-savvy media. 
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little regard for the law or our privacy. This begs the important question of: how have we 

come to live in a society that exists in full knowledge of these goings-on, but still manages an 

unblinking (if slightly begrudging) acceptance of pervasive and invasive surveillance of 

everyday life in the name of keeping us secure? 

Of course, some of this can be explained through a certain cynicism and suspicion regarding 

the motives of modern government and national security agencies (see Gallup 2014 for just 

one example of falling trust ratings in government). However, it is the claim of this thesis that 

there is more at play here3. It seeks to explore how this new logic of surveillance has become 

embedded in everyday life as a matter-of-fact part of our existence – normalised in our most 

mundane of interactions with technology and one another. These interactions are themselves 

nothing revelatory, as technology pervades almost every aspect of modern life. From how we 

bank to how we communicate or entertain ourselves, technological innovations are always 

present, sold as the indispensable solution to many of the problems and desires thrown up by 

modernity. Indeed, technological solutions themselves provide many of the ‘next big things’ 

that we so hanker after. Whether it is the latest smartphone, the newest tablet, or ‘smart’ TV, 

new technologies have become objects of desire far beyond their basic utility as devices 

capable of completing the tasks for which they were initially intended. They have in many 

instances become more than productivity aids, but actual extensions of our lifestyle, helping 

us make claims about our personalities, fashion tastes or interests. However, what is revealing 

here is a consideration of what affects these interactions and mediations produce, and how 

they contribute to our understanding, and acceptance, of the modern-day security doxa. 

It is true that prevalent amongst these technologies are those explicitly deployed in the name 

of ‘security’. From the ubiquitous CCTV cameras on our streets and public transport, to 

massive databases deployed at a transnational level in order to sort traveller details and 

profile potential risks (the Schengen Information System in the EU, and Automated Targeting 

System in the US are but two examples). The scale of these systems makes it understandable, 

as already mentioned, that they have been the focus of previous studies. However, our 

average day-to-day interactions with the security apparatus are not on such a grand scale. 

Whether it is swiping an ID card at the start of the working day, an Oyster Card on the tube, 

or entering our login credentials to access our emails, we are engaged in micro-level security 

3 And indeed that this cynicism and suspicion is, in part at least, driven by exactly the factors that follow. 
11 



practices on a regular basis, as an unthinking part of everyday routine. Beyond these overtly 

security-orientated processes, modern technology has driven us to increasingly self-surveil 

(see Marx 2001), blurring the lines between what is and what is not part of this apparatus. 

Every time we check-in on Facebook or Twitter, use Google Maps to plot a route, or search 

the internet for a local restaurant, we knowingly (and sometimes unknowingly4) exchange 

personal metadata for the expediency of localised, personalised responses that make our 

tasks faster, easier and more streamlined. 

 

Whilst these systems can, and have5, been used by the security services to connect the dots 

between risky persons, more often than not this is not the case, nor was such a use part of 

their initial remit. The University of Manchester, in requiring me to swipe my student card to 

access the politics department, and then logon to the computer with my university credentials 

in order to write this introduction, is more interested in keeping track of who is in the building, 

stopping thieves (and sometimes undergraduates) accessing offices, and making sure we are 

not browsing inappropriate websites or installing harmful software. Google, in recording not 

only my internet habits but my location whilst browsing on the bus to the university, is mostly 

interested in targeting its advertising and tweaking its search algorithm. Stagecoach, in 

recording my bus ride on CCTV is looking to deter vandals and provide evidence in the case of 

traffic accidents. Tesco, in tracking my lunch purchase through my Clubcard, is primarily 

concerned with stopping me defecting to another supermarket and maximising my overall 

spend with them. It is this kind of mundane minutiae of everyday life that makes up the bulk 

of our interaction with both technology and security. In short, technological fixes for security 

and surveillance issues are everywhere, progressively more interconnected, integrated, and 

in ever increasing numbers. More and more they are indistinguishable from, or even an 

indispensable part of, the consumer and business-orientated technological artefacts that have 

become synonymous with modern life. More and more these are things to be desired, self-

surveillance increasingly becoming a lifestyle choice6. 

4 We have recently seen cases where LG Smart TVs were recording viewing preferences even when that option 
was switched off (Kelion 2014), and it only recently came to light that Facebook records everything we type 
onto the site, even that which we backspace out and never post (Golbeck 2013). 
5 The monitoring of electronic communications being the most obvious example, with the NSA allegedly having 
decrypted all of the Apple iPhone’s security protocols (Kain 2013), and having backdoor access into the big 
datacentres of the likes of Google and Yahoo (Gellman 2013). 
6 A recent trend has been ‘life blogging’ with a raft of new technologies coming onto the market this year that 
can record snapshots in great detail of particular moments in time – from heart rate to location and what was 
said at particular moments, all stored and shared. 
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Yet, even ignoring for now the fact that they could be, just because these technologies were 

not deployed with the express purpose of connecting to an over-arching security apparatus, 

does not mean they do not share the same logic. These are systems designed to collect even 

the most trivial looking of data, to categorise and profile, to pre-empt and predict. Whether it 

is assigning a risk level or simply the likelihood that we could be upsold the Tesco Finest range, 

these technologies are busy constructing a digital mosaic of our normal lives, concerned not 

with who we are as an individual, but rather how we compare with the rest of the crowd. Even 

when such a mosaic is not being built, new technologies often encourage the voluntary 

collection and sharing of exactly the information required to construct one. It is this similar 

logic that make such everyday tools an essential, if understudied, component of the emerging 

security doxa. As William Connolly notes, the idea of “resonance” is key here: 

 

airport surveillance, internet filters, passport tracking devices, legal detention without 

criminal charges, security internment camps, secret trails, “free speech zones”, DNA 

profiles, border walls and fences, erosion of the line between internal and external 

military action – these security activities resonate together, engendering a national 

security machine that pushes numerous issues outside the range of legitimate dissent 

and mobilizes the populace to support new security and surveillance practices against 

underspecified enemies (Connolly 2005, 54). 

 

If we expand Connolly’s idea of resonance to the micro-level practices of day to day 

surveillance and security described above – the clubcard, the swipecard, mobile phone 

location data, we can see that it is integrated so fully into daily life that we have reached the 

stage of knowing we are being watched. However, it is packaged in a way that takes it beyond 

a need to feel ‘secured’, but rather as an object of desire. We voluntarily hand over metadata 

like a digital currency in exchange for ease of use, personalised services and the ability to 

speed through mundane tasks. In short, these technologies have managed to cultivate a 

culture of desire – a desire for security tools as an end in themselves – not just to ‘fit in’ as a 

non-risky person, or to avoid those that are, but to cash-in on the benefits they offer beyond 

this. Thus, modern security technologies (if such a category is easy to delineate against all the 

others available) mediate and help constitute what it means to do security in everyday life – 

not just literally what it means to be secured, but how secure we feel our data is, and how 

13 
 



secure we are in giving it up despite the knowledge it is being used for purposes beyond that 

immediate interaction. If we want to understand how the current security doxa comes to be 

formed, understood, and accepted, these tools need to form a key part of our analysis. 

 

If such mediation is occurring, it suggests a view of technology not as a reified, scientifically 

rational object, but as an ambivalent process of becoming loaded with possibilities (which 

could be both liberating and oppressive)7. Such a critical theory of technology, with a 

framework considering a reflexive human engagement with technical systems that has the 

ability to inform and reform the emerging security narrative, opens the door to a new 

perspective, and new questions. What are these possibilities that such tools can be loaded 

with? If technology is a complex and multifaceted process far beyond pure innovation it does 

not necessarily stand to reason that they reflect, like a mirror, the grand security discourse of 

the day – why can they not themselves be productive? And importantly, if we are talking about 

different technologies with different goals, we also have new people involved – a new breed 

of security entrepreneurs, those that are designing, developing, marketing and selling 

everything that we have discussed. It is their imagination that trickles down to us in our 

interactions with the tools that they have envisaged – just one of the possibilities loaded into 

the technologies when they reach our fingertips. Perhaps more importantly, we need to ask 

what these imaginings are, and how they exert their grip on our collective vision. 

 

Thus, a more nuanced discussion of such technologies extends well beyond the materiality of 

the tool itself. Indeed, the genesis of these technologies begins long before they are deployed 

and integrated into everyday life. Their evolution is messy and complex, their meaning and 

function inseparable from the practices that are associated with them. It is an investigation of 

the development, diffusion and sedimentation of these practices that allows us to fully 

appreciate the process of technology, and more importantly what this means for the practice 

of security. This attendant collection of heterogeneous elements, the power relations 

between them, and the complex web of interactions that flow through – as well as pull at – 

these various components, allows us to say something about what it means to  have security 

technologies as a key,  unavoidable part of everyday life. If we can develop an understanding 

of how meaning is attributed to particular security tools, and how they come to be understood 

in a particular way as part of a wider security discourse, we can better understand how the 

7 The work of Andrew Feenberg, discussed later in this thesis, is one example of this line of thought. 
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process of security technology deployment in everyday life contributes to a reformulating, 

sedimenting, and colonising of specific imaginings of a risky and uncertain future that needs 

securing. 

 

We can certainly expand on the importance of tracing these imaginings. The role of the 

imagination has become central to understanding modern security concerns. The previously 

mentioned move towards risk management based security solutions is underpinned by the 

notion that the security agenda no longer revolves around traditional conceptions of borders 

and territorial protection, but around anticipating multi-faceted, dynamic risk(s). These risks 

stem from the increasingly globalised and interconnected nature of the modern world, which 

has brought with it similarly globalised risks that do not respect borders and exhibit a level of 

complexity that makes calculating causes and consequences impossible. Risks in this respect 

are not events in themselves, but are the anticipation of catastrophic occurrences (Beck 2006, 

332). Simply put, the move towards ‘risk management’ in the field of security is a move 

towards attempting to anticipate (and define) Donald Rumsfeld’s famous “unknown 

unknowns”8. This is a world where security concerns are fluid and unidentifiable, with the only 

possible response being a “war bereft of temporal or spatial parameters” (Reid 2006, x) – the 

‘war on terror’ being a clear incarnation of this. 

 

Events such as 9/11 or 7/7 are considered low-probability but high-impact occurrences. Hard 

to anticipate but devastating in effect. These risks have, as a growing body of literature claims, 

resulted in a modern day security apparatus that addresses itself to threats that are irregular, 

incalculable, and crucially unpredictable (Amoore and de Goede 2008, Aradau and van 

Munster 2007, 2011; Massumi 2009). These authors point out that an understanding of 

contemporary threats as dispersed and uncontrollable phenomena has fostered a mode of 

security that aims to identify threats at an early stage, and to intervene accordingly. The 

central claim here is the notion that our current understanding of terrorism diverges from 

traditional means of risk management based on causal and calculative knowledge in that it 

functions on the very limits of knowledge. Here, security intervention involves a more 

imaginative orientation toward the future and ‘anticipatory work’ that includes storytelling, 

scenario planning, and the performance of exercises (Collier and Lakoff 2008; Anderson 2010; 

Aradau and van Munster 2011). Such anticipatory planning is often based on data-led 

8 This famous exchange can be seen at: https://www.youtube.com/watch?v=GiPe1OiKQuk  
15 

 

                                                      



technologies and the notion that threat patterns can be recognised at an early stage through 

the creative combination and mediation of a vast array of seemingly heterogeneous data 

points, exactly the kinds of 'visionary techniques' already discussed. 

 

As just one example, Louise Amoore’s work on Passenger Name Record (PNR) data 

demonstrates how this mandate to act before the suspect arrives at the airport has been 

turned into concrete action. She analyses how security work at the airport has become guided 

by the collection of different types of data – including credit card data and information on 

previous travel activity – and on efforts to make inferences across data. Significantly, these 

inferences are necessarily speculative - they are not about who we are, or what the data says 

about us, but about “what can be imagined and inferred about who we might be – on our very 

proclivities and potentialities” (Amoore 2011, 28). 

 

Thus, what is called for is an analysis of how these imaginaries of low-probability but high-

impact threats are incorporated, negotiated and reoriented through a multitude of practices 

that sediments and concretises the security doxa. In his analysis of the failure to imagine 9/11, 

Mark Salter notes, “it is not imagination per se that was lacking – but rather a lack of 

convincing imaginings” (Salter 2008, 235). To excel at risk management then, you need not 

only the best imagination but the best storytelling ability – the ability to make your narrative 

on risk the dominant one. This analysis emphasises that the horizon of what we can possibly 

imagine is always already locked in prior sedimentations of rationality and experience. 

Building on this, and the idea that legitimising security concerns is achieved through “the 

discursive ability to produce an image of the enemy with which the audience identifies” 

(C.A.S.E. Collective 2006, 457), a key claim of this thesis is that this notion of imagination is 

fundamental to this situation when the concept of risk is incorporated. Not, as has been the 

focus of previous work, the imaginaries of the existing security elites, but of this new breed of 

security entrepreneurs whose vision is already embedded in our daily lives, and in the 

ambivalent potentiality of our technology. 

 

This is the point at which this thesis attempts to make its primary contribution to the existing 

debate. The goal is to advance a conception of everyday security technology as a multi-faceted 

process that incorporates the capturing and manipulation of the imaginary on what 

constitutes risk and how to do security. Not necessarily in how it makes us think about the ‘big 

16 
 



issues’ like terrorism, but rather how the micro-level interactions and meditations of our 

normal routine come to define what is normal practice for day-to-day surveillance and how 

this resonates with those larger security concerns. What is required is to draw out the way in 

which these mundane technologies can enter the dominant security narrative and achieve 

deployment in everyday life, not only as the prime solution to concerns of risk, but as 

something to actively be desired in themselves. Whilst much work has been undertaken in 

relation to the imaginary (e.g. Castoriadis 1987; Giddens 1990; Thompson 1995), and 

discussion has taken place with regards to security and technology (e.g. Feenberg 1999; Lyon 

2001; 2003; Bonditti 2004; Guittet and Jeandesboz 2009), the two ideas have not previously 

been satisfactorily linked to provide a new angle of illumination. The relative absence of a 

discussion surrounding the effects of security technologies themselves on the security 

imaginary leaves an avenue for investigation unexplored that this thesis aims to elucidate. 

 

Thus, to bring together many of the smaller questions already posed, my research will seek to 

address a central question:  

 

What effect does technology as process, and the imaginings associated with it, have 

on the formation of political discourses on security? 

 

In order to develop an appropriately nuanced response to this, two sub-questions are posed 

alongside it: 

 

Firstly, how can we conceive of technology as process, rather than its traditional 

conception as an act of pure innovation? 

 

Secondly, how do the security entrepreneurs developing these new tools imagine and 

reimagine risky futures that require security technology as the only, and indeed 

desired, response? 

 

With a more nuanced understanding of technology, and the role of imagination reintroduced 

into the nexus, this thesis will enable an understanding of how technological security solutions 

are deployed in everyday life and how this contributes to a reformulating of politics in a world 
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gripped by anxiety about the future. So now we must turn to where we can look to answer 

these questions. 

 

A vital and understudied arena for the dissemination of specific imaginaries of mundane 

security tools as the ultimate solution to a risky future – as an end in and of themselves – are 

the spaces of promotion for such technologies. Increasingly the internet and social media are 

taking a key role, and these outlets will be analysed. However, the centrepiece of promotion 

is still found at the trade fairs and exhibitions where one can witness the marketing and sale 

of the ‘latest and greatest’ tech fixes from an ever increasing range of private sector security 

entrepreneurs whose living is made from promoting security. It is through a study of these 

spaces that this thesis centres its unique contribution. By offering both a mapping of the wider 

expansion and logic of the security fair world, and an ethnographic study of interactions within 

the exhibition walls, this thesis makes it possible to develop a better understanding of both 

the makeup and relations between these elements, and expose these gatherings as more than 

just sites of commerce and consumption, and much more than simply a metaphor for the 

wider security world. 

 

Instead, this thesis contends that whilst the economic transactions within trade fairs, 

conventions and exhibitions are certainly part of their logic, they are not the primary 

component. Rather, these spaces facilitate a wide-ranging and rapid exchange of information 

and technical know-how. They can be thought of as ‘temporary clusters’; hotspots of intensive 

exchange of knowledge, new ideas and network building. Thus, this thesis aims to 

demonstrate how international trade fairs and exhibitions are more than just an ever more 

important means of distributing security technologies. It is not a question of the relationship 

between visitors and exhibitors, or the particular effectiveness of marketing strategies 

deployed by individual firms. It is about the underpinning logic of a particular mind-set 

regarding what it means to consume security as a commodity, and a specific imagining of a 

secured future with such solutions as the ultimate end-in-themselves and how these spaces 

are pivotal in the dissemination, propagation and reformulation of changing attitudes towards 

security. 

 

It is the fact that the growth and operation of these international spaces of promotion can be 

understood not just within the context of changing imaginaries of security, but as an intimate, 
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interlinked and inseparable part of this process. It is here that this thesis aims to sit not in 

contrast with, but as a complementary component of the discussion that has come before – 

to open up a new facet of this new digital order. In short, to demonstrate that it is not just the 

routine of interrogating everyday data for threat that is important, but the routinisation of 

constant contact with the tools for recording it. Thus, it is in an analysis of these spaces of 

promotion that we can witness the rise, not of Dr. Strangeloves of Dataveillance, but of Dr. 

Strangeloves of the Day-to-Day – of the mundane minutiae of normal life, increasingly 

interlinked and inseparable from the minutiae of security and surveillance, Dr. Strangeloves 

that have come to make (willing) Boundless Informants of us all. 

 

In order to achieve this assessment this thesis encompasses two significant pieces of empirical 

research. Firstly is a mapping of all 164 international trade fairs and exhibitions for security 

technologies. A range of information was collected on each event: country of origin; year of 

first show; business sectors covered; number of attendees; frequency and length of event; 

parent company; website details. This database enabled a tracing of the current state of affairs 

by examining the broader markets’ historical and geographical evolution into the expansive 

form it has today. Moreover, through a deployment of new digital tools, it was possible to 

leverage the website information collected to conduct a ‘netnography’ of the interrelations 

and knowledge exchanges between the different events in cyberspace. This analysis leads into 

an ethnographic immersion at the International Fire and Security Exhibition and Conference 

(IFSEC), held annually in the UK. Over the course of three years (2010-2012) I visited the show, 

conducted interviews, observed the event and collected over 300 catalogues and other 

promotion items from stall holders. This allowed a much more nuanced understanding of the 

‘back room’ narratives of the event, away from the glossy promotional materials or official 

statements. 

Chapter Outline 

 

Chapter 1 traces the genesis of our current situation, building the context of the rest of the 

thesis. It outlines how the prevalence of security technologies is a manifestation of a new 

security doxa borne out of the end of the Cold War that has blurred the lines between internal 

and external concerns, and has sought to reframe certain categories of persons as security 

threats, or insecurities. It seeks to show how this new imaginary of insecurity became 

interchangeable with the notion of risk management and the rise of imagination as an 
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important component of these pre-emptive calculations. The chapter charts how this can be 

traced to the practices of the multitude, sometimes formal and sometimes less so, of 

transnational police networks who are charged with countering these global risks, and how 

these very groups not only construct but also derive their legitimacy from these arbitrary 

categorisations of risk and threat. 

 

Furthermore, this assessment of the field of security professionals contends that the logic 

necessary to sustain these practices demands ever more complex technological ‘solutions’ as 

the only possible response. A combination of the ad-hoc and unaccountable nature of these 

groups, coupled with the privileging of certain kinds of technical knowledge at the decision-

making level, leaves a situation where technological solutions and their providers are in a 

position of great influence. If technology itself has the ability to reformulate and define the 

horizons of security elites then this must in turn have an appreciable impact on the daily lives 

of us all. Perhaps more importantly, as our day-to-day contact with such tools increases, even 

in the most banal and mundane of fashions, can technologies and their associated practices 

be seen to drive such a mind-set from a position that transverses these traditional networks 

of security elites and actors? The following chapters seek to build this case. 

 

The purpose of Chapter 2 is to further problematise the conclusions of Chapter 1. If we are to 

claim that everyday security technologies can somehow themselves have an impact, and that 

they are part of a new kind of network of practices, we must think of technology itself as 

something beyond simply the physical object we interact with. Next we must approach the 

question of: where we should look, and why that is? To achieve this, Chapter 2 debunks the 

traditional, and limited, views of technology that are usually reproduced in the wider 

literature, and considers the contemporary debates in the philosophy of technology literature 

(particularly the work of Andrew Feenberg) in order to highlight how the design process and 

meaning given to technological artefacts is significantly more complex and messy than it first 

appears, and the role technology plays in mediating how we live our lives and experience 

‘modernity’ through socio-technical constructions. 

 

Chapter 2 teases out the question of how, despite this contingent relationship between the 

two, the hierarchical arrangement of society is perpetuated by technology through its 
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‘technical code’ – a process of sedimenting and black-boxing of meaning that is the result of 

the political content within even the most mundane of technical specifications. 

 

Thus, Chapter 2 demonstrates how a more nuanced understanding of technology as a process 

allows us to expand our analysis of changing understandings of security towards exposing the 

wider practices and networks of exchange of know-how that feed into the construction and 

deployment of the material technical solutions. As a result, this chapter concludes by calling 

for an empirical study of the broader technical process, one that is required in order to expose 

the concretising processes at play that perpetuate and reformulate the dominant security 

discourse and stifle alternate calls for change. If these technical solutions are increasingly 

being supplied by the private sector, as Chapter 1 demonstrates, the wider marketplace and 

spaces of promotion are therefore the arena to uncover the construction of these technical 

codes, and the practices and imaginaries that feed into them. 

 

Chapters 3 and 4 undertake this call. Chapter 3 begins by mapping the exponential increase in 

trade fairs and exhibitions for security technologies, in order to understand how the wider 

market operates. The purpose of these chapters is twofold. Firstly, it is to present an overview 

of the historical and geographical development of these international exhibitions as places of 

exchange, advertising, buying and selling of sophisticated technologies. Secondly, it presents 

an increased micro-level view by looking specifically at ethnographic research carried out over 

four years of the International Fire and Security Exhibition and Conference (IFSEC) in 

Birmingham, UK; one of the longest running and highest regarded events of its type. 

 

An argument is built that these spaces represent clusters – temporary hotspots of intense 

knowledge exchange within the trade show walls, but that has permeated outwards due to 

the interconnected nature of newly established social media. Also explored are the 

consequences of such cluster formations – the drive for a shared sense of community and 

interactions that extend far beyond those that are simply economic in nature. 

 

Chapter 4 involves an analysis of the fieldwork carried out at IFSEC. Looking within the walls 

of the trade show brings a number of important points to the fore. Primarily, this is the 

evolution of a certain security etiquette that drives interactions within the exhibition itself, yet 

demonstrates a disconnect from the wider world, whilst at the same time reappropriating 

21 
 



many popular imaginaries for its own purposes. This etiquette, or back room narratives, are 

demonstrated to be far from simply representative of economic concerns or simple acts of 

consumption of security technologies, yet at the same time factor into the development of 

new devices. Additionally, it is demonstrated how at the same time there are moves within 

the marketplace to standardise certain practices, whilst increasingly selling technologies as 

‘smooth’ end products – desirable in their own right on the basis of their aesthetic appeal, 

which further separates the politicised technical codes from the end user. 

 

The role of Chapters 5 and 6 is to draw together that which was discussed in the previous 

chapters regarding the practices and interactions that can be uncovered from a wider 

mapping, as well as an ethnographic immersion in the security technology trade fair 

environment. It addresses several unanswered questions that arise from what has come 

before, utilising the work of Nobert Elias and Cornelius Castoriadis to construct a picture of 

how the insular etiquette of the trade show, and the shared imaginary of the security 

technology industry comes to move outwards, colonising almost all aspects of our daily lives. 

 

What we will see is that the very same logic that promotes a common language and 

community within the cluster is in fact the same force that drives the self-referential nature 

of its internal discourse, which in turn can lead to isolation, disconnectedness and lack of 

competitiveness. A knock-on impact of this is co-dependence, which as we will see from Elias, 

is that once a cluster has been established, it must be maintained in order for the firms 

represented within it to continue to be relevant. Thus we will see that the firms themselves, 

and IFSEC as a key hotspot in the cluster, are not actually selling security technologies per se 

but are actually promoting a very specific security imaginary, which requires them to be used 

as the solution to all of life’s security related concerns. This will be explained through the 

introduction of Castoradis’ idea of an instituting imaginary – an imagination that has a 

productive capacity. When we integrate a modern theory of technology as presented by 

Andrew Feenberg with this conception, Chapter 6 will aim to show how the promotion of 

specific imaginings of security, along with a technology that acts as a black-box for the 

etiquette we have seen, colonises the wider security doxa as specific imaginings of a risky 

future that are hard to resist. In short, if we are to interrogate the security technology 

marketplace from a position that is not concerned with the economic interactions taking 

place, we need to introduce a sociological understanding of the process of technology – 
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particularly, as we have seen, if the process itself is primarily a question of community, 

language and shared understanding. Thus, it will be shown how the trade show itself becomes 

not simply a site of reflection, or a microcosm for the wider security world, but can actually 

be considered a site of production, reproduction and mutation of the wider security doxa. 

 

Finally, the conclusion brings this discussion back together around the questions posed in this 

introduction, to claim that the answer to the central question posed by this thesis of the effect 

of technology as process on the formation of the security doxa is that it puts us on a path 

towards a future colonised by the very security concerns and solutions that are meant to 

protect us from risk and fear. As well as suggesting future research trajectories that the steps 

taken in this thesis enables, the conclusion will offer some thought towards reclaiming the 

ambivalent potentiality of technology through its resonance, allowing the prospect of resisting 

a future dominated by the technical fix and the security entrepreneurs that provide them. 
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1. A “Low Probability, High Impact” Doxa: The Rise of Risk 

Management, Technological Solutions and the Security 

Entrepreneur 

  

This chapter posits that there has been a post-Cold War shift in security practice towards one 

of risk management. That logic, despite little evidence of actual increased levels of crime or 

terrorism, has resulted in the proliferation of transnational networks of security services that 

are utilised in order to combat these threats. Furthermore, risk management and its focus on 

prediction, pre-emption and surveillance has also led to the adoption of security technologies 

as the only possible way of dealing with these concerns over uncertain and risky futures. 

Consequently, the language of security and the technology used to deal with risks have 

become intimately intertwined. This has resulted in the prominence of private sector 

providers, or ‘security entrepreneurs’, based on Howard Becker’s idea of a moral 

entrepreneur that can enforce certain norms (Becker in Herman 1995, 281). These actors are 

able to exert influence in these transnational cooperative networks, as evidenced by their 

presence on large scale tech contracts and in consultancy positions. The chapter concludes 

that the influence of these entrepreneurs needs to be explored in greater detail. Perhaps most 

importantly, it will be argued that if we develop a more nuanced view of technology as 

something not neutral but as something that can in fact itself mediate and filter our 

interactions, then we need to consider our everyday use of mundane security tools away from 

the ‘frontline’ of these large-scale border controls. Thus, what is called for is an examination 

of the networks of knowledge exchange and interaction that these ‘entrepreneurs of the 

mundane’ operate in; the very spaces of promotion for such technical tools that are the focus 

of this thesis. 

 

The first part of this chapter deals with the prevailing security doxa, which is based around the 

merging of the military and policing functions that took place after the end of the Cold War. 

The maintenance of the security apparatus that was influential in winning the confrontation 

against the Soviet Union led to transnationalisation of policing; a subject that will be dealt with 

in the second section of the chapter. In the third section, there will be a treatment of the 

notion of (in)security and the rise of risk management; a phenomenon that is conducive to the 

perpetuation of increasingly militarised policing structures. The fourth section of the chapter 
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deals with the rise of security technologies in the context of this risk management logic that 

requires them as the only plausible solution. Special attention is given to the way that the 

language of technology is merged into the language of security, reducing the analysis of risks 

and threats to a mere technical exercise. In the fifth section of the chapter, the focus will 

switch to the involvement of the private sector in the provision of security technologies, 

brought about as a result of the command of the right kind of technical language increasingly 

being the legitimising factor for being considered the most appropriate actor in the security 

arena. The final two sections will concentrate on the issue of accountability and the 

importance of informal networks in the new security structures. Special reference will be 

made to the way in which the prevalence of technical considerations have to led to an 

accountability deficit amongst the providers of security technologies. Finally, through an 

assessment of this ‘patchwork quilt’ security apparatus, it will be concluded that attention 

needs to be paid to a new breed of influential security entrepreneurs behind the more 

mundane of security technologies that continue to proliferate in modern life, calling for a 

mapping of the networks in which they operate in a similar vein to that which has been 

undertaken for the more ‘traditional’ security services. 

 

 The Prevailing Security Doxa 

 

 “A camera on every corner that nobody’s watching”, announces the advertising campaign for 

BRS Labs’ ‘AISight’ technology (BRS Labs, 2010). This does not constitute, as it first may seem, 

a complaint about the lack of manpower available to monitor the CCTV on our streets, nor 

praising a new-found sense of safety that such practices are no longer required. Instead, it 

forms the tagline for what BRS calls “cognitive video analytics” (Essex, 2009), an adaptive 

learning surveillance software that can raise the alarm to potential threats or problems 

without user intervention. Already deployed in locations such as the Florida Keys to monitor 

potential drug smuggling, and Dubai Airport to watch the baggage conveyors, AISight 

represents a prime example of the modern-day security doxa. This is not simply because it 

aptly demonstrates our increasing use of, and reliance on, technological solutions over 

traditional human-centric intelligence; nor because it also embodies our increasing obsession 

with surveillance everywhere and at all times (Krause 1998, 303). This system is able to 

connect the dots of every action that is recorded on CCTV, computer network traffic and other 
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sensors in one integrated system. AISight does not simply respond to pre-programmed rules 

and scenarios. Instead, the system uses a more sophisticated form of recognition, using, 

 

Behavioral Recognition™ technology to teach itself to recognize unexpected patterns 

in data generated by sensors…AISight teaches itself continuously, developing 

sophisticated, human-like understandings of behaviors within data, and then issues 

real-time alerts when it recognizes unexpected behavior (BRS Labs, 2014) 

 

This system of recognition not only responds to established patterns of risky behaviour or in 

relation to its interaction with databases of ‘flagged’ entities. Instead, it also actively seeks out 

possible risks from a range of uncertain future scenarios, effectively building a database of 

potential future risk as it computes the information that it receives in real time (McDonald 

2008, 570). This is exactly the doxa9 of “low probability, high impact” situations mentioned in 

the introduction to this thesis: the fact that “uncertain futures – however probabilistically 

unlikely – [are to] be mapped and acted upon” (Amoore 2013, 1) as possible risky scenarios to 

be dealt with. Furthermore, this level of securitisation has become part of the Zeitgeist guiding 

policy in relation to security matters across different geographical locales (Duffield 2001, 80). 

To be sure, the need to secure the future has been projected by national governments as a 

means to entrench their legitimacy with the public. In the context of the neoliberal tenets that 

guide the process of globalisation, the notion of security takes precedence over the 

conception of liberty as the main value that guides Western societies (Neocleous 2008, 55). 

Amoore, for example, focuses on the symbiotic nexus between the commercial worlds and 

the increased spectrum of security threats, entailing the commoditisation of individuals into 

persons of concern for the security apparatus (Amoore 2013, 1). 

 

Immediately it is possible to see how this raises significant issues in relation to the central 

question being addressed in this thesis; namely, what effect does technology as process, and 

the imaginings associated with it, have on the formation of political discourses on security? 

9 The word doxa in its simplest form derives from Greek, meaning common belief or popular opinion. Pierre 
Bourdieu developed the term to denote what is taken for granted in any particular society, what is self-evident. 
For Bourdieu, the ‘doxa’ represents the unquestioned truths of a society, whereas ‘opinion’ was the sphere 
open to contestation (Bourdieu 1972, 169). As this thesis demonstrates, the multitude of processes that seek to 
sediment and delimit ‘security’ and our perception of risk, threat and fear make such a terminology highlighting 
both its fixity and infallibility apt. 
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Technologies such as AlSight, developed by BRS Labs, and its underlying algorithms10 are 

responsible for sifting through previously uncategorised potential futures. This brings about a 

situation in which individuals are immersed in a security doxa that demands a constant 

mapping and enforcement of the tenets guiding such a securitisation of the most mundane of 

spaces (Amar 2013, 88). From this perspective, it is hard to escape the conclusion that such 

tools have an impact on the very security discourse they are deployed in the name of (and one 

that is certainly perpetuated by a media equally obsessed with the worst case scenario). Both 

the technology deployed in its name and the security doxa that demands it are intimately 

linked (Bobbitt 2009, 224). What is needed, then, is an understanding of how this security-

technology nexus came to be. In order to be able to fully interrogate the symbiotic relationship 

between the two, it is necessary to trace the genesis of the rise of the “low probably, high 

impact” logic, and how security technologies came to be the go-to solution to the problems 

that the discourse of risk management and securitisation of everyday life has raised (Collins, 

2010: 117).  

 

The post-Cold War world has seen a reorientation of the perception of risk and threat amongst 

security professionals. Whilst there is little in the way of evidence that there has been a recent 

rise in instances of these risks (namely transnational crime and terrorism), this has not 

deterred security professionals from projecting the logic of a supposedly ever more advanced, 

globalised, diffuse and connected enemy (Flynn and Prieto 2006, 66). This augmented 

spectrum of risk becomes the justification for an ever-proliferating network of security 

agencies and police forces tasked with identifying and neutralising these threats. Due to the 

increased blurring of internal and external concerns (Bigo 2001), this justification is 

constructed from the reframing of certain categories of individuals (particularly those crossing 

national borders) as potential threats and the belief that there is no ‘zero-risk’, simply more 

or less risky subjects and/or situations (Ciuta 2009, 311). This is the logic of risk management, 

of worst-case-scenarios, profiling and pre-emption. The collection and analysis of vast 

quantities of data necessitates complex high-tech solutions as the only possible response to 

these concerns. Thus, it is through these formal, and oftentimes informal, trans-national 

networks of agency cooperation that the language of technology and risk become intimately 

entwined (Bubandt 2005, 277). In so doing the door is opened to a new breed of security 

10 See (Amoore 2009) for a longer consideration of the particulars of algorithmic calculation and its role in the 
war on terror. 

27 
 

                                                      



entrepreneur11 that can provide the most convincing technical solutions, with the private 

sector being seen as a (oftentimes preferable) partner in the efforts marshalled by the state 

security apparatus to prop up its capabilities in order to deal with the enhanced security risks 

presented by the age of globalisation. These entrepreneurs are able to have a significant 

influence on the transnational networks that propagate the spectrum of securitisation. 

Accordingly, individuals and collective groups see their everyday experiences mediated by a 

range of mundane technical solutions geared towards reinforcing conceptions of 

securitisation. It is therefore peremptory to map the networks and processes by which the 

security doxa is enacted. It should also be added that individuals play a significant role in the 

construction of the doxa, as they all navigate this spectrum (Bright 2012, 870). We need to 

better understand this relationship, and if we can conceive of technology as being able to 

embody and reproduce certain logics and norms, we can open up new loci of study regarding 

the utilisation of technology for security purposes and the role that the security entrepreneurs 

that operate these networks play in the construction of a securitisation rhetoric. It is also 

important to highlight that there is a growing spectrum of ‘insecurity’ that has been projected, 

particularly in the context of the global War on Terror and the supposed rise in transnational 

crime (Bigo and Tsoukala 2008, 7). It is to tracing the emergence of these new networks of 

cooperation that I turn in the following section. 

 

The Concept of Transnational Policing In the Context of Post-Modernity 

 

To begin with, it is necessary to point out that the idea of transnational crime, and the 

internationalised networks set up to combat it, do not constitute a novel idea in the history of 

global security. Indeed, in the 1800s the British Navy was involved in a global effort to stop 

first piracy and later the slave trade. Moreover, since the start of the twentieth century, 

various American government agencies have been actively involved in attempting to police 

the international trade in narcotics. The institutions and practices constructed as part of the 

US-led ‘War on Drugs’ provided much of the building blocks for the anti-money laundering 

and ‘War on Terror’ campaigns that followed (Andreas and Nadelmann 2006, 86). At a 

supranational level the International Criminal Police Commission, Interpol, was established in 

1923 in order to deal with a number of transnational crimes, including human trafficking, 

11 As based on the “moral entrepreneur” of Becker (Becker in Herman 1995, 282). 
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drugs, fraudsters and stolen art (Sheptycki 2000; Anderson 1989). In addition, concerns about 

political violence can be traced to the late nineteenth century, with the threat of ‘international 

anarchist terrorism’ providing a stimulus for cross border police cooperation (Bowling, 2009). 

These examples provide a clear indication of the long dated existence of supranational 

institutions and transnational networks of cooperation set up in order to deal with risks to the 

international community. 

 

Thus, it is incumbent upon us to ask whether anything has changed in recent times. David 

Garland (1995) warns of the difficulties in trying to expose the character of any changes when 

trying to define moments of historical transformation. In a similar vein, James Sheptycki, 

considering the issue of transnational policing, advises that if we are to claim the category of 

‘postmodern’ we must “accept that we have entered into something beyond the mere 

refinement, reformation, and re-articulation of what has gone before” (Sheptycki 1995, 613-

614). There has still been a well-documented proliferation of transnational agencies 

concerned with sharing information and expertise in recent years. In addition, the discourse 

of securitisation has called for the expansion in the range of activities carried out by these 

agencies (see Andreas and Nadelmann 2006; Bigo 1994; Bigo et al. 2007; Sheptycki 1995; 

1998a; 1998b). Ben Bowling (2009, 143) lists an extensive number of agencies that are active 

at a transnational level. In addition to the existence of agencies such as Interpol, Europol, MI5, 

MI6 and the CIA there are large numbers of transnationalised institutions that would not 

ordinarily be considered to be national agencies – for example, the NYPD has liaison officers 

posted in several different countries. In addition, there is also a proliferation of well-

documented informal networks for the exchange of information that run alongside these 

other bodies (Bigo 1994). One study has identified more than 105 different transnational 

agencies, although the total number is likely to be much higher (Sheptycki 1997).  

 

The increased reach and interconnectedness of transnational policing can be suitably 

demonstrated by several examples. For example, the Metropolitan Police in the United 

Kingdom was involved in Operation Trident, conducted for the purposes of reducing gun crime 

amongst the country’s black population, which involved cooperation with police forces from 

several Caribbean islands. At the same time, the policing operation surrounding the 2012 

London Olympics involved cooperation with foreign constabulary services. The key point 

about these operations is the fact that they were transnational in scope, despite the fact that 
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they concerned a relatively small, domestic, locale (Bowling 2009, 149). It has also been 

pointed out that the reach of these networks extends even to matters than would not 

ordinarily be construed to have a transnational connotation. Sheptycki (1995) has shown how 

even very localised crime like domestic abuse (which makes up approximately 20% of criminal 

activity reported in the United Kingdom) is directly impacted by increasingly transnationalised 

policing operations through the exchange of policing ‘know-how’ and conceptions such as 

‘community policing’, which has been exported and adopted on a global scale.  

 

The standard line of interpretation endorsed by national governments is that an increased 

transnational police presence is required due to the increasingly globalised and 

interconnected nature of threats to national security. For example, the security elites involved 

in the simultaneous dissolving of internal borders and strengthening of the external ‘frontier’ 

of the Schengen zone in the European Union, claimed increased cross-border crime rates as a 

justification for more powers and a higher budget, despite the fact that this supposed hike did 

not bear much resemblance to the facts on the ground (Andreas and Nadelmann 2006). 

Indeed, Bowling draws attention to the fact that it is hard to demonstrate that transnational 

crime is increasing as an overall percentage of total transnational activity, and that actually 

the largest operation involving police cooperation this century was the response to the 

Tsunami that took place in South East Asia in 2004. This particular police operation drew 700 

police officers from the United Kingdom alone, who helped with aspects such as missing 

persons and body identification. This leads Bowling to conclude that, “although policing is 

undoubtedly transnationalizing, it is almost impossible to verify that transnational organised 

crime is an ever increasing threat” (Bowling 2009, 152).  

 

This disjuncture between what policing institutions are claiming and the empirical evidence 

showing the opposite raises some important questions. Firstly, if global networks of crime are 

not expanding at the rate claimed, how have transnational security actors managed to gain 

such influence in policing and social control all the way down to the minutiae of everyday life? 

Secondly, how have these security elites been able to claim this putative increase in the rate 

of crime when the evidence is at best inconclusive? Thirdly, how do these institutions justify 

the response projected by the security elites in the absence of definitive proof?  If we are to 

explain this increase in the spectrum of securitisation in terms of some kind of ‘critical mass’ 

that led to a redefining of the role of policing in modern life, then the net must be recast. If 
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the driving forces behind these claims that can provide answers to the above questions cannot 

be found externally, then there must be internal driving factors that can provide an 

explanation. This internalisation will be discussed in the following section in order to 

demonstrate how transnational police actors have gained such influence, and how the price 

of that influence has been a reliance on technology as an ‘ultra-solution’.  

 

The Projection of the Notion of (In)Security and ‘Low Probability, High 

Impact’ 

  

To understand how this reasoning has become increasingly internalised we must return to the 

end of the Cold War. Prior to that historical juncture, the realms of ‘internal security’ agencies 

(police forces, FBI and MI5 type security services, border guards etc.) and ‘external security’ 

agencies (military forces, and secret intelligence services such as CIA and MI6), were strongly 

differentiated (Bayley 1975). Up until that point, the internal agencies were concerned with 

domestic criminal activities, which motivated the drive for international cooperation. At the 

same time, military forces were primarily concerned with external defence duties. The fall of 

the Berlin Wall and the dismantling of the Soviet Union, however, left the Western military 

forces with no clearly defined purpose, resulting in, “a perceived common interest between 

police and military personnel” (Bigo 2000a, 68). This lack of clear differentiation between the 

competencies of internal and external security forces created a situation in which the latter 

looked inside the country’s borders for “transversal threats”, and the former began to search 

for enemies in the international “networks of crime” (Bigo 2000b, 320).  

 

The changed environment of the post-Cold War period is encapsulated by Bill Clinton’s 1995 

speech to the United Nations, in which he concluded that, “the threat to our security is not in 

an enemy silo, but in the briefcase or the car bomb of a terrorist. Our enemies are also 

international criminals and drug traffickers who threaten the stability of new democracies and 

the future of our children” (Levi 2010, 653). With the demise of the geopolitical rivalries 

between the United States and the Soviet Union, transnational crime control took centre stage 

amongst the strategic considerations of national governments, which swiftly moved to 

redefined them as security issues. This convergence of new threats can be seen as a “new 

securitization…and can be seen as attempts to re-draw a border between an inside and an 
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outside, a border different from the state frontiers” (Bigo 2000b, 321).  Ericsson and Haggerty 

(1997) have described the evolved geostrategic situation that took place after the end of the 

Cold War in terms of the adoption of a of framework of risk management by security elites in 

order to be able to deal with these new transversal threats. This kind of risk analysis goes some 

way towards explaining how it comes to pass that the security professionals themselves 

became active in the construction of certain kinds of problems that the population must be 

protected against. In the absence of a visible, discernable enemy in the form of the Soviet 

Bloc, the security agenda was no longer able to labour under traditional notions of territorial 

protection; thus, the focus has shifted to the pre-emption of multi-faceted, transversal, 

dynamic risks that have already been mentioned in this chapter. 

The standard argument is that these risks stem from the increasingly globalised and 

interconnected nature of the modern world (Beck 1998). These risks do not respect national 

borders and exhibit a level of complexity that makes calculating causes and 

consequences impossible. Risks, when thought of in this this light, have been described by 

Ulrich Beck as the anticipation of catastrophic occurrences. Simply put, the move towards 

‘risk management’ in the field of security is a drive that is tantamount to an attempt to 

anticipate (and define) “unknown unknowns” (Beck 2006, 335). In this context, the 

risks that affect national governments and societies at large do not appear to have a 

phenomenological aspect. Instead, they appear to be socially constructed ontologies that 

are projected through an increasingly prevalent rhetoric of securitisation. This entails a 

situation in which security concerns are fluid and unidentifiable, entailing a, “war bereft of 

temporal or spatial parameters” (Reid 2006, x). Indeed, the ‘War on Terror’ that has been 

conducted since 9/11 is a clear incarnation of this state of affairs.  

The concept of ‘risk’ is not a novelty in international affairs. Keynes was the first to 

differentiate between the “unpredictable and therefore incalculable” idea of ‘uncertainty’, 

whereas ‘risk’ was the calculable counterpart to this equation (Petersen 2008, 185). Current 

notions of risk, as used by various security agencies operating at a transnational level, are 

radically different from previous conceptions of the term. In its current usage, this binary 

between risk and unpredictability is dissolved and, “the concept of risk is presented in a way 

that includes the uncertain” (Petersen 2008, 185). In essence, this leads to the projection of 

the idea of “(in)security”, embodied in the fluid and unidentifiable risks derived from 
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globalised terrorist and criminal networks. Because of the idea of a globalised unknown threat, 

national borders are essentially rendered obsolete, as is “the conventional distinction 

between the constellation of crime, internal security, public order and police investigations” 

(Bigo 2006, 5). With the dissolution of these distinctions, the only possible way to respond is 

the convergence of the defence and internal security structures and the creation of 

transnational and interconnected networks of security professionals. Didier Bigo has referred 

to this process as the “Möbius Ribbon” of security (Bigo 2001), with distinctions between 

internal and external blurred in a continual movement where risks and security responses can 

permeate every aspect of life in society. These networks are able to justify themselves by 

making sweeping claims about global dangers and by casting apocalyptic visions of the future 

that result from worst-case-scenario risk analysis. Indeed, the idea of the ‘stealth’ enemy that 

is impossible to detect has resulted in the emergence of a situation where “national security 

is increasingly conflated with personal security and internal (in)security is increasingly 

conflated with external (in)security”  (Bigo et al. 2007, 6). By appealing to these ideas of 

transnational risks, security professionals can justify not only the continued intrusion into 

every aspect of life in society, but also the need for a “network-centric warfare” model of 

policing, centred around the need to “connect every aspect of the kill-chain” (Mattelart, 

2010). This kill-chain, in a reformulated model of risk management, can justifiably include 

everything from the minutiae of everyday life up to actions on the battlefield. Thus everything 

from travel and transaction history to phone records and seat selection on aircraft can be 

justifiably rolled into the algorithms that calculate risk scores. This is in a sense militarising, 

“drawing military practice more closely into proximity with everyday life” (Amoore 2009, 65). 

 

This situation amounts to the reframing of how we think about contemporary political 

violence. Events such as 9/11 or 7/7 are considered low-probability but high-impact 

occurrences. Whilst these events are perhaps ‘spectacular’ in nature, they are importantly 

hard to anticipate despite their devastating effect. Thus, the modern day security apparatus 

reorientates itself around an obsession with predicting and preventing such occurrences. 

Importantly, however, these threats that are irregular, incalculable, and crucially 

unpredictable (Amoore and de Goede 2008, Aradau and van Munster 2007, 2011; Massumi 

2009).  As Edkins notes, “uncertainty and unpredictability can be unsettling…We don’t like not 

knowing. So we pretend that we do” (Edkins 2003, 12). As a result of this need to act despite 

“a risk beyond risk, of which we do not have, nor cannot have, the knowledge or the measure” 
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(Aradau and van Munster 2007, 102) these spectacular acts are legitimately connected to the 

most banal parts of everyday life. Thus a spectrum of insecurity is increasingly attached to 

such contexts as human mobility, as seen in the pervasiveness of the discourse of “irregular 

migration” (Guild et al .2008, 2). This in turn has led to the move from military to ‘policing’ 

operations around the new logic of (in)securitisation. 

 

Indeed, the majority of the activities undertaken in the ‘fight against terrorism’ are what could 

be considered law enforcement and policing duties rather than traditional soldiering activities. 

To be sure, the importance of the military interventions in Iraq and Afghanistan are not to be 

ignored, but the day-to-day operationalisation of the ‘War on Terror’ comes in the form of the 

push for the international adoption of laws criminalising activities that are deemed to assist 

terrorist activity. This push for convergence has a particular incidence in the areas of cross-

border policing, security service cooperation and information sharing, the guarding of airports 

and the ever increasing surveillance of the domestic population. This reorientation of 

traditional policing operations is essential to understand the present state of affairs, in which 

the influence of transnational police cooperation (and attendant reliance on technology) 

cannot be underestimated. The Treaty of Prüm, signed by the members of the European Union 

in May 2005 has as its primary objective to  

  

Further [the] development of European cooperation, to play a pioneering role in 

establishing the highest possible standard of cooperation especially by means of 

exchange of information, particularly in combating terrorism, cross-border crime and 

illegal migration (quoted in Guild et al. 2008, emphasis added).  

  

The treaty purported to facilitate the exchange of personal information more quickly between 

various security networks operating across the European Union (Bellanova 2009). Here we can 

clearly see the insecurity logic at play in the call for furthering the scheme of cooperation 

between security agencies and police forces as the solution to the threats to the transnational 

space. Interesting also is the visible lumping together of terrorism with migration issues, which 

plays straight into the logic of the transversal and unidentifiable risk that could be present 

anywhere an at all times. This entails the entrenchment of a discourse geared towards 

securitisation, even if it leads to a detrimental impact on the spectrum of civil liberties.  
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This focus on risk management and the spreading of a certain doxa of insecurity has an 

additional important impact. It is possible to argue that it creates a situation where security 

professionals are “effectively freed from any careful analysis of probabilities and are primed 

to register maximum dangers from single instances” (Bigo et al. 2007, 6). The Möbius Ribbon 

of insecurity, whilst blurring the boundaries in some instances, is also crucial in bounding the 

scope of what is defined as a threat. This is crucial in order to understand the influence of 

transnational policing networks as, 

  

Police do not only answer to the crime or migration problem but are an active actor in 

the social construction of crime as a problem in the way they select through the social 

world what is a problem of security and what is not a problem, what is fatality, what 

is opportunity of change, what is a political, social, or security problem (Bigo 2001, 92).  

  

The logic of risk management and the attempts to profile or define the unknown is pivotal in 

this evolving scenario. As Amoore and de Goede (2008) explain, recent advances in risk 

analysis that fuse ‘old’ intelligence techniques (nationality, known associations and so forth) 

with ‘visionary’ techniques such as the Automated Targeting System, used in the United States 

to profile travellers and collect data such as which seat is preferred on a plane, along with 

telephone numbers and IP addresses used in booking a flight. Thus we can see that the 

phenomena of having to act in the face of unpredictability and uncertainty has fostered a 

mode of security that aims to identify threats at an early stage, and to intervene accordingly 

despite the seeming impossibility of such a stance. The only way to achieve this is a divergence 

from traditional means of risk management based on causal and calculative knowledge and 

instead employ a logic that functions on the very limits of knowledge. Importantly, this is 

presented not as a move beyond calculation to conjecture, but instead is presented as a novel 

formulation of links and connections where the possibility of calculation is never questioned 

(Amoore 2014, 3). Here, security intervention involves a more imaginative orientation toward 

the future and ‘anticipatory work’ that includes storytelling, scenario planning, and the 

performance of exercises (Collier and Lakoff 2008; Anderson 2010;  Aradau and van Munster 

2011). These practices are described as like “alchemy” (Amoore and de Goede 2008, 11), , and 

amount to little more than a performative action – in naming a certain category as an ‘at risk’ 

group that group is, in a sense, called into being as precisely that risk. Such anticipatory 

planning is often based on data-led technologies and the notion that threat patterns can be 

35 
 



recognised at an early stage through the creative combination and mediation of a vast array 

of seemingly heterogeneous data points, exactly the kinds of 'visionary techniques' that have 

been discussed. Significantly, despite what claims may be made these inferences are 

necessarily speculative - they are not about who we are, or what the data says about us, but 

about “what can be imagined and inferred about who we might be – on our very proclivities 

and potentialities” (Amoore 2011, 28). 

 

From this standpoint, it is possible to argue that security professionals are actively involved in 

the creation of their own reality. It is important to note, as Bigo does, that this is not an entirely 

imaginary response or that there is some grand conspiracy theory being unravelled, but rather 

that it is the relation of these entities to the supposed facts that defines them – whether or 

not, “the facts are constructed (or not) as problems by these specific actors” (Bigo 2008, 92). 

Thus, as a new (in)security doxa spreads, it is possible for the security agencies to claim 

legitimacy over an ever increasing number of arenas, thus creating the very worst-case-

scenario ideas of threats that serve to perpetuate the dissemination of the very idea of 

insecurity. This has been referred to as a “pragmatic act of security” that creates a system 

consisting of,  

  

(i) A relatively stable system of heuristic artifacts or resources (metaphors, image 

repertoires, stereotypes, emotions), (ii) discursively mobilized by an agent, who (iii) 

works persuasively to prompt a target audience to build a coherent network of 

implications (feelings, sensations, thoughts, intuitions) that concurs with the 

enunciator’s reasons for choices and actions, by (iv) investing the referent subject with 

such an aura of unprecedented threatening complexion that (v) a customized political 

act must be undertaken immediately to block its development within a specific space-

time continuum or a social field (Balzacq 2005, 171-201).  

  

Essentially, the very idea of a potentially apocalyptic ‘stealth’ threat that is massively complex 

in nature demands an immediate and novel solution in order to prevent such a thing from 

occurring. However, the very creation of that apocalyptic vision is the direct result of the 

choice of a risk management based strategy that calls for the prediction of the worst-case-

scenario outcome. Thus, a system of powerful imagery is created by the very naming of 

something as a potential risk, providing justification for the entire operation. Sheptycki 
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describes this situation as the configuration of certain “folk-devils” by the security services, 

ranging from terrorists to football hooligans and illegal immigrants (Sheptycki 1995; 1997). A 

broad agreement on what these folk-devils are provides the justification for their continual 

and expanding presence and the budgetary allocations that are needed in order to confront 

them. The key element to bear in mind is that the actors who protect the population against 

these insecurities are self-constituting (Sheptycki 1995). Transnational networks of policing 

and security agencies have arrogated the right to entrench themselves into their monopolistic 

position, and through the process outlined above can continue to reassert their authority and 

importance.  

 

By mutually recognising certain folk-devils as risks that the population must be protected 

against, security elites are able to recognise each other as legitimate actors in the field. Most 

importantly, “organizations [can] also claim the right to manage these outsiders” (Sheptycki 

1995, 630; emphasis added). Through this mutual recognition of valid actors in the field, these 

players are able to exclude those outside of this arena and place themselves as the only 

appropriate entities that can legitimately deal with these threats (Bigo 2006). Furthermore, it 

has been suggested that the continued relevance of security actors is based in part on their 

ability to, “shape new configurations…and…generate multiple initiatives and different 

alliances” (Bellanova 2009, 3). Essentially, their ability to be recognised as legitimate actors by 

other organisations and affirm the existence of new folk-devils with the rest of the community 

is the key to continued relevance. In such a situation, transnational policing networks can 

justify their own presence internally through exporting a powerful imaginary of catastrophe 

to the external world. Therefore, they do not require the ‘green light’ from the communities 

they are supposed to represent and make feel safe. This process privileges the type of 

knowledge that is conducive to the creation of solutions stemming from the self-constitution 

and mutual recognition of the actors involved in the scheme of securitisation.  Of particular 

importance for this chapter is that this legitimacy is based exactly on being able to provide the 

façade of control and calculation despite that being a seemingly impossible task. After all, the 

mutual recognition of these folk-devils is premised on the ability to stake a claim to be able to 

identify just such a threat. The difficulty in predicting those low probability but high impact 

events calls for exactly the connecting the dots of the kill-chain that has been discussed. 

However, the sheer complexity of such as task, as the following section discusses, means the 

only solution can come from deploying increasingly complex security technologies with ever 
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more advanced algorithms, encompassing ever more data-points, much like the example from 

BRS Labs that began this chapter. 

 

The Rise of Security Technologies 

 

The increasing importance of various technological solutions to transnational policing 

operations, be they CCTV, biometrics, data mining and profiling tools, or any number of other 

similar ‘tech fixes’ has been well documented in the literature (see Sheptycki 1995;  Guild et 

al. 2008; Parkin 2011; Bigo and Carrera 2004; Bellanova 2009; Marx 1991). It is worth noting 

that the rise of security technologies, like risk management as a logic, stems back to the end 

of the Cold War. The convergence of the security field of professionals towards new 

definitions of risks drew, as discussed previously, its “resources of knowledge and symbolic 

power” from its transnational nature (Bigo 2006, 8). This justified not only new modes and 

structures of police cooperation, but also the use of previously out of reach technologies. In 

the rush to justify newly obsolete projects and maintain defence budgets, the military and 

security services were quick to redeploy Cold War technologies for the policing operations 

that fitted the new security paradigm (Marx 2001). Previously off limits technologies were 

provided to law enforcement agencies in order to be used in typical police tasks such as border 

controls. This is perfectly exemplified by the memorandum signed in the United States in 1994 

for the development of “advanced technologies and systems” to be used for both military and 

law enforcement operations. This memorandum also led to the opening of a law enforcement 

technology centre for the use of war-fighting technology in the fight against crime (Andreas 

and Nadelmann 2006, 159).  

 

However, to really understand the way in which security technologies have come to be the 

very embodiment of the ‘insecurity regime’, we need to look again at the underlying logic of 

the model of risk management that has been adopted by security professionals. As Gary Marx 

explains, 

  

The scale, mobility and anonymity of mass society and ironically, increased 

expectations of, and protections for privacy, have furthered reliance on external, 

impersonal, distance-mediated, secondary technical means and data-base memories 
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that locate, identify, register, record, classify and validate or generate grounds for 

suspicion. The perception of catastrophic risks in an interdependent world relying on 

complex technologies and the entrepreneurial efforts of the security industry and 

governments such as the United States with its’ war on drugs, have helped spread the 

technologies internationally (Marx 2001).  

  

Essentially, the transnational, complex nature of modern criminal and terrorist networks, 

socially constructed by security institutions, requires a complex network of police forces that 

are interested in the exchange of information. We can see this from the fact that many of the 

key transnational police entities engage almost exclusively in the field of information sharing, 

without extending their collaboration to actual operations on the ground.  

 

Interpol and Europol are two examples of this setup (Andreas and Nadelmann 2006). As Marx 

highlights, to provide a solution to the ‘worst case scenario’ dictated by the logic of risk, it is 

necessary to be able to identify the categories that are going to be deemed a threat. The 

hugely complex nature of the threat, and its intimate intertwining with every aspect of our 

modern lives, means that in order to achieve this, huge quantities of data must be collected, 

stored, and processed. The only way for this to be managed is via the deployment of ever 

more powerful and complex security technologies. We can explain this further by thinking 

about the adoption of the risk analysis model as the deployment of the intelligence-led 

policing model. Ericson and Haggerty (1997) note that the need to manage risk requires 

greater access to information. This has prompted significant changes in the business of 

policing, creating an evolution towards a more intelligence-based way of thinking. The idea of 

intelligence-led policing revolves around the use of information gathered in a strategic 

capacity, rather than as a means to develop case-specific evidence. It operates on the premise 

that data collection, through analysis, sorting and profiling becomes information, which 

becomes knowledge when deployed into everyday life (Ratcliffe 2008a, 5).  

  

This idea is analogous with that of risk management, where the focus is on prediction and 

identification of certain risk groups rather than the prevention of specific instances of crime, 

in order to attempt to prevent those crimes from occurring in the first place (Marx 2001). The 

link between the strategic use of data and the creation of crime reduction and prevention 

strategies has been duly documented, 
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Intelligence-led policing is a business model and managerial philosophy where data 

analysis and crime intelligence are pivotal to an objective, decision-making framework 

that facilitates crime and problem reduction, disruption and prevention through both 

strategic management and effective enforcement strategies that target prolific and 

serious offenders (Ratcliffe 2008b, 89).  

  

Therefore, we can see that the adoption of risk management as a strategy requires the 

collection and examination of raw data in the first instance for the purposes of creating a 

workable strategy. The sheer scale of the amount of data required, and the need to collect it 

from every level of our day-to-day activities, necessitates the deployment of security 

technologies as the method by which transnational security actors respond. The pivotal role 

of security technologies was recognised as key to the idea of intelligence-led policing in a 

document written by the International Association of Law Enforcement Intelligence Analysts 

(1997), where the importance of data collection in the analysis of threats of noted.  

  

This dependence on technology is easy to demonstrate. The AFSJ (the Area of Freedom, 

Security and Justice) represents a collection of EU policies designed to ensure security, rights 

and free movement within the EU). The AFSJ is, “being driven by robust confidence in security 

technology”, which is “presented at the EU official level as the solution to every security 

dilemma and ‘threat’ identified, and as being essential to the establishment of the EU as a 

common AFSJ” (Guild et al.  2008, 4). Within the European Union there are numerous 

information sharing initiatives which rely heavily on technological means in order to collect, 

store and transmit vast quantities of data that can then be deployed in intelligence-led 

operations (EU Commission 2010; Geyer 2008). 

  

To begin with, it is possible to mention the Schengen Information System (SIS). Since 

deployment in 1995 the SIS has been a centralised information system comprising a national 

part in each participating state and a technical support function in France. Member states may 

issue alerts for persons wanted for extradition; third country nationals to be refused entry; 

missing persons; witnesses or those under judicial summons; persons and vehicles subject to 

exceptional monitoring on account of the threat they pose to public or national security; lost 
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or stolen vehicles, documents and firearms; and suspect bank notes. Data entered in the SIS 

registry includes names and aliases, physical characteristics, place and date of birth, 

nationality and whether an individual is armed and violent. The scale of the system highlights 

how important the technological aspect of SIS is, as between January 2008 and 2010, the total 

number of alerts handled by the system rose from 22.9 million to 31.6 million.    

 

Within the EU framework, it is also possible to mention EURODAC, a centralised automated 

fingerprint identification system containing the fingerprint data of certain third-country 

nationals. In operation since January 2003, its purpose is to assist in determining which 

member states should be responsible for examining a particular asylum application. The 

database contains the fingerprints of all individuals aged 14 years or over who request asylum 

in a member state as well as those of third-country nationals apprehended in connection with 

the irregular crossing of an external border.  In addition, it is also possible to mention the 

existence of the Visa Information System, which is currently in development and is designed 

to aid the formation of a common visa policy among member states. The Visa Information 

System will become a centralised system that utilises biometrics in order to ensure reliable 

fingerprint comparisons and verify the identity of visa holders at external borders. Moreover, 

the ECRIS (European Criminal Records Information System) is designed to share the 

convictions given in Member States to both national and non-national persons. This particular 

system will be computerised but decentralised. It will instead focus on interconnecting various 

member states’ criminal records databases with each other. Europol (and the Europol 

Computer System), which became an EU agency in January 2010, is tasked with the collection, 

storage, processing, analysis and exchange of information and intelligence between member 

states. There is also a multitude of other technical solutions put in play in order to collect and 

handle data, including Eurojust, the Passenger Name Records agreement with the United 

States, the Terrorist Finance Tracking Program, the European Cybercrime Platform and the 

Customs Information System (EU Commission 2010). These systems are further supplemented 

by other networks that facilitate direct data exchange between security agencies, “including 

data on the results of DNA analysis, football matches, terrorism, passport information, 

criminal records and money laundering” (Guild et al.  2008, 4; Hobbing 2006).  

 

The purpose of highlighting the number and scale of technical systems dealing with data 

collection and exchange is to demonstrate that the logic of risk management is intertwined 
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and indistinguishable from that of ‘dataveillance’; namely, the systematic use of personal data 

systems in the investigation or monitoring of the actions or communications of one or more 

persons (Clarke 1988). The kind of pre-emptive war that is brought about by the spread of this 

kind of insecurity doxa requires the integration of all components of the “kill chain” with 

systems integrated all the way from the daily life of citizens up to operations on the battlefield. 

This network-centric type of warfare relies on information sharing between military, police 

and private individuals. Additionally, this type of deployment requires the creation of 

immensely powerful and complex computer systems to facilitate operations. The sheer 

ambition of this has led Mattelart to refer to the “Dr Strangeloves of Dataveillance”, who have 

exceptional influence over the security agenda through operating the systems that coordinate 

this mass of information gathering and sharing (Mattelart 2010, 140-141).  

  

There is a distinct merging of technical concerns with security issues, to the point where the 

two become indistinguishable and interchangeable with one another. Discussing the 

prevention of insecurities then, becomes about, “a tendency to adopt as the best technology 

the one that is purported to be the most multi-functional, capable of simultaneously 

confronting several threats” (Bigo and Jeandesboz 2010, 1-2). This has been described as akin 

to the idea of ‘the scientisation of politics’, whereby security issues are discussed in terms of 

a technical problem rather than in any other fashion, and are, “examined and managed by 

restricted groups of bureaucrats, experts, and professional lobbyists” (Sheptycki 1995, 630). 

This situation has been described as the “authority of statistics”, based on the increasing 

reliance on numerical data, biometrics and profiling techniques for the assessment of the risks 

that threaten the social space  (Bigo 2006, 8). Through this authority of statistical data, the 

various groups of security professionals are able to recognise each other as mutually 

competent. The reliance on data, and strategic uses of this data in order to predict worst-case 

scenarios, reduces discussions about insecurities to, 

 

[T]he correlation between war, crime and migration…Security is then, conceptually, 

reduced to technologies of surveillance, extraction of information…in brief to a kind of 

generalized ‘survival’ against threats coming from different sectors” (Bigo 2006, 8).  

 

Consequently, the language of technology becomes the language of risk management, not 

only forming the justification for ever more pervasive police cooperation and involvement in 
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everyday life, but also allowing for the security technologies to, “serve as their own 

justification, divorced from broader critical questions” (Marx 2001). Thus, technology 

becomes the “ultra-solution”, with risk management experts holding the belief that technical 

solutions can be found to counter political violence through generalised and individualised 

surveillance (Guild et al. 2008; Bigo and Carrera 2004). This logic helps to create “the belief by 

modern societies that new technologies are always a good solution” and that technologies are 

the “only positive value/solution able to address our present problems and fears” (Bigo and 

Carrera 2004, 3, emphasis added). Technological fixes become the security apparatus, and the 

language of security technologies becomes the language of risk and threat, which in turn 

makes the deployment of ever more powerful technologies the only solution to a world 

convinced by the ever present spectre of an uncertain and risky future.  

 

The Involvement of the Private Sector in the Provision of Security 

Technologies 

  

This framing of risk management in terms of technical fixes retults in the removal of many of 

the ‘privileges’ that the traditional state-legitimised security providers such as the military and 

police had over other actors. In the new security environment of the post-Cold War era, 

private security providers play an important role in the provision of security equipment and 

personnel (Marx 2001; 1987; Mattelart 2010). In the process of restructuring the security 

framework, many of the big private contractors were given control of projects promoting the 

conversion of military technology to policing functions. This paved the way for the entrance 

of new, smaller firms into the marketplace. Surveillance and information gathering duties 

were increasingly delegated to private operators and the complex and unique challenges 

faced by border agencies that were used to deterring large groups such as unemployed 

migrant workers, were now expected to achieve total deterrence and detection of the much 

smaller groups of determined individuals who wanted to commit acts of political violence 

(Bigo 2000b, 335). The proliferation of the threats to the social space mandated the increasing 

use of new novel technologies and the input of specialist private technology providers 

(Andreas and Nadelmann 2006, 199). As Abrahamsen and Williams highlight, the nature of 

the calculation of security concerns, 
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[F]urther enhances the role of private security providers, as security becomes first and 

foremost about prevention, about designing places that foster security, about 

surveillance, risk-profiling, spatial demarcation, etc. As such, security becomes 

increasingly a question of the right technical solutions, and not a question of justice or 

social and political reform. Private actors arising from the marketplace are thus 

frequently perceived by consumers and decision-makers alike as the more efficient and 

appropriate actors” (Abrahamsen and Williams 2007, 135, emphasis added).  

 

The influential position of private security technology providers becomes clear when the scale 

of worldwide security networks are considered. The United States and the European Union 

have long been involved in practices of information exchange when it comes to policing 

tactics. This is evidenced by the establishment of American security service training centres in 

Europe in which information and techniques become known to European counterparts. At the 

same time, it is also possible to mention the signing of the Palermo convention, in 2000, on 

organised crime which incorporated much of what was already written into US law 

enforcement practice (Andreas and Nadelmann 2006, 172). Additionally, moves to bring ex-

Soviet Bloc countries ‘out of the cold’ and into the EU framework included provisions that 

policing standards must be brought up to the standards held by the supranational 

organisation. These developments contributed to the creation of a truly global market for 

security technologies. This global market placed technological solutions as the primary answer 

to security concerns. The pre-accession pact signed by Eastern European countries, and similar 

to deals made with the Balkan states, specifically made provision for the sharing of security 

technologies such as night vision goggles and video cameras, for example (Andreas and 

Nadelmann 2006, 184-185).  

 

The European Union has established legal provisions that define the manner in which a 

“competent authority” may assess whether certain states are able to participate in the 

exchange of information and intelligence (Geyer 2008). The exportation of the statistical 

legitimation of security technologies as the solution to security issues to new territories has 

helped to create a worldwide appetite for this mode of dealing with threats to the public 

space, strengthening the position of the private sector providers. The “network-centric 

warfare” model has been used by private firms for many years, particularly in America, to deal 

with their competition and thus have found it easy to adapt (Mattelart 2010, 140). Several 
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security advisory groups contain both public and private representatives. Since the terrorist 

attacks of 9/11, previously blocked mergers between arms companies and security firms have 

been allowed to go ahead, leaving some firms in near monopoly positions (Mattelart 2010, 

147). The influence of private sector security technology providers is also evident within the 

European Union. The development of SIS II (and the Visa Information System), which went live 

as of April 2013, came about as the result of a €40 million contract awarded to a collection of 

IT companies, including the STERIA group (IT service providers), HP, Primesphere (an IT 

consultancy), and Mummert und Partner (cross-border finance experts) (EUROPA Press 

Release 2004). 

 

The value placed on the ‘knowledge’ claimed by the private sector in creating technical fixes 

is not just evident at the level of the contracts awarded to develop actual systems. Of the 

collection of advisory and informal groups that gave advice to the SIS II project, four of the 

most influential have participants from private security contractors, and nearly all have a 

space for the role of ‘technical advisor’ (Parkin 2011, Annex 1). Private security and defence 

contractors led one-third of the 39 projects funded by the European Union between 2004 and 

2006. This included participants from big firms such as Thales, EADS and Sagem. Of the 45 

projects funded under the European Commission’s FP7 research component under the 

‘Security Theme’, 32 private sector involvements have been recorded, with seven of the 

projects led by the firms mentioned above. In the ESRIF group (the European Security 

Research Innovation Forum) of the 64 formal members, 34 are public officials and 16 are 

individuals drawn from private corporations (Bigo and Jeandesboz 2010). This clearly 

underlines the influence of the private sector and the legitimation of ‘technical know-how’ as 

the language of security. This also highlights how forms of ‘knowledge’ from academia and 

think tanks concerned with civil liberties and privacy issues can be sidelined as they do not 

have the same claim to ‘statistical legitimacy’.  

 

Indeed, a recent report into the different topics funded under the FP-7 Security Theme 

showed that transnational security and defence firms hold the most central positions in the 

network of research institutions sustained by FP7 Security Theme (FP7-ST), but also that both 

academic institutions and public security bodies play a marginal role. Additionally, the 

tendency is towards being driven by questions of security technology efficiency and high-

performance. As the report concludes, it is not only that ethical issues and protection of 
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fundamental freedoms and rights have been marginalised. When ethical and juridical issues 

are involved, they seem to be almost entirely focused on securing and manufacturing consent: 

 

The absence of ethical reflexion on the uses of technologies of digital surveillance, in 

particular the impact that these technologies can have on the rule of law is particularly 

striking in a post-Snowden era (Bigo et al. 2014, 7) 

 

The authors of the report stress that it is unlikely that the H2020 programme will be different 

from its predecessors and that here is still a lack of counter-balance to the “technology-drive”, 

making a consideration of the “political, societal, ethical and juridical aspects of security” more 

important than ever (Bigo et al. 2014, 34). With the need to collect and process data driving 

such security tools ever further into people’s lives, the influence these tools and their 

providers can exert through these networks that facilitate the sharing of knowledge and best 

practice between state and private sector are of particular concern, as is the degree to which 

these processes can be examined and held to account. 

  

The Issue of Accountability and the Importance of Informal Networks 

Concerning Security Technologies 

  

The issue of accountability is inextricably related to the flaws detected in the deployment of 

security technology. These flaws can be divided into two main categories. The first category 

can be defined as failings that come from a technical perspective. For example, face-

recognition software and CCTV systems often do not work as initially advertised (Lyon 2003; 

Lyon and Bennett 2008). There have also been problems identified with the interoperability 

of different systems, particularly in the case of older agencies attempting to share information 

with those running newer versions (Sheptycki 1995). In addition, there are also several 

documented instances where projects have run significantly over time and budget, as was the 

case with the development of the aforementioned SIS II, which was also found unable to 

handle the full rate of data exchange expected of it during the testing period (Parkin 2011). 

The second category covers the ‘societal’ failings that come with the deployment of new 

technologies. For instance, issues with data protection are well represented in the literature, 

especially with the case of technologies such as body scanners at airports, where personal 
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information is not stored to the appropriate standard or is shared outside of the jurisdiction 

of agreed regulations (such as the sharing of EU passenger data with the US) (Bellanova 2011; 

Amoore and de Goede 2007). Furthermore, there have been several concerns raised in 

regards to “function creep”, where systems that were originally deployed for a specific 

purpose have been used to widen the net so far that “reputable citizens” become unduly 

processed (Hobbing 2006). Some of these systems deploy a ‘just-in-case’ rather than ‘worst-

case’ model for databases, giving far more scope for the system to creep outside of its 

intended purpose (Amicelle 2011).  There is also a body of literature dealing with how profiling 

techniques and other dataveillance strategies lessen freedom of movement and equality 

between different groups and raise issues of personal dignity and transparency when being 

processed by these systems (Bigo 2001; Marx 1991; 1995; 2001). There are also several 

elements of coercion implicit with certain technologies, such as “you don’t have to submit to 

a search if you decide not to fly with us” (Marx 2007). This entails an implicit victimisation of 

certain groups that comes as part of the process of identifying ‘risky’ individuals, and the 

difficulties with appropriately handling profiling and randomised searches (Harcourt 2009; 

2010). These issues have led to the description of security technologies as, “an ultra-solution 

in how to fail most successfully…a solution which is more destructive than the problem itself 

because it reinforces the roots of the problem and adds its own specific problems” (Bigo and 

Carrera 2004, 3). In spite of these developments, the private security industry is clearly 

thriving, maintaining a great influence over the current thinking on risks to the social space. 

 

It is important to highlight the efforts to widen the scope of accountability in regards to the 

deployment of security technologies. However, the extent to which this has been attained 

varies according to each case. For instance, it has not been possible to induce a larger scope 

of accountability in the case of Europol. It has been stated that the European Parliament, “has 

no real powers in deciding legislation affecting the remit or powers of Europol, it cannot reject 

legislation or propose measures on its own initiative” (Apap 2006, 3). So whilst Europol can be 

scrutinised by the European Parliament, and the agency is bound to report to this body on the 

unfoldment of its activities, there is a gap in accountability shielding Europol from direct 

parliamentary intervention in its operations. This is to some degree remedied by the fact that 

each member state is represented on Europol’s management board (Den Boer et al. 2008, 

106). There is, nonetheless, an initiative to make Europol, “subject to the Financial Regulation 

and the Staff Regulations of officials and other servants of the European Communities”, which 
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could create a wider spectrum of accountability for the activities carried out by the 

organisation (Challenge 2008). 

  

In regards to the scope of accountability of the European Police Chiefs Task Force (EPCTF), 

another significant body of cooperation and knowledge exchange, this body purports to forge, 

 

[P]ersonal and informal links between the heads of the various law-enforcement 

agencies across the EU, to exchange information and assist with the development of 

more spontaneous interaction and closer cooperation between the various national 

and local police forces and other EU law-enforcement agencies (EU Commission 2008).  

 

This body acquired an increased level of relevance when it took on the functions of an anti-

terrorism network post-9/11, when the group was charged with convening “high-level 

meetings between the heads of EU counter-terrorism units” (Den Boer et al. 2008, 114). 

Although this remit appears similar to that of Europol, there are key differences; notably the 

use of the word informal when describing the nature of its functions. The first meeting of the 

group was entitled an “informal meeting of Chief Police Officers”, which hints at a certain lack 

of accountability (Bunyan 2006, 2). It has been noted that, “the EPCTF has no institutional or 

legal status” and that the continued emphasis on the group as an informal network has 

enabled it to define its own role as one that will “require only a minimum of regulations” 

(Bunyan 2006, 2-3). It is possible to state that the EPCTF has a very low level of accountability, 

raising serious questions about its ability to effectively and safely handle the exchange of 

sensitive information. 

 

Furthermore, whilst the EPCTF have a ‘Steering Group’, little information emerges from their 

meetings, as they convene without having to adhere to a particular agenda and fail to publish 

the minutes of the matters that they discuss. Additionally, although the results may be 

transferred to national governments through the relevant ministerial authorities, the body 

itself is not subject to any parliamentary scrutiny (Den Boer et al. 2008, 114). Due to the fact 

that they are an informal group, the EPCTF are not subject to the Code of Access that regulates 

other bodies created by the EU Council. This leads to a situation in which, “the documents of 

the European Police Chiefs Operational Task Force are not held by the Council…and therefore 

there is no access to documents the Council does not hold” (Bunyan 2006, 4).  
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In regards to the SIS II project, the European Council had “already decided on the key functions 

of [this body] without any democratic consultation, leading some commentators to label them 

‘a sham’” (Peers 2008, 81). In addition to this, there is a complex group of informal networks 

that have attempted to, “steer the direction of the project in accordance with their aims, 

withdrawing their experts if the group proved unable to meet their objectives”. These groups 

consist of members of police boards, national technical experts, civil servants and security 

experts, linked to the “police-led networks which steered the construction of Schengen” 

(Parkin 2011, 22). In fact, these informal groupings, such as ‘The Global Programme 

Management Board’, the ‘Friends of SIS II’ and the ‘SIS II TECHNICAL Formation’ have been 

officially established as parts of the project, despite being entirely informal and 

undemocratically representative bodies (Parkin 2011).  

  

The examples shown above highlight how police cooperation, particularly in the EU context 

has some distinct flaws in terms of its accountability. This can be explained by the fact that 

the security elites represented on these bodies are able to privilege the language of technical 

know-how in the conception of insecurity and its solutions to increase the spectrum of threats 

that affect the social space. The use of this specific form of securitised language enables these 

informal networks to overlook issues of accountability, as the threats that affect the European 

public space are magnified in order to entrench the position of these networks as the prime 

decision-makers in the field of security, with their technical know-how wielded as a primary 

legitimising factor in deciding what needs to be done. 

 

This problem is compounded when we consider the role of informal groups such as those that 

surround the SIS II project. These groups are essentially amalgamations of the private sector 

security providers and police networks which, through being to a large extent unaccountable, 

are able to decide on policy matters in a way that corresponds with their own specific 

interests. This state of affairs brings about a continuation of ‘business as normal’ for 

transnational police cooperation and the spread of security technologies. Informal agencies 

are able to draw authority from the technical experts that make up their membership, and 

through these actors confer the legitimacy of their contribution to projects such as SIS 

(Liberatore 2007). The fact that legitimacy can be drawn from technical know-how shows just 

how ingrained the logic of technical fixes as the solution to security issues is within the 
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transnational apparatus. Parkin (2011) has noted that the intervention of these groups is 

supposed to be depoliticised and only concerned with technical matters. However, since 

technical language is becoming enmeshed into the language of security, the decisions made 

by these groups are able to impact a much wider spectrum of concerns than the simple 

technical fixes to the way in which national governments deal with risks to national security. 

 

This inextricable link thus means that technical elements can have a significant ‘societal’ 

impact, whether that is breaching data protection regulations or privacy, or even playing a 

role in constructing an entire group as a risk or threat. At the same time, the way of dealing 

with potential threats becomes increasingly technical in nature. This can only serve to increase 

the influence of the self-constituted police networks that disseminate the present security 

doxa as they increasingly come to adopt and express these concerns in terms of this 

technology-privileging language through which it is easy to exclude those without the 

‘appropriate’ knowledge. Gary Marx has eloquently expressed this phenomenon as the search 

for the “illusive silver bullet” (Marx 1995; 2001) whereby technology takes on a “magisterial, 

legitimacy granting aura” that allows it to serve as its own justification and avoiding wider 

societal issues because  

  

[T]he search for stand-alone mechanical solutions also avoids the need to ask why 

some individuals break the rules and points away from examining the social conditions 

which may contribute to violations and the possibility of changing those conditions. 

Technical solutions seek to by-pass the need to create consensus and a community in 

which individuals act responsibly as a result of voluntary commitment to the rules, not 

because they have no choice, or only out of fear of reprisals. (Marx 2001).  

  

The logic of risk and intelligence led policing has allowed the spread in size and influence of 

transnational police and security actors through their ability to self-constitute and play a role 

in defining what is and what is not a risk or threat and the manner in which it must be 

defended against. It has also been demonstrated that the logic of the technical fix is key to the 

underlying security doxa, through the propagation of the perceived need for more powerful 

data collection and profiling tools that are connected to every aspect of our everyday lives. As 

a result, the language of technology has emerged as the dominant language of security, 

leaving technical experts in a position of great influence in the security arena and allowing 
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them to legitimise their position. However, this level of influence has transcended the 

technical realm and expanded into the manner in which security is conceptualised in the public 

space. It is how this influence can directly benefit an emerging group of security entrepreneurs 

and the importance this has for a consideration of everyday security tools behind the ‘font-

line’ of the large scale projects discussed above that is the subject of the final section of this 

chapter. 

 

The ‘Patchwork Quilt’ of Security, the Security Entrepreneur and 

Everyday Tech Fixes 

  

The culture of risk management and the widening of the logic of securitisation has brought 

about the entrenchment of a web of agencies and private sector actors vying for supremacy 

in the security arena. This complex network of security actors has been described as a 

“patchwork quilt” that retains a certain level of coherence due to the common pursuit of folk 

devils. At the same time, this network is “fragmentary” in nature (Sheptycki 1995, 630). This 

fragmentation comes in many forms. There is the “linkage blindness” that comes as a result 

of incompatible systems, incomplete information sharing, and poorly defined job descriptions 

for different agencies (Sheptycki 1995; 1997). There is also the confusion and overlap that 

comes as a consequence of the sheer complexity of the field, with agencies working at the 

supranational, as well as bilateral and multilateral levels. This is only compounded by the 

proliferation of informal ad hoc groupings that seek to influence individual projects, where 

decision making takes place at a variety of different levels (Parkin 2011). There is also the 

outright competition for resources and influence that sees different agencies and networks 

competing against each other in order to remain relevant in modern policing practices 

(Bellanova 2009).  

  

This complexity led Bigo to express his doubts about describing the current security apparatus 

as a doxa, as the various security agencies seek to change the frame of security debate for 

their own ends (Bigo 2006). These agencies are heterogeneous and in conflict with one 

another. In fact he suggests that the influence of the patchwork quilt of networks is precisely 

the product of the jostling for position between the different security agencies, all of which 
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have widely varying agendas based on their different goals and histories (Bigo 2000a, 90). It is 

this struggle that helps convince wider society that the appropriate solutions to security 

matters should remain in the hands of these groups. Through the authority of statistical data, 

that has already been discussed, the self-constitution of knowledge and legitimacy of 

transnational policing allows the various agencies to recognise each other as mutually 

competent, but still compete for “the monopoly of the legitimate knowledge on what 

constitutes a legitimate unease, a ‘real’ risk” (Bigo 2006, 8).  

 

Thus, despite the existence of a common enemy and common language of technology, there 

is still a gap between actors, fuelled by competition and imperfect knowledge of the massively 

complex field as a whole that allows for divergent interests to compete for dominance. It is in 

this domain where the security entrepreneur, in the guise of the private sector security 

technology provider, is able to formulate a conception of security for its own personal benefit 

and bringing with them their own norms and perceptions. With the common language of the 

technical fix as the legitimation for the knowledge that the private sector projects to society, 

the security entrepreneur is perfectly placed to navigate this patchwork quilt and compete on 

the same basis as the traditional security elites for the definition of the risks that affect the 

social space. It would be naïve to assume that technology is a neutral factor that simply flows 

between the different transnational agencies. Gary Marx has identified several 

“technofallacies” common in discussions about security and surveillance technologies, 

including the fallacy of technical neutrality and the fallacy of explicit agendas (Marx 1991). The 

fallacy of explicit agendas highlights that oftentimes the declared purpose or benefit of a 

certain system disguises more disingenuous motives for its deployment. For example, a 

certain technical solution may be advertised on the basis of its abilities to identify risks or store 

data securely whilst in fact is being marketed because it has the largest profit margin for the 

private sector actors behind it. Perhaps more important here is the idea of technological 

neutrality. This fallacy is the idea that technology is “morally and ethically neutral” and that it 

can potentially have good or bad effects depending on how it is used. This, notes Marx, ignores 

the fact that technologies are “always deployed and developed in a social context that is never 

neutral” (Marx 1991). In essence, technological solutions have certain inbuilt elements that 

cannot help but shape the subjectivities of their users and those in charge of deploying them.  

There is some tentative evidence that supports this case. In the case of SIS II, private 

contractors were able to hold up the entire project for several months due to the judicial 
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challenge that they launched in order to amend the terms of the contract. Furthermore, the 

entire concept of SIS II was developed in conjunction with recommendations from a whole 

raft of technology experts, including many from the private sector (Parkin 2011). The 

argument for subjectivity of technological deployments is eloquently surmised by Zuboff, who 

argues that, 

  

A fundamental change in an organization’s technological infrastructure wields the 

power of the hand at the turning rim. Technological change defines the horizon of our 

material worlds as it shapes the limiting conditions of what is possible and what is 

barely imaginable (Zuboff 1988, 387).  

  

Those who can deploy the best technologies also have a hand in defining the horizons of the 

security field. In fact, the above quote was written in 1988 to describe the change in Interpol 

from, in some cases, Morse code to fax machines (Parkin 2011). The overriding importance 

given to technical knowhow that can benefit private sector operators is only likely to continue. 

In the European Union, there is a proposal to hand over management of large-scale IT projects 

such as SIS, and potentially the development of new systems, to a specially created IT agency. 

Such a move is likely to reinforce the legitimacy of the ‘tech fix’ whilst further divorcing the 

roll out of security technology from proper structures of accountability (Marx 1995). 

 

To bring this discussion back together, it can be concluded that we can increasingly see the 

predominance of the language of technology in the spectrum of security, confining the 

examination of risks and threats to the technical realm (Amar, 2013: 31). The private sector 

plays a significant role in the provision of security technologies, constituting a substantial 

aspect of the merging of the military and policing functions in the transnationalised 

environment of security that took place in the wake of the Cold War. This raises some 

important implications for the issue of the accountability of the providers of security 

technology and the informal networks established in order to deal with the threats to the 

public space (Amoore 2013, 99). Those in possession of the technical know-how are 

increasingly in a position to have the most influence upon the conception of security that 

prevails. 
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It is here that I wish to stake my claim to the importance of the investigation undertaken in 

the remainder of this thesis. The examples, such as SIS discussed above, serve a purpose above 

simply demonstrating how technology has become an indispensable solution, leading to the 

rise of a new breed of security entrepreneurs. The work undertaken by projects such as the 

Challenge12 and INEX13 initiatives from which many of the documents used in this chapter 

were drawn demonstrate the value of a mapping and immersion in the world of these security 

professionals and technology providers. Tracing the genesis of various groups, both formal 

and informal, that push the current security doxa of risk management and pre-emption has 

allowed a deeper understanding of power relations within the wider security apparatus and 

the means by which accountability, transparency and dissenting voices can be marginalised. 

Such studies have also enabled a better understanding of the true logic of risk management – 

as something performative and necessarily speculative, that can in fact draw its own 

legitimacy as the prevailing doxa from the sheer complexity and competition it engenders 

within different networks of actors. Thus, it is from these kinds of works that we can start to 

untangle messy and complex webs, enabling us to work towards mitigating many of the 

marginalisations, encroachments on privacy and shutting down of democratic debate that the 

post-Cold War doxa has been seen to institute. 

 

However, are these networks the only sites in which such processes and influences play out? 

As I have outlined in this chapter, the logic of diffuse risky subjects and uncertain futures that 

must be protected against despite the challenges they face leads increasingly to the logic of 

‘connecting the dots’ well beyond the ‘front-line’ technologies that form the bulk of the 

discussion so far. Increasingly complex tools call for increasingly large quantities of data to 

feed their algorithms, and thus more and more of those dots are being subsumed into a 

securitisied logic of profiling and prediction. To name just one example, Amoore and de Goede 

have shown how “banal” transaction data such as credit card transactions and supermarket 

purchases are increasingly becoming the basis of security decisions as they are rolled into the 

calculative process, all in the name of “keep[ing] the data flowing and the planes flying” 

(Amoore and de Goede 2007, 173). Thus, more and more private technological systems are 

being co-opted – systems designed and deployed with other purposes in mind (whether 

specifically related to security or otherwise). 

12 See http://www.libertysecurity.org/ for a complete list of their documents and activities. 
13 Similarly, see http://www.inexproject.eu/ 
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Implicit in discussions of this dot-connecting exercise is the notion that these technological 

systems, deployed by businesses, universities or private individuals, are somehow ‘neutral’; 

that they are just waiting, absorbing data until they are co-opted by the algorithm of the 

security professional. However, if (as Marx suggests) technology is never neutral, then even 

the most mundane of everyday technologies is already reproducing and reformulating a 

certain logic and certain norms. Having been legitimised by broader security concerns, or even 

following the same mode of operation, does not necessarily mean such tools are the product 

of design choices that purposefully reflect these grand security narratives, but are instead the 

product of context specific concerns and societal interactions on a mirco-level. If this is the 

case, then can the data collected from these systems ever really be considered a neutral 

reflection of the individual, or is it already always mediated by these other norms brought 

about by a technical specification working towards very different goals? As such tools become 

synonymous with predicting risky futures, therefore, do these already loaded technologies 

serve to impact on and mediate our impression of, and access to, this prevailing security doxa? 

 

If we can see technology as not neutral, then it opens up pathways (much like the advisory 

committees of large-scale EU security projects) for a new breed of security entrepreneur to 

have a key role to play in the formation and acceptance of the security doxa in everyday life. 

However, these are the entrepreneurs of the mundane security tools and systems we 

encounter day-to-day that may well have a very different vision, and very different concerns, 

to the transnational networks of security agencies that have been the focus of much of the 

literature. By such an account it is possible to envisage a situation where the entrepreneurs 

behind a supermarket clubcard scheme, or a firm responsible for logging number plates at a 

private car park can impact upon our lived experience of both modern life and the broader 

security doxa. If these actors can be seen to have an influence, then what is needed is an 

exploration of the networks of interaction and knowledge exchange that these entrepreneurs 

of the mundane are part of, in much the same way as the networks of police and military 

cooperation have been a focus of study up to now. It is this gap that this thesis aims to fill, 

through a study of the spaces of promotion for everyday security solutions. However, in order 

to make this case, it is first necessary to advance a more nuanced conception of technology 

that dispels the myth of technological neutrality and builds a way of understanding technology 

as something itself worth of study, and as something capable of embodying and reproducing 
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certain political norms that can thus impact on the way we conceive of a modernity transfixed 

with the notion of securing the future. It is to that task that Chapter 2 shall turn. 
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2. Modernity, Society and Technological Ambivalence 

 

If we are to talk about the symbiosis between technology and modernity it seems apt to start 

with the airport as an illustrative example. The airport embodies much that has come to 

symbolise what we would call ‘modern life’. For many theorists, the rationalisation of society 

is the key element of the idea of modernity as well as the difference between the modern and 

the traditional (Jameson 1990, 116). The concept of the rationalisation of society is overtly 

manifested in the space of the airport. Highly time-conscious, full of formalised processes of 

queuing, identification, security checks, and strongly interlinked with the rest of the globe, the 

airport firmly falls into the category of the modern. Technology can be seen in this space as 

the main enabler of modernity and its drive for linear progress. Its presence is palpable 

everywhere within the space of the airport, including the check-in desks, scanners, baggage 

carousels and the aeroplanes themselves. There is also a spectrum of increasingly 

technologised surveillance in order to allow or disallow access for travellers, who are profiled 

according to the level of risk posed by the individual (De Botton 2010, 57; Salter 2008). In 

addition, the aspect of commercialisation given by airport shopping denotes another space of 

consumer culture, another indication of the shift towards postmodernity.  

 

The point of this opening example is to highlight the multi-faceted nature of modernity and 

the different forces acting on us in nearly all situations, even the mundane, that help to shape 

how we live a ‘modern life’. Moreover, the example of the airport demonstrates how ideas of 

modernity are closely linked with the deployment of technology, particularly when it comes 

to demonstrating some kind of linear, rational, progress. Examining these links is the focus of 

this chapter. 

 

Firstly, having considered what exactly it means to talk of both ‘modernity’ and ‘technology’, 

the relationship between the two will be discussed. By showing how technology mediates our 

access to the experience of modernity, and how ideas of rationality and linear progress act to 

both enable and constrict technological innovation, I will demonstrate that there is a co-

constitution of modernity and technology that means not only that technology is capable of 

shaping society, but that both need be discussed to enable a better understanding of society 

and cultural practices. Using this analysis it will be highlighted how the prevailing critiques of 
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technology and modernity fall into the traps of ‘essentialism’ or ‘technical neutrality’ that 

seriously constrain the potential for resistance and reformulation of technologies and 

technocratic control of everyday life. A substantial discussion of the critical theory of 

technology posed by Andrew Feenberg provides the basis for this chapter. Feenberg provides 

a strong basis on which to draw as his own focus is on bringing together different strands of 

research interested in the deployment and use of technology in a similar vein to what this 

thesis aims to achieve (Coeckelbergh 2012, 327). Additionally, and perhaps more importantly, 

Feenberg does not seek to question the notion of technology or its advancement per se, but 

is instead interested in uncovering how we have reached a stage where that technological 

advancement is locked into a system that is so exclusionary and destructive to democratic 

concerns (Feenberg 2005, 100). It will be shown how despite this co-constitution the 

hierarchical arrangement of society is perpetuated by technology through its ‘technical code’. 

It is this imbuing of security technologies with certain norms that I claim is key to 

understanding the process of technology and how, through mediating our access to the 

everyday, it comes to impact our understanding and acceptance of the security doxa. It is the 

security entrepreneur, as identified in Chapter 1, that has a privileged position in this ‘black-

boxing’ of meaning attributed to security tools and thus the ability to affect society’s imaginary 

of a modern world dominated by security fears and concerns. As a result, this chapter will 

conclude by showing how an empirical study of the broader practices of the concretising 

processes at play is required in order to understand how the dominant order is perpetuated 

and agency and change is stifled in the realm of security solutions. 

   

 

The Essence of Technology 

 

 

To begin, it is necessary to precisely demarcate what is meant by the concept and 

manifestation of technological processes. Mesa charts the evolution of the term from its 

origins in the Renaissance period as referring to "a body of knowledge about the useful arts" 

(Mesa 2003, 7). The modern usage of the term begins to emerge in the mid-nineteenth 

century, when Marx chronicled the rise of the working class as a product of modern 

technology and industry. The term denoted a culture-changing phenomenon with abstract, 

systemic and symbolic elements (Read 2003, 33). We are, in essence, talking about a 
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conception of technology with a ‘small-t’; an idea that represents much more than a physical 

product or the innovation that goes into creating something new. It is a conception of 

technology that connotes the existence of "a set of devices, a complex of industries, or as an 

abstract force in itself" (Mesa 2003, 7). According to this conception, technology is a process 

involving different actors, timeframes and motivations; from the designer, to the factory floor, 

to the marketing executive and finally to its deployment and reception by the general public. 

The societal meaning imbued within the physical production of technology highlights how a 

vision of technology limited to the usage of a product or its constitutive parts (in a mechanical 

sense) fails to account for the wide range of competing and complementary narratives that 

make up not only its physical form, but also the meaning attached to that form (Brynjolfsson 

and McAfee 2014, 41). 

 

Before embarking upon a more substantial discussion of recent theoretical developments it is 

necessary to orientate the discussion in the framework of traditional theories of technology, 

in order to fully appreciate the contribution Feenberg and others have made to this field of 

study. This will be achieved primarily through an assessment of Feenberg’s sustained critique 

of both ‘essentialist’ and ‘technological neutrality’ theses, as expounded in Questioning 

Technology (Feenberg 1999). Central to the project of modernity is the idea that new, modern 

forms of technological innovation usher in a new age that is defined by progressive social 

change. Linked to this notion are the ideas that constitute the Enlightenment project, which 

purports the desire to release the individual from the bonds of tradition. The tenets of the 

Enlightenment offer the promise of a better life through technological progress, realised by a 

reorientation around scientific knowledge. As Misa notes, "the myth of progress is 

modernity’s defining legend" (Misa 2003, 5). These ideas can be linked to the influential theory 

of modernity posited by Max Weber (1958) who points to rationalisation as the hallmark of 

modernity. For Weber, capitalism’s emphasis on ‘formal rationality’ led to a differentiation 

between the technological and social spheres – the result being a move away from the 

‘personal’ relations of traditional society to the ‘impersonal’ links that characterise life within 

modern society. Formal rationality is deployed in order to achieve increased control, with the 

end result being the entrenchment of a bureaucratic system of government, guided by the 

principle of rational utility (Veak 2006).  
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This dystopian image of modernity in which a unique form of technical thought and action 

threatens non-technical values as it extends deeper into social life, is not specifically 

highlighted by Weber (Feenberg 1999, 3). This link is underlined by Jaques Ellul, who argues 

that the 'technical phenomenon' is the defining characteristic of modern societies. In addition, 

Ellul states that, “technique has become autonomous” (Ellul 1964, 6). This substantive critique 

suggests that technical mediation is not necessarily neutral, as it embodies specific values that 

permeate into the fabric of society, stating that, 

the tools we use shape our way of life in modern societies where technique has 

become all pervasive […] how we do things determines who and what we are. 

Technological development transforms what it is to be human (Feenberg 1999, 2). 

 

Heidegger (in whom Feenberg takes a particular interest) takes a position that is not too 

dissimilar to the one that is espoused by Ellul. For Heidegger, technology is a way of ‘revealing’ 

the world. Through this process of revelation, technology forges a culture of universal control 

from which nothing escapes, including the humans that created it. According to Heidegger, 

technology is a framework, or Gestell, that constitutes the very structure of the modern world 

(Heidegger 1977a). In Feenberg’s opinion, these critiques of technology demonstrate 

similarities with a determinist way of thinking. They afford technology an autonomy that is 

immune to democratic control. Feenberg characterises these theories as essentialist, as they 

presuppose that modernity discloses, "the hidden secret of the essence of technology… 

rationality itself, the pure drive for efficiency, for increasing control and calculability" 

(Feenberg 1999, 3). The essentialist critique posits that the ‘essence’ of technology is 

responsible for the problems associated with modernity and civilisation. 

 

The power of the determinist way of thinking is so strong that critics of progress such as 

Heidegger and Ellul have been able to influence the accounts of technology expounded by 

those who triumph modernity and modern technology (Brynjolfsson and McAfee 2014, 67). 

Feenberg states that this way of thinking is based upon two assumptions. The first is that of 

unilinear progress, which suggests that technical progress follows a fixed track from which 

there are no separate ‘branches’ or diversions. The direction and definition of progress is not 

in question. The second is the idea of determination by the base. This view holds that adopting 

a certain technology compels the institutions of society to adopt specific practices that are 

connected with it. For example, railroads require a schedule and thus watches and clocks; 
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hence the imperative consequence of railroads becomes a new organisation of social time. 

These two views provide a "decontextualized, self-generating technology as the foundation of 

modern life" (Feenberg 1999, 77-78). 

 

Furthermore, Feenberg addresses the consequences of these arguments. The treatment of 

technology as a monolithic entity that operates uninfluenced by social factors leads to a 

reification of technology and an appeal to the technological essentialism discussed above. 

Essentialism construes technology as revolving around the principle of instrumental 

rationality (Feenberg 1999, viii-ix). This deterministic vision of technology leads to the 

generation of social consequences that are unavoidable, as the rationality which governs it is 

differentiated from the social sphere and thus outside of its influence (Brey 2003, 57).  For 

Heidegger, change cannot come from within, as man has no special ontological place and is 

simply one force amongst many others. Heidegger, unwilling to entertain the possibility of a 

more nuanced approach to technological development, also states that “only God can save 

us” from the juggernaut of progress (Heidegger, 1977b).  It is therefore possible to argue that 

there is a deterministic approach concerning technological progress that is directly linked to a 

fatalist attitude concerning the implication for the future of mankind. It is through exposing 

the fallacy of these two theses of determinism that Feenberg constructs his critique of the 

essentialist (as well as technocratic) position, laying the foundations for his own philosophy of 

technology. The key to exposing these flaws regarding the thesis of unilinear progress is the 

realisation that there are often several possible designs that could achieve particular 

objectives without a definite technical reason why one should be preferred over others 

(Feenberg 1999, 79). 

 

Pinch and Bijker (1987) use the example of the bicycle to illustrate this process. Looking back, 

it appears as though the high front-wheeled model was merely a clumsy early prototype of 

the modern bicycle. However, the two were in fact separate technologies addressing different 

purposes – the high wheelers were designed in correspondence with the societal view of 

cycling as a competitive sport. The equal-sized wheeled equivalents, or ‘safety bicycles’, were 

the products of a societal concern with the use of the bicycle as a means of safe transport. 

The two existed as separate technologies for a time before the safety design emerged as the 

prevailing technology (Giddens 1991, 18). Although the history of the ‘bicycle’ is depicted 

along the parameters of linear progress, the technology that underpinned it evolved in an 
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ambiguous manner. Accordingly, Pinch and Bijker called for an approach centred around the 

'interpretive flexibility' of technology, highlighting how technical advances can deviate from 

the unilinear path that the determinist thesis would suggest. It also demonstrates how social 

factors interact with the technical process in a manner that exceeds the importance of the 

intrinsic properties of the technology in question (Pinch and Bijker, 1978).  

 

That is not to say however, that different technologies are permanently undefined and in a 

continual state of radical flux. There are many examples of technologies in modern life over 

which there appears to be at least a general consensus in regards to their operation and place 

within society. Complementing the work of Pinch and Bijker, Kuhn in his ground-breaking 

work, showed that there is no continuous scientific tradition. Instead, Kuhn argues for a 

succession of competing traditions – each with its own ‘paradigm’. Science and technology are 

open to interpretation and conflict over their meaning within society. However, the illusion of 

continuity arises from glossing over these complexities and ambiguities and reconstructing it, 

after the event, as an upwardly linear progression leading to the present (Kuhn 2012). This is 

achieved through an inbuilt bias, as the outcome is already known during the process of 

reconstruction. The ‘victor’ in each example is labelled as ‘rationality’, whilst the loser is 

qualified with a less significant attribute. Thus the modern bicycle, for example, is 

reconstructed (after the event) as the rational, linear progress of a two-wheeled, safe mode 

of transportation that demonstrates the increased efficiency of modern technology. In 

essence each artefact has already been reconstructed as part of linear, rational progress by 

the time it is deployed in everyday life (Wagner, 2012). Here, we can refer to the idea of ‘black 

boxing’ to show how although technology is open to negation and variation, there is often a 

trend towards a consensus on how that particular hardware should be understood. Therefore, 

the meaning attached to particular technologies undergoes a process of stabilisation, 

particularly on a local level and further concretises over time. In other words, it becomes ‘black 

boxed’, and it is regarded not just as an object, but as a "working instrument" with a functional 

purpose (Golinski 1998, 140). 

 

If the idea of unilinear progress can be shown to be false, then the idea of determination by 

the base is also doomed to fail. This can be demonstrated with the example of indeterminism 

in nineteenth century England by looking at debates around the length of the working day and 

child labour. Factory owners, members of parliament and economists denounced any kind of 
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government regulation, as industrial production required children to be working long hours in 

order to function effectively (Giddens 1991, 98). However, the intensification of factory labour 

was entirely incompatible with the status quo, with children being redefined socially as 

‘learners and consumers’. Consequently, children with higher levels of skill entered the labour 

market; a move that was "soon pre-supposed by technological design and work organisation" 

(Feenberg 1999, 82). Accordingly, technology is not seen as a key to understanding the 

evolution of history, but as flexible and responsive to social demands. The purpose of this 

dismissal of the determinist root of essentialist theories of technology is key to understanding 

the importance of technology as an influencer of modern life. Technology has many 

unexplored potentialities that are societally defined, rather than being avoidable 

technological imperatives. In this context technology becomes a medium of social struggle. 

This indeterminist position is in itself political. Latour brands the technological development 

as a "parliament of things" on which political alternatives contend (Latour 1991, 114). This is 

indicative of the possibility that technology may be the mechanism that is used in order to 

induce social and political change, creating more elaborate and influential networks of 

connectivity. 

 

Technological Neutrality 

 

Habermas has outlined a critical approach to the scientific-technological rationality inherent 

in the 'unfinished project' of modernity. It is this notion of a positivist rationality that 

modernity relies upon in order to become an important societal influencer (Habermas 1985, 

51). At the same time, Feenberg shows how appeals to "progressive universalism [underline 

the] great divide" between pre-modern and modern societies (Feenberg 2003, 76). Thus, the 

universal objective rationality that the logic of modernity revolves around is differentiated 

from the social sphere, placing it as outside the societal realm. This differentiation of spheres 

expounded by Habermas leads to the conclusion that technology is neutral, and only becomes 

political to the extent that it interferes with the sphere of communicative action. Much like 

Heidegger and Ellul, Habermas does not believe technology itself is something that can be 

questioned. Instead, the best that can be hoped for "is to hold technology’s instrumental 

rationality at bay so that communication may continue unabated within the democratic 

community" (Veak 2000, 3). 
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Winner provides one of the most convincing accounts of the socio-political design process. His 

analysis of the plans regarding the New York Expressway is an excellent illustration of this 

point (Winner 1986, 22-23). Winner demonstrates how these plans mar the successful running 

of city buses by specifying overpasses too low for them to travel beneath. Consequently, lower 

class people from Manhattan who relied on bus transportation were discouraged from visiting 

certain areas, such as the Long Island beaches. This example shows how even something as 

simplistic as a design specification may contain the seeds of racial and class bias. Notably, this 

bias may not have been part and parcel of a particularly conscious choice on the part of an 

architect, simply it not even being considered reflects certain societal norms. Thus, it appears 

that particular political viewpoints tend to become embedded within the specification of the 

technology itself. Feenberg demonstrates that realising and correcting this situation does not 

automatically lead to the generation of neutral technology. It Rather, it simply alters its 

valuative content so as to reflect a changing political stance or preference, a side effect of 

which is that it becomes less visible as it is a better societal fit with the prevailing political 

climate (Feenberg 1999, 80). 

 

More recent constructivist theories of technology have furthered this important conceptual 

step in addressing the idea that technology is shaped and conditioned by social factors (Brey 

2003, 50). If society is a cultural construct, there is less scope for determinist and essentialist 

arguments. This idea also encompasses the view that it is not only designers and factory 

workers who affect the use and meaning attributed to technologies. Instead, meaning is also 

derived by users, regulators and other actors that interpret and operate technology in 

different ways. The physical technology itself has no meaning or inherent power to cause 

social change – it is the performative nature of technology in use, combined with the values 

embedded in a social context that assign specific societal interpretation regarding the idea of 

progress (Toulmin 1992, 21). This means that technology is freed from the idea of following a 

linear, rational path of progression towards greater efficiency. Instead, technological 

innovation should be seen as messy, full of controversy and disagreements of interpretation 

and use between the different actors involved in its design, marketing, and operation in daily 

life. Technology is subsequently open to variation and negotiation, a far cry from the linear 

path that it is often assumed to follow. It also means technologies are open to renegotiation 

both by direct users and other social groupings (Brey 2003, 54). 
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From this standpoint, it could be stated that society is technologically mediated to the same 

extent that technology is societally negotiated. There is, in essence, co-constitution between 

the two. According to this view, technology and society are deeply interwoven into the fabric 

of everyday life. It must be noted that this could result in new technologies, once stabilised in 

society, being imbued with far more than the sum of their parts or their operational 

instructions. The view of technology as societally shaped entails that they can have identities 

that contain political meaning, gender bias or significance for particular societal groups. Latour 

categorises this phenomenon by stating that "technology is society made durable" (Latour 

1991, 104). Marshall uses the example of the Sexual Assault Evidence Kit (designed to allow a 

standardised, more convenient collection of evidence from victims) to demonstrate this. 

Marshall shows how despite the efforts of the feminist movement to have more cases 

successfully prosecuted, in the end the technology itself became more of a hindrance than a 

help. This was due in part to the fact that the kit was not consistently administered in 

situations reflecting long-standing myths about what constitutes ‘real rape’ – for example if a 

spouse was involved (Marshall 2003, 120-121).  

 

This shows how societal values can be inserted into the process of technological innovation 

itself, and how technology can have a knock-on impact on the way in which we understand 

societal processes. In this instance the kit carried a legitimacy and symbolic value that 

exceeded its functional capabilities; thus ultimately contributing to removing from 

contestation and interpretation the very thing its designers were hoping to open up – namely, 

the instituted opinions towards rape that became imbued in the usage of the technology itself 

(Alexander 2013, 33). Feenberg has aptly summarised this argument, referring to the process 

of co-constitution between society and technology as undoing the "myth of the given"; 

operating instead like "hermeneutic circles" (Feenberg 2003, 92). However, an important 

point needs to be recognised at this juncture in regards to the ‘status’ of technological 

artefacts in the milieu of modern society. It has been argued that the role of technology has 

been radically undertheorised and undervalued (Brey 2003). The reason for this undervaluing 

comes precisely from this treatment of technology as purely a catalyst of change or the means 

through which institutions come into existence (Brey 2003, 55-56). Technology fails to be 

recognised as an institution in and of itself. Conversely, it is oftentimes perceived as a means 

through which other regulative frameworks such as capitalism or government structures 

operate. In addition, technology also tends to be understood as part of a broader 
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phenomenon, that would also include productive forces in the case of Marx, or disembedding 

mechanisms in the work of Giddens (see Giddens 2013). This failure to properly consider the 

role of technology as part of modernity, despite its clearly pivotal role in its functioning, shows 

that technology should not simply be considered as a substrate of existing cultural patterns, 

when in fact it has a major role in defining and shaping "basic cultural concepts and 

experiences" of time, space, reality, privacy and community (Brey 2003, 55-56). 

 

The key here is the way in which technology is experienced, and in turn how we experience 

the world through technology. Misa describes how hyped and visionary technologies such as 

nuclear power or genetic engineering, have always been the ones to capture the imagination 

and have space dedicated to their discussion as they are the ones that "offered proof of the 

modernist storyline that society is incessantly changing, ever progressing, transcending 

frontiers without an end in sight" (Misa 2003, 11-12). The key point he notes, however, is that 

these ‘symbol-making technologies’ are only a part of the story. It is in the other, "unexamined 

black boxes whose internal characteristics we notice only when they fail" that the influence of 

technology really lies (Misa 2003, 12). These black boxes constitute the networks and systems 

that shape our daily lives, "choreographing the members of modern societies in an intricate 

routine" (Misa 2003, 12). It is through the banality of everyday technological systems that 

technology shows itself to be inherently society- constituting. 

 

Latour (1992) demonstrates how these seemingly banal, mundane technologies can affect 

behaviour and how these processes can operate across the whole spectrum of technological 

constructions. At the end of the extremely mundane, he shows how the tendency of hotel 

keys to have heavy weights attached serves to direct users towards certain behaviour, namely 

leaving the key at reception when departing the hotel. At the other end of the scale, he looks 

at how the operation of nuclear power plants only function safely when they operate under a 

hierarchical structure of management, suggesting that they shape society through 

predisposing it to a certain extent towards a particular mode of social organisation. However, 

I believe we can go further than these assumptions and highlight how our entire experience 

of modernity is mediated via the lens of technology, making it necessarily society-constituting. 

We can consider any number of examples from across the spectrum of modern society to 

highlight this phenomenon. Let us begin with the development of the surface plate in the 

industrial revolution. Essentially, the development of the surface plate was brought about by 
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the need to construct large objects from many components that needed to fit together 

perfectly. It acts simply as a flat surface against which the ‘flatness’ of a finished project could 

be referenced. This kind of object is essential to the proper operation of a capitalist, market-

based industry with different competing firms producing a range of components for larger 

products (Stark 2014, 43). Here, it is the technology itself that originates the standard of 

‘flatness’ accepted by society, as it is the limitation of whichever tooling process that is 

employed to create the reference surface plate that limits how flat something can get. 

Furthermore, as tooling becomes more precise, technology mediates in order to determine 

the way in which standards of flatness evolve – the entire societal concept of what constitutes 

perfectly flat and what constitutes progress in the definition of flatness is not only limited by, 

but entirely constructed by, technology (Appadurai 1996, 61). 

 

If we fast-forward to the consumer technology revolution of the late twentieth century, this 

becomes even clearer. Consider television as an example. The recent trend in consumer 

electronics, television and cinema has been pushing the high definition format, which enables 

the viewer to look at images in higher detail.  In terms of societal impact, the technology itself 

is defining what is culturally accepted as a high definition image and what is not, despite the 

arbitrary nature of the original classification. In essence, society’s perceived acceptance, or 

not, of image quality is mediated by an arbitrary technological standard. Additionally, and 

despite the fact that perceived image quality arguably depends on your sitting position (i.e. 

past a certain distance from the screen higher resolutions make little difference to the quality 

the eye can detect), as technology advances and defines new standards of high definition 

images, our access to this expression of linear, rational progress will again be mediated 

entirely by technology (Ihde 1998, 59). The case of recent advancements in computer 

technology provides the most compelling example. The effects of the speed of development 

in computer processing power have impacted greatly upon society, even amongst those who 

are not particularly technologically savvy. However, in recent years there has been a more 

interesting shift. The speed of some components, particularly hard drives and graphics cards, 

have outstripped the capacity of the operating systems to fully utilise their capabilities. As a 

result, there has ceased to be any increase in performance detectable to the naked eye. In 

fact, increased hard drive access times and so forth are only noticeable using computerised 

benchmarking programs that run synthetic tests of performance. What this means is that 

society’s entire access to linear technological progress, the keystone of rational modernity, is 

67 
 



mediated entirely through technological processes and can be witnessed only at the level of 

the technology itself without appealing to any external factors (Dusek 2006, 19). The point of 

these examples is to show how even through mundane everyday items, technology mediates 

societal access to the key concepts of modernity. In fact, it is technological specifications that 

define those very concepts, including the idea of what constitutes progress. 

 

However, it is also possible to demonstrate how technology mediates far more than simply 

our access to what it is we define as progress. Technology becomes a formative element that 

affects all aspects of modern society, from communication to memory. Consider the example 

of communication through online social networking, particularly through the interactions that 

take place on Twitter and Facebook. Twitter has seen exponential growth in its user base in a 

relatively short period of time. Anyone sceptical about Twitter’s ability to institute new social 

practices of communication need only look at the statistics. There are, on average, 500 million 

‘Tweets’ sent daily worldwide, and the site has over 271 million monthly active members 

(Twitter 2014)14. On Twitter, the process of tweeting and retweeting a certain hashtag (the 

way users highlight a certain topic so others can see it), such as #FreeTroyDavis so that it 

‘trends’ (the means by which the Twitter interface correlates and displays the ‘hot topics’ of 

the moment) is a perfect example. This activity is a new form of communicating with other 

groups and individuals worldwide; one that has become massively popular. Indeed, the media 

regularly discusses a particular ‘uproar on Twitter’ as analogous to any other significant event 

that takes place in the public sphere15. Furthermore, the importance of social media in recent 

revolutions around the world serves to cement the notion of an increasingly blurred relation 

between the off- and online self and the importance being given within society to these new 

modes of online communication. This activity however, is undeniably mediated and filtered 

by Twitter controlling the mathematical algorithms by which trending topics are counted and 

displayed. The very act of communication is therefore bounded by and defined within the 

access that Twitter as a technology allows. If this form of expression is itself formed through 

this filtration of access it is hard to see how these mechanisms cannot serve to define the 

limits of interpersonal communication or affect our societal subjectivities (Morozov 2012, 22). 

 

14 It is also interesting to note the increase simply since I wrote the first draft of this chapter, which referenced 
140 million Tweets a day from 200 million members in 2011 (Barnett, 2011). 
15 See (Serico 2014; Fineout 2014; Griffiths 2014) for examples of this taken from just the last three days, on 
topics as varied (and serious, or not) as education standards, to size zero models to Justin Timerlake. 

68 
 

                                                      



This is also evident in the case of Facebook. Who we are friends with, and adverts that are 

recommended to and for us, and the complex ‘social graph’ software with which the social 

network decides what items are displayed on our newsfeeds and which of our posts are shown 

to others are all part of our conscious utilisation of the site. It is known that this happens every 

time people post something on Facebook, even if the individuals in question do not know how 

or on what terms, as the calculation is kept secret (Goldsmith and Wu 2006, 71). This means 

that any profile picture or link shared is always already mediated by the technological 

underpinnings of the social network. Brey (2003) notes that technology can affect our social 

roles and relations, political arrangements, cultural beliefs and experiences. It also means that 

technologies themselves can have built-in political consequences, guide user behaviour and 

modify "fundamental cultural categories" (Brey 2003, 53). In causing us to accept and expect 

these processes, technology moulds, in a performative sense, our relations with each other 

and wider society. At the same time, technology is not only creating new forms of cultural 

interaction and communication (as well as signposting these as a progression from what came 

before), but also acting to limit and mediate those formations, as the technology is firmly 

embedded as an instituting process. These examples demonstrate how technology mediates 

our access to the modern world and how it shapes the concept of what constitutes progress, 

both in terms of moving forward as a society and in terms of reviewing the things that come 

to pass. It is at this juncture that the value of Feenberg’s thought comes to the fore, with his 

notion of technological ambivalence. 

 

Technological Ambivalence 

 

Feenberg points out the deficiencies of the ‘social construction of technology’ theses (SCOT) 

as a medium in order to put forward his own theories regarding the symbiosis between society 

and technology. According to Feenberg, much of SCOT focuses too narrowly on the 

development of particular technological artefacts or systems (Feenberg 1999, 11). These 

theories ignore the larger question of how particular design choices are made over others and 

overlooks the political elements attached to the design process. In addition, Feenberg 

highlights that there is a clear tension between "the contingency observed at the level of 

design choice, and the constraints placed on design by the larger cultural-political milieu" 

(Veak 2006, xiii). If technological design can never be neutral, as it can never be separated 

from its context, then technological design is inherently political. Accordingly, the constraints 
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that impact upon the design choice are not an essential feature of technology but evidence of 

the hegemonic control of the design process by privileged actors (Bauman 2003, 114). 

Feenberg postulates a two-tier critique that attempts to draw together both the local level of 

technological design and the meta-level of cultural worldview, which is made up of the 

presuppositions and biases inherent in our present relations with technology (Feenberg 1999, 

202). This tension is characterised as the ambivalence of technology, which he outlines 

according to two principles. First, he posits the principle of conservation of social hierarchy, 

preserved and reproduced as new technologies are introduced. This principle explains that 

there is an extraordinary continuity of power in advanced capitalist societies over the last 

several generations, made possible by technocratic strategies of modernisation. The principle 

of democratic rationalisation entails that new technologies can also be used to undermine the 

existing social hierarchy or to force it to meet needs it had ignored thus far. This principle 

explains the technical initiatives that often accompany the structural reforms pursued by 

environmental and social movements (Feenberg 1999, 76). 

 

Feenberg asserts that this second principle has been overlooked in the process of 

technological development, primarily through the assumption of technology as an 

autonomous rationalising force. If this essence is shown to be false, and the social element 

inherent in the design process can be demonstrated, then technology can be re-appropriated 

and reformed in ways that "democratize rather than centralize control" (Feenberg 1999, 76). 

The importance of this step cannot be overstated. It means that rather than having to appeal 

to external forces for some kind of redemption from technical domination, change may occur 

from within, which would entail the opening up of new possibilities for resistance (Marcuse 

1964). If the logic of technological rationality is as constructed as any other construct, then 

other rationalisations are possible. This would include rationalisations that democratise rather 

than centralise control. In his own words, the goal is "not to destroy the system by which we 

are enframed but to alter its direction of development through a new kind of technological 

politics" (Feenberg 1995, 35). His second principle of technological ambivalence allows the 

possibility of steering the system from within through "hybridizations, not mass revolution" 

(Veak 2000, 2). This is achieved by individuals engaged in activities mediated by technology, 

actualising the ambivalent potentialities suggested by the second principle, which are 

suppressed by the prevailing forms of technological rationality (Feenberg 1999, 105). 
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Feenberg has deployed his own case studies in order to highlight the process of reconstructing 

technology to serve social needs. In Alternative Modernity he discusses the example of the 

Minitel Videotext system (distributed in the early 1980s, before the adoption of consumer 

internet access), which was initially provided free of charge to French consumers by the 

telecommunications industry, allowing them to access databases of weather, news, railway 

timetables, etc. (Feenberg 1995, 123-66). The purpose of its deployment was to encourage 

French modernisation through giving the population a way of interacting with the new, 

emerging, high-tech economy. However, it was quickly hacked by users to allow two-way 

communication and bulletin boards for posting messages. Eventually, it evolved into split-

screen chatlines that enabled new forms of social interactions and became a medium for 

sexual connections and political discussions. Feenberg cites the case of Minitel as an example 

of technology being reconfigured for the purposes of serving the needs of end users, even 

though this was at odds with the goals of the designers. 

Feenberg also uses the example of AIDS activism in the 1980s in order to highlight how 

medicine had thus far been understood exclusively in technical terms, with the 

caring functions an accessory to the treatment itself. From this standpoint, patients had 

become 'objects'; hence compliant with the order given by the physicians (Feenberg 1995). 

Feenberg shows how by challenging this state of affairs, rather than simply participating 

in the system, activists were able to open an ‘innovative dialogue’ that provided them 

with access to experimental treatments. This, Feenberg notes, “represents a counter-

tendency to the technocratic organisation of medicine, an attempt to recover its 

symbolic dimension and caring functions through democratic intervention” (Feenberg 1999, 

127). Essentially the end user, by achieving agency within the system, is able to realise the 

potentiality of the ambivalent technology and open up new forms of resistance. 

Technological Production and Alienation 

In Critical Theory of Technology, Feenberg introduces the possibility that a reconsideration of 

the ultimate purpose of technology might usher in the transition towards socialism in 

accordance with Marx’s critique of the capitalist mode of technological production (Feenberg 

1991). Despite what he calls the unpopularity of the Marxist position, Feenberg is interested 

in developing what he sees as its emancipatory potential, and thus it requires discussion here 
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(Farnum 2007; Miller 2010). Marxian theory is centred on a materialist ideation of the organic 

evolution of modern societies. The Marxian interpretative scheme is constructed through the 

appraisal of the economic conditions that are needed in order to allow individuals to procure 

the means of subsistence (Balibar 2007, 15). From this standpoint, the mode of economic 

production is evaluated in order to ascertain the political and legal structure that informs 

modern societies (Read 2003, 99). Marxian theory endorses the view that societies are 

governed by the functionalities attached to the cultural superstructure that originates from 

the economic system in operation. In this context, technological advancement brings about a 

situation in which once a novel mode of production is deployed, the type of social organisation 

is rearranged in order to facilitate the possibility of the maximisation of the rate of profit for 

the capitalist class (Gregory and Stuart 2003, 69). The Marxian theoretical blueprint also takes 

the view that conflict between the capitalist class and the proletariat emerges when the 

owners of capital roll out more sophisticated technologies for the purposes of maximising 

productivity.  In order to reverse this situation, the working class will have to intensify the 

spectrum of conflict and topple the dictatorship of capital, which would be replaced by the 

dictatorship of the proletariat (Cohen 2001, 167). In an economic system guided by socialist 

principles, the means of production and the technologies that underpin it would be owned in 

common by the producers. In a socialist system of production, allocations are made according 

to the level of contribution made by the producers and effectuated for use rather than 

exchange or accumulation (Pashukanis 2001, 74). It is worth mentioning that Marx envisaged 

a situation in which technological progress would sow the seeds for the entrenchment of a 

communist system, as society would become self-organised (Marx 1970, 55).    

 

The Marxian approach is conducive to identify a situation in which the symbiosis between 

machines and individuals lead to a profound psychological alteration of our view of reality. 

People’s interaction with technology is inducing a wider spectrum of isolation of individuals 

from the environment in which they live, which may be tantamount to a retreat from society. 

The age of globalisation has been responsible for the ubiquitous presence of technological 

gadgets that bring about a detachment of people from the society they inhabit. Furthermore, 

the rate of acceleration of technological production is connected to the perpetual need of the 

dominant economic class to come up with a higher level of innovation in order to increase 

their rate of profit (Rockmore 2002, 38). 
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It should be mentioned that Marxist theory postulates that a variety of autonomous forces 

are responsible for determining the evolution of social interactions under a capitalist system 

of production.  According to this position, technology becomes the medium through which 

the forces of production are channelled. In addition, technology is also an influential factor in 

assigning values and expression to those interactions (Wood 2004, 19). Most notably, the 

increased symbiosis between machine and man demonstrates the conflation of all those 

forces of production. The process of technological production is also responsible for the 

recreation of the concept of a cultural superstructure that informs the unfoldment of life in 

society. Gramsci has outlined the manner in which societies are culturally structured by a 

dominant class that superimposes its own beliefs and notions of social order in order to 

maintain their hegemony. In other words, the cultural worldview of the dominant class is 

accepted by the lower societal echelons as the official standards of conduct and behaviour 

(Hoare and Nowell Smith 1971, 82). 

 

An important facet of the influence of technology over the economic aspects of life in society 

is the comparison that has been outlined between the flow of capital and the way in which 

technological processes bring about more fluid patterns of desire. One of the main features 

of modernity is the increased sense of ambivalence and uncertainty (Bauman 2006, 90). In 

addition, the age of globalisation has heightened the risks that threaten the cohesion of 

modern societies since the institutions that shaped the political compact for generations have 

undergone a process of erosion and decline (Beck 2006, 39).     

 

Additionally, the presence of the global mass media adds another layer to the importance of 

technology in the capitalist system of production. Indeed, the mass media is responsible for 

disseminating the values of capitalism on an international scale. The lack of interest of the 

global media in the problems affecting particular geographical locales exacerbates the state 

of alienation that is inherent to the capitalist system of production (Goodchild 1996, 45). The 

erosion of the connection between culture and geography has been accelerated by the use of 

technology;  a phenomenon that has also brought about the widespread internationalisation 

of the processes of production and consumption (Hopper 2007, 42). This means that culture 

is manufactured and marketed for the purposes of enticing consumers from all parts of the 

globe, which entails the abandonment of localised cultural patterns (Papastergiadis 2000, 

119). Although the global mass media networks purport to create a global social sphere, they 
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tend to reflect the economic and political values of the interests that prop them up. In this 

manner, technological advancement is used in order to replicate the capitalist system of 

production in the wider world (Siebert, Peterson and Schramm 1956, 3). Technology brings 

about the prospect of a globalised economy that is sustained by the untrammelled flow of 

capital across the globe. The onset of satellite television and the rise of the internet as the 

most important communicational platform have facilitated an augmented spectrum of 

capitalism in the wider world (Castells in Thussu 2008, 33). Therefore, it could be argued that 

technological progress has reshaped and enhanced the cultural superstructure that sustains 

the workings of the capitalist system of production, increasing the spectrum of alienation 

amongst individuals in modern societies.  

 

The post-modern connotations of the capitalist system of production aggravate the extent of 

alienation amongst individuals due to the increased number of ways in which surplus value 

can be extracted from producers. There is a close link between the idea of alienation and the 

widespread usage of technology in the capitalist system of production, as conceived in the age 

of globalisation. The increased use of technology has resulted in the detachment of the 

individual from the actualisation of his/her own fundamental human needs (Rockmore 2002, 

47). The modern societies of the Western world have shifted their economic system towards 

the never-ending multiplication of goods and services, fomented through a well-entrenched 

system that propagates feelings of desire amongst individuals. The replication of ’false 

necessities’ has brought labourers into a global system of production and consumption that is 

bolstered by the global media and the converging modes of industrial organisation. The 

multiplication of ’false necessities’ has been responsible for the rise of the ‘one-dimensional 

man’, which has been branded by Marcuse as the individual who is not able to coordinate any 

kind of oppositional thinking against the system of production that alienates him/her from 

society (Marcuse 2002, 129). From this standpoint, the role of technology is to provide the 

mechanisms for the smooth marriage between democracy and capitalism. This, it has been 

argued, can be understood as the triumph of the ‘Last Man’; an individual whose main purpose 

in life is to acquire material possessions and pursue aims that do not run counter to the normal 

unfoldment of social relations (Fukuyama 1992, 241). 

 

In the postmodern conception of capitalism, propelled by the importance of technological 

advancement, the notion of cooperation amongst producers has been severely curtailed. This 
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phenomenon is entrenched by the rate at which technology percolates into every aspect of 

social life, repressing the possibility of cooperation between workers and emphasising the 

importance of personal gain and rational utility (Hardt and Negri 1994, 289). In spite of this 

view, technological media has been influential in enabling grassroots organisation to come 

together for the purposes of inducing political change, as seen in the rise of the Occupy 

Movement and the events surrounding the Arab Spring. The rise of the internet and the social 

media has enabled organisations with a strong social orientation to pool resources in order to 

promote political participation amongst disenfranchised societal groups. Nevertheless, 

technology may also be utilised in order to enhance the mechanisms of repression exercised 

by state institutions. The use of technology could therefore enable the repression mechanisms 

of the state to anticipate and supress political dissent (Morozov 2012, 22). The capitalist 

system of production makes use of technology in order to improve its repressive capabilities. 

According to a Marxist perspective, this is done in order to be able to deploy communicational 

and informational channels that are geared towards the protection of sustainable rates of 

profit for the capitalist class.  

 

The technocratic era has been responsible for the entrenchment of the process of alienation 

that is part and parcel of the capitalist system of production, which deprives many of the 

possibility of actualising their economic interests (Stehr 1994, 59). The importance of this 

alienation will be returned to in Chapter 6. The consolidation of an economic system centred 

on the alienation of workers has induced nihilistic tendencies in society, which are manifested 

in the dissemination of programmed obsolescence and creative destruction. The 

dehumanisation of work and the erosion of the ontological distinction between machine and 

man had already been predicted by Heidegger, who underlined the possibility that the process 

of technification of global capitalism would render humans incapable of experiencing human 

emotions, clearly linked to Latour’s notion that we increasingly delegate moral responsibility 

to technology (Latour 1991). Heidegger’s view of technology is built upon the notion that it 

signifies a value that purported the entrenchment of certain attitudes that regulates human 

life (Kroker 2004, 42). Heidegger concludes that the essence of technology is elucidated by 

making reference to it as a ‘means to an end’ and as ‘human activity’. Heidegger intertwines 

these two dimensions and states that the focus on certain aims and the means by which to 

achieve them constitutes a fundamental aspect of the human condition (Heidegger 1977, 5). 

This entails that the subject and object of the technological process and the symbiosis 
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between the means and ends that results from it belong, ontologically, to the realm of 

technology. This ontological dimension regarding the influence of technological processes on 

life in modern societies is responsible for the creation of a ‘will to will’ that transcends the 

idea of willing power or wealth, as expounded by Nietzsche and Marx respectively. This ‘will 

to will’ according to a Heideggerian view of technology is a force that organises and dictates 

every facet of life in modern industrial societies (Kroker 2004, 67). 

 

The role of technology in the functioning of the modern capitalist system should therefore be 

appraised within the context of nihilism, a philosophical undercurrent that expounds the view 

that there is no inherent basis for upholding any sort of beliefs due to the impossibility of 

attaining objective knowledge (Rosen 2000, 35). The influence of technology on the capitalist 

system of production produces a will to destroy it that becomes apparent in the economic and 

social relations that unfold between individuals in modern societies. The perpetual drive for 

creative destruction injects a strong sense of purposelessness and indolence amongst 

individuals regarding their sense of alienation and the possibility that technology could 

become a force for social and economic rehabilitation.  

 

The onset of nihilism coincides with the advent of great technological discoveries as well as 

the most horrendous catastrophes that have impacted mankind in the last one hundred years. 

The nihilistic philosophical template, propounded by Nietzsche, is centred on the will to 

eradicate the values and system of meaning that has upheld Western civilisation since its 

inception (Nietzsche 1968, 155). These nihilistic tendencies attained their epitome during the 

tenure of Hitler in Nazi Germany. In the post-modern age, the will to destroy that is 

permanently exhibited by the capitalist system revolves around the need to establish a 

permanent sense of obsolescence, in which technologies are continually discarded and 

replaced and where humans are becoming increasingly redundant to the system of 

production.  The advances made in areas like genetics and robotics will, in the very near future, 

enable the technocratic elites of modern societies to manipulate the genetic and biological 

spheres, potentially facilitating the creation of a society that discriminates according to the 

level of biogenetic manipulation that individuals have been subject to since conception. 

 

Feenberg seeks to reconcile the position of this Marxist outlook with the “demystifying” of the 

concept of rationality that technology studies seeks to provide (Feenberg 2003, 103). Whilst 
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Marx emphasized the discontinuity introduced into history by what has come to be called 

"rationalization", Feenberg objects that this view implies a universalism that erases all cultural 

difference. By contrast, the work of those like Kuhn, as discussed above, suggests a subverted 

notion of the progress implied in Marx's vision of an increasingly rational social process and 

offers “a history subordinate to culture” (Feenberg 2003, 102). Thus, in moving rationalisation 

from its privileged position outside of the societal, it is seen instead as 

 

more or less a creative expression of [culture]…In practice this means that there may 

be many paths of rationalization, each relative to a different cultural framework. 

Rationality is not an alternative to culture that can stand alone as the principle of a 

social order, for better or worse. Rather, rationality in its modern technical form 

mediates cultural expression in ways that can in principle realize a wide range of values 

in the design of artefacts (Feenberg 2003, 102-103).  

 

For Feenberg then, it is realising the goal of demystifying the idea of technological rationality 

that is key to his emancipatory goal. He does not believe that the oppressive features of 

technology are due to excessive materialism or technicism, but instead to the “arrest of 

materialism and technological rationality” in a particularly undemocratic and dehumanising 

form (Feenberg 2005, 100). Such forms are arguably particularly prevalent in the very security 

technologies under discussion in this thesis. For Feenberg then, it is about evaluating 

technology to achieve this, placing this centre stage rather than political economy, that is 

required to present a truly radical critical theory. Thus it is to how this demystifying and 

understanding of appeals to rationalisation and the black-boxing of technology can be 

achieved that I shall now turn. 

 

The Problem with Technocracy 

 

The co-constitution of society, modernity and technology, along with Feenberg’s suggestion 

of a democratic rationalisation of technology, may make a convincing case, but still leaves 

important questions unanswered – questions the literature does not adequately deal with. 

According to Feenberg’s description, technology is not fixed on a linear path of progress and 

increased productivity, nor is it in a separable sphere from the social – in short the keystone 

concept of the project of modernity, the universalising conception of scientific and 
77 

 



technological rationality, vanishes into thin air (Habermas 1990, 107). However, if that was 

the case, why did the concept of rationality endure for so long as a constitutive element of the 

project of modernity? Why are technical specifications so important when deciding whether 

a new product is more advanced than the older version? Why is so much faith placed in 

rational causes when the demand for the product is being driven by the co-constituting nature 

of its interaction with society? Why are technical experts trusted to provide society with the 

‘next big thing’, if all the meaning imbued in technologies is defined through its interaction 

with society at large? Indeed, as Feenberg himself notes, "it is undeniable that advanced 

societies exhibit the great concentrations of power in technically mediated organizations that 

Weber foresaw… the technocracy thesis will not go away" (Feenberg 1999:,101). 

 

This technocratic trend can be summarised as technological expertise legitimating power in 

wider society, thus shutting down dialogue and reducing technology to a simple one-way 

process that leaves out regular ‘citizens’. In this manner, technocracy becomes the means to 

disqualify people from meaningful political participation in the system. I have already shown 

in Chapter 1 how the language of technology has come to permeate the security arena and 

drives who is considered a legitimate commentator on concerns of risk and prevention. Latour 

(1992) advances the view that a process of ‘delegation’ of ‘moral’ obligations to technology 

allows technical devices to embody norms that enforce obligations. The example he deploys 

is an automatic door closing device. Instead of a sign stating ‘close the door’, this obligation is 

delegated to technology rather than to the person. According to Latour, this process 

represents the objectification of social values and the technical devices themselves become a 

key part of a cultural system. This is how technological efficiency becomes translated into 

legitimation for the technocratic regime. In modern life, our social bond is mediated not only 

by human communication, but by technical objects. If the technical delegations of Latour act 

as they do, then they embody a form of normativity and technological systems that can 

prescribe norms to which individuals tacitly commit by simply engaging in everyday life 

(Feenberg 1999, 103). 

 

Technocracy succeeds in hiding the delegating step that imbues the technology with valuative 

bias behind the pure technical rationality that has already been identified as false. Thanks to 

our engagement with many systems as part of our everyday lives, it appears that a consensus 

emerges spontaneously out of the technical roles and tasks that are constitutive of modern 
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institutions. For example, once a centralised administrative system has been established is it 

hard to imagine that it would work in any other way. This technological hegemony is defined 

by our own cultural horizon, but in such a way as to be effectively invisible to normal 

observation. Feenberg returns to the example of child labour in the nineteenth century in 

order to highlight this point (Feenberg 1999, 86). Feenberg notes that if you look at pictures 

of factories from the Industrial Revolution, it would show machines that look far too low and 

small for adults to use. This is because they were designed for children. This shows how a 

seemingly mundane technical specification contains the sociological fact of child labour. 

Modern tools are clearly designed for adult hands – yet this too reflects a social shift in labour 

attitudes and certain societal values have been incorporated into the machines themselves. 

This raises two important points. The first point relates to how easily these inclusions are 

assumed to just be part of the technical design process. The fact that tools in modern life are 

designed for adults appears so natural that it lies below conscious awareness and reflects 

social decisions unthinkingly. It is only through investigating the technology itself that its 

contingency is uncovered. The second key point raised by Feenberg's observation concerns 

how this awareness works as a process of circular validation. Once introduced, technology 

offers a material validation of the cultural horizon that has already shaped its design. Thus the 

idea of neutral technology and rationality can be enlisted in support of a hegemonic 

technocratic power through the social bias it already collected during the development 

process (Feenberg 1999, 87). Thus, the technical specification, supposedly neutral but already 

normatively loaded, structures the kind of problem solving activities that are likely to be 

engaged with when trying to improve existing systems. 

 

This raises a further important point to consider. If the dominant viewpoint is already 

instituted in technical systems that have been deployed, then social concerns can be 

expressed in purely technical language and practices. Feenberg calls them ‘technical codes’ 

that despite defining an object in strictly technical terms, actually evoke a lot of social factors 

(Feenberg 1999, 88). The fact that technical specifications reflect this social decision-making 

so unthinkingly shuts down the space for any kind of resistance. As certain technologies 

become concretised in daily life and their meanings become fixed, they lose their ambiguity. 

Consequently, new technologies must conform to these previous examples to be accepted as 

part of the existing system. It follows therefore, that the hierarchical structure of society is 

perpetuated by reproducing technologies that conform to the same standards, technically and 
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societally, held by previous systems; namely, the shutting down of debate and contestation. 

This refers to the idea of 'black boxing'. Once instituted, nobody wants to break open that 

black box and question its contents. The design process is only controversial whilst meaning 

is in flux. Moves towards technical standardisation only serve to further this, resulting in 

technical and legal standards that become embodied in a stable code, where movement 

backwards (or indeed sideways) no longer seems feasible or desirable (Feenberg 1999, 96). 

 

Technology defines many of the standards of our social environment. Since the machines 

themselves embody certain ‘delegations’, then the impact of technology on society cannot be 

underestimated. The technical codes we live our life by clearly reflect certain social interests 

that become more manifest as technology becomes increasingly pervasive. Thus technology 

itself can be considered as a new kind of legislation no different from other public decisions, 

leading Feenberg to claim that "the design process as it now exists is clearly illegitimate" 

(Barney 2011, 18). The imperative nature of his call is summarised in the following manner: 

technology is power in modern societies, a greater power in many domains 

than the political system itself. The masters of technical systems, corporate 

and military leaders, physicians and engineers, have far more control over 

patterns of urban growth, the design of dwellings and transportation systems, 

the selection of innovations, our experience as employees, patients, and 

consumers, than all the electoral institutions of our society put together 

(Feenberg 1999, 131). 

 

This tension between ‘conservation of hierarchy’ and ‘democratic rationalisation’ is further 

elaborated by Feenberg, who brands the push-pull effect of localised contingency and meta-

level design constraints as primary and secondary instrumentalisations of technology 

(Feenberg 1999, 221). ‘Primary instrumentalisation’ represents the functional aspect by which 

technology is reified. This kind of instrumenatalisation is analogous with the notion of 

technology as formal rationality. Feenberg maintains that these processes occur in four 

‘moments’. Initially, technology ‘decontextualises’ entities from their original context. The 

qualities of these objects are ‘reduced’ to quantifiable terms so that they can be controlled 

from the established technical-scientific framework. Then, those in control of the 

technological process ‘position’ themselves strategically in order to exert their power more 
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easily. This process requires ‘autonomisation’, or a certain degree of distancing between those 

in control and the objects being controlled (Veak 2000, vii). 

 

In accordance with the theory of democratic rationalisation, Feenberg proposes that 

resistance does not come from within. Instead, it is generated through the subversive nature 

of ‘secondary instrumentalisation’ that allows individuals to realise that artefacts have been 

decontextualised through the primary instrumentalisation process. Again, he suggests four 

moments through which this can be effectuated in order to counter the reification process. 

Firstly, actors need to ‘systematise’ artefacts that have already been decontextualised. 

Objects can then be reinstilled with secondary qualities, which allow for aesthetic and ethical 

‘mediations’ to be added. The process of autonomisation is overcome through ‘vocation’, 

which is the way end users actually engage with technologies despite the distancing effects 

noted above. Finally, actors can deploy tactics in order to exert their ‘initiative’ to counter the 

strategic positioning of actors attempting to assert control over them through technology 

(Veak 2000, viii). These primary and secondary moments represent the tensions inherent in 

the concretisation process of technological progress. Once this battle has played out and social 

constraints have been internalised, it is easy to lose sight of them. Thus, for Feenberg, the 

concretising process is a, "technological unconscious, present only in the sedimented form of 

technical codes that appear asocial and purely rational" (Feenberg 1991, 79). Thus it is through 

this process that resistance must be found, realising the ambivalent potentiality of technology 

and opening up potential futures, as well as allowing individuals to defend or improve designs 

through democratic rationalisations.  

 

Towards a New Critical Theory of Security Technology 

 

Andrew Feenberg has provided one of the most contemporary and cogent critical theories of 

technology. Indeed, the length of discussion dedicated to his work in this opening chapter 

attests to the fact that Feenberg set the bar in terms of how technology is theorised. His 

theoretical postulates have not been without its critics, however. It is through a discussion of 

two primary issues others have raised in regards to his theory that I wish to suggest potential 

ways of developing a more convincing critical theory of technology. The first criticism that is 
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raised relates to the apparent optimism that informs Feenberg’s work, particularly in regards 

to the possibility of change. This criticism has been vocalised by Veak, who states that, 

it is difficult to understand Feenberg’s optimism when he admits capitalism’s 

‘unidirectional tendency’ toward ‘conserving hierarchical structures’ through 

technological design…Feenberg argues the design process can be democratized 

by including subjugated knowledges, but many of the subjugated cannot even 

step up to the table and make their voices heard (Veak 2000, 5-6).  

 

Feenberg declared, echoing the calls of May 1968, the need to delegate "all power to the 

imagination" in trying to return agency to the technical design process (Feenberg 2005, [Page 

Reference]). Feenberg also describes the technocratic concentration of power that belies 

many modern technological systems, and as these become increasingly embedded and 

marginalised groups become ever more distanced, it is hard to envisage an alternative future. 

Chapter 1 demonstrates this case in specific relation to security technologies. The chapter 

outlines the processes by which end-user intervention and democratic scrutiny are effectively 

blocked from the design process through numerous unaccountable networks of actors and 

committees. Indeed, if we consider the types of security technologies deployed at airports it 

is hard to see how much of Feenberg’s secondary instrumentalisation can be realised. 

Although attempts have been made to reinstill such things as bodyscanners with some kind 

of aesthetic meaning, as seen in the work of Anna Maria De Antoniis16, how can the 

positioning strategies of technocratic elites be avoided if there is no access to the key elements 

of technologies that would need to be systematised? 

 

In this environment end users are distanced from the technology to the extent of losing the 

possibility of having any sense of agency in the process. This problem is compounded when 

we consider examples such as the screening system employed by the United States in order 

to screen air passengers (see Amoore 2008), and only becomes more troublesome when we 

consider the everyday security tools that permeate our lives, whether simply walking the 

streets, entering an office or sending an email.  To overcome some of these issues, it seems 

relevant to explore the idea of the concretising process of technology. As Feenberg himself 

noted, the process of concretisation is underdeveloped in theories of technology. The ways in 

which meaning is concretised is a key area of research in order to understand the prevalence 

16 Examples of her work can be found at http://www.celesteprize.com/anna.maria.de.antoniis  
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of technocracy in modern life (Feenberg 1999). The solution to the problem is realising the 

latent potential of technology as a force of democratisation. This is achieved through the 

ability to imagine potential futures that are different from those envisaged by the designer. 

Therefore, the process of concretising meaning must be about actualising the potential for 

change. In a world obsessed with potentiality and future threat, being able to tell convincing 

stories of possible futures seems apt. 

 

Most technological systems are perceived as closed systems of interlinked components that 

are controlled by some form of management. The security systems at an airport would be one 

such example. Viewed in this manner, it is clear how one can be disheartened at the prospect 

of resisting the process of primary instrumentalisation. However, Feenberg states that, 

"systems are in the eye of the beholder" (Feenberg 1999, 118). Feenberg explains that they 

constitute subsets of loosely organised interacting elements that can support several 

overlapping systemic projects. These are the broad, spider-web like networks that make up 

the complexity of modernity. This is a crucial aspect of the unfoldment of technological 

progress in the social space. A networked theory of technical politics does not depend on the 

self-understanding of managers but can be reinterpreted and reformed by those engaged in 

the network itself (Feenberg 1999, 119). Thus, the ‘background’ of systems can no longer 

simply be attributed to the ‘environment’, as this arbitrarily privileges the intentions of 

systems managers. Instead, it must be open to the complexities of the ‘real’ world. 

 

In order to liberate this potential of technology it is necessary to build an understanding of 

how, despite the fact that “technology is social through and through” (Feenberg 2003, 75) 

there is apparently such black-boxing of meaning and so often a retreat to the (flawed) idea 

of an objective, societally external, rational scientific progression to technology. After all, it is 

in breaking this façade of rationality that the ambivalence of technology can be realised, 

removing the legitimacy of those that derive it from speaking the accepted technical language 

(as seen in Chapter 1) and at the same time returning the voice to those that have been 

excluded, and oftentimes marginalised by such tools. Deploying the work of Feenberg to 

understand the role of security technologies in everyday life can, as this chapter has 

demonstrated, allow an important insight into how the technology itself can be an important 

site of study if we want to understand the sedimentation of certain practices and norms. We 

can also see how the formal and informal networks that make up much of the transnational 
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security apparatus, and the committees that advise on new, large-scale, projects can be sites 

of exactly the kinds of design choices and influences that lead to particular political elements 

to become embedded in the political codes themselves. However, as this thesis has argued up 

to this point, what is missing is a more nuanced understanding of the most mundane of 

everyday security tools beyond these larger projects or grand narratives – the tools embedded 

into everyday consciousness that contribute to our acceptance of the security doxa. 

Feenberg’s notions provide an important input here by giving a method by which the security 

entrepreneurs behind such tools, despite being abstracted from their eventual deployment, 

can be understood to have an important impact on how they are perceived and used through 

the technical specifications of the devices themselves. 

 

What is still missing, however, is a mapping of those processes and practices that contribute 

to the formation of those political codes. What is needed, therefore, is an immersion in these 

processes, to discover not just the sites in which they play out, but what the political elements 

are and what forces are driving certain choices being made. Furthermore, the notion of 

technology as a social process necessitates the need for a sociological approach to technology 

(Feenberg 2003, 100) and thus is something that cannot be achieved outside of the cultural 

and social specificities the security entrepreneur finds themselves in. If the process of 

technology is as messy and complex as this chapter has argued, then it is exactly these messy 

and complex disagreements, formations and fractures that need to be explored, something 

that requires a direct and immersive case study of the environment in which these practices 

play out. 

 

Thus, a mapping of the network of the everyday security assemblage needs to be achieved, 

and the links between the mundane everyday technologies of control and the high-level 

security apparatus that lurks at border crossings and in risk assessment needs to be drawn. 

Simply assessing the development of certain projects once a technology contractor has been 

elected, or the tools once installed in-situ, is not enough. If we cannot discount parts of the 

network as ‘environment’ then new categories of agency are opened up. Indeed, as Feenberg 

notes, the logic of technocracy is more about rhetoric than any "actuality" (Feenberg 1999, 

132). Certainly, technologies do not need to be deployed in order to further a particular 

rhetoric. This results in even those technologies that have failed and are consigned to history 

representing an important part of any full analysis of the technical process. Standardisation 
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and legislation are key parts of the black boxing of technologies and the places where such 

standards emerge and are agreed need to be seen and understood. Furthermore, if it is 

rhetoric that provokes concern, the agency of the individuals involved in the technological 

process is of increasing importance. It is my claim that an important element of the process of 

technology, therefore, needs to include the sites of promotion and marketing for those 

technologies and the spaces in which they compete for the attention of buyers. This coincides 

with Norbert Elias’ view of the structure of everyday life, which he uses in order to explain the 

wider logic of the dominant ‘ruler’. Elias will be returned to in Chapter 5, however he too was 

concerned with how we come to see ourselves as more ‘modern’ and having progressed from 

one period to another. It is through his work that I suggest we can develop a more nuanced 

theory of technology that can account for the importance of the seemingly disparate and 

disconnected nature of the spaces of promotion for security tools to everyday life. For him, in 

order to understand everyday life we must be able to explain the strategy by which rulers 

maintain their “elbow-room and manoeuvrability” within their own localised social structure 

that enables them to preserve enough power to act in a certain way on the larger scale (Elias 

1983, 3). A reformulation of technological politics that encompasses these understandings of 

societal processes suggests a way to fill out Feenberg’s critical theory of technology and open 

up more routes to realising the ambivalent potentialities of technology. However, in order to 

achieve this it is necessary to undertake a significant empirical step to determine the nature 

of these networks and processes of the security entrepreneur, and what actors are involved 

in them. Most importantly is to develop an understanding of how the process of concretisation 

is controlled in order to further the technocratic dominance of society. It is to this task that 

this thesis will now turn. 
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3. Mapping Spaces of Promotion: International Security

Exhibitions 

Thus far, I have shown the massive proliferation of security technologies that have come 

to dominate the blurry field of military and policing operations in the twenty-first 

century. Perhaps more importantly, I have also shown how increasingly the language of 

security has become interchangeable with the language of the technical expert – risks 

and threats are described in terms of the efficiency of the technical solutions deployed to 

pre-empt, prevent and mitigate them, their analysis often reduced to the algorithms of 

sophisticated profiling and surveillance tools. One side effect of this has been the 

sidestepping of traditional networks of police and military interaction and cooperation, 

particularly across borders. As shown, there are more and more ad hoc networks of actors – 

encompassing both the existing security elite and private sector security technology 

providers. These networks are behind the development and deployment of many of the 

newest and largest components of the security apparatus, whilst at the same time bringing 

new flows of technical capability and knowhow that are not subject to rigorous oversight 

or regulation. 

Moreover, as Chapter 2 demonstrates, the genesis of these technologies begins long before 

they are proposed, deployed and integrated into everyday life. Their evolution is messy and 

complex, and no stage moreso than the marketing and sale of the ‘latest and greatest’ tech 

fix from an ever-increasing range of private sector security entrepreneurs whose living is made 

from promoting security in even the most mundane of everyday situations. If we are to 

understand the broader political implications of these new technological security fixes, and 

technology is indeed a process as we have already seen, then it is an investigation of the 

process and practices that are intertwined with the material object itself that needs to be 

undertaken. It is this promotion that this chapter will demonstrate as being of key importance 

to understanding the process of technology. Indeed, the centrality of the logics of promotion 

to the market can be witnessed in the exponential increase in trade fairs and exhibitions for 

security technologies; the very spaces of promotion themselves.  Since the end of the Cold 

War, trade shows and exhibitions devoted to security, surveillance and defence have seen 

development never before witnessed. As of 2013, there are 164 international exhibitions 
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specialising in a myriad of security technologies and defence tools – surveillance, protection, 

police, weapons and more – in all corners of the globe.17 

The purpose of this chapter then, is twofold. First it is to present an overview of the 

historical and geographical development of these international exhibitions as places of 

exchange, advertising, buying and selling of sophisticated technologies. Moreover, this 

initial mapping will consider the evolution of the focus of these events away from those 

concerned primarily with tools of defence, towards ICT, systems integration and 

technologies developed for the purpose of melding with, and surveilling, everyday life. 

Secondly, it is to demonstrate the importance of these places in the standardization of 

knowledge, practices and security tools 
– to consider the roles of the buyers, sellers and the fair itself as facilitator of something more

than a reflective microcosm of the wider security arena. We can instead consider the 

exhibition hall as a legitimate site of production, reproduction and reformulation of the 

dominant security discourse. The argument is therefore, that these spaces are much more 

than simply sites for economic exchange – they facilitate, and are hot spots and key nodal 

points for, the exchange of knowledge and knowhow of how to do security. It will be shown 

that the study of these international security and defence trade shows and fairs constitutes 

an important missing link in studies of security, defence and policing. This will be achieved by 

looking closely at the specific interactions of the case study that forms the basis of this thesis 

– IFSEC (the International Fire and Security Exhibition and Conference), which is held annually

in the UK. IFSEC makes an apt case not only due to its position as one of the longest running 

and well respected events of its type, but because it primarily focuses on the ‘business to 

business’ market instead of ‘front line’ defence tools, exactly the kinds of technical fixes that 

proliferate in everyday life and have been argued in the last two chapters as key, but 

neglected, sites of study if we are to understand the formation of the security doxa. 

In essence, the evolution of risk society, the transformation in the management of insecurity, 

and the attendant multiplication of transnational acts of violence have provided a favourable 

breeding ground for the development of places of exchange, advertising and selling of 

sophisticated technologies, deemed necessary to anticipate and control uncertainty. But at 

17 See Appendix A for a full list and complete details on each. 
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the same time, these places of promotion of security can be seen as contributing to the ‘doxa 

of security technologies’ (Wright 1998; Guittet & Jeandesboz 2010). 

 

Finally, it is surprising to note that these international spaces of promotion of security 

technologies are severely understudied. Whilst there were moves in this direction as part of 

the peace research agenda of the 1970s, dedicated to the analysis of the consequences of the 

transfer of military oriented technologies from the US to the ‘Third World’ (Ackroyd 1977; 

Klare 1976, 1979; Chomsky and Herman 1979; Klare and Arnson 1981) or, more recently in 

the criminological research agenda on knowledge transfer between the military and the police 

(Kraska and Kappeller 1997; Ericson and Haggerty 1999), the growth and implications of these 

spaces of promotion has not attracted sufficient attention in scholarly literature. This is 

particularly true of a consideration of the spaces themselves and their role as facilitators in 

the marketplace, rather than a simple consideration of the buyers and sellers present. The 

influence of these international security, defence and surveillance exhibitions on the 

conceptualisation, the dissemination and the reformulation of security has been neglected 

within the recent security and surveillance studies research agenda. Addressing this deficit is 

a key contribution this thesis makes. 

 

Definitions and Data Collection 

 

Before the substantive discussion of this chapter begins, it is necessary to consider the 

methods by which I located and catalogued these trade fairs and exhibitions.18 Firstly, it is 

necessary to define what precisely is meant with the term, 'international trade fairs and 

exhibitions'. Whilst they vary in a number of important ways (from market sector focus to 

venue, visitor numbers and beyond) these events do all present some similar characteristics. 

 

For the purposes of the trade fairs discussed in this thesis (and listed under Appendix A), this 

is based on the UFI (The Global Association of the Exhibition Industry)19 definition: 

 

18 Beyond the general collection itself, the specific methodology behind analysing this data will be discussed as 
it is undertaken in the chapter. 
19 See: http://www.ufi.org/. 
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1.2.1. Trade Fairs vs. Exhibitions 

There are many understandings and definitions of trade fairs and exhibitions. 

However, the following are generally and widely admitted. 

Trade fairs are market events of a specific duration, held at intervals, at which a large 

number of companies present the main product range of one or more industry sectors 

and mainly sell it on the basis of samples. Trade fairs predominantly attract trade and 

business visitors. 

Exhibitions are market events of a specific duration, held at intervals, at which a large 

number of companies present a representative product range of one or more industry 

sectors and sell it or provide information about it for the purposes of sales promotion. 

Exhibitions predominantly attract the general public (UFI 2013). 

 

Additionally, for the purposes of examining the knowledge exchange within the marketplace, 

only trade fairs and exhibitions of an international nature are considered.20 To be recognised 

as an international trade fair/exhibition by UFI at least one of the following criteria needs to 

have been met: 

 

1.2.2. International, National, and Regional Fairs and Exhibitions 

UFI has established the following criteria for defining the internationality of a trade 

fair/exhibition. 

To be recognized as an international trade fair/exhibition, the number of direct foreign 

exhibitors must be at least 10% of the total number of exhibitors or the number of 

foreign visits or visitors must represent at least 5% of the total number of visits or 

visitors, respectively. For public fairs, this percentage is to be counted on the basis of 

professional visits or visitors, if they are identified. 

20 The data it is possible to collect and analyse within the scope of a thesis is necessarily limited. Choosing 
international events, in a pragmatic sense, avoided a number of issues with language in particular. More 
importantly, however, as the goal is to be able to make certain claims about these spaces, it is necessary to 
have examples that can to some degree be broadened and generalised – international fairs mix the clients and 
the stalls in such a way as to make this more likely to overcome particular local peculiarities. Using an 
international show as a case-study therefore allows us to focus on more general themes and trends in the 
broader market. Importantly, this study was designed in such a way that this focus would not preclude the 
deployment of similar methods in a more encompassing piece of research in the future, facilitating the 
development of a more nuanced picture that could supplement the observations made here. 
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Non-international trade fairs/exhibitions can be classified as national (i.e. visitors 

coming from areas extending beyond a given region) or regional (i.e. visitors coming 

from a specific province or county) (UFI 2013). 

 

These definitions form a suitable starting point for the collection of relevant data, particularly 

as not only are more fairs and exhibitions directly connected to UFI, the individual regional 

associations that represent the vast majority of the world’s sites have all adopted these 

general guidelines when categorising events. 

 

In terms of the general modus operandi of individual events, independent organisers of 

fairs/exhibitions rent the appropriate exhibition space from the owner for hosting their 

events. Some not-for-profit federations or associations organise their own fairs in a joint 

venture with private fair companies. In some instances, fairground owners are also the 

exhibition organisers. A number of long-standing European fair companies have started joint 

ventures with foreign fair organisations located in regions like the Middle East or Asia/the 

Pacific, or indeed setup their own operations there, capitalising on the brand value of the 

exhibition itself. The primary case study of this thesis – IFSEC – is one such case. 

 

Whilst it will become apparent that there is much more to the logic of these spaces, the basic 

function of every fair or exhibition is to mate supply and demand, provide information, and 

show technical trends and developments. Fairs and exhibitions are also a useful indicator of 

wider economic and market trends, because they reflect market procedures and market 

changes, as well as the direction and speed of future developments. They are more than just 

a marketing tool; they are an entire market place. 

 

The list that comprises Appendix A has been built from a number of sources. Primary amongst 

these are the fair/exhibition database websites. These sites make their living from providing 

listings for upcoming events across the entire exhibition spectrum, advertising related events, 

selling exhibition space and driving visitor registrations. Two of the largest portals of this type 

are www.expodatabase.com and www.biztradeshows.com, along with similar regional 

entities such as www.chinaexpo.com. These provide the ideal starting point for data collection 

as their websites are specifically designed to be navigated by sector and directing visitors to 

related events. Furthermore, their continued existence and revenue is predicated on accurate 
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and regularly updated listings, thus their listings are comprehensive. They often provide all of 

the required information, from location to visitor numbers, and this information has been 

corroborated by referring to multiple databases as well as the main website for the exhibition 

itself. Thus Appendix A, and the figures presented in this chapter, represent a solid picture of 

the international spaces of promotion for security technologies that are currently operated 

worldwide as of 2013. 

Mapping the Spaces: An Overview of Geographical and Historical 

Developments 

 

It is recognised in this thesis that trade fairs and exhibitions showcasing security technologies 

are not a new occurrence. Exhibitions such as Computex (1981), Milipol (1984) and Security 

Essen (1974) all have histories that predate the post-Cold War rise of risk society as 

documented in Chapter 1. Indeed, some shows such as Euronaval (1963) and Skydd (1969) are 

amongst the longest running. The primary case study here, IFSEC, itself started in 1972 in the 

basement of the Royal Lancaster Hotel with just over 60 exhibitors largely from the alarm 

sector. 

 

However, we can demonstrate the dramatic proliferation of such spaces in the years since 

1990, which certainly matches the pattern of the changing logics of the security sector since 

that time. Indeed, IFSEC itself has grown into a global brand in recent years, extending its 

reach to South Africa, India, Asia and beyond. Similar things have occurred with other shows, 

for example Milipol now operates a sister show in Qatar and has grown to be one of the largest 

exhibitions of its type. 
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Figure 1 – International Security Technology Exhibitions/Fairs Pre-1990 
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Figure 1 represents the worldwide makeup of events pre-1990. It is shown that there are only 

32 such events,21 primarily clustered in Western Europe. Notably absent are shows in (the 

then) USSR, Middle East, as well as only a handful occurring in Asia. Compare this to the world 

map as of 2013 (see Map A)22. As Figure 1 shows, until the 1990s these international 

exhibitions dedicated to defence, security and surveillance products are mainly staged in 

Western European countries. After 1990, as Map A illustrates23, we see the continuation of 

this dominance with 72 separate events being held in the region as of 2013. However, we also 

see fairs opening up across other regions. Appendix A indicates some of the first are events 

such as Safety & Security Asia in Singapore (1991), and IDEX in Abu Dhabi (1993). Indeed, the 

Middle East and Asia now represent some of the largest concentrations of events outside of 

Europe. Similar is true of Russia and former Soviet states with 15 events beginning with the 

likes of INTERPOLITEX in 1992. Beyond a geographical mapping, we can plot this growth 

chronologically, as Figure 2 demonstrates: 

 

 

Figure 2 – Cumulative Total of Events Post-1990 

21 Due to multiple events being held in the same cities, for clarity Figure 1 has clustered nearby events into 
similar geographic location. This is done on a distance basis, and such clustered events range across a number 
of bordering countries – however the purpose is to express their general concentration. Appendix A lists 
accurate country/city information for each event. 
22 Maps A, B, and C can be found at the end of this document if in electronic format, or as fold-out maps at the 
rear of the printed version. 
23 As above, Map A also represents clustered events. 
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As seen in the figure above, there has been a steady rise in the number of new exhibitions, 

with around 20 new events being held every 2-3 years since 1990. Whereas pre-1990 these 

events were over 60% European, as of 2013, this figure stands at only 40% with a much wider 

global spread. It is interesting to note that the USA has not witnessed the same proliferation 

of international events, however this is likely due to a large number of their events being 

internal in nature. The typical trade show or fair lasts for 3.5 days, exhibits 338 stalls to 24,000 

visitors. In short, ‘security’ has undoubtedly become a major business opportunity over the 

last 23 years, with the exhibition and fair sector representing a sizeable force. Indeed, in 2012 

in the EU alone, UFI estimates nearly 408,000 square metres of floor space was dedicated to 

events displaying security, fire safety and defence tools (UFI 2012, 4). In 201324, 565 days were 

spent displaying such tools, exhibited at 55,441 stalls and seen by 3,889,350 people.  

From Defence to ICT: Product Evolution 

 

The scale of the security technology events sector is not the only thing that has changed, 

however. There has been a significant shift in the types of product on display. Figure 3 

represents a wordcloud25 of the business sectors represented at trade shows and exhibitions 

that have their roots pre-1990: 

 

24 There will obviously be some overlap between stall holders and visitors at some shows, however exact 
figures in this regard would be exceptionally difficult to produce. Indeed, these co-occurrences themselves say 
something about the perceived value of exhibiting/visiting as it is clearly worthwhile to be present at as many 
influential events as possible. 
25 A wordcloud displays the most frequently used terms based on a dataset in much the same way as a bar-
graph (albeit in a more aesthetically pleasing fashion). The larger the word, the more frequent its use. For all 
wordclouds discussed in this chapter, size is based on the most popular 100 words of each given set. What the 
word cloud does is that it weighs the words, so that the ones used most frequently are also the largest 
(Feinberg 2009). For this study, I have used wordle.com, which is an online-based tool which allows the 
construction of such clouds. In this instance the concern is not to find anything particular, but merely to 
highlight which the most common themes are. As such, wordclouds are of particular use as they act as an 
inductive method of analysis, letting the material speak for itself. It thus preserves the nature of the firms 
representations, without too much interference from the researcher. 
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Figure 3 - Wordcloud of Sectors Pre-1990 

 

The words fed into the diagram above are taken from the descriptions the events use to talk 

about themselves. Thus, there is certainly a strong degree of self-representation here with 

regards to how the shows wish to be perceived, rather than necessarily an accurate account 

of their content. This is still useful, however, as it traces the evolution of the desire to be 

perceived as facilitating certain business sectors. Here we can clearly see that, as one would 

expect, security looms large on the page. However, the next most popular phrases are more 

interesting for this analysis. Safety, defence, fire, protection equipment, aeronautics, disaster 

and emergency all feature prominently in the sectors represented by some of the longest 

running trade fairs. This ties in with the development of policing and military practice 

discussed in Chapter 1, as these areas are the preserve of the ‘traditional’ defence industry – 

big global events, big tools to address the challenges they throw up. This is a world of tanks, 

physical security (barbed wire and fencing), personal protection (flak-jackets and helmets), 

and riot control equipment, produced and sold by long standing arms and defence 

manufacturers (BAE, H&K and the like). 
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However, as we have seen in the discussion so far, the last 30 years have witnessed a steady 

series of security innovations across Western countries. Increasingly these new technologies 

came to be conceived by civilian, private sector firms for usage by the defence and intelligence 

sectors. The most innovative technological contributions came from sectors on the periphery 

of the more traditional defence industry, such as telecommunications and electronics. Whilst 

it is undoubtedly true that numerous traditional defence sector manufacturers have 

attempted to play catch-up and innovate in this field, the development of new security 

technologies is increasingly related to civilian commercial firms that were previously 

considered ‘non-traditional’ actors in the field. Again, this is something we can demonstrate 

with reference to Figure 4: 

 

 

Figure 4 - Wordcloud of Sectors Post-1990 

 

Figure 4 displays the sectors represented over the events inaugurated after 1990, with very 

interesting results. Whilst security retains its prominence, and defence and equipment 

maintain a sizeable display, there are significant changes. Technology has grown to be a 

significant sector, along with communication, systems, information and an appearance of 
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surveillance and CCTV. The likes of aeronautics and emergency have massively shrunk in terms 

of their representation at trade shows and exhibitions. 

 

The innovations made across these sectors from surveillance to so-called ‘less-lethal’ weapons 

systems developed for security purposes over the last couple of decades are too many in 

number to give an adequate treatment to here. This statement only becomes more 

compelling if we consider recent developments in information and communications 

technologies, biometrics, systems integration and the like. The industry as a whole has 

undoubtedly grown. However, we can witness in Figures 3 and 4 the shift from physical, 

traditional defence technologies, to the digital, the integrated, the ‘everyday life’ of security 

and surveillance, produced by civilian firms for a civilian setting. Moreover, the security 

technologies promoted within these exhibitions are more and more characterised by their 

miniaturisation, mobility and connectivity. This shift in the industries26 that are represented 

at events is the material manifestation of the shifting priorities and changing policing practice 

of the security elite in response to increasingly diffuse and globalised risk in the twenty-first 

century, as seen in Chapter 1. It is clear that the business of information technology, data 

capture equipment and other identification technologies and their applications have 

increased in line with the growth of risk management as the dominant logic of security. 

 

This broad overview of developments gives us a clear indication that there is an evolution of 

these places of promotion, the actors involved, as well as changing commercial priorities. 

Security is increasingly about the control and monitoring of everyday life rather than the grand 

spectacle of war, and the market and event industry is catering for this. The policy of the 

transfer of knowledge, products and expertise between the military and internal security 

forces that has arisen from this blurring of the lines, has been well integrated into the logics 

of the exhibitors.  At the end of the Cold War, with defence contractors experiencing a decline 

in sales, the search for new revenue has not only opened the door to non-traditional entities, 

but also driven the old-guard into new areas. Whilst war is still undoubtedly a profitable 

activity, the data displayed here indicates a shift towards new opportunities afforded by crime 

26 This shift could well be more pronounced than these diagrams suggest – the pre-1990 data is taken from 
how these shows currently describe themselves. It is likely much of the ICT component is a recent addition to 
their offering. 

97 
 

                                                      



control, internal security and the protection industry (see also Lilly and Knepper 1992; Bigo 

2001). 

 

Whilst trade fairs and exhibitions are sites for the promotion and sale of new technological 

innovations, there is another logic at play here. They are also sites where notions like the ones 

hinted at above can be reinforced – the ‘dual-use’ of technologies between the military and 

the civilian sectors as just one such example. The convergence of the technology used by 

police and the military for internal security operations witnessed at these events is perhaps 

not only a reflection of the wider trend in the field. Can we see, for example, that these spaces 

of promotion of security technologies contribute in themselves to the doxa, persuading 

security professionals that not only are security technologies themselves the only option, but 

the institutionalisation of a closer military/police establishment is not only viable, but in fact 

is the only political solution? As a result, how do these spaces of promotion of security 

technologies contribute to the deployment and integration into wider society of these 

products as the only legitimate solution to our fears about an uncertain future? In short, can 

we see international spaces of promotion of security technologies as more than just sites 

where new high-tech tools are available, but rather as events where the promotion of high-

tech security technologies might create an increasing expectation of more efficient 

technologies for the purpose of achieving more security, more reassurance, and as the only 

way to achieve the dream of a zero risk future? In order to demonstrate this, we need to be 

able to show that these international exhibitions do not exist in isolation of one another or 

their exhibitors and visitors, and that they are about more than simply spaces of commerce 

and economic interaction. The spaces themselves need to be seen as interlinked hot spots of 

knowhow in their own right, responsible for the transfer and exchange of best practice and 

knowledge of how to do security the 'right way' in the twenty-first century.  It is to this task 

that we shall now turn. 

 

Spaces of Promotion and the Transfer of Knowhow - Netnography 

 

The information we can gather from Appendix A extends beyond simple statistics generated 

from visitor numbers or the year of the first show. By utilising new data mining tools available 

we can begin to extract information about the relation between the individual events held 
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every year, along with the flows of information between them and where these are situated. 

It is using this technology to analyse the web presence of the trade fairs and exhibitions that 

allows us to build a picture of the sector as far more than simply isolated incidents of economic 

exchange, but as actual nodal points in the transfer of knowhow about security. Details of 

these web presences were collected from the same sources as the data about the events 

themselves (and are all listed in Appendix A), and it is to an analysis of these that I now turn. 

 

There has been increasing interest in how we can seek to study things online, or conduct a 

“netnography” (a combination of ‘internet’ and ‘ethnography’27) (Kozinets 2010). As a 

methodology it can provide information on the symbolism, meaning, and consumption 

patterns of online groups (Kozinets 2010) or online communities’ ‘sociability’ based on the 

exchange of information (del Fresno 2014). Thus this fits well with the aims of this chapter 

which are to chart the understudied networks of knowledge exchange of the security 

entrepreneur in order to better understand the process of technology and the development 

and deployment of new tools. 

 

Such a study raises the important question of distinguishing between what Rogers refers to as 

the natively digital and the digitised (Rogers 2013, 15). What does it really mean to interact 

online? Is it important to differentiate between things native to the online world, and things 

which have migrated thereto? Equally of importance, then, is the question of how this plays 

into the idea of methods and research. Some researchers, like McLuhan (2001), argue that 

different media spur different sensational experiences in humans. This means that online 

media will be distinctively different from the offline. However, it was also been argued that 

there is no essential difference among media, but that we can experience a constructed 

difference, where there is a change in perception but no essential dissimilarity (Williams 

2005). This is an important point, as despite online social groups popularly being referred to 

as ‘virtual communities’ (Rheingold 1993), such terminology might misleadingly imply that 

these communities are less “real” than physical communities (Jones 1995). As Kozinets (1998, 

366) points out, “these social groups have a ‘real’ existence for their participants, and thus 

have consequential effects on many aspects of behaviour”. This is particularly true when 

considering the events under study here, as they are a hybrid of both online groups and the 

27 See the end of this chapter for an in-depth discussion of ethnography as a research method. 
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‘real’ show or exhibition itself, a phenomenon which is explored in more detail later in this 

chapter. 

Rogers (2004; 2013) thus aims at diminishing the divide between the real and the virtual, 

arguing that there is no way in which we can confine social behaviour to only one realm, and 

the distinction thus becomes obsolete. In other words, the discussion of whether the social 

online is different to the social offline is not a productive question, since the two are constantly 

intertwined and feed off each other. Based on this, Rogers argues for the “death of 

cyberspace” (Rogers 2013, 13), since it is no longer possible to argue that things only happen 

online without a connection to the offline. As such, the online is not something which should 

be entirely separated from other forms of research, but “the online…is the baseline against 

which one might judge the extent of a perceived societal condition” (Rogers 2013, 24). The 

point for Rogers is then not so much to try and analyse what differences there are between 

the online and the offline, but to work with the Internet, in order to better understand those 

under study and the social more broadly. That is the approach that I have taken in this section 

of the thesis, and as this chapter will demonstrate, the logic of the security technology 

marketplace supports this position. 

Map B is perhaps the best representation of what such a netnography can enable28. This 

web of interconnections has been built based upon Google’s own algorithm for cataloguing 

related and interacting web entities. It partway relies on 'similar-to' queries on Google 

along with a ranking of search results partly based upon the number and importance of 

links pointing to a particular page. The nodes displayed are based on Google's database to 

determine and display the links between a query and other pages on the web. The results 

are displayed in a graph that shows both inbound and outbound relationships between 

nodes. Map B provides an excellent way to visualise networks of interrelated 

information, rendering it possible to navigate through large networks. The rectangular 

boxes represent every international trade show and exhibition currently operating 

worldwide, whilst the circular icons represent other web entities they are connected to. 

The lines drawn between them represent these interconnections and the size of flows 

of information between them. The ‘halo’ surrounding different points represents its relative 

importance in terms of the number of interconnections 
28 This map was generated using TouchGraph’s Google Browser: http://www.touchgraph.com/seo. 
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with other points on the graph, as well as the quantity of related information that can be 

found there. 

 

Map B demonstrates a number of important points. Firstly, as we can see, the sheer 

complexity of the interactions and interrelations between the different trade shows is evident, 

as is their interconnectedness. Only four events are only connected to the rest of the graph 

by a single point – most have a multitude of intersecting elements that demonstrates they 

share a certain digital space and move in similar patterns. This is particularly interesting if we 

consider the vast array of different sectors and geographical locations represented by 

Appendix A, and the fact that these events are all more or less in competition with one-

another – there is certainly an element of affinity here. Equally as important, particularly to 

build a case that these spaces of promotion are themselves a web of information and 

knowledge exchange that rivals the more traditional security apparatus, is the fact that they 

are all connected. Every single node on the graph is related to at least one other. It is possible 

for information, or indeed a visitor researching a show online, to find their way from one 

corner of the graph to the other by following the trail of related web entities that connect the 

points. 

 

This in itself is a useful starting point, but does not offer a complete picture – after all if many 

of the visitors and exhibitors are similar between different events, then a certain degree of 

online connectedness is to be expected. However, if we look closer at the interactions we can 

again see that these spaces are engaged in much more than simply economic activity. To do 

this, I will focus on the most connected points on the graph, demarcated with the largest halos 

at the centre of the web, as represented in Figure 5 below. This information has also been 

drawn from the metadata of the graph to create an easier to visualise wordcloud (Figure 6): 
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Figure 5 - Closeup of Most Connected Points 

 

 

 
Figure 6 - Wordcloud of Most Connected Points 
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From this information some interesting trends are apparent. Some of the most connected 

points on the graph are the exhibition database websites that were discussed earlier in this 

chapter. This is of no surprise – they are all listed on these sites and they all link to multiple 

events. The more interesting fact is the next range of hits – Facebook, YouTube, Vimeo, 

Linkedin and Twitter are all well represented along with a number of security industry news 

sites such as sourcesecurity.com. Again, one would expect websites such as LinkedIn and 

Twitter to appear on this graph – after all these are primary mediums for firms to advertise 

their trade fairs and let people know of upcoming events. Similarly, the industry news is likely 

to report on these events, so their connectedness is to be expected. However, the fact that 

they are so disproportionately overrepresented on the graph suggests that far more 

information than simply news of an upcoming event is flowing through these points. 

Supporting this view is the presence of the likes of YouTube and Vimeo as some of the largest 

points in the web – these are not the most traditional or easiest ways of disseminating simple 

‘when and where’ information about an exhibition, which suggests more is happening here. 

This is compounded by the absence of technology firms themselves as key nodal points – if all 

that was happening was simple discussion of events and products then these would be 

expected to be larger. 

 

A final point of interest here is the scale of some of the shows (and their organisers) in terms 

of their interconnectedness. IFSEC and Reed Exhibitions (two of the largest global security 

event companies) both feature prominently on the graph (bottom centre of Figure 5), certainly 

with a larger halo than their share of global events on their own represent. This suggests they 

are themselves (at least in terms of their web presence) the sites of, and engaged in, the 

propagation of more information than simply that related to the trade fairs and exhibitions 

they run. 

 

However, whilst this is useful as an overview to demonstrate the complexity of the 

international event sector and its reach, it only gives us a limited indication of what sorts of 

information is flowing between these points, and the overall influence these events have. In 

order to look at this in more detail, this chapter will now turn to the central case study of this 

thesis – IFSEC – in order to investigate some of that knowledge exchange. 
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IFSEC 

 

To begin the discussion, it is necessary to briefly outline the history of the event itself, and 

what makes IFSEC a suitable candidate for further study. IFSEC, the International Fire and 

Security Exhibition and Conference, is an annual trade show, held in May at the National 

Exhibition Centre (NEC) in Birmingham, UK (until 2014 when it relocated to London). IFSEC 

provides the ideal case study to begin an examination of the wider spaces of promotion for 

security technologies for several reasons. Firstly, IFSEC is very much a ‘typical’ security 

technology trade show in terms of duration (three days), average number of visitors (24,000) 

and the range of sectors available to view – these are all closely related to the averages for 

shows worldwide. Where IFSEC does differ is in the number of exhibitors, running to over 600, 

which puts it at the higher end of the stallholder spectrum, but does for this reason provide a 

wider spread of manufacturers and products to assess. IFSEC is also one of the longest running 

trade shows of its type, having celebrated its 40th year in 2013. It has also gone from success 

to success, expanding beyond the UK to host and sponsor events in Ukraine, India, Asia, Africa 

and beyond under the ‘IFSEC Global’ brand. Indeed, on Map B IFSEC and IFSEC Global can be 

seen as important nodes in themselves. Thus, its evolution into its present form, and logics in 

the marketplace should be indicative of the wider evolution of the whole field. Also of key 

importance is the focus of IFSEC as a business to business (B2B) security technology show, 

focussing on selling exactly the kinds of mundane everyday solutions that it has been argued 

are understudied in the current debate. Whether it is new CCTV systems for your office, or 

data storage solutions for work email, IFSEC has a myriad of firms offering the right tools for 

the job. 

 

The length of time IFSEC has been running also means it has been part of the exhibition ‘scene’ 

during the rise to prominence of high-tech security solutions and the emergence of risk 

management in security policy discussed in previous chapters. If we are to properly assess the 

importance of the trade show environment, and in particular the show itself as part of the 

security-technology nexus, then a successful business model that is clearly widely respected 

within the industry (and has many repeat customers) makes the perfect choice. Below is a 

brief timeline of the genesis of IFSEC in order to put the show into a degree of historical 

context: 
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1971: The UK's major security associations meet to discuss the possible launch of an 

international security exhibition. 

1972: The first show opens in the basement of the Royal Lancaster Hotel in Bayswater, 

London. The show is originally called "ISEC".  

1974: An "F" is added to ISEC to create IFSEC – International Fire & Security Exhibition & 

Conference. 

1976: IFSEC outgrows the Royal Lancaster, so moves to the National Hall at Olympia. 

1980: IFSEC fills all three halls of Olympia. 

1988: Blenheim Exhibitions Group pays £7.6m for IFSEC. 

1993: IFSEC moves to the NEC, Birmingham. 

1996: United News and Media (now known as United Business Media, owner of CMP 

Information) buys Blenheim Group for a total of £592.5m. 

1997: The Home Office launches the Home Office Exports Initiative at IFSEC to assist British-

based companies to take advantage of export opportunities around the world. 

1999: IFSEC moves from halls 6, 7 and 8 to 6, 17, 18, and 19 at the NEC to accommodate the 

growing exhibition. 

2000: Jack Straw, the Home Secretary, opens IFSEC. 

2001: IFSEC co-locates with Safety & Health Expo for the first time. 

2002: The Biometrics Village launches at IFSEC and includes the IBM-sponsored feature "The 

Hub". 

2004: Network Advantage launches at IFSEC – the area is now called IP & Networks. 

2006: Security Guarding at IFSEC launches – the guarding sector is provided for with a 

dedicated "village". 

2007: The first non-UK IFSEC takes place – IFSEC India is launched in New Delhi. 

2008: Counter Terror and RFID & Smartcards areas are launched. 

2014: Due to continued growth, IFSEC relocates to ExCel London. 

 

What this timeline highlights is both the exponential increase in size (and value) of IFSEC over 

a relatively short space of time, but also anecdotal endorsement for its activities from both 

the government (with the Home Office and Jack Straw being directly involved) and from some 

of the ‘big players’ in the consumer/business technology market, such as IBM. 
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Today, IFSEC is the largest annual security event in the UK, and one of the largest in the world. 

As its website proudly proclaims: 

 

IFSEC is the largest annual security event in the UK. 

This year's show saw IFSEC continue to offer unrivalled security solutions to more than 

25,000 security professionals.  

Dedicated to offering all things security, IFSEC offers you the full spectrum of security 

products and services available both in the UK and worldwide. Housing 650+ leading 

manufacturers, suppliers and distributors, the 2011 event had a global reach of over 

25,000 attendees from 100 countries and was supported by all industry associations 

and countless media. 

Exhibitors choose to exclusively launch new products, display the latest innovative 

technologies and lead debates that are transforming the face of security at IFSEC. With 

seven product areas covering key interest areas including: CCTV, Access Control, 

Integrated Security/ IP & Networks Solutions, Counter Terror & Physical Security, 

Intruder Alarms, Security Solutions and Fire Solutions, a comprehensive Conference 

and Seminar programme, you are be able to walk away better equipped to make 

informed decisions and a book full of contacts (IFSEC 2013). 

 

Additionally, as a show with a particular focus on security technologies, rather than weapons 

technology (there are no firearms or the like at IFSEC), the show maintains a broader, primarily 

business-to-business market appeal. This is important as the technologies being showcased 

and sold are those that will feature most prominently in the everyday life of the average 

person. As the previous chapter demonstrated, the more mundane technologies are often the 

most influential simply due to their proliferation and the fact that they are behind so many of 

the things we take for granted on a daily basis (either directly through access card systems at 

work or in public buildings, or more indirectly such as through CCTV surveillance or risk 

profiling of traffic systems or databases). If we can see, through IFSEC, how these seemingly 

innocuous, but politically loaded, technologies achieve deployment in everyday life we can 

build a better understanding of their logics. 

 

Simply put, as has been noted by David Dickinson, chief executive of the British Security 

Industry Association (BSIA), “in its [40] years, IFSEC has become an integral part of the security 
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industry's calendar” (Butler 2010). If there is an appropriate place to delve deeper into the 

web of security trade fairs/exhibitions, IFSEC is certainly a prime candidate. I will now turn to 

an analysis of IFSEC’s particular interactions to dissect its place within the web of global 

events, and look at exactly what kinds of information exchange it is involved with. This will be 

achieved through an analysis of IFSEC’s interactions on both Facebook and Twitter. 

 

IFSEC on Facebook 

 

Like many companies, IFSEC has an official presence on Facebook. This particular analysis will 

consider the ‘IFSEC Global’ page29, which lists itself as a ‘community’ page open to anyone on 

Facebook to follow, comment and read what the company posts. In addition to this, IFSEC 

itself comments on and likes other pages and comments made via the social media platform. 

The IFSEC Global name is an umbrella brand for its various shows worldwide. 

 

 
Figure 7 - IFSEC Global Facebook Page 

 

 

29 IFSEC Global is used here as each year’s show is set up instead as a separate ‘event’ rather than group. It is 
on this group page that most interactions take place. See: https://www.facebook.com/ifsec?fref=ts. 
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The IFSEC page has 2585 ‘likes’ which denotes when another user has pressed the ‘like’ button 

in their own profile. In essence this displays IFSEC Global’s newsfeed on their own timeline, as 

well as adding the page to their own profile as one they follow – it is a good indication that 

the particular user has found the page and information contained within it of some value. The 

page itself contains a number of items posted by IFSEC, with comments posted by a range of 

users. Once again, we can use data mining tools to analyse the connections and exchanges 

IFSEC makes through this page on Facebook.30 

 

Map C is a visualisation of the connections made through the IFSEC Global page, to other 

Facebook identities. These connections are based on who has ‘liked’, commented or followed 

the IFSEC page, and thus represents genuine interaction between entities. The colours in Map 

C are a measure of betweenness – demonstrating both the connections between different 

points (the same coloured nodes are more closely related), but also the centrality of points to 

the network as the whole (here represented by red in the centre). 

 

Once again we can see the massive complexity of the network, even though this is only derived 

from a single Facebook page. Furthermore, the data mining only descended two levels of 

interaction (meaning only delving two ‘steps’ away from the IFSEC Global page itself), which 

clearly indicates how messy and bidirectional information flows are in the security technology 

field. Interestingly for this analysis, IFSEC Global is central to the network, again with a large 

halo denoting significant interconnections. This is particularly relevant when we consider the 

primary points of connection – Samsung, Sony, Security Buyer, A Secure Life – the majority of 

the primary nodal points outside of IFSEC itself are manufacturers and security news and 

review websites. IFSEC’s central place, and the degree of connectivity is notable here – IFSEC 

appears to be functioning as more than just a periphery part of the security technology 

apparatus. Instead, it holds a central position in the interaction between the different 

elements of the security world, both reproducing news and announcements from elsewhere, 

but importantly producing and disseminating its own posts, news, articles and information. 

We can see on Map C how this information is propagated outwards from IFSEC, reposted by 

30 Using Netvizz data mining tool for Facebook. What Netvizz does is count the number of times that users have 
interacted with one another and how they have interacted (Rieder 2013: 300). The data output from Netvizz 
tells us how many posts there have been over a certain period of time, how many users that have been active, 
and how many interactions there have been. By interactions, Netvizz counts likes, shares, and comments on a 
post. Apart from this frequency data, the output consists of both network files and tabular files, of which the 
former is relevant to this analysis. This data has again been visualised using TouchGraph. 
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firms and traditional news sources until it is disseminated well beyond the users of the IFSEC 

Global page itself. IFSEC is pivotal to the generation and exchange of security knowledge in 

the context of Facebook. 

 

The scope and reach of this information is even more important when we break the nodes 

down into categories. Whilst we would expect interaction between buyers, sellers and 

reviewers in this scenario – after all they all have a vested interest in promotion, what is 

surprising is the reach of IFSEC’s page beyond this. Indeed, only approximately 40% of the 

network is represented by private companies31, with a further 20% representing other news 

sources. The final 40% is made up of web entities as diverse as not-for-profit groups, 

government bodies and individual Facebook users. 

 

IFSEC on Twitter 

 

Twitter is uncontestably one of the key social media phenomena of recent years, particularly 

when it comes to interaction with companies. IFSEC is no stranger to this. Indeed, the fact that 

this represents a wider trend within the technology sector32 only compounds this integration 

into a wider sphere of influence33, particularly when you consider that the @IFSECGlobal 

Twitter account has ‘tweeted’ over 8500 times, to currently 6479 users that actively subscribe 

to their messages (although as they are public the actual readership could be much larger).34 

It is interesting to note that IFSEC has been using Twitter as a communication medium since 

well before it was part of mainstream online culture amongst individual users as well as other 

companies. They have been active on the site since at least 2008, when there were only 2 

million registered users35 (the ‘only’ becomes relevant when put in the context of over 271 

million active users as of 2014 (Twitter 2014). The account, much like on Facebook, 

31 Based on how these entities describe themselves. 
32 Many consumer technology firms such as O2, Vodafone and others use Twitter to communicate with 
customers. 
33 It is worth noting at this juncture that by ‘wider sphere of influence’ I am primarily concerned with the 
influence of IFSEC as the facilitator of a trade fair within the broader security apparatus and those that work 
within it. Whilst, as this analysis shows, social media has enabled IFSEC to disseminate its output far beyond 
just the industry, and thus into the oft-repeated ‘everyday life’ of the average non-exhibition attending public, 
the true integration into the everyday comes through the technical code embedded in the tools that are 
deployed, as developed in Chapters 5 and 6. Any ‘bleed’ from their online presence simply works towards this 
process, again demonstrating the interconnectedness between the online and offline. 
34 They also have an @IFSEC account with over 5000 tweets to 3500 followers: https://twitter.com/IFSEC. 
35 Statistics from: http://twitterfacts.blogspot.co.uk/2008/09/3-million-twitter-users.html. 
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communicates with conference delegates, security firms, and other trade shows as well as 

‘tweeting’ and ‘retweeting’ the latest security industry news and product developments. 

 

 

 
Figure 8 - @IFSECGlobal Twitter Account 

 

Again, using data mining tools36, we can examine the way in which IFSEC’s Twitter usage 

connects and intersects with other users: 

 

36 This time using twitteR, a data mining package that is part of R. R is a software environment designed to 
enable various statistical and graphical modelling techniques. twitteR enables tweets to be ‘scraped’ according 
to certain criteria such as who sent them, or what they mention. Using various visualisations it is then possible 
to map this output. 
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Figure 9 - Who Retweets Whom on Twitter 

 

Figure 9 is a graph that demonstrates which users ‘retweet’ tweets with ‘IFSEC’ in them. In 

essence a ‘retweet’ is a reposting of one of the 140 character messages another user posts. 

Retweets often work much like ‘likes’ on Facebook – relevant/funny/important information is 

retweeted by those that agree with it in order to disperse it over as wide an area as possible. 

Often when something has been described as having ‘gone viral’ online, it has been trending 

on Twitter, meaning many users are discussing it and retweeting information about it. 

 

Figure 9 shows an interesting degree of interaction on Twitter. The two hotspots are the 

@IFSEC and @IFSECGlobal accounts. We can see from the directional arrows that many users 

retweet what IFSEC has posted, but that there is also a bidirectional flow of information as 

various entities pass on or create their own posts. Interesting to note too is the degree of 

separation between nodes on the graph. Due to limitations with the access Twitter allows to 
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data mining tools, the graph is limited to only the last 150 tweets published, yet we can see at 

least one instance where there are 4 levels of separation between IFSEC and its retweet – 

showing quite how far its posts are disseminated. One final point to mention in relation to 

Figure 9 is once again, like Facebook, the varied users that interact with their account. Again, 

there are security firms TycoSecurityPro, LockheedMartin, industry news such as 

security2day, but also individual users – JoeHarris_UK and so forth. 

 

What we can deduce from this is that IFSEC as a brand and as a site for the propagation of a 

certain sort of security knowledge has extended its reach well beyond simply the trade show 

walls or the confines of its own website. The advent of social media, combined with the highly 

interconnected nature of the security exhibition industry means that not only is there a large 

volume of knowledge exchange within the industry itself, but that this can spread outwards 

into unconnected areas or the private accounts of normal individuals.  

 

Indeed, we can see this by looking at longer-term Twitter data: 

 

 
Figure 10 - Twitter Mentions of IFSEC 

 

Figure 10 represents the mentions of IFSEC on Twitter between December 2012 and 

December 2013. In total there was an impressive 10,786 such instances. The graph 

demonstrates a huge peak in mentions that coincides with the annual Trade Fair itself, but 

what is particularly noteworthy is the year-round coverage IFSEC attains, averaging 10-20 

mentions a day even at its furthest from the next physical event. 
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Figure 11 - Retweets of IFSEC 

 

Furthermore, Figure 11 depicts the number of retweets of IFSEC over the same period. Again, 

we can see both a spike during the event itself, but also a year round average of 5-15 retweets 

daily. This is important as it shows not only people discussing IFSEC, but that people are 

disseminating information specifically mentioned or created by IFSEC in the same pattern. 

There were 3561 such instances over the period measured. IFSEC, and trade shows like it, are 

now year-round events online, capitalising on their market presence to disseminate a range 

of news and views regarding the security industry. 

 

Of course, this strategy is not nearly as effective if the comments are not positive and the 

brand itself does not carry some kind of weight. We can use a range of social media analysis 

tools to find out whether the nature of the information exchange has been positive or 

negative, and the impact that it has throughout the wider social media stratosphere.37 

 

37 This analysis was provided by both PeopleBrowsr.com and SocialMention.com. 
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Figure 12 - Pie Chart of Twitter ‘Sentiment’ 

 

 

Figure 12 is a graphical representation of sentiment analysis carried out on the content of 

tweets between December 2012 and December 2013 mentioning IFSEC. By measuring the 

types of positive and negative words and phrases used in those tweets, it is possible to gauge 

whether that particular user was being positive or negative towards IFSEC. Only 4% of tweets 

represented a negative position on the show. Beyond this, social media sentiment analysis 

also allows us to calculate scores for both passion and reach. Passion is a measure of the 

likelihood of a user mentioning IFSEC doing so repeatedly, thus a small collection of users 

referring to the name often would generate a high ‘passion’ score. IFSEC scores 50% in this 

regard over the last 200 tweets made, placing it in a middle ground that indicates both a centre 

of regular interactions, with a good reach beyond these users. The ‘reach’ score is 35% based 

on retweets versus mentions, again giving IFSEC a reach well beyond its immediate circle of 

followers (this is roughly the equivalent score to Coca Cola, for example). 

 

We can see then that there is a significant degree of interconnectedness between the 

worldwide spread of international security technology trade fairs. Moreover, we can see that 

they have an impact and influence that extends well beyond the four walls of the showroom, 

and well beyond just the buyers, sellers and traditional networks of interaction that would 

occur face-to-face. Indeed, there is something of a clustering of related actors, centred on 

trade fairs (in this case specifically IFSEC) as a central nodal point that binds them together 
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and facilitates their interactions. Furthermore, the discussion of IFSEC has shown that even an 

individual event can have an immensely complex web of exchanges with other web entities, 

both as a producer and reproducer of information. But what of the specific value and content 

of these exchanges, and of the formation of such a web in the first place? The quantity, 

frequency and variance of actors present in the various networks indicates that much more is 

being exchanged than simply show dates and registration details. It is to a consideration of 

this, and how we can make sense of the clustering that has been observed, that I undertake 

in the following section. 

 

Exchange of Knowledge and Knowhow – Clustering 

 

There is a large body of literature concerned with research into spatial clustering amongst 

firms – essentially industry agglomeration (e.g. Sabel 1989; Porter 1994; 1998; Malmberg 

1996; Scott 1998 and Maskell 1998 to name but a few key examples). Whilst this literature is 

primarily concerned with assessing the impact of geographic clustering of firms and the effects 

that has, I will demonstrate that it has direct implications for how we can understand the 

processes of online knowledge exchange and interaction we have been discussing above. 

Indeed, the aim of this section is to move beyond a traditional spatial conception of clustering 

and show how IFSEC, in facilitating these interactions both online and at the physical events, 

in fact becomes a hybrid hotspot that enables knowledge pipelines to be constructed across 

the industry that encourages cooperation, information sharing, common language and the 

development of best practice. 

 

The phenomenon itself is as easy to define as it is to observe in practice:  

 

industry agglomeration, localization, and spatial clustering are used more or less 

synonymously in the literature, to denote the phenomenon that similar or related 

firms and industries tend to assemble (concentrate, agglomerate, co-locate, cluster) in 

particular places (Malberg and Maskell 2002, 430). 

 

Yet what is the value of this kind of clustering? It has been claimed that, “the localized cluster 

is the territorial configuration most likely to enhance learning processes [within firms]” 

(Malmberg and Maskell 2002, 428). Indeed, many of the most successful individual businesses 
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and sectors operate within such clusters. From Silicon Valley to Hollywood, it seems being 

close to related competitors has something to offer when it comes to building a successful 

business. 

 

Traditional analysis of these clusters (i.e. Marshall 1920; Krugman 1991) suggests that 

essentially the benefits of being spatially linked are threefold: they can share the costs of 

collective resources amongst themselves, including local infrastructure; they develop a 

localised specialist labour force that increases skill level; and that costs are reduced as 

transactions between local firms, including shipments, are negligible, without having the 

inflexibility of full-scale integration. Clearly, such an analysis provides little of use to the case 

of the clustering we see in the digital realm – the infrastructure is already provided by the 

social media platforms, the workforce is no more localised than it was previously, and 

transaction costs are not reduced any more than they would be by more conventional 

electronic communication like email. However, more recent research has raised the prospect 

of knowledge spillovers as a result of spatial clustering, and it is this that provides a useful 

avenue for exploration here. 

 

Here I introduce the idea of a local milieu, a social environment of firms, in which various forms 

of spillover can be stimulated – learning, innovation and so forth. This idea of knowledge 

exchange and spillover has received a great deal of study (i.e, Porter 1990; Malmberg et al. 

1996; Maskell et al. 1998; Malmberg and Maskell 2002), from which is derived the essential 

idea that not only are learning and innovation stimulated by such clustering, but so too is 

dynamism and flexibility in the face of the broader market. In essence, “a local culture with 

specific norms, values, and institutions (formal and informal) makes it possible to transfer tacit 

forms of knowledge from one actor to another” (Malmberg and Maskell 2002, 433). In short, 

the way the culture of the local milieu develops drives a climate in which firms continue to 

innovate and learn. Perhaps one of the most important parts of this process is the way spatial 

clustering has been observed to build relationships and trust between firms – keeping to more 

agreements, sharing tacit information between employees and making sure negotiations 

tread similar paths (Maskell 2000). There are certainly all elements of great importance if the 

goal is to outlast and outperform the wider competition. 
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Thus, if we are to consider the social media interactions we have observed in the first part of 

this chapter as the formation of some new kind of cluster, we must first demonstrate that 

there is in fact some kind of knowledge exchange and community building happening, and 

that it is more than simply details of the next trade fair or the latest product specification that 

is being shared. For this we shall return to the analysis of IFSEC. 

 

To demonstrate this exchange of information, we can plot another wordcloud, based on the 

most commonly used words by IFSEC in Facebook posts and comments: 

 

 
Figure 13 - IFSEC Social Media Common Words 

 

What Figure 13 shows us is that, beyond a couple of words we would expect – IFSEC, 

International there is not a particularly strong concentration of other keywords used in their 

posts38. Whilst this does not give any great deal of insight, it does at least demonstrate that 

38 There is the notable exception G4S present here, although this is primarily due to a large number of postings 
from that firm in particular on IFSEC’s Facebook page. 
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their posts cover a large array of topics beyond the event itself. This becomes even clearer if 

we conduct a similar analysis of IFSEC’s Twitter feed: 

 

 
Figure 14 - Twitter Topics 

 

Figure 14, due again to limitations imposed by Twitter, is only based on the last 163 tweets 

made by the @IFSECGlobal account. Where Figure 14 proves useful however, is that it is 

subdivided into keywords by differing focus. For example, we can see a concentration in dark 

orange around ifsecistanbul meaning those phrases are related to that particular topic. This is 

interesting and important information, as we can see that even over a relatively small number 

of tweets, IFSEC posts on a range of topics well beyond simple discussions of the event itself. 
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Of course, if we are to gain insight into the information exchange that takes place through 

IFSEC itself, we need to look beyond their own ‘message’ and investigate the actual interaction 

between different entities, as well as the content of the communications. 

 

If we return to the Twitter and Facebook pages of IFSEC, we can see exactly what sorts of 

topics are being discussed. We can see that amongst the reminders for show registration and 

retweets of new product developments, the majority of the content put out by IFSEC is not 

directly related to the show itself, but issues around the wider industry. These link back to a 

blog hosted at www.ifsecglobal.com and themselves provide some interesting insight into the 

type of knowledge and information exchange that is taking place every time IFSEC tweets, gets 

retweeted or is discussed on the wider internet. A number of stories are entertainment pieces 

loosely related to the security arena: 

 

 
Figure 15 - Blog 1 

 

These are interesting insofar as they show IFSEC must find value in the continued production 

of such pieces (they often post these, or links to YouTube clips for entertainment). This 

certainly suggests there is a regular readership that looks for regular new items to read, and 

also that IFSEC is certainly involved in the day to day discourse around security, including the 

‘down-time’ light-hearted elements. Perhaps more interesting, however, is Figures 16 and 17: 
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Figure 16 - Blog 2 

 

 

 

 
Figure 17 - Blog 3 
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What these show is that IFSEC itself is writing opinion pieces on happenings in the security 

industry. As an event in itself, IFSEC is not simply relaying new developments or pointing 

viewers to the latest and greatest products, it is involved with actually passing judgement on 

important events. In these examples, a smartphone surveillance app that can be installed 

secretly, and recent failings at G4S. Indeed, these certainly go further than simply relaying the 

facts of a situation, there are indeed opinion, as the statement ‘morally dubious’ in Figure 16 

indicates. IFSEC posts many such examples, in fact almost as many as references to its own 

events. 

 

What is interesting here is what happens when we look beyond the message being espoused 

by IFSEC itself, and instead focus on how the many thousands of followers on both Twitter 

and Facebook interact with both IFSEC and each other. The most immediate thing that 

becomes obvious is that there is not a great deal of written commentary between the different 

entities: 

 

 
 

 

 
Figure 18 - Typical interactions for a Facebook post 
 

Figure 18 represents a typical post from the IFSEC Facebook page. The overwhelming majority 

of posts on their page only attract two to three comments (actual written posts by other users 

not dissimilar to what you would find underneath an online newspaper article, for example). 

Clearly this does not represent a particularly impressive degree of interactivity. However, 

there are two areas where this is much more noticeable. Firstly, is the ‘likes’ that each post 

attracts – Figure 18 shows a post that has attracted 60 such positive clicks. As has already been 

mentioned, this is a viewable list of members of the page that have indicated they found the 

content of the post useful, interesting and so forth. Having clicked ‘like’ others that follow that 

individual, thanks to Facebook’s social graph, will likely see the post on their own newsfeed 

or be recommended to view the page. Similarly to this is the ‘share’ option on Facebook 
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(represented by the page with a turned corner above). This essentially reposts that particular 

article or story on to the page of the individual or firm that shared the information. These 

posts can, and often are, appended with the sharers own comments and thoughts, before 

linking back to the original source. Much the same is true of Twitter: 

 

 
Figure 19 - Typical Twitter Interaction 
 

Once again, much of the interactions in written form are like Figure 19 above. There is often 

a conversation comprising of one or two comments between IFSEC and another Twitter user, 

but this tends to be about as far as that type of interaction is taken. What is much more 

prominent, as the previous analysis in this chapter has shown, is the pratice of ‘retweeting’ 

posts made IFSEC in much the same way as Facebook users can like and share information – 

indeed we have seen how far these retweets can travel in the ‘Twitosphere’. 

 

Whilst these interactions appear, on the surface, nothing particularly meaningful – after all 

there is not a great deal in the way of interactive dialogue between different actors – this 

process of liking, retweeting and favouriting in fact reinforces exactly the sort of knowledge 

spillovers we would expect from a clustered industry, and are a key factor in their success. 

Malmberg and Maskell (2002) and Porter (1990) note that there are two elements that build 

the perfect climate for such knowledge exchange. Firstly, is the idea of observability. Being 

spatially close to competitors allows a spontaneous, and relatively accessible ability to see 

what competitors are up to without having to engage any particularly involved surveillance 

practices. Indeed, the fact that they are in related industries makes the process of 
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understanding and learning from what can be observed easier and more likely. Secondly, is 

the idea of comparability. If the risks to each business, as well as opportunities and similar 

conditions are exposed to scrutiny, then everyone’s strengeths and weaknesses become much 

more obivous and comparable. This also means that opportunities to minimise risks and 

improve performance are more freely available using this information. What is important to 

note about these practices is that they stand outside of the degree of actual interaction 

between each independent entity. Instead: 

the only requirement is that many firms undertaking similar activities are placed in 

circumstances where they can monitor each other constantly, closely, and almost 

without effort or cost… Colocation helps firms identify and imitate superior solutions 

while combining them with ideas of their own (Malmberg and Maskell 2002, 439). 

 

This process is known as local buzz (Bathelt et al. 2004). This is in short, the learning process 

that takes places amongst actors embedded in a local community from just being there. This 

buzz incorportates information flows that are continously updated and thus provide many 

new opportunities for learning and innovation, drawing on local traditions and specialisms. As 

this buzz becomes established and more deeply embedded in the history of the cluster, firms 

become increasingly adept at interpreting this buzz to make proper use of the information 

and benefits it can provide (Maskell et al. 2004). Importantly for how this is linked to our 

discussion of the digital interactions (or apparent lack thereof), as noted above, is the fact that 

participation in this buzz does not require a specific investment: 

the firms in the cluster do not need to actively solicit information, since they are 

surrounded by a tight web of gossip, opinions, recommendations, judgements and 

interpretations (Maskell et al. 2004, 14). 

 

This quote aptly represents the value of the online process that this chapter has observed. The 

firms in the online cluster that centres around trade fairs such as IFSEC are clearly not spatially 

close in a geographic sense of the word – the security technology market is truly global, 

representing Europe, the US, Asia and everywhere in-between. Thus, they are unlikely to be 

able to profit on a large scale from these localised benefits of clustering and knowledge 

spillover. Even the advent of the internet does not provide a default option to gain these 

advantages – after all, were competing firms to directly comment on, like, retweet or share 

the information provided by their competitors, this would certainly be seen as a potentially 
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damaging and image-harming move, and one that would require active participation of the 

actors and an attempt to directly solicit information. 

 

Thus it is my suggestion that the digital presence of trade fairs and exhibitions like IFSEC 

creates a new kind of cluster – one where geographical co-location is supplanted by a digital 

spatial clustering, using IFSEC as a central nodal point in that cluster – as a conduit for the 

knowledge spillover that would ordinarily be borne by the geographical closeness of 

organisations. IFSEC, its Twitter and Facebook pages (as well as connected websites), creates 

something of a neutral space, one where direct interaction between competing firms is not 

required, whilst still enabling them to participate in a shared sense of community and 

belonging. Indeed, as we have seen in this chapter all the elements of a local buzz are provided 

by IFSEC and its commentary on the wider industry – gossip, opinions, recommendations and 

judgements are all present, and tacit acceptance of these as part of the common values of the 

cluster is evident from their sharing, liking and retweeting of this information. Providing IFSEC 

as a central point in these forms of knowledge exchange certainly fulfils the observability and 

comparability factors that a successful spatial cluster exhibits – both in terms of seeing who is 

involved in the cluster, but also what sorts of information they share and disseminate, as well 

as what product information and innovations they release and discuss. In short, having IFSEC 

as a digital central point in the cluster creates something of not only a shared industry 

understanding but also a baseline for the direction the industry is moving in. Want to ‘horizon 

scan’ for the upcoming trends in the marketplace or see what wider opinion is on new 

developments? Then see who, and in what quantities, is commentating, sharing and 

retweeting certain developments and new products, whilst participating yourself in this 

shared vision without having to make a direct contribution by sharing (or not) the information 

yourself in a similar fashion. This process of an almost ‘second level’ interaction without having 

to directly make a statement or comment helps to facilitate, perpetuate and disseminate 

exactly the sort of ‘local buzz’ that provides the benefits so often recorded in the spatial 

clustering of firms elsewhere. 

 

What we have seen in this chapter is how intertwined international spaces of promotion for 

security technologies really are, not only with each other, but with the wider security industry 

and apparatus, as well as wider society. Despite the obvious competition in the marketplace, 

the incomprehensibly complex web of interactions between shows suggests a certain shared 
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purpose in their operation – demonstrated through their dissemination of a common 

literature, viewpoint and analysis. 

 

Moreover, the specific analysis of IFSEC’s social media interactions within this web indicates a 

number of important points. First is a demonstration of how central to the entire security 

industry events like IFSEC have become. Second is the fact that they are now year-round 

events with a reach, readership and impact that extends far beyond their physical location 

and traditional audience – they are able to create the nucleus of digital forms of clustering, 

removing the need for geographic co-location to be conducive towards knowledge spillover. 

In demonstrating this we can see that these interactions are about much more than just 

relaying information about the show itself. IFSEC, as its active engagement with the rights and 

wrongs of the industry shown above demonstrates, is involved in the creation and 

dissemination of knowhow and best practice – information about the right way to do security. 

This is information that is disseminated across a vast array of actors, even when only an 

individual event is considered – when this is multiplied by the entire web we can see how 

these spaces of promotion are far more than simple sites of commerce, but are actively 

involved in the production and dissemination of a particular security doxa. The analysis here 

demonstrates just how central to this concept international trade fairs and exhibitions are.  

 

This is only the first stage, however. After all, these events derive their online presence and 

initial legitimacy from the following they have built up hosting physical events. The web of 

interconnections and co-occurrences we have seen here are only part of the story. This begs 

the question – what is the relationship between the digital clustering posited in the discussion 

above and the physical event itself? Indeed, why even the need for the event (or in fact an 

investigation of it)? It is to this that we shall now turn. 

 

Whilst much of the clustering literature treats the phenomenon as permanent and durable, 

there is some work that focusses on the temporary sites of clustering, ie trade fairs and 

exhibitions more broadly (i.e. Rubalcaba-Bermejo and Cuadrado-Roura 1995; Maskell et al. 

2004; Maskell et al. 2006; Barthelt and Shuldt 2008; 2010; 2011). These all address the 

question of whether, as trade fairs and exhibitions are temporary sites by nature, they can 

exhibit the same function as clusters of knowledge exchange and spillover. 

 

125 
 



There is a consensus amongst these studies that these temporary sites do indeed exhibit 

similar characteristics to the more permanent groupings we have discussed above, just in a 

more periodic form. Trade fairs and exhibitions can certainly be used in much the same way 

as other clusters to acquire information about competitors, suppliers and customers along 

with their technological choices. Simply attending the event itself is enough to observe and 

compare with the competition, in much the same way as we can see with the digital clustering, 

without the need for direct interaction. Again we can easily see how regular attendance at 

such events would allow firms to learn and be able to acquire important information, find new 

associates to complement their needs, and begin building the kind of trust or even 

collaboration as would be possible with local firms, but over a much larger geographic 

distance.    

 

The event itself can certainly provide a rich arena for learning processes (Maskell et al. 2004). 

The coming together of employees and firms specialised in similar areas are able to come 

together and meet during trade fairs and exhibitions, providing the ideal space for learning 

and problem solving to develop. Trade fairs also bring competing firms who would normally 

not interact together; some may be too far apart while others may not know the range of 

companies that exist. Trade fairs provide multiple chances for firms to observe and compare 

their products and wider business strategy with the competition. It is simple enough to look 

at the exhibits of rivals, innovations or indeed entirely new fields of business. In the same vein, 

the way customers react to each firm's stand at an exhibition can also be observed and gauged 

in order to place oneself in the market. 

 

The ability to make contact with customers is another key component evident during trade 

fairs. Indeed, the spatially and time compressed environment of the trade fair itself can make 

for an intensification of social relations with not only their customers but also with 

competitors. All of this information helps firms examine whether they are current in the 

marketplace and thus affects the decisions they will make in terms of their focus and response 

to new innovations. In essence: 

international trade fairs and conventions bring together leading-edge firms from 

different parts of the world where they establish distinct, yet temporary clusters. 

These meetings generate rich information flows that can be characterised as ‘global 

buzz’. They help reduce information asymmetries and uncertainties in extra-local 
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interaction. World-class trade fairs and conventions also enable firms to select suitable 

partners for innovation and knowledge creation (Maskell et al. 2004, 18). 

 

This ‘global buzz’ (Shuldt and Bathelt 2010; 2011) operates in much the same way as the local 

buzz that has already been discussed – attendees are surrounded by a local, if temporary, 

milieu of information that they could not escape if they wanted to, nor does it require any 

great sacrifice to read and be part of. Over the course of several trade fairs, in much the same 

way as co-located firms, businesses and employees can gradually get to know one another in 

a low risk environment that enables trust to be developed. 

 

It is exactly this trust and community building that is key to both temporary and permanent 

clusters. Importantly, activity that could be construed as corporate transactions, despite the 

measurable effectiveness of clusters, is rarely seen in practice inside the clusters themselves 

(Barthelt 2004; Maskell et al. 2004) and thus there is much more going on than simply being 

able to measure the economic input and output of clusters (Maskell and Malmberg 2002). We 

can see this as a process of building global knowledge pipelines (Maskell et al. 2006) – the 

establishment of trans-local links in order to obtain new technologies and ways of thinking. 

Working differently, but relatedly, to the idea of a buzz, these pipelines are purposeful and 

sought out attempts to build trans-local relationships that can result in new kinds of 

knowledge being transferred and recombined, thus ensuring the long term stability of the 

cluster itself – in short guaranteeing that they can benefit from outside knowledge. Combined 

and intertwined with the buzz at a local level, this information about new markets and 

technologies can be filtered, understood, and reappropriated in order to take maximum 

advantage. 

 

Therefore, the temporary cluster and the permanent cluster exhibit many of the same 

properties, and compliment one another. They are both sites for generating knowledge 

spillover, community and a shared sense of purpose, language and innovation thanks to their 

easily accessible buzz. The temporary cluster is also the perfect site for forging global 

knowledge pipelines – connecting new firms, new knowledge and new technology to the local 

scene and incorporating the best of what it has to offer. This is helped by the fact that the 

temporary cluster is itself a hot spot. It is compressed in both space and time to create an 

intense, short burst of interaction and knowledge exchange. The permanent cluster, on the 
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other hand, has the established infrastructure to filter and sift this intense burst of data into 

its most useful components. In short, the “value of knowledge gained in temporary clusters 

will multiply when inserted into the buzz of a permanent cluster” (Maskell et al. 2004, 22). 

 

It is at this point that we can really appreciate the value of what IFSEC has managed to create 

by taking its image and purpose outside of the trade show walls to make it a year round, if 

digital, phenomenon. What I want to suggest here is that IFSEC, and trade fairs like it, in fact 

represent a new form of hybrid clustering that contains characteristics of both types of cluster. 

The epicentre, the site of intense knowledge spillover and pipeline building that is the event 

itself represents a hot spot of the exchange of knowledge and best practice, with all the 

attendant benefits we have discussed. But in removing the need for a geographic co-locality 

for the permanent cluster by replacing the spatial closeness with a digital version, IFSEC can 

see something of a ‘heat-soak’ from this temporary hot spot out to a wider, more solid and 

long lasting, cluster. If the two types of clustering complement one another and the firms that 

participate in them, then the hybrid clustering of new trade show environments such as IFSEC 

creates something of a super-cluster, absorbing the benefits of both without the 

disadvantages of either. Indeed, creating a more permanent extremity to the hot spot itself 

can only increase the speed with which firms are able to build, and then maintain, 

relationships as these can be fostered in between the actual events themselves, making their 

yearly meetings even more productive, and intense, occurrences. 

 

Of course, if IFSEC in fact works in this symbiotic fashion, and is something of a hybrid cluster 

that merges both permanent and temporary sites, we have only examined half of the process 

– the periphery of the heat-soak from the main hotspot itself – the physical event. Indeed, if 

(as I have claimed) there is far more at stake here than simple economic interactions, and 

there is in fact the development of a culture of shared knowledge and language that the 

clustering literature suggests, then we certainly need to consider the sociology of the show. 

Thus there is a need to step foot inside the trade show itself to assess and observe the 

interactions, the buzz and the building of knowledge pipelines as they occur. Such phenomena 

would not be observable from a simple assessment of the economic input and output of the 

event itself. 
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There are three further reasons why such research is a requirement if the full clustering 

process is to be understood. Firstly, “face-to-face interaction is widely held to be a necessary 

condition for establishing trustful relations and communicating sensitive, not well-established 

knowledge and information” (Maskell et al. 2004, 4). It stands to reason therefore, that it is 

within the trade show itself that non-local actors connect for the first meaningful time – that 

this intense period of interaction allows that initial ice-breaking in a way that beginning 

communications purely online would not. Thus it is to these face-to-face interactions that we 

must turn our attention. Relatedly, as we have seen, these interactions do not have to be 

structured but can be part of the wider buzz created by the hotspot itself. The corridors, cafés, 

bars and so forth may well be just as important as sites of engagement and information 

exchange in temporary clusters as the trade stands and official presentations and meetings 

themselves. Such spontaneous meetings could occur at any number of social events or 

informal settings within the trade show walls. Finally, and interlinked to this, the legitimacy of 

the wider, permanent, digital clustering observed earlier in this chapter can only derive its 

legitimacy from the event itself – IFSEC can only function as a valid conduit for an on-going 

heat soak and local buzz if it is considered a functioning part of that process – and in order to 

achieve this the trade show itself must represent exactly the kind of hot spot that has been 

described here. It must prove itself as a place where that initial, and essential, face-to-face 

contact is fruitful and plentiful – in short the show must be a success for its wider impact to 

contain a suitable weight to sustain a year-round community and buzz. 

 

Therefore, next we must examine the trade show itself, as we step inside the fair to observe 

the practices and processes at the heart of the cluster. However, what is required of me as a 

researcher is more than to literally ‘step inside’ if I want to understand the buzz of the event. 

What is needed is an ethnographic immersion that enables a proper engagement with the 

minutiae of life at the trade fair. This, as the following section will show, is needed in order to 

develop an understanding of how the shared sense of purpose, language and relationships 

that enable knowledge exchange in such a compressed place develop and are fostered. The 

discussion that has taken place above has shown how much of the success and legitimacy of 

the cluster comes from such (seemingly) mundane day-to-day interactions, and it is through 

the micro-lens of ethnography, rather than a more abstracted or overarching analysis, that 

the details of these events can be best teased out. 
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Ethnographic Research 

There has been research carried out in a more formalised, quantitative, fashion on trade fairs 

and exhibitions that looks at the input-output mechanics of the events under study in this 

thesis. There has been research that shows the Africa Aerospace and Defence show 

contributed over £11 million to the South African economy in 2012 (Botha 2013, 1) and that 

the Singapore Airshow contributed over £120 million to Singapore (Ho and Zainy 2012, 1). 

More broadly across the exhibition and show industry as a whole, there have been several 

attempts to formalise such input-output models in order to assess particular events (see 

Dwyer et al. 2000; Ge and Sun 2012; Facetime 2012 for just some examples). These figures 

are undoubtedly useful, after all even if the focus here is on more than economics, there are 

still economic realities to trade fairs. For example, they allow us to see that the UK 

exhibition industry as a whole generates £2.6 billion directly for the UK economy, with a 

further £3 billion indirectly through supply chains and the wider economy (Facetime 

2012, 2). Such figures allow an analysis of how financially important events like IFSEC are 

to the economy, and support the conclusion that they are a key site for the sales and 

development process across many sectors. 

However, whilst they might allow an assessment of the tangible impact of an exhibition, it 

tells us little of the more intangible elements of these events. It is exactly such intangible 

benefits that have been brought to the fore so far in this chapter through the construction of 

a shared sense of meaning and language, leading to the creation of knowledge pipelines and 

exactly the buzz that sustains the cluster. This buzz, something we have already seen is not 

represented by economic exchange or easily quantified by other means, must be experienced 

another way. Indeed, this more ethereal quality of the cluster is reinforced by Chapter 2’s 

assertion of technology understood as process, reminding us that the construction of the 

physical artefact is messy and complex, with a ‘black boxing’ of meaning that reaches beyond 

its final form. Indeed, as has been shown by this chapter, if the trade fair environment is so 

important to this process, then its logic needs to be understood to build a more nuanced 

picture of the technological process of security tools. 

As Clifford Geertz states, the goal of ethnography is “to find in the little what eludes us in the 

large, to stumble upon general truths whilst sorting through special cases” (Geertz 1968, 4). 
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As a methodology it literally means “a portrait of a people”, a portrait that is intended to 

illuminate the customs, beliefs and behaviours of those people through fieldwork (Harris and 

Johnson 2000). Thus, it is the perfect counterpart to the discussion so far in this thesis, for it 

allows us access not only to the “frontstage” narratives of the aforementioned input-output 

modelling or the glossy show brochures, but the “backstage” informal narratives that arise 

from chance meetings, informal conversations and the chance to build a rapport with those 

under study (Gusterson 2008, 102). It is these backstage narratives that are of prime interest 

in untangling the logic and practice of both the cluster and the technology found there. 

Indeed, as Gusterson notes (2008, 93) it is exactly from this improvisational nature of such 

fieldwork, and “the confusing overlap between informal streetcorner conversation and the 

serious inquiry embodied in ethnographic fieldwork” that much of its value is gleaned, 

allowing a “profound level of understanding of the other” brought about exactly through 

“apparently casual” methods. 

 

Ethnography is the longest standing foundation methodology in the field research tradition, 

with its roots in cultural anthropology studies of primitive cultures in the early 20th century 

(Creswell 1998; Glesne 1999). The primary benefit of such an immersive experience is to be 

able to personally observe a group of people and their activities in their ‘natural’ setting over 

a long period of time (Silverman 2000). The purpose of such research is to describe and 

interpret a cultural group and their cultural system, and as such is a form of social 

phenomenology in which the researcher takes a major interest in penetrating and elucidating 

the characteristics of a phenomenon (Parker 2003, 15). This allows an important openness in 

such a “casual” approach, moving beyond the need to test specific hypotheses or formulating 

formal theory. 

 

The methodology in this thesis follows this typically unstructured logic, the primary data 

collection approach being that of participant observation over the course of three visits to 

IFSEC (2010-2012), supplemented by semi-structured interviews arranged with both IFSEC 

employees and representatives of companies present at the event as well as analysis of a 

range of the over 300 documents collected during my visits. The purpose was for me to 

become immersed in the daily lives and activities of the show. My goal was to focus upon 

various actors’ behaviour, language and interactions, with a view to understanding the 

meanings that that are constructed and embedded in these: to try and really get to the heart 
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of the buzz that the literature suggests should be key to the practices and success of the spaces 

of promotion for security tools like IFSEC. As Balzacq notes (2010, 44), “ethnography brings 

out the grammar of a social phenomenon”. In understanding that grammar at an apparently 

microscopic level we can learn a great deal about larger patterns. This illustrates well the 

benefit of studying practices, in this instance the practices present inside the show hall. 

Ethnography enables us to grapple with the lived experiences of people – experiences and 

actions that are key components of the construction of the security tools this thesis looks at. 

Importantly, these actions and experiences cannot be investigated or understood apart from 

the local meanings attached to them (Gusterson 2008, 113; c.a.s.e. collective 2006). Balzacq 

uses the example of unveiling the grammar of securitization enabling the building of a theory 

of securitization (Balzacq 2010, 44), thus if I can better understand the grammar of the 

blackboxing of meaning of security technologies then a more comprehensive understanding 

of their impact on daily life is within reach. These practices are simply not able to be observed 

satisfactorily from the outside. 

 

Several pieces of research in related fields have made good use of ethnographic methods to 

elucidate such practices (see Bigo 1994; Guittet 2008; Salter 2008). So too have there been 

ethnographies that look at micro-processes through which scientific facts are constructed (see 

Latour and Woolgar 1986; Knorr Cetina 1999). Whilst these latter examples focus on the 

laboratory, parallels can certainly be drawn with the scientific method purported to be 

deployed by the developers of new technologies, highlighting the value of ethnography for 

understanding how the ‘facts’ of new tools are constructed and concretised. It is very much 

from works such as these that Chapter 4 draws its inspiration. Whilst the logic of ethnography 

is “that of discovery” (Balzacq 2010, 44) the exact procedures of collecting data during my 

immersion at IFSEC require outlining. 

 

Primary amongst these was participant observation. The role of the participant observer is to 

be able to give an account from the position of an ‘insider’, being able to participate to the 

degree that examining and experiencing the micro-practices at play becomes possible. My 

own role at IFSEC was very much in the category of “peripheral member”39 (Parker 2003, 22), 

meaning my interaction was sufficient to be considered one of these insiders, but without me 

directly participating in the central group activities (after all, actively buying and selling was 

39 As opposed to an “active” or “complete” member who would take on a more central role (Parker 2003, 22). 
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not an option open to me). However, one of the benefits of the trade fair environment was 

the ease with which this role could be taken on and I could fade into the background as 

necessary. The busy show floor allowed me to move around freely without attracting undue 

attention, and the focus on providing a relaxing experience for attendees meant that there 

were plentiful areas to sit, observe and make notes without looking out of place. This was 

certainly helped by the presence of a number of industry journalists engaging in similar tasks. 

My typical modus operandi for each visit was to make sure I attended all three days of the 

trade fair. This allowed an initial day to acclimatise to the environment, get my bearings by 

walking the floor and collect a suitable number of catalogues and other such items. This meant 

there were at least two clear days on each visit that could be spent observing from suitable 

spots as well as arranging and conducting interviews wherever possible. I made sure to have 

lunch and coffee breaks in the same place as the vendors and attendees, as well as travelling 

to and from the event at the same time. Many fruitful conversations were had through sharing 

a table at lunch or sitting next to somebody on the train who had just left IFSEC. 

 

The advantage of attending the event multiple times at the same location magnified the 

benefits of this process with people and places becoming more familiar each year. These latter 

points certainly highlight the value of joining the flow of daily life at the site under study, 

demonstrating the “insights participant observation facilitates” in understanding the value of 

“informal narratives” (Gusterson 2008, 101-102) that are so key to the buzz of the cluster. I 

am not convinced any other methodology would have allowed access to actors’ perceptions, 

decision-making and behaviour, an experience of their context, in such an immersive way 

(Adler and Adler 1987). Without such an approach it would be very easy to take the process 

itself for granted, just looking instead at outcomes, whereas it is exactly that process that 

should be the object of study – participant observation allows an understanding of what 

meanings are imputed to those processes, and by which actors (Parker 2003, 23). 

 

Another important component of my time at IFSEC was conducting semi-structured 

interviews40. Typically, the ‘questionnaire’ approach to interviewing would mandate that the 

same set of questions were used for different subjects, enabling generalisations to be drawn 

from the different ways different individuals/groups answered the same questions (Gusterson 

2008, 104). However, whilst the benefits of this protocol are obvious, this is methodologically 

40 A full list of which can be found after the bibliography at the end of this thesis. 
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unsatisfactory for the investigation undertaken here on a number of counts. As Sharon 

Hutchinson says, ethnography is “the fine art of conversation” (Hutchinson in Gusterson 2008, 

104). Different individuals from different backgrounds (be that in terms of country of origin, 

profession, or industry) like to talk about different things and exploring those nuances would 

have been lost with a more rigid comparability. This was particularly important at IFSEC, as I 

had discussions with many different individuals. Some were purely salespeople, some were 

engineers enlisted to demonstrate their products, and some were employees of IFSEC 

themselves with an entirely different outlooks and priorities than those engaged in the direct 

sale of tools. As Balzacq has found, a fixed logic to interviewing was “much less dynamic and 

actually brought little returns” (Balzacq 2010, 46). This was perhaps most evident in talking to 

the aforementioned engineers as it quickly become obvious that many of them were not keen 

on the sales role but were required to attend the show. As such, it became apparent that 

several of them treated me as a ‘break’ from the pressures of the show floor – without the 

need to sell to me they could still appear busy and were happy to share stories of the 

development of products they were particularly proud of, or how they understood their own 

role within the security industry. Contrast this with talking to IFSEC representatives, who had 

a time-pressured window in which to secure the program for the following year whilst making 

sure everything ran smoothly, who often could only offer 10 minutes for a quick talk before 

having to rush off. Without taking this “branching” (Gusterson 2008, 104) approach of letting 

conversation flow from a few core questions, these encounters would not have been as 

fruitful. 

 

Another important point to note about the benefits of semi-structured interviews is that these 

naturally occurring instabilities and differences in responses I received all came to the fore as 

important parts of their own cultural identity. Such interviews can be thought of as “dynamic 

events through which the identity of the subject was performed” (Gusterson 2008, 105). In 

other words, there is an element of “performance of the self” in them (Balzacq 2010, 46). This 

is key if we understand the process of technology and the buzz of the trade fair to be 

constructed through the interactions and mediations between different individuals and 

groups. Whilst the engineers did not always like selling, and some of the salespeople did not 

necessarily like selling the latest tools over established models, there was a nearly uniform 

appreciation and enthusiasm for the industry as a whole that my semi-structured interviews 

enabled me to see as more than simple sales patter – demonstrating the pull of the cluster 
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and the community it creates. Whilst it is easy to make assumptions about groups of people, 

or to become distracted by the abstracted world of policy or wider market trends, these 

‘backroom’ narratives are the lifeblood of these grander elements, something 

ethnography enabled me access to. In other words, “semi-structured interviews 

evidence otherwise inaccessible insiders’ world of meaning and reveal new 

perspectives” (Balzacq 2010, 46). 

Both of these primary methods were companions to an analysis of the more formal narratives 

of the trade fair. I spent much of the first day collecting as much promotional material as I 

could carry, from brochures to posters and ‘freebies’ on offer. Over the three years I attended 

I collected over 300 such items, which allowed a comparison not only between different firms 

and market segments, but also between different styles of advertising of the same company 

over the years. To accompany the observational notes I collected, I also saved the electronic 

communications I received from both IFSEC and the firms to whom I had given my details, as 

well as taking many photographs of the different stands and activities taking place throughout 

the event. 

Importantly, many of the potential problems and pitfalls of ethnographic research were either 

not present in my immersion at IFSEC, or actually helped develop a deeper understanding of 

the processes at play. Practically speaking, issues of access to the site itself and the subjects 

within did not present a problem. As we have seen in this chapter, the security technology 

world is considerably more open than it once was. Gaining access was simply a case of applying 

online and collecting a name badge at the door. Whilst (as discussed in Chapter 5) there were 

some interesting dynamics regarding how I identified myself as a researcher, there were no 

formal questions asked about my attendance and nothing clandestine about the trade fair 

itself. The time-compressed nature of the show proved beneficial in terms of being able to see 

and speak to a lot of people in one place over a short period of time, but presented issues in 

terms of getting to sit down with subjects. The more informal method of interviewing I 

adopted that enabled me to ‘drop-in’ in a quiet moment, and the ability to glean much from 

simple observation overcame much of this. Returning over several years also helped build a 

rapport with some individuals that meant they were more willing to offer me time at future 

shows. Being able to display a good level of knowledge regarding the wider security industry 

(having already mapped the fairs and their evolution), and having a basic grasp of the 

technological principles behind many of the more mainstream tools (through a general 
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interest in new technology) certainly aided acceptance during interactions, and thus I avoided 

much of the ‘outsider’ syndrome that other researchers might suffer in environments in which 

they have no experience. 

 

Perhaps the biggest issue that ethnography faces as a methodology is the role of the 

researcher themselves. I have attempted to avoid what Haraway calls the problem of the 

Gods’ eye view from nowhere (1988, 578) and Gusterson “phony objectivism” (2008, 108). 

Despite the ability to check facts and not willingly misrepresent statements made by subjects, 

the researcher (ie me) still has their own concerns and motivations to contend with. Indeed, 

it has been noted that specification of data collection and analysis methods are considered 

secondary in importance to the researcher’s experience of the research site. (Creswell 1998; 

Flick 2002). It is in acknowledging and engaging with that experience that ethnography can 

really demonstrate its benefits. Gusterson, in his ethnographic study of nuclear weapons 

laboratories in the US, details how he went into the experience with great unease regarding 

them (in addition to being anti-nuclear weapons). By the end of the experience, however, he 

found this unease had entirely disappeared and that he had made a very close connection 

with those developing the very thing he was opposed to (Gusterson 2004, 19). This was not 

dissimilar to my own experience. As a student with a particular background in a critical security 

studies literature that has delivered a serious critique of much of the current security 

apparatus, I found myself very quickly acclimatised to constantly having such tools 

permanently following me and very soon started to appreciate them on their own terms, 

being able to discuss their relative merits without reference to my broader political concerns 

with their deployment. 

 

It is in charting this personal immersion that enables an understanding of how the people 

under study come to live with such tools on a daily basis (Gusterson 2008, 103) and to 

appreciate the value of the complex web of interactions and differences that tear at the fabric 

of the trade show, yet at the same time constitute it. Perhaps most importantly of all, 

however, is that ethnography enables bringing “a people and a place to life in the eyes and 

hearts of those who have not been there” (Nordstrom 2004, 14). Whilst the trade fair 

environment may not be a war zone or an alien planet, it is far disconnected from most 

everyday experiences and thus if I want to impress on the reader the importance of the 

processes at play there, it is important to paint a vivid picture of the place itself. After all, as 
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Bigo notes, “we are all storytellers” (Bigo 2014). This thesis in particular is concerned with how 

convincing stories come to be told, and therefore itself needs to tell its own convincing story. 

It is to that storytelling of my ethnographic immersion at IFSEC that Chapter 4 shall now turn. 
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4. Inside the Hot Spots of Knowledge Exchange - IFSEC as a 

Case-Study 

 

I want to begin, seemingly off-topic, by stating that there is a certain something about firearms 

that makes them hard to resist. That is not a statement that is meant to sound particularly big, 

or clever, or something to be proud of. The more intellectually developed part of my brain 

knows full well the unpleasant implications of the arms trade, legal or otherwise. Indeed, the 

consequences of easy access to small arms does not require a lengthy list of references to 

substantiate, nor a precise case-study of their use (or misuse) to appreciate that they should 

probably not be seen as objects of desire for the average citizen. Yet the fascination is still 

there. And I am certainly not alone. Step inside a trade fair where such weapons are available 

to handle and test-fire and you will find groups of men (indeed, mostly men) showing off to 

their (female) colleagues about how fast they can attach the clip and cock a machinegun, 

posing for photos with the more ‘iconic’ items – normally an Uzi or AK47, or simply pretending 

they are saving the world, one trade fair delegate at a time. 
 

 
Figure 20 - Man Testing Assault Rifle, Milipol Trade Fair, Paris 201041 

41 All photographs presented in this thesis were taken by myself unless expressly referenced otherwise. 
138 

 

                                                      



 
 

Undoubtedly these men are here for business reasons, and deals are certainly done at the 

various manufacturers’ stands. Yet the sense of personal excitement, and enjoyment, that 

comes from handling these ‘big-boys’ toys’ is almost palpable. The dynamics of the weapons 

trade is certainly something that warrants its own thesis, and that this is not. Why then open 

with this story? The point is that I expected to feel that way when encountering a weapons 

fair for the first time, and I can rationalise why. Hollywood, video games, and the internet have 

made these deadly tools part of the fabric of popular culture. They’re what saves the day, gets 

the girl, kills the bad guy and impresses the sidekick. Who wouldn’t want to hold the same gun 

that Clint Eastwood used in Dirty Harry when he uttered “Go ahead, make my day”? 

Immersion in that kind of cultural context makes the fascination understandable, if not exactly 

something to shout about. 

 

Security technologies, one would think, do not have the same allure. Your day-to-day security 

apparatus often plays a supporting role, but rarely a particularly exciting one. The computer-

geek sidekick is normally just that – a secondary role working out of harm’s way in the 

background whilst the hero of the story is off doing the dirty work. ‘Q’ might have made 007 

some useful surveillance tools in his time, but it is hard to see Bond giving up his Walther PPK 

pistol for the latest HD CCTV camera or biometric entry system. By and large such technology 

is just not that exciting. Or so I thought. 

 

I am a self-confessed technology addict, and I love keeping up to date with the latest 

developments in computing and mobile devices, and certainly hanker after the new releases. 

Despite this technological bent, getting swept up in the excitement of my first security-

technology fair was not something I was too worried about. The intellectual side, once again, 

was convinced of the importance of these technologies, perhaps even more so than weapons 

technology. I expected to be a fairly neutral, if slightly cynical, observer in somebody else’s 

world – there to watch, take notes, but not participate. What I did not expect was for it to 

become my world. To be enthralled by the fluidity of motion in the tracking arm of a computer 

controlled CCTV camera or appreciate the aesthetic qualities of a door entry system. To let go 

of my academic scruples and enjoy the show. Yet the more this happened the more it seemed 

important, particularly as it was not as easy to explain away as the fascination with guns. How 

the trade fair environment achieved this, despite its uninspiring subject matter, seemed key 
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to unlocking the secret of their continued dominance in the security arena, and their influence 

over us in everyday life. Thus this chapter is equally about my observations of the interactions, 

documents and displays at the fair, but also the internal tension between academic 

reservation and the unexpected fascination the show floor brought. Think of it as in part a 

story of ‘how I learned to stop worrying and love security technology’. The ethnographic 

immersion discussed herein took place over 3 years (2010-12) of visiting the International Fire 

and Security Exhibition and Conference (IFSEC).  

 

 

Before the Show 

 

As Chapter 3 has demonstrated, the journey through IFSEC begins long before you walk into 

the NEC (and indeed lasts beyond the event itself). In order to pre-register for the event it is 

necessary to visit the IFSEC website (www.ifsec.co.uk), which presents you with your first 

impression of how the exhibition likes to portray itself. There is no hint of the clandestinity 

that you may perhaps be tempted to associate with the security industry, and the website 

makes the purpose of IFSEC clear. There is certainly nothing to hide here, and nothing in the 

content of the show that should be considered shameful or morally questionable; nothing is 

hidden behind any kind of restricted access. This theme is continued with the sections 

detailing the different elements of security technology covered by the exhibition, complete 

with close-up photography in the typically ‘arty’ fashion you would associate with glossy 

review magazines and websites looking at the latest desirable television or digital camera. 

Indeed, for all intents and purposes, the IFSEC website looks much like any other ‘Web 2.0’ 

news/review site. This intention is confirmed by the way the website attempts to integrate 

itself into the online security ‘mainstream’ with links to the latest security news from 

info4security.com, YouTube videos providing updates and so forth – IFSEC is presented as 

being very much the norm and an integral part of the security world, much as we would expect 

from the logic of the cluster discussed in the previous chapter. As that chapter also 

demonstrated, IFSEC utilises the latest social networking features in order to integrate further 

into the popular culture of the online community. Both Twitter and blogging sites are used to 

communicate with customers and to relay the latest information. Their account 

communicates with conference delegates, security firms, and other trade shows as well as 

‘retweeting’ the latest security industry news and product developments. The IFSEC blog is an 
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excellent further example of this projection of a brand image. One of the final posts begins 

with a discussion of the latest CCTV developments, but end with a link to “a classic compilation 

of news bloopers,” on a blog that describes itself as aiming “to be an irreverent and 

entertaining take on the security news of the day”.42  

 

The email correspondence you receive once registering for the exhibition is in a similar vein. 

One particular email sent before the 2010 event to all those registered as visitors (myself 

included), declared: 

 

The path to IFSEC 2010 is nearing its end as your team of superheroes work tirelessly 

on getting the latest and greatest in the security industry to help you make better 

informed decisions.  

Spreading good as we do, we’ve only gone and secured more of the good stuff, so 

you'll be equipped with all the resources and information to see your business propel 

to new heights. So sit back. Relax (IFSEC 2010). 

 

These two paragraphs sum up the image that IFSEC clearly wants to display to both industry 

professionals and the wider world. This is one where it is a force for good designed to make 

the decision-making process of security professionals easier by presenting them with a 

selection of the ‘latest and greatest’ products and services, but more than that to mark itself 

as at the leader of technological developments and part of the fabric of everyday commerce 

and online activity. It is an interesting message that combines the certainty that as a brand 

they can be trusted to be at the cutting edge of developments across technology and the 

industry as a whole, but at the same time showing a side of the company that suggests a 

reassuring notion of not always taking itself too seriously, almost projecting an air of 

somebody that is conformable and relaxed in the knowledge they are at the top of their game. 

The message is certainly clear, however – we are here, we are the market leader, we have 

nothing to hide and neither do you. Stick with us and you’ll get the best access to the latest 

and greatest security technologies. This is the beginning of a process of normalisation that 

continues at the trade show itself, and its impact will become clear in the discussion that 

follows. 

 

42 Source: http://thealarmist.wordpress.com/about-this-blog/. 
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Through the Looking Glass – Inside the Show Hall 

 

Once you arrive at the event itself, the very prominent branding exercise undertaken by IFSEC 

displayed in their online content is continued. The branding of the ‘Event Guide’ is perhaps 

the most obvious example, with the various front covers displayed below: 

 

 
Figure 21 - IFSEC Event Guide Front Cover 2010 (IFSEC 2010) 

142 
 



 
Figure 22 - IFSEC Event Guide Front Cover 2011 (IFSEC 2011) 
 

 
Figure 23 - IFSEC Event Guide Front Cover 2012 (IFSEC 2012) 
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This branding can also be seen on the entrance to the show and throughout its stalls: 

 

 
Figure 24 - Main Entrance to IFSEC 2010 
 

IFSEC, in 2010 (Figures 21 and 24), is depicted as a ‘superhero’ (in line with the email quoted 

previously) and has been brought to life in the form of a series of images of children dressed 

in capes and goggles. 2011 sees a simple globe on an aged/vintage paper effect background, 

complete with the IFSEC logo forming the shadow for the globe itself. 2012 features the 

various different zones of the show depicted as stylised ‘infographics’. These varied iterations 

of the yearly show are interesting both from what they share, and how they depict different 

elements of the image IFSEC is keen to project. 

 

What is absent is a direct reference to specifics about the technology on offer, and the 

scenarios in which it can be deployed. Indeed, IFSEC appears to downplay this, using the 

superhero idea in 2010 to appear almost as if the intention is to make fun of the idea of 

‘security’. Clearly the point is not to ‘make fun of’ however, but can be seen to link in with 

ideas described in their online presence – something of a normalisation, an embedding in the 

wider cultural fabric of the delegates in attendance. The reference to childhood and 
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superheroes not only builds on the idea of IFSEC as ‘the good guys’ but acts to further 

normalise the event by incorporating familiar aspects and images from popular culture. 

Indeed, comparisons could easily be drawn between the images of childhood superheroes and 

the latest spate of ‘rebooted’ comic book film franchises. For example, the Batman trilogy 

directed by Christopher Nolan sees the caped crusader using the security technologies created 

by a corrupt Wayne Enterprises for an ultimately good end, and the Iron Man films have a 

similar plot involving the positive use of technology. Whilst the 2011 branding is not as visually 

exciting to examine, it does contain some similar themes. Again, there is no overt reference 

to the purpose of the show itself in the imagery used in the branding, yet the message is just 

as strong. The globe, with the IFSEC logo as the shadow cast behind, clearly demonstrates a 

show that sees itself as a true worldwide event, perhaps even at the centre of this particular 

world, and one that can represent and cater for all. The simplicity of the imagery is also 

interesting. If we are to continue with the pop-culture references, this is not dissimilar to 

brands or film franchises that have attained a level of recognition that does not require 

anything more than a simple, subtle, logo or ident to convey the brand message. Simply having 

the IFSEC logo behind the globe serves much the same purpose, and is a clear decision that 

the brand has a strength that does not require anything more to be said. Indeed, is it IFSEC in 

the shadow of the world, or a statement that they lie behind many of the key decisions that 

affect that world? 

 

 

Finally, the 2012 branding is again interesting for two reasons. Stylistically, this represents a 

characteristic of the IFSEC brand that is highlighted in their online presence – the desire to 

stay ahead of the game and be one of the trend-setters when it comes to its technology 

counterparts. The ‘infographic’ way of expressing information and purpose in a complex 

fashion is nothing new, but the highly stylised way in which it is offered in the catalogue and 

fair branding represents something of a wider trend that can be seen in digital media and 

other outlets, and has become fashionable in recent years. Similar designs can be seen among 

the multitude of consumer-technology websites, particularly blogs, and are also 

demonstrated to great effect in the latest technology – you only need look at the latest 

Android or Apple iOS operating systems, or Google Chrome browser, to see exactly the same 

styles being adopted. Secondly, and perhaps most interestingly, is the purpose of the 

infographics themselves. The whole purpose of such graphics is to convey (potentially 
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complex) information in a simple and quick to understand fashion. It is easy to glance at the 

front cover for the 2012 show and identify the key aspects of what might be contained within 

the show itself. However, it is the process of simplification that is interesting here – the 

different technologies are stripped of their wider context or meaning, distilled to something 

approximating what one assumes is their essence and presented in terms of IFSECs choosing. 

It is an interesting piece of double-speak, at once both being immediately recognisable by 

reference to a widely socially accepted symbolism, but at the same time presenting that 

recognition strictly on their own terms, and through their own design. This process will be 

further discussed later in the chapter. What is clear is that the different marketing exercises 

surrounding the yearly event all continue what is started before you even step foot on the 

show floor – the creation of an image of laid-back superiority that can only come from a 

market leader, and an embedding in wider society that depicts an entirely normal activity to 

be involved with. 

 

The need for this becomes apparent once you have stepped foot inside the show-hall. The 

light, the noise, the heat, the amount of people and walkways are immediately and immensely 

disorientating for a first time visitor, and certainly take some adjustment even after repeated 

visits. Perhaps more immediately disturbing is the amount of technology you come into 

contact with – something on a scale that even those who spent their lives in the security-

technology market are unlikely to witness outside of the trade-show environment. There are 

CCTV cameras festooning the walls, automated bollards and alarm systems moving, flashing 

and beeping in every direction – technologies whose presence in everyday life we are not 

overly conscious of but here are beyond number and cannot be ignored. There are televisions 

displaying the latest products, demonstrations going on in every conceivable fashion and 

thousands of people hurrying from place to place. Considering the size of the hall and the 

hundreds of stands that fill it, it would be easy under the circumstances to wander aimlessly, 

and slightly confused, through the various stands on offer for many an hour without taking 

much in – simply too lost in the scale of the event to pay any attention to the specific detail of 

individual companies or products. Clearly not good for morale, nor business. This would be 

particularly problematic for a business model that brings everyone together for only a couple 

of days a year, leaving little in the way of time to acclimatise to the environment. This 

demonstrates the dual-role IFSEC must play, both in normalising, and to a certain extent 
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sanitising, the security technologies on offer, but also in normalising the very exceptional 

trade-show environment that hosts them. 

 

This process was very much confirmed during a series of semi-structured interviews with 

Kristan Johnstone43, formerly International Security Account Manager and now International 

Event Manager for UBM (the firm that now owns the IFSEC brand). He noted that IFSEC has 

purposefully distanced itself from the competition in the fashion described above in an 

attempt to drive more custom through concentrating on the 'end-user experience'. He 

remarked that in the past IFSEC had been very much an electronics and physical security show 

with little else going on, but this 'end-user target' had driven the 'cuddly' image that was now 

portrayed in all the literature in a conscious attempt to get away from the serious mood to 

take a more laid-back approach. On being questioned on this move towards normalising the 

whole experience, he agreed this was a key aspect. IFSEC is well aware of the nature of both 

security technologies and the trade show environment, and thus deploys a variety of tactics 

to help “pull, educate and sway the decisions of” end-users. This includes not only the online 

‘experience’ and branding, but the way the floor plan is laid out (which was introduced 10 

years ago to add structure to the event and will be discussed later), all the way through to the 

provision of cafés and free massages within the exhibition to help visitors feel 'at home' and 

relaxed. To this end, Johnstone was also keen to mention both the conference aspect of the 

exhibition which runs yearly alongside the show, and the IFSEC Awards. These are all attempts 

to bring in ostensibly ‘normal’ aspects of everyday life you would expect to find in any other 

business environment or setting. Delivering talks and ‘awards’ for new innovations in security 

technologies is certainly part of this process, but importantly also helps make them something 

that can become celebrated and debated. Moreover, these elements speak directly to the 

notion of ‘knowledge spillovers’ that the logic of clustering places as so important. 

 

Thus we have a model in the trade show itself that is very much in the business of making the 

abnormal as normal as possible – to make the exception seem like just your average day. We 

can see the links that are continually being made to other very mundane aspects of everyday 

life, in everything from the facilities provided on the ground to the styling of the publicity 

materials. There are certain important internalising mechanisms at play here also, and this will 

be discussed in due course. At this point, however, it seems appropriate to continue the 

43 Interviews with Kristan Johnstone at IFSEC 2010, 2011. 
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journey through the looking glass – and consider the purveyors of security technologies, and 

how they position themselves within this environment. 

 

‘The Art of Integration’ – Smart Security Technologies 

 

The specific technologies at the show that will be of particular focus here are what could be 

considered ‘smart technology’ and the industry and products attached to them. ‘Smart’ can 

be thought of here as ‘added brainpower’ if you like. These are not ‘simple’ technologies such 

as a CCTV camera that just records a low quality image to a tape – these are more advanced 

systems that can process the data, capture high resolution images, coordinate with different 

systems in the same network and build a risk profile, for example. They do not just monitor, 

they add value to it at some point in the chain. As we have seen, these are the key area of 

focus for new responses to risks we allegedly face during modern life. The airport, for example, 

is the perfect case in point of the emergence and rise of this new breed of ‘smart’ technologies 

for surveillance. Indeed, here the increasingly technologised and complex surveillance and 

profiling of the traveller at the ‘frontline’ to allow or disallow access comes face to face with 

the mundane ‘smart’ technologies that have become ubiquitous in daily life, be that the RFID 

tags44 of the airport shops or the access to WiFi that allows smartphone users to ‘check-in’ on 

Facebook or Foursquare. The airport highlights in a very localised way the multi-faceted and 

increasingly interconnected, complex web of surveillance techniques and technologies, even 

the mundane that help to shape how we live a ‘modern life’. Furthermore, these are 

increasingly the types of technologies that we come into contact with as part of our daily 

routine – from swipe or wireless access card entry systems at places of work to CCTV in public 

areas that are connected to wider databases. Thus, if we follow the logic espoused in previous 

chapters regarding the importance of the mundane, these are the technologies that should 

draw our focus. This is supported by IFSEC itself, where over 90% of the exhibitors listed could 

be considered involved in technologies that are either ‘smart systems’ in and of themselves, 

or produce components that are designed to integrate and interact with these systems.45 An 

excellent visual representation of this is provided by the floor plans of the show (see Appendix 

B), where Halls 4 and 5 (CCTV & Surveillance, Integrated Security & Network Solutions and 

44 Radio frequency identification tags – the ones that wirelessly set the alarms by the doors off if they are near. 
45 Based on the exhibitor lists from 2010, 2011 and 2012. Excluding categories clearly not in this business – 
personal protection, physical security, fire safety and so forth. 
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Access Control) clearly dominate the majority of the floor space, with Hall 3 containing the 

remainder, and considerably smaller, of the firms not involved in this area. 

 

An important logic of smart surveillance technologies, much like the example of the latest 

consumer computer hardware used in Chapter 2, is that their justification lies in the fact that 

they can collect and process far more data than any human operative ever could – and, as a 

result, their performance can only be tested by technological means – they can be entirely 

self-referential. This is exemplified perfectly by a seminar I attended whilst at IFSEC in 2011, 

held by a company called BRS Labs. They have developed a piece of software that moves 

beyond video analytics, called AISight. This is the same technology the opened the discussion 

in Chapter 1, however returning to it now helps to highlight the unique characteristics of the 

latest generation smart technologies. 

 

As has been previously noted, traditional video analytics software needs to be pre-

programmed with rules, such as if a foreign objects crosses a boundary or fence, an alarm is 

triggered. AISight, however, is different. Once the software and cameras are installed it learns 

the environment. It assesses what forms ‘normality’ and what forms the exception. Given long 

enough, it will even learn changes in season that affect the environment it is monitoring. Any 

‘unusual’ behaviour then gets flagged as a warning. This system requires no pre-programmed 

rules to operate as the marketing information makes clear. As a technical solution it embodies 

everything that we would expect from a ‘smart’ technology. Technology here can be thought 

of as actively creating the ‘normality’ into which it is being deployed and defining that 

normality continually as it ‘protects’ it. Once deployed this type of security really does become 

the only possible solution. 

 

However this analysis uncovers a further important logic of smart surveillance. The above 

examples illustrate the power of the black boxed and mundane everyday technologies we 

interact with and how this socio-technical relationality can form our very subjectivities. Thus 

there is an additional focus that is not immediately obvious without having spent time within 

the market, one of how to ‘achieve’ this mundane and banal nature, as after all, smart 

surveillance only works as a control method if it is ubiquitous and continually collecting data 

of the minutiae of our regular movements in order to profile and predict risky subjects. The 

point of successful smart surveillance is not to stand out or be distinct from everyday practice, 
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but to seamlessly integrate into our lives so as to become an unthinking part of habit. The key 

to selling these kinds of technologies is not then one of the triumph of better technological 

specification than rival providers, but a better integration into the day to day existence of the 

average citizen. This is evidenced in the spaces of promotion for the technologies themselves. 

Figure 25 - Texecom Wireless Access Systems, IFSEC 2011 

Figure 26 - Lenel Advertisement for Integrated Surveillance System, IFSEC 2010 
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The logic of integration has become a key selling point for those providers offering ‘smart’ 

services. The idea of “Easier. Smarter. Further” in Figure 25 highlights this well – it is a language 

concerning ease of use, less user interaction to get results and better assimilation into existing 

operations – it truly is the art of integration, as Figure 26 suggests. In fact, out of the average 

650+ companies in attendance at each show, 203 (in 2010), 147 (2011), and 167 (2012) 

companies specifically listed their purpose as either “installer” or “systems integrator”,46 

demonstrating just how important this aspect of the industry is. This appears to be a drive for 

integration instead of advertising purely on the basis of technological specifications, as will be 

demonstrated in the way technologies are marketed in this environment, as discussed in the 

following section. 

From iPad to Iris Scan - Security? There’s an App for That. 

One would immediately suspect that the basis of a sales pitch for new security technologies 

would be their specifications, particularly following on from the discussion regarding the 

embedded political content of such specifications in the previous chapter. The latest CCTV 

should be advertised based on having a higher resolution that its competitors or predecessor, 

for example. This logic is certainly not absent from the trade-show, and the in-depth 

specifications of products are invariably included within the glossy promotional materials 

provided alongside the displays. What is interesting, however, is that this does not appear to 

be the case, certainly for the larger players in the sector. In fact, as we shall see, many of the 

displays present are in fact conspicuous for their lack of such technical data being prominent. 

This is perhaps due in part to the importance of the end-user's reception and how it resonates 

with other aspects of everyday life that are both familiar and have solidified enough to have 

a certain fixity of meaning in order to be accepted, for integration to be successful. Thus, 

increasingly it is the design/aesthetic aspect that is being marketed as a key feature of new 

security technologies. 

46 Based on the exhibitor list from the various show catalogues (IFSEC 2010; 2011; 2012). 
151 



Figure 27 - CCTV Cameras Purposefully Designed to Resemble Stormtroopers, IFSEC 2012 

Figure 28 - SAG RFID Tags Laid Out Like Jewellery, IFSEC 2010 
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Figure 29 - Sagem Fingerprint Pad With Design Cues From Apple, IFSEC 2011 
 

In Figure 28 shows Videotec’s PTZ (Pan-tilt-zoom) CCTV cameras, purposefully designed to be 

some kind of fusion between a Star Wars Storm Trooper and Pixar’s Wall-E. Below this, Figure 

28 is a display from a Taiwanese company of RFID tags displayed much like any jewellery might 

be in a high street shop. Figure 28 shows a new biometric finger scanner from Sagem, the 

ergonomics, colours and lighting/colour effects of which are not dissimilar to Apple’s iPhone 

and similar consumer devices. 

 

What this represents is both the increasing desirability of the technology in its own right, but 

also the blurring of the consumer electronics and security technology markets. This was 

confirmed as a recent development in the market by both Samsung and Sony during 
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interviews47, and also by Stanley Chen, Sales Executive for Securitag Assembly Group Ltd48, 

who commented that an increasing amount of the market now revolves around 

differentiation in terms of design and materials rather than simple specification. Buyers are 

interested in security solutions that not only work, but look good – they increasingly want 

‘non-essential’ features such as colour screens, expensive finishes and so forth. The market 

has reached the point where the security technologies themselves have become an object of 

desire much like consumer technologies are for home users – they cease to be desirable solely 

for their security function, but for the way they look and operate. This helps their diffusion 

into everyday life as they can fully integrate with the latest design statements in office 

buildings and homes, and work seamlessly with our other consumer grade devices to create 

the pinnacle of an integrated system from which there is no turning back and no other 

solution. Smart surveillance technologies demonstrate the fetishisation of the security 

technology market, with much of the promotional literature and trade areas resembling 

boutique, high grade, electronics stores such as Bang and Olufsen: 

 

 
Figure 30 - Typical IFSEC Display Stand, IFSEC 2012 
 

47 Semi-structured Interviews at IFSEC 2010, 2012. 
48 Semi-structured Interview at IFSEC 2011. 
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Figure 31 - Selection of Typical 'Glossy' Catalogues, IFSEC 2010 
 

Traditionally the security/defence industries were the ones from whom the consumer market 

took their cues (the jet engine and computing to name a couple of examples). Having come 

full-circle, it is now the consumer market that is feeding back into the security technology 

market, bringing with it all the desirable electronics imagined there. The design/aesthetic 

aspect of the technologies on offer can be used to help push a certain imaginary of the future 

where the deployment of ever more sophisticated solutions is not only inevitable, but actively 

desirable and fully integrated into our normal lives. 

 

 
Figure 32 - Advertisment for the Synetics ‘Synergy Web Streamer’, IFSEC 2011 
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This is represented perfectly by Figure 32, which shows the use of a smartphone (although 

many others specifically reference the iPhone) to push the integrated nature of surveillance 

technologies, and how they can assimilate perfectly into a modern, on the move, lifestyle. This 

has been termed by some in the industry the 'gamification' of security, or, 

 

the way that companies like Apple, Facebook or Microsoft have set… 'the gold 

standard' in user experience. The user experience and usability of security 

management software is one of the most important aspects of any system and the 

driving force in it is coming from people who are (or were) outside the security industry 

(Ratcliff 2014a).  

 

It is interesting to note, as was raised in an interview with Shahar Ze’evi, senior product 

manager with American Dynamics,49 that many of the current designers working inside the 

‘smart’ security technology industry started their careers in videogame development. As a 

result, end user experience, he noted, has become the driving force behind many of the 

designs. This is perhaps best summed up by Ratcliff, who further notes that: 

 

the products have to look good… we are now past the point where we had to educate 

the market about the benefits of digital in the security market, past the relentless slog 

to prove that this camera or that camera is the best in breed, and we have reached the 

point where all of our security systems are unified. 

Access control, CCTV, fire doors, fire control panels, and intruder alarms are coming 

together – unified on platforms that are simple to use and have been (unashamedly) 

inspired by the consumer software industry (Ratcliff 2014a). 
 

Interestingly, there are similar moves within the wider security technology industry that have 

occurred at the same time as the increasing development of new, smart surveillance 

technology and the associated move away from advertising based purely on technical 

capability. There are increasing moves within the industry to open up shared standards, have 

interoperable systems and standardise certain technological specifications. Indeed, many of 

49 Semi-structured Interview at IFSEC 2012. 
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the companies openly advertise on this basis (see below), and there are ever increasing 

numbers of seminars and round table events at the conference that accompanies IFSEC aimed 

at increasing cooperation and standardising practice50. This trend has been picked up in the 

industry press, with one report noting that, “security companies [are] keen to be seen as the 

most open in the industry,” and “gone are the days of protectionist closed systems… 

manufacturers such as Samsung and Siemens seem to be tripping over each other to 

demonstrate how flexible their systems are” (Ratcliff 2014b). Perhaps most tellingly, the 

article notes that “this year’s buzz phrases: interoperability and unification… open cheaper 

technology that just works” (Ratcliff 2014b, emphasis mine). Creating this ‘shared vision’ of 

the underlying technological standards in the security market undoubtedly helps to further 

concretise and black box the technologies themselves, giving certain aspects of their 

specifications a fixity that makes them hard to question or resist and heightens their perceived 

legitimacy. See below for just one example of a firm whose key advertising slogan at the show 

references it as “open platform”. This same phrase has been used from 2010-12: 

 

 
Figure 33- Reception Hosted by Milestone Systems, IFSEC 2010 
 

What this represents for the industry is in fact a retreat from competition based primarily on 

differences in technical specification and instead more of a shared conception of what these 

50 As per conference timetable in show catalogues (IFSEC 2010; 2011; 2012). 
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should be and that they need not be interrogated. This appears intricately linked to the rise of 

‘smart’ surveillance technologies and their unique logic of integration. One would assume, 

precisely because smart technologies work due to their highly advanced and complex nature, 

that this would be the grounds upon which they are marketed and how different providers 

hope to set themselves apart from the competition. What becomes apparent from time spent 

at IFSEC however, is another important logic at play – namely that of integration into the 

mundanity of everyday life. Much like the television advertisement for Apple’s iPad 2, which 

announces that “when technology gets out of the way, everything becomes more delightful… 

even magical” (Apple 2011), research in the field has contended that the logic of ‘Smart 

Technology’ is not that of technical sophistication or advancement, but in fact one of the 

retreat of overt technological complexity, instead replaced with concerns about aesthetics 

and end-user experience. 

However, this outward smoothness belies the internal striation inherent in complex 

technological solutions, and increasingly pushes decision making into the realm of the 

machine, as the BRS labs example has demonstrated. The proliferation of ‘smart’ has reduced 

the discussion of technologies to one of elegance, aesthetics and integration. This distracts 

from the underlying technological code that can undoubtedly be read politically, and moves 

such as standardisation further this by concretising these codes and then presenting them as 

some kind of neutral technological artefact. As the language of the technical expert becomes 

increasingly the language of the (in)security professional, the deployment of ‘Smart 

Technologies’ as fixes for security issues serves to disguise and shut down debate about any 

underlying problems found in the specification of technological ‘solutions’. 

Indeed, this compares well with the marketing deployed in the weapons industry, and it is 

useful at this juncture to highlight this. Below, we can see the typical advertising stand for 

various weapons manufacturers at the Milipol defence and technology trade fair in Paris, 

2011. 
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Figure 34 - Typical Method of Displaying Pistols, Milipol 2011 
 

 
Figure 35 - Rafael Shoulder Mounted Rocket Launchers, 'Smart and to the Point', Milipol 
2011 
 

These images are very much typical of the way weapons are sold within the trade fair 

environment and immediately similarities to the security technologies, as discussed above, 

are apparent. Much like the latest innovations at IFSEC, the products are presented almost 

entirely by themselves, with often just a badge indicating the model number and perhaps 

calibre of the weapon. Also much like at IFSEC, although the more in depth technical 
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specifications are present in the catalogues provided by firms, these details are absent from 

the stalls themselves. The weapons are there, without any wider context, to be appreciated 

in and of themselves. They can be picked up and played with – they are demonstrated almost 

entirely on their aesthetic and ergonomic qualities. They become objects of desire in their 

own right, and rather than their specific application in the field the initial sales pitch is all about 

how the weapon feels in the hand, its balance, its ease of use. They are sold in much the same 

way as you would expect any other piece of fine, precise, craftsmanship to be. 

Yet herein we can draw out the differences between weapons and security technology. 

For the weapons, this is very much the end point. Regardless of their specific area of 

deployment they have one simple task 
– firing a projectile in order to kill, or at least stop, an adversary. Even their deterrent

properties are based on the principle that they could do this if it was required. As such, it is 

perhaps easier to understand how they can be abstracted from their specific context, 

appreciated in their own right, and still be relevant to the buyers in attendance that will be 

procuring them for a myriad of different organisations and situations. This logic does not 

necessarily work as well for the ‘smart’ security technology. Whilst they are there to be 

appreciated for their own aesthetic qualities, the additional logic of integration means this 

cannot be the end of the line. By entirely abstracting security technologies from their broader 

context, their suitability for integrating into the specifics of buyer’s own existing systems does 

not appear to be immediately obvious. How are they to choose the technology most able to 

achieve this if it has been taken entirely out of context? It is here that we can turn to the logic 

of the infographic, and the security etiquette present in the show hall in order to understand 

this dual process. 

The Importance of Etiquette on the Show Floor 

Marketing technologies on their aesthetic properties brings a certain fixity to the underlying 

technical specifications, particularly if there are moves within the market to further 

standardise and open up these underlying properties. If, as Chapter 2 suggested, the political 

content of these technologies can be considered part of this ‘technical code’, does this mean 

that the process of selling technologies aside from this basis is somehow a depoliticisation of 

the process? It is here that the particular value of an immersive ethnographic study comes to 

the fore in demonstrating this is not the case, highlighting the dual logic of the space. Within 
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the closed, heightened space of the trade fair there is a meta-game at play, influenced by both 

the competing businesses and the trade fair itself, a certain kind of ‘security etiquette’ that 

acts as an enabling function for those that know the rules. It is to this that I will now turn. 

 

Returning to the concept of an infographic is useful here. Their purpose, as has been 

discussed, is to convey complex information quickly and easily. Inevitably, some of the nuance 

is lost in this conversion. The London Underground map is a perfect comparison to draw: 

 

 
Figure 36 - London Tube Map 1933, Designed by Harry Beck 
 

Designed by Harry Beck in 1931, this iconic map is considered one of the greatest infographics 

to have been produced, thanks to the ease with which it communicates a fairly complex set 

of interlocking destinations in an easy to follow fashion. It is also famous for the way it 

disregards geographical accuracy for a simplistic diagrammatical approach as, obviously, being 

underground negates the need for precise positioning of stations. This gets to the heart of the 

infographic logic - losing detail in one aspect in order to convey what is considered more 

important information, namely the order of the tube stops and where you can change lines. 

Yet this also highlights the knock-on effect this process has. As anyone who has travelled on 

the tube is aware, your journey through the system then becomes contextualised in terms set 

out by Transport for London. Geographical location and timings become less significant, and 
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progress through the system is measured instead in “stops” – for example, you may overhear, 

“it’s only four more stops until I need to get off”. It becomes an existence mediated and 

defined by the map itself, and although the end goal is certainly to reach a physical location, 

this geographical context is abstracted from the equation for your duration underground. In a 

sense, there is a certain tube etiquette, a set of meta-rules that are followed whilst under the 

streets of London that allow you more or less access to the ‘real’ locations above. Clearly, how 

you play the rules of this meta-game are also important – daily commuters know the more 

nuanced rules, not just the map itself but where the most efficient places to stand on the 

platform are, where the best places to change lines are and where to avoid at peak periods so 

as to not have a long wait. Although this is very much a meta-game you can see how different 

appreciations of the rules can have a knock-on effect outside of this closed system – be that 

the silent acceptance as 'one of us' by the other commuters or simply getting into work quicker 

than the uninitiated. 

 

The floor plan at IFSEC is a prime example of this logic, although it works in effectively the 

negative of the tube example. The floor plans can be seen for the 2010, 2011 and 2012 shows 

in Appendix B. Can we think of this floor plan as a similar infographic? Instead of sacrificing 

geographical accuracy, it instead prioritises this whilst losing detail elsewhere. As noted 

previously, this particular floor plan was specifically adopted by IFSEC “to give some structure” 

to the event, yet the question is what kind of structure, and what effect does this have? The 

carpets in the exhibition hall are colour-coded the same as the map – another move designed 

to make visitors feel at ease, so that they always know where they are and what to expect. 

But it is also more than this; it is a demonstration of how the different aspects of security 

technologies fit together in the imaginary of the IFSEC organisers. It is designed so you move 

between ‘Counter-Terror’ to ‘Access Control’ then on to ‘Integrated Security’ and ‘CCTV’ – the 

different aspects of the technological spectrum both at the same time merging into a coherent 

whole but staying separate enough to find your way. The floor plan represents precisely this, 

a very well defined security technology world that contains all the solutions you never knew 

you needed, whilst at the same time defining itself on its own terms. The different sections 

are not posited in terms of the outside world, but relative to each other – they provide 

themselves with context so they at once both make perfect sense but at the same time bear 

no relation to the outside. This is not normalisation per se, where something is deployed into 

everyday life and its use becomes a subconscious part of that life (much like CCTV on the bus 
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or swipe-cards to access a building). This is the creation of a meta-reality, with the same rules 

as the London Underground example above. 

 

We can see this too in the wider layout of the event. When you first enter the NEC in 

Birmingham you are presented with directions as seen below: 

 
Figure 37 - Directions Outside Main Show Hall, IFSEC 2010 
 

 

 

 

IFSEC also plays host to the ‘Safety and Health Expo’ and ‘The Facilities Show’ (a show that 

takes in all practical aspects of business from power tools and shelving to gas installations and 

document shredding). This again seems to follow the logic of adopting a literally 

geographically accurate indication of the layout of the show, whilst at the same time framing 

this in a very specific way so it follows the same internal logic of the floor plan. It shows IFSEC 

as co-located with very ‘normal’ aspects of business life, highlighting not only how security 

issues should be equally as important as anything else in business, but also the normality of 
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discussing and deploying security technologies in the workplace. This juxtaposition achieves 

just that, making IFSEC the facilitator that provides happy and relaxed visitors that are eager 

to do business, unconcerned with the exceptional nature of the trade-show environment. 

These are all part of the creation of a security etiquette that the buyers and the sellers not 

only buy into, but have to act out in order to distinguish themselves appropriate and legitimate 

actors within the game. 

 

The visitor badge you are issued with on arrival is an excellent example of this. Although it 

bears your name, your job and your employer, this is not really what the badge represents. It 

is something you wear at all times within the exhibition, and its use helps assimilate you into 

the meta-reality of the IFSEC environment. By wearing it, and being able to read other 

people’s, you feel like an integral part of proceedings. Whilst the details on the badge relate 

to the outside world you have just left – inside the show they become referent only to the 

rules of the meta-game within IFSEC, whether that is other buyers, or the stall holders on 

display. You can, at a glance, assess where somebody fits into this environment, whether they 

are worth attempting a sale for or starting a conversation with. This is not entirely dissimilar 

to any academic conference, and you can see this at play all over the exhibition, with eyes 

immediately dropping to your lanyard before even saying hello – and if you do not meet the 

criteria they are looking for you are allowed to pass by. Nothing represents this better than 

the barcode on the badge itself. Vendors do not need to ask your name or email address in 

order to send you marketing information, they can simply scan the code and be provided with 

details stored on IFSEC’s database – your identity (at least as far as the show is concerned) is 

assimilated and reconstituted via IFSEC in a manner that is totally ‘normal’ within the show 

itself but betrays the fact that that normality is very much dictated by the meta-game of IFSEC 

and is referent only to what is around you within the walls of the show itself. Perhaps the best 

example of this is the need I felt as a participant to describe myself as a 'Researcher' rather 

than PhD student or similar – it stems not from any dissatisfaction with the other titles in 

everyday life, but from a desire to be accepted as a genuine player in the game, to seem more 

legitimate as an actor within the rules of the meta-reality of IFSEC. Anecdotally at least, this is 

certainly the case. In conversation with various sellers and engineers at the various stands it 

becomes apparent that the term 'researcher' is considered more legitimate – if this was how 

I introduced myself by and large people were happy to stop and talk about the process of 

selling, their technology, and so forth. Admitting to being any kind of student elicited a very 
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different response – the similar kind of disinterest you might expect from a commuter 

regarding a lost-looking tourist on the Underground. This is just one of the rules that form part 

of the wider meta-game that allow, despite some kind of shared conception of the technical 

basis for their industry, for different actors to suggest they are more or less legitimate actors 

to make those claims. Rules that are themselves mediated by IFSEC and the exhibition itself. 

 

What this discussion represents is the value of this kind of ethnographic study. Without an 

immersion in the environment of the trade show itself it would not have been possible to 

realise the value of the facilitator (in the form of IFSEC) in this market. The trade fair is not an 

inanimate space given over to different buyers and sellers. The branding, the communications, 

the colour of the floors and the cafés and massages are all part of the process of setting the 

boundaries of the meta-game within, at the same time as acclimatising visitors to the 

environment and the security technologies on offer. The power of the facilitator is taking 

themes and events from everyday life to achieve this, but reconstituting them in a fashion that 

serves the goals of the event itself. The creation and reproduction of this security etiquette by 

IFSEC may be simply a meta-process but has the potential to have a massive impact on the 

deployment of technological solutions in the everyday world. 

 

IFSEC themselves encapsulate this logic admirably in a recent blog post before the 2014 show. 

In it, they present ‘The Periodic Table of Security’, with the tagline “Security professionals now 

have hundreds of elements to consider – from Fire to Facilities, Cyber Security to Safe Cities – 

it’s an increasingly complicated world” (IFSEC 2014): 
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Figure 38 - 'The Periodic Table of Security' (IFSEC 2014) 
 

 

The table certainly demonstrates the proliferation of modern-day security concerns. But in 

doing so it represents a new kind of alchemy – the art of fusing the most trivial of day-to-day 

business activities with our overarching concerns about security. Fire alarms, card readers, 

and filing cabinets alongside surveillance, intelligence and counter-terror – all in a days work 

for the security professional, all important, and all part of his remit. Perhaps most importantly 

of all, that arrangement and categorisation of different elements of modern day security is 

mediated and filtered by IFSEC themselves, and all are certainly something that they can 

provide at the show. This is the remit of the security professional, as imagined by IFSEC. 

 

Yet this is only part of the game, and in order to assess the full impact of this it is necessary to 

look at the stall-holders and vendors of the technology themselves, to see how they utilise 

this environment and how they assimilate the rules of the security etiquette. It is to this we 

shall now turn. 
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The Purveyors of Security Technologies 

 

 

A continuation of this theme is easy to detect among the stallholders themselves. 

 

 
Figure 39 - Sony CCTV Demonstration, IFSEC 2012 
 

Figure 39 encapsulates how the security firms themselves capitalise on the environment 

created by IFSEC and buy into the boundaries of the game that they set out. Beyond the 

technologies themselves there are repeated references to pop-art imagery (as per Figure 26), 

the latest supercars and women in racing overalls handing out leaflets – all deployed in the 

name of promoting security technology. This highlights not only the branding power of IFSEC 

as an organisation in its own right, but the desire to buy into this way of selling. The effect it 

generates is a continuation of the image of IFSEC itself as a brand. You feel yourself becoming 

very quickly at ease with your surroundings and the security technology on offer rapidly 

becomes all part of the reconstituted meta-reality you are now existing in – you find yourself 

appreciating the way different CCTV cameras compliment a display, for example. This creates 

an interesting effect, as mingled with the branding of the show itself, a regular visitor does 

develop a certain sense of homeliness. Sony, for example, uses a model railway and toy village 

to showcase its latest high-definition motion-sensing CCTV cameras every year. The ‘Samsung 

City’ is always in the same place with a similar café. You become comfortable not only with 
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IFSEC as a brand, but those companies that adopt the rules of their game are absorbed into 

this, creating ‘landmarks’ around the show space that are welcome sights and engender a 

certain familiarity. As a returning visitor, it creates the feeling of being a regular, one of the 

recognised commuters of that space, and you appreciate the firms that deploy these feelings 

well as part of the same. 

 

The Sony train set also shows nicely how the seller and the facilitator can ‘connect the dots’ 

as part of a shared image, as you can immediately see how this follows the trend set by IFSEC 

with their ‘superhero’ branding by reimagining the kind of toy everybody hankered after as a 

child. The cameras around the model town above also link nicely with the metaphor of the 

infographic repeatedly mentioned previously. The cameras displayed almost take a backseat, 

purely there to enhance your enjoyment of watching the model city move about. It almost 

seems like the perfect abstraction of CCTV from its normal environment and converted into 

an infographic – recontextualised in a very familiar way, but a way entirely dictated by the 

firm itself. It is clearly a city under surveillance, but at the same time somehow not. They have 

been taken out of their context and reconstituted so they now make perfect sense in 

reference to each other but their connection to the wider world has been severed. You can 

appreciate the technological aspect of the motion sensing abilities and be impressed by it 

without needing to worry about what it could later be deployed to do. 

 

This recontextualisation is interesting when taken in the context of an interview with a sales 

person at HK Vision, another surveillance camera producer.51  He noted that the pressure to 

“play the game” was such that the deployment of new technologies had essentially “become 

an arms race”. Producers look conspicuous, and certainly less impressive, if they cannot arrive 

at IFSEC with the latest HD cameras or similar new innovation to be displayed in a similar 

fashion to competitors. The interesting part of this particular interview was the admission that 

despite this need, there are concerns within the sales department at HK about these new 

products’ suitability and stability once deployed. The sales person went as far as saying they 

used the new developments so they were not overlooked in favour of the competition, but 

actually preferred to market more established products once negotiations were started. Not 

only does this logic of the actors on the show floor highlight how the links to the real world 

are lost and the products become referent only to each other in this environment, but it also 

51 Semi-structured interview with Sales Representative, HK Vision at IFSEC 2012. 
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shows the power of the ‘meta-game’ and how important it is to play by the rules to be 

considered a legitimate part of the competition. The sentiments here were echoed across 

several interviews conducted over the course of my visits to IFSEC, both with other 

manufacturers and with IFSEC employees. 

 

This relates well to feedback from many manufacturers that I received during other 

discussions, including those with ‘big players’ such as Samsung and Sony, which was the belief 

that the market for security technologies in the UK had matured beyond the point of the need 

for an outside justification for their deployment (which is certainly reinforced by the belief 

within the industry that technical standards should be shared) – it was a given that security 

solutions were required, the question was just which one to choose. This shows just how 

important the security etiquette has become – how well you play this internal game is, in some 

cases, the only way to differentiate yourself. 

 

 “Get Hands On with Your Smart Future” – Producing Convincing 

Imaginaries 

 

 

Moving on from the above discussion, how does this then get translated into a successful sale 

for the technology purveyors at IFSEC? This is perhaps best discussed by looking at one of the 

largest stall holders at IFSEC – Samsung. They provide an excellent example for analysis as they 

have had a consistently large presence over the three years of shows under investigation here. 

Additionally, they have been a primary event sponsor in 2011, and certainly deploy many of 

the strategies that have been discussed so far. If we want to see the operationalisation of the 

meta-game that is the security etiquette, the evolution of the Samsung stand is the ideal 

example. 

169 
 



 
Figure 40 - Samsung 'Beyond Your Imagination', IFSEC 2010 
 

 

 
Figure 41 - Samsung Smart Technology Banner, IFSEC 2012 
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At the 2010 show, Samsung’s slogan for the security market was “Total Security Solutions 

Beyond Your Imagination” (Figure 40) – which fits well with the processes described so far, as 

they really are beyond ‘your’ imagination, the whole point is for them to be precisely 

Samsung’s. The 2012 tagline “Get hands on with your smart future” (Figure 41) is an apt 

demonstration of both the importance of smart technologies to the market, but the “get 

hands on” hints at the importance of the aesthetics and user experience that is so key. 

 

We can observe from the above images how Samsung participates in the security etiquette of 

IFSEC too. The stand, which is again set out to show the products themselves as abstract 

objects to be appreciated in their own right, the elegance of the design of the stand itself and 

how it maintains a certain fixity across the three years of the show. There are also other tactics 

deployed – they feature a toy car racing track, a remote control vehicle and the upstairs café, 

all serving much the same purpose as the examples that have been discussed so far. Samsung 

is very much part of the fabric of the show itself, at one with their particular brand ethos, one 

of the landmarks of the trade show floor that elicits a fondly familiar emotion for the repeat 

visitor. By playing the meta-game well, Samsung obtains certain legitimacy as an appropriate 

actor within the environment, one to be trusted and respected. 

 

It has already been discussed how the environment within IFSEC reduces the security 

technologies on display to an internal contextualisation, a detached logic. But at the Samsung 

stand you can see the infographic logic at play too, the capturing of the security imaginary 

through very specific recontextualisation of the technologies themselves. This is the process 

by which they achieve deployment. 

 

171 
 



 
Figure 42 - Samsung Door Entry Solutions, IFSEC 2011 
 

If we analyse Figure 42 (from the 2011 trade stand) we can see this at work. In this case, and 

several like it for different solutions, a specific scenario has been presented by Samsung; one 

that can be solved via the deployment of a specific Samsung branded security solution. 

Whether 'Access Control' or 'Door Entry' solutions, each time the buyer is presented with an 

idealised vision of a particular event in everyday life, contextualised by the writing above the 

images used. Then, rather than be confronted with a wall of CCTV cameras or similar 

technology, one example from each piece of the apparatus is presented (for example camera, 

then control unit, monitor and recording hardware) in its specific application to that instance. 

What this presents is a very specific imaginary of how that technology can be integrated into 

the ‘everyday life’ represented by the different situations. They are presented as ‘solutions’, 

but solutions to problems that exist in the imaginary of Samsung – until they are brought into 

being through the types of display shown in the Figure above. 

 

This may seem like it undoes the hard work put in to decontextualising the technologies on 

display, however this is not the case. What you can see is a train station or a work place, but 

still a very stylised, idealistic scenario. The different imaginaries presented by Samsung are all 

saying ‘look what our high definition cameras can achieve here’, without saying what the 

purpose of this exercise is. The security technologies specifically decontextualised from their 
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outside connotations are suddenly recontextualised, but done so on the terms of the solution 

provider. It is almost as if a window is created from the meta-reality of the show floor back 

into the ‘real’ world – but a window distorted by the technology. It is by this method that 

sellers such as Samsung aim to capture the wider security imaginary and achieve the 

deployment of their products, by calling into being the reality into which they are to be 

deployed. It is very much the logic of the infographic, both on the front cover of the 2013 show 

catalogue, or in the floor plan. It is a dual process – one of abstracting the product so it can be 

understood on its own terms, but at the same time appealing enough to references outside 

that it can be placed within the context and imagination of the viewer, but on terms very much 

dictated by the provider themselves. 

 

In an interview with Rudiger Palm, Technical Manager for Samsung Europe,52 this process was 

confirmed. He remarked that this was a new strategy for Samsung that had been taken 

relatively recently, and was also seen appearing with other firms. Importantly, he also noted 

that it had seen “remarkable success” in conveying how Samsung envisaged the deployment 

of their technologies, and specifically mentioned how it helped add context to what they had 

produced. 

 

This is also evidenced with a further example from Samsung: 

 
Figure 43 - Samsung Automated Machinegun Mount, IFSEC 2010 

52 Semi-structured interview with Rudiger Palm, Technical Manager for Samsung Europe at IFSEC 2010. 
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Figure 43 above, from 2010, depicts an automatic-targeting universal machinegun mount 

which uses both high definition and heat-seeking cameras to track targets. This is something 

that in the real world one would no doubt object to being followed around the room by, and 

would certainly call to mind images of the War in Iraq, perhaps Guantanamo Bay or some 

other operation with unpleasant connotations. Yet at IFSEC this sort of display becomes the 

norm and you find yourself appreciating the beauty of the construction, the fluidity of its 

movement as it tracks you with its cameras, or its ease of use. It is not until you read the 

promotional literature that you are confronted with it in-situ – very much in one of the 

solution providers' construction, carefully implemented by Samsung so that it is 

recontextualised as referent to the real world, but strictly on Samsung’s terms with no thought 

of the unpleasantness that you have been severed from, as can be seen below. 

 

 
Figure 44 - Promotional Literature for Machinegun Mount (Samsung 2010) 
 

It is certainly not just Samsung that adopts this technique, as can be seen throughout the 

images used in this chapter. Any number of other examples could also be deployed. As a 

further anecdote of the success of ‘playing the game’, this appears to be a successful strategy 

on behalf of the stall holders. Many of the smaller sellers that operate primarily in the 

periphery of the show have not (or do not have the means to) adopt such an approach, and 

instead adopt a very different style that does not necessarily fit with the etiquette of the rest 

of the show. Two examples of this are shown below, which demonstrates how they display 

different products simply along with their specifications, with little else suggested. From 
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observation of these areas, they certainly drew less enquiries and less of a crowd, hinting at 

least tentatively that the wider meta-game is taking place elsewhere. 

 

 
Figure 45 - Asung CCTV Stall, IFSEC 2010 
 

 

 
Figure 46 - Wall of CCTV Cameras From 'Korean' Zone, IFSEC 2012 
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What this ethnographic study of IFSEC has shown is the complex dynamics at play in the 

tripartite environment of the security technology exhibition. The intricate ways practices are 

normalised, reconstituted and recontextualised to push certain highly stylised versions of our 

future everyday lives in order to achieve the deployment of the latest security technologies. 

Most importantly, the security technology market has been seen to be nearly self-referent, 

having escaped the confines of having to justify itself to the outside world – security has 

become security for security’s sake. Whilst IFSEC’s periodic table shows how security can be 

seen in almost every aspect of day-to-day life, the table itself is largely referent only between 

each of the squares. The continued adoption of shared technological standards achieves this 

by effectively providing agreement with the underlying political code these specifications 

contain. Without having to justify the technology itself, and simply concentrate on the 

aesthetics, this connection is severed and the industry can concentrate on playing the internal, 

meta-game of the security etiquette – defining legitimate actors almost wholly on who plays 

this best. 

 

I want to offer one more analogy that I believe explains this well, and certainly relates to the 

game-playing aspect. Think of card games, specifically poker. Poker has a set of literal rules, 

the order players bet, the hierarchy of hand combinations and so forth. Everyone who sits 

down at a poker table is assumed to know the rules. Yet this is not an enabling factor. Think 

of the rules of the card game as the technological specification. You are assumed to have an 

understanding of the specifications to be at the trade fair. Yet this is clearly not enough, it 

does not enable a successful sale. Instead, these rules are more like a disabling function – they 

exclude those that do not know them. They do little beyond this for those that do. Poker is 

really a game of meta-rules. It is the language you use, the way you represent yourself at the 

table, the way you read your opponent, intimidate them, bluff them into thinking you have 

the best hand. This is the meta-game, but the more important one. This is the enabling 

function. I may have the best hand according to the rules but getting my opponent to go all-

in with their money for me to win it takes mastery of the meta-game. The same goes for 

bluffing your way to a win with the worst hand – it is command of the meta-game that allows 

you to represent something you in fact do not have. This is the security etiquette at IFSEC. 

Through mastery of the meta-game the security solution providers are able to make claims 

about their command of the real rules of the game, and can be seen as the legitimate and 
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most appropriate actors to make those claims. Through appreciation of the etiquette their 

infographic, stylised claims about the suitability of their technologies to integrate into buyers' 

systems can be claimed to be the best, the most realistic, the most advanced. At the same 

time the role of IFSEC can be woven into this anecdote. Think of the role of the casino that 

hosts the poker table. It may not set the rules of the game, but it makes rulings in any dispute. 

More than this however, the casino serves a dual purpose. Firstly, to abstract the casino 

environment from what is outside, to remove the unpleasant connotations often associated 

with gambling. In the casino this is done through having members only allowed inside, and 

rarely having windows. Important in this process too are the chips that are used, and this 

represents the infographic style again. Cash is exchanged for chips that are then used to bet – 

a dual process. Simultaneously, the real money is taken out of the equation, you are simply 

playing a game using plastic tokens, yet at the same time the value is recontextualised as a 

very internal-to-the-casino method of measuring success; the numbers on the chips, or 

literally measuring the height of your stack against the other players. This is provided by the 

casino itself, not the game or the rules. They are abreacted from the cold hard cash just 

enough to make them easy to give away, yet at the same time provide enough relation back 

to the outside world that they do not lose all meaning. This is very much the tricky line the 

technology providers, and the show itself in the role of facilitator, tread. 

 

What still remains unclear, however, is how this insular and self-referential world comes to 

impact on daily life; how we can understand the etiquette witnessed inside the show walls to 

filter down to the mundane processes of living with the tools on sale. Indeed, despite a new 

era of openness and social media interactions widening the sphere of influence for events like 

IFSEC, this is still very much in terms of the wider security market. How we can conceptualise 

these carefully packaged imagined futures of technical fixes presented at IFSEC as influential 

sites of production and reproduction of a specific security doxa in wider society is the focus of 

Chapters 5 and 6. 
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5. Court Society and The Security Etiquette as ‘Civilising’ 

Processes  

 

The previous chapter focussed on the practices and interactions that can be uncovered from 

an ethnographic immersion in the security technology trade fair environment. Of specific 

interest was the meta-game, or security etiquette, that governed the interplay between 

buyers, sellers and the show itself as facilitator. This etiquette represented a uniquely 

compartmentalised logic, likened to an infographic, which reformulated and recontextualised 

many familiar images and presented them in a self-referential way that aided the construction 

of an internalised set of unwritten ‘rules’ by which the promotion of security technology is 

played out, much like the meta-game around a poker table – the speech, actions, mannerisms 

and behaviour that are not in the rulebook, but nonetheless are an accepted part of the game, 

and certainly one that directs play. 

 

This logic of conforming to a particular etiquette is exactly what we would expect if we return 

to the consideration of clustering from Chapter 3. Part of the development of a cluster is the 

creation of “a valuable common understanding of the current challenges and a shared vision 

of the opportunities facing the cluster” (Maskell et al. 2004, 14). Indeed, beyond the etiquette 

itself we can see this too in the drive towards shared standards that has become such a key 

selling point at IFSEC – it represents just such a shared vision and a common direction for the 

industry to take. The notion of clustering makes sense of this apparently inward looking 

etiquette by showing the value of such shared systems – the ability to interpret and take 

advantage of the knowledge spillover that I have discussed at length. Having a shared 

language, beliefs, judgements and values makes it much easier for this knowledge to be 

transferred and reused – communication gaps can be filled and firms can become attuned to 

“understand even the most subtle, elusive, and complex information of possible relevance” 

(Malmberg and Maskell 2002, 440). The end result of this is to allow “increased differentiation 

without discouraging knowledge exchange by imposing too large a cognitive distance” 

(Malmberg and Maskell 2002, 444). 
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However, as Balzacq notes, ethnography is “at its best when it comes to the critical assessment 

of a theory” (2010, 45). It is after all, the purpose of ethnography to “stumble upon general 

truths while sorting through special cases” (Geertz 1964, 4) – in other words to be able to 

make some kind of broader claims from what looks like a microscopic or isolated case. Indeed, 

the fundamental question of this thesis is centred on the formation of a security doxa and thus 

it is necessary to connect the trade fair to the wider security technology nexus in order to 

develop an understanding of its implications for everyday life. In returning to these larger 

concerns there are several questions that need to be addressed. Whilst the logic of clustering 

allows us to see why it is a successful approach to take, what it does not address is how this 

shared etiquette evolves. Furthermore, why does this matter? If our overarching concern is 

the effect security technologies have when they are deployed in the wider world, does it 

matter what meta-game is being played in, by my own admission, this self-referent and inward 

facing world of the exhibition hall? What does it mean to have a hybrid cluster operating on 

the basis of knowledge spillover, where competition is largely around the periphery? 

Addressing these questions is the purpose of the next two chapters. 

 

In this chapter the work of Norbert Elias, primarily his notion of The Civilising Process, will be 

the focus for an exposition of how the etiquette of the cluster develops and becomes adopted 

and internalised. Elias traces the move away from generalised violence towards the state as 

the sole legitimate actor where force is concerned. This trace leads Elias to the etiquette and 

rituals of court society and how in these formations of polite conduct and self-restraint we can 

see the nucleus of a wider civilising process that moves outwards, gradually subsuming more 

and more of the wider population until it is impossible to resist. This investigation of etiquette 

is certainly of great interest when we consider the discussions of the previous chapter, and 

will allow us to tease out much of the logic of the hybrid cluster. 

 

In short, the goal here is to interrogate the security technology marketplace from a position 

that has established the ‘background’ functions as more important than the economic 

interactions taking place. In doing so it is possible to introduce a sociological understanding of 

the process of technology – particularly, as we have seen, if the process itself is primarily a 

question of community, language and shared understanding. The comparisons drawn below 

will show how in the system of the trade fair the interactions are governed by more than 

simply the ‘foreground’ of economic concerns, and that there is far more concern with 
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recognition and prestige. Perhaps most importantly of all, this chapter argues that at the heart 

of the practices at play on the show floor is the fact that the need for technology as the 

solution to life’s security problems is exactly the foundation of the entire marketplace. This 

circular logic underlines the precarious nature of the cluster and the move towards competing 

only on the periphery of the tools themselves, leading to shared standards and sales based on 

aesthetics rather than technical specifications. 

 

What we will see is that the very same logic that promotes a common language and 

community within the cluster is in fact the same force that drives the self-referential nature 

of its internal discourse, which in turn can lead to isolation, disconnectedness and lack of 

competitiveness. A knock-on impact of this is co-dependence, as we will see from Elias, is once 

a cluster has been established it must be maintained in order for the firms represented within 

it to continue to be relevant. Thus we will see that the firms themselves, and IFSEC as a key 

hotspot in the cluster, are not actually selling security technologies per se but are actually 

promoting a very specific security imaginary, which requires them as the solution to all of life’s 

security related concerns. 

 

 

Elias’ Civilising Process 

 

Elias' The Civilizing Process, first published in 1939, was intended to explain how Europeans 

came to think of themselves as progressively more "civilized" than both their forebears and 

‘outsiders’. Immediately it is possible to see how an explanation of this process provides useful 

insight into how a cluster such as IFSEC comes into existence. Through analysing books about 

manners that had been published between the thirteenth and eighteenth centuries, Elias 

examined the interplay among the rise of state monopolies of power, increasing levels 

of economic interconnectedness among people, and pressures to become attuned to 

others over greater distances that led to advances in identifying with others in the 

same society irrespective of social origins (Linklater and Mennel 2010, 384). 

It is important to note that Elias himself did not condone these ‘self-images’ of a move from 

“barbarism” to “civilisation”. Whilst he did believe in a notion of long term development 

(Mennel 1995, 3) and that there had been advances in the modern world (Elias 1998, 24-25), 

the point was not to share in this Eurocentric superiority, but to take a case study in order to 
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understand the processes that led to this sense of cultural superiority being attained. Thus, 

we can utilise ideas of a civilising process in relation to the development of a certain security 

doxa without having to make claims it is somehow objectively ‘more advanced’ or a particular 

improvement over previous systems – just that there is a sense of this within the cluster itself. 

In short - “la civilisation… n’est pas encore terminée” (Elias 1994, 446-7) – in other words it is 

not a case of an ‘end of history’ or civilisation as some kind of pinnacle in human development 

– just that there was movement in a direction that is often considered more civilised. As such, 

he much preferred the use of the term “better life” over “good life”, as the latter suggested 

“an absolute and final state” whereas the former refers to “a social process in the 

development of which living conditions do not become good in an absolute sense, but 

become better with reference to an earlier stage” (Elias 1995, 8). 

 

Again, this is an important factor to consider if we are to trace how the cluster becomes a 

success and can maintain a momentum that allows a permanent, digital clustering to linger 

after the event itself. Related to this, Elias emphasised that this “better life” brought about 

by civilising processes almost universally was accompanied by de-civilising counterpoints, 

dangers and tendencies (Mennel 1995, 3). This point is key and will be discussed in greater 

detail later in both this chapter and Chapter 6, to show not only the negative consequences 

for those that interact with security technologies on a daily basis, but how the very same 

civilising process creates the uncertainty that drives the precarious nature of the cluster. A 

final point, and again one that will be returned to later, is that Elias was hostile to forms of 

reductionism. He disliked theories that assumed that social and political changes could be 

reduced to one dimension – for example what he saw as the Marxist retreat to the economic. 

The goal was to understand how changes could not only develop in tandem but could be co-

constitutive, in each case escaping simply causal explanation that assumed unitary forces 

could bring about change on their own account (Elias 1994, 173-4). This position connects well 

with the messy co-constitution of meaning that can be attributed to the process of technology, 

as discussed via Feenberg in Chapter 2, as well as adeptly encompassing the logic of the 

knowledge spillover and buzz within a cluster. 

 

Elias wished to understand long-term processes, particularly the relationship between state-

formation and pacification of the domestic population in Western Europe and he saw these 

as linked to the appearance of increased specialisation of workforces, as well as the 
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appearance of monetisation and marketization. The connection was through “transformations 

of personality systems as people responded to the challenge of learning how to become more 

attuned to one another in the context of the extension of the webs of interconnectedness” 

(Linklater and Mennel 2010, 387). In doing this, Elias aimed to comprehend changing attitudes 

toward violence as people became accustomed not only to working in a much more 

interdependent fashion, but to higher levels of personal security than had previously existed 

in the absence of a state monopoly of power. We can see how the idea of working within an 

ever more interconnected cluster of interactions has relevance to this position. 

 

Elias was an early proponent of figurational, or process, sociology. He wanted to understand 

unplanned processes, and rejected any notion of systems analysis, with his own notion of 

figurations instead relating to “forces [that] stemmed from the ways in which people were 

bound together and by the pressures that they placed on one another” (Linklater and Mennel 

2010, 388). Elias did not believe it was possible to comprehend a system that stood apart from 

patterns of social interaction (Elias 1994, 482). For him, it is required that we look beyond the 

idea of a single, isolated individual and instead understand them in terms of relationships and 

functions. Thus the key is that human beings are interdependent, and can only be understood 

as such – “their lives develop in, and are significantly shaped by, the social figurations they 

form with each other” (Goudsblom and Mennel 1998, 131). These interdependencies are the 

nexus of what Elias calls a figuration – a structure of mutually orientated and dependent 

people, and can only be understood thus. In his own words: 

since people are more or less dependent on each other first by nature and then 

through social learning, through education, socialization, and socially generated 

reciprocal needs, they exist, one might venture to say, only as pluralities, only in 

figurations (Elias 1991, 16). 

Thus, to uncover the ‘psyche’ of the individual, we must look to the structure of his relations 

with others. For Elias there were many different interweaved figurations that arose from our 

interactions with one another in a range of different scenarios, from small social gatherings 

up to the figuration of society as a whole. Elias explained this using dance as an example. He 

demonstrated how it is possible to speak of ‘dance in general’ but that dance as a structure 

was nonsensical outside the individual. Indeed, whilst dances can be danced by many different 

people, “without a plurality of reciprocally orientated and dependent individuals, there is no 

dance” (Krieken 1998, 58). Importantly, this means that dance (and by extension figurations) 
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are thus “relatively independent of the specific individuals forming it here and now, but not 

of individuals as such” (Elias 1994, 214). When the activity, or dance, stops, so too does the 

figuration – its continued existence is dependent on the continued participation of its 

constituent members – although not necessarily those who originated the figuration, as long 

as they have been replaced by others. Once again this can help us make much better sense of 

the processes and forces being experienced within a cluster. Not only does the cluster (or 

perhaps dance) have a particular set of activities that defines what is learnt (the steps of the 

dance), but it is the interrelations between the individuals, rather than the individual firms per 

se that consequently defines how learning takes place (the method by which the dance is 

practiced and perfected) (Lundvall and Maskell 2000). 

 

Key here is the idea that figurations are continually in flux. Sometimes this flux is quick, other 

times it is characterised by a slow, more profound, sedimentation (Goudsblom and Mennel 

1998, 131). This is because, for Elias, relations between individuals were relations of power – 

like many others he conceptualised this not as something to be possessed or wielded as a 

‘thing’, but stemming from the relational aspect of interactions themselves, thus he was 

concerned with power balances and power ratios along these connections (Krieken 1998, 63). 

There is an ebb and flow of these ratios, making the figurations themselves dynamic and in a 

constant state of change. Important to understand here also, and particularly relevant to this 

discussion, is that figurations by Elias’ conception went beyond simply referring to actor-actor 

relations – for him ‘structures’ were part of his considerations because they consist of actor-

actor relations: 

for Elias structures are figurations, they can only be understood as being constituted 

by acting human beings, and the concept figuration is intended to dissolve the 

distinction between system and social integration, not take its place within it (Krieken 

1998, 59). 

 

This makes sense for an explanation of the workings of the hybrid cluster that is IFSEC. The 

digital element of the cluster plays out through the pages of IFSEC as the event, but its 

interactions and effects as a particular nodal point are entirely constituted by the elements 

and actors that make up the wider network. As much as they produce content, it is the organic 

dissemination of this material that gives IFSEC any value in a figurational, or indeed clustering, 

sense. Similarly, whilst IFSEC physically provides the structure of the show hall and the 
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branding of the event, it is the knowledge spillovers that are evident between the participants 

(and the show itself) that make up the social relevance of the event and define it as an 

important and legitimate hotspot. Whilst IFSEC may provide a structure in a very literal sense 

of the word – in every way that matters that structure is constituted by the cluster it forms 

the nucleus of. The embedded meaning, value and purpose of the event is co-constituted and 

reproduced by the dynamic and continually in flux flows of knowledge between participants 

– heightened by the spatial and temporal compression of the event itself, then left to linger in 

the more stable aftermath of the event in the digital realm. 

 

It is this understanding of figurations that allows a further understanding of how behaviour 

changes over time, because it comes not from some outside influence, but instead an 

internalisation of sets of relations with other individuals. Elias explains this as the formation 

of a shared ‘social habitus’ which constitutes the collective basis of individual human conduct 

– “an unmistakable individual handwriting that grows out of the social script” (Krieken 1998, 

50). This for Elias was a continual process that worked right from birth and throughout the 

individual’s life, referring to it as “’second nature”, or “an automatic, blindly functioning 

apparatus of self-control” (Elias 1994, 142). Once again, we can see how this connects with 

the idea of buzz – the inescapable and sticky entanglement in a web of shared meaning and 

interaction that is present within clusters like IFSEC whether or not firms and actors are 

directly engaged in interactions (Schuldt and Barthelt 2010; 2011). It is the process itself that 

was of most interest, and the changing of this highlights the interconnectedness of the 

individual to wider society. Elias termed the changing of the habitus over time psychogenesis, 

but importantly noted that it could only be understood in connection with changes in the 

social relations surrounding the individual, or sociogenesis. In essence, the processes that 

occur in various figurations have dynamics of their own – “dynamics in which individual 

motives and intentions play a part but which cannot possibly be reduced to those motives and 

intentions alone” (Goudsblom and Mennell 1998, 131). Once again, this identifies closely with 

the logic of the cluster as something that can produce something “much larger than the sum 

of its parts” (Malmberg and Maskell 2002, 432). Not only this, but Elias aptly demonstrates 

here how we can understand a cluster dynamic that generates certain behaviours and 

practices, even when the individual motivations of firms may well not be one of cooperation 

with one another.  
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There are further ways in which Elias helps build an understanding of the logic of the cluster. 

The exhibition itself, with all of the references to familiar images such as childhood 

superheroes, model railways and so forth, is  at the same time a distinct and self-referential 

space and fits the description of a figuration from Elias’ understanding as we have already 

seen; it is a distinct set of social relations, but intimately connected to other societal 

figurations. The analogy of the dance can certainly be developed further here, particularly 

through a consideration of the spatial aspect of the floor-plan – it can be understood as a 

‘floor-plan in general’ but certainly makes no sense without the interaction of individuals. The 

people might change year-to-year (although many do not), but it would only be if people 

stopped participating in the ‘dance’ (or meta-game/knowledge exchange) that the figuration 

would cease to exist. As such we can see the symbiotic relationship between the show and 

the individuals, each co-constituting and reproducing a certain logic that allows the power 

relations between individuals in the environment to continue in their state of flux. 

 

Elias also suggests ways we might understand some of the processes by which the individual 

gets ‘sucked into’ the environment and begins to play by the security etiquette. We can 

understand this concept as ways in which initially risky introductions and interactions are 

mitigated – how IFSEC can act as the initial conduit for the laying of the global knowledge 

pipelines so important to its status as a cluster (Barthelt et al. 2004; Maskell et al. 2006). 

Through an understanding of psychogenesis and the shifting of the social habitus for the 

individual via the sociogenesis of the group this begins to make sense. The previous chapter 

has already discussed in detail how familiar elements are co-opted and reconstituted within 

the exhibition hall in a way that relates specifically to the environment of IFSEC. Therefore, 

our relations with others are being carefully constructed and mediated via the imaginary of 

the cluster itself – this serves to fundamentally alter the relationships in the figuration, and 

thus become internalised in a reframing of the social habitus that is skewed in favour of that 

imaginary. Whilst this will be discussed in more detail in relation to etiquette, it is worth 

returning to the example of the visitor badge to highlight this. As I previously described, the 

badge not only reduces your identity to one mediated by IFSEC in terms of the data it contains 

and the legitimacy it conveys upon you, but it also changes the method of interaction between 

the individuals at the show. The first glance is to the badge to authenticate the wearer, 

information is scanned in lieu of exchanging cards or contact details, and some social 
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interactions are prohibited entirely when the institution on the badge does not meet the 

requirements of the salesperson. 

 

Perhaps the best example is my personal experience of this – the desire to put ‘Researcher’ 

rather than ‘student’ as this was met with abrupt disinterest on more than one occasion 

having made such a mistake on my first visit. Clearly an example of a desire to fit in, to modify 

my own psyche to be a better fit with what feels like a legitimate user of the show space. 

Indeed, the constitution of that process as a ‘desire’, as something very internal, personal and 

almost subconscious as a process fits well with Elias’ notion that emotions and desires were 

themselves socially constituted (Van Krieken 2005, 129). In this case, IFSEC and the rules of 

the cluster (or meta-game) quite literally getting under the skin. By the end of the three day 

show, and on future visits, this is an automatic process – it is already internalised and becomes 

part of the “blindly functioning apparatus of self-control” that Elias describes. You become 

embedded in a new network of relations, a new dominant figuration. This helps to explain 

how you become incorporated into the local buzz of the trade fair – IFSEC acting in a 

facilitating role to introduce newcomers to the shared community of the cluster, providing in 

many senses a neutral space whilst also providing the tools you need to make sense of, and 

use, the flows of knowledge exchange and interactions that are taking place. 

 

We can explore this further, and gain a better understanding of the importance of the security 

etiquette at play, by considering Elias’ depiction of court society and how an imagined internal 

logic of the royal court came to dominate the everyday lives of citizens. 

 

Court Society in the Show Hall 

 

Elias was preoccupied with a central question – what does it mean to be a ‘modern’, ‘civilised’ 

person? Indeed, it is this preoccupation that makes his notions apt to consider the processes 

discussed here. The question of modernity has been an undercurrent through much of the 

discussion up to this point. Whether it is increasingly advanced tools seeking to counter the 

progressively advanced and diffuse threats brought about by a modern world seen in Chapter 

1, or the way technology mediates and co-constitutes that modernity as seen in Chapter 2, 

what it means to live in such a ‘modern’ state has been an ever present concern. Technological 

advancement, a preoccupation with controlling the future, and ever more sophisticated 
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integration of all these concerns into daily life have all come to symbolise ‘modernity’ as we 

know it. What Elias provides, and this discussion enables, is an understanding of the processes 

at play in this coming to be seen as societal advancement, as something better than what 

came before, and something to strive for. An imaginary that plays on the notion of somehow 

making our lives better is undeniably tempting, and certainly plays a part in how it becomes 

such a dominant narrative. It was around this question that Elias’ framework was constructed, 

and it is through the ‘civilising process’ that arises out of this that represents his attempt to 

link 

internalised norms, individual personality and behaviour patterns with ‘external’ social 

and cultural environments…in other words to link conceptions of ‘self’ to the social-

historical context in which certain behaviour patterns are elicited and internalised 

(Fulbrook 2007, 5).  

 

This, as mentioned earlier in the chapter, is described as ‘civilising’ by Elias due to the fact that 

his empirical focus was on the process of increasing self-restraint over several centuries of 

Western European social and political change from feudalism to a more centralised system 

(Elias 1994, 234). Elias’ claim is that without there being a conscious intention by any one 

individual, “violence became less ubiquitous throughout every area of life and more the 

monopoly of a centralised state” (Fulbrook 2007, 5). The civilising process moderated (albeit 

in a limited fashion) the modes of killing that were permissible (Elias 1994, 235) – but 

particularly curtailed exhibitions of cruelty and the idea of killing for pleasure, which 

contradicted elements key to the civilising process. For Elias however, this was not the direct 

result of repression, but instead an increasingly complex web of social fabric that brought with 

it the increasing importance of self-control – a far more indirect, subtle and internalised 

process.53 This process Elias traces to the royal and aristocratic courts of the seventeenth 

century, particularly those of France that were widely emulated throughout Europe at the 

time, and the manners and etiquette adopted within as the catalyst for this change (Elias 1983, 

2). It is through a more careful examination of this court society that the impact of the security 

etiquette on both the cluster of the trade fair, and everyday life, can be seen. 

 

53 This ideal of curtailing violence is returned to in Chapter 6, where the idea that security technology is now 
the face of permissible violence is discussed. 
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It was the extension of the familial households of the French Kings into ‘court society’ that laid 

the crucial foundations of contemporary social relations and psychic structure - rather than 

these developments coming from the towns and cities, they instead “aped” the court (Krieken 

1998, 86). Instead of being orientated around economic principles, such as the accumulation 

of capital, Elias notes that the court society was instead orientated around the acquisition of 

symbolic capital – status, prestige and the like which may well have incurred financial loss 

(Elias 1983, 111). Indeed, Elias claims that despite the modern focus on the capitalist system, 

this kind of symbolic capital is still more present and more highly regarded than we might like 

to admit. This compulsion towards the elite social mesh was profoundly representational in 

nature – one’s own identity and individual existence was mediated by how one exhibited one’s 

position and status to everyone else. This representation was highly competitive and 

constantly in flux. The main vehicle of representation was the practice of etiquette and 

manners – not necessarily codified or written down, but internalised to the point of 

involuntary physical reaction (such as blushing) (Fulbrook 2007, 15). These manners and 

etiquette were of such importance not only because they demonstrated each individual’s 

position within the social figuration, but they were also the means by which individuals could 

negotiate and manoeuvre that position. 

 

This is key to the notion of security etiquette discussed in the previous chapter. The 

accumulation of ‘symbolic capital’ is of prime importance to firms within spaces of promotion 

such as IFSEC. Indeed, across a number of different interviews discussed in Chapter 4, 

conducted with both stall-holders and organisers from IFSEC, it was stated that there was a 

certain pressure to arrive at IFSEC with the latest innovations despite their unsuitability in the 

eyes of salespeople and engineers. We can see here the pursuit of this symbolic capital despite 

at first glance appearing economically precarious to produce ‘flawed’ or substandard 

products. It is this point that is a key component of the clustering process and will be returned 

to later. 

 

If we compare the manners and etiquette Elias describes with the meta-game and security 

etiquette of the exhibition, similarities are again apparent. Those that know the ‘rules’ of the 

meta-game, for example those firms like Samsung and Sony who have mastered the floor plan 

to obtain central positioning, who further the ‘identity’ of IFSEC by providing the relaxing, 

familiar and comforting environment the show tries to promote, are the ones that benefit 
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from a higher brand awareness and footfall. Indeed, whilst there is certainly an element of the 

most economically powerful firms being able to pay for the best ‘spots’, there is more at play 

here. In an interview with Kristan Johnstone, whilst he was International Security Account 

Manager at IFSEC (and so in charge of this process), this was confirmed.54 He stated that the 

ability to outbid other firms was only part of the process used when determining the 

positioning for the next year’s show. Much of the booking of stalls for the next year is done 

during the current event, and the decision making process for those that represents IFSEC 

includes a consideration of the image the different brands portray, what their stalls have been 

like in the past, as well as how they fit into the IFSEC ‘ethos’. In a realm where many of the 

attending firms are monetarily very powerful, certainly more so than IFSEC as a business, this 

demonstrates the power of the security etiquette within the show walls and how it dictates 

play. 

 

At the same time, it is by mastery of these very same rules that less-adept participants can 

judge their relative standing and negotiate a rise in fortune by getting better at internalising 

and playing the same game. Once again this perfectly exhibits the process of knowledge 

spillover that makes IFSEC, and exhibitions like it, such an important site. As an individual 

participant, you too are part of this process. The way you become familiar with the floor plan, 

recognise certain familiar aspects of a stand, or become adept at reading a name badge from 

a distance without breaking stride, become ways of internalising the etiquette of the trade 

show in order to better fit in and be considered a legitimate participant. Indeed, this is much 

the same as showing emotion being considered inappropriate in court, thus reinforcing a 

position where court life institutes a more calculating and finely shaded behaviour when 

dealing with other people. Important here is not so much the rules of the meta-game itself, 

but that they are accepted as the rules – “when something is defined as real, it is real in its 

consequences” (Krieken 1998, 89). This is true not only for participants in the show and their 

relations with others, but as will be shown, this rings equally true for the eventual deployment 

of security technologies in everyday life. 

 

Another point worth discussing here is the mechanism by which power relations operated in 

the court. The fact that etiquette was primarily representational means “power relations were 

profoundly relational, characterized by a fundamental interdependence” (Krieken 1998, 91). 

54 Semi-structured interview with Kristan Johnstone, IFSEC 2010. 
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This means that social superiority was dependent on the extent to which it was recognised – 

unless one was in the central position of the King, this superiority vanished as soon as it ceased 

to be recognised. This, according to Elias, was as a result of “monopolising tendencies” (Elias 

1994, 305). Starting with the monetisation of economic life, which allowed the barter system 

to be superseded and replaced with a single means of paying competitive nobles and officials, 

and bolstered by the creation of a taxation system based on that monetisation, an increasingly 

complex state system was brought into existence with increasingly specialised roles in the 

government apparatus. The result of this monopolising mechanism, bringing control into the 

centre, was a ruling strata that increasingly became ever more “dependant on their 

dependents” – in other words they increasingly had to be aware of the wider system of 

constraints in which they operated (Elias 1994, 270). The result of this mode of operation is 

key for this discussion. It created what Elias referred to as an “ambivalence of interests” (Elias 

1994, 318) – in essence a situation whereby groups that would previously have displayed 

enmity towards one another are drawn into being so co-dependent on each other that they 

are required to learn how to co-exist, thus creating a degree of stability and easing tensions 

enough to further integrate this increasingly complex social web – something the clustering 

process exemplifies. 

 

Again, this is reflected in the meta-game of the security technology exhibition in a number of 

ways. The drive for mutual recognition can certainly be seen in the moves discussed within 

the last chapter to unify standards and practices and to have interoperable systems among 

security technology vendors. This, within the security etiquette, can be seen as an attempt to 

codify some of the rules of the meta-game – to ensure participants can achieve at least a 

degree of mutual, reciprocal recognition as legitimate players in the market, yet at the same 

time leave space to compete on other grounds. This Elias describes as attunement: 

 

the process in which social actors recognise that they must become more aware of the 

fears, needs, and aspirations of others if they are to succeed in reducing their own 

insecurities, in promoting their interests, and in realizing their hopes. Success in 

maintaining their power and status came to depend on the “permanent observation” 

of others, or on detached understanding of their actions, that made it easier to reach 

an accommodation with others, though not necessarily eliminate enmity or distrust 

(Linklater and Mennel 2010, 396-397). 
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The knock-on effect of this is multifaceted. Firstly is the significance of the permanent 

observation of others (this is a key factor in the creation of a successful cluster). As Elias noted, 

the creation of this attunement (at least for the court society) was due to a certain superiority 

and differentiation – the uncivilised lower classes, or at least the mutual distaste for them, 

created a certain distinction that allowed hostility between competitors to be blunted to a 

degree. Indeed, it was the desire for greater refinement and stronger command of the 

etiquette that meant “everything reminiscent of lower classes, everything vulgar, was kept at 

a distance” (Elias 1994, 421). Thus there is a separation between the ruling elite and everyone 

‘below’. Whilst I do not wish to suggest the security technology providers at IFSEC see 

everyone outside as the 'repugnant lower classes' it does suggest how the market itself 

becomes inward looking, detached and self-referential. The creation of a shared security 

etiquette, itself an internally constructed logic, allows for the differentiation of security elites 

from everyone else in order to justify their continued existence. At the same time, adherence 

to that etiquette (and demonstration of how those outside do not know it) becomes the 

primary way of justifying your continued status, and thus the market itself becomes 

increasingly inward looking in its logic. This is undoubtedly important for the construction of 

an industry image of what is to be secured, what is a risk and a threat, and thus what 

technologies are required in order to overcome these. The example of manufacturers stating 

that it was the trade fair itself that required them to bring the ‘latest and greatest’ 

technologies, rather than any reference to the wider world, is a prime example of how an 

internally justified etiquette can construct a technology ready to be deployed in everyday life, 

but whose logic is based on an inward looking set of criteria. 

 

Additionally, this ambivalence of interests is brought about by the realisation that trying to 

disadvantage your competitor could trigger a response that would reflect back on themselves 

and endanger the entire construct of the social order on which they all depend (Elias 1994, 

364). This again explains the desire for shared standards and interoperability in the security 

technology market. If the market as a whole is to survive, there is an impetus towards self-

constraint when it comes to competition. As such, there is self-interest in having a certain 

‘shared vision’ which delimits those inside as validated, but still enables a degree of 

competition. Thus, the purveyors of security technologies have an interest in an internal 

justification for their own existence, one that is strengthened by being shared by the whole – 
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a justification based and moulded by the security etiquette itself – which simultaneously 

provides the justification for the exclusion of those outside this self-referential zone of 

acceptability. 

 

Indeed, it is this (limited) competition between certain groups for advantages that generates 

both this willingness to submit to the demands of the etiquette, and ‘courtisation’ of ever 

more demanding self-control. As Elias remarked,  

court society was shot through with the countless rivalries of people trying to preserve 

their position by marking it off from those below whilst at the same time improving it 

by removing the demarcation from those above (Elias 1983, 76). 

 

Importantly, to understand this continual process we need to appreciate that those that were 

part of the operation and reproduction of the particular figuration of the court were doing so 

because “it offered the people forming it satisfaction of the various needs that were 

constantly reproduced in them” (Elias 1983, 158). In other words, engaging in the meta-game 

institutes a certain security etiquette, the recognition of position in which can only be satisfied 

by continued submission and internalisation of the rules of the game, and so the meta-game 

continues, with IFSEC at its centre. 

 

Finally, then, is the relation to the royal power – the King. Elias asserts that those in the court 

were united by a fear of tearing down the social apparatus on which they depended, rather 

than any deeper connection (hence the ‘ambivalence’). What this required was a royal power 

to regulate the wider sphere of interaction between them (Linklater and Mennel 2010, 396). 

Thus, the nobility needed the King “because within this social field only life at his court gave 

them access to the economic opportunities and prestige that enabled them to live as a 

nobility” (Elias 1983, 206). However, the King also needed the nobility as the basis for his 

collective culture, although he remained superior as he relied on the nobles less than they 

relied on him. This is important because if we think, as Elias did, of power not as a possession, 

then it can only be preserved in this ratio through a calculated strategy governed “by the 

peculiar structure of court society” (Elias 1983, 3) 

 

Similarities can also be drawn in the treatment of IFSEC as the facilitator. Whilst certainly not 

analogous with the notion of a ‘king’ in the grandest or most-central-to-society sense, the 
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notion of IFSEC as within, and part of, a hot spot or cluster for knowledge spillover, shows how 

within this environment it is possible to attain a central position in at least one part of this 

multi-faceted web and to be an influential component that can act as a conduit for, and direct 

flows and sedimentation more than others. IFSEC as the space and ‘brand’ for the exhibition 

certainly has a certain central role to play within that specific microcosm. It can be thought of 

as the glue that holds the cluster together – both in terms of providing the digital space for 

interactions to take place before and after the show, and providing the space and time (albeit 

compressed) to facilitate intense interactions during the show itself. Indeed, the very fact that 

the various actors at IFSEC are so eager to play by the rules set down by them highlights the 

fact that it is the facilitator of the trade show itself that is the centre and lifeblood of the 

promotion of security technologies – that it is they that offer the opportunities for 

advancement and the collection of ‘prestige’. Perhaps the most obvious example is the 

bidding process that occurs every year over the stalls each firm will fill in the exhibition centre 

– priced and fought over according to a floor-plan IFSEC themselves have designed (and 

allocated through a process that, as discussed earlier, is down to more than who has the most 

money) – there is another signal here of the very ‘real’ effects that can come of treating the 

etiquette in itself as something ‘real’ despite its entirely self-referential nature. Perhaps 

another, more obvious, example is the one that can be seen on the front of every show 

catalogue detailed in the previous chapter. Each year a different firm (such as Samsung in 

2010), is the primary ‘sponsor’ of the event and thus get their branding displayed prominently 

alongside IFSEC’s in the marketing material. This is a clear attempt to align oneself with the 

perceived authority of the image of the facilitator, and demonstrates the open submission to 

the meta-game they are responsible for instituting. At the same time too, following Elias, IFSEC 

itself does not ‘hold’ the power that gives it this superiority – indeed the power of the 

combined firms could no doubt prove its undoing if they were to go elsewhere – but rather its 

position can be maintained by careful orchestration of that same security etiquette that 

others ‘play’ in order to be recognised in the first place. The whole process is circular, inward 

looking and entirely self-referential. 

 

It is exactly this interdependence that is key to the sale of security technologies within IFSEC, 

and fits with the wider logic of the site as a cluster and a hotspot of knowledge exchange. Elias’ 

discussions of how the civilising process and etiquette leads towards greater interdependence 

allows us to understand the creation of the common community that can be observed – the 
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drive towards shared standards, interoperability, integration and the sale of technologies 

based on their secondary characteristics (i.e. their aesthetics) points to the creation of a local 

culture with norms, values, language and institutions that facilitate the rapid building of 

relationships, knowledge pipelines, information spillover and buzz. 

 

However, with the creation of such a community comes the propensity for certain problems 

– the very de-civilising processes Elias talks about. Whilst the creation of a cluster such as the 

one that surrounds IFSEC has benefits – the ability to develop knowledge beyond the capacity 

of any one individual firm, at the same time this interdependence leads to an increased 

process of self-reinforcing (Young 1928). We can certainly see this through the inward looking 

and self-referential nature of development at the trade show, with firms more concerned with 

arriving with the technologies that are the ‘best fit’ for the community in which they interact, 

rather than the most relevant for wider society. It is this fact that gets to the heart of the catch 

22 situation the cluster can find itself in. Successfully fitting in and creating the buzz that we 

have seen can create a great deal of durability and fixity (Demsetz 1988). This is true even 

after changes outside of the cluster may well have made such fixity redundant – it becomes 

very difficult to unlearn the habits that have proved so successful in the past, even if this 

proves to be a hindrance to progress (Malmberg and Maskell 2002). 

 

For all of the benefits they bring, clusters function just like the dance or the court society that 

we have explored through Elias’ work – they only continue to exist and make sense as long as 

the dance continues. Yet much like learning new dance moves, integrating new knowledge 

can be problematic – anything coming from the outside needs to be compatible with the 

filtering processes part of their existing repertoire, the peculiarities of the cluster (Maskell et 

al. 2004). New knowledge can easily ‘fall through the cracks’ if it does not fit within the 

established hierarchy. Whilst the cluster is functioning, and its internal constructions continue 

to be met by the demand these internalised forces can generate, this will be of no 

consequence. However, the construction of an established and effective cluster, much like 

IFSEC, is not geared up to seismic shifts in the way things are done, or rapidly changing 

information that comes from outside established pathways and pipelines. Indeed, such 

potential could pose a serious threat to the functioning of the cluster and the success of those 

that have derived their fortunes from its working. As Elias has shown, the power of the 

etiquette is derived from its interrelational nature – without the mutual acceptance and 
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perpetuation of the codes and buzz of the community, the accumulated knowledge and 

prestige stands for nothing – the very fabric of the cluster is at stake. By constructing a self-

referential, even if successful, cluster, the firms are in a situation where perpetuating the 

cluster and all its attendant practices and logic is of paramount importance to continued 

success. Without the cluster itself, everything they have built falls away – their benefits 

evaporated. 

 

Much like the security elites discussed by Bigo (e.g. 1994), it is the case that their continued 

legitimacy and relevance is defined by their operating and competing within a very fixed arena 

– competition is limited to that which does not question the foundations from which they 

derive their advantage in the cluster – the shared sense of purpose, vision and community. 

Thus, innovation and differentiation is pushed to the periphery, with the sustainment of the 

core principles of the cluster itself the key – exactly the ambivalence of interests that Elias 

describes. In short, compete at the edges of the etiquette, but the continued existence of that 

same etiquette is the real secret to continued success. 

 

It is my contention that the practices we see within the trade show itself are all facets of 

exactly this modus operandi. This is the most important thing to take from the discussion in 

this chapter, and is a key element that the exploration of IFSEC through the work of Norbert 

Elias allows to come to the fore – that the need for technology as the solution to life’s security 

problems is exactly the foundation of the entire marketplace. Remove this and you remove 

too much of their purpose (think of it like removing the band from the dance – leaving the 

dancers with no option but to go home). The need to sustain this gets to the heart of the 

practices we see – the retreat from overt discussion of technical specification, the seminars 

about best practice and shared standards – these elements all point towards reproducing the 

logic of an assumed need for technology at the solution. Why debate technological 

underpinnings when we know it is required? Better to agree exactly what standards are the 

best, rather than question standards per se. We shouldn’t question their necessity, and thus 

do not need to compete on that basis. 

 

What then, is being sold at IFSEC? If the retreat from competition on wholly technical grounds 

is becoming commonplace, it is not technology as a physical artefact that is being sold here. 

Indeed, how can it be technology that is on sale, if the underpinning technological 
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infrastructure is increasingly agreed across the business spectrum? It is my claim instead that 

what is being promoted here is security itself, or more accurately, specific imaginings of 

security – exactly those imaginings that require technology as the solution. Indeed, trends we 

have discussed at IFSEC seem to support this. The logic of the increased importance of 

aesthetics and integration speak exactly to the promoting of a particular doxa of security that 

requires technology as the self-evident response. These elements are not part of a justification 

of why a tool is good at its job, but instead how they best fit into a scenario where the 

technology itself is always assumed to be required. The particular imaginings already include 

the assumption that we need CCTV and door entry systems – the competition in the 

marketplace is instead concerned with who can provide the most aesthetically pleasing or 

easiest to integrate tool into that imaginary scenario. The sales stand and motto of Samsung, 

as discussed in the previous chapter, is a perfect example of this. “Solutions beyond your 

imagination” are exactly the point – they are not yours, or even Samsung’s, but one which 

predicates technology as a necessary solution to an assumed future security problem. The way 

their solutions are presented – neatly compartmentalised into airbrushed situations – do not 

force the viewer to contemplate the requirement for the technology itself, but instead to 

question how Samsung’s particular offering best fits the technology shaped hole we already 

know is there. We can think of this as not dissimilar to any kind of luxury, aspirational market. 

View adverts for supercars or flagship consumer technologies. The focus is on why you should 

buy a Ferrari rather than a Lamborghini – its aesthetics or the way it makes you feel – the role 

of the advert is not to question, but to assume, the requirement for a supercar in order to live 

a successful luxury lifestyle in the first place. The logic of the cluster is to continue reproducing 

that which makes the cluster relevant and effective in the first instance. This is a logic of 

ensuring continued business success, but one based on a certain social habitus, or security 

etiquette. These are the background, informal, practices of the cluster that are so vital yet so 

easily missed from a study that looks simply from an input-output perspective or in pure 

economic terms. 

 

So if the business of the firms at IFSEC is not to sell technology, but to sell specific imaginings 

of a risky future in which technology is the assumed response, how does this impact on their 

deployment in everyday life, outside the show walls? After all, this is not only their final 

destination, but also the point at which the vast majority of the population interacts with them 

and must deal with the practices they facilitate and introduce. Key for understanding the 
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importance of unveiling this step is the purpose of the specific imaginaries being promoted. 

Their purpose is to perpetuate and reproduce a logic that sustains the cluster as a productive 

and legitimate entity, which as we have already seen is based on an inward looking and self-

referential etiquette and range of interactions. Thus, these imaginaries are designed to be 

productive – in promoting a security doxa, present and future, that requires technology as a 

response, this is making specific claims about the way those outside should see the world – 

based not on any kind of objective assessment, but based on the needs of those that make up 

the cluster itself. In promoting specific imagined futures of security and risk, these firms are 

colonising the collective imaginary of how to lead daily life and the role of security 

technologies within it. The need for such technologies is placed as outside of societal 

interaction or questioning – it is assumed, perpetual, and self-fulfilling – it is simply a case of 

choosing which one. 

 

This promotion colonises the future, predetermining a path of continued (and increasing) 

reliance on the latest and greatest tech fixes to secure all of life’s problems, without ever 

needing to stop and question whether such a slippery slope is the right path to be on. Instead, 

there is only wiggle room around the periphery of such an imaginary – how best are we to 

integrate this need for security technologies into our day to day activities? Which looks the 

best in our office? Perhaps most importantly of all – how can we be seen to fit in with this 

doxa so as not to appear as an outsider, or indeed what can we adopt to be seen as trend-

setting in the field? And so on. Yet how does such a dominant imaginary come to define the 

security doxa? And how does something as intangible as an imaginary future become such a 

productive force in defining our future problem solving? In order to address these questions, 

Chapter 6 will turn to the work of Cornelius Castoriadis and his idea of an instituting imaginary. 
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6. Resonant Technologies and Promoting Security 

Imaginaries 

 

The goal of this final chapter is to address the central question of this thesis – how technology 

as process, and the imaginings associated with it, effect the formation of political discourses 

on security. In short, it will be shown that security technology represents the means by which 

we have come to accept ourselves as living in a security society, with the notion of an uncertain 

future placed as extra-social and therefore hard to question. Thus, such technical solutions 

facilitate the colonising a future of both risk and fear that requires such security technologies 

as the only possible, and most logical, response. The primacy of the imagination in security 

discourse represents the dominance of those that have the best imaginings – the best 

storytelling of what future risks will be. When those most convincing stories are oftentimes 

presented by the security entrepreneur, grown within (and for) the cluster of the trade show, 

it is possible to see the social imaginary as having become commoditised through its 

resonance with broader security concerns, focussed on an uncertain future. 

 

This will be explained through the introduction of Castoriadis’ idea of an instituting imaginary 

– an imagination that has a productive capacity. When we integrate a modern theory of 

technology as presented by Andrew Feenberg with this conception, the final part of this 

chapter will aim to show how the promotion of specific imaginings of security, along with a 

technology that acts as a blackbox for the etiquette we have seen, colonises the wider security 

doxa as specific imaginings of a risky future that are hard to resist. 

 

Thus in many ways the competing firms that produce such tools are able to project a united, 

and therefore more powerful, security imaginary making the trade show itself not simply a 

site of reflection, or a microcosm for the wider security world, but something that can actually 

be considered a site of production, reproduction and mutation of the wider security doxa. 

 

As will be discussed, analogies can certainly be drawn between the Elias’ court and the trade 

show, and if we take Elias’ work as a starting point, with the addition of Castoriadis and 

Feenberg, we can apply this to the promotion of security technologies to see how the security 

etiquette of the privileged security elite is incorporated into the technologies that are 

deployed. More importantly, it also enables a more nuanced understanding of how the 
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seemingly irrelevant and self-referent logic of the meta-game (or ‘backroom’ narratives) in 

fact become an inescapable, integrated, part of everyday life. 

 

The Concept of an Instituting Imaginary 

 

To fully appreciate the role of imagination it is first necessary to elaborate on what exactly it 

is to imagine and to propose a radically redefined notion of exactly what the act of imagining 

entails. To achieve this I plan to examine the work of Cornelius Castoriadis and his theory of 

the instituting imaginary. It becomes clear through this discussion that there are many 

similarities between how Castoriadis and Elias view the construction of social order, and thus 

the two complement each other well. 

 

When Castoriadis refers to the ‘imaginary’ it is meant in a far more advanced way than its 

popular, post-Aristotelian conception today as simply a mirror of the world, as representing 

what already is and recombining it. This reproductive and recombinatory imagination was 

dismissed as banal in nature and relegated by Castoriadis to the level of the “second 

imagination” (Castoriadis 1997, 214). Instead, he defines what he terms the social imaginary 

as: 

not the creation of images in society; it is not the fact that one paints the walls of 

towns. A fundamental creation of the social imaginary, the gods or rules of behaviour 

are neither visible nor even audible but signifiable (Castoriadis 1997, 183). 

  

Thus the social world (the social imaginary Castoriadis speaks of) is “a construction, a 

constitution, a creation of a world, of its own world” (Castoriadis in Elliott 2002, 143) self-

instituted by what he terms the 'radical imaginary'. This self-creation of the institution of 

society as a whole is formed from the entire complex of its particular institutions. The term 

institutions here is being used in a very broad and radical sense by Castoriadis and includes 

such things as language, values, procedures and everything that tells us how to deal with 

things and the individual itself (as the individual, for Castoriadis, cannot define itself as 

individual without the existence of a wider collective society). 

 

Castoriadis goes on to remark that what holds society together as a coherent unified being 

are its social imaginary significations. These significations are an immensely complex web of 
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meanings, or “magma” (Castoriadis 2005, 340-344), which “permeate, orient and direct” 

(Cohen 2005, 12) the life of society and are embodied in the institutions of society – for 

example: Gods; nature; state; commodity; money; sin; virtue and so on (including technology) 

– all the things that animate the institution of society. These things are imaginary as their 

reference to ‘real’ objects does not exhaust their meaning (to take a technological if less grand 

example, VHS is not defined by its ‘real’ existence as a cassette or video camera). They are 

social as they exist only if instituted by a collective society (again, VHS has no meaning outside 

of a collective society that has a desire to watch films, record home videos or indeed places 

value on the preservation of memory on film and so forth). Indeed, we could think of these 

signifiers as resonating with one another within the magma. 

 

However, that is not to say that these imaginary significations are created out of nowhere. 

Castoriadis remarks that “the instituting society, however radical its creation may be, always 

works by starting from something already instituted and on the basis of what is already there” 

(Castoriadis 1991, 150). It follows then, that we are all made by the instituted society, at the 

same time as we make it and remake it – society is both instituted and instituting in a continual 

and mutual process. This idea proves compatible with Feenberg’s hermeneutic circles, which 

demonstrate how technologies are deployed to serve certain needs whilst at the same time 

aiding the construction of those needs and altering the very fabric of what it means to be 

human, as discussed in Chapter 2. This idea also appears to be compatible with Elias’ ideas of 

figurations and etiquette, as well as the logic of spatial clustering, which represents the 

differentiation between individuals at the same time as being the method by which the same 

logic is reproduced and change is achieved. Furthermore, this fits well with the idea that 

figurations for Elias are always in flux, always in relation to other, already established 

figurations, and that the social habitus is in a continual process of change through the 

sociogenesis of our relations with others. Indeed, it aptly links these four theories together. 

 

The key to this radical rethinking of the imaginary is the self-institution of the social-historical 

world in which we live – meaning it is down to the self-instituted society to determine what is 

‘real’ and what is not, what is ‘meaningful’ and what is meaningless. Thus for Castoriadis it is 

not enough to simply say that society ‘contains’ a system of interpretation of the world, as 

each society is a system of interpretation (Castoriadis 1997, 10). The identity of society, 

therefore, is nothing but this system of interpretation, and as a result any attack on this system 
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is seen as an attack on the very identity of society. Again, this idea works well with the 

discussion that has come before, as the very figuration that is the hotspot of IFSEC itself is its 

own system of interpretation – the etiquette drives the buzz which fulfils the role of the 

etiquette and the success of the cluster, and so on. However, this conception is undeniably 

unstable. With no fixed point of reference it seems problematic to speak of progression or 

change, things that were supposed to be the hallmark of modern society. To avoid this 

instability and in order to provide protection, society attempts to provide itself with some 

fixed form of ‘legitimacy’ according to Castoriadis. 

 

As a result, society tends to self-alienate itself and retreat to (false) heteronomy. “This self-

alienation… is manifested in the social representation (itself instituted in each case) of an 

extra-social origin of the institution of society” (Gezerlis 2001, 483). Essentially this is the self-

denial and covering-up of the instituting dimension of society and instead attaches its origins 

and meaning to something extra-social that resides outside the reach of society. The existence 

of God is the most obvious example, and Castoriadis updates this to note that capitalist 

rationality is firmly in this category also (Castoriadis 1997, 38). God is clearly of extra-social 

origin, but so too is the idea of growth, the need to quantify and value and the idea of linear 

progress – capitalism has placed these as self-evident, a-priori truths, that stand outside of 

human experience and are considered immutable. This is achieved, writes Castoriadis, as 

history is only ever what the present makes of it. In this sense it is impossible for a society that 

has instituted one of these extra-social signifiers to conceive of a society without it. Since the 

emergence of capitalist rationality as a new dominant signifier it has become impossible to 

think of the existence of society before this, as history is contingent and based entirely on a 

present that contains that signifier. Thus the self-institution of the heteronomous signifier is 

systematically forgotten by society once it is instituted. It is on this key point that we shall 

elaborate in relation to security. 

 

The most important point of this illumination of the creation of meaning in society is that by 

placing these signifiers as extra-social, they cannot be changed by society itself – the 

institution becomes impossible to question (you cannot question the ‘law of God’ and so 

forth). It follows therefore, that a retreat to heteronomy (that is, the assumption of something 

extra-social over which we have no control in order to avoid the instability of our contingency) 

to ensure the stability of the social imaginary also represents for Castoriadis the closure of 
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meaning and interpretation – these things can no longer be questioned from within society 

and any attempt at looking self-reflexively at the institution is thwarted. A heteronomous 

society has the inability to think outside of already instituted ideas and thus loses the ability 

to create (or indeed destroy) meaning. When heteronomous social imaginaries are elevated 

above all others (as can be seen with the dominance of religion and capitalist rationality), 

subjects in society have no choice but to conform – to become heteronomous subjects. By 

linking these ideas to the concept of the civilising process, through the actual deployment of 

technologies in everyday life, we are afforded a better understanding of how the contestation 

of meaning can be shut down – and the need for security technologies, and indeed the 

existence of a security problem more broadly, becomes simply a fact of life.  

So why is this discussion of a radical instituting imaginary so important? Firstly, because it has 

been noted by critics of Elias that he leaves little room in his theory for the role of the 

imagination (Fulbrook 2007, 15) and thus enhancing his argument with a compatible option 

to plug this gap seems a fruitful exercise. Primarily however, is what this means for the 

promotion of particular security imaginaries that were discussed in the previous chapter. 

What I claim is that we have reached a third stage – an evolution along the path of self-

alienation that goes further than that which Castoriadis described. If we recall the logic of the 

wider security doxa discussed in Chapter 1 – a logic of protecting against an unknowable and 

seemingly uncontrollable future – it seems the power of nightmares have been realised (and 

indeed solved in technical form). We are no longer living in a society dedicated to God or the 

free market, but a security society focussed on the perpetual and self-evident risks this kind 

of uncertain future brings with it. It is not my claim that the logic of security has replaced 

capitalism in its entirety, or that security has simply become an economic process. If we return 

to the idea of ‘resonance’ put forward by Connolly, as discussed in the introduction to this 

thesis, this becomes clearer. One has not become the other, but rather there is a reorientation 

around “a point of resonance on the horizon” (Deleuze and Guattari in Amoore 2013, 4). For 

Connolly this is about how different elements “infiltrate” each other (Connolly 2008, 39) and 

thus intensify the force of that vision, much like much smaller vibrations can incite much larger 

ones. Importantly here, however, we can see how that much larger vibration can then serve 

as the post-fact legitimation for the importance and continuation of the smaller factors all 

marching to apparently the same tune. Thus, we can begin to see a logic whereby the security 

entrepreneur of mundane tools can have a vision of their own solutions deployed in the 
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marketplace unconcerned by what exactly it is they are protecting against, yet as an imaginary 

this still resonates with the logic of transnational security services that are preoccupied with 

identifying precisely that ‘what’. In focussing on defining, in their own way, the possible 

futures we anticipate, these elements can reinforce the same extra-social certainty whilst 

having dissimilar goals, in much the same way as competing religions might reinforce the 

notion of God without necessarily agreeing on what that means or how we should act in the 

face of such news. Importantly, this means that these dissimilar elements are not distinct, and 

can all play a part in the instituting of certain imagined futures in a messy and complex fashion 

that defeats simple causal explanation. 

 

Indeed, thinking of the case study of Samsung discussed in the previous chapter these 

different imaginings become ever more clear – each product presented as its own neat 

solution to a potential future – but a potential future that always has some threat that needs 

to be secured against, no matter how hazy or ill-defined. However, the point here is that these 

promoted imaginings too are self-referent. As has been mentioned, they are not yours or 

society’s at large, but specifically Samsung’s (and by extension those of the etiquette of the 

larger cluster), with all of the relevant information recontextualised within, and self-referent 

to, the trade show environment, much like the infographic of the tube map. As Elias and 

Castoriadis have explained – each figuration, although distinct, draws on those around it and 

the specific imaginings of the trade fair are no different – taking a broader security doxa that 

has unending risk as its primary assumption, and placing technology within this as the ultimate 

solution – both perpetuating exactly the foundation of legitimacy that is required to keep the 

cluster relevant, whilst allowing competition and a company vision, albeit on the periphery of 

this central imaginary. Yet if these are internalised imaginings of actors involved in the meta-

game of the exhibition, then so too must these imaginings internalise the logic of the security 

etiquette – reproducing it as a potential, and ever more defined and inescapable, future in 

much the same way as the new technologies themselves embed it in their specifications and 

promotion. Security itself is increasingly commodified and subsumed within these imaginaries 

– used as a tool to legitimise the continued sale of the latest and greatest innovation. 

 

If we return to the move towards risk management in the field of security, as discussed in 

Chapter 1, we can start to see signs in everyday life that we are now living in a security society, 

and the impact of this kind of promotion becomes clear, and that “the logic of pre-emption 
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prioritizes the power of imagination over the power of fact – suspicions over evidence” (Salter 

2008, 243). Indeed, the US National Security Strategy openly admits that imagination and 

suspicion trump facts “even if uncertainty remains” at the time of action (Salter 2008, 243). 

The underpinning logic here is one of prevention having failed, and therefore the curtailing of 

civil rights and so forth is now rationalised based on protecting against future possible 

imaginings. 

 

Castoriadis notes that the move towards a heteronomous society is not a purely binary action 

– societies can be more or less heteronomous dependent on the dominance of the 

heteronomous signifiers and the possibilities of resisting them. He notes, by way of example, 

that during the unquestioning dominance of religion in the past that this was a nearly total 

move towards heteronomy with complete closure of meaning. This he puts down to the way 

that religion is internalised in a manner that makes it hard to resist – religion cannot be 

effectively resisted and accepted at the same time (you cannot accept the law of God and 

question it at the same time), it is either accepted or it is not. This leads to individuals taking 

on a very conformal identity (Castoriadis 1997, 329). Capitalism, on the other hand, whilst still 

extra-social as a signifier, is not as successful as religion at achieving complete closure of 

meaning. Castoriadis explains that capitalist rationality never manages to entirely complete 

its goal of creating an individual who is a ‘thing’ – simply a tool. This fails because capitalism 

as a system can be both accepted and resisted at the same time – workers might comply but 

they never identify themselves as ‘tools’ as they continually resist by demanding workers' 

rights (breaks, wage increases etc.) which reaffirms their identity as more than just a ‘thing’ 

(Castoriadis 2005, 81, 95). 

 

However, the shift towards putting the drive for security at the centre of the agenda is 

changing this, and represents a move towards a more complete closure of meaning and 

interpretation, as we shall see. By giving primacy to imagination in security discourse this is 

also by extension giving primacy to the best imaginings – the best storytelling of what future 

risks will be. By favouring certain imaginations (those of intelligence agencies, or importantly 

for this discussion the producers of security technologies), the social imaginary becomes 

commoditised. Those deemed to hold better imaginings will have a value placed on them that 

is higher than all others (presumably here the majority of society). This represents the 
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exporting of security (and indeed the need for security technologies) as a heteronomous 

signifier. 

 

If we take the example of the attacks of 9/11 on the World Trade Center, we can see that it 

was an attack on the very fabric of the ‘Western’ way of life. We can understand this as an 

attack on the very identity of society. However, ‘civil rights’ stand in the way of responding to 

this threat in the same way as workers’ rights prevent the total domination of the capitalist 

system – they provide a mode of resistance to CCTV, data-mining operations and airport 

scanners. Indeed, Wikileaks, the information leaked by Edward Snowden and similar recent 

events has demonstrated the power of such incomplete colonisations well. However,  by 

commoditising the imaginary and giving preference to only those imaginary futures deemed 

appropriate, this can conversely act as a ‘disimagination machine’ – removing not just the 

interfering factor, but the very ability to imagine in such a way as to provide such interference. 

Not only are present and future responses to risks colonised, but so too is the past. If we follow 

Castoriadis’ explanation of this process as discussed earlier, it is clear that once this new 

signifier is present within the social imaginary itself, there is no way of conceiving of a society 

without it – the memory of the colonisation itself is removed and the result is effectively the 

death of the imaginary. Total heteronomy can be achieved. 

 

Indeed, it is possible to see this colonisation in action. Louise Amoore notes that in the days 

following 9/11, Americans were told to “shop to show their resilience over death and 

destruction” (Amoore 2008, 113). Instructions such as these highlight how shops, offices and 

the ‘business community’ become sites of resilience and resistance against this new ‘terrorist 

threat’ – the ‘London Resilience Partnership’ being a perfect example of the pairing of shops, 

businesses, transport companies and emergency services to plan against potential attacks55. 

This not only reinforces a certain capitalist rationality in everyday life (one which is intimately 

interlinked with a commodification of security and the production of private sector 

technologies), but places the security threat, and the need to mitigate it, right at the heart of 

everyday life. It becomes impossible to conceive of a future without a solution in place as the 

saviour of potential terrorist attacks as the value of any imaginings that differ from this 

narrative are impossible to conceive of – the very same security technologies that rely on just 

such an imaginary to be promoted to continue to be relevant. The commoditised security 

55 For more, see: http://www.londonprepared.gov.uk/lrp.jsp. 
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imaginary closes all variation of meaning and interpretation of the future as its basis is placed 

extra-socially through the exportation of security as something that is just there and must be 

dealt with. Claims about privacy and freedom can be quashed as the imagined future that 

requires increased surveillance, body scanners at airports, profiling techniques, investment in 

new security-technology and so forth is the only future it is possible to imagine. To use an 

example Castoriadis himself employs, if the social imaginary itself becomes colonised by the 

heteronomy of security, then resisting security policy decisions will become as impossible as 

saying “Big Brother is ungood” in Newspeak (Castoriadis 1997, 17). 

 

Whilst Castoriadis is of particular use if we are to understand the importance of IFSEC and its 

associated cluster promoting specific imaginings of security, and how that can have important 

and hard-to-resist impacts on daily life, questions are still left unanswered here. Primarily, 

how is it that security society can become so convincing, in a way that (as Castoriadis notes) a 

capitalist rationality was never as fully convincing? Furthermore, why is it a technological 

solution in particular that takes primacy here, and how have the firms that present themselves 

as the most convincing imaginations of a risky future managed to obtain such a legitimate and 

dominant voice when it comes to defining this security doxa regarding both present and 

future? It is these questions I shall now examine, by returning to both Elias and the work of 

Feenberg, suggesting modifications to both that draw on the importance of the process of 

black boxing technology. We will see how Elias’ civilising process can actually be understood 

as the means by which signifiers for the instituting imaginary are exported to the extra-social 

– the act of civilising is in fact the very act of self-alienation that allows the dominant imaginary 

to succeed. 

 

 

Technology Beyond the Show Floor – Everyday Life 

 

Elias discusses the way in which the internalised court etiquette becomes dominant in wider 

society. This is where the civilising process moves outwards, demonstrating how the process 

of courtisation subjects first Knights and other nobility to regulate violence, but then rolls 

down to increasing levels of the population as regulation of that violence becomes slowly and 

subtly concretised by “long term requirements of the complex networks of social interaction” 

that stem from the adoption of a certain etiquette; in court society therefore, “we see the 
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beginnings of a form of mutual and self-observation” (Krieken 1998, 97). This “code of 

behaviour becomes stricter and the degree of consideration expected of others becomes 

greater”, resulting in “the social imperative not to offend others becom[ing] more binding” 

(Elias 1994, 64). Accordingly, we can see how something born of a selfish, micro-level desire 

for one-upmanship and advantage over others becomes seeded in the conscious of wider 

society, and through the increased adoption of this originally self-enclosed and self-referent 

etiquette, becomes increasingly binding for people going about their everyday lives. Indeed it 

becomes part of, and encapsulated in, the interactions of individuals in their everyday 

relations with others. This is not the court as a driving factor per se, but rather as the nucleus 

around which these wider social figurations crystallise. Slowly, this etiquette becomes 

increasingly internalised by the general population and thus less dependent on external social 

institutions to perpetuate it, giving it a certain concretisation that makes it hard to resist. This 

is not, it is important to remember, a claim that this is some movement along an objective 

criteria of ‘civilisation’ and away from barbarism. It is instead an explanation of the adoption 

of a set of practices that are perceived by those who operate within, and are mediated by, 

them as something that sets them apart as being more civilised than others or that which 

came before. It is a simple construction of this reality as something real as the result of a 

trickle-down from the self-serving logic of a privileged elite operating in the court society. 

 

For Elias, the movement of the civilizing process beyond the limited scope of the court itself 

occurred as a result of the formation of increasingly intricate social divisions of labour. As 

differentiation increased, so too does "the number of functions and thus of people on whom 

the individual constantly depends” (Elias 1994, 367). Essentially, the increasing specialisation 

and interconnectedness of the wider world resulted in more people having to “attune their 

conduct to that of others, and the web of action must be organized more and more strictly 

and accurately, if each individual action is to fulfil its social function” (Elias 1994, 367).  The 

increased personal security that came about, as discussed, through the monopolisation of 

violence by the state, led to the expansion of these webs of interdependence that thus 

required more automatic, habitual, self-restraint. This moving outwards, as hinted at above, 

is a two-fold affair. Firstly, this increase in civilised self-restraint was partly the result of 

'civilising offences' instituted by the elite, largely as an expression of social superiority, to 

modify the behaviour of those they saw as their social inferiors. Secondly however, it was 

partly the product of those outside the inner circle of the court in an attempt to emulate the 
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behaviour of the more 'civilised' strata in order to both reduce the feeling of social inferiority, 

but also enable some kind of progression. The resultant effect of this was that the more those 

‘outside’ successfully emulated the etiquette of the elites, the more these elites had an 

incentive to integrate ever more demanding standards as a mark of their continuing claim to 

superiority. Elias characterised this process as one of "colonization" and "repulsion" (Elias 

1994, 430). 

 

Elias’ analysis here refers to this process affecting the development of civilisation as a whole, 

and thus is directly relevant if we want to discuss the emergence of security society. Initially 

certain civilising offences are instituted by the security elite – the requirements for certain 

border controls or biometric data contained in passports, for example. The resultant 

“pacification” of society, as Elias termed it, leads to an increase in (perceived) personal 

security (for a majority, at least) that results in social life becoming increasingly 

interconnected. We have already seen in Chapters 1 and 2 how we live in an increasingly 

interconnected and globalised world. Thus, the process of “colonization” begins whereby the 

security measures laid down by elites are internalised, and become part of the fabric of daily 

life – simply part of routine. The impact of this is deepening webs of complex interrelations 

and dependencies that demand further checks on ‘risky’ behaviours. Hence the period of 

“repulsion”, although not strictly in the sense that Elias used it here. This can be seen in the 

trade fairs themselves, as discussed in the last chapter, where increasingly the language 

discusses integration, ease of use and so forth – ever increasing standards of assimilation into 

every aspect of everyday life that allow for the continued relevance of the security 

professional. And so the process starts again. This is exactly the sort of developmental civilising 

process that Elias describes – putting people on a linear path that at the same time becomes 

entwined with one another, whilst defining the path of progress. 

 

What has been demonstrated is how the etiquette of a closed figuration can be exported and 

fundamentally shift social relations in the wider world, yet not everything sits perfectly with 

the specific focus here on security technologies. After all, whilst this “colonization” and 

“repulsion” makes sense, the various buyers and sellers are certainly not Knights that will 

return home having adopted the internal logic of IFSEC, only to spread this throughout their 

community. Nor will the vast majority of the population seek to learn the rules of the meta-

game in order to be accepted within IFSEC as a legitimate actor, as they might want access to 
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the royal court. Indeed, the vast majority of the population are unlikely to even know of the 

existence of trade fairs and exhibitions such as IFSEC, let alone have any particular desire to 

visit them. It is at this point that it seems pertinent to suggest some modifications to Elias’ 

thesis, to bring it up to date and to synthesise his thinking with that discussed in previous 

chapters. What I suggested is how we can conceive of the trickle-down effect of the civilising 

process from the nobility to the wider population as encapsulated in the technology itself. We 

shall see that the emphasis Elias puts on the internalisation of new codes, rather than it 

coming from external forces, can be seen as the technology internalising the security 

etiquette, and as a result, as it is deployed in everyday life, begins this crystallising process. As 

we increasingly shift decision making to technology, thus we tacitly adopt the codes therein. 

We shall see how the very same security imaginary that is constructed as legitimate through 

the appeal to its validation by ‘neutral’ technology is in fact codified and black boxed within 

its very specification. Thus the actual technology takes on the role of disseminating, and 

concretising, the same imaginary that is promoted in order to justify its development – itself 

becoming part of the civilising process – a process that drives us deeper into a security society 

from which there is little escape. 

 

Etiquette and the Technical Code 

 

Firstly, let us return to Andrew Feenberg and his provision of one of the most contemporary 

and cogent critical theories of technology to date. Particularly of interest here is notion of the 

technical code and the way in which we view the development of technologies as more than 

linear, rational progression. Instead, these developments form part of a messy, co-

constitutional relationship with society and culture, and social norms are embedded within 

the very specification of technology (such as the societal shunning of child labour through the 

designing of tools to fit adult hands) and in turn, can reflect and reproduce certain dominant 

logics. This theory presents itself as particularly compatible because, as Feenberg notes, the 

logic of technocracy is more about rhetoric than any actuality (Feenberg 1999, 132) and this 

fits well with Elias’ description of the modus operandi of the court etiquette. Certainly, 

technologies do not need to be deployed in order to further a particular rhetoric to those 

looking to buy. Consequently, even those failed technologies that are consigned to history as 

failures are an important part of any full analysis of the technical process. As has already been 

discussed in Chapters 2 and 4, standardisation and legislation are key parts of the black boxing 
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of technologies, and it is instead the competition on the periphery (such as their aesthetic 

qualities) that helps perpetuate the dominant logic by not questioning the core of the cluster. 

This emphatically resonates with the logic of representation in court, as it is the limited 

competition between individuals that is important, as well as the mutual acceptance of the 

rules of the game to sustain the figuration – hence winners and losers are of equal interest 

here. Furthermore, if it is rhetoric we are concerned with, the roles of others involved in the 

technological process are of increasing importance – including the sites of promotion and 

marketing for those technologies and the spaces in which they compete for the attention of 

buyers – in short, the entire cluster. 

 

It is in fact through returning to the criticism of Feenberg’s work discussed in Chapter 2 that I 

wish to make the connection between this more nuanced understanding of the role of 

technology in mediating society and the civilising process Elias describes. This criticism has 

been more prominently vocalised by Veak, who states: “it is difficult to understand Feenberg’s 

optimism when he admits capitalism’s ‘unidirectional tendency’ toward ‘conserving 

hierarchical structures’ through technological design” (Veak 2000, 5).  He continues, 

“Feenberg argues the design process can be democratized by including subjugated 

knowledges, but many of the subjugated cannot even step up to the table and make their 

voices heard” (Veak 2000, 6). Indeed, whilst Feenberg himself (echoing the calls of May ’68) 

declares “all power to the imagination” (Feenberg 2005) in trying to return agency to the 

technical design process, it does not seem like a simple project to be undertaken. Feenberg 

himself vividly describes the technocratic concentration of power that belies many modern 

technological systems, and as these become increasingly embedded and marginalised groups 

become ever more distanced, it is hard to envisage how any kind of different future can be 

imagined. 

 

The link here is in exactly what social norms are incorporated into the political code of the 

technical specification of security solutions. At this juncture it is fruitful to return to the point 

made by participant firms at IFSEC that there is a desire to keep up with competitors. This 

desire is so strong that there is a perceived need within the industry to arrive with the 'latest 

and greatest' products, even if the companies themselves do not have faith in their stability 

or all aspects of the design (demonstrated by their own admission that they are more 

comfortable selling older, more established models). As we have seen, this suggests that 
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technologies are being specifically designed as part of the drive for recognition and prestige 

as a member of the community of the cluster – exactly the accumulation of symbolic capital 

Elias describes. In other words, technologies are developed and marketed not in connection 

with their relevance to the ‘outside’ world, but instead referent only to the internal meta-

game, the security etiquette of the trade fair itself. As a result, it is these norms that become 

the politics of the technical specification – a direct internalisation of the security etiquette into 

the very fabric of the security technologies being offered. As these technologies are deployed, 

as Chapter 4 notes, in ever more integrated scenarios into everyday life, they increasingly 

mediate our access to wider social relations and our relationship with modernity and society 

itself. Thus this process serves to ‘black box’ the security etiquette, and further export the 

meta-game, backroom processes of the exhibition, into the everyday lives of wider society. As 

a result it becomes the self-referent, internalised logic of the trade fair itself that comes to 

mediate our everyday existence – starting the crystallising process and adoption of this 

etiquette as part of wider social constraint that becomes so hard to resist once it is 

established. Not only is it hard to resist, it is hard to detect. Much like the adoption of court 

manners in the seventeenth century, without direct and obvious repression to achieve the 

monopoly of legitimate violence, the process is hidden, quietly sedimenting until it becomes 

an indistinguishable part of social practice. This etiquette is also a direct representation of 

how these technologies fit into the wider security imaginary that is promoted by the cluster – 

as something perpetually needed to respond to something self-evidently unavoidable – thus 

further driving its domination of future problem solving and possibilities 

 

In fact, we can explore this in much greater detail through consideration of how Elias himself 

compared the civilising process to the increased role of technology in everyday life. Elias set 

out his thoughts on the matter in a paper, published posthumously, and it is to a detailed 

reading of this we shall now turn in order to advance the argument made here. 

 

Technization and Civilisation as Instituting Powers 

 

Elias used the term “technization” to refer to the fact that human beings increasingly use 

“lifeless materials” in pursuit of the “better life” that we have already discussed (Elias 1995, 

7). Important for this concept are two things. Firstly, in fitting with Elias’ view of gradual 

change over large periods of time, he refused to delimit this to ‘modern times’ (referring to 
211 

 



this as “egocentric”) but charted the evolution of technology all the way back to the 

prehistoric discovery of fire as something technical, and equally noteworthy (Elias 1995, 7). 

Secondly, like civilising itself, and much in the same vein as Feenberg, Elias considered the 

development of technology as an inherently social process. 

It is this to which sociologists try to point, when we state that the explanation for 

technological innovations such as the motor car or the aeroplane cannot be found in a 

single inventor, but in a social process. This expression does not mean, however, that 

this is a process which takes place outside and beyond the individual. It simply signifies 

that this innovation stems from the efforts of many people, working with and against 

each other, who are learning singly and together from their attempts, failures and 

partial successes, so that the advance and the ultimate breakthrough to a useful 

innovation arises out of the interweaving of many small steps, many small victories 

and defeats, frequently stretching over a number of generations, leading to the 

solution of the problem (Elias 1995, 16). 

This, for Elias, meant technology was a profoundly sociological problem, and that social 

development was what needed to be studied, and was no doubt responsible for, moves 

forward in technological development. He noted that it was “diffuse experimentation” by a 

number of different individuals that drove human knowledge towards technical solutions to 

societal problems. Indeed, he believed it was possible to distinguish between “a preparatory 

period of experimentation, a period of a mutually supportive advance through experiment 

and failure, and a period of maturity” (Elias 1995, 16) and through these stages the initial 

technical development could not only take form but then be improved upon. 

 

Furthermore, it is important to note that for Elias there was no simple causality between the 

processes of 'technization' and civilisation. In his own words:  

present-day habits of thought lead all too easily to the conclusion that one of these 

two processes will prove to be the leading one, with the other one following on, the 

one acting as cause, the other as effect… But I find, as I said before, that the evidence 

does not correspond with this simple cause-effect model. The interaction of the 

different part-processes is complex and has no beginning (Elias 1995, 18). 

In essence, Elias did not believe there was one simple “sphere” of influence that was dominant 

– they are all coexisting and competing forces that cannot be followed causally, but can be 

read either way round. Through a consideration of the specific case study Elias used in his 
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paper – namely the development of the motorcar – we can explore the relevance to the 

development of security society. 

 

Elias notes that “motorized road traffic” did obviously require a certain degree of regulation 

by government (for example the introduction of the Highway Code) (Elias 1995, 21). However, 

the most important aspect of this for this discussion is the fact that once set out, adherence 

to this is largely left down to the individual road user (for example in sticking to speed limits, 

stopping at red lights and so forth). Thus, as Elias notes, “the level of self-regulation imposed 

by the driver on himself is and will remain decisive for the safety of motor vehicle traffic” (Elias 

1995, 21). This is the interaction between technology and the civilising process. There is a 

balance of both civilising and decivilising processes at work. Whilst on the one hand you have 

the benefits of car ownership – increased mobility, enjoyment and so on – but on the other 

you have an increase in accidents on the road; injuries and deaths many times higher than 

they would previously have been. Although there have undoubtedly been a number of 

advances in road safety, the fact that these rely on self-regulation means that the question of 

accidents on the road becomes a question of faults and shortcomings in individual self-

regulation and, above all, the social standard of self-regulation. In his own words – “this is, 

therefore, a civilizing problem” (Elias 1995, 22). 

 

Elias attempted to demonstrate this through compiling a list of road traffic accidents for 

various countries, his thesis being that the theory of the civilising process suggests that self-

regulation in 'less developed' societies will be less stable than in 'more developed' countries. 

The value in this claim is in Elias’ justification for his study, that the results can be interpreted 

not as something that reflects on the road infrastructure or vehicle safety standards of a 

country, but instead as “variations in the level, and perhaps also in the pattern, of personal 

self-regulation” (Elias 1995, 23) and that accidents can largely be attributed to the individuals 

involved. 

 

Control of a vehicle, either on the road or in terms of how well it is maintained “is nothing but 

an extension of the driver’s self-control or self-regulation” (Elias 1995, 25). However, and 

importantly here, this individual self-regulation is in turn dependent on the social standard 

that society has developed for the individual self-regulation of those who drive cars. It is all 

about the degree to which the “standard” rules of a certain society have been internalised, 
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committed to second nature or habit. The important point here is that the individual standard 

is only successful if it adheres to the wider societal standards: “an individual driver who fails 

to regulate him- or herself within the terms of the common standard is a danger to all others” 

(Elias 1995, 26). 

 

Elias draws on his data to denounce those that try to explain the larger number of people 

killed in the ‘less developed’ countries by pointing to, for example, substandard roads. But, he 

notes, “roads as such do not kill” (Elias 1995, 26). Instead, Elias concludes that worse roads 

instead demand greater care from the driver, and thus if there are more deaths in places with 

worse roads it is not the infrastructure to blame, but the fact that the self-regulation of the 

individual (and by extension the wider society) has not responded and adapted adequately to 

the condition of the roads (Elias 1995, 27). Inarguably, worse roads demand greater caution 

from the driver. The large number of people killed in certain countries is therefore not due to 

the state of the roads, but to the fact that the self-regulation of the driver is not, or is only to 

an insufficient extent, adapted to the state of the roads. 

 

What, then, is its relevance to the discussion of the deployment of security technologies in 

everyday life? It is in the explanation of the process itself rather than the specific case study 

or conclusion that value can be found. What Elias describes in his treatment of the 

development of motor vehicles is the interaction between technology and wider society – and 

more importantly how developments in technology are transferred to, and internalised 

within, society as a whole. It explains how the inward-looking security etiquette of the trade 

show, itself a direct product of the promotion of a security imaginary, can be exported to 

wider society. In deploying technologies in the field, a 'civilising spurt' is encouraged which 

results in an internalisation of the ‘rules’ of the technology – at the same time internalising 

the political code, as Feenberg has demonstrated, that can be seen as present within the 

specification of technologies themselves. It is a return to the logic of integration that, in the 

previous chapter, was shown to be such an important aspect of new security technologies. It 

is perhapsof no surprise then, that there is such focus on methods of integration at IFSEC itself 

throughout this thesis. 

 

We can explore these ideas further through a discussion of a recent development of Elias’ 

work (and indeed one he fully endorsed) – that of informalisation. Whilst Elias is primarily 
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concerned with developments in court society, how rules about manners and emotions had 

become increasingly strict, detailed and complicated, and how this formed the civilising 

process, this does not necessarily fit with a modern description of the world. Particularly since 

the 1960s, it has been claimed that there is a change of trend away from formalising, but 

instead towards informalising (Binkley et al. 2010, 71). What this has been described as is a 

“controlled decontrolling” (Binkley et al. 2010, 58) – certain transgressions that previously 

were not permitted in terms of emotional response were now acceptable – but only within 

very tight bounds. The upshot of this is that self-controls have to become increasingly reflexive 

and in fact far more complicated and involved. Additionally, the nature of this kind of social 

exchange, one in which the concern is about remaining “natural or authentic” whilst 

experiencing a certain “emancipation of emotions” means a shift between conscious self-

regulation towards self-controls as “functioning largely automatically as habitus” – second 

nature (Binkley et al. 2010, 71). Indeed, if we think back to the example of the motor vehicle 

discussed earlier, this can be read as the internalisation of codes of driving – Elias himself 

noted that these included more than simply laws and government regulations, but also 

unwritten codes such as the real speed people travel at on the motorway (Elias 1995, 25). 

Obviously for driving these things need to become second nature in order for a driver to have 

any hope of avoiding an accident, and thus increasingly internalised and complex self-

regulation is required. 

 

We can expand this example to security technologies to demonstrate how the political code, 

instituted in the trade fair, is exported to wider society and can in fact provide the catalyst for 

the wholesale adoption of the security imaginary that is promoted by the cluster through 

enabling the self-alienation of its users, as well as shutting down areas for complaint or 

resistance. Consider for example, biometric passports or RFID swipe card access to buildings. 

There is, in a sense, a relaxation of formal codes here. The emphasis instead is on speed and 

fluidity – definitely for the majority of ‘everyday’ travellers. Instead of being assessed by a 

border guard, you can jump the queue and use the automated border controls. Certain 

systems, such as the Global Entry requirements instituted by the USA have furthered this, 

offering expedited entry controls for select passengers. Similar is true of swipe cards or CCTV. 

Swipe card access to buildings, for example at University, allow (if such a system is in place) 

24 hour access to restricted buildings without the need for direct interaction with authorities. 

Similarly, with CCTV, areas can be observed without any direct police or security presence 
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(particularly if we consider the automated examples discussed in the Chapter 4). What these 

all have in common is the fact that they rely on self-controls to function. The rules, unwritten 

or otherwise, must be internalised for these systems to operate. 24 hour unmanned swipe 

card access shifts the burden onto the individual to assimilate the code of conduct expected 

of them – not to steal, or let in strangers for example. Similarly CCTV requires the 

internalisation of the appropriate behaviour for a certain space without it being directly 

enforced. Failure of an individual to adhere to this self-regulation thus need not be seen as a 

failure of the technology, but instead a failure of the wider societal regulation that should 

have been adopted by the individual. At the same time, much like increased road traffic 

accidents and motor cars, the civilising spurt that generates increased speed and fluidity for 

some, undoubtedly has attendant decivilising forces in the shape of increasingly securitised 

aspects of daily life, the profiling and declaring as ‘risky’ new groups of individuals, and so 

forth. However, there is an additional factor here – that much of this is mediated by 

increasingly automated technology systems. It has been noted that everyday life is complex 

to the degree that significant portions of daily routine need to be automatic (Van Krieken 

1990, 357). However, can we see this load shared between both the individual and the 

technology? 

 

Indeed, it is the technology itself that requires this self-regulation, suggesting there is a certain 

symbiotic relationship at play here. Access to the rules that need to be followed are, in a sense, 

mediated by the technologies deployed to enforce them. Thus the technical systems 

themselves must be internalised and become part of the self-regulating process, bringing with 

them the imbued political code that Feenberg has shown is present from the trade show floor 

– the very code that brings forth the security imaginary. In the example of the motor car, the 

self-regulation only becomes automatic with continued use of a car and the road network – 

these mediate the access of the individual to the wider societal codes. The same is true here 

– only through interacting with the security technologies that are deployed can the individual 

internalise the wider societal security logic, therefore simultaneously internalising other logics 

contained within the specifications of the technology itself – namely those of the security 

etiquette and the meta-game of the exhibition. 

 

This raises an additional interesting point. This is best explained through reference to 

technisation and civilisation and Elias’ case study of motor vehicles: 
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all participants — authorities, manufacturers and, not least, drivers — methodically 

learn to increase the safety of driving and to reduce the risk of death to the driver. The 

effectiveness of the standard of self-regulation increases. The coefficients, at least in 

all the more developed European countries, increase very considerably (Elias 1995, 

27). 

The co-constitutive nature suggested here is key. If civilising and technising processes drive 

each other on in spurts, this has an important impact on how technology (and by extension 

the security imaginary imbued within it and necessitated by it) can constrain certain future 

directions. Elias, as we have seen, has noted that civilising processes are certainly unplanned, 

but do continue along a certain trajectory towards increasing civilising and 

interconnectedness (Elias 1994, 470). If the technology is what mediates our access to wider 

societal codes of self-restraint, then it too can define the horizons of progress. Using the quote 

above, we can see that newly deployed technologies (in this instance to increase safety), 

results in a similar increase in self-regulation to integrate these new standards – the two 

processes drive each other further. Yet the technology at the same time constrains the 

civilising process just as the civilising process constrains the technology – they are reliant on 

one another. The progress of technical development is limited by the civilising process in terms 

of the inter-dependencies required for increased specialisation and so forth. Yet at the same 

time, the civilising spurts are delimited by not only the technology itself (in terms of setting 

new codes for self-regulation) but also by, in the example of cars or security technologies, the 

way the technology mediates access to the civilising process itself. Thus, if we have 

technologies imbued with a political code from the trade fair, we can see how this is 

permanently reinforced and reproduced. The scope of the ‘problem solving’ that is possible 

within society – the horizons of possibility and development – are set on a limited course by 

the interaction of these two forces. New technologies are defined by the level to which self-

regulation has been successful, which in turn depends on the deployment of technical fixes to 

improve. All the time the security etiquette from the trade fair, and the broader imaginary, is 

wrapped up in this – both within the technical specification of the technology itself, but also 

through the internalising of that logic into wider societal interactions. And all of the time each 

process has the other as its natural validation – problems with society require certain technical 

fixes, and when that technology works it can be declared proof, as the technology is the 

supposed neutral validation of scientific success. The security etiquette can thus be seen as 
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having a pivotal role in the attunement of wider society – at the same time driving it in a 

certain direction. 

 

An important part of this attunement is the degree to which technologies can regulate the 

decivilising counter tendencies that Elias notes are always part of the civilising movement. 

After all, if the negative impacts can be avoided, then this will help reduce resistance to the 

adoption of an imaginary that institutes a security society and all of its attendant artefacts. 

For example, the benefits enjoyed by developments in motor vehicles were met with a 

counter point, namely the huge increase of death and injury on the roads. This begs the 

question then, of how there is a tendency towards continued civilising, and a side-lining of 

these additional, unpleasant, concerns. This can be best explained through a return to the 

smoothness discussed in the previous chapter – the retreat from overt end user control of the 

underlying mechanisms. 

 

Elias noted in his discussions of court society that there was a tendency to move unpleasant 

practices “behind the scenes of social life” (Elias 1994, 103). In essence, the unpleasant side 

effects of technology can be taken away from the end user. If we continue with the motor car 

example we can think of increasing safety measures on vehicles, for example automatic 

braking or spring-loaded bonnets that cushion pedestrians if they get hit. This, in a sense, 

increases the ‘smoothness’ of the operation. It creates an interesting circular logic. These 

kinds of steps removes the moral imperative for considering yourself directly responsible for 

your actions – you have the safety features on your car which proves you are ‘doing your part’ 

– after all you have the neutral validation of the technology itself on your side. Indeed, this is 

very similar to the idea of divesting moral imperatives to technology in the way Latour (as 

discussed in Chapter 2) notes with examples such as automatic-door closing mechanisms (that 

move the requirement to ‘close the door’ from human to machine). Yet at the same time, as 

we have seen from Elias’ analysis of accident data, this is not the fault of the technology, but 

through failure to properly modulate wider societal standards of self-regulation. The blame is 

shifted, through the technology, away from the individual (and the technology) and instead 

constructed as a problem with society at large. The solution? Obviously the adoption of new, 

better, modified technologies that can further decrease risk. 
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Indeed, we can demonstrate this with security technologies, and how they overcome the 

negative connotations that are attached to them. The decreased instances of competition that 

are brought about by the civilising process have an additional impact. “Decreased competition 

makes it possible for people to detach themselves more from immediate competitive 

necessities of this or that object” (Binkley et al. 2010, 67). As such, as society becomes more 

pacified and interdependent, it becomes possible to achieve a relative level of detachment 

from one’s environment. However, rather than competitiveness having been removed 

wholesale, this can be understood as simply a changing pattern of competition. Open displays 

of competition may be viewed as unseemly one-upmanship, and thus threatening to the social 

figuration, it becomes possible to see cooperation as a means of competition – “you have to 

cooperate in more competitive ways because otherwise you get left behind” (Binkley et al. 

2010, 68). The civilising and technical processes enable this for two reasons. Firstly, there is 

an added impetus for cooperating with the system that has been deployed, regardless of your 

personal opinion. There is an incentive to internalise the wider logic of civilisation as it serves 

to define your situation, acceptance and purpose, as we have seen with the security firms at 

the trade fair. Nobody wants to get left behind by resisting the wider societal self-regulation. 

At the same time, by veiling competition as cooperation it increases the smoothness of the 

operation – it is no longer overt and therefore need not be shameful – you can fall back on 

the excuse that you are just ‘playing by the rules’, falling back on the neutral technology to 

validate your answer. We can see this if we consider biometric border technology, or the risk 

profiling of airline passengers. The civilising impetus of these technologies is clear – increasing 

the interconnectedness of the world, but also speeding up travel, allowing more fluid access. 

Yet there are also clearly decivilising counterpoints created alongside this, as discussed in 

Chapter 1 – the construction of migration as a security issue, the profiling of previously 

unknown groups as security concerns, and so forth. Yet there are two forces acting against 

these negative processes that serve to further the dominance of the civilising spurt. 

 

Firstly is the desire not to be the one that gets stopped at the border. This is in essence 

competition by intensified cooperation – fitting in with everyone else, submitting to the right 

procedures and so forth – being an active part of the construction of the ‘acceptable’ profile. 

Secondly however, is the additional smoothness with which this is possible. Increased 

technological solutions progressively take these decisions out of the hands of the end user, as 

we saw in the previous chapter, by integrating and deploying simple, easy to use, tools. This 
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allows a certain shame-free participation in the construction of those that are 'other' or 

outside the system. Not only through literally not having to see those that are denied access, 

but being able to yourself deny your part in the process – everything is processed ‘behind the 

scenes’ with only a few buttons to be pressed by the individual themselves. The impetus is 

again transferred onto the technology. The side effects are taken away from the user and 

slowly incorporated into the technical code. This increases the 'smoothness' of the operation 

but also removes the autonomy of the user - there is no need to consider the consequences, 

but also importantly there is the seemingly neutral technology to fall back on to prove you are 

'doing your part' or 'playing by the rules', yet these rules are themselves carriers of, and 

instituted by, certain normative practices that as we have already seen are loaded die from 

the start. 

 

This can perhaps be better articulated by Mukerji’s development of Elias’ investigation into 

the court of Louis XIV, which aptly demonstrates the important role of the materiality of what 

was produced by the regime. Mukerji draws on the increased degree of self-control and 

decreased autonomy of the court to demonstrate how there was a “verbal silence” – a 

silencing of the aristocracy as valid political voices, instead reduced to acting out the rituals 

etiquette dictated. This is replaced instead with a “powerful material communication” that 

centred not only on fashion, but building projects – “what they did best was to make manifest 

political alignments using material means – works not words” (Mukerji 1998, 285). The point 

here is to think of “Vauban’s fortress designs and Colbert’s forest reform… all in the same 

breath and treating them as a common and fundamental political constellation” (Mukerji 

1998, 286) – that power was built through administering building projects rather than building 

cavalry. 

 

Key to this idea is that there is a real physicality to this wordless way of expressing oneself that 

is hard to deny. Indeed, Mukerji notes that even ‘fun’ activities were deeply politically loaded 

events, with “carrousels, or feudal equestrian games… blurred lines between dance and 

military practices” that often led to real conflict and tensions – “that dances and games could 

be so politically inflammatory demonstrates quite clearly how potent these court events could 

be” (Mukerji 1998, 290). 
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Thus we can see the allure of technology on two levels. Firstly, it allows the expression of an 

otherwise voiceless politics from those that have been subjected to self-control via the 

civilising process. But secondly there is an undeniable materiality, something it is impossible 

to deny is in front of you, but comforting at the same time. If we follow the Eliasian 

perspective, as extended by Mukerji and the idea of informalisation discussed above, we can 

see technology – both its development within the trade fair environment and its integration 

and use by everyday citizens – as an externalisation of the internal anxiety felt when we are 

faced with the complex web of social interactions and the feeling of being unsure of our place 

(or indeed maintaining that place). It is exactly the appeal to science that Elias believes is key 

to overcoming our fears – and if we think of technology in the way that Feenberg and Latour 

suggest, we can see how this is the case – its mediation of wider society when it takes on 

meaning and purpose allows the divesting of some of our inner anxieties and obligations to 

the technology. We integrate the technology into the ‘performance’ of our everyday 

existence, but at the same time rely on it to smooth out some of our more deep-rooted fears 

regarding our relations to those around us. Simultaneously, it enables these anxieties and 

inner desires to be externalised in the form of technology that can perhaps allow us to enact, 

in a voiceless and thus more easily acceptable way, some of those inner desires, as they are 

imbued in the political code of the technology itself – but in the same breath fall back on to 

the justification of it being carried out by a neutral, rational piece of machinery. 

 

Crucially here, Mukerji allows us to see the true role of technology, and thus in closing 

establishes the place of such tools in the formation of the security doxa. It becomes the literal, 

physical embodiment of the dominant social configuration – not one of the ruling King, God, 

or even capitalist rationality – but the concrete manifestation of the primacy of security in 

society and an imaginary that places it at the centre of the solution to the anxiety about the 

future that this inevitably entails. There is no need for the Knights of Elias’ earlier depiction to 

carry the etiquette outwards and subject their citizens to, as the technology, like a stone 

edifice depicting the unquestionable dominance of God, spreads this message far and wide. 

The technology itself once it is deployed forms the key institutions and structures that 

Castoriadis stipulates are crucial to the instituting power of the security imaginary. Yet the 

very same imaginary that is constructed as legitimate through the appeal to its validation by 

‘neutral’ technology is in fact codified and black boxed within its very specification, and thus 

is not neutral at all. As such technologies are further integrated and connected to everyday 
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aspects of life, the security imaginary, and the existence of a security society that requires 

such technology as a perpetual and self-evident response becomes increasingly difficult to 

resist. This action only increases in effectiveness due to that very same technology’s abilities 

to remove (at least from sight if not in actuality) many of the decivilising tendencies of a 

security society. It is these decivilising processes that block the wholesale adoption of the 

dominant imaginary. Thus, once removed through their achieving of a duality of purpose that 

not only allows us to alleviate our inner anxiety whilst reinforcing our position in society and 

appealing to some of the inner desires the civilising process would have us repress, helps 

sediment security as something extra-social, not to be questioned, but undeniably central to 

modern life. In short, the civilising process, and by extension technology, represent the means 

by which signifiers can be instituted as heteronomous – colonising a future of both risk and 

fear that requires security technologies as the only possible, and most logical, response. 
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Conclusion 

 

Security. Risk. Fear. Terrorism. These are the words that have come to define societal concerns 

in recent times. Not just in terms of government, policing or military operations, but in our 

everyday lives. Increasingly, hard-won rights to privacy, freedom of expression, habeas corpus 

and more have been eclipsed by the expansion and dominance of a security doxa obsessed 

with protecting against uncertain and unknowable futures – either through gradual erosion at 

home or complicity with regimes (both public and private) that do not recognise such 

principles. We are increasingly living in this security society. It is the apparent ease with which 

this era has come to pass that has been the backdrop of the enquiry undertaken here – the 

lack of surprise at invasive and illegal surveillance practices by states, the absence of a unified 

voice of outrage or resistance. It has sought to place an important piece of the puzzle of how 

these security practices have become a largely unopposed, embedded, and accepted part of 

day-to-day life, and how in many ways we have come to be complicit with their reproduction 

and sedimentation. 
 

Thus, it is against this background that this thesis addressed a central question: 

 

What effect does technology as process, and the imaginings associated with it, have 

on the formation of political discourses on security? 

 

In order to develop an appropriately nuanced response to this, the two sub-questions posed 

alongside it at the start need first be answered: 

 

Firstly, how can we conceive of technology as process, rather than its traditional 

conception as an act of pure innovation? 

 

Secondly, how do the security entrepreneurs developing these new tools imagine and 

reimagine risky futures that require security technology as the only, and indeed 

desired, response? 
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Chapter 2 demonstrated how the image of technological neutrality – of technology as 

something somehow purely reflective of some kind of scientific rationality, or the product of 

pure innovation – was a fallacy. The construction of technology is a complex process, 

beginning well before the physical article is deployed in its final destination. Those 

technologies that succeed and those that fail are determined by a messy evolution in which 

they are imbued with meaning through their interactions and mediations of those that 

interact with them, be they developers, end users or anyone in-between. As Feenberg 

explained (1999), technologies are loaded with ambivalent potentiality. However, far from 

representing the democratic politics of technology that this should allow (and that he calls 

for), we have seen how technologies become black boxed, loaded with a political code that 

makes them not transparent but opaque. Not only do they come already laden with particular 

kinds of meaning, but in their most banal of specifications come imbued with specific 

normative values. 

 

Those values, as Chapters 3 and 4 demonstrated, can often be traced to the security etiquette 

of the trade show floor. Through the process of black boxing, this etiquette can be transported 

from the boundaries of the exhibition to our homes and offices. Indeed, with the increasing 

prevalence and reach of the security technology market, and its abilities to build conduits 

directly to us through the internet and social media even where we do not have direct contact 

with the physical product, this sedimentation and fixity of meaning can only become further 

saturated within society. Yet at the same time, as we continue to delegate moral obligations 

to the machinery we deploy (Latour 1991), we call on the principle of technological neutrality, 

its ability to impartially sift information and come to logical, rational conclusions to justify our 

actions. Each time we do this, we reaffirm and reproduce the logic of the security etiquette, 

the pre-distilled meaning lurking in the specifications of the tools that mediate the answers to 

the questions we have asked; in short they are already loaded with meaning. Therefore, these 

black boxed technologies represent a new kind of civilising process, much like the etiquette of 

court society (Elias 1983) that both imparts a new code in society, and becomes the seemingly 

neutral and legitimate justification for that code. It represents a structuring of society that 

reaffirms the dominance, not of the King as in Elias, but of the security entrepreneurs – the 

very Dr. Strangeloves of the Day-to-Day that were suggested in the introduction to this thesis. 
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The very words ambivalent potentiality and imagination conjure up ideas of something light, 

malleable, hopeful. Something that can be changed, debated or should be desired. We are 

only limited by our own imagination, we are told. Only, as this thesis has shown, this is often 

not our own imagination at all, and it is certainly an imagination that can be very bounded 

indeed. This black boxing and subsequent civilising process that disseminates and sediments 

its logic represents an exclusionary practice that detaches society from their own potentiality, 

their own capacity to write meaning into the technologies that increasingly mediate our daily 

relations with one another and the wider world. It is technology as a practice of shutting down 

meaning and closing debate, seeking to define our horizons in very specifically imagined ways. 

It follows then, that a dissolving of the fallacy of technological neutrality and innovation, the 

cloak that the black boxing hides behind, is in itself a worthy cause. In doing so it would allow 

a clearer picture of these processes at play, enabling the possibility that some kind of 

rebalancing could be achieved. However, it is through exploring exactly what imaginings come 

written into the political code of the security technologies we encounter that the substantial 

contribution of this thesis is made. 

The ethnographic immersion in the trade fair environment of IFSEC, Chapter 4, provided a 

unique insight into a location that has previously received little attention from the academic 

literature. One would assume, precisely because increasingly ‘smart’ technologies work due 

to their highly advanced and complex nature, that this would be the grounds upon which they 

are marketed and would dictate how different providers hope to set themselves apart from 

the competition. One of the major points of departure from this assumption in this thesis has 

been to highlight how there is another important logic at play – namely that of integration 

into the mundanity of everyday life. Much like the television advertisement for the launch of 

Apple’s iPad 2, which announced that “when technology gets out of the way, everything 

becomes more delightful… even magical”, this thesis has contended that the logic of everyday 

technological security solutions is not that of technical sophistication or advancement, but in 

fact one of the retreat of overt technological complexity, and a focus instead on a more 

superficial logic of aesthetics. However, this outward smoothness belies the internal striation 

inherent in complex technological solutions, and increasingly pushes decision making into the 

realm of the machine. The proliferation of ‘smart’ and ‘plug and play’ in everyday life has 

reduced the discussion of technologies to one of elegance, aesthetics and integration. This 

distracts from the underlying technological code that can, as we have seen, be read politically. 
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Moves such as standardisation within the industry further this by concretising these codes and 

then presenting them as some kind of neutral technological artefact. They serve to legitimise 

the trade fair environment and the firms within it as a relevant and legitimate cluster – exactly 

the kind of competition around the periphery without questioning the core shared principles, 

language and practice that makes for a successful clustering, creating the effect of a hot spot 

for the sharing of knowledge and best practice that sediments this logic ever deeper 

(Malmberg and Maskell 2002). As this integration becomes ever deeper, and the language of 

the technical expert becomes increasingly the language of the (in)security professional, the 

deployment of aesthetically pleasing ‘smart technology’ as fixes for security issues serves to 

disguise and shut down debate about the myriad problems found in most technological 

‘solutions’. Thus elegance itself can become a new means of social control, one that has the 

power to shape the very subjectivities of the users of such tools and define a future in which 

the march of smart surveillance technology is impossible to resist. An aesthetics-based 

discourse on security tools separates us further from the technical specifications that need to 

be the object of study if we are to further our understanding of who and what is driving the 

new digital era of security. 

 

However it is exactly in this logic of the cluster that the primary contribution of this thesis lies. 

We have observed a logic that places security tools as an end in themselves. That they are 

increasingly sold on their ability to integrate seamlessly into daily life, and on the basis of their 

aesthetic properties, is the ultimate proof that they are now tools to be desired in their own 

right. This is an important step as it represents a key disconnect between the market for 

everyday technological solutions for security concerns, and the wider narrative of the security 

professionals seen in Chapter 1. Of particular interest when immersing myself in IFSEC was 

the almost complete absence of concern over what it was we were securing against. This was 

not due to different visions or different interpretations of government or security agency 

discourse, but instead an assumption that such a concern was not needed. The message to 

buyers was very clear - don’t concern yourself with the effectiveness – the technology takes 

care of the hard work, and you know you need it. Do your shopping on the basis of what fits, 

which is most pleasing to the eye, which works best with the office colour scheme. The need 

has become an a priori assumption; the tools themselves should simply be desired. They are 

designed and marketed not on the basis of their effectiveness against the range of unknown 

226 
 



threats we are told are ever present, but according to the internal etiquette of the cluster that 

this thesis has sought to map. The drive towards standardisation and interoperability of 

systems represented just such a shared logic – the very act of setting industry standards 

defined from within the industry itself. Moreover, the candid admission from multiple firms 

that new ‘innovations’ are often not based on their ‘real-world’ effectiveness, but their ability 

to compete within the four walls of the exhibition centre reinforced this. The political code of 

the everyday security tools being sold at IFSEC is a code that represents an inward looking and 

disconnected etiquette of the security entrepreneur, and this is key. 

Whilst the post-Cold War move towards risk management and technological dominance of 

security may have opened the doors to the private sector, and the industry itself certainly 

gains a great deal of legitimacy from operating a logic very similar to this grand narrative, the 

concept of resonance demonstrates how it is now these security entrepreneurs that are the 

gatekeepers that hold many of the keys to the security imaginary. This is a future horizon 

defined by security technology yes, but not ones imbued with the logic that may first come to 

mind. 

If we return to the idea of resonance (Connolly 2005) this makes more sense. In physics, 

resonance is the tendency of a system to oscillate with greater amplitude at some frequencies 

than at others. The frequency at which this amplitude is a relative maximum are known as 

the system's resonant frequency. What is important is that at these frequencies even 

small periodic driving forces can produce large amplitude oscillations, because the system 

stores vibrational energy. That is why, for example, a car’s dashboard might start to vibrate 

loudly at certain speeds, or why soldiers have to break their march over bridges to 

prevent the vibrations potentially causing it to collapse. It is my claim here that we have a 

case of resonant imaginaries. 

The security doxa is made up of a collection of heterogeneous elements, but ones that have 

the same resonant frequency – the underlying logic of big-data, constant intrusive surveillance 

and so forth. These elements are clearly different in size and scope – there is no denying the 

power of an imaginary that encapsulates the lurking fear of an ever present, but unknown, 

terrorist in the shadows. But that larger element can be amplified and caused to resonate at 

its loudest by cohabiting with other, smaller components. This is the role of the security 
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technology under study in this thesis. Importantly, these components can have the same 

resonant frequency, but for different reasons. Thus the imaginary of one is not necessarily the 

imaginary of the other, even though they contribute to the same discourse, the same fixity of 

meaning and contribution to security society. Those best storytellings are based on practices 

instituted and perpetuated with very different goals – with those of the security entrepreneur 

being key. 

 

Two things arise from the existence of these practices. Firstly is the need to understand that 

we have an overarching narrative of protection, pre-emption and uncertainty that is rooted in 

economic gain and profit. This represents a commodification of security. Yet while profit may 

be the motivator, the logic of the cluster has shown that an economic analysis does not explain 

the underlying practices of the marketplace – it embeds an etiquette designed to perpetuate 

technological dominance, a dominance not of innovation and the best tools for the job, but 

one which fits the imaginary of an industry keen to perpetuate its own place in the world. 

There is a sociology of security technology that needs to be explored, towards which this thesis 

has taken important, but only initial, steps. Further work that needs to be done here is 

outlined at the end of this conclusion. 

 

Secondly is the ability of these technologies and spaces of promotion to affect and reorientate 

discourses about security, mutating the very security doxa itself. As Chapters 3 and 4 

demonstrated, the market for day-to-day security tools does not simply reflect wider security 

concerns. Instead, it reappropriates imagery from wider society and reconfigures it for its own 

purposes, which demonstrates a disconnect from the over-arching narrative of threat, fear 

and risk. The ability of technical fixes and their producers to increasingly infiltrate and 

integrate with the daily lives of us all, deploying technologies already imbued with a technical 

code that represents a black boxed version of an internal security etiquette of the trade show, 

allows us to see the spaces of promotion for security technologies as important sites for the 

creation, production and reproduction of the security doxa itself. It is here that this thesis 

makes its most important contribution to the existing debate. The bulk of the current 

literature focuses its energies on the ‘hard face’ of security practice – the algorithms of the 

largest profiling operations conducted by the security services (Amoore 2009), the technology 

of the border (Jeandesboz 2014) or the network of CCTV cameras deployed to look for risky 

behaviours (Lyon 2004) being some of the most studied. These are certainly worthy areas of 
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investigation, and arguably these are the systems that have the greatest impact on those with 

the most to lose. Thus it is not in opposition, but as an additional component to the current 

literature that this thesis places itself – turning our eyes to what was a previous blind spot in 

the research.  

 

After all, if we want to reach a full understanding of the extremes of the security doxa at play, 

we need to understand how our experiences of border controls, state surveillance and the like 

have already been mediated and instituted in the public imaginary through the more 

mundane of everyday security devices. That the imaginary is the story of the security 

entrepreneur and the disconnected logic of the trade show hall demonstrates how these 

resonating elements really are disparate and heterogeneous, but still deeply linked. In 

examining not the connecting of the dots of the “kill chain” (Mattelart 2010), but the dots 

themselves, this thesis has opened up a new and important site of research, exposing new 

actors and new places where the security doxa is played out, reformulated and reproduced. 

Moreover, when these dots are connected by the NSA or similar organisations, this thesis and 

research similar to it will add a new degree of nuance to an examination of these processes. 

Seeing trade fairs and exhibitions, security entrepreneurs and the mundane technology that 

infiltrates and permeates our daily existence as already loaded with a powerful imaginary 

helps us to think about how the seemingly neutral information collected from these devices 

is in fact already politically loaded with a very disconnected security etiquette from the show 

hall. This can feed into a new analysis of what exactly it is that is being profiled, and how our 

‘digital mosaics’ are constructed. 

 

In short, the research undertaken in the previous pages helps expose not so much a modus 

operandi of security, but a modus vivendi – with all of the tensions and complexities that this 

brings. But one thesis can only cover so much. If this is to be a truly meaningful contribution 

to the debate, it is important to acknowledge not only is limitations, but also what steps need 

to be taken to widen this into a new field of research. 

Limitations and Future Research Trajectories 

 

It is prudent to list first amongst the limitations of the project the limitations of the author 

himself. It will probably come as no surprise, having read the last six chapters, that I am 

something of a technology geek. This enthusiasm for the latest and greatest technological 
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fixes was a large part of the driving force behind the initial PhD application and the 

development of the project. It, and its effect on my experience of IFSEC and the industry more 

generally, was a regular source of discussion in meetings with a less-enthralled supervisory 

team. In many ways this speaks of the potential pitfalls and limitations of any kind of 

ethnographic research that has been undertaken. In practice, the best mitigation of this factor 

has been not to resist this, but to allow a certain self-reflexive element to permeate the 

discussion. I believe my own internal tension between knowing the ‘dark side’ of the 

technology I was investigating and the undeniable fascination and draw it exerted on me acts 

as a good analogy for its deployment in wider society – the very element of security 

technologies becoming objects of desire that I have already discussed. We are increasingly 

drawn to the aesthetics of modern technologies, with their smoothness and ease of use 

trumping concerns over whether they are as ‘advanced’ as the competition. Whether it is a 

mobile phone, new kitchen or a security system for the office, there is a tacit acceptance that 

we are being sucked into an ecosystem that makes us increasingly dependent on not only the 

tools but those that produce them. The effect of abstracting ourselves from the cogs in the 

machine has been that we are less and less able to fix these things when they go wrong. This 

is fine while they work, but increases our dependence on that same ecosystem when it fails. 

This is an important tension we all experience, and something worthy of discussion. 

 

In many ways the other limitations of the project are also the future research trajectories that 

need to be taken – hence the claim that this thesis is only the first step in a much broader 

research agenda. There are a number of avenues here that need further exploration. 

 

The scope of this thesis was limited to a consideration of one, albeit important, example of an 

exhibition. As Appendix A highlights, there are 163 other international events that could be 

studied, with a multitude of angles of analysis. Regional differences, differences in the makeup 

of both buyers and sellers in attendance, the level of specialisation in the trade fair itself are 

just some of the potentially fruitful discussions that could be had, let alone an analysis of the 

market for security technologies vs. the more traditional defence tools. Perhaps most 

interestingly from the data yet to be examined is the question of the trade show organisers. 

If you browse Appendix A you will see that many of the trade fairs have the same parent 

company. Even IFSEC as a brand on its own operates several exhibitions across the globe, and 

its parent company UBM owns even more. It is interesting to note that if the market is broken 
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down by these parent companies, the worldwide proliferation of spaces of promotion takes a 

different shape. Despite their appearance in the Far East, South America and former Soviet 

states, and despite many of the attendees being large Asian firms like Samsung, the majority 

of the spaces themselves are operated by European parent companies. With counter-terror 

agreements and transnational police and military cooperation often predicated on the 

adoption of certain norms and tools, does this represent a new kind of colonialism by the back 

door? Whilst this thesis has taken an important first step in opening up this world to further 

research, what is needed is a comprehensive analysis of its world-wide network in a similar 

vein to the Challenge and INEX initiatives’ assessment of the European policing context 

discussed in Chapter 1. 

 

Beyond the trade fairs and exhibitions themselves there are other groups of actors that 

warrant investigation. Two are primary amongst these. The first is undoubtedly the consumer 

technology market. With the distinction between everyday consumer technologies and 

security tools becoming ever more blurred, research into the security imaginaries at play in 

the broader consumer marketplace is an important next step. Not least because they clearly 

fall within the remit of day-to-day artefacts that increasingly mediate our interactions, be they 

laptops, telephones or televisions, but also because of the clear influence of more mainstream 

consumer advertising in the security market (as seen in Chapter 4). Indeed, the consumer 

technology trade fair is itself a large cluster, with flagship events like the Consumer Electronics 

Show attracting increasing attention from the mainstream media. However, there are also 

other groups of actors in the security arena that should be researched. One such example is 

the trade press – there are numerous industry magazines, blogs and websites that advertise 

the latest tools, as well as reviewing them and commenting on the industry more broadly56. 

Not only does this press exhibit many of the same characteristics as the trade shows 

themselves, but the same parent companies are often behind both press and show. 

 

All of these examples sit alongside, rather than directly question, the research undertaken in 

this thesis. The angle of illumination and the framework of theoretical analysis provided here 

could equally well be applied to the consumer market, the trade press or elsewhere. Such 

additional research trajectories would only serve to strengthen this as a valuable field of study, 

and one that complements the existing literature on security and technology. 

56 One such example is Risk UK Magazine, which can be found at: http://www.risk-uk.com/. 
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I wish to end however, on that which the contribution of this thesis aims to enable, and also 

that which is the most deserving of attention going forward – the question of resisting 

technological dominance of an uncertain future. 

A New Mode of Resistance – Towards a Democratic Politics of the 

Imagination? 

 

As this conclusion has stated, this thesis has highlighted the problematic nature of the idea 

that imagination and ambivalent potentiality are somehow hopeful phrases that speak of a 

utopian future in which technology is doing the hard work whilst we are free to enjoy other 

pursuits. Quite the contrary – the answer to the central question posed by this thesis of the 

effect of technology as process on the formation of the security doxa is that it puts us on a 

path towards a future colonised by the very security concerns and solutions that are meant to 

protect us from risk and fear. Colonised too is the imaginary, our horizons limited by the 

problem solving potential of additional technology, new tools of ever greater capability, both 

in terms of technical ability and integration into society. Going ‘off-grid’ in response to such a 

future will not make for a viable route for much longer. Not only because dropping off the 

radar simply flags you as a greater risk than blending in, but also because there won’t be an 

‘off-grid’ to join. Increasing technological mediation of the everyday is reaching a pace where 

those not part of it will not simply be laughed off as the ‘dinosaurs’ of the modern era in the 

way my grandparents might. Instead, they will simply be unable to participate in many aspects 

of society – not just in terms of banking or entertainment, but social interaction too. Analogue 

ways of living are being phased out, the new digital order bringing with it increasing 

dependence on technology and those that deploy it. 

 

But there is scope for resistance in the potentiality a resonant imaginary offers to us all. 

Resisting at the ‘hard face’ of security technologies is a very difficult task. It is difficult to argue 

with the gun-carrying border guard that has denied you entry on the basis of your risk score. 

It is even more difficult to appeal against being added to a no-fly list on the basis of an 

algorithm that is itself classified. Worse still is the prospect of trying to resist an enhanced 

interrogation taking place in a CIA black site on the basis of NSA surveillance of your internet 

activity. 

232 
 



 

However, the idea of resonance gives us hope here. It shows us how disconnected and smaller 

elements of a larger whole can come to have a significant impact. For both Feenberg and 

Castoriadis it is about realising the potentiality we all have in driving meaning in society, 

(whether or not it has presently been taken away from us) and it is this potentiality that this 

thesis has built upon. A conception of the radically instituting imaginary provides the capacity 

to rewrite our own futures. In both these instances, it is not about resisting technology or the 

imagination per se, but accepting and acknowledging our own potentialities and role in their 

creation. Moreover, it is not about resisting the relentless march of new and better tools, but 

instead questioning the logic that fixes them inside privileged, and ultimately damaging, 

systems. 

 

It is arguably easier for us to resist the lower-stakes day-to-day security practices that have 

been the focus here. To disrupt their sedimentation, uncover their logic, dissolve their 

supposed neutrality and break free of their conclusions and futures. It is this everyday logic of 

security practice that renders us accustomed to the approach of the broader security doxa, 

and indeed itself reshapes and reformulates it. If we can see micro-level security practices as 

important in the formation of the doxa and dominant imaginary of security society, then it 

stands to reason that micro-level resistances could be effective also. In escaping from the 

myth of technological determinism we can see the barriers placed around us as socially 

constructed rather than objectively necessary, and it is here we can find the scope to resist. 

As Castoriadis has noted, society can be more or less heteronomous, and it is this that must 

be leveraged. If we can disrupt the resonance of our day-to-day routine with the regime of 

risk management and insecurity, we can lower the volume of the deafening roar that doxa has 

induced. Perhaps then we will be able to see that although the rhythm is the same, the songs 

are very different – and that we have the potentiality to change the words. Feenberg calls for 

a democratic politics of technology, but perhaps it is time for a democratic politics of the 

imagination? In order to understand our own role, we must break the exclusionary practice 

that the illusion of innovation and scientific rationality as the root of modern technology 

represents. In order to do that we must understand how it operates and how it is made up. 

This thesis is only the first step in this new mapping of security. 
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(CONF) 

 
 

Business Sectors Country City 1st Exhibition Frequency Audience 
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(Days) 

 

No. of 
No. of Exhibitors Website Main Organiser (or Parent Company) 

Visitors 

 

 
 
 

AFRICA AEROSPACE AND 
DEFENCE 

 
General & Trade 

AAD EXHI Defence South Africa      Cape Town 2000 biennal Public 

 
 
 

5 92 983 347 http://www.aadexpo.co.za/ 

South Africa’s Aerospace, Maritime and Defence 
Industry  Association  (AMD),  the  Armament 

Corporation of South Africa (ARMSCOR) and the 
Commercial  Aviation  Association  of  Southern  Africa 

(CAASA) 
 

 
 

ALARM KIELCE ALARM EXHI security - risk Management Poland Kielce 1999 annual Trade only 2 1750 10 http://www.targikielce.pl/index.html?k=alarm_en Targi Kielce 
&s=index 

 
 
 
 
 
 
 
 
 
 
 

 
ALL-OVER-IP Expo AOIP CONF & EXHI 

 
 
 
 
 
 
 
 
 
 

safety and security, 
corporate  communications, 

IT and building 
management  systems 

 
 
 
 
 
 
 
 
 
 
 
 

Russia Moscow 2007 annual Trade only 2 3256 150 http://eng.all-over-ip.ru/forum/ Groteck Business Media 

 

 
 

 

ARMS AND SECURITY 
[ЗБРОЯ ТА БЕЗПЕКА] A&S EXHI 

Defense - Security - Risk 
management Ukraine Kiev 2002 annual General & Trade 

Public 
4 6000 117 http://www.iec-expo.com.ua/ IEC 

ALMEX - Albanian Military 
Exhibition - International 
Exhibition of Defence and 

Security 

ALMEX EXHI 

Defense and security 
industry, weapons, 

ammunition,  security 
systems, military vehicles, 

uniforms 

Albania Tirana 2010 annual Trade only 3 5000 130 
http://www.albanianmilitaryexhibition.com/englis 

h/ Klik Ekspo Group 

APS - Alarmes Protection 
Sécurité 

APS CONF & EXHI 
Fire Protection, Industrial 

Safety, Occupational Health, 
Safety, Security 

France Paris 1982 biennal Trade only 3 6555 100 http://www.salon-aps.com/ Reed Expositions France 

AIPS - International 
Exhibition for Security, 

Protection, Fire Safety and 
Rescue 

AIPS EXHI 

Security, protection, rescue, 
fire safety, IT-security, 

weapons  and  self-defence 
equipment 

Kazakhstan Almaty 2011 annual General & Trade 
Public 

3 5507 52 http://www.securityshows.com/pages/AIPS_FSS- 
FPS.html 

ITE Group 

AERODROME INDIA AI CONF & EXHI 
Aeronautics Space - Airport 

Security 
India New Delhi 2006 biennal Trade only 3 1100 128 http://www.aerodromeindia.com/ PDA Trade Fairs 

ALL DIGITAL EXPOFORUM AD Expo CONF & EXHI 
Telecommunication  - 
Computers - Network 

Italy Vicenza 2009 annual Trade only 3 1560 42 http://www.alldigitalexpo.it/ Promospace Srl. 
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ASIAN SECURITEX AS EXHI 

 

 
security - risk management -       

Hong-Kong Hong-Kong 1988 biennal Trade only 3 11509 500 http://www.asiansecuritex.com/ 
construstion 

 
 

Hong Kong Exhibitions Services - Allworld 
exhibitions 

 

 
 

 
 
 
 

BAPCO BAPCO EXHI 
Information  Technology, 

Communication  Technology, 
Safety, Security 

 
United- 

Kingdom 

 
 

Manchester 1999 annual Trade only 2 1100 72 http://www.bapco.co.uk/ Brintex Events 

 

 
 

BSDA - BLACK SEA 
DEFENSE & AEROSPACE 

 
BSDA EXHI Aeronautics Space - Defense Romania Bucharest 2007 biannual Trade only 3 12456 185 http://www.bsda.ro/ TNT production Inc. 

 

 
 
 

CARDS & PAYMENTS ASIA C&P India EXHI 
smart cards, payments 

Singapore Singapore 1996 annual Trade only 2 6000 160 
trade, security 

http://www.terrapinn.com/2014/cards- Terrapinn Holdings Ltd. 
asia/index.stm 

 

 

CARTES & ID CARTES CONF & EXHI 
Banking, Finance, 

Insurances, Safety, Security France Paris 1986 annual Trade only 2 19072 435 http://fr.cartes.com/ ComEXPOsium 

CARDEX - IT SECURITY KIEV CARDEX-IT (Kiev) EXHI 
software security, risk 

assessement,  surveillance, 
communication 

Ukraine Kiev 2003 annual Trade only 3 2107 104 http://www.cardex.com.ua/en/exhibition/ Premier Expo + ITE Group Plc 

BEZPEKA / SECURITY BEZPEKA EXHI 

Security  equipment, 
services, banking 

equipment,  technical 
security means 

Ukraine Kiev 1998 annual Trade only 4 8006 149 http://www.bezpeka.ua/index_e.php Euroindex Ltd. 

AVIATION EXPO CHINA - 
Civil and Military, Airport 

and  Traffic  Control 
Exhibition 

AEC CONF & EXHI 
Airport  Equipment, 

Aviation, Aerospace, 
Defence 

China Beijing 1984 biennal trade only 4 23570 164 China Promotion Ltd. - CP Exhibition 

ASIS - American Society 
for Industrial Security 
International Annual 
Seminar and Exhibits 

ASIS CONF & EXHI 

Access control, alarms, 
asset tracking, CCTV, 

communications 
equipment,  computer/IT 

security 

United States of 
America 

Chicago 1955 annual Trade only 5 11663 708 
https://securityexpo.asisonline.org/Pages/default. 

aspx 
ASIS International 

AVALON - Australian 
International Airshow and 

Aerospace & Defence 
Exposition 

AVALON CONF & EXHI 

Aviation enterprises, airport 
equipment,  maintenance, 

aerospace  technology, 
defence technology 

Australia Geelong 1992 biennal 
General & Trade 

Public 7 195000 575 
http://www.airshow.com.au/airshow2015/index. 

html Aerospace Australia Ltd. 
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CARTES AMERICA CARTES US CONF & EXHI 

 
 

Risk management - Smart 
cards - Computer 

 
 

United States of 

America Las Vegas 2012 annual Trade only 2 2000 136 http://www.cartes-northamerica.com/ ComEXPOsium 

 

 
 

 
 

 
 

 
 

CLOUD COMPUTING EXPO 

JAPAN CLOUD (Japan) EXHI 

Information  Technology, 
Japan Chiba 2009 annual Trade only 7 85000 160 

Communication  Technology 
http://www.japan-it.jp/en/Concurrent- Reed  Exhibitions  Japan  Ltd. Shows_Spring/CLOUD/About/ 

 

 

CLOUD CONNECT 
(Chicago) CLOUD (Chicago)       CONF & EXHI 

Information Technology,    United States of 
Communication  Technology America Chicago 2012 annual Trade only 3 3500 64 http://www.cloudconnectevent.com/chicago/ UBM Tech 

CLOUD & IT EXPO CLOUD (France) CONF & EXHI 
Information  Technology, 

Communication  Technology France Paris 2010 annual Trade only 2 10606 193 http://www.cloud-and-it-expo.fr/ Tarsus France 

CIVILPROTEC - 
International  Tradeshow 
for Civil Protection, Fire 

Prevention and Emergency 

CP EXHI 

Protective clothing, special 
vehicle equipment, sanitary 

and first aid apparatus, 
individual protec equipment 

Italy Bolzano 2007 biennal 
Trade and 

General Public 3 9000 113 http://www.fierabolzano.it/civilprotect/ Bolzano Fair Institution 

CLOUD & IOT Taiwan - 
Taiwan International 

Cloud Technology and 
Internet 

CLOUD (Taiwan) EXHI 
Information Technology, 

Communication  Technology 
Taiwan Taipei 2012 annual 

Trade & General 
Public 4 40955 748 http://www.cloudtaiwan.com.tw/en_US/index.ht     Bureau of Foreign Trade, Ministry of Economic 

ml Affairs 

CIEPE - China Exhibition on 
police equipment 

CIEPE EXHI 
Defense - Security - Police 

Equipment China Beijing 2006 biennal Trade only 4 10472 291 http://www.cpexhibition.com/police/index.htm CP exhibition 

CIPS (Former CAIPS) - 
International  Exhibition 
for Protection, Security 

and Fire Safety 

CIPS EXHI 

communication and public 
hazard warning systems, 
burglar alarms, CCTV and 

surveillance  systems 

Azerbaijan Baku 2005 annual Trade only 4 10205 46 http://cips.iteca.az/2013/ ITE Group Plc 

CARTES ASIA CARTES Asia CONF & EXHI 
Risk management - Smart 

cards - Computer 
Hong Kong Hong Kong 2010 annual Trade only 2 3000 100 http://www.cartes-asia.com/ ComEXPOsium 

CeBIT Bilisim Eurasia CeBIT EXHI information  technology, 
communication 

Turkey Istanbul 1992 annual Trade only 3 121349 1078 http://www.cebitbilisim.com/en/index.php Hannover Fairs Interpro A.S. 
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CLOUD CONNECT 
(Shanghai) 

 
 

CLOUD 
(Shanghai) 

 
Information    Technology, CONF Communication  Technology 

 
 

China Shanghai 2013 annual Trade only 3 3000 50 http://www.cloudconnectevent.cn/index_en.php UBM Tech 

 
 
 

CLOUD EXPO EUROPE CLOUD (Europe) CONF & EXHI 
 

Information Technology,    
United Kingdom       London 2010 annual Trade only 2 6000 150 http://www.cloudexpoeurope.com/ CloserStill Ltd. 

Communication  Technology 

 
 

COMPUTEX TAIPEI - Taipei 
International  Information 

Technology 

 
 

COMPUTEX EXHI 

 
Information  Technology, Taiwan Taipei 1981 annual 

Communication  Technology 

 

Trade & General 5 130000 1724 http://www.computextaipei.com.tw/ 
Public 

 
Taiwan External Trade Development Council 

(TAITRA) + Taipei Computer Association (TCA) 

 

 
 

CPSE - CHINA PUBLIC 
SECURITY EXPO 

CPSE EXHI Security - risk Management - China Shenzen 1989 biennal Trade only 4 120000 1500 
Defense 

http://www.cpse.com.cn/index.php?ac=otherlang Shenzen CPSE Exhibition Co Ltd. 
uage&mever=fr 

 
 
 
 
 
 
 
 
 
 
 

DEFENSYS  -  Thessaloniki 
International Defense & 

Security Fair 

 
 
 
 
 
 
 
 
 
 
 
 

DEFENSYS EXHI 

 
 
 
 
 
 
 
 
 
 
 

telecommunication, 
information and digital 

technology 

 
 
 
 
 
 
 
 
 
 
 
 

Greece Thessaloniki 2005 annual Trade only 4 9342 162 

 
 
 
 
 
 
 
 
 
 
 
 

http://www.helexpo.gr/default.aspx?lang=el- Helexpo 
GR&loc=1&page=2194 

 

 
 

DGI - Defence Geospatial 
Intelligence 

United- 
DGI CONF & EXHI Defence Kingdom 

 
London 2003 annual Trade only 3 800 30 http://www.wbr.co.uk/dgieurope/index.html Worldwild Business Research 

 

 

DMS EXPO DMS EXHI 
E-Business,  E-Commerce, 
Information  Technology, Germany 

Communication  Technology 
Cologne 2009 annual Trade only 3 10032 471 http://www.messe-stuttgart.de/where-it-works/ Messe Stuttgart 

DEFEXPO INDIA - Land, 
Naval & Internal Security 

Systems Exhibition 
DEFEXPO EXHI Defence India New Delhi 1999 biennal Trade only 4 126000 580 http://defexpoindia.in/Default.aspx Ministry of Defence 

COUNTER TERROR EXPO CTX CONF & EXHI 
security - risk management - United- 

Defense Kingdom 
London 2009 annual Trade only 2 9254 400 http://www.counterterrorexpo.com/ Niche Events 

DEFENSE & SECURITY - Tri- 
Service Asian Defense & 

Security  Exhibition, 
Conference and 

Networking Event 

D&S CONF & EXHI 
Internal Security - Risk 

Management - Defense Thailand Bangkok 2003 annual Trade only 4 9272 400 http://www.asiandefense.com/ UBM Asia (Thailand) Co Ltd. 
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DSA - DEFENCE SERVICES 
ASIA 

 
 

Aeronautic Space - Defense - 

Security Malaysia Kuala Lumpur 1988 biennal Trade only 4 26980 1000 http://www.dsaexhibition.com/ DSA Exhibition and conference 

 

 
 
 

DSEI (Defence System & 
Equipment) 

 
 

DSEI EXHI 
Air, land and sea defence 

technology,  integrated 
defence systems 

 
United- 

Kingdom 

 
 

Londres 2001 biennal Trade only 4 32000 1489 http://www.dsei.co.uk UK MOD 

 

 
 

E+S+S - Efficiency, 
Security,  Safety 

access control - safety - 
E+S+S EXHI security 

 
Colombia Bogota 1990 annual Trade only 3 12000 300 http://securityfaircolombia.com/ PAFYC Ltda. 

 

 
 

 

 
ENFORCE TAC ETAC EXHI 

Weapons for official 
agencies, ammunition, 
optics and optronics, 

equipment, ICT 

 

 
Germany Nuremberg 2012 annual Trade only 2 1669 50 ttp://www.enforcetac.com NürnbergMesse  GmbH 

 

 
 
 
 

EUROCIS EUROCIS EXHI 
e-commerce,  security 

systems,    multi-channel 
integration 

 
 

Germany Dusseldorf 1997 annual 

 

Trade & General 
4 7040 233 http://www.eurocis.com/ Messe Dusseldorf GmbH. 

Public 

 

 

EURONAVAL EURONAVAL CONF & EXHI 
Defence, Shipping, 
Shipbuilding, Port 

Equipment 
France Paris 1968 biennal Trade only 5 30458 370 http://www.euronaval.fr/ GICAN 

EURO ID - International 
Exhibition  for 
Identification 

EURO.ID CONF & EXHI 
communication,  ubiquitous 

identification, system 
integration, RFID 

Germany Frankfurt 2005 annual Trade only 3 3500 101 http://www.mesago.de/de/EID/home.htm 
Informa Exhibitions - Mesago Messe Frankfurt 

GmbH 

EKOTEHNO  -International 
Eco-Technology, 

Environmental  Protection 
and Municipal Equipment 

Fair 

EKOTEHNO EXHI 

Environmental Protection, 
Public Services, Municipal 

Equipment, Town Planning, 
Safety, Security 

Croatia zagreb 2003 biennal 
Trade & General 

Public 4 2308 11 http://www.zv.hr/default.aspx?id=2034 Zagrebacki  Velesajam 

DUBAI AIRSHOW DA EXHI Aeronautic Spaces - Defense 
United Arab 

Emirates Dubai 1989 biennal Trade only 5 60000 1000 http://www.dubaiairshow.aero/ Fairs & Exhibitions Ltd. - Tarsus Group Plc. 

DSE - DATA STORAGE 
EXPO TOKYO 

DSE EXHI 
Magnetic disk drive, 

magnetic tape and drive, 
network storage 

Japan Tokyo 1999 annual Trade only 3 85000 49 
http://www.japan-it.jp/en/Concurrent- 

Shows_Spring/DSE/About/ 
Reed Exhibitions Japan Ltd. 

DSA EXHI 
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EUROPOLTECH - 

International Fair of 
Technology   and 

Equipment for the Police 
and  National  Security 

 
 

EXPEC - China 
International  Explosion 

Protection  Electric 
Technology 

 

 
 

EXPOMIL - International 
Exhibition for Military 

Equipments 

 
 

EXPOMIL EXHI 

 

Defense - Security - Risk Romania Bucarest 1999 biennal Trade only 4 6127 108 http://www.expomil.ro/ Romexpo S.A. 
management 

 

 
 

FIDAE             FIDAE EXHI Aeronautics Space - Defense Chile 
 

Santiago de 1980 biennal Trade only 4 40000 562 http://www.fidae.cl/es/web/exhibicion-comercial FIDAE 
Chile 

 

 
 
 

FISP - International Safety 
and Protection Fair 

 
 

FISP EXHI 
Safety, occupational health, 

fire protection, 
environmental protection 

 
 

Brazil Sao Paulo 1982 biennal Trade only 3 45000 700 http://www.fispvirtual.com.br/ Grupo CIPA Fiera Milano 

 

 

Forensics Europe Expo FEE CONF & EXHI 

Access control, ANPR 
software and hardware, 

barriers / turnstiles, 
biometrics, blast 

containment, CBRN 
detection and protection, 

United Kingdom      London 2013 annual Trade only 2 3239 79 http://www.forensicseuropeexpo.com/ Clarion Events Ltd. 

FINNSEC - Helsinki 
International Safety and 

Security Fair 
FINNSEC EXHI 

safety, electric security 
systems, security services Finland Helsinki 1996 biennal Trade only 3 21374 429 http://www.finnexpo.fi Messukeskus, Expo and Convention Center Helsinki 

EXPOSEC EXPOSEC EXHI 

General electronic security, 
public and private security, 

residential, commercial, 
corporate 

Brazil Sao Paulo 1997 annual Trade only 3 36000 650 http://www.exposec.tmp.br/ Grupo CIPA Fiera Milano 

Expo Seguridad México - 
International  Exhibition 

for Security 

Services 

EUROSATORY - Land 
Defence & Security 

EUROPOLTECH CONF & EXHI Defence, Safety, Security Poland Warsaw 
 

biennal Trade only 3 6123 167 http://www.europoltech.pl/ Miedzynarodowe Targi Gdanskie S.A. 

  critical infrastructure           
  security, services,           EUROSAT. EXHI telecommunications, France Paris 1992 biennal Trade only 5 53480 1432 http://www.eurosatory.com/ COGES 

  homeland  defense             equipment           
           http://www.chinaexhibition.com/Official_Site/11-  
           3703-Expec_2014_-  EXPEC EXHI Safety, security China Beijing 1994 annual Trade only 3 60000 1600 _The_14th_China_International_Explosion_Protec Beijing Zhenwei Exhibition Co., Ltd 

           tion_Electric_Technology_and_Equipment_Exhibit             ion.html  
  Access control, alarm           
  systems,  automated           ESM EXHI building systems, Mexico Mexico City 2003 annual Trade only 3 15214 242 http://www.exposeguridadmexico.com/ Reed Exhibitions 

  automated home systems,             biometrics, CCTV           
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GITEX DUBAI - GITEX 
SHOPPER 

 
 

GITEX Dubai EXHI 
Information    Technology, 

Communication  Technology, 
Multimedia 

 
 

The Emirates Dubai 2008 annual General public 8 206201 1459 http://www.gitexshopperdubai.com/ Dubai World Trade Centre 

 

 
 
 

GPEC - General Police 
Equipment  Exhibition  & 

Conference 

 
 
 

GPEC CONF & EXHI 

Counter-terrorism, 
combating  criminal 

activities,  forensics,  IT 
systems,  cyberdefence, 

border control and security 

 
 
 

Exhibition & Marketing Wehrstedt 

 

 
 
 

GULF Maritime GULF MAR. EXHI 
Defense - Shipping 

engineering 

 
United Arab Sharjah 2004 annual Trade only 3 2316 70 http://www.gulfmaritime.ae/ Expo Centre Sharjah 

Emirates 

 

 
 
 

HEMUS - International 
Defence  Equipment 

Exhibition 
 

HomSec  -  International 
Trade Fair of Technologies 
for Security and Defense 

 
 
 

HEMUS EXHI 

Armaments - counter 
terrorism, military 

equipment for navy, land 
and air forces, equipment 
and technologies, services 

and information 
 

Technology for defense, 
protection of territory 

 
 
 

Bulgaria Plovdiv 1995 biennal Trade only 4 2000 59 http://www.hemusbg.org/ International Fair Plovdiv 
 
 
 
 
 

http://www.homsec.es/index.cfm?id_menu=80&i 
[Salon internacional de 

Tecnologias de Seguridad 
y defensa] 

IACP - Annual 
International  Association 

of Chiefs of Police 

HOMSEC EXHI (homeland security) and 
company security 

Spain Madrid 2007 biennal Trade only 4 3000 130 

United States of 

d_idioma=EN Grupo Athena 

http://www.theiacpconference.org/iacp2013/pub 
Conference and Law 

Enforcement    Education 

IACP CONF & EXHI Defence, Safety, Security 
America Philadelphia 1893 annual Trade only 5 14313 783 lic/enter.aspx IACP

 

 

and Technology Exposition 
 

IDEAS - International 
Defence Exhibition and 

Seminar - "Arms for 
Peace" 

IDEAS CONF & EXHI Defence Pakistan Karachi 2000 biennal Trade only 5 24000 209 http://www.ideaspakistan.gov.pk/ Pegasus Consultancy Ltd. 

HELITECH  INTERNATIONAL HELITECH EXHI Aeronautics Space - Defense 
United- 

Kingdom 
London 1986 biennal Trade only 4 6500 250 http://www.helitechevents.com/ 

Spearhead Exhibitions Ltd. - Reed Exhibitions 
Companies 

GPEC ASIA - General Police 
and special Equipment 

Exhibition & Conference 
GPEC Asia CONF & EXHI 

Counter - Terrorism - 
Combating Criminal 

Activities - Natural Disasters 
- Humanitarian and 

Emergency Aid - Search and 
Rescue Operations - 

F&R Exhibition and Conference Sdn Bhd + Exhibition 
& Marketing GmbH 

GLOBAL SECURITY ASIA - 
International  exhibitions 

and  conference  on 
counter terrorism & 

security 

GLOBAL SEC 
(Asia) 

CONF & EXHI 
Security - Risk Management 
Defense - counter terrorism 

Singapore singapour 2005 biannual Trade only 3 7000 221 http://www.globalsecasia.com GSA Exhibitions Pte Ltd 

Germany Leipzig 2000 biennal Trade only 3 6514 496 http://www.gpec.de/ 

 
 
 

Malaysia 

 
 
 

Putrajaya 

 
 
 

2009 

 
 
 

biennal 

 
 
 

Trade only 

 
 
 

3 

 
 
 

13569 

 
 
 

121 

 
 
 

http://www.gpecasia.com.my/ 
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IDEB - International 
Defence  Exhibition 

Bratislava 

 
 

IDEB EXHI Defence Slovakia Bratislava 2006 biennal Trade only 3 22587 221 http://www.ideb.sk/en/ Incheba Expo Bratislava Jsc. 

 

 
 

 
 

 
 

 

 
IFSEC IFSEC EXHI 

RFID and smartcards, 
counter terror, access 
control  and  security 

solutions 

 
 

United- Birmingham 1972 annual Trade only 3 24000 650 http://www.ifsec.co.uk/ CMP Information Ltd. 
Kingdom 

 

 
 

IFSEC INDIA 

 

 

IFSEC ISTANBUL IFSEC (Istanbul) EXHI 

RFID and smartcards, 
counter terror, access 
control and security 

solutions 

Turkey Istanbul 2013 annual Trade only 2 3000 83 http://www.ifsec- 
istanbul.com/page.cfm/Link=4/t=m/goSection=3 

UBM Istanbul 

IFSEC ARABIA IFSEC (Arabia) CONF & EXHI 

Perimeter and security 
equipment for public and 

private sector buildings and 
industrial    installations 

Saudi Arabia Riyadh 2011 annual Trade only 3 4048 70 http://www.ifsec-osh-arabia.com/ UBM 

IDEX - International 
Defence Exhibition and 

conference 
IDEX CONF & EXHI Defence The Emirates      Abu Dhabi 1993 biennal Trade only 5 80000 1112 http://www.idexuae.ae/ ADNEC 

IDES South of Russia - 
INTERNATIONAL 
INFRASTRUCTURE 
DEVELOPMENT 

EXHIBITION 

IDES EXHI 

Electrical  Engineering, 
Energy,  Environmental 
Protection,    Information 

Technology 

Russia Krasnodar 2009 annual Trade only 3 2998 220 http://ides-expo.ru/en-GB/why.aspx 
GiMA International Exhibition Group GmbH + 

KrasnodarEXPO 

IDET - International 
Exhibition of Defence and 

Security   Technologies 
IDET EXHI Defence République 

Tchèque 
Brno 1993 biennal Trade only 3 30935 131 http://www.bvv.cz/idet-gb Messe Dusseldorf GmbH. 

IDEF ISTANBUL - 
International Defence 

Industry Fair 
IDEF EXHI Defence Turkey Istanbul 1993 biennal Trade only 4 52502 633 http://www.idef13.com/ Turkish Armed Forces Foundation 

IDELF - International 
Defense Exhibition of Land 

Forces 
IDELF EXHI Defence Russia Moscou 2006 biennal Trade only 40500 425 http://www.idelf.ru/ Bizon ECG 

  
Alarm centers / intruder  
alarms, audio and video, 

IFSEC (India) EXHI access control, biometrics, India New-Delhi 2007 annual Trade only 3 4000 130 http://www.ifsecindia.com/Home.aspx?refer=1 Asian Professionnal Security Asso. 

  building  management             systems, CCTV           
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IMDS - International 
Maritime Defence Show MDS EXHI Maritime Defense - Shipping 

Engineering 
Russia 

St 
Petersbourg 

2001 biennal Trade only 5 42000 409 http://www.navalshow.ru/ Morskoy Salon JSC - MINPROMTORG 

 
 
 
 
 
 
 

IFSEC SOUTH AFRICA 

 
 

IFSEC (South EXHI 
AFRI.) 

 
 

Defence, Fire Protection, South Africa 
Safety, Security 

Johannesbur 
2012 annual Trade only 3 6696 200 

g 
http://www.ifsecsa.com/EN/Content/Pages/Hom UBM Montgomery 

e 

 

 
 

 
IFSEC WEST AFRICA - 

SECUREX WEST AFRICA 

 

 
 
 
 

ILA - Berlin air Show ILA EXHI 
Airport Equipment, 

Aviation,  Aerospace, 
Defence 

 
 

Germany Berlin 1909 biennal 

 

Trade & General 6 230000 1243 http://www.ila-berlin.de/ila2014/home/index.cfm Messe Berlin 
Public 

 

 Surface ships, naval  
IMDEX ASIA - International   equipment,  propulsion 

Maritime Defence IMDEX CONF & EXHI systems, combat systems, Singapore Singapour 1997 biennal Trade only 3 9000 194 http://www.imdexasia.com/ Singex Ltd. 
Exhibition & conference   sensors and surveillance              systems           

 
 

 

 
 

INDO FIREX EXPO & 
FORUM 

 

 

INFOPOL - International 
Trade Fair for the 

Equipment of Police, 
Surveillance  and  Security 

Services 

INDO 
AEROSPACE/DEFENCE INDO AERO. EXHI Aviation, Aerospace Indonesia Jakarta 2008 annual Trade only 4 18950 603 

http://www.indoaerospace.com/ 
http://www.indodefence.com/ Napindo 

IICDES - India International 
Civil & Defense 

Equipement  &  Systems 
Exhibitions 

IICDES EXHI 
Aeronautics Space - Civil 

Defense - Shipping 
engineering 

India New-Delhi 1978 biennal Trade only 5 8079 168 http://www.iicdes.net/Login.aspx SAT Consultants Pvt. Ltd. 

IFSEC Southeast Asia 
IFSEC (South. 

Asia) 
EXHI 

RFID and smartcards, 
counter terror, access 
control  and  security 

solutions 

Malaysia Kuala Lumpur 2013 annual Trade only 3 12787 235 http://www.ifsecsea.com/ UBM 

  
Alarm centers / intruder  
alarms, audio and video, 

SECUREX W. Afr. EXHI access control, biometrics, Nigeria Lagos 2011 annual Trade only 2 1700 50 http://www.securexwestafrica.com/ Montgomery Group 

  building  management             systems, CCTV           
 

 
 
 
 

INDO FIRE. 

 
 
 
 

EXHI 

 
Access control, alarms, 

extinguishers, fire trucks, 
detectors,  CCTV,  cameras, 

 
 
 
 

Indonesia 

 
 
 
 

Jakarta 

 
 
 
 

2003 

 
 
 
 

biennal 

 
 
 
 

Trade only 

  
 
 
 

9000 

 
 
 
 

300 

 
 
 
 

http://www.indofirex.com/ 

 
 
 
 

Napindo 

  hoses, fingerprint, fire 
protection           

 
 
 

INFOPOL 

 
 
 

CONF & EXHI 

equipment for traffic 
control  -  equipment, 

armouring for vehicles - 

 
 
 

Belgium 

 
 
 

Kortrijk 

 
 
 

1995 

 
 
 

annual 

 
 
 

Trade only 

 
 
 

3 

 
 
 

6708 

 
 
 

292 

 
 
 

http://www.infopol.be/cpage.php?Lang=EN 

 
 
 

Infopol vzw + Kortrijk Xpo 

  identification and detection 
equipment           
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INTER AIPORT China 
INTER AIR. 

(China) 

INFOSECURITY  BELGIUM INFOSEC. EXHI (Belgium) 

Information    Technology, 
Communication  Technology, 

Safety, Security, Software 
Belgium Bruxelles 2005 annual Trade only 3 4226 115 http://www.infosecurity.be/ VNU Exhibitions - Reed Exhibitions 

INFOSECURITY 
NETHERLANDS 

INFOSEC 
(Nether.) 

CONF & EXHI 
Information  Technology, 

Communication  Technology, 
Safety, Security, Software 

Netherlands Utrecht 1999 annual Trade only 3 4100 123 http://www.infosecurity.nl/ Reed Exhibitions Companies 

Ground support, cargo and 
maintenance  equipment, 

EXHI security technologies, air China Beijing 1997 biennal Trade only 3 4230 119 http://www.interairport.com/asia/ Mack-Brooks Exhibitions Ltd. 
navigation, airport 

construction 

INTER AIRPORT Europe INTER AIR. EXHI (Europe) 

Airport  Equipment, 
Transportation,  Storage, 

Logistics 
Germany Munich 1978 biennal Trade only 4 11900 640 http://www.inter-airport.com/ Mack-Brooks Exhibitions Ltd. 

INTERSEC BUENOS AIRES - 
Exposición  Internacional 
de Seguridad, Protección 

contra Incendios, 
Seguridad  Electrónica, 
Industrial y Protección 

INTERSEC (Arg.) EXHI 
Fire Protection, Industrial 

Safety, Occupational Health, 
Safety, Security 

Argentina Buenos Aires 2004 biennal Trade only 3 12449 160 http://www.intersecbuenosaires.com.ar/ 
CASEL - Cámara Argentina de Seguridad Electrónica 

+ CAS - Cámara Argentina de Seguridad + Messe 
Frankfurt GmbH. 

INTERPOLITEX - Means of 
State Security Provisions 

INTERPOLITEX EXHI 
Security - Risk Management 

Defense Russia Moscou 1995 annual Trade only 4 16490 387 http://www.interpolitex.ru/ Bizon ECG 

INTERPROTEX INTERPROTEX EXHI Defence, Safety, Security Croatia Zagreb 1996 biennal
Trade & General 

Public 
4 2308 34 http://www.zv.hr/sajmovi/index_en.html Zagreb Fair 

INFOSECURITY RUSSIA INFOSEC (Russia)       CONF & EXHI 
Information Technology, 

Communication  Technology, 
Safety, Security, Software 

Russia Moscou 2004 annual Trade only 3 5973 344 http://www.infosecurityrussia.ru/ Grotech Business media - Reed Elsevier 

INTEGRA + SEGURIDAD 
(2007 -2009) - SEGURIDAD 

Y EMERGENCIAS (2010 - 
2011) 

S & E EXHI access control, alarms, 
detectors, CCTV, cameras 

Spain Valencia 2007 annual Trade only 3 17000 110 http://usecintegra.usecnetwork.com/ Feria de Zaragoza and then Feria de Valencia 

INFOSECURITY EUROPE 
INFOSEC. 
(Europe) 

Information Technology, 
CONF & EXHI        Communication Technology, 

Safety, Security, Software 

United- 
Kingdom Londres 1996 annual Trade only 3 10842 292 http://www.infosec.co.uk/ Reed Exhibitions Companies 
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INTERSEC DUBAI INTERSEC (UAE) EXHI 
Fire  Protection,  Industrial 

Safety, Occupational Health, 
Safety, Security 

 
 

The Emirates Dubai 1999 annual Trade only 3 21549 910 http://www.intersecexpo.com/ Messe Frankfurt GmbH. 

 

 
 

 
 

 
 

 
 

ISEC BELGRADE - 
International  Security 

Technology exhibtion and 
conference 

 
 
 

ISEC BELGRADE CONF & EXHI 

Security systems and 
equipment, smart building 

concepts, cash and 
valuables  transportation, 

security  management, 

 
 
 

Serbia Belgrade 2009 annual Trade only 4 2500 131 http://www.zastita-bezbednost.com/ Beogradski Sajam 

 

 

ISET - International Fair of 
fire  Fighting  Equipment, 
Security Technology and 

Services 

ISET EXHI Fire Protection Czech Republic Brno 1981 biennal 
Trade & General 

Public 3 26488 253 http://www.bvv.cz/pyros-iset/ Messe Dusseldorf GmbH. 

ISDEF - International 
Defense and Homeland 

Security Expo 
ISDEF CONF & EXHI 

defence, access control, 
CCTV, military, police and 

HLS 
Israel Tel Aviv 2007 annual Trade only 3 15000 250 http://isdefexpo.com/node/42 T.S. Israel Defence 

ISC EAST ISC EAST CONF & EXHI 

Residential, commercial, 
industrial and institutional  United States of 

security  equipment  systems America 
and services 

New-York 2004 annual Trade only 2 5947 300 http://www.isceast.com/ Reed Exhibitions Companies 

ISC WEST ISC WEST EXHI 

Residential,  commercial, 
industrial and institutional  United States of 

security  equipment,  systems America 
and services 

Las Vegas 1967 annual Trade only 4 23000 1000 http://www.iscwest.com/ Reed Exhibitions Companies 

IPOMEX - International 
Police Meeting and 

Exhibition 
IPOMEX EXHI 

Uniforms, protective 
clothing, ballistics, forensics, 

emergency   equipment, 
security and surveillance 

technology 

Germany Munster 2004 biennal Trade only 3 4200 120 http://www.ipomex.com/ Messe Münster GmbH. 

ISC BRAZIL ISC BRAZIL EXHI 

Access control, alarms, 
biometrics, CCTV, 
communications 

equipment,detection 
equipment 

Brazil Sao Paulo 2006 annual Trade & General 
Public 3 8148 98 http://www.iscbrasil.com.br/en/Home/# Reed Exhibitions Alcântara Machado 

INTERSEG - International 
Law Enforcement 

Technology,  Services  and 
Products Exhibition and 

Conference 

INTERSEG CONF & EXHI 

Aircraft,  armaments, 
automobiles,  automation 

and control of fleets, 
publishing companies of 
specialized    magazines, 

equipment for defense and 

Brazil 
Rio da 
Janeiro 2001 annual Trade only 3 10000 100 http://feirainterseg.com.br/feira/interseg 

Fagga Eventos Internacionais Ltda. + International 
Association of Chiefs of Police (IACP) 

IP EXPO - Exhibition for IT 
Infrastructure IP EXPO EXHI 

information Technology, 
Communication  Technology United Kingdom      London 2006 annual Trade only 2 7631 250 http://www.ipexpo.co.uk/ IMAGO Techmedia + IP Security Events & Media Ltd. 
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ISNR  (ABU  DHABI) 
INTERNATIONAL  SECURITY 
& NATIONAL RESILIENCE 

 

 
ISNR (UAE) EXHI 

International  Security 
National and Resilience, 
counter terrorism, critcal 

infrastructure systems 

 
 

United Arab 
Abu Dhabi 2008 biennal Trade only 3 9177 178 http://www.isnrabudhabi.com/ Reed Exhibition 

Emirates 

 

 
 

 
 

MAST - Maritime Systems 
and Technology Exhibition 

and Conference 

 
 

MAST CONF & EXHI 
Maritime security and 

defense platforms, systems, 
products and services 

 
 

Poland Gdansk 2005 annual Trade only 3 1505 130 http://www.mastconfex.com/ MAST Communications Ltd. 

 

 
 

 
MIPS - Moscow 

International  Exhibition 
for Systems and 
Technologies of 

Protection, Security and 

 
 
 

MIPS EXHI 
Fire Regulation Fire 

Russia Moscou 1994 annual Trade only 4 17571 490 
Protection, Safety, Security 

http://www.mips.ru/en- 
GB/exhibition/statistics.aspx 

ITE Grp. Plc - MVK International Exhibitions 
company 

 

Fire Safety 

MSPO - International 
Defence Industry 

Exhibition 
MSPO EXHI Aeronautics Space - Defence Poland Kielce 1993 annual Trade only 4 10870 394 http://www.targikielce.pl/?k=mspo_en Targi Kielce 

MILIPOL QATAR MILIPOL (Qatar) EXHI Defence, Safety, Security Qatar Doha 1995 biennal Trade only 3 5820 244 http://en.milipolqatar.com/ GIE MILIPOL 

MEF SEC - Middle East 
Fire, Safety and Security 

Exhibition 
MEF SEC 

Fire fighting, police, 
security,  occupational 

safety, rescue 
Egypt Cairo 1999 annual Trade only 4 11764 46 http://www.mefsec-middleeast.com/ Egytec Engineering Co 

MILIPOL PARIS - 
Worldwide Exhibition of 
Internal State Security 

MILIPOL (Paris) EXHI Defence, Safety, Security France Paris 1984 biennal Trade only 4 27243 887 http://en.milipol.com/ EDS MILIPOL - ComeXPOsium 

LAAD - Latin America Aero 
& Defence International  

Exhibition and 
Conferences on 

Aerospace and Defence 
Technology 

LAAD EXHI 

equipment armed forces, 
special forces, consulting 
companies and specialist 
media, intelligence and 

threat analysis solutions, 
detection and surveillance 

Brazil 
Rio da 
Janeiro 2004 annual Trade only 4 25800 663 http://www.laadsecurity.com.br/en Clarion Events Ltd. 

IT-SA - IT Security Expo 
and Congress 

IT-SA CONF & EXHI 
information Technology, 

Communication  Technology, 
Safety, Security 

Germany Nuremberg 2009 annual Trade only 3 6308 334 http://www.it-sa.de NürnbergMesse  GmbH 

KIPS - International 
Exhibition for Protection, 
Security and Fire Safety 

KIPS CONF & EXHI 
Fire Protection, Safety, 

Security equipment, CCTV 
Ukraine Kiev 2011 annual 

Trade & General 
Public 

3 5500 50 http://en.kips.com.ua/ 
international exhibition company ITE Group Plc (UK) 

+ Premier Expo (Ukraine) 

264 
 

http://www.isnrabudhabi.com/
http://www.mastconfex.com/
http://www.mips.ru/en-
http://www.targikielce.pl/?k=mspo_en
http://en.milipolqatar.com/
http://www.mefsec-middleeast.com/
http://en.milipol.com/
http://www.laadsecurity.com.br/en
http://www.it-sa.de/
http://en.kips.com.ua/


 
 
 
 
 
 

NAVDEX - Naval Defence 
Exhibition 

 
 

NAVDEX EXHI 
Defence - naval defence, 

coastal and maritime 
security 

 
United Arab 

Emirates 

 
 

Abu Dhabi 2011 biennal Trade only 5 10000 72 http://www.navdex.ae/ Clarion Events Middle East 

 

 
 

 
 

PARTNER - International 
Defence   Exhibition 

Defense - Arms - Military 
PARTNER EXHI Equipment 

http://www.partner.mod.gov.rs/en/#.UmQJx_lvN 
Serbia Belgrade 2004 biennal Trade only 4 7000 92 Co 

 
Belgrade Fair 

 

 
PERIMETER PROTECTION - 

International  Trade  Fair 
for Perimeter Protection, 

Fencing and Building 
Security 

 
 
 

PRAGOSEC (1999 - 2011) - 

 
 
 

PP CONF & EXHI 

Alarm systems, Access 
control  surveillance 

systems, Video systems, 
Access control systems, 

Complete fencing systems, 
Fencing component 

International  Security 
Equipment,  Systems  & 

 
 
 

Germany Nuremberg 2010 biennal Trade only 3 2154 83 http://www.perimeter-protection.de NürnbergMesse GmbH 

PRAGOSMART PRAGOSMART EXHI Services, Fire Protection and   Czech Republic Prague 1993 annual Trade only 3 4513 63 http://www.pragoalarm.cz/en.html Incheba Praha, s.r.o. 
Rescue Equipment 

Exhibition 

 
PROTECTION - SECURITY 
SKOPJE (1995 - 2009) - 

TEHNOMA 

 
 

PSS EXHI 

 

Defence, security, 
Macedonia Skopje 1995 biennal Trade only 5 48000 239 http://www.skopjefair.com.mk/e_index.htm Skopje Fair 

protection 

 

 

PROTECTION 
TECHNOLOGIES - 

International  Exhibition 
Forum 

PT EXHI Defense - Risk Management Ukraine Kiev 2002 annual 
Trade & General 

Public 3 3000 130 http://www.iec-expo.com.ua/ IEC 

PASSENGER TERMINAL 
EXPO PTX EXHI 

Airport Security, IT and 
systems integration, 

propertiers and 
communications,  e-business 

and communications 

Spain Barcelona 1995 annual Trade only 3 3529 174 http://www.passengerterminal-expo.com/ UK & International Press 

PARIS AIR SHOW LE 
BOURGET 

LE BOURGET EXHI Aeronautics Space - Defense France Paris 1909 biennal 
Trade and 

General Public 
7 315000 2215 http://www.paris-air-show.com/ GIFAS 

NORDIC SAFETY EXPO NSE EXHI 
Industrial Safety, 

Occupational Health, Safety, 
Security 

Sweden Stockholm 2012 biennal Trade only 3 1383 66 http://www.nordicsafetyexpo.se/ 
Swedish Trade Organization for Personal 

Protective  Equipment 

OMNICARD EXPO - The 
world of smart ID 

solutions 
OMNICARD CONF & EXHI 

smart card technology: e- 
security, e-ticketing, e- 

payment, e-ID, e- 
government, RFID 

Germany Berlin 1993 annual Trade only 3 410 19 
http://www.omnicard.de/index.php/en/omnicard- 

en 
inTIME Berlin 
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RESCUE AIDS. FIRE & 
INDUSTRIAL SAFETY (2001 
2009) - MAN & SECURITY 

 
 

RAF&IS EXHI 

 

Fire Protection, Safety, Belarus Minsk 2001 annual 
Security 

Trade and 3 5000 89 
General Public 

http://www.expoforum.by/en/year_12/june/resc EXPOFORUM, Exhibition Company 
ue_en_12/indexe.html 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

SecProTec East Africa SECPROTEC EXHI 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

Mechanical security 
systems, hold-up, intruder 

and theft alarm equipment, 
control and surveillance 

equipment 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

Kenya Nairobi 2013 annual Trade only 3 820 60 http://www.secproteceastafrica.com/ 
Trade and Fairs East Africa Ltd. + planetfair GmbH + 

Co. KG 

 

 
 

 

 
SECUREX POZNAM 

 
 

SECUREX EXHI 
POZNAM 

Mechanical  and  electronic 
security systems, access and 

surveillance  control  
systems, 

 

 
Poland Poznan 1991 biennal Trade & General 4 22591 250 

Public 
http://www.securex.pl/en/securex_2012/about_t 

he_fair/ Messe Essen GmbH. + Imag GmbH. 

 

 

SECURITY - Trade 
Exhibition of Safety 

Technologies, Means and 
Devices 

SECURITY EXHI safety, security Moldavia Chisinau 1996 annual Trade & General 
Public 

4 1860 31 http://en.security.moldexpo.md/ 
Moldexpo + Ministry of Home Affairs of the 

Republic of Moldova 

SECURA SECURA EXHI 
Surveillance, safety systems, 

protective clothing, fire Belgium 
prevention, security systems 

Bruxelles 1997 biennal Trade only 3 7170 185 
http://www.easyfairs.com/fr/events_216/secura2 

013_23027/secura-brussel-2013_23032/ 
Fairtec 

RETTmobil - European 
Emergency Services 

Exhibition 
RETT EXHI 

Disaster Control, Emergency 
Management,  Medicine, 

Safety, Security 
Germany Fulda 2001 annual Trade only 3 24000 450 ttp://www.rettmobil.org MesseFulda Gmbh 

SAFETY & SECURITY ASIA - 
International Safety and 

Security Exhibition & 
Conference 

SSA CONF & EXHI 
Disaster Control, Emergency 

Management,  Safety, 
Security 

Singapore Singapour 1991 biennal Trade only 3 4803 132 http://www.safetysecurityasia.com.sg/ 
Conference & Exhibition Management Services Pte 

Ltd (CEMS) 

SAFETY & SECURITY SOFIA S&SS EXHI Security, safety Bulgaria Sofia 1993 annual Trade only 4 4500 215 http://www.bcci.bg/fairs/security/ 
Bulgarreklama Agency - Bulgarian Chamber of 

Commerce and Industry 

SEA ASIA - International 
Maritime Exhibition & 

conference 
SEA ASIA CONF & EXHI Shipping, Shipbuilding, Port 

Equipment Singapore Singapore 2007 biennal Trade only 3 13000 385 http://www.sea-asia.com/ Seatrade Global 

SECONEXPO SECONEXPO EXHI 

ideo security systems, 
access  control  systems,  bio- 
recognition systems, alarm 
monitoring and detection 

systems 

Korea Goyang 2000 annual 
Trade and 

General Public 3 31747 280 http://www.seconexpo.com/2014/ Security World Magazine + Boannews 
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Security Expo - Security 
Exhibition and Conference 

SEGUREX -Salão 
Internacional de 

Protecção e Segurança 
SEGUREX EXHI 

Fire Protection, Safety, 
Security Portugal Lisbonne 1985 biennal 

Trade & General 
Public 5 13990 139 

http://www.segurex.fil.pt/?lang=en&page=feira/f 
eira.jsp 

Feira Internacional de Lisboa 

Seguriexpo Buenos Aires - 
South American Trade Fair 

for Commercial and SEGURIEXPO EXHI 

Commercial  security, 
homeland security, 

information security, GPS 
and road security, access 

Argentina Buenos Aires 2002 biennal Trade only 3 7856 106 http://www.seguriexpo.com/ 
Indexport Messe Frankfurt + Cámara Argentina de 

Seguridad Electrónica (CASEL) 

 
 
 
 
 
 

SECURITY ESSEN SECURITY ESSEN EXHI Safety, security Germany Essen 1974 biennal Trade only 4 36000 1038 http://www.security-messe.de/ Messe Essen GmbH. 

 
 Surveillance, CCTV, alarms,  

access control, physical and 
SESEC EXHI barrier security, smart cards Australia Sydney 1985 annual Trade only 3 4500 150 http://www.securityexpo.com.au/ Diversified Exhibitions Australia 

  / biometrics, fire safety             products            

SECURITY ISRAEL - 
International  Homeland 
Security Exhibition and 

Conference 

 
 

Homeland security, police, 
SECURITY ISRAEL       CONF & EXHI protection 

 
Sigma-Team Ltd., Professional, Exhibitions & Trade 

Israel Tel Aviv 1987 annual Trade only 7 9800 112 http://www.securityisrael.com/ Fairs Organizers & Management 

 

 
SECUTECH - International 
Exhibition  and  conference 

for Electronic Security, 
Info  Security, Fire and 

Safety 

 
 
 

SECUTECH CONF & EXHI 

 
CCTV / digital surveillance, 
access control, intrusion 

alarm, homeland security, 
fire and safety 

 
 
 

Taiwan Taipei 1998 annual Trade only 3 25807 510 ttp://www.secutech.com Messe Frankfurt New Era Business Media Ltd 

 

 
 

SECUTECH VIETNAM - 
International Security, Fire 

& Safety Exhibition and 
conference 

 

 
SECUTECH Viet. CONF & EXHI 

 
surveillance, IP equipment, 
access control, biometrics, 
RFID, intrusion detection 

 
 

Vietnam Ho Chi Minh 
City 

 

 
2008 annual Trade only 3 5000 110 http://www.secutechvietnam.com 

 
Messe Frankfurt New Era Business Media Ltd + 

Vietnam Advertisement & Fair Exhibition JS 
Company 

 
 
 
 
 
 

Information Security 
 

control and cards 
 

 

SEOUL AIR SHOW - ADEX ADEX EXHI Aeronautics Space - Defense    South Korea Seoul 2005 biennal 
Trade & General 

Public 6 100000 314 http://www.seouladex.com/ KAIA - Korea Aerospace Industries Association 

SECUTECH THAILAND - 
International Trade Fair 
Security, Fire & Safety 

SECUTECH Thai. EXHI 
Disaster Control, Emergency 

Management, Fire 
Protection, Safety, Security 

Thailand Bangkok 2011 annual Trade only 3 6000 140 http://www.secutechthailand.com Messe Frankfurt New Era Business Media Ltd 

SECURITY SHOW - Japan's 
largest comprehensive 

exhibition of security and 
safety industry 

SECURITY SHOW EXHI 
Integrated security systems, 
video surveillance systems, 
access  control,  biometrics 

Japan Tokyo 1993 annual 
Trade and 

General Public 4 149923 191 http://www.shopbiz.jp/en/ss/ Nikkei Inc. + Space Media Japan Co. 

267 
 

http://www.seguriexpo.com/
http://www.security-messe.de/
http://www.securityexpo.com.au/
http://www.securityisrael.com/
http://www.secutech.com/
http://www.secutech.com/
http://www.secutechvietnam.com/
http://www.seouladex.com/
http://www.secutechthailand.com/
http://www.shopbiz.jp/en/ss/


SMES - SECURITY MIDDLE 
EAST SHOW SMES CONF & EXHI 

Defense - Security - Risk 
management Lebanon Beirut 2009 biennal Trade only 3 10000 180 http://www.smesbeirut.com/ INEGMA (Dubai) 

SOBRA - International Fair 
of Defence, Security, SOBRA EXHI 

Defense - Protection - Risk 
management 

Slovenia 
Gornja 

Radgona 
2004 biennal Trade only 3 10000 120 

http://www.pomurski- 
sejem.si/index.php?option=com_content&view=c 
ategory&layout=blog&id=25&Itemid=165&lang=e Pomurski Sejem d.d. 

 
 
 
 
 
 

 
SFITEX - International 

Security & Fire Exhibition 

 
 
 

SFITEX EXHI 

Information  security, 
security  technology,  fire 
safety and emergency 

rescue equipment, road and 
traffic  safety 

 

 
St 

Russia Petersbourg 

 
 
 

1992 annual Trade only 4 10922 252 http://sfitex.primexpo.ru/en/ ITE Group plc + Primexpo Ltd 

 

 
 

 
 

 
 
 

SKYDD - Protection and 
Security  Expo 

 
 

SKYDD EXHI 
Disaster Control, Emergency 

Management, Fire 
Protection, Safety, Security 

 
 

Sweden Stockholm 1969 biennal Trade only 3 13906 277 http://www.skydd.net/ Stockholmsmässan AB 

 
 
 
 
 
 

Protection and Rescue 
n 

 

 

SSA - Safety & Security 
Amsterdam 

SSA EXHI 

Electronic security systems, 
fire safety, building security, 

personal security, fire 
brigade and police 

Netherlands        Amsterdam 2007 biennal Trade only 3 9089 176 
http://www.safetysecurityamsterdam.nl/ssa/Page 

s/English.aspx Amsterdam Rai 

SICUREZZA - International 
Biennial Exhibition of 

Security & Fire Prevention 
SICUREZZA CONF & EXHI Security - risk management Italy Milan 1982 biennal Trade only 3 16136 418 http://www.sicurezza.it/en/home Fiera Milano 

SICUR SICUR EXHI 
Disaster Control, Emergency 

Management, Fire 
Protection, Safety, Security 

Spain Madrid 1984 biennal Trade only 4 38840 524 http://www.ifema.es/sicur_01/ IFEMA - Feria de Madrid 

SICUR LATINOAMÉRICA - 
International Exhibition of 

Equipment, Products, 
Technologies and Services 
for Comprehensive Safety 

SICUR LAT. EXHI 
Disaster Control, Emergency 

Management,  Safety, 
Security 

Chile Santiago de 
Chile 

2013 biennal Trade only 3 5000 150 http://www.sicurlatinoamerica.cl/ FISA S.A. + IFEMA (Feria de Madrid) 

SICHERHEIT SICHERHEIT EXHI 
Disaster Control, Emergency 

Management, Fire Switzerland 
Protection, Safety, Security 

Zurich 1976 biennal Trade only 4 10000 231 http://www.sicherheit-messe.ch/ Reed Exhibitions Companies 

SICHERHEITSEXPO - Trade 
Fair on Safety and Security 

SicherheitsExpo EXHI 
Fire Protection, Safety, 

Security 
Germany Munich 2004 annual 

Trade & General 
Public 

2 2700 120 http://www.sicherheitsexpo.de/ NETCOMM GmbH 
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TADTE   - Taipei Aerospace 
and Defense Technology 

Exhibition 

 
 

TADTE EXHI 
Aeronautics Space - Defense 

Taiwan Taipai 1991 biennal Trade only 4 10095 91 http://www.tadte.com.tw/ 
- Homeland Security 

Taiwan External Trade Development Council 
(TAITRA) - Taiwan Aerospace Industry Association 

(TAIA) 

 

 
 

TB FORUM (SST, Security 
and Safety Technologies) - 

Технологии 
безопасности 

 
 
 

TB EXHI 

access control, alarms and 
monitoring, IT security, 

biometrics,  anti-terrorist 
and search equipment, fire 

control 

 
 
 

Russia Moscow 1996 annual 

 
 
 

Trade  and 3 15072 257 http://eng.tbforum.ru/ 
General Public 

 

 
Association of Russian Banks, Security Industry 

Association 

 

 
 

Xpo112 - Trade Fair for 
the Equipment of 

Emergency Services and 
Disaster Response Units 

 
 
 

XPo112 EXHI 

equipment and signaling 
systems for vehicles, fire 

fighting equipment, hard- 
and software, medical 

equipment,  miscellaneous 

 
 
 

Belgium Kortrijk 2007 biennal Trade only 3 2449 92 http://www.xpo112.be/cpage.php?Lang=FR Kortrijk Xpo scrl 

  equipment,  protection   

TRAFFEX TRAFFEX EXHI 
Traffic Engineering- Road 

Safety 
United- 

Kingdom 
Birmingham 1969 biennal Trade only 3 8194 350 http://2013.traffex.com/content Brintex Ltd. 

TAITRONICS - Taipei 
International  Electronics 

Show 
TAITRONICS EXHI 

Electronics, Information 
Technology,  Communication 

Technology,  Multimedia 
Taiwan Taipai 1975 annual 

Trade & General 
Public 3 40955 748 http://www.taipeitradeshows.com.tw 

TAITRA - Taiwan External Trade Development 
Council 
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Appendix B: Floor plans for IFSEC 2010-2012 
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 1 - Floor plan for IFSEC 2010 (IFSEC 2010) 
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 2 - Floor plan for IFSEC 2011 (IFSEC 2011) 
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 3 - Floor plan for IFSEC 2012 (IFSEC 2012) 
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