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Abstract— In addition to storing a plethora of code and
functionality, devices also possess a certain set of data and com-
mands, known as firmware. The ability of devices to perform
specific tasks relies on the firmware. In order to understand
the scope of firmware we conducted a qualitative analysis of its
properties, functionalities and security. We examined the use of
the terminology over a period of years and found that firmware
is used in numerous situations in a range of contexts. In this
paper, we propose a taxonomy of firmware to classify the field
and understand it better.

I. INTRODUCTION

Electronic devices are being used every day for a variety
of purposes. These devices range from mobile phones, to
laptops, microwaves, electric shavers and many others. The
physical device itself is known as the hardware and the
programs that run within the device are referred to as
software [1]. Firmware is described loosely as a coupled
mixture of both hardware and software.

“Hardware” usually refers to a combination of multiple
components with a physical existence, which will make a
noise when dropped on the floor [2]. Any device with this
property is known as hardware; for example, a processor,
flash drive, or microwave. However, such devices are unable
to function on their own and they require certain levels of
“instructions” [3] or “firmware” to perform their tasks. In-
structions can be defined as set of programmed routines that
handle the different components of the hardware, initiating it
to carry out some activity. The American Heritage Dictionary
[4] defines software as written or printed data such as
programs, routines, and symbolic languages, essential to the
operation of computers.

“Firmware” is vaguely referred to as the interface between
software and hardware [5]. Firmware can be stored in any
storage media; however, it is typically stored in Read Only
Memory (ROM) chips [6] where the program is stored and
requires no power source to maintain the data. A common
example of a piece of firmware is the Basic Input Output
System (BIOS) chip on a computer. The BIOS chip contains
permanent instructions about the computer and is activated
when the computer is started.

Despite the firmware being permanently stored on ROM
chips, it can also be replaced or re-written to enable updates
or make changes [7]. The older types of firmware were
generally stored in ROM chips and the only way to update
would be to replace them with new ROM chips. The storage

mechanism for firmware has evolved beyond ROM chips
and now it is possible to [8] re-write firmware and store it
in erasable media such as an Erasable Programmable ROM
(EPROM), or a flash drive.

If firmware is stored in a non-writable store, an upgrade
of the firmware would mean replacement of the complete
unit. In the past, when the BIOS chip had to be updated, the
whole motherboard unit of the computer had to be replaced
to accomplish that task. Even though the firmware was the
instruction set or the software content within the BIOS chip,
the “chip” was considered to be the firmware.

BIOS is a particular type of Personal Computer (PC)
firmware. Usually, any IBM PC will carry a BIOS imple-
mentation or another implementation known as Unified Ex-
tensible Firmware Interface (UEFI) [9]. UEFI is generic and
resides mostly in systems that are not IBM PC compatible.
There are other firmware in use other than UEFI and BIOS,
e.g. CoreBoot [10], and OpenBIOS [11].

The example of BIOS illustrates the different ways
firmware is described. As a whole, the BIOS can be referred
to as firmware, but if only the “chip” or the physical existence
is considered, it can be termed “hardware”. In addition,
the program part within the chip can also be regarded as
“software”.

The IEEE Standard Glossary of Software Engineering
Terminology [12] extended the definition of “firmware”
as follows: “the combination of a hardware device and
computer instructions or computer data that reside as read-
only software on the hardware device”. However, studies
by Barsamian et al. [6], [13], [14] described “firmware” as
the intermediate layer between hardware and software. There
has been no conclusive study done to distinguish firmware
from software or hardware. The scope of firmware needs to
be studied and defined. The number of devices that have
firmware is continually increasing. Every day approximately
2 million devices [15] are being activated, yet there is no
clear definition of firmware in the literature.

This paper is structured as follows: Section 2 discusses
related work. It consists of a brief overview of the trends in
firmware. Section 3 deals with the taxonomy. It is followed
by our rationale and then a brief discussion of each element
together with descriptions of some attacks and vulnerabil-
ities that apply to firmware. The final section presents our
conclusions and possibilities for future research.
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II. RELATED WORKS

In this section we discuss previous work on firmware and
trends over the years. We start by discussing the changes over
the years. More discussion on trends follow this section. We
continue the discussion of trends towards storage trends and
end this section with discussions related to current trends.

The usage of the word began in 1967. It was first men-
tioned by Opler [3]. Work done by Opler discusses about
the software portion that is saved in a ROM providing
specific guidelines on how the software should behave. From
1967 till 1971 there were no significant work done on
firmware. In 1971 Barsamian and Dec mentioned firmware
as programmed instructions stored in special ROM or Read-
Write (RW) control stores [13].

There were no major update from the year 1971 till 1993.
In 1993, Mange et.al used the term firmware to visualise
the concept of transforming software logic into hardware
instruction set [16]. The idea was used to provide a bridge
between the hardware and software and vice versa. The
software part exhibited the idea of driving the hardware to
do a specific task. The author did not refer the software itself
to be the firmware, however he pointed the transformation
process to be the firmware since it was bridging the gap for
establishing a communication platform.

According to work done by Chen [17], the software itself
has been called a firmware. From 1993 till 2012, many work
has been done [5], [18]–[24] on firmware, however the idea
was addressed according to the context in discussion. It
ranged from an “in-between” layer to “software”, nobody
highlighted its position.

Early storage of firmware was done in a Read Only
Memory (ROM) or permanent storage media. The practice
of writing firmware in the ROM continues today. In 1971,
firmware was quoted as “micro-instructions that could be
saved in the ROM mostly to be used for read-only purposes”
[13]. However, the convention did not remain stagnant and
limited to ROM. 1990s and beyond introduced the rise of
Integrated Circuitry (IC). Instruction sets in IC were hard-
coded and installed in devices. Flash storage was intro-
duced simultaneously. This introduction provided more speed
and convenience for the developers and manufacturers. Re-
writing the flash storage became easier. Unlike the IC’s,
which had to be manually removed to update the programs,
flash storage did not require any removal and it was reused
to overwrite existing firmware.

Upon introduction of flash storage, the year 1993 referred
firmware as “a way to convert hardware instructions into
software instructions” [16]. As discussed in the previous
section, the idea of bridge was being highlighted. It has also
been referred as a type of a software loosely referring as “a
form of software” known as firmware [6].

The idea was not limited to software alone, but also
focused on the area of hardware. Work done by Schubert
[25] described firmware as “chip-set”. The connection or
the “layer” that resides between software and hardware is
typically referred to as “firmware”, as identified in 2009 as

the interface between the two [5]. Beyond 1990s flash storage
was widely used but the usage of ROM was still in existence.
In 2010, the firmware stored in ROM was referred to as a
defined “functionality” that accomplishes a set of function
or job [20]. Following the work, further research in 2012
on firmware redefined it as being software stored in certain
memories [21].

Firmware has evolved to represent any programmable con-
tent of a hardware device; it did not only represent software
or binary code. It also exemplified machine code for a proces-
sor, but also configurations and data for Application-Specific
Integrated Circuits (ASICs), programmable logic devices and
others. On the domain of processors, the firmware is being
referred to as being “complicated logic which is stored
as micro-instructions” [13]. In an embedded system, [6]
described firmware as programs that are stored in hardware
memories such as ROMs. The work deems the firmware to
be just “hardware”.

In work carried out in aviation and dealing with software
engineering challenges, it was quoted “It is sometimes not
clear what constitutes a processor, for example, because so
much specialized electronics is involved. Similarly, software
is sometimes in read-only memories called firmware rather
than software” [18].

It can be clearly seen the understanding varied over the
years, where it was referred to as dedicated software and/or
hardware specific instruction set. The ways the term has been
defined was in context to the application or device under
discussion.

III. THE TAXONOMY AND ITS JUSTIFICATION

In this section we will expand on the landscape of
firmware. We start by proposing a taxonomy structure of
firmware followed by a subsequent section briefly discussing
the rationale behind the categorisation. The diagram of our
taxonomy is illustrated in Figure 1.

A. Framework

The first family is named as “Framework” that highlights
the basic structure and characteristics of a firmware. This
family tree has been further dissected into three branches
namely: “Core”, “Protection” and “Interface”.

1) Core: We bisect the firmware into multiple parts, the
rationale behind naming this section “Core” is to represent
the major functionalities of the firmware. This branch con-
sists of three more sub-children that are highlighted in figure
1.

a) Hardware: We categorise “hardware” where infor-
mation to control a device runs on a printed circuit board or
a signal converter. An example of this classification would
be the microchip inside a watch, table lamp, toy cars [26].
The circuitry uses electricity to convert electrical energy to
different forms of energy. In case of a watch, it is converted
to mechanical and kinetic energy which helps with the
movement of dials. In case of a lamp, the electrical energy
is converted to light and heat energy. The range of attacks
within this domain are limited since it involves manipulating



Fig. 1. Taxonomy of firmware

the hardware components and is usually referred to as hacks
rather than attacks [27].

b) Software: We classify “software” to the kind of
firmware where the programs are stored programmatically
inside a storage media e.g. ROM, EPROM, EEPROM etc.
These are programs that have their existence in a digital
format rather than a series of electrical signals. Examples
would include, drivers for a printer [8], visual firmware for
customising a mouse [28], etc. In work done by Maskiewicz
et al. [29] a Logitech G600 mouse was programmed by
writing a custom software to achieve a file transfer task.

Attacks in this domain usually involves manipulating the
code to achieve extra benefits. It has been shown in work
done by Yanlin et. al [30] it is possible to reverse engineer
the firmware of a network card and manipulate it. Using
a package known as Interactive Dis-Assembler (IDA) it is
possible to alter the function calls within a software program.

c) HW SW Hybrid: The device family which involves
both characteristic of hardware and software are enlisted
in this category. As referred to our example of BIOS in
Section 1, the chip-set itself has a physical existence whereas,
it cannot be called hardware because there is a software
program within the chip. On the contrary, labelling it as
mere software is not applicable since, it is a chip which
has physical existence and does not require power to store
the information. Other example for this criteria include the
set top TV boxes. They convert direct button press signals to
machine readable signals [19]. Furthermore, they have their
storage installed within their device that stores the firmware
content and updating that content can be done by connecting
a cable and flashing it [31].

There are attacks targeted to BIOS. Work done by Wo-
jtczuk and Alexander [32] showed the attack of BIOS by
manipulating several checksums. They used a BIOS building
tool followed by patching to compensate the checksum.
Other work has shown how data can be hidden in BIOS
chips. BIOS has a capacity of storing 128K to 512K of data
and this storage can be used by criminals [33]. Miscreants
could use this feature to manipulate a target computer to
cause damage or create data-loss in an organization or a
specific person. Fortunately, the modern implementations of
BIOS [34] have changed and stronger security primitives
within BIOS are introduced with secure boot and UEFI
(Unified Extensible Firmware Interface) [9].

2) Protection: This sub-tree discusses the security mech-
anism that is available in any kind of firmware. It has been
further elaborated into two more sub-children namely:

a) Locked: When describing firmware, how the
firmware itself is utilised or stored in a media is a very
important aspect. A firmware can be stored in a ROM [35],
but not always; since it can also be stored in a hard disk
drive, EPROM flash drive or Solid State Drive (SSD). The
protection of the storage is classified as an attribute. Some
firmware has protective mechanism to restrain unauthorised
modification or alteration whereas other firmware does not
have any protection. By “Locked” we refer to the family of
firmware which are digitally signed by manufacturer [36] and
has their default administrator login credentials encrypted.

Attacks involved in this domain includes the successful
“jailbreaking” [37] of multiple iOS versions. iOS jailbreaking
removes the restrictions of the Apple’s iOS operating system
using software exploits. This allows the locked restriction of



downloading additional applications, music and themes that
are not available through the official AppStore [38].

b) Open: In situations where the username and pass-
word to the administrator access portal of the firmware is not
cryptographically protected or written in plain text falls into
our branch of “Open”. It has been discovered manufacturers
[22] do not take necessary precaution to encrypt the default
administrator login credentials within the firmware. Rather
they use specific company-title [22] and other fixed place
decimal value data linked with the firmware that can be easily
brute-forced to retrieve the credentials. These type of devices
are termed as “Open” in our taxonomy. For example, in a
TP-Link TD-W8951ND V4 ADSL router it was observed
that the username and password were stored in plain text
when a simple man in the middle attack was performed
using Cain [39]. Furthermore, it has also been reported in
specific software packages e.g. Deploy Studio [40], which
is used to image and deploy Mac computers to manage
workstations and servers, that the firmware passwords are
stored in the log in plain texts. In addition to these, the
telecommunication giant EE’s BrightBox routers login page
stores their customers credentials in a plain text format [41].

3) Interface: The interface of a firmware is placed as a
part of the firmware’s framework capabilities. It represents
two different types of firmware that consists of an interface to
allow configuration; whereas there is another set of firmware
that comes with predefined characteristic and functionality
that does not allow any customisation and thus only behaves
according to the manufacturers pre-set instruction sets.

a) Visual: Ideally the interface makes way for config-
uring the firmware. It also allows the control of the device.
The BIOS of a computer machine has been considered as
an example. The BIOS is a type of firmware that gives the
user an option to customise the settings of a computer [42].
The interface used is a Graphical User Interface (GUI) which
allows navigation via a keyboard that would allow the user
to tweak settings e.g. primary boot device, secondary boot
device.

Another example would include when a user of a computer
would want to enable a Firmware password to restrict the
machine from booting from another hard drive. In an Apple
Macintosh where there is a specific Graphical User Interface
(GUI) that enables the usage of a firmware password [43].
The presence of an interface enables the option to set up
a password. The interface allows the possibility to set up a
password, without it the user will not be able to set it up.
Only the manufacturer would have been able to do that.

The visual category has been established to also represent
messaging output too. In a telephone handset, the display that
shows the digits inputted into the set can also be referred as
the visual interface. More examples would include tuning
the thermostat in a home where the current temperature and
other settings are displayed as a message or information to
the user.

b) None: To the family of firmware that does not
exhibit a configurable interface is termed as to be residing
in this section. The example clarifies the members of this

sub-children. The hardware content within a CPU consists
of processors [44], RAM [45] and hard disk drive [46] to
name a few. All of these devices have firmware within them
that provides them with instruction on how to operate specific
mechanical parts of that device. For example, the firmware
within hard disk [47] drive controls the disk rotation and
read-write speed. It also contains information regarding how
the allocation tables are managed. Configuring the firmware
is not possible since the data is already set up by the
manufacturer and there is no interactive interface to tweak
and configure the settings.

There have been attacks on some of these components
even though they lack a visual interface. Kaspersky re-
searchers discovered that the hard drive firmware could be
compromised [46]. They showed, subverting the firmware
allows the attacker to create invisible storage space to hide
data from the system. The data is not erased even when the
hard drive is being formatted. This allows the attacker to be
able to retrieve the data at a later date.

The above section of our taxonomy discussed the basic
structure and characteristics of a firmware. Within the limited
scope of this paper, we tried to explain the different arrays
of firmware that exists in the industry and highlight their
respective positions.

B. Purpose

This category has been formed to fulfil our goal of
categorising different firmware according to their functional
capabilities.

1) Bridge: It is known as an intermediary that allows the
connection from the product itself to its operator. An example
has been used to depict the usability of bridge.

For example, the firmware of a battery, when the operating
system of the computer or a phone would ask for the
percentage left or the life cycle or capacity of the battery,
the firmware within the battery would reply with those
information [48]. In this situation, the firmware is acting as a
bridge providing a connection medium to establish workflow
between the software and the hardware counterpart. Another
example would include the mechanism in a touch screen
device in a supermarket till. The firmware within the touch
screen converts the mechanical touch inputs into electrical
output to be read by the system [49]. The software or
“firmware” here aids as a bridge connecting the input to
convert into outputs.

2) Hardware Semantic: A module of hardware that has
micro-instructions [50] embedded into the chipset falls into
this category. It is a block originally created by the manufac-
turer and has the logic within it to make the hardware work
accordingly. Example would include an electric razor by
Philips SensoTouch. The power button is synchronised with
the motor in a chipset. When the power button is pressed, the
logical instructions within the semiconductor chip instructs
the motor head to start rotating hence achieving the task and
making the device useful [51]. Similar example would be the
usage of a kitchen Toaster. It has the same architecture, where
the button is programmed to push the bread and initiate the



heating of the filament. This branch has overlapping with our
“HW SW Hybrid branch” within “Framework”. However,
we have still placed “Hardware Semantic” here since it is a
specific quality of the firmware and cannot be ignored when
it comes to categorise a purpose of the firmware.

3) Operating System: The operating system, e.g. iOS,
Android, Windows Embedded acts as a firmware to operate
the embedded device or a phone or a Kiosk. The firmware
allows the device’s hardware to be used to convenient output.
i.e. processing a touch or processing a swipe of the card
in a kiosk. Operating system is closely related to a bridge.
The difference comes in its behaviour, the operating system
provides an user interface to interact with the phone: making
the buttons on the phone do specific task, making the touch
inputs process relevant output, ability to respond to force-
touch [52]. When an iPhone’s software fails to launch, the
device needs to be reset to factory settings. The process
is known as recovery mode [53] however the technical
terminology is referred to as Device Firmware Upgrade
(DFU) [54]. To update the operating system of iPhone, an
iPod software firmware file (IPSW) is required [55]. This
can be obtained manually and injected to iTunes or can
be automatically downloaded by iTunes itself. Once the
software binary is acquired, iTunes can initiate installation
of the latest firmware on to the device.

4) Driver: When there is a hardware, there needs to be
specific type of instruction set provided by the manufacturer
to make the device work desirably into another environment.
For example: the printer, HP LaserJet 4200, to be identified
properly by a computer or a network, there is a need of a
driver program that would help accomplish the effective com-
munication [56]. In addition to that, when an Apple computer
is used to run a different operating system, the hardware
should be given proper instruction to behave accordingly to
the new environment. An example of this is the Bootcamp
software from Apple which makes the Macintosh hardware
compatible with the Microsoft Windows operating system
allowing all the peripherals to work perfectly [57].

C. Communication

The firmware requires transfer of data within other devices
and with the outside world. We have referred the process
of data transfer to be called “Communication”. This branch
consists of two more sub-children that entail the functionality
of our communication.

1) Protection: We refer to the ways the communication
is monitored or allowed. Some communications are followed
with cryptographic security mechanisms whilst others are
not. Thus the sub-children of this branch represents:

a) Secure Channel: The firmware in a Logitech G600
mouse uses RSA encryption [29] to communicate with the
device. Gathering data from the mouse and transferring the
data to the operating system of the computer is done via
a secure channel communication. The data communicated
is not in plain text. This allows a secured medium for
communication that prohibits interception of data and adds
more security.

The importance of security varies from use cases. Dif-
ferent firmware have different level of security. When the
application is a sensitive issue; in any medical equipment
that has the risk of the well-being of the patient, security is
a very important criteria. For example, the pace-maker within
a patient’s heart; the firmware of any planted device should
have security since it is vulnerable [23] to malicious attacks
[58] which could compromise a human life.

There has been attacks reported that falls into our cate-
gorisation within a secured channel. Maskiewicz et. al [29]
reported in their work, the firmware of the mouse can be
compromised to write custom malicious code executing other
tasks. They have written their own code to copy a file while
the mouse was in work. The work depicts, the firmware
in peripheral devices are not secure. In another work done
by [59], they discussed the manipulation of a network card
which was using a flawed firmware that an attacker may
subvert remotely by sending packets on the network to the
adapter.

b) Other: However in cases like Nikon camera D3100
or other entertainment devices e.g. music players, where
the firmware could be easily manipulated to enable hidden
features are termed as “none” or “other” in the protection
category. The Canon IXUS30 (SD200) camera’s firmware
can be easily modified [60] to attain pictures of higher res-
olution, taking RAW images, shooting self-capture images,
time-lapse, etc. The firmware modification allows all these,
and the user may not have to buy a later model to get
those features. The tweak has more usage. In an experiment
to capture images of the Earth the camera was modified
to capture pictures throughout the whole duration of the
experiment [61]. In addition to this, previous work [58], [62],
[63] also discusses about lacking proper user authentication.

2) Interface: The branch has been dissected further to cat-
egorise different medium of communication that takes place
within a firmware. Typically three interfaces are proposed.

a) Wired: Firmware updates in automotive industry is
carried out using a wired interface [64]. It can also be used
to connect to the diagnostics port to retrieve information
about the vehicle as well. The firmware diagnosis and update
process is done off-board, by connecting (hardwired) a
diagnosis tool with the on-board network and performing
firmware updates [65].

b) Wireless: Other ways of communication include per-
forming the whole data transfer over a wireless connection
e.g. Wi-Fi, 4G, Bluetooth, infrared, etc. For example, in
automotive the update to the firmware can be patched via
over the air [66], [67]. The wireless mechanism is not only
limited to automotive domain, in a mobile phone Over The
Air (OTA) updates of firmware of a mobile telephone handset
can also be done too [68].

c) Hybrid: However, some devices are not only limited
to these two types of communication. It is not possible to
categorise them into the aforementioned Wired and Wireless
category. So we open up a new category named “Hybrid”.
A smart-card is an example of this category. The smart-
card could operate two ways, as a chip-and-pin mechanism



and also in a contactless mechanism too [69]. The example
of smart-card can not necessarily be categorised as having
a “wired” interface nor it can be categorised as having a
“wireless” interface. It has the ability of performing both
the interfaces and thus we have our another sub-children:
“hybrid”.

D. Update

This branch consists of two more sub-children that repre-
sent the ways the update of the firmware is involved.

As discussed earlier when firmware used to reside on
a ROM, it was difficult to apply updates. But with recent
improvements in technology, as of 2013, most firmware can
be updated [70]. But still there are risks. Upon a failed
update, the whole device runs the risk of being termed as
“bricked” where the update procedure has deemed to have
destroyed the device [71].

Applying firmware updates on critical embedded systems
can be cumbersome and daunting [24], however there are
different mechanisms that accommodates for varying update
mechanisms and techniques. As depicted in Figure 1, the
“Update” branch is dissected into two further sub-children:
“Types” - discusses the security mechanism of the updates
and “Process” - the ways the update takes place.

1) Types: Types refer to the possible ways the update of a
firmware could be performed. Types has been broken down
into three simplistic branches that discusses the possible
ways a user can have their firmware updated to get a newer
version or revert back to a different version.

a) Skilled: This section is referred to the installation of
a firmware that a normal user would not be able to perform
by himself i.e. to perform an update of the BMW 6 series
auto-mobile’s dashboard navigation system, the user need to
bring the car to BMW’s dealer to apply an update. Here, the
technician will use one of the communication mechanism as
discussed earlier to perform the update.

b) Non-Skilled: Any sort of update that does not require
the special assistance or unavailable toolset is referred to as
non-skilled update. If we consider the situation where the
phone’s firmware needs to be updated, it can be easily done
via the operating system’s interface. The phone manufactur-
ers have readily made the resource available to everyone for
them to be able to perform it without any skilled assistance.
For example: any “Android” user could update their phone
software by themselves clicking appropriate buttons from the
user interface.

c) Non-intervention: This type of update is referred
to those planned updates that are done automatically on a
specific date, time or a period. As an example, when a new
software update is available in a Windows machine, if the
user has agreed to apply the updates, they will be downloaded
and installed automatically to the system [72]. Devices today
are increasingly equipped with WiFi components and the
availability of WiFi hotspots has improved. This means that
devices can take advantage of free and fast connections to
download Web content, e.g. prefetch Webpages for offline

use, update RSS feeds, or download podcasts, new e-mails
or updates for Web widgets [72].

For example: when a user has set up an “auto-update” in
his or her machine, the update shall take place without any
further input. It should carry on at a prescribed time. The
situation is also true when a user turns on the auto-update
feature, e.g. Microsoft Windows Update.

2) Process: When an update is due, the manufacturer may
choose to distribute the latest update to all the devices under
its ecosystem. The update option could be prompted or if
previously recorded it can initiate on its own. Consecutively
in situation where the update has failed, it may automatically
request the update to be performed again [73].

a) Pull: To categorise the situation when updates are
sent or received, we classified a “Pull” sub-children. The
purpose of this sub-children is to fulfil the kind of updates
that takes place upon a request. When a new version of the
firmware is being released by the manufacturer the consumer
might not be notified straight away. It could be due to
design issues of the manufacturer or server traffic once a new
version is release. To obtain this type of update materials,
a user would have to query the network asking for new
update. If an update is available, the firmware would then
be downloaded or installed. For example: when a firmware
update of nVidia GTX 650M graphics card driver is released,
the notification does not pop up reminding the user to update
it. However, when the user would voluntarily prompt for
“Check for Updates”, the new firmware version would show
up [74]. Obtaining this kind of updates is referred as the
“Pull” mechanism in our tree.

b) Push: In situations when new information or data
needs to be sent to the subscribers or customers, one of
the ways used by companies or manufacturers is to dispatch
or release the data. The data from the central network is
intended to reach the product as a part of an update [75]. For
example: in a Programmable Logic Controller (PLC) in an
industry, when it is needed to provide changes to the current
instruction set [76], the whole firmware could be patched in
via a push update.

c) Relay: In a very specific case, a resource does not
necessarily have to be obtained via a push or pull mechanism.
A resource can sometimes be available via a third party.
We have termed this type of procedures as “Relay”. The
source is obtained from multiple media e.g. a ROM, DVD
or flash storage and then applied to the target media. For
example: when a user would attempt to update the firmware
of an Apple Watch Sport, the user would need to obtain the
firmware update via the iPhone rather than the Apple Watch
itself [77]. The Apple Watch does not have the mechanism
or capability to download the new firmware and relies on
a another device to apply the update. To make this update
possible, the iPhone has to transfer or “relay” the data via
Bluetooth to complete the update [78].

IV. CONCLUSION

The landscape of firmware is enormous and categorising in
a compact fashion was the main concern behind this paper.



According to the best of the authors knowledge, there is
no definitive explanation of firmware in the literature. So,
we took the first initiative to design an easier image of
firmware that would help in understanding the field better.
We have specifically focused in making the field compact and
have minimal overlapping between themselves. Our design
would help other researchers and manufacturers to get better
clarity and understanding on firmware. When there would
be a requirement to describe firmware they would be able
to relate to this paper to comprehend fine detail in their
explanation. The work would also allow researchers to short-
list the aspects of firmware they are interested. This could
potentially help others eliminate the indefinite understanding
of firmware and help them focus better on a topic.

By focusing on consumer electronics and everyday appli-
ances we were able to categorise majority of the devices
within our tree. We have also provided justification and
examples for classifying firmware in this way. The design
choices to reach to this stage has been analysed and logically
rationalised before placing them in the tree. Our future work
will focus on different sections of the taxonomy tree in
greater detail and also investigate the vulnerable security
elements of firmware.
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