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ABSTRACT

In this thesis we investigate an alternate soafaeshicular information for
collision avoidance systems and driver assistaqg@ications, which is more
accurate, reliable in all conditions and has mimmiime lag. We have designed
and developed an architecture, which enables usath analyze, decode and store
the real-time vehicular data from the vehicle’sceie sensors. We have designed
two algorithms for decoding the raw data read fitbm vehicle’s Controller Area
Network (CAN) [7] bus, to which various electricraponents of the vehicle are

connected to communicate the real-time data.

We have shown that the vehicular speed which igel/ important
parameter in the calculation of ‘Time to CollisiQRiTC)’ by collision avoidance
algorithms [22] is more accurate, reliable and hagher polling rate, when
calculated from the vehicle’'s CAN bus as comparethe other source of

information i.e. GPS [6].
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CHAPTER-1

INTRODUCTION

1.10verview

Vehicular safety technology has developed rapidlythe last two decades.
Modern vehicles can protect occupants much bettehe event of a crash, due to the
advanced structural design techniques complemdteadore stringent road standards,
and some mandatory standard crash avoidance tegiesl All these advances have
made motor vehicles safer than they have ever bémmever, there are still a significant
number of annual crashes that could potentiallelbeinated through expanded use of
more advanced crash avoidance technologies. béas estimated by National Highway
Traffic Safety Administration (NHTSA) [5] that therare more than five million annual
vehicle crashes with property damage, injuries &udlities. So, if deployment of

technology can help to avoid these crashes, thegdamiue to crashes never occurs.

Some of the most advanced collision avoidanceniogies present on the
vehicles today include cameras, on-board sensors radar applications. These
technologies may warn the drivers of impendingisiolh thus helping them to take
corrective actions. While these current technolgiee highly beneficial, the Vehicle to
Vehicle (V2V) communications [4] represent an aiddial step in helping to warn
drivers of the impending collision threats. V2V aoomications use on-board dedicated
short-range radio communication (DSRC) [8] [9] ad®& to transmit messages about a
vehicle’s location information, speed, heading,kbratatus, and other information to

other vehicles. Information is received in the fawhmessages, with capabilities of range



and line of sight, which can be more than twicé¢hat of the current systems. This longer
detection distance and ability to see around ceroethrough other vehicles helps V2V-
equipped vehicles perceive some threats soonerserasors, cameras, or radar can, and
warn their drivers accordingly. V2V can be combineth other driver assistance
applications to act as a complete system that ctinescenarios which are not covered
by V2V alone, such as lane or road departure wgrmncomplete system could also
augment system accuracy, potentially leading torawvgd warning timing and reducing

the number of false warnings [5].

1.2 Motivation

According to the statistics published by NHTSA,ta@al number of 99,176
fatalities was reported in the United States, duéhé vehicle traffic crashes during the
period of 2012-2014, with the year 2012 having th@&imum number of fatalities at
33,782 [47]. According to another data record pitdd by NHTSA, more than 10
million motor vehicle accidents were reported ewsgr in the US and economic cost of
traffic crashes up till year 2010, was estimatetd8D 242 billion [48] [49]. According
to the ‘2013 National Statistics’ given by NHTSAtal number of 30,057 fatalities and
1,591,000 injuries was reported due to road actsdenthe US. These vehicle traffic
crashes had also resulted in a property damagesbf 4)066,000 [49]. According to the
‘Canadian Motor Vehicle Traffic Statistics 2012gtal number of 123,963 vehicular
collisions was reported and the related fataliied serious injuries reported was 2077

and 10,655 respectively [50].



Researchers and technology experts from aroundwibtd are working to
develop new ways to minimize the losses occurring tb traffic collisions. Various
technologies such as Airbag System, and Anti-lodkakiig System have been
incorporated and mandated by vehicle manufactaedstraffic regulatory bodies over
the period of time, which have proved highly beciafito reduce the number of vehicle
crashes and related losses. To add more sophsticatlot of work is being carried on
the improvement and development of collision avoaaalgorithms. These algorithms
incorporated with V2V communications are consideasd/ery useful technologies to be
incorporated in the next generation of vehicles @bcuracy of these algorithms depends
on the availability of real time, reliable and a@te source of input parameters e.g.
positioning information, speed and brake status.this thesis, we focus on techniques
for accurate and timely collection of various velitéc parameters (e.g. speed, engine
rpm, brake status etc.), which can aid in the dgakent of better collision avoidance

algorithms and driver assistance applications.

1.3Problem Statement

Currently, most of the collision avoidance aldamis rely on GPS [6] for the real-
time situation parameters of the vehicles. For gtamthe collision warning system
presented in [22] and [23], calculates ‘Time to IG@n (TTC)' between two vehicles
using GPS information (e.g. longitude, latitudegesih heading, altitude and acceleration)
exchanged using V2V communications. Another sygtezsented in [32], uses vehicular
ad-hoc network (VANET) router, a GPS system, iaégensors for measuring the speed,

acceleration, and yaw rate and a long-range rddRiR) to predict the future path of the



vehicle. Since these systems work in real time tmm$, so the input parameters need to

be accurate, reliable in all conditions and haveimiim time lag.

The data obtained from GPS signals is signifigaigkss accurate during bad
weather conditions, in urban downtown areas anddisn either because of the signal
distortion, or no GPS signals are received in thesselitions. Also, the polling rate of
current GPS receivers is low with intervals up @ Znilliseconds, which may not be
adequate for real-time systems like collision agaoite systems. Similarly, a system
based on camera would have high maintenance codtsalao may give less accurate
warnings during bad weather conditions and at ni§tthermore, current source of
information like GPS provides access to only atieaiinumber of vehicular parameters
like speed and acceleration. This has led to thesldpment of collision avoidance
algorithms with limited scope and accuracy. Allsadactors have resulted in inaccurate
calculation of TTC [22], which resulted in wrong ap warnings of the impending
collisions. So, there is a need to improve the @wf vehicular information which
should be more accurate, reliable in all conditiangl has higher polling rate. Also, a
number of additional important vehicular parametéee steering angle, brake status,
yaw rate, turn indicator status etc. should be aexéd, which could lead to the

development of more sophisticated collision avot#aalgorithms.

1.4Solution Outline

We have found that there is a scope to get tlegrrdtion e.g. speed, acceleration
and brake status directly from the vehicle inste&gresent sources e.g. GPS, while

positioning information like longitude, latitudeltinde and heading still must be taken



from GPS. Extracting data directly from vehicle&nsors would result in more accurate
and real-time data with very less time lag. In nradeehicles, all the electric devices of
the vehicle are connected to each other by a bwgonecalled Controller Area Network
(CAN) [7]. The vehicle’s electric devices commune&avith each other through CAN
protocol, which helps the devices to access thet mexent information from various
components. Each message has a unique CAN ID priesdre header which helps the

devices to recognize different messages.

The CAN bus can be accessed using the OBD-II [@8itpresent in the vehicle.
We have designed and developed a software appiicaiamed CAN-Ethernet which
uses an Ethernet dongle to connect to the OBD+ll giathe vehicle. The CAN Ethernet
software reads, analyzes, decodes and stores thedafa read from the CAN bus in
real-time. The software runs as a server applioaioact as a source of CAN data and
enables up to five different client connectiondtet same time. Can-Ethernet software
takes, as input, a DBC file [44], which defines 8AN IDs and other information
helpful in decoding the CAN messages. We have dedigwo algorithms, one for little
endian [51] and other for big endian byte ordef,[Biat decode the CAN messages read
from the CAN Bus. After decoding, the informatipopulated in data structures that
store the real time value of each sensor pararaatéalso written to the log files. We are
able to extract a number of vehicular parametéws dipeed, engine rpm, brake status,
steering angle, yaw rate, accelerator pedal positleeadlight status, wiper status,
ambient temperature and ambient pressure. All thasameters information can prove
very useful in developing and improving collisiorvoaance systems and driver

assistance applications.



1.5Thesis Organization

The remainder of our thesis is organized as follo@isapter 2 gives the brief
description about the Intelligent Transportatiorst®yns (ITS) including V2V and V2I
technologies. A brief introduction about CAN Busfacol and some existing collision
avoidance technologies is also provided in thigptdra Chapter 3 presents our proposed
CAN-Ethernet application software architecture. @ba 4 discusses and analyzes our
test results. Chapter 5 concludes our work andtifilEsisome possible directions for the

future work.



CHAPTER-2

REVIEW OF LITERATURE

2.1 Introduction to Intelligent Transportation Systems

“Intelligent transportation systems (ITS) are awed applications which,
without embodying intelligence as such, aim to previnnovative services relating to
different modes of transport and traffic managenaewt enable various users to be better
informed and make safer, more coordinated, andrtemhase of transport networks” [1].
In general, ITS is an application of advancedmetogies which includes computers,
sensors, communications, and various electronieccdevto make commutation safer,

quicker, energy efficient and environment friendly.

The growing congestion and safety problems inspartation networks along
with infrastructural, environmental and land coasits have resulted in the demand of
adequate and efficient use of the existing res@urthe application of ITS is critical in
solving such problems. Various sophisticated appbos are already in use and are
being developed to improve transportation arouedatbrld. For example, computers and
communication systems are being integrated to geolink between vehicles, travelers
and infrastructures to address the modern probtdrtraffic collisions and congestion to

save precious lives and energy.

National ITS architectures for several countriesravdesigned and planned,
including the research area and transportationicgervihe American national ITS

Architectures is shown in Figure 2.1.



Figure 2.1: National ITS Architectures of America R] [3]

A basic framework for developing an integratedh$ortation systems provided

by ITS architecture is shown in Figure 2.2.

Travelers

traffic information

request for
traffic information

Emergency
Service Providers

Figure 2.2: Framework for integrated transportation system [3]



2.2 Vehicle-to-Infrastructure  (V2l) and Vehicle-to-Vehicle (V2V)
Communication

In V2I, the infrastructure plays a coordinationlerdoy gathering situation
awareness information on traffic and road condgiamd then suggesting or imposing
certain behavior conditions on the vehicles. Ineotbcenarios, vital information about
traffic signals or pedestrian movement is transditio the vehicles thereby alerting the
drivers to react in a timely fashion. In a more lgsficated scenario, the velocities and
accelerations of vehicles and inter-vehicle distsnavould be suggested by the
infrastructure on the basis of traffic conditiongith the goal of optimizing overall
emissions, fuel consumption, and traffic velociti€ee information can be broadcast to

the vehicles or can be relayed to other vehiclesudigg multi-hop networking of the

V2V.
During cases of low traffic volume During cases of high traffic volume
= i
| /7~=ﬁ
/ -
Mainly modullating
acceleration and
- deceleration

Need for appropriate action according
to traffic conditions

Individual vehicle is fuel efficient Overall traffic flow is smooth, and overall
and CO: emissions are low CO: emissions are low

et ~

Priority on smoothening
traffic flow

Priority on fuel efficient driving

Figure 2.3: V2I controlled traffic situations [4]
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The figure 2.3 shows two different traffic sitiats [4]. In the left panel, traffic
density is low and the central infrastructure basedtroller acts to improve fuel
efficiency and reduce emissions of individual védgc smoothing accelerations and
decelerations; in the right panel, due to greatergestion, the infrastructure control is
primarily concerned with depleting queues at irgetions with an eye toward global fuel

economy and emissions reduction.

V2V is a decentralized system as compared to WRBich aims at organizing the
interaction among vehicles and possibly develomalaborations among them [4]. In
this system, vehicles periodically exchange infdromato make decisions for the future
behavioral actions. In a general V2V scenario, Wivemor more vehicles come within a
communication range, they connect automatically ma#te an ad-hoc network to share
their position, direction, speed, accelerationkioig and various other parameters’ data.
The vehicles get their own parameters’ data fronoua sources like Global Positioning
Data (GPS) [6], Controller Area Network (CAN) [And Road Side Equipments (RSES)
[5]. The devices placed on the vehicles to receprecess and transmit the data are
called On-Board Units (OBUSs) [5]. These OBUs act@sters which enable the multi-

hop transmission of the data to more distant vekiahd road side stations.

Figure 2.4 shows a visual representation of a ‘¢@imunication network.

10



Figure 2.4: Visual Representation of V2V Communicaon [5]

The wireless communication is based on IEEE 8@2.also known as Dedicated
Short Range Communications (DSRC). A frequencytspecof 5.9-GHz range has been
allocated to support the development of safety iegipbns based on V21 and V2V

communication systems [5] [8].

2.2.1 Dedicated Short Range Communications Protocol

Dedicated Short-Range Communications (DSRC) is Hx Mf spectrum at 5.9
GHz allocated by the Federal Communications Comons~CC) to “increase traveler
safety, reduce fuel consumption and pollution, aodtinue to advance the nation’s
economy [8].” It is developed to dedicatedly supp@2V and V2l communications

using a variant of IEEE 802.11a technology. DSRCuldiosupport safety-critical

11



communications like collision warnings, as wellabker valuable ITS applications such
as Electronic Toll Collection (ETC), digital map dgie, etc. The versatility of DSRC
greatly enhances the likelihood of its deploymentvarious industries and adaptation by

the consumers.

The 2004 FCC ruling [9] specifies DSRC will hawe service channels and one
control channel. The control channel is to be radylmonitored by all vehicles. Safety
messages, Whether originated by vehicles or roadsahsmitters, are to have priority
over non-public safety communications. Therefotesafety messages are to be sent in
the control channel. In the meantime, a licenseatismle unit could use the control
channel to inform approaching vehicles of its sssi(often non-safety applications) and
conduct the actual application in one of the sereicannels. For example, a roadside unit
could announce a local digital map update in tharobchannel and transfer this data to

interested vehicles in a service channel.

Table | illustrates the sort of DSRC data trafflearacteristics being used in the
standards deliberations [10] [11] [12]. The FCC hesognized safety messages and
“safety of life” messages. Safety of life is to kathe highest priority. The non-safety
data transfers have the lowest priority. The ndetgacommunications happen for file
transfers (e.g., infotainment) or transactions .(éadi collection). Transactions may

require the exchange of two or three messagesnatikhort time window (e.g. 20 ms).
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Table |
Typical DSRC data traffic requirements

Applications Packet | Allowable | Network | Message| Priority
Size(bytes)/| Latency Traffic Range
Bandwidth (ms) Type (m)
Intersection Collision ~100 ~100 Event 300 Safety of
Warning/Avoidance Life
Cooperative Collisior ~100/ ~100 Periodic | 50 - 30C Safety of
Warning ~10 Kbps Life
Work Zone Warning ~100/ ~1000 Periodic 300 Safety
~1 Kbps
Transit Vehicle ~100 ~1000 Event 300 — Safety
Signal Priority 1000
Toll Collection ~100 ~50 Event 15 Non-Safety
Service ~100/ ~500 Periodic 0-90 Non-Safety
Announcements 2 Kbps
Movie Download (2 > 20 N/A N/A 0-90 | Non-Safety
hours of MPEG 1): Mbps
10 min download
time

2.2.2 V2V Devices

Various types of V2V devices are available which aither placed inside the

vehicle during manufacturing or can be installedasftermarket product in the vehicle.
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All these types support different types of V2V arl safety applications. These devices

can be categorized as follows.

2.2.2.1 Original Equipment Manufacturer (OEMS)

An OEM device is an electronic device integratei ia vehicle during vehicle
manufacturing. A V2V system is integrated into theéevices which is connected to the
proprietary CAN busses [7] and can provide highldgusate information running in these
busses. This vehicle information along with theadadllected from the GPS receivers is
used to generate Basic Safety Messages (BSMs) T3 integrated system both
broadcasts and receives BSMs and also has a poodhas can process the contents of
the received messages to provide advisories andingsr to the driver of the vehicle in
which it is installed. Because the device is fulliegrated into the vehicle at the time of
manufacture, vehicles with Integrated Safety Systeould potentially provide haptic
warnings to alert the driver (such as tightening dkat belt or vibrating the driver's seat)
in addition to audio and visual warnings providadtive aftermarket safety devices. The
equipments required for an integrated OEM V2V gsystgould consist of a general
purpose processor, associated memory, a radiontité@s and transceiver, antennas,
interfaces to the vehicle’s CAN bus, and a GPSivece These types of integrated
devices can be collaborated with other vehicledessi collision avoidance systems to

exploit the functionality of both types of systems.

2.2.2.2 Aftermarket Devices

Automotive aftermarket devices can be definedgsdevice with one or more

functions in the areas of safety, comfort, perfamogor convenience, which are added to
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the vehicle after its original assembly. A V2V coomtation aftermarket device

generally provides warnings and/or advisories ®dhver similar to those provided by
OEM installed V2V devices. These devices, howeney not be as fully integrated into

the vehicle as an OEM device, and the level of eatian to the vehicle can vary based
on the type of aftermarket device itself. For exlanan independent V2V aftermarket
safety device could only connect to a power souesg] otherwise would operate
independently from the systems in the vehicle. ifiirket V2V devices can be added to
a vehicle at a vehicle dealership, as well as bthaired dealers or installers of
automotive equipment. Some aftermarket V2V devieeg., cell phones with apps) are

portable and can be standalone units carried bgpkeator or the passenger.

Table Il [5] shows the details of all types ofemfharket devices that are employed

in the vehicles.

Table Il
Aftermarket Safety Device Types

Device type Definition Method of Functionality
Installation

Device is able to be| Device would need
connected to the to be installed by a | Transmits BSM
vehicle for power | certified installer on

Vehicle Awareness | source. Device vehicles not

Device provides Basic equipped with V2V
Safety Message for| technology to
surrounding ensure correct
vehicles. antenna placement

and security.

Device is connected This device only
to the vehicle for receives power from V2V Safety

power source, the vehicle; applications
Aftermarket Safety | Device transmits however, a certified| Receives and
Devices BSM and receives | installer would need Transmits BSM

(i.e., Self-contained) BSMs to support | to ensure correct | Driver-Vehicle
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safety applications | antenna placement | Interface
for the driver of the | and security.
vehicle in which it
is installed.

Device is connected This device needs tp
to the vehicle’s datg be connected to the V2V Safety
bus that provides | vehicle’s data bus, | applications

BSM and safety therefore would Receives and
applications for the | require an installer | Transmits BSM
Retrofit Safety driver of the vehicle| that can access this| Driver Vehicle
Devices in which it is for the particular Interface
installed. make of vehicle. Integration into the
Also, a certified vehicle data bus

installer would need
to ensure correct
antenna placement
and security.

2.2.2.3 Infrastructure Based Devices

Infrastructure based devices can be defined agxakethat are co-located along
with road side equipments that allow vehicles ta@eiree information from the
infrastructure. The road side equipments can bd signs, traffic signals etc. General
applications that run on these devices are relatesignal phasing and timing (SPaT),

curve and curve speed warnings, traffic advisaetes

2.2.3 V2V Safety Applications

V2V technology communicates via DSRC (radio signadhich offer 360 degree
coverage. This communication allows vehicles eqetpwith V2V devices to track each
other at times when they can be completely unawéreach other’'s presence. DSRC
protocol has an operational range of up to 300 redteat facilitate identification of

intersecting paths that potentially result in asbrd no vehicle takes necessary action. In
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addition, V2V systems are not affected by weatloaddions, light, or conditions of road
as in the case of other systems dependent on camerdaght Detection and Ranging

(LIDAR) [13].

In figure 2.5 various safety applications and scesahey can address are shown.

Scenario and warning type | Scenario example

Forward collision warning

Approaching a vehicle that is

decelerating or stopped.
Rear end
collision
scenarios

Emergency electronic
brake light warning

Approaching a vehicle
stopped in roadway but not
visible due to obstructions.

Blind spot warning

Beginning lane departure that
could encroach on the travel
lane of another vehicle traveling
in the same direction; can detect
vehicles not yet in blind spot.
Lane chang
scenarios

Do not pass warning

Encroaching onto the travel
lane of another vehicle
traveling in opposite direction;
can detect moving vehicles not
yet in blind spot.

Blind intersection warning

Encroaching onto the travel lane
Intersection  of another vehicle with whom
scenario driver is crossing paths at a blind
intersection or an intersection
without a traffic signal.

Figure 2.5: Examples of Crash Scenarios and Vehicte-Vehicle Applications [5]

2.3 Controller Area Network (CAN) Bus

There are many electronic devices in today’s initle e.g. anti-lock braking
system (ABS) and automatic stability control (AS@hd the number of these devices
incorporated is increasing gradually. These devieesl to communicate with each other.
As a point-to-point communication would increase wiring that would lead to increase

in the vehicular weight, so the bus network is usedhe multi point communication.
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Controller Area Network or CAN bus designed andealeped by Robert Bosch GmBh
[7] is international standardized and defined ie 18O 11898-1 [16]. As a network
specification for electric control system of vebiclCAN has the capacity of real time
control. The efficient use of these electronic desithrough bus network has helped to
reduce the oil consumption and air pollution, imyardhe ability, safety and comfort of
the vehicle and make drive easy. Some of the eleictidevices that are used are engine
timer, auto tracker (AT) and accelerator paddletrodier, anti-lock braking system
(ABS), automatic stability control (ASC), intelligeair bag, air conditioning and sound

device [14].

The Controller Area Network (CAN) is a serial coommecations protocol which
efficiently supports distributed real-time contwith a very high level of security [7].
CAN is one of the most popular in-vehicle networksimplifies the cable in vehicle, so

the weight of the vehicle is reduced and easy tmtaia and repair [15].

In figure 2.6 a general structure of the CAN netwis shown. Many electronic
devices are connected to CAN network and commumicaith each other. The
microcontroller in each electronic device commutegcéo CAN controller and CAN
controller connects CAN bus via CAN driver. CAN wetk is composed of 2 lines and

communicates by using difference of voltage levg[15].
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Figure 2.6: Structure of CAN Network [15]

The various advantages of CAN protocol are disaiasdollows [14] [17] [18].

* Latency Time: This is defined as the time a tramsmg node is ready to send
information up until the time the transmission Ihaen completed. CAN has the
short latency time that is essential in the raaktcontrol applications.

» Electromagnetic Compatibility (EMC) and Electromaga Interference (EMI):
The performance is not affected by radiated emissamd susceptibility.

» Error Handling and Fault recovery: Less than ondetected error rate in the
lifetime of the vehicle is considered reasonablee &bility to handle and recover
quickly from faults was considered as an imporfaator for the CAN protocol.

» Data Consistency: Ensure the consistency of datsathe network, particularly
when sharing sensor information after eliminatiniglecations.

» Flexibility: Since vehicle configuration requiremiermay be different according

to model variants and model years, it is necesearizZCU's to be interconnected
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at different locations in the vehicle free from tieed to redesign or re-qualify the
system or sub-system.

« Expandability: It is possible for existing systetoshe upgraded or added to over
time without modification of the original system tiie additional ECU'sare
listening nodes.

« Broadcasting: Support a multi-master broadcast conications system. In other
words, every connected control unit has the saghe to access the network.

« The protocol can take up to 2032 identifiers anppsrt up to 1Mbps over 40
meters of twisted pair cable.

» Contention based with no data loss. Simultaneassinissions are resolved via

non-destructivditwise arbitration.

2.3.1 CAN Frame Structure Format

The CAN protocol supports two message frame famé#ie only essential
difference being in the length of the identifieheT*"CAN base frame” supports a length
of 11 bits for the identifier, and the “CAN extendzame” supports a length of 29 bits

for the identifier [16].

Figure 2.7 below shows a structure of the CAN dedene [15] [16]. A “CAN
base frame” message begins with the start bit @¢dl®art Of Frame (SOF)", this is
followed by the “Identifier" which is used to spcthe “CAN ID” of the sensor and the
"Remote Transmission Request (RTR)" bit used ttingjgish between the data frame
and the data request frame called remote franteelmessage is used as a remote frame,

the DLC contains the number of requested data byies following field contains the
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"ldentifier Extension (IDE)" bito distinguish between the CAN base frame and thl!
extended frame, as well as the "Data Length Cod«€§Dused to indicate the number
following data bytes in the "Data field". The "Ddteld" that follows is able to hold up-
8 data byte. The integrity of the frame is guaradtby the following "Cylic Redundant
Check (CRC)" sum. The "Anowledge (ACK) field" compromises the ACK slot aihe
ACK delimiter. The bit in the ACK slot is sent agexessive bit and is overwritten a
dominant bit by those receivers, which have at time received theata correctly. The
end of themessage is indicated by "End Frame (EOF)". The "Intermission Frar

Space (IFS)" is the minimum number of bits sepagationsecutive messac

5 | |
[L=0] | Ideritiar S Ide
E

Figure2.7: A structure of CAN frame [16]
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In the “CAN extended frame” trlength of the identifier used is 29 bit. The 29
identifier is made up of the -bit base identifier and 18 bit extension. The disiorc
between CAN base frame format and CAN extendeddrtormat is made by using tl
IDE bit, which is transmitted edominant in case of an it frame, and transmitted .
recessive in case of a-bit frame.The two frame formats coexist on the bus at thees
time and “CAN base frame” always has the higheorpsi over the “CAN extende

frame” in case of collision T the bus access.

There are four different types of frames transrdittethe CAN protocol [7

1. A data frame carries data from a transmitter tordoeivers
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2. Aremote frame is transmitted by a bus unit to estjthe transmission of the data
frame with the same identifier. The "Remote Trarssmin Request (RTR)" bit is
used to distinguish between the data frame andethete frame.

3. An error frame is transmitted by any unit on dategt bus error.

4. An overload frame is used to provide for an extetag between the preceding

and the succeeding data or remote frames.

2.3.2 CAN Bus Data Extraction

There has not been any published material founplagyng the ways for
extracting and decoding the data from the CAN KUAN bus monitoring requires a
CAN USB/Ethernet/WiFi device that could be conndcte the vehicle’s OBD-II [19]
port. A CAN application running on a computer isngected to this device and CAN

frames are sent and received by this applicatiooutih the CAN device.

In [20], the CAN bus monitoring is done using aBBJCAN device (Figure 2.8)
and logging the read raw data in text format. Tloekws limited to passively monitor the
CAN bus using device USB-CAN device without interglito decode the raw values.
The hardware of USB-CAN smart card consists of pomedule, peripheral electric

circuit, USB interface module and CAN interface mied21].
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Figure 2.8: USB-CAN smart card [20]

The number of data bytes in the CAN frame receiftedn the bus varies
according to the CAN ID from where the bytes areeireed. The CAN device also has
the capabilities of filtering and masking the CADI This helps to get the CAN frames
from only selected CAN IDs which in turn helps t@amage the huge of volume of data

coming out. In figure 2.9 below, a sample windovilaf collected CAN frames is shown.

1 T
@ Connected @ RX @ 1x @® Error 0% Bus Load |
Tirne Counter  Chanmel | TimeSkamp (8] Dir Type DLC Daks
= 1119017 1947 2 Q013 noo1 R Drata 8 0001 020304 05065 ... : ;
= 11:18:39 1273 1 30D 010z Rx Data ] 0001 020304 0506 ... |
il 22 2 aooo 0102 Lk Data g 000l 0203040506 ...
i 23 1 E3ES o010z R Data g 0001 0203040506 ..,
Eli 24 2 aooo 0ioz T= Data g 0001 0203040506 ...
T L 1 EdER 010z R Data ] 0001020304 0506 ...
140505 26 2 aooo 0102 L [Crata g 0001 02030405065 ..,

Figure 2.9: CAN frames display window [20]
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2.4 Collision Avoidance Systems

A collision avoidance system is a vehicular safsygtem designed to avoid
crashes or reduce their severity. The main idgaefiesign of these systems is to detect
other vehicles in the collision range and then sgachings (audio or visuals) to increase
driver’s reaction time or act automatically (likeaking or steering) to avoid an imminent
crash. Various kind of detection mechanisms likenadather radar, camera, V2V and
V21 communications are currently used so as to thkeprecautionary actions before an
accident. Few of the most common new technologresfarward collision warning,
autobrake, lane departure warning, lane departteeeption, adaptive headlights and

blind spot warning.

2.4.1 Global Positioning System Data Based Systems

These types of systems use V2V and V2| commuwicatito periodically
exchange their GPS [6] location and movement in&tiom. Every vehicle has its own
GPS receiver through which they get this informatiat a predefined polling rate.
Vehicles exchange this information in the form a@fsic safety messages (BSMs) [5].
These messages are periodically transmitted arelvest by every vehicle using the
DSRC protocol [8] [9]. The various parameters ta included in these messages are
longitude, latitude, heading, altitude, speed, éralatus and acceleration. Every vehicle
processes the information received from these rgessalong with their own current

information to decide whether there is an impendioigsion.

Fig. 2.10 illustrates how two vehiclés and B deploy the protocol of periodic

information exchange to avoid collision [22] [23]he two inner circles are collision
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zones of vehicles oA and B and the outer circle is communication cluster Aof
Periodically vehicleA receivesB’s coordinates and it checks if their collision zne
intersect. To do s makes use of the distance between the two vehjctesputed by
the coordinates sent bB) and the collision zone radius (sent Bythrough the
information packet). If the two vehicle’s collisiomones intersect, then vehicke
computes the next information message from vet¢leo as to formulate vehicB's
motion profile and compare it with its own motionofile. After computing that two
vehicles are on collision course and will intersatca point then vehicla calculates the

time to collision (TTC) and communicates the saoeghicleB [22] [23].
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Figure 2.10: Graphical illustration of two vehiclesA and B and their collision path
[22]
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In [24], [25] and [26] the positive impacts of V2dbmmunication to avoid the
rear end collisions are discussed. In figure 2al@raphical illustration of rear end chain
collision is depicted. If vehicl& makes a sudden stop then seeing the brake lights o
vehicle A, vehicleN3 will apply emergency brakes and may be able tp stdime. But
because of the line of sight limitation of brakghl, it is likely that driver of vehicl&l6
will not know of the sudden braking of vehideunless vehicl&N6 brakes. This leads to
the shortening of the reaction time for the drigéiN6 and which can lead to a rear end
collision of N6 with N3. But if the braking status of vehickeis communicated through
V2V communications then all the vehicles at itsrr@auld be able some extra time to
react appropriately. Also, if the vehicles are pged with automatic braking systems,
then vehicles at rear would be forced to stop leefory impending collision. Similarly,
the vehicles in the adjoining lanes would not blevetd to change the lanes at that

moment through the lane change warnings.

N7EED - EED N4 EED N5
(I N6 (qm)N3 > wrw A
o :
eI ne - W3 no 3 Ny

Emergency Suddenly stops
Brake

Figure 2.11: Graphical illustration of rear-end colision [24]

2.4.2 Other Novel Techniques

As most of the collision avoidance systems relsnvilg on the GPS [6] data for
the vehicle’s position and movement detection, ér@stems suffer from the limitations

of GPS. This has been well known that GPS signedsige significant less accurate
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information in bad weather conditions, subwaysntis and city downtowns, so other

novel techniques are being used for vehicle detedti the systems design.

In [27] a new method for detecting front vehidlesirban traffic was proposed. In
this method a camera is installed on the front simeld of the vehicle. An IPT matrix
which describes the relation between the imagedioate and the real world coordinate
under the assumption that vehicles are on flat mwad computed. After that vehicle
candidates are extracted using AdaBoost [28]. Hhkected candidates were verified by
existence of vertical and horizontal edges for maoceurate detection results. The
detected vehicle regions were corrected by shadt8} énd edges [30]. In [31] this
proposed vehicle detection technique was furthéaeced by adding features of rear-
lights of vehicles and road characteristics. Theueacy of this technique was proved to
be more than 90% when all the features were usgettter and even proved to be

efficient during the rainy days.

In [32] a novel path prediction technique for teenote vehicle was proposed. In
this method, every vehicle was equipped with a aidar ad-hoc network (VANET)
router, a GPS system and inertial sensors for megsthe speed, acceleration, and yaw
rate. There was an unscented Kalman filter (UKB) [34] [35] present for filtering all
these values before they are broadcast to the netitso, there was a long-range radar
(LRR) mounted on the front bumper of the vehicleely vehicle transmits its filtered
GPS and sensor information to the other vehiclethrdeceiving vehicle performs the
data fusion of the information received from theR_.Rensor and the VANET. Then path
prediction algorithm based on dynamic motion modeispredicting the future path of

vehicles was called. Four motion models - Const&efocity (CV), Constant
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Acceleration (CA), Constant Turn Rate (CTR) andRAT(CTR + CA) were available.
A Dempster-Shafer (DS) reasoning system [36], ®@F developed, with the task of
finding the most suitable motion model at everycpessing cycle. The information
sources of this system were the values of yaw eategleration, and the road curvature
extracted from the digital maps. According to thegruts, the output of the system will
be the most probable motion model at the curremtgssing cycle and its corresponding
belief and plausibility values. Figure 2.12 shoWws different motion models selected at

different vehicular movements using DS reasonirsgesy.

DS — CA DS — CA DS — CTRA

DS — CTRA

—— Path prediction using CA
— Path prediction using CTRA

Figure 2.12: Path prediction using DS reasing system [32]

In this chapter we have discussed the role of fidrSsafer and efficient use of
transportation networks. The incorporation of vasid/2V devices into the vehicles can
result in avoiding various road accidents thusrmsgyrecious lives and money. We have
also discussed the CAN protocol and structure ofNCBus network. The passive

monitoring CAN bus provides us the access to langsber of in-vehicle electronic
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device’s real time data which could be used inowmiV2V and V2| applications.
Finally, we have discussed the various methods tactiniques used for avoiding

different collision scenarios and also predicting future vehicular paths.
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CHAPTER-3

THESIS OBJECTIVE AND RESEARCH METHODOLOGY

3.1 Introduction

Collision avoidance systems and driver assistaapplications have been
implemented using different methodologies e.g. V@dMmmunications, sensors data
processing, and image processing and depend ohpapameters from various different
sources e.g. GPS, on-board sensors, long rangesyaatal cameras. The idea behind
using different techniques is to get a system whkolld have accuracy and reliability in
all conditions. More accurate and reliable systevosld not only help to avoid many
road accidents, thus saving lives and money, lsat la¢lp to keep the environment clean
by burning less fuel. In our research work, we hanagle an attempt to get a real time
and reliable source of information which would soffer from the limitations of other

sources of information discussed in section 2.4.

In this chapter, we present the details of ouméwaork. We present an
architecture of a system that enables us to colladbus sensor’'s data present in the
vehicle itself. We have developed a software thatldt reside in the OBUs [5] and
communicates with the vehicle’s CAN [7] bus. Thelagation was developed on Ubuntu
[38] platform using C and C++ as languages. Throtg$ architecture we are able to
collect all sensor’s data available in the CAN kdnsch includes speed, rpm, accelerator
pedal position, brake status, headlights statupemistatus, left right indicator status,
parking lights status etc. Since these parameterscallected in real time from the

vehicle’s CAN bus, they are proved to be more atewvhich would help to increase the
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efficiency of the collision avoidance systems. tdiion, the collection of additional
parameters would help to develop or enhance thiverdassistance applications like lane
changing warning system. Also, these parametera@raffected by any changes in the

conditions external to the vehicle.

3.2 Synopsis of Problems and Limitations

We have studied various sources of informationduse collision avoidance
systems and driver assistance systems like GPS, &RFont and rear cameras. Since
these systems work under real time conditions, tieye the requirement of real time
data with minimum lag. We have found that all oégl sources have their limitations
that reduce their usefulness for developing systesliable in all weather and road
conditions. For example, a system based on only &#& would not be reliable in bad
weather conditions, urban downtown areas and tsnbetause of the distorted or no
GPS signals received in these conditions. In amdithe GPS signals have low polling
rate of up to 200 milliseconds, which should berowed for real time applications like
collision avoidance systems. Similarly, a systemsedaon cameras would suffer from
inaccuracies during bad weather conditions andghit.nin addition it would incur high
maintenance costs. An inaccurate system wouldregilve wrong warnings to the driver
or would not give a warning for an impending cadis We have also found that all these
sources of information provide limited access te tull set of parameters that can be
used for these systems. Various vital vehiculaapaters like steering angle, accelerator
paddle position, brake status, headlights staef$, right indicators etc which could
further enhance the performance of these systeensaravailable from these sources of

information.
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3.3 Statement of Objectives

The primary objective of our research is to comewih an architecture of a
system and a generic application, which would emnald to communicate with the
vehicular CAN bus so as to read, decode and anahgeeal time data from various
vehicular electronic devices/sensors. This woullp hes to have a reliable and more
accurate source of information for various collisiavoidance systems and driver
assistance systems. We have the goal to providaltamative to existing sources of
information like GPS because of their limitatiomsdifferent conditions. For example,
the parameter vehicular speed is required as aut ioy all of the collision avoidance
algorithms, and is currently taken from GPS datais parameter’s data can be taken
directly from the vehicle’s CAN bus which would peto remove the lags from speed
taken from the GPS signals. Use of CAN bus dat@a etsures the continuous feeding of

the updated information due to the high pollingrat 5-7 ms.

In this thesis research, we propose a genericraysthich can be adapted for any
vehicle and also would able to act as a commoncsooir vehicular information for any
number of driver assistance applications. The peg®ystem should have the following

capabilities:

a) Ability to read and decode various vehicular par@rsein real time and to test
their accuracy.
b) Ability to test the accuracy of vehicular speediagfathe speed given by the GPS

signals at the same time. An accurate and moreidrggsource of information
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would certainly help to improve the calculationtbé TTC [22] by the collision
avoidance algorithms.

c) Ability to test the accuracy of brake status arelgteering angle, which would be
used in the rear end collision warning systemslane changing warning systems
respectively.

d) Ability to read and decode additional parameteke kengine rpm, accelerator
pedal position, yaw rate, headlights, wipers statmgine ambient temperature
and engine pressure which are currently not besggl s inputs in the collision
avoidance algorithms and driver assistance appitatdue to their non-
availability. The availability of these new paraerstwould help to improve the
accuracy of the current systems and also would teathe development of

various other applications.

3.4 Research Methodology

The flow diagram of the architecture of our reshamethodology is depicted in
figure 3.1. In our research, we have developed mplication software named ‘CAN-
Ethernet’ which resides in an OBU and makes a T8H [40] connection with an
Ethernet dongle that is connected to the CAN bukefehicle. The application software
is designed to send specific commands to the Ethelongle, which are interpreted to
the CAN specific format and used to requests rata deom the CAN bus. After
receiving a legitimate command, electronic devicesnected to the CAN bus respond
by sending the requested data. The Ethernet dagiges the received data to the CAN-
Ethernet application software which is waiting fbe response. After receiving the raw

data, application analyzes the received raw datatdével, and decodes it to a human
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readable form. The decoded data is then made biailtor collision avoidance
algorithms and other applications residing in tame OBU. Also, it is made available to

be transmitted to the other vehicles in the forlB8Ms using DSRC antennas.

CAN-
Ethernet
Application
Software

A

y

Ethernet
Dongle
A
y
CAN BUS
A A A
y y y
Electronic Electronic Electronic
Device-1 Device-2 Device-3

Figure 3.1: System Architecture Flow Diagram

The data read from the CAN bus is huge in volwwith a maximum data rate up
to 320 KB/sec, and a maximum latency of < 1@0for high priority messages. Since a
huge volume of data is available in the CAN bus, @AN-Ethernet application software
was designed to read, analyze, decode and stordatiaein parallel so as not to get

crashed while running.
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3.4.1 Architecture of the System

The architecture of our system is generic angh@ieable for any modern vehicle
which has its electronic devices connected to tA&l @us. A vehicle is fitted with the
GPS antenna to receive the GPS signals for longjitladitude, heading etc information.
This GPS antenna is connected with an OBU whicliesponsible for the all the
calculations from the raw data, transmission aediveng of DSRC packets. The OBU is
also connected to the Ethernet dongle with a CATc&ale [41]. Our CAN-Ethernet
application software makes a TCP connection withEkthernet dongle using this cable.
The Ethernet dongle is connected to the CAN busguSIAN to OBD-II cable and helps
to communicate with the CAN bus to collect the Mital time vehicular parameter’s data

like speed, steering angle, brake status etc.

GPS ANTENNA —
opt —~A—— L —
CAT 5e
CANtoOBD2 _ [— CABLE
CABLE
ETHERNET

CAN BUS /'\Qomu
J

Figure 3.2: System Architecture

In figure 3.2 the architecture of the system ismgiowhich incorporates:
» CAN Bus: The vehicular bus to which all the electronic desgiof a vehicle are

connected to communicate with each other as disdusssection 2.3.
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» Ethernet dongle: We have used an Ethernet dongle similar to theds®issed
in section 2.3.2. The dongle has dimensions of @80 mm and operates on a
5V DC power supply. It has one Ethernet port tonsmt with a LAN cable and
one RS232 port to make a serial connection. ItamesCAN port to connect with
the vehicle’s CAN bus using CAN to OBD-II cable.

 CAN to OBD-Il Cable: The cable as showigure 3.4 is used to provide CAN
signals from the vehicle to the CAN dongle. It hasl6-pin OBD-Il male

connector and a 9-pin D-Sub socket female in aecare with CiA 102 [16].

Figure 3.3: CAN to OBD-Il Cable
» OBU: We have used an OBU shown in figure 3.5 named LateMmarketed by
Arada Systems, Windsor. This device is integratétd ®PS, Bluetooth, and high

power 802.11p radios.
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o

Figure 3.4: OBU (LocoMate), Arada Systems, Windsof42]

CAT 5e Cable:Cat 5e cable has four twisted pairs in a singléecitket. It's an
unshielded twisted cable pair designed specificaliyhigh signal integrity. It is
commonly used for 100Mbit/s networks, but with IEB&2.3ab defined standards
can also support 1000BASE-T — gigabit Ethernet.[41]

GPS Antenna: The GPS antenna we have used shown in figure awsdabout
10 mA and gives an additional 28 dB of gain. Iinagnetic so it sticks to the top

of vehicle.
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Figure 3.5: GPS Antenna [43]

The communication with CAN bus through Ethernett @drour dongle is shown
in figure 3.8. The dongle we used, also support283Sine to make a serial connection
with the CAN bus. However, the communication pathfallowed in our CAN-Ethernet
application software is through Ethernet port whishhighlighted in Gray and dotted
boxes. The TCP connection is initialized using BReaddress of the dongle, which is
provided through our CAN-Ethernet application seaitec After the connection is
successfully established, a formatted command pdokerequesting the CAN data is
sent to the CAN-Ethernet, which is interpreted by tCommand Interpreter. The
Command Interpreter validates the received paeketacts the required data bytes and
sends it to Protocol Converter. The Protocol Caeveronverts the received bytes to the

CAN protocol format and sends it to the CAN bustigh CAN S/W and CAN H/W data
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buffers. The CAN bus responds to the sent commuatidthe sensor’s raw data, which
are read by the Protocol Converter. The Protocoiv€der converts the received bytes to
the dongle’s packet format and sends it to the Canthinterpreter through the RS232
data buffer. The Command Interpreter adds the iij@rg bytes to the packet and sends
it to the CAN Ethernet. Our CAN-Ethernet applicatsoftware which was continuously

waiting for the response packets, reads, validatesthen decodes the received packets.

CAN BUS RS232 Line Ethernet

ARP

Y
TERMINAL |,
Emulator

i

TELNET DHCP

}

Figure 3.6: CAN-Ethernet Gateway Flow Diagram

3.4.2 Software Architecture

CAN-Ethernet application software is developedCidC++ language on Ubuntu

platform. The application takes three inputs asuments: IP address of the dongle,
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vehicle’s CAN DBC file [44] and Masks and Filtergsef The DBC file, which is a
proprietary format of Vector Informatik GmbH [44$, unique for every vehicle model. A
DBC file contains all electronic devices data desgdnformation including the CAN ID
assigned to those devices at the time of manufagtuior a particular vehicle. In figure
3.9, a screenshot of CAN DBC file is shown, whiokeg the information about the CAN
ID and expected length of data frame for a vehicgknsor in the line starting with
‘BO_". The following lines starting with ‘SG_’ givgethe information about all the signals
expected in the received data frame. The informaiiziudes Start bit, Length, Byte
order (Endianness), Value type (Signed or Unsign8dale, Offset, Range (minimum

and maximum value) and Units.

B0 520 Braking: & Vector XXX

SG_ BBS BrkEvt : 6|1@1+ (1,0) [0]1] "" Vector XXX
56 FullBrk Actvl : T|1@0+ (1,0) [0]0] "" Vector XXX
S6_ BRE ACTIVE : 23|1@1+ (1,0) [0]1] "" Vector XXX

BO_ 533 VEH SPEED: 7 Vector XXX
56 VEH SPEED : 7|16@0+ (0.0078125,0) [0]511] "km/h" Vector XXX

SG_ RBS_PRSNT : 50180+ (1,0) [0]0] "" Vector XXX
5G_ ESP_PRSNT : 51|180+ (1,0) [0]0] "" Vector XX
SG_ ESF AVL : 55|1@0+ (1,0) [0]0] "" Vector XXX

BO_ 566 Steering: 8 Vector_ XXX

5G_ SteeringWheel Angle : 5|14@0+ (0.5,-2048) [-2048|2047] "Degrees" Vector XXX

BO_ 584 Wipers Doors: § Vector XXX

SG_ PARK BRE EGD : 27180+ (1,0) [0]0] "" Vector XXX

5G_ FrontWiperInUse : 26180+ (1,0) [0]0] "™ WVector XXX

Figure 3.7: Screenshot of CAN DBC file [44]

In CAN-Ethernet application software, we parse DiB€information and store it
in a data structure to be able to use it for deupgiurposes. We also parse the third
argument of our application which is Masks anderdtfile. The masking and filtering

information gives us the capability to request CAlbta from only specific vehicle
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sensors. For example, using masking and filteriegcauld request the data from only
‘Vehicle Speed’ sensor by setting it to CAN ID =363’ he default mask and filter is set
to value of ‘0’ to get data from all the vehiclensers. In figure 3.10 the complete flow

diagram of our CAN-Ethernet application softwarshswn.

41



Vehicle DBC
Ethernet File

Dongle IP
address

Masks and
Filters File

»  Start e

DBC File Store in a
Parser G
structure
No i
Masks and Store in a
Filter File data
Parser structure
Connect with
Ethernet
dongle
Send masking/
Yes——» filtering
command

Parse response
CANID,
ook Read response « No
and checksum
» CAN decoder
Convert raw
data to binary «——————Yes
string

42



Big Endian
yLittle Endian
Get start bit N Get start bit
and length and length
Little Endian Big Endian
decoder decoder
Final Value = Final Value =
Decoded N Decoded
Value * Scale Value * Scale
+ Offset + Offset

Store Final
Value in
data

Store Final
Value in
data

structure structure

Figure 3.8: Software Architecture Flow Diagram

The final decoded value of the vehicle’s sensestared in a data structure which
is continuously updated with the new values. Thigliaation runs as a server in the OBU
and accepts client connections from the other egipdins requiring CAN information.
Upon receiving a request our application dumps witata structure to the client. This

way, it is able to provide real time CAN informatito collision avoidance applications
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and other driver assistance applications runninghensame OBU. In figure 3.11 and
figure 3.12, a screenshot of raw data capture asdnaor's decoded values is shown

respectively.

Response: 08 03 60 00 00 82 74 02 81 B2 ff ff
Response: ad 04 60 00 21 de 16 6b 23 06 00 48
Response: 08 03 68 00 00 82 74 42 08 82 ff ff
Response: 15 G2 68 00 00 80 29 64 2a 1d 00
Response: 08 03 68 00 00 82 74 42 08 82 ff ff
Response: 08 03 68 068 00 82 76 42 81 82 ff ff
Response: 15 02 60 00 00 80 29 64 2a 1d 00
Response: ff 03 60 00 00 86 2d 2a 00 08
Response: 08 03 60 00 0O 82 76 42 01 82 ff ff
Response: 08 03 60 00 00 82 76 02 00 82 ff ff
Response: 15 02 68 08 00 86 29 64 2a 1d @3
Response: 08 03 @0 00 00 82 76 02 00 82 ff ff
Response: 08 03 68 068 00 82 76 42 81 82 ff ff
Response: 15 02 @8 00 @0 80 29 64 2a 1d 03
Response: 08 03 60 00 00 82 76 42 81 82 ff ff
Response: ff 03 60 00 00 86 2d 2a 00 08
Response: 08 04 68 60 ff 80 4f 60 fe 0f fO 08
Response: 08 03 68 00 00 82 76 02 08 82 ff ff

Figure 3.9: Screenshot of Raw data

11:12:43:718 VEH_SPEED: 32.468750
11:12:43:718 ABS PRSNT: 0.000000
11:12:43:718 ESP_PRSNT: ©.000000
11:12:43:718 ESP_AVL: 0.000000
11:12:43:713 EngineSpeed: 962.000008
11:12:43:714 SteeringWheel Angle: -3.000080
11:12:43:728 FullBrk Actv: ©.000000
11:12:43:720 BrkEnbl LCM: 8.000860
11:12:43:721 BRK_ACT_LCM: ©.0008608
11:12:43:721 YawRate: 0.519989
11:12:43:721 REF_VEH_SPEED: 511.500080
11:12:43:721 LAT ACCEL: ©.166008
11:12:43:721 TSC_SUPP: ©.080000
11:12:43:721 TSC_EN: 0.800080
11:12:43:721 ESP_PD SUPP: ©.000800
11:12:43:721 ESP_PD_EN: ©.000000
11:12:43:721 EngineSpeed: 898.000008
11:12:43:724 SteeringWheel Angle: -3.000080
11:12:43:724 PARK_BRK_EGD: ©.000800
11:12:43:725 FrontWiperInUse: 8.800080
11:12:43:725 BrakeSwitch: 1.0800808
11:12:43:725 BATT VOLT: 14.908001
11:12:43:725 Odometer: 64318.601562
11:12:43:738 ESP Disabled: ©.008000
11:12:43:730 PrkBrake Indicator: ©.860008

Figure 3.10: Screenshot of Sensor’'s Decoded Values
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3.4.3 Software UML Class Structure

The CAN-Ethernet application software is designesingi object oriented
approach and the feature of running the applicamftware as a server is added using a
separate thread, thus making it a multi-threadesdesy. There are eight core classes
designed in the software architecture with addalomterface specific classes as
required. The UML class diagram in figure 3.13 shae object architecture of the

CAN-Ethernet application software.

1) can_main class:The can_main is the main class of the softwairs.riésponsible

for the following activities:

Validating the three input parameters i.e Ethewhmtgle’s IP address,
vehicle specific DBC file and Filters file.

» Initializing the log file based on the current datel timestamp.

» Parsing the Filters file and storing the valuea ohata structure.

« Initializing the thread of can_server class.

* Initializing the dbc_parser class to parse theiimtc file.

* Initializing the can_utils class.

First the software initializes the can_main classl validates the three
required input parameters. After validating, it ckee for the existence of the log
file with the current date and timestamp and cseataew file otherwise. It opens
the Filters file provided as the argument and itsecontents to store in a data
structure present in support_functions. It creatasw thread for can_server class
which runs continuously in a separate thread. #ngpan instant of dbc_parser
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class passes the DBC file provided as argumertfay parsing. It passes the IP

address of the dongle which is also provided asraegt to the can_utils class

Instance.
IP Address, vehicle's dbc file
can_main and Filters file must be
-ip : unsigned char present as input
-dbcfilename : char
. -Filters : char
can_server 1 -*cTime::time_t dbe_parser
——————————————@-bcan_sf: support_functions/ @———
_*dbc :
+struct CANData() db? . db?J’ arser 1 * +*dbc_read_file() : dbc_parser|
igalﬁ() : 1nF ” +dbc_write() : void
1 * +usr:glzzl)sov'o\i]((i)l . struct dbe_t0
+show_signals() : void
1
serial_io_tcpip can_utils 1
-host : unsigned char -ip_address : unsigned char|
-port : int -port : int
+reconnect() : void -can_sf': support_functions| * 1 sensor
+serial_io_tcpip() @] -can_msg : char o o int
+~serial_io_tcpip() 1 x |-*sio : serial_io_tcpip * ::rroricoun =
+flush() : void -*i0 : I0_Device L st?nsor()
+read() : it 0 OBD2 o ssensor)
it 0‘_ it write to_can() it +virtual get pid() : unsigned char
write) - = . [ |+virtual get_len() : unsigned char|
. * +get value() : bool
1
N—1
) 10_Device
1 * -full_speed : bool
‘ ’7 -last_msg : double
+10_Device()
10_ELM327 i .
= +virtual ~JO_Devicel
-serial_io_teptp : serial io_tcpip +slowd0wn()7: void B
-dev_info : unsigned char M +virtual flush() : void
+reset_device() : void * * * +virtual send_recv() : void
+recv() : void L1 1 1
+10_ELM327
10 ELM32(7)() support_functions ‘ i L 1
+lush() : void 1 : OBD2
+getWLock() : void Fstruct ﬁlterﬁhs_t() -*io : I0_Device
+string_reverse() : unsigned Char‘*ﬂupponffunctl()‘ns() +determine_supported_pid() : void|
+decode() : float ! " +~§upp0rt7funct19ns() * I LoBD2)
+can_decoder() : void +BinaryTolnt() : int reet filters() : bool
+send_recv() : void +IntToBinary() : unsigned char +5et7 id() ’
= +WriteToSysLog() : void geLp

Figure 3.11: CAN-Ethernet Application Software UML Class Diagram

46



2)

3)

can_server classThe can_server class is designed to include thabd#y of
behaving as server while running. The CAN-Ethemgtlication can currently
handle up to five client connections simultaneouwsity capability of more with
some modifications. The main roles and activitiethis class are as follows:

* Maintaining a data structure named CANData, witke tturrent
updated decoded values of all the vehicular sengargided in the
dbc file.

» Creating a connection queue and initializing tredrile descriptors to
handle the input from the clients.

* Waiting for the client request and responds by damphe pointer of
the whole data structure CANData to the client.

dbc_parser class:The main purpose of designing dbc_parser class get the
useful information present in the dbc file, whishréquired for decoding the raw
values read from the vehicle’s CAN bus. Followimg the main activities of this
class:

* Reading the input dbc file and validates its auticé.

e Maintaining a data structures for storing the CAN $ensor name and

expected length of the data field from the CAN bus.

* Maintaining a data structure for storing the sigmébrmation in a CAN

id i.e. signal name, start bit, length, byte or(fendianness), value type

(Signed or Unsigned), scale, offset, range (mininaumnth maximum value)

and units.

* Printing the parsed dbc file information.
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4) can_utils class:The can_utils class is designed to handle thealratition of
creating the connection to the Ethernet dongleimitidlizing the instances of the
IO_Device class and OBD2 class. The roles perforiogdhis class are as
follows:

* Responsible for sending the IP address and portbaunto the
serial_io_tcpip class for creating a TCP connectidath the Ethernet
dongle interface.

» Creating an instance of the 10_Device class and theating new session
of the IO_ELM327 using this instance since IO_Deviclass was
inherited by the IO_ELM327 class.

« Initializing an instance of OBD2 class and callsensors class operations
using this instance.

5) serial_io_tcpip class: The serial_io_tcpip class is designed to handlettsdl
communication with the CAN-Ethernet dongle. The mfainctions of this class
are as follows:

* Responsible for creating a connection with the Eitbe dongle and
maintaining the created file descriptor and alsgng for reconnection if
connection is not established successfully umtietout.

* Writing the command packet to the TCP session utiegcreated file
descriptor which is required to be sent to the GAIN.

* Reading the raw data from the TCP session usingcteated file

descriptor from the CAN bus.
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6) OBD2 class: The OBD2 class is designed to handle the formatbhghe
command packet required to be sent to the CAN bhse. Ethernet dongle, we
used, has an interface in it, which accepts comnpactet in a specific format. It
includes a static PID, length, maskO, mask1, Oltditterl, filter2, filter3, filter4,
filter5 and checksum. For example, to send a pattkéhe CAN bus so as to
listen everything over it, we have to format theckst as 0x85, 0x08,
0x00000000, 0x00000000, 0x00, 0x00, 0x00, 0x00,00¥X00, 0x8D. The PID
was set by the manufacturer of this Ethernet dosglé shouldn’t be changed
while the other fields of the packet can be charggbrding to the requirements.

7) 10_ELM327 class: This class handles bulk of the work of the CAN-d&tttet
application software. The member functions of ttless communicate with the
serial_io_tcpip class member functions to send rueive data byte by byte.
Apart from this, it handles analyzing, decoding aadording of the data read
from the CAN bus. The roles and responsibilitiethig class are as follows:

* Reading the formatted packet created in the OBR&scand writing it to
the CAN bus through serial_io_tcpip class.

* Waiting for the response from the CAN bus and tlesding the response
byte by byte.

* Analyzing the each byte read and differentiatinigased on the specified
response format.

» Decoding the data bytes based on the informatiawd feom the data

structures maintained by the dbc_parser.
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» Populating the CANData data structure maintainethbycan_server with
the decoded vales of the sensor parameters.
* Recording the decoded values in the created leg.fil
After writing the command packet on the TCP sesdioe recv() member
function of the class waits for the CAN bus resgor&ince, the Ethernet dongle
formatted the response packet before sending it thee TCP session, so the
response packet is expected in a definite formhe first byte is always the
response PID which was set by manufacturer to 0XBB.next byte expected is
length of the data bytes, then the data bytes mnkdel end checksum byte. After
verifying the checksum, the data bytes are seghfaden the received packet. In
the data bytes, the first four bytes give the CAlN which are decoded and
matched with the CAN ids parsed from the dbc filea match is found, the byte
order of the signals contained in the data bytedetermined. Two algorithms,
one for decoding based on big endian byte ordert¢gMta) [51] shown in
Appendix A and other for little endian byte ordentél) [51] shown in Appendix
B, are designed to decode the data bytes usingtainebit and length information
from parsed dbc file. Final value of the raw dat#hien calculated by applying the
scale and offset information to the decoded valieese final calculated values
are populated in the CANData data structure andddgnto the log file. The
CANData data structure always holds the latestesabf the sensor parameters as
the old values are continuously replaced with the malues.
8) support_functions class: The support_functions class contains common

functions that are used throughout the entire syst&pecific functions that are
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commonly used by all objects (for example, Binaryitp IntToBinary,
WriteToSysLog etc...) are defined in here. Object thish to use the common
function definitions simply just instantiate a sopp fucntions object and use its

capabilities.

In this chapter we have discussed the detailedtacthre of the system we have
used, describing the physical linking of the vasianodules of the system. We have
shown and explained the various physical equipmeathave used in our research work.
We have also demonstrated the internal communitdtioctionality of the Ethernet
dongle, we have used. We have thoroughly explathed CAN-Ethernet application
software we have developed. We have shown theleltsteps that we had taken to build
this software to be generic and applicable for astyicle. Finally, we have explained the
algorithms we have designed to decode the raw fdata the vehicle’s CAN bus and
populate it in the data structure to be used biisomh avoidance algorithms and driver

assistance applications by making client-serveneotions.

51



CHAPTER-4

RESULTS AND ANALYSIS

In this chapter, we discuss about our test setapparison of the results and

analysis of the data from various vehicular sensors

4.1 Test Setup

We have done the testing of our software withabeperation of Arada Systems,
Windsor [42]. We got the access to a testing vehigtovided by the US Department of
Transportation for testing V2V and V2I related apgtions, through Arada Systems. The
vehicle we used for our testing is Jeep Grand (Keer¢Year: 2007) and Arada Systems
also helped us to obtain the dbc file of this vehimodel. We have used the Arada
Systems’ OBU (Locomate) as discussed in sectiorl 3fdr installing and running our
software application CAN-Ethernet. This OBU is fixéen the provided vehicle and
connected to the Ethernet dongle, which is condetttehe OBD-II port of the vehicle’s
CAN bus. The OBU is also connected to a GPS antanddas the built-in capability of
recording and processing the GPS signals. We hade ithe adjustments in our software
application, so as to bring the capability of relbog the CAN data and GPS data
together into the data log files we are maintainM have driven the test vehicle at
various different locations and times to record @fN and GPS data together. We have
covered parking lots, downtown areas and highwaygewesting, to check the behaviour
of GPS signals at different locations and differgpeeds. To do the comparisons between
GPS and CAN data, we parsed the fields collectethénlog files into a worksheet

through a custom script program written in Pyth&B] [
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4.2 Comparison of CAN Speed and GPS Speed

In this section, we have compared the CAN speaihagGPS speed at different
locations and the results show that there may brgraficant discrepancy between the
actual vehicle speed (based on CAN data) and thedspalculated from GPS signals. In
the remainder of this chapter, we will refer to fpeed based on CAN data@&N speed
and that calculated from GPS signal$=3S speedWe have found that the error@GPS

speedncreases during the events of braking or accaberaf the vehicle.

4.2.1 Test Results at a Parking Lot

The first test we conducted was at a parking IoEroy, USA. This test was done
on a clear sunny day, so we expected comparatigsyinterference from atmospheric
conditions on GPS signals. In figure 4.1, @AN speedind theGPS speedre plotted
together on the left y-axis, with total number efords on the x-axis. We have found that
there is a visible deviation of th@PS speeds compared to the more accur@#@&N
speed Also, the deviation is much higher when the vighis either accelerating or
braking as compare to when running at a constaegdsDue to the fact that the polling
rate forCAN speeds much higher as compare to 8€S speedhe GPS receivers take

some extra time to recognize the frequent changtwispeed.
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CAN Speed vs GPS Speed

——canN(km/h)  —e— GPS (kmyh)

25

CAN Speed / GPS Speed [km/h)

Figure 4.1: Comparison CAN Speed and GPS Speed aParking Lot

We calculated th&PS errorin speed by subtractif@PS speedrom CAN speed
at a given time and then plotted the calculaBS error against theCAN speedas
shown in figure 4.2. Th€AN speedand GPS errorare plotted on the left y-axis and
right y-axis respectively, with total number of oeds on the x-axis. Left and right y-axis
is used to clearly plot the negative values of @RS error We found that th&PS error
has reached up to -7 km/h when the vehicle wasrgand coming to stop from a speed
of 20km/h. On other instances, t&#S errorranges from -5 km/h to 5 km/h on certain

changes in speed at different times.
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CAN Speed vs GPS Error
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Figure 4.2: Comparison of CAN Speed and GPS Errortea Parking Lot

4.3.2 Test Results at a City Road

The second test was conducted at Stephenson Hygfiwnay, USA. This test was
conducted on a day with overcast conditions andhexe found similar trends in the
deviation of theGPS speedrom the CAN speedThe CAN speedand GPS speedre
plotted on the left y-axis and right y-axis respeady/, with total number of records on the

x-axis. In figure 4.3, it can be seen tltAN speedturve is more consistent and visibly
moves away fromGPS speecturve during acceleration or braking events. The t

curves minimize their gap during constant speetti®@iehicle.
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GPS Speed ve CAN Speed
GPSSpeed —— CAMNSpeed
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Figure 4.3: Comparison CAN Speed and GPS Speed at a City Rc

In figure 4.4 the calculate(GPS erroris plotted againsSCAN spee and we have
found that when the vehicle speed drops from ardfh&m/h to 5 m/h, theGPS error
reaches to -14 km/hSimilarly, GPS error reaches close to 8 km/h, when veh
accelerates from 10 km/h to 65 kn We have also found that, some magnitude of

GPS erroris always present even when the vehicle runs ataohspee

CAM Speed vs GPS Error
— CAMN Speed ~— GPZ Error

" f’ﬂ%f\/“\

I
20 A/ i1
o] 15

MNumber of Records

CAN Spead (kmviy)

GPS Ermror (ki)

1

Figure 4.4: Comparison of CAN Speed and GPS Errortaa City Road
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4.3.3 Test Results oa Highway

The third test we conducted at ¥5 from Troy to Detroit, US, on a day with
overcast conditiondn figure 4.5, we plotted thGPS spee@dnd CAN speedrecorded
during the test journey. We have found the two esralmost merge with each oth
when the vehicle was goirat around 100 km/h but some deviation isn when the

speed is lowered.

GPS Speed vs CANMN Speed

GPS Speead —_— AN Speeaed
130 130

= 110 110 =
S S
= =
= =
2 a0 = an kS
& &
3 S
3 -

70 W 7o

50 50

MNenmber of Records

Figure 4.5: Comparison CAN Speed and GPS Speed on a Highw

In figure 4.6, the calculateGPS erroris plotted against thCAN speedWe have
seen that th&PSerror is between 0 to5 km/h when the vehicle was going at aro
110 km/h. TheGPSerror reaches to maximum ol2 km/h when the speed is lowel

from around 95km/h to 70 k.
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CANMN Speed vs GPS Error
—_— AN Speead - GPS Error
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Figure 4.6: Comparison of CAN Speed and GPS Error on a Higlay

4.3.4 TestResults at Downtow!

The fourth test we conducted in downtown locations at Detroit, USA fijure
4.7, we have plotted thGPS speeand CAN speedecorded from the test. We ha
found that there is a constant deviation of GPS speedurve from theCAN speed
curve Also, while testing we have found that the GRfhais were not consistent due

the multipath probler[46] of these signals.

GPS Speed vs CAN Speed
GPS Speead —_— AN Speeaed
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Figure 4.7: Comparison CAN Speed and GPS Speed at Downto
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In figure 4.8, the calculateGPS erroris plotted againSEAN spee and we have
found a constant esr of around +5 km/h when the vehicle was accalegdtom 0 km/h
to 35 km/h. TheGPS erro reaches to maximum o010 km/h during the braking event

the vehiclewhen the speed came down fi 35 km/h to 0 km/h.

CAMN Speed vs GPS Error
—— CAMSpeed -— GPSErrar

40 10

30 //L_

GPS Error Speed (kmih)

10

CAN Speed (kmh)
/_/
//?/
z
.’,.v"'

-10

MNirribar of records

Figure 4.8: Comparison of CAN Speed and GPS Errc at Downtown

4.3 Other Vehicular Sensor’s Data

We were alscsuccessfully able to get data from ieais other vehicular sensc
like Engine RPM, Accelerator pedal position, SteglAngle, Brake Status, Headligr
Status, Wipers Status and Yaw . All these parameters can play a very vital rolethe
future collision avoidance algorithms and drivesistance applications. As the data fr
these sensors is collected in real timom the vehicle’s CAN bus, the accuracy of
algorithms and applications will increase and, will resn fewer delay. For example,
the currentEmergency Electronic Brake LighEEBL) applications rely on eithe
decrease in thdront vehicular speed or image processiaf the front cameras, -

recognizethe front vehicle’s brakingBut with data available from the CAN bus, -
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braking information of the front vehicle can beedity transmitted to the rear vehicle,
that will improve the reaction time of the driverthe rear vehicle and will help to avoid
more collisions. Also, the brake status of the freghicle can be sent directly to multiple
vehicles through multi-hop communication, thus hredpo avoid incidents like highway

chain collisions.

In this chapter we have discussed the comparisb@AN speed and GPS speed
recorded simultaneously during different test &siv&/e have shown that there is always
some difference between the speed recorded fromsgjP@ls and the speed calculated
from the CAN data. The difference is seen much npooeninent and reaches near to 15
km/h on certain occasions of vehicle’s acceleratiobraking. We have also found that
the speed calculated from CAN data is more congistae to the high polling rate of
data from the CAN bus which helps to record evendiight changes in the speed. In
addition, we have also discussed about the numbeotlwer vital parameters we
calculated that can help in improving existing isodin avoidance algorithms and in

developing new applications.
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CHAPTER-5

CONCLUSION & FUTURE WORK

5.1 Conclusion

Due to the increase in the number of the vehiotddlisions and loss of lives and
property, a lot of work is being carried out towarthe development of the collision
avoidance and driver assistance applications. Resas from all around the world are
working to develop new techniques and systems, lwigiguld improve the existing
algorithms and applications to provide a stabldgesysto the vehicle manufacturers. In
this thesis, we have developed a CAN-Ethernet egipdin software, which will help to
provide a better alternative to existing sourcewadficular information like GPS. We
have shown that the vehicular speed calculated ttata read from the CAN bus by our
CAN-Ethernet application is more accurate and &test as compare to the speed taken
from the GPS signals. This is due to the highelimgplrate of data available from the
CAN bus and also due to directly accessing thecleki speed sensor to obtain the
relevant data. We have shown that the errors irsie@d given by the GPS signals are
higher during the events of the vehicle’s accelenaand braking. The improvement in
the calculation of the vehicular speed, which igital input parameter in the collision
avoidance algorithms, will certainly improve thelccdation of the TTC [22]. As we
know that most of the collisions occur either dgrinard braking of the vehicles or
during sudden accelerations, a more accurate amsistent knowledge of the vehicle’s
speed and, in turn, more accurately calculated WillChelp to generate timely warnings

to the drivers and thereby help to improve theactmn times.
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In addition, we are also able to calculate infdfora of various other vital
parameters from the vehicle’s CAN bus like brakstgtus, steering angle, engine RPM,
accelerator pedal positions, yaw rate, headligtdtus, wipers status, engine ambient
temperature, engine pressure etc. The real tineenmation of all these parameters will
certainly help to improve and develop various sadih algorithms and drivers assistance

applications.

5.2 Future Work

In our thesis work, we are able to extract infaioraof various electronic sensors
attached to the CAN bus. The information of soméhef parameters was not available
before, so they were not used in the collision @llgms and driver assistance
applications. An important direction for future Wwowvould be to develop new collision
avoidance algorithms which utilize these additiopatameters’ information. Another
work can be to get access to more CAN IDs of thecuar sensors and to calculate and

use the additional information.
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APPENDICES

Appendix A

Big Endian Algorithm

Input: Data bytes, RcvDatalen

Output: FinalDecodedValue

Receive CAN ID = Data byte shift by 4 bytes of tatata bytes
FOR ByteCounter = 4 to RcvDatalen

BinaryValue = IntToBinaryString(Data[ByteCounter])
END FOR

LenBinaryValue = BinaryValue.length()

FOR i=0to LenBinaryValue -8;i+=8

Push Back in vector ByteStrings(substr of Binary)\i,8))
END FOR

StartBitCount = 0

FOR ByteNum = 0 to ByteStrings.size()

Byte = ByteStrings[ByteNum]

RevByte = string reverse(Byte)

FOR RevBitPos = 0 to not RevByte.size()

IF (StartBitCount == datastructure -> signal -> biargt
BitPos = 7 — RevBitPos

BitPos = 8 * ByteNum + BitPos

FinalString = SubString of BinaryValue (BitPos, asttucture -> signal -> length)
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DecodedValue = BinaryTolnt(FinalString)

FinalValue = (DecodedValue * datastructure -> sighascale) + (datastructure -> signal
-> offset)

ELSE

StartBitCount++

END IF

END FOR

END FOR
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Appendix B

Little Endian Algorithm

Input: Data bytes, RcvDatalLen

Output: FinalDecodedValue

Receive CAN ID = Data byte shift by 4 bytes of tatata bytes
FOR ByteCounter = 4 to RcvDatalen

BinaryValue = IntToBinaryString(Data[ByteCounter])
END FOR

LenBinaryValue = BinaryValue.length()

FOR i=0to LenBinaryValue -8;i+=8

Push Back in vector ByteStrings(substr of Binary)\i,8))
END FOR

StartBitCount = 0

FOR ByteNum = 0 to ByteStrings.size()

Byte = ByteStrings[ByteNum]

RevByte = string reverse(Byte)

FOR RevBitPos = 0 to not RevByte.size()

IF (StartBitCount == datastructure -> signal -> biargt
BitPos = 7 — RevBitPos

BitPos = 8 * ByteNum + BitPos

BitPos = BitPos — (datastructure -> signal -> lain | 1)
FinalString = SubString of BinaryValue (BitPos, asttucture -> signal -> length)

DecodedValue = BinaryTolnt(FinalString)
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FinalValue = (DecodedValue * datastructure -> sighascale) + (datastructure -> signal
-> offset)

ELSE

StartBitCount++

END IF

END FOR

END FOR
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