
Cryptology for Christ:
Steganography, Evangelism, 

And Closed Access Countries
By:

Chris Jaus, CISSP – PhD in Engineering Student
Kaelyn Haynie – Undergrad in Computer Science Student

Dr. Frank Tuzi – Professor of Engineering
Dr. Melody Harper – Department Chair of Global Studies

Special Thanks:
Caleb Chen – President of the Liberty Cybersecurity Club &

Liberty Cybersecurity Club
1



Newer Christian Trying to Serve God
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Exodus 36:1 Provides Biblical Basis for Using 
Time Period Technological Skills For God

• “Bezalel and Oholiab and every 
craftsman in whom the Lord has put 
skill and intelligence to know how to 
do any work in the construction of the 
sanctuary shall work in accordance 
with all that the Lord has 
commanded.” 
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https://www.flickr.com/photos/mharrsch/17814308434
https://www.worldhistory.org/user/horvath.ibolya/
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How Can Technology Advance The Great 
Commission?

Mathew 28:19-20 (NASB) “19 
Go, therefore, and make disciples 
of all the nations, baptizing them 
in the name of the Father and the 
Son and the Holy Spirit, 20 
teaching them to follow all that I 
commanded you; and behold, I am 
with you always, to the end of the 
age.” 
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Research Question: Can Steganography Safely 
Spread Bibles in Closed Access Countries

Use Case:

• <1 Hour Training 

• No Specialized Software

• Circumvent Encryption Laws

• Not Automatically Flagged

• Survive Reasonable Suspicion
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Closed Access Countries Restrict Bible 
Distribution and The Great Commission
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KEY      

           RESTRICTED NATION: This includes 
countries where government policy or practice 
prevents Christians from obtaining Bibles or 
other Christian Literature. Also includes 
countries with government-sanctioned 
circumstances or anti-Christian laws that lead to 
Christians being harassed, imprisoned, killed or 
deprived of possessions or liberties because of 
their witness  

          HOSTILE AREA: This includes large 
areas in nations where governments 
consistently attempt to provide protection for 
the Christian population, but Christians are 
victims of violence because of their witness



Hiding Bibles in Plain Sight
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Bible.Zip

Append Insertion Steganography Places 
Information After End of File (EOF) Marker
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New Image With BibleOriginal Image

*This slide was made using assets from Wannapik.com under a Creative Commons License and used “Zip” by Ravindra Kalkani with a Creative Commons w/ Attribution License.
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Technical Method for Append Insertion 
Steganography

9

Command

Compressed Text

Plain Text



Research Question: Can Steganography Safely 
Spread Bibles in Closed Access Countries

Use Case:

• <1 Hour Training 

• No Specialized Software

• Circumvent Encryption Laws

• Not Automatically Flagged

• Survive Reasonable Suspicion
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Special Thanks to the Liberty Cybersecurity 
Club for Hosting Our Experiment
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Experiment Setup With Items Eliciting 
Suspicion on Selected Steganographic Images

Warranted Suspicion      Random Selection     Unwarranted Suspicion 

12*This Slide was made using assets using assets from Freepik.com under a free use with attribution license.



Deception Plan For Three Groups of Variable 
Experience Levels with Cybersecurity
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Group Seeding Was Done Blind to the Experiment Observers 
and Coordinated by President of the Liberty Cybersecurity Club

*This slide was made using assets by “MesserWoland” under a Creative Commons License with attribution.



Deception Plan For Three Groups of Variable 
Watch Floor Information on Items
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“These are Suspicious… Investigate”

“Do These Images Look OK?”

“These use Steganography"

*This slide was made using assets from Wannapik.com under a Creative Commons License.



Resounding Successful Results 
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Legitimate Suspicion

Warranted Suspicion

Unwarranted Suspicion



Future Work and Applications
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• Explore enhanced size reduction 
methods for steganographic 
content

• Extend Technique to other file 
types i.e. Audio and Video

• Automate the Append-Insertion 
and recovery

• Determine optimal public 
transmission channels for 
steganographic content

*This slide was made using assets from Openclipart.com under a Public Domain License.



Conclusion of Presentation
• We identified our Testable Research Question as:

“Can Steganography Safely Spread Bibles in Closed 
Access Countries”

• We successfully experimented, after attaining 
approval from Liberty Institutional Review Board 
with the following variables:

1. Level of Suspicion (Deception plan)

2. Varying Skillsets

3. Also included Time-Induced Pressure for 
Simulation

• Collected and Analyzed Information to Answer “Yes” 
to our Research Question

• Explained Future Application of this Research and 
Conformed to Research Practices 17
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Guidelines

• must be no more than 15 minutes in length.

• may use any of the 16×9 PowerPoint presentation slides found on the bottom of this page. 
(PowerPoint files must be converted to PDFs before they are submitted.)

• Research Design: Identifies and develops a research question - The research design 
includes a testable question appropriate to the discipline according to audience and 
purpose within a specific context

• Methodology: Successfully experiments with one or more manipulated variables - 
Experimented with one or more manipulated variables with adequate controls and 
innovative experimental design

• Interpretation of Results: Analyzes collected information to answer the research question- 
Organized the analysis of the results with no interpretive error.

• Conclusions: Analysis conforms to research practices within the discipline - Explains future 
applications of the project and properly employed discipline-specific formatting and citation

• Delivery and Engagement with the Audience - Media design and delivery enthusiastically 
engaged the audience and demonstrated professional delivery.

• Answers to Questions - Answers showed exceptional insight into the field.
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