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Abstract

In graph embedding protection, deleting the embedding vector of a node does not com-

pletely disrupt its structural relationships. The embedding model must be retrained over

the network without sensitive nodes, which incurs a waste of computation and offers

no protection for ordinary users. Meanwhile, the edge perturbations do not guarantee

good utility. This work proposed a new privacy protection and utility trade-off method

without retraining. Firstly, since embedding distance reflects the closeness of nodes,

we label and group user nodes into sensitive, near-sensitive, and ordinary regions to

perform different strengths of privacy protection. The near-sensitive region can reduce

the leaking risk of neighbouring nodes connecting to sensitive nodes without sacrificing

all of their utility. Secondly, we use mutual information to measure privacy and util-

ity while adapting a single model-based mutual information neural estimator to vector

pairs to reduce modeling and computational complexity. Thirdly, by keeping adding

different noise to the divided regions and reestimating the mutual information between

the original and noise-perturbed embeddings, our framework achieves a good trade-off

between privacy and utility. Simulation results show that the proposed framework is

superior to state-of-the-art baselines like LPPGE and DPNE.
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utility trade-off.
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1. Introduction

With the increasing prevalence of social media platforms like Facebook and Twitter,

social networks have become vital for people to communicate and access information

daily. Governments and businesses utilize social network data for various purposes in-

cluding advertisement, healthcare, disease control, disaster prevention, and more [1–3].

Typically, social networks are presented in the form of large-scale adjacency matrices

or sparse matrices, and direct analysis requires a vast amount of computation time.

The graph embedding can capture structural information of the graph while reducing

the amount of computation for downstream analysis. However, graph embedding also

aids large-scale privacy leakage where the sensitive structures are extracted from the

data by machine learning to infer the private social relationships of key personnel [4].

Besides, ordinary users may be less concerned about privacy, but their connection with

others could expose the identity of sensitive users via inference attacks. Especially,

the nearer an ordinary node is to a sensitive node, the easier it is to disclose the sen-

sitive node’s information. In addition, previous privacy protection methods achieved

the effect of privacy protection by constantly perturbing the original graph during the

retraining of the embedding process [5]. This, however, would require a largely new

model training overhead for a large network, and there was no guarantee for utility per-

formance. Therefore, an efficient privacy protection method for the entire embedding

matrix while reducing the training workload is crucial.

Graph embedding technology reduces data dimensionality through mapping into

low-dimensional spaces not only simplifies computational tasks but also addresses

challenges related to storage complexity [6]. The embedding algorithm automates the

learning of feature representations for nodes and graph structures, facilitating an im-

proved expression of similarities and relationships between nodes. The adaptability

and generality of graph embedding technology make it an efficient and powerful tool

for handling diverse graph data types. Existing graph embedding algorithms can en-
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capsulate important information on connections and pathways into a tractable problem

with reduced complexity. However, their performance varies. Laplacian Eigenmaps [7]

and Locally Linear Embedding (LLE) [8] aim to uncover the underlying structure of

high-dimension data by emphasizing the preservation of local relationships. Laplacian

Eigenmaps use graph Laplacian matrices and eigenvectors, while LLE focuses on the

local linearity of data points in the embedding space. These techniques are valuable for

nonlinear dimensionality reduction and visualization of complex datasets. However,

scalability remains a significant challenge in these methods. DeepWalk [9] combined

natural language processing with unsupervised feature learning in the context of com-

plex networks. It created a random walk sequence for each node and then fed it into

the SkipGram model [10] to obtain the embedding feature vector for each node. Due

to its online learning approach, DeepWalk could effectively handle large-scale social

networks and update the model in real time.

Since embedding low-dimension representation vectors retains graph topology and

other related information about the graph in coordinates, protecting them using privacy

protection techniques becomes critical. For instance, the author of [11] introduces

a differentially private scheme rooted in the dk-graph model for sharing meaningful

graph datasets, but the generated graph dataset may not fully retain all statistical prop-

erties of the original graph dataset, which may affect the accuracy and effectiveness of

some graph analysis tasks. The work in [12] addresses the issue of preserving differ-

ential privacy during degree correlation-based graph generation, but these methods do

not consider how to balance privacy and utility, thus affecting the quality and usability

of the generated graph data. Pioneering works such as [13] and [14] employ differen-

tially private matrix factorization with stochastic gradient descent (SGD) to alleviate

accumulated noise. The author of [14] uses two differentially private matrices that are

sampled using the exponential mechanism. However, due to the inherent high corre-

lation within graph data, these approaches encounter challenges, especially when ap-

plied to matrix factorization-based graph embedding. This is particularly pronounced

when the input dataset contains a substantial amount of related data, necessitating the

addition of a prohibitive amount of noise. Consequently, the published embedding

matrix becomes nearly impractical, failing to maintain the utility of the graph struc-
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ture. Moreover, adhering to the sequential composition theory of differential privacy,

iterative computations may lead to accumulating errors, resulting in diminished utility

for graph embedding. The work in [15] achieves differential privacy in matrix fac-

torization by employing objective perturbation and working together with k-coRating.

Meanwhile, researchers from [16] utilize the Frank-Wolfe method [17] with differen-

tial privacy as the building block of matrix factorization for tackling matrix comple-

tion. Inspired by [13], study [18] introduces differentially private graph embedding via

objective function perturbation. However, for bounding the global sensitivity of the tar-

get non-private function, they suffer from prohibitively complex analytic calculations,

resulting in poor scalability. Additionally, they can only protect one of the two subma-

trices obtained through matrix factorization, potentially increasing the risk of privacy

breaches. Another perspective, as seen in LPPGE [19], employs adversarial learning

for link privacy-preserving graph embedding. However, the reconstruction of the graph

retains sensitive information about genuine social relationships, posing a potential risk

of sensitive information leakage. Although these investigations deal with the differen-

tially private publication of social graph data, none of them specifically consider the

preservation of the utility of the embedding matrix. The authors of [20] employ a Shan-

non entropy improved method to identify edges within the graph, while the algorithm

put forth by [21] is proficient in extracting topics, connections, and additional associ-

ated resources from the graph, thereby facilitating the creation of interactive dynamic

knowledge graphs.

Within social networks, adversaries can leverage publicly available user data on

these platforms for training. Some users do not care whether their personal connec-

tions are obtained by others but are eager to promote themselves by exposing complete

personal data. Attackers capitalize on this auxiliary vulnerability to train their mod-

els, subsequently utilizing this data to make inferences about sensitive users’ private

information [22]. The closer an ordinary user is to a sensitive user, the higher the

risk of compromising that user’s privacy. Studies such as studies [23, 24] reveal that

through various inference attack techniques, it’s feasible to infer sensitive users’ rel-

evant information based on users’ data surrounding the sensitive ones. Membership

inference attacks are a common means. The objective of such attacks is to ascertain
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whether a specific individual is included in a particular dataset. Through the analysis

of model outputs, attackers can understand the relationship between a specific mem-

ber and particular attributes or behaviors, further revealing the identity of that member.

Furthermore, findings from [25] show that deleting nodes and edges can be inferred

from the privacy-protected published embedding data. This is because, before node

deletion, a graph embedding encoding that satisfies the current relationship is formed.

Even after deletion, this relationship still exists to some extent, meaning that deleting

sensitive nodes does not remove the sensitive relationship. Therefore, it’s possible to

reconstruct the original network of relationships between nodes based on this feature,

meaning the sensitive network of relationships that sensitive nodes always wanted to

protect still exists and does not change due to the deletion of coordinates. Only by

deleting sensitive nodes from the original graph can it be ensured that these nodes and

their surrounding relationships do not participate in training, thus leading to changes in

the topology structure used for training and ensuring that these sensitive relationships

are not leaked after training. However, embedding training again after deleting nodes

requires re-calling the embedding model, which will lead to expensive retraining for a

new embedding model.

To ensure that social network data effectively serves diverse downstream tasks, one

must not only consider the effectiveness of privacy protection but also prioritize data

utility [26, 27]. Unfortunately, there is currently no privacy protection method that of-

fers an effective trade-off between privacy and utility. Recent works, such as [28], have

introduced a privacy funnel utilizing a mutual information neural estimator (MINE)

[29] to optimize the balance between privacy and utility through mutual information

estimation. This model is characterized by its simplicity, effectiveness, and stability.

The studies from [30, 31] demonstrate the possibility of embedding private information

into images using steganography, These advancements pose novel challenges for ensur-

ing privacy in graph data. Notably, MINE is capable of calculating mutual information

when the data distribution is unknown. Nevertheless, the precise impact and suitability

of this approach in graph embedding scenarios require further investigation and assess-

ment. This is not trivial because a graph consists of multiple variables. Training MINE

in pairs would require a huge amount of computation for each pair and may require
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an independent model. And, the studies on the mathematical properties and stability

conditions of neural networks can be supported by the related works in [32] and [33].

It can be observed that previous privacy protection methods often adopt the same

privacy protection strength for all nodes. They did not consider that the nodes may

have different privacy requirements. Adopting the same privacy protection policy for

all nodes will result in insufficient privacy protection for nodes with high sensitivity,

and nodes with low sensitivity cannot have the desired data utility. Meanwhile, the

studies of [12, 13, 15] employed privacy protection without considering to balance it

with the utility. In order to limit the global sensitivity of the target non-private function,

the authors of [18] conducted complex analytical calculations with poor scalability.

The authors of [14, 16, 17] used the matrix decomposition method to achieve privacy

protection by making one of the result matrices satisfy differential privacy. This only

protects one of the matrices, which may result in a certain degree of privacy leakage

and scalability issues. Additionally, none of these methods provide an effective means

of measuring the degree of privacy protection, resulting in a lack of a viable trade-off

method.

Motivation:This research proposes a new privacy-preserving and utility trade-off

method for graph embeddings that does not require retraining embedding, and we

take into account the privacy of all users, not just sensitive users. Moreover, our ap-

proach addresses the issue of high computational costs in traditional privacy protection

methods by achieving a balance between privacy and utility with relatively low time

expenses, so that the relationship network of sensitive nodes can be protected while

providing balanced utility to downstream tasks.

The contributions of this work are given as follows:

• We opted for a fixed embedding model to process the graph and divided privacy

protection based on nodes’ embedding closeness to sensitive ones. Subsequently,

we proposed a region division algorithm to divide nodes into sensitive, near-

sensitive, and ordinary matrices by calculating and sorting in Euclidean distance.

It has a small time cost due to its simplicity while still serving the purpose of

capturing the closeness of nodes in the embedding space.
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• We used mutual information to assess both privacy and utility and proposed a

MINE-GE that is suitable for processing the graph embedding vectors, where

each element is considered as i.i.d. so that only one model is needed instead

of multiple models to calculate mutual information. It reduces the complexity

of the model, simplifies the estimation of high-dimensional mutual information,

and captures graph relationships.

• Aiming at privacy protection and utility trade-off in graph embedding, we pro-

posed a new privacy and utility trade-off framework. This framework achieves a

trade-off between privacy and utility by selecting a fixed embedding matrix with-

out retraining the embedding, dividing different regions, and estimating mutual

information. Comparing with existing retraining privacy protection methods, it

greatly reduces the time cost of privacy protection operations.

• We substantiated the efficacy of our region division through rigorous experimen-

tation. Compared to conventional baseline techniques, our framework exhibits a

distinct superiority in safeguarding the relationship network of sensitive nodes.

The results of the membership inference attack and multi-label classification task

show that our framework effectively obtains stronger sensitive node privacy and

better data utility.

The remainder of our work is organized as follows: Section 2 introduces our system

model. Section 3 introduces related techniques. Section 4 introduces the our privacy

protection framework in detail. Section 5 provides a detailed account of the simulation

results and demonstrates the effectiveness of our method. Finally, Section 6 summa-

rizes the paper and looks toward future work. Notations and Acronyms is shown in

Table 1.
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Table 1: Notations and Acronyms

Symbol Meaning

Mn Embedding matrix
M̂n Label and group matrix
M̂p Privacy utility trade-off achieved matrix

Ni(0,σ2I) Gaussian noise with mean 0 and variance σ2

ε Privacy threshold
G(V,E) A graph with V nodes and E edges

R Real number space
vi Low-dimension embedding representation of node i
d Embedding dimension

I(·; ·) Mutual information of two random variables
Îθ (·̂; ·̂) Estimated mutual information

Itotal(·; ·) Total vector mutual information
θ Deep neural network parameter
k Mini-batch size
η Learning rate

M̂sensitive Sensitive nodes sets
M̂near Near-sensitive nodes sets

M̂ordinary Ordinary nodes sets
α Number of near-sensitive node

D(·, ·) Euclidean distance between two vectors
SNR Signal-to-noise ratio
PS Signal power
σ2 Noise power
ai Privacy protection level

∆ai Updating steps
aUB

i Upper bound
aLB

i Low bound
w Window length
β Walks per vertex
t Walk length
Y Set of labels
|·| Number of elements in a set
⌈·⌉ The ceiling function

i.i.d. Independent and identically distributed
MINE Mutual information neural estimator

MINE-GE MINE based on Graph Embedding
8
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Figure 1: Privacy and utility trade-off system model.

2. System Model

As shown in Fig. 1, we consider that directly publishing embedded matrix data

faces the risk of privacy leakage while excessive protection will cause data to fail to

serve downstream tasks. Traditional privacy protection methods achieve privacy by

deleting nodes. However, in the embedding space, simply removing nodes from the

embedding matrix is not effective in safeguarding the relationship network of nodes.

To ensure that relevant relationship networks are not leaked, it was necessary to delete

corresponding nodes from the original graph and retrain a new model. This is a pro-

cess that demands significant computational resources. Therefore, it is desirable to

have a privacy protection framework to protect privacy and ensure data utility based on

embedding results without retraining the embedding model.

According to the characteristics of social networks and the actual situation of each

node, the consisting nodes can be divided into sensitive and ordinary regions. How-

ever, when the adversary obtains the information of ordinary nodes around the sensitive

nodes, it can infer the topology information and relationship information of the sensi-

tive nodes. Therefore, it is necessary to offer stronger protection on these near-sensitive

nodes than the rest of the ordinary nodes. We use mutual information to measure the

data utility after privacy-preserving operations, but the direct computation of mutual

information is difficult. MINE has been proven effective in estimating mutual informa-

tion, but multiple MINEs are computationally expensive for graph embedding scenar-

ios with multiple variables.

Under the aforementioned considerations, we proposed a privacy-preserving and

9



utility trade-off framework for graph embedding. As shown in the figure, we employ

a random walk based graph embedding method to transform the adjacency matrices

into low-dimension vectors, resulting in the creation of the embedding matrix Mn, and

we execute the embedding algorithm only once without the need for repetitive embed-

dings. This would be a huge time saving since one embedding training can take hours

for a large network. Euclidean distance due to its simplicity can effectively measure

the proximity between two nodes in space. It is used to determine the neighbor nodes

around sensitive nodes. We labeled and grouped them into sensitive, near-sensitive, and

ordinary nodes according to the distance, obtaining the set M̂n. Subsequently, accord-

ing to the privacy requirements of different nodes, different levels of Gaussian noise

are sampled, and different levels of privacy protection operations are performed on dif-

ferent nodes. Thereby, we can obtain a privacy-protecting embedded node set M̂p. This

allows sensitive nodes to obtain better privacy protection, near-sensitive nodes to pro-

tect the sensitive node relationship network without completely losing effectiveness,

and ordinary nodes to better serve downstream tasks. The MINE needs to calculate the

mutual information between each pair of separately, which requires a lot of computing

resources and time, when calculating high-dimensional data. We optimize the calcula-

tion of the MINE, using a single model to estimate the mutual information Îθ (M̂n,M̂p)

as a measure of the correlation between the sets before and after the privacy protection.

By estimating mutual information, we can effectively judge whether the correlation de-

gree between data before and after privacy protection exceeds the privacy threshold ε .

Then, the framework adjusts the privacy protection degree of different nodes accord-

ing to the mutual information, and re-evaluates the mutual information with the newly

perturbed data, to obtain the trade-off between privacy and utility. Finally, when ε is

satisfied, the protected embedding matrix M̂p is obtained.

3. Preliminaries

In this section, we first review the graph embedding algorithm DeepWalk, which

generates high-quality node representations in a compressed Euclidean space for var-

ious social network analysis tasks. Then, we introduce the mutual information neural
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network estimator, which is employed to estimate mutual information when dealing

with an unknown data distribution.

3.1. DeepWalk

A crucial element of DeepWalk involves utilizing the local neighbourhood structure

of nodes to comprehend their relationships [9]. In the graph G(V,E), where vertices

V represent users and edges E denote relationship links between users. The gener-

ator selects a random node as the starting point of the random walk by performing

uniform sampling while considering neighbouring nodes of the selected node as con-

text. Subsequently, it learns the vector representation of the node by maximizing the

co-occurrence probability between the context and the target node.

In detail, each node in G is embedded by the DeepWalk into a vector space, where

each dimension corresponds to a feature of the node, which is denoted as vi ∈ Rd . The

i-th row of Mn represents the d-dimensional embedding of the node vi, which is written

as [9]

Mn ∈ R|V |×d ,d≪ |V | . (1)

Since grouping similar nodes in embedding can help learning algorithms achieve

better performance in graph processing tasks, it is recommended to adopt the embed-

ding algorithms like DeepWalk that have such grouping characteristics. Although node

embedding is typically trained on a social network G, it encapsulates extensive struc-

tural information between nodes. An attacker may exploit this information to infer

the network of relationships between sensitive nodes in G via membership inference

attacks.

3.2. Mutual Information Neural Network Estimator(MINE)

Mutual information is a measure based on Shannon entropy that gauges the inter-

dependence of two random variables. The mutual information between X and Y can be

expressed as [29]

I(X;Y) := H(X)−H(X|Y), (2)

where H(X) represents the entropy of X, and H(X|Y) is the conditional entropy of X

given Y.
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When the data distribution is unknown, MINE selects a function that satisfies the

integrability constraint: Tθ : X×Y→ R, parameterized by a deep neural network, and

estimates the mutual information between two random variables using the following

formula [29]

Îθ (X;Y) =
1
k

k

∑
i=1

Tθ

(
x(i),y(i)

)
− log2

(
1
k

k

∑
i=1

eTθ (x(i),y(i))

)
, (3)

where k represents the extraction of k mini-batch samples per batch from the sample.

It has been shown effective in previous research [28] for random datasets, but to

estimate joint mutual information of multiple random variables, multiple models need

to be trained. However, multiple Tθ will cause a large amount of data calculation,

resulting in a giant and inefficient model.

4. Proposed Privacy and Utility Methods

In this section, we first provide a detailed explanation of how to label and group

near-sensitive regions and ordinary regions by identifying sensitive nodes based on the

characteristics of social networks after obtaining the embedding matrix. Next, we de-

scribe the modifications made to MINE to make it applicable to the graph embedding

scenario, highlighting the key changes or adaptations. Finally, we introduce a privacy

protection and utility trade-off algorithm that effectively safeguards the privacy of so-

cial network data while ensuring data utility. This algorithm eliminates the need for

training multiple models, offering a more convenient and effective to privacy preserva-

tion. Finally, we discussed the time complexity of this framework.

4.1. Region Divisions Based on DeepWalk

After inputting the graph G(V,E) adjacency matrix into the DeepWalk model, the

network embedding matrix Mn is obtained, where row i can be denoted as vn
i . Then, a

set of all vn
i can be represented as

M̂n = {vn
1,v

n
2, . . . ,v

n
i }. (4)
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Algorithm 1 RegionsDivide (M̂n,M̂sensitive,α)

Input: embedding set M̂n, assigned sensitive node set M̂sensitive, number of near-

sensitive node α .

Output: near-sensitive node set M̂near, ordinary node set M̂ordinary.

1: Initialize M̂near,M̂ordinary as empty set

2: // Calculate the pairwise Euclidean distance between the sensitive node and all

other nodes:

3: for vs ∈ M̂sensitive

4: for v j ∈ M̂n where v j is a node

5: Put D(vs,v j) = ∥vs− v j∥ into Dtemp

6: end for

7: M̂′near← top α of Sort(Dtemp) in ascending order

8: end for

9: M̂′ordinary← M̂n\{M̂sensitive,M̂′near}

10: // Identify multi-privacy level nodes

11: for vi ∈ M̂n

12: if vi ∈ M̂sensitive

13: M̂near← M̂′near\vi

14: M̂ordinary← M̂′ordinary\vi

15: else if vi ∈ M̂′near

16: M̂ordinary← M̂′ordinary\vi

17: end if

18: end for

19: return M̂near,M̂ordinary

Given that the embedding model projects the graph into a low-dimensional space

where the distance between nodes reflects their closeness in the original graph, we pro-

pose achieving privacy protection by perturbing distances rather than deleting nodes.

However, the relationship networks of surrounding nodes to sensitive nodes could also

reveal sensitive information. Therefore, determining the neighboring nodes around
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sensitive nodes and perturbing them is equally important. This approach ensures that

nodes with higher privacy requirements receive better privacy protection, while all

nodes better serve the purpose of data analysis. The embedding distance is expressed

as

D(vn
i ,v

n
j) = ∥vn

i − vn
j∥, (5)

where vn
i ,v

n
j ∈ M̂n, represented calculates the distance between the node and other

nodes. Due to the uncertainty of the location of sensitive nodes in the social network,

given a set of sensitive nodes M̂sensitive, we calculate the Euclidean distance between

each sensitive node and other nodes, and the results are stored in Dtemp. Given the

number of near-sensitive node α , the α nodes closest to the sensitive nodes are se-

lected as near-sensitive nodes through calculation. If α is too large, data utility will be

lost. If α is too small, it will result in insufficient protection of sensitive nodes, so the

size of α is crucial. We sort Dtemp in ascending order by Sort(Dtemp), label the top α

nodes as closer to near-sensitive nodes, and store them into M̂′near. Then, we remove

the given sensitive node set M̂sensitive and the near-sensitive node set M̂′near that meet

the conditions from M̂n to get M̂′ordinary

M̂′ordinary = M̂n\{M̂sensitive,M̂′near}. (6)

However, there may be situations where a node has three sensitivity levels simul-

taneously, for instance, if node 1 is a sensitive node itself and is also a near-sensitive

node of node 2, and an ordinary node of node 3. In such cases, we consider the worst-

case scenario, classifying it as a sensitive node based on its highest privacy level and

removing it from other regions. Similarly, if a node is both near-sensitive and ordinary,

we categorize it as a near-sensitive node. To address this situation, we divide the nodes

with multiple privacy levels and remove the duplicate nodes to obtain the node set M̂n

after region division. The implementation is provided by Algorithm 1.

4.2. Regional Privacy Protection

Based on the sensitivity of each region, we apply different levels of privacy protec-

tion to achieve the goal of privacy protection. The Signal-to-Noise Ratio (SNR) [34] is
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used to measure the relative intensity between signal and noise, defined as follows

SNR =
PS

σ2 , (7)

where PS is the signal power of the data, and σ2 is the noise power. We define three

privacy protection levels corresponding to different ranges of SNR values: sensitive

region nodes are in the 1 to 3, near-sensitive region nodes are in the 4 to 6, and ordinary

region nodes are in the 7 to 10.

For given SNR, we can calculate the PS of the specific embedding matrix and obtain

the σ2
i of Gaussian noise for each region for privacy protection, as follows

M̂p =


M̂sensitive +N (0,σ2

0 I),

M̂near +N (0,σ2
1 I),

M̂ordinary +N (0,σ2
2 I)

 , (8)

where N (0,σ2
i I) represents Gaussian noise with mean 0 and σ2

i , and I is the identity

matrix of size d× d. It mean adding noise to each element in the three regions. The

specific value of σ2
i is determined by SNR of the whole embedding matrix. After the

SNR is determined, signal power PS is calculated through the following formula

PS =
1
V

V

∑
i=1

d

∑
d=1

∣∣∣vd
i

∣∣∣2 , (9)

where V is the number of vectors in the embedding matrix, and vd
i represents d-th

element in embedding vector i. Then, we can set the accurate σ2
i , accordingly based

on subsequent Algorithm 3. The SNR for the specific region is determined based on

privacy requirements ε in Section 4.4. Conducting distinct levels of privacy protection

operations in each region yields the privacy-protected embedding matrix.

4.3. MINE for Embedding Vectors

Following the privacy protection procedure, it becomes essential to assess both

data utility and privacy protection. Mutual information is a measure that gauges the

interdependence of two random variables and serves as our means to quantify both

privacy and utility.
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The embedding matrix is a multi-dimensional feature matrix and can be viewed

as multiple variables. However, calculating the mutual information of N variables re-

quires evaluating the mutual information of each variable separately using (2), and then

adding them up to obtain the final mutual information, as follows

Itotal(X;Y) :=
N

∑
n=1
{H(Xn)−H(Xn|Yn)} , (10)

where (X;Y) represents N pairs of random variables, and Xn and Yn represent the N-

th pair of random variables. H(Xn) represents the entropy of Xn, and H(Xn|Yn) is

the conditional entropy of Xn given Yn. In other words, we first calculate the mutual

information between each pair of random variables and then sum them to obtain the

total mutual information.

Algorithm 2 MINE based on Graph Embedding: MINE-GE (M̂n,M̂p,k,η)

Input: original embedding M̂n, privacy embedding M̂p, batch size k, learning rate η .

Output: Îθ (M̂n;M̂p)

1: repeat

2: Sample k rows of vector
(

m(1)
n , ...,m(k)

n

)
and vector

(
m(1)

p , ...,m(k)
p

)
of the same

nodes from M̂n and M̂p concatenate to ln and lp.

3: Compute mutual information using (12)

4: Calculate gradients with moving averages corrected for bias: Ĝ(θ) ←

∇̃θ Îθ (M̂n;M̂p)

5: Update system parameters: θ ← θ +ηĜ(θ)

6: until convergence

Therefore, we can only calculate the mutual information of each variable individu-

ally through (3) and then accumulate them, as follows

Îtotal(X;Y) =
N

∑
n=1

Îθ (Xn;Yn). (11)

This requires at least N neural network models to calculate and will generate N

groups of different neural network parameters Tθ . This will cause a lot of waste of

computing resources and time. In order to reduce the computational complexity, we
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Figure 2: Neural network representation of our approximation function Tθ . The red dashed line ellipses

represent unprocessed data and the blue solid line ellipses represent privacy-protected data. where ln and lp

are a batch of data composed of corresponding the same k-row vector representations of k nodes in M̂n and

M̂p respectively, as input to the model.

make MINE suitable for embedding matrices, which is called MINE-GE. By reason-

able assumptions, we assume that each element of the embedding vector is i.i.d., be-

cause one dimension in the embedding space should not be correlated with another for

a typical embedding algorithm. Otherwise, there is a waste in using extra dimensions.

Therefore, we propose that each element be considered as a sample from the same

distribution. We preprocess the embedding matrix by concatenating each embedded

vector, forming a new embedding representation, and using this combination as the

input for the neural network model. A direct benefit is that there will be one model

to obtain the total mutual information of different random variables, speeding up the

training. The mutual information estimation formula between M̂n and M̂p is

Îθ (M̂n;M̂p) =
1

k×d

k×d

∑
i=1

Tθ

(
l(i)n , l(i)p

)
− log2

(
1

k×d

k×d

∑
i=1

eTθ

(
l(i)n ,l(i)p

))
, (12)

where k represents the batched k-row node vectorized representation, d represents the

dimension of the vector, and we concatenate multiple vectors into two streams of sam-

ples ln and lp as the input for the neural network in Fig. 2. Here, we treat each di-

mension of the embedded vector as a sample. Subsequently, we input the samples one

by one into MINE-GE and estimate their mutual information. The implementation is
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Figure 3: Proposed privacy and utility trade-off framework.

shown in Algorithm 2.

4.4. Privacy Utility Trade-off

Previous privacy protection methods retrain the embedding process by constantly

perturbing the original graph, resulting in repeated computations to obtain a new em-

bedding matrix. We proposed a privacy-utility trade-off framework that avoids disturb-

ing the original graph and considers the privacy of all nodes, as shown in Fig. 3. This

avoids repeated training of the embedding process and greatly reduces computational

overhead.

Mutual information serves as an effective measure for quantifying both privacy pro-

tection and data utility. When estimating mutual information, it is essential to consider

both the extent of privacy protection and the utility of the data. We adjust the privacy

protection level through (12) estimated mutual information to ensure maximum data

utility while maintaining privacy. Therefore, the optimization problem related to the

trade-off between privacy and utility is defined as follows

max
Îθ (M̂n;M̂p)≤ε

Îθ (M̂n;M̂p), (13)

where Î(M̂n;M̂p) is the estimated mutual information, and ε denotes the privacy thresh-

old. This represents the calculation of mutual information between the privacy-preserving

operation embedding matrices, maximizing mutual information while ensuring it is less

than ε .
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The privacy and utility trade-off, incorporating a privacy threshold, offers a solu-

tion to the optimization problem described in (13). We have proposed the trade-off

between privacy and utility framework, which is essentially a process of re-sampling

noise matrices in different regions based on mutual information. We estimate the mu-

tual information Îθ (M̂n;M̂p) using MINE-GE and adjust the noise level of each region

based on mutual information to achieve a balance between privacy and utility.

The Algorithm 3 consists of three main parts: Firstly, the graph embedding algo-

rithm is used to process the social network, and the low-dimension embedding matrix

is obtained. Secondly, it identifies sensitive nodes based on the specific application

scenario and labels and groups the graph into the sensitive region, near-sensitive re-

gion, and ordinary region based on Euclidean distance. Privacy protection operations

are then applied to each region separately. Thirdly, it estimates the mutual information

between M̂n and M̂p using MINE-GE and optimizes the privacy protection level using

mutual information, achieving a trade-off between the privacy of the embedding matrix

and the utility.

Our method enables the publication of graph data with privacy protection. After ob-

taining the published data, illegal data recipients cannot determine the sensitive, near-

sensitive, and ordinary regions within the graph. Consequently, it becomes infeasible to

extract a relationship network of sensitive nodes from the graph through simple denois-

ing or inference attacks. Various privacy protection operations are carried out based on

different regions, which can ensure the data utility of the graph-embedded data to a

certain extent. Compared to conventional baseline techniques, our framework exhibits

a distinct superiority in safeguarding the relationship network of sensitive nodes. The

results of the multi-label classification task show that our framework effectively pro-

tects the privacy of the relationship network of sensitive nodes and the utility of the

overall data.
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Algorithm 3 DeepWalk assisted Regions Division and MINE-GE controlled Noise

Addition
Input: graph G(V,E), window length w, embedding dimension d, walks per vertex β ,

walk length t, sensitive node set M̂sensitive, number of near-sensitive node α , signal

power PS, Signal power of noise σ2
i , SNR ai, updating steps ∆ai, lower bound

aLB
i and upper bound aUB

i for region i, near-sensitive region M̂near, ordinary region

M̂ordinary, mini-batch size k, learning rate η , privacy threshold ε .

Output: M̂p

1: M̂n← DeepWalk(G,w,β ,d, t)

2: // Calculate the signal power of M̂n

3: PS =
1
V ∑

V
i=1 ∑

d
d=1

∣∣vd
i

∣∣2 based on (9)

4: M̂near,M̂ordinary← RegionsDivide(M̂n,M̂sensitive,α)

5: // Calculate the noise power σ2
i in different regions, sample different Gaussian

noise, and add them to three regions:

6: σ2
0 = PS/a0, σ2

1 = PS/a1, σ2
2 = PS/a2

7: while Îθ (M̂n;M̂p)≤ ε do

8: Add noise of M̂p based on (8)

9: Îθ (M̂n;M̂p)←MINE-GE(M̂n,M̂p,k,η)

10: if aLB
2 ≤ a2 ≤ aUB

2 then

11: a2 = a2 +∆a2

12: σ2
2 = PS/a2

13: else if aLB
1 ≤ a1 ≤ aUB

1 then

14: a1 = a1 +∆a1

15: σ2
1 = PS/a1

16: else if aLB
0 ≤ a0 ≤ aUB

0 then

17: a0 = a0 +∆a0

18: σ2
0 = PS/a0

19: end if

20: end while

21: return M̂p
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5. Simulation Results

In this section, we present our simulation datasets, including BlogCatalog and

Flickr, alongside other baseline methods. We then delve into the significance of the

number of sensitive nodes within our methodology. To comprehensively understand

the impact of different proportions of sensitive and near-sensitive regions on the over-

all partition, we conduct a simulation. Following this, we evaluate the effectiveness

of privacy protection in our framework and other baseline methods by assessing the

accuracy of membership inference attacks. In Algorithm 3, according to the privacy

requirements of different regions, Gaussian noise with a mean value of 0 and different

variance is added to each region for privacy protection. When we set ε = 1, we get

the SNR = 1 of the sensitive region, the SNR = 4 of the near-sensitive region, and the

SNR of ordinary nodes to be 10. Therefore, in order to better compare the privacy

protection effect of each area, we set GN-1 to be the Gaussian noise when SNR = 1,

GN-4 to be the Gaussian noise when SNR = 4, and GN-10 to be the Gaussian noise

when SNR = 10. Subsequently, we adopted the same dataset and simulation proce-

dure utilized by DeepWalk to perform a comparative analysis of our approach against

other methods. Multi-label classification tasks serve as an effective means to validate

the utility of data, with accuracy being a key metric. In certain scenarios, such as so-

cial media recommendation systems, user satisfaction with recommended content is

directly influenced by the accuracy of the system in predicting node labels. Accurate

label predictions enhance user experience and improve the practicality of the system.

We conducted a comprehensive evaluation through a multi-label classification task and

the AUC to validate the effectiveness of our method. We conducted a statistical analy-

sis of the computational overhead of the experiment and the time of the algorithm. As

shown in Table 2, we list all simulation parameters in our simulation.

5.1. Datasets, Baselines Methods and Attack Model

5.1.1. Datasets

In order to facilitate the comparison of our methods, we use the same parameters

and datasets as DeepWalk.
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Method Parameters

DeepWalk w = 10 d = 128 β = 80 t= 40

MINE-GE η = 0.01 k = 4 – –

RegionsDivide α = 50 M̂sensitive = ⌈V ×1%⌉ – –

DPNE ε = 1 d=128 – –

Ours ε = 1 a0 =1 a1 = 4 a2 = 10

Ours1 ε = 1 a0 =2 a1 = 5 a2 = 9

Ours2 ε = 1 a0 =3 a1 = 6 a2 = 7

Table 2: Simulation parameters details

Name |V | |E| |Y | Labels

BlogCatalog 10,312 333,983 39 Interests

Flickr 80,513 5,899,882 195 Groups

Table 3: Datasets details

• BlogCatalog is a social networks provided by bloggers. Tags represent the sub-

ject categories provided by the author.

• Flickr is a contact network between users of photo sharing websites. These tags

represent user interest groups.

5.1.2. Baselines Methods

In order to facilitate the comparison of our methods, we use the same parameters,

datasets, and multi-label classification experiments as DeepWalk.

• LPPGE [19] is a link-privacy preserved graph embedding method using adver-

sarial learning, through related technologies, we reproduce LPPGE.

• DPNE [18] is a differentially private network embedding method based on Deep-

Walk as matrix factorization.

• GN-1 is N (0,PS), that is Gaussian noise when SNR = 1. GN-4 is N (0,PS/4),

that is Gaussian noise when SNR = 4. GN-10 is N (0,PS/10), that is Gaussian
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noise when SNR = 10. Verify the impact of noise size on privacy protection and

data utility.

5.1.3. Attack Model

In order to verify the effectiveness of privacy protection, we use the accuracy of

membership inference attacks to evaluate the privacy protection effect.

• Membership Inference Attack is a privacy attack that seeks to determine whether

a specific data point was included in the model’s training set by analyzing the

output of a machine learning model.

5.2. Performance of Region Divisions
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Figure 4: When the number of near-sensitive nodes ranges from 20 to 200 with an interval of 20 the number

of nodes in the sensitive and ordinary region when the number of sensitive nodes is 1% in BLogCatalog and

Flickr.

In our approach, the proportion of sensitive nodes significantly influences overall

data utility. While a higher proportion of sensitive and near-sensitive nodes improves

privacy protection, it may compromise data utility. Therefore, determining the appro-

priate proportion of sensitive nodes is crucial. To investigate the impact of the ratio

of near-sensitive nodes on the overall data, we set the ratio of sensitive regions to 1%

of the total nodes and systematically expanded the scope of near-sensitive nodes. The

results, depicted in Fig. 4, reveal that as the number of near-sensitive nodes increases,

the corresponding nodes in the near-sensitive region also increase, while those in the

ordinary region decrease. As a result, in the RegionDivide algorithm, we fix the sensi-

tive region at 1%, and the number of near-sensitive nodes, denoted as α , is set to 50.
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In practical scenarios, adjusting the proportion of the near-sensitive region according

to specific circumstances allows RegionDivide to optimize its effectiveness.

5.3. Performance of Privacy Protection

As shown in Fig. 5, Gaussian noise N (0,PS/SNR), where SNR = 1 to 10 is added

to the data processed by DeepWalk, and the mutual information value between this per-

turbed data and the original graph-embedded data is calculated using MINE-GE. Ac-

cording to the formula’s definition, when the PS value is fixed, a larger SNR corresponds

to a smaller σ2 value. Therefore, The smaller the added Gaussian noise, the lower the

degree of privacy protection. The greater the added Gaussian noise, the higher the

degree of privacy protection, but the data utility will not be guaranteed. Simulations

reveal that when the mutual information between processed data and graph-embedded

data exceeds 1, data utility can be assured, yet it might lead to privacy leakage. We fur-

ther compare the privacy protection effects of our method with other baseline methods

in membership inference attacks.
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Figure 5: Mutual information between DeepWalk and the results of the privacy protection method of adding

Gaussian noise N (0,PS/M), where M = 1 to 10, that is Gaussian noise when SNR = 1 to 10.
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Figure 6: The accuracy of membership inference attack on BlogCatalog and Flickr.

Through membership inference attacks on privacy-protected data, the results are

shown in Fig. 6. It can be observed that the accuracy of the attack model against GN-1,

GN-4, and DPNE is significantly lower, indicating a good privacy protection effect.

However, under privacy protection with high noise levels, data utility cannot be guar-

anteed. GN-10 ensures the utility of data, but the privacy of data is not guaranteed.

LPPGE is even better than DeepWalk in accuracy, which verifies that the method of

reconstructing the graph for privacy protection retains the relevant information of the

original graph, which leaks the privacy of the original graph to a certain extent, and the

availability of the data is not guaranteed. Our method provides high-level privacy pro-

tection for the relational network of sensitive nodes, reduces the accuracy of the attack

model, and proves its success in privacy protection while ensuring data utility. The ver-

ification of data utility is described in detail in the subsequent multi-label classification

task.

From Fig. 6, it can be observed that the accuracy of our method in the membership

inference attack model is only slightly higher than GN-4 and DPNE. However, due to

Algorithm 3 performing different levels of privacy protection operations in different

regions, it has a privacy protection advantage in the relational network concerning sen-

sitive nodes. This is because it introduces larger Gaussian noise in the near-sensitive

region and smaller Gaussian noise in the ordinary region. This targeted privacy pro-

tection can make the need to protect the relationship between the network to get better

privacy protection.
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Figure 7: The accuracy of membership inference attack.

We found that when we set ε = 1, different privacy protection scenarios can be

applied to three regions. For example, in the first scenario, we get SNR = 1 of the sen-

sitive region, the SNR = 4 of the near-sensitive region, and the SNR = 10 of the ordinary

region, recorded as Ours. In the second scenario, we get SNR = 2 of the sensitive re-

gion, the SNR = 5 of the near-sensitive region, and the SNR = 9 of the ordinary region,

recorded as Ours1. In the third scenario, we get SNR = 3 of the sensitive region, the

SNR = 6 of the near-sensitive region, and the SNR = 7 of the ordinary region, recorded

as Ours2. As shown in Fig. 7, when we set the privacy threshold ε = 1, the mem-

bership inference attack accuracy of the three situations are (0.349, 0.358, 0.341) in

the BlogCatalog datasets and (0.255, 0.256, 0.253) in the Flickr datasets. The element

difference of each tuple does not exceed 0.02, this shows that three different privacy

protection levels can achieve privacy protection effects.
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5.4. Performance of Privacy and Utility Trade-off

In the multi-label classification tasks, we randomly select a portion (TR) of labeled

nodes as the training datasets, while the remaining nodes serve as the testing dataset.

We perform this process ten times and present the preliminary results directly, showing

the average performance of both Macro-F1 and Micro-F1 scores.

Table 4: Multi-label classification results in BlogCatalog.

Method 10 % 20 % 30 % 40 % 50 % 60 % 70 % 80 % 90 %

Micro-F1(%)

DeepWalk 36.09 38.87 40.30 41.16 41.68 42.11 42.32 42.64 42.97

Ours 33.68 36.42 37.99 38.69 39.28 39.58 39.81 40.26 40.84

Ours1 34.15 36.66 38.00 39.03 39.64 40.16 40.52 40.77 40.95

Ours2 33.48 36.19 37.47 38.54 39.22 39.66 39.96 40.28 40.89

LPPGE 31.44 34.27 35.82 36.50 37.17 37.56 37.80 37.88 38.40

DPNE 27.96 30.95 32.77 33.73 34.53 35.10 35.49 35.84 36.67

GN-10 34.63 36.87 38.26 39.01 39.61 39.90 40.35 40.46 40.83

GN-4 31.46 34.29 35.87 36.36 36.91 37.48 37.99 38.47 38.79

GN-1 25.52 28.82 30.40 31.61 32.26 32.86 33.27 34.09 34.25

Macro-F1(%)

DeepWalk 21.04 24.27 25.94 26.92 27.67 28.23 28.49 28.55 28.56

Ours 19.48 22.48 23.98 24.94 25.64 26.05 26.27 26.36 26.70

Ours1 19.54 22.23 23.90 25.04 26.05 26.68 27.03 27.34 27.63

Ours2 19.01 22.07 23.53 24.67 25.30 25.91 26.47 27.08 27.82

LPPGE 16.81 19.77 21.20 22.30 22.88 23.28 23.69 23.52 23.74

DPNE 15.33 17.90 19.20 20.09 20.65 21.18 21.36 21.74 22.21

GN-10 20.08 22.59 24.22 24.96 25.56 25.89 26.18 26.36 26.83

GN-4 17.53 20.56 22.09 22.73 23.29 23.64 23.95 24.73 25.06

GN-1 13.85 16.47 17.61 18.57 19.01 19.77 20.26 20.62 20.71

Table 4 and Table 5 lists the simulation results of multi-label classification after

privacy protection on BlogCatalog and Flickr datasets. In the GN-1 privacy-preserving

method, the recognition rate in the multi-label classification task is significantly re-

duced by nearly 11% compared with the DeepWalk, which the privacy of the embed-

ding matrix is protected, the loss of data utility is significant. In the GN-10 privacy-

preserving method, the recognition rate in the multi-label classification task is only re-

duced by about 2% compared with DeepWalk, which could potentially lead to privacy

breaches despite improved data utility. In the multi-label classification task, DPNE is

reduced by almost 8% on Micro-F1 and 6% on Macro-F1 compared to the DeepWalk

embedding matrix, which is because DPNE prioritizes privacy protection, resulting in
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Table 5: Multi-label classification results in Flickr.

Method 1 % 2 % 3 % 4 % 5 % 6 % 7 % 8 % 9 %

Micro-F1(%)

DeepWalk 32.23 34.63 35.96 36.83 37.40 37.84 38.25 38.58 38.86

Ours 30.19 32.89 34.21 35.02 35.58 36.08 36.44 36.77 37.05

Ours1 30.51 32.82 34.12 35.02 35.67 36.17 36.64 36.93 37.16

Ours2 30.26 32.72 34.16 35.04 35.69 36.21 36.54 36.92 37.19

LPPGE 27.56 29.83 31.21 32.11 32.71 33.24 33.60 33.90 34.18

DPNE 26.53 28.94 30.38 31.28 31.90 32.46 32.92 33.32 33.62

GN-10 31.36 34.18 35.57 36.48 36.97 37.48 37.97 38.25 38.59

GN-4 29.09 31.67 33.03 33.94 34.62 35.10 35.50 35.85 36.29

GN-1 23.46 25.80 27.41 28.42 29.20 29.80 30.29 30.72 31.07

Macro-F1(%)

DeepWalk 13.06 16.72 19.13 20.84 21.93 22.78 23.62 24.28 24.86

Ours 11.99 15.75 17.91 19.56 20.63 21.58 22.31 22.90 23.43

Ours1 12.28 15.75 17.98 19.62 20.71 21.57 22.42 23.04 23.42

Ours2 11.91 15.61 17.92 19.50 20.80 21.76 22.33 23.03 23.56

LPPGE 9.39 11.97 13.88 15.13 16.22 17.08 17.75 18.23 18.75

DPNE 9.74 12.94 14.92 16.27 17.33 18.17 18.94 19.54 19.98

GN-10 12.86 16.49 18.81 20.44 21.54 22.36 23.19 24.03 24.27

GN-4 11.49 14.83 17.01 18.64 19.73 20.64 21.31 21.89 22.72

GN-1 8.29 10.62 12.59 13.87 14.95 15.80 16.48 17.09 17.55

some loss of data utility. LPPGE is nearly 6% lower than the DeepWalk embedding

matrix on Micro-F1 and approximately 4% lower on Macro-F1. In the multi-label clas-

sification task, our method is only approximately 2% lower than DeepWalk on Micro-

F1 and Macro-F1. And as we can see, the results of the multi-label classification task

for the three privacy protection schemes Ours, Ours1 and Ours2 added through our

framework are essentially consistent. This also validates that our framework can adjust

the degree of privacy protection based on the actual situation of nodes and the privacy

requirements of user nodes, thereby meeting the practical needs of various scenarios.

Subsequently, we plotted the AUC for the multi-label classification task. As shown

in Fig. 8, the AUC of the three types of privacy protection through our framework

is 0.6884, which is higher than other baseline methods and only slightly lower than

DeepWalk and LPPGE that do not perform privacy protection operations. However,

the LPPGE method performs much worse than our method in membership inference

attacks. It can be seen that when the greater the noise is added, the AUC is lower, and

GN-1 is only 0.6455, which shows that its privacy protection effect is very good. It
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Figure 8: AUC for multi-label classification tasks.

also indirectly shows that our privacy protection method performs well in protecting

sensitive nodes. This shows that our privacy-preserving framework protects privacy

while ensuring data utility.

The simulation results of multi-label classification tasks demonstrate that our method

outperforms other methods in terms of data utility while only slightly lagging behind

GN-10. However, it’s important to note that GN-10 sacrifices a significant amount

of privacy protection for the sake of data utility. Given the unique label and group

approach used in our method, it incorporates a higher level of privacy protection in

near-sensitive regions. Therefore, compared to other privacy protection methods, our

method excels in safeguarding the relevant information and actual social relationships

of sensitive nodes, providing advantages in privacy protection while ensuring the over-

all utility of the dataset.

Although the framework achieves good performance in the multi-label classifica-

tion tasks, still it has some limitations. Firstly, the fixed approach may not be suitable

for cases where groups have different sensitivities. Secondly, Gaussian noise was used

in the perturbation process, which may not be appropriate for all the cases. Thirdly,

there is a performance gap between our trade-off framework and the original Deep-

Walk that does not involve protection. It would be desirable to achieve an embedding

that has the classification performance as closest to DeepWalk while still offering pro-

tection.
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5.5. Time Cost

To compare the time spent between our framework and other baseline methods,

we conducted all simulation methods on the same platform in Table 6. For datasets

BlogCatalog and Flickr, each algorithm was executed ten times on each dataset, or

the middle results. The average in Table 7 reveals that the graph embedding process

in DeepWalk is notably time-consuming. It has an increasing time as the graph size

increases. Embedding the Flickr takes up to seven times longer than the BlogCata-

log. This also illustrates that the traditional privacy protection method of deleting the

original nodes in the graph and then retraining the embedding model is very time-

consuming. For instance, retraining these two datasets merely twice would demand

nearly doubled time if the graph is very large.

Name Version

Operating System Windows 11

CPU Intel(R) Core(TM) i7-12700F

GPU NVIDIA RTX 3070 8GB

RAM 16GB

Python 3.6.2

Table 6: Platform details

Datasets DeepWalk RegionsDivide MINE-GE Total

BlogCatalog 415.05s 3.75s 38.53s 495.84s

Flickr 2868.24s 204.81s 358.45s 3789.83s

Table 7: Time cost

Meanwhile, the RegionsDivide algorithm only needs to run once after obtaining the

embedding matrix through the embedding algorithm. Throughout the privacy-utility

trade-off process, we repetitively compute the mutual information between the privacy-

protected data and the original embedding data. For each MINE-GE training, it takes

38.53s and 358.45s for the two datasets, respectively. Although the computation time
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scales with the dataset size, it remains significantly smaller than the time cost of re-

training the embedding model. Notably, for ε = 1, the total time required to execute

the entire framework is 495.84s and 3789.83s, respectively. This includes one-time

DeepWalk training and RegionsDivide as well as multiple rounds of MINE-GE.

Compared with the previous privacy protection method of deleting nodes and re-

training of embedding, it takes a corresponding amount of time to execute the embed-

ding algorithm once, so k times of re-training in the privacy utility trade-off process

requires k× 415.05s and k× 2868.24s respectively. For any k ≥ 2, k× 415.05s≫

495.84s, and k× 2868.24s≫ 3789.83s, the time cost of our framework investment is

considerably less than the time cost associated with retraining the embedding model

after removing original nodes.

6. Conclusion and Future Work

In this paper, we present an innovative approach to tackle the privacy protection

challenges associated with graph embedding. This method targets all nodes for privacy

protection while balancing utility without retraining embeddings, dividing the embed-

ding data into three different parts: sensitive, near-sensitive, and ordinary regions. This

partitioning method allows us to provide higher privacy protection for sensitive nodes

while retaining higher data utility for ordinary nodes. Leveraging this concept, We

propose a privacy protection and utility trade-off framework for social networks based

on DeepWalk-assisted regionalization and MINE-GE controlled noise addition. Near-

sensitive and ordinary regions are determined by defining sensitive nodes and calculat-

ing the Euclidean distance between sensitive nodes and other nodes. Different noises

are added to sensitive, near-sensitive, and ordinary regions to protect privacy. Using

mutual information to quantify privacy and utility, we employ MINE-GE to calculate

the mutual information between these regions to optimize our method’s privacy pro-

tection effect. This ensures the privacy of sensitive and near-sensitive regions in graph

embedding and the overall utility of embedded data. Finally, through membership

inference attacks comparing the privacy protection effectiveness of our method with

other baseline methods, we verify that our method has superiority in protecting the
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relational network concerning sensitive nodes. By comparing the multi-label classifi-

cation results of our method, DPNE, LPPGE, and other methods through multi-label

classification tasks, we demonstrate that our method can achieve a trade-off between

the privacy and utility of data.

To achieve a protected embedding performance near DeepWalk in future work, we

can try to identify near-sensitive nodes by varying distances to dynamically incorpo-

rate group differences in protection strength, and privacy-preserving operations may

be improved by performing more time-consuming optimizations over continuous SNR

rather than discrete ones. Furthermore, different noise distributions as well as their

mixtures may be used by the noise perturbations in future work to achieve better pro-

tection while having the same utility performance. Meanwhile, when the embedding

variable is correlated in some embedding algorithms, future work may need to resort

to multi-model-based MINE for more detailed and reliable information on the node

relationship. But still, our single model can capture the typicality of the relationships

of the nodes.
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