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TECHNICAL FIELD 

[0001] The present subject matter is, generally, related to financial transactions, and more 

particularly, but not exclusively, to a method for disbursing cash on an e-commerce platform.  

 

SUMMARY 

[0002] Automated Teller Machines (ATMs) are commonly used for withdrawing any amount 

of cash from cardholder/user accounts. However, the current User Experience (UX) for cash 

withdrawals from ATMs has been causing several issues and there is a lack of trust in using 

ATMs. Moreover, when users/cardholders withdraw substantial amounts of cash at once, it 

may pose higher risks in terms of loss or theft. Additionally, carrying large amounts of money 

in public areas may be uncomfortable for the users. Some users may feel uneasy about 

withdrawing large sums of money in public areas, leading the users to avoid visiting ATMs or 

choosing to withdraw more cash than they immediately need to minimize the number of ATM 

visits.  

 

[0003] There may be other scenarios involving delivery persons and taxi companies that accept 

cash payments, and often encounter challenges related to cash management. For example, 

delivery persons and taxi drivers may receive cash payment for delivering an ordered product 

or providing services, however, handling cash may be time-consuming and potentially unsafe. 

Another significant aspect is that many companies set a limit on the amount of cash that 

delivery persons or drivers are allowed to carry at any given time. This limitation is referred to 

as the “Cash on the Pocket” cap. In such scenarios, delivery persons or taxi drivers frequently 

need to travel to deposit cash, which is time-consuming and affects the ability of 

drivers/delivery persons to effectively serve their customers. Further, frequent deposits may 

result in transaction fees, impacting the financial transactions of the company. Hence, there is 

a need for a cash disbursement method that reduces reliance on traditional ATM withdrawals.  

 

BRIEF DESCRIPTION OF THE DRAWINGS 

[0004]  The accompanying drawings, which are incorporated in and constitute a part of this 

disclosure, illustrate exemplary embodiments and, together with the description, explain the 

disclosed principles. In the figures, the left-most digit(s) of a reference number identifies the 

figure in which the reference number first appears. The same numbers are used throughout the 

figures to reference like features and components. Some embodiments of device or system 
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and/or methods in accordance with embodiments of the present subject matter are now 

described, by way of example only, and with reference to the accompanying figures, in which: 

 

[0005] FIG. 1 illustrates an exemplary architecture of a system which may be configured to 

disburse cash on an e-commerce platform, in accordance with some embodiments of the 

present disclosure. 

 

[0006] FIG. 2 illustrates an exemplary flow diagram of a method for disbursing cash on an e-

commerce platform, in accordance with some embodiments of the present disclosure. 

 

[0007] FIG. 3 illustrates an exemplary flow of Interchange Reimbursement Fee (IRF) for 

payment and cashback transactions, in accordance with some embodiments of the present 

disclosure. 

 

[0008] The figures depict embodiments of the disclosure for purposes of illustration only. One 

skilled in the art will readily recognize from the following description that alternative 

embodiments of the structures and methods illustrated herein may be employed without 

departing from the principles of the disclosure described herein. 

 

DESCRIPTION OF THE DISCLOSURE 

[0009] It is to be understood that the present disclosure may assume various alternative 

variations and step sequences, except where expressly specified to the contrary. It is also to be 

understood that the specific devices and processes illustrated in the attached drawings and 

described in the following specification are simply exemplary and non-limiting embodiments 

or aspects. Hence, specific dimensions and other physical characteristics related to the 

embodiments or aspects disclosed herein are not to be considered as limiting. 

 

[0010] In the present document, the word "exemplary" is used herein to mean "serving as an 

example, instance, or illustration." Any embodiment or implementation of the present subject 

matter described herein as "exemplary" is not necessarily to be construed as preferred or 

advantageous over other embodiments. 

 

[0011] While the disclosure is susceptible to various modifications and alternative forms, 

specific embodiment thereof has been shown by way of example in the drawings and will be 

described in detail below. It should be understood, however that it is not intended to limit the 
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disclosure to the particular forms disclosed, but on the contrary, the disclosure is to cover all 

modifications, equivalents, and alternative falling within the spirit and the scope of the 

disclosure. 

 

[0012] The terms “comprises”, “comprising”, or any other variations thereof, are intended to 

cover a non-exclusive inclusion, such that a setup, device, or method that comprises a list of 

components or steps does not include only those components or steps but may include other 

components or steps not expressly listed or inherent to such setup or device or method. In other 

words, one or more elements in a device or system or apparatus proceeded by “comprises… a” 

does not, without more constraints, preclude the existence of other elements or additional 

elements in the device or system or apparatus. 

 

[0013] The terms "an embodiment", "embodiment", "embodiments", "the embodiment", "the 

embodiments", "one or more embodiments", "some embodiments", and "one embodiment" 

mean "one or more (but not all) embodiments of the invention(s)" unless expressly specified 

otherwise. 

 

[0014] The terms "including", "comprising", “having” and variations thereof mean "including 

but not limited to" unless expressly specified otherwise. 

 

[0015] As used herein, the terms “communication” and “communicate” may refer to the 

reception, receipt, transmission, transfer, provision, and/or the like of information (e.g., data, 

signals, messages, instructions, commands, and/or the like). For one unit (e.g., a device, a 

system, a component of a device or system, combinations thereof, and/or the like) to be in 

communication with another unit means that the one unit can receive information directly or 

indirectly from and/or transmit information to the other unit. This may refer to a direct or 

indirect connection (e.g., a direct communication connection, an indirect communication 

connection, and/or the like) that is wired and/or wireless in nature. Additionally, two units may 

be in communication with each other even though the information transmitted may be 

modified, processed, relayed, and/or routed between the first and second unit. For example, a 

first unit may be in communication with a second unit even though the first unit passively 

receives information and does not actively transmit information to the second unit. As another 

example, a first unit may be in communication with a second unit if at least one intermediary 

unit (e.g., a third unit located between the first unit and the second unit) processes information 

received from the first unit and communicates the processed information to the second unit. In 
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some non-limiting embodiments, a message may refer to a network packet (e.g., a data packet 

and/or the like) that includes data. It will be appreciated that numerous other arrangements are 

possible. 

 

[0016] As used herein, the term "Authentication data" may refer to any data suitable for 

authenticating a user or mobile device. Authentication data may be obtained from a user or a 

device that is operated by the user. 

 

[0017] As used herein, the term "application" may refer to a computer code or other data stored 

on a computer-readable medium (e.g., memory element or secure element) that may be 

executable by a processor to complete a task. 

 

[0018] As used herein, the term "acquirer" may typically be a business entity (e.g., a 

commercial bank) that has a business relationship with a particular merchant or other entity. 

Some entities can perform both issuer and acquirer functions. Some embodiments may 

encompass such single entity issuer-acquirers. An acquirer may operate an acquirer computer, 

which can also be generically referred to as a "transport computer". The acquirer also refers to 

a financial institution or financial institution processor that has a relationship with a merchant 

to acquire payment card transaction information and obtain settlement for transactions with an 

account issuer. 

 

[0019] As used herein, the term “issuer” refers to a financial institution or financial institution 

processor that issues payment cards or other financial accounts to cardholders allowing the 

cardholders to access funds or credit in the account. The issuer also refers to processing agents 

which act on behalf of such financial institutions or systems. Each issuer typically serves a 

number of account holders. 

 

[0020] As used herein, the term “computing device” may refer to one or more electronic 

devices that are configured to communicate with directly or indirectly or over one or more 

networks. A computing device may be a mobile or portable computing device, a desktop 

computer, a server, and/or the like. Furthermore, the term “computer” may refer to any 

computing device that includes the necessary components to receive, process, and output data, 

and normally includes a display, a processor, a memory, an input device, and a network 

interface. A “computing system” may include one or more computing devices or computers.  

 

6

DAVITULIANI et al.: CASH AT E-COMMERCE: METHOD FOR DISBURSING CASH TO A CARDHOLDER US

Published by Technical Disclosure Commons, 2024



 

6 

 

[0021] As used herein, the term "processor" may refer to any suitable data computation device 

or devices. A processor may comprise one or more microprocessors working together to 

accomplish a desired function. 

 

[0022] As used herein, the term "memory" may be any suitable device or devices that can store 

electronic data. A suitable memory may comprise a non-transitory computer readable medium 

that stores instructions that can be executed by a processor to implement a desired method. 

Examples of memories may comprise one or more memory chips, disk drives, etc. Such 

memories may operate using any suitable electrical, optical, and/or magnetic mode of 

operation. 

 

[0023] It will be apparent that systems and/or methods described herein can be implemented 

in different forms of hardware, software, or a combination of hardware and software. The actual 

specialized control hardware or software code used to implement these systems and/or methods 

is not limiting of the implementations. Thus, the operation and behavior of the systems and/or 

methods are described herein without reference to specific software code, it being understood 

that software and hardware can be designed to implement the systems and/or methods based 

on the description herein. 

 

[0024] FIG. 1 illustrates an exemplary environment 100 of an authentication system 103, 

which is configured to distribute cash via an e-commerce platform. Electronic Commerce 

(eCom or e-commerce) is a vast and transformative field of business mainly involved in the 

buying and selling of goods and services over the internet. In an embodiment, the environment 

100 comprises, without limitation, a cardholder device 101, the authentication system 103, a 

merchant server 105, an acquirer server 107, and an issuer server 109. The cardholder device 

101 may be associated with a cardholder. The cardholder may also be referred to as a user, 

account holder, or consumer. In some embodiments, the cardholder may be associated with 

one or more personal accounts and/or mobile devices. Various types of cardholder accounts 

include, without limiting to, a savings account, a credit account, a current account, a digital 

wallet, and a virtual payment account. Each of the cardholder accounts may be associated with 

an entity such as an individual person, a family, a commercial entity, a company, a corporation, 

a governmental entity, a non-profit organization, and the like. The cardholder device 101 and 

the authentication system 103 may be connected via a predefined communication network (not 

shown in FIG. 1). The authentication system 103 may be implemented in a variety of 

computing systems, such as a laptop computer, a desktop computer, a Personal Computer (PC), 
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a notebook, a smartphone, a tablet, e-book readers, a server, a network server, a cloud-based 

server and the like. In an embodiment, the authentication system 103 may be a dedicated server 

or may be a cloud-based server. 

 

[0025] In an embodiment, the acquirer server 107 and the issuer server 109 may also be 

connected via a predefined communication network. Such a communication network may 

include, without limitation, a direct interconnection, Local Area Network (LAN), Wide Area 

Network (WAN), wireless network (for example, using Wireless Application Protocol), the 

Internet, and the like.   

 

[0026] In an embodiment, the merchant server 105 may be associated with a 

merchant/merchant bank. The merchant server 105 operates as a server within the 

communication network, providing accessibility to a merchant and may be controlled by the 

merchant. The merchant server 105 includes an application program server device, which is 

responsible for executing the application program server module.  

 

[0027] In an embodiment, the acquirer server 107 may be associated with an acquirer, wherein 

the acquirer is a financial institution such as banks or other financial systems. These financial 

systems have established agreements with merchants to handle the reception and forwarding 

of purchase transaction authorizations and settlement requests on behalf of the merchants. The 

acquirer server 107 functions as a server within an acquirer financial institution maintaining 

the merchant’s account. 

 

[0028] In an embodiment, the issuer server 109 is a server installed at an issuer bank or a 

financial institution. The issuer bank or the financial institution is linked to one or more 

Automated Teller Machines (ATMs). When a user walks into the ATM, linked with the issuer 

bank, to withdraw cash from his/her user account, the ATM establishes communication with 

the issuer bank as soon as the user provides his/her user account credentials. Intelligence 

required to verify the user account and release the cash from the issuer bank is implemented in 

the issuer server. Typically, the user account is linked to a bank, for example, the issuer bank.  

[0029] Consider a scenario when a cardholder desires to purchase goods or items through an 

application or an e-commerce (eCom) platform, as an example. The cardholder initiates the 

purchase on the eCom platform using a cardholder device 101, by selecting products or 

services. For example, the cardholder places an order for goods valued at $10. According to 

the proposed method, the cardholder may also request an additional cashback amount, say $30 

8

DAVITULIANI et al.: CASH AT E-COMMERCE: METHOD FOR DISBURSING CASH TO A CARDHOLDER US

Published by Technical Disclosure Commons, 2024



 

8 

 

in cash along with the ordered goods. This specific cashback amount feature may be provided 

by the eCom platform. The total transaction amount sums up to $40. Thereafter, the cardholder 

device 101 transmits the order message, along with the cashback amount request, to the 

authentication system 103. The cashback amount is identified separately in the authentication 

system 103 and is a part of total authorization amount.  

 

[0030] In an embodiment, the authentication system 103 proceeds to authenticate the ordered 

goods along with the cashback amount request by a secure online payment protocol, such as 

three-domain secure (3DS) or through an on-device authentication (for example, fingerprint 

scan or facial recognition on the cardholder device 101). The authentication system 103 may 

forward the request to the merchant server 105 after successful authentication. The merchant 

server 105 may interact with the issuer server 109 via the acquirer server to 

validate/authenticate the cardholder’s credentials. The merchant server 105 facilitates informed 

authorization decisions for issuers and enables them to closely monitor the cash-related 

activities of their cardholders. Once the ordered goods and the cashback amount request are 

approved, merchant server 105 approves delivery of the goods and/or services to the 

cardholder. Subsequently, the ordered goods worth $10 and the $30 in cash, may be delivered 

to the cardholder. As a result, the cardholder receives the required cash along with the ordered 

goods in a secure and authenticated process, without having to visit the ATMs.  

 

[0031] In an embodiment, the “cash at e-commerce transaction service” allows the user to 

request cash at the time of making an online purchase of a product. The cash requested by the 

user may be delivered to the user by a courier service, along with the product purchased by the 

user. The following are the principles and rules: 

a. The cashback amount may be included in the specific field of the transaction and be 

less than the total amount of the transaction. 

b. Cash at e-commerce transactions may be processed in conjunction with an actual 

purchase. 

c. Cash at e-commerce transactions may be performed on all products. 

d. Cash at e-commerce transactions may be authorized through an online process to 

ensure security.  

e. Normal dispute resolution requirements apply to the purchase component of cash-back 

transactions. The purchase amount may be subjected to a chargeback in cases of valid 

reasons, such as damaged goods, according to the standard chargeback rules for 
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payment cards. However, the rules for cash-back chargebacks may vary depending on 

country-specific regulations or domestic frameworks and a few chargeback reasons are 

invalid for the cashback portion. 

 

[0032] In an embodiment, consider a scenario when a user disputes a transaction and 

chargeback is invalid for the cashback portion based on the following disputes. 

a. Dispute Condition 13.1: Merchandise/Services Not Received 

b. Dispute Condition 13. 3: Not as Described or Defective Merchandise/Services 

c. Dispute Condition 13. 4: Counterfeit Merchandise 

d. Dispute Condition 13. 5: Misrepresentation 

e. Dispute Condition 13. 6: Credit Not Processed 

f. Dispute Condition 13. 7: Cancelled Merchandise/Services. 

 

[0033] In an embodiment, dispute condition 13. 1 is triggered when the user claims that the 

ordered merchandise or services were not received by the expected date or merchandise was 

unavailable for pick-up. Dispute condition 13.3 is triggered when the merchandise or services 

are mismatched with the description on the transaction receipt at the time of purchase. Dispute 

condition 13.4 is triggered when the merchandise is identified as counterfeit by the owner of 

an authorized representative, a customs agency, or a neutral third-party expert. Dispute 

condition 13.5 is triggered when the user claims misrepresentation of sale terms. Dispute 

condition 13. 6 is triggered when the user is claiming that they received a credit or voided 

transaction receipt which has not been processed. Dispute condition 13.7 is triggered when the 

user is claiming that they returned merchandise or canceled services, however, the credit may 

not appear on the user’s transactions/statement of account. 

 

[0034] The following are safeguards for implementing “cash at e-commerce transaction” 

service.  

a. Cash at e-commerce transactions can be limited to a maximum disbursement amount 

which may be fixed per transaction and/or be cumulative/velocity limit, for example, 

US$100 per transaction not exceeding US$200 daily and US$1000 monthly velocity 

limit or local currency equivalent. However, a payment service (for example, VISA) 

may approve other higher or lower limits on a case-by-case basis. 

b. Cash at e-commerce may be implemented at any Merchant Category Code (MCC) 

except for High Brand Risk (HRB) merchants to maintain a certain level of security 

and control. 
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c. Cash at e-commerce transactions may be authorized through an online process to 

ensure security. As an example, such an online process may include, without limiting 

to, 3DS or Consumer Device Cardholder Verification Method (CDCVM). 

Additionally, the transaction may be authenticated with an Electronic Commerce 

Indicator (ECI) value set to ‘5’. That is, the issuer server 109 may authorize only a 

secure domestic e-commerce transaction with the ECI value is ‘5’. The ECI is a value 

used in the e-commerce transaction to indicate the transaction’s level of authentication 

and security. 

 

[0035] In an embodiment, the cashback amount may be uniquely identified in the authorization 

message and clearing message from the total transaction amount based on the rules and 

regulations associated with a purchase. The authorization and clearing messages include, 

without limiting to:  

a. Total transaction amount contains the sum of the purchase and cashback amounts. 

b. Cashback amount – transferred in separate field and may contain the details related to 

the cashback amount in the authorization or full financial request message. 

 

[0036] FIG. 2 illustrates an exemplary flow diagram of a method for disbursing cash on an e-

commerce platform, in accordance with some embodiments of the present disclosure. 

 

[0037] In an embodiment, at block 201, the method comprises initiating, by a cardholder device 

101, a transaction by ordering a product or service using an application or an e-commerce 

portal/website. The cardholder selects the desired goods/item and proceeds to the checkout and 

payment process. Thereafter, at block 203, the method comprises requesting an additional 

cashback amount along with the ordered product during the transaction. Subsequently, the 

method comprises authenticating the ordered product and cashback amount request at block 

205. The authentication system 103 may confirm the funds available in the cardholder’s 

account, verify the transaction details, and determine if the requested cashback amount is 

permissible based on the cardholder’s account and the merchant’s policies. The system 103 

may interact with the merchant server 105, and the issuer server 109 via the acquirer server 

107. The acquirer server 107 ensures that the funds are transferred to the merchant’s account 

via the merchant server 105. The cardholder authorizes the transaction using a secure online 

protocol or on-device authentication. Finally, the method comprises delivering the ordered 

product and the requested cash to the cardholder based on the authentication.  
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[0038] In an embodiment, an exemplary flow of Interchange Reimbursement Fee (IRF) is 

managed between the entities involved in a transaction which includes both a payment and 

cashback transaction as shown in FIG. 3. The IRF for the payment amount is paid by the 

acquirer 107 to the issuer server 109. The cashback IRF is paid by the issuer 109 to the acquirer 

107.  Consider a scenario when the user initiates the purchase, the acquirer pays a payment IRF 

to the issuer, wherein the payment IRF is typically calculated as a percentage of the purchase 

amount. For example, if the payment IRF rate is 1.5%, the acquirer may pay the issuer 1.5 

Georgian Lari (GEL) (1.5% out of 100 GEL) as a payment IRF for the purchase. Additionally, 

if the user requests 50 GEL in cashback, the issuer may pay a cashback IRF for example of 

0.15 GEL to the acquirer. Hence the total transaction amount is 150 GEL, which includes both 

the purchase (100 GEL) and the cashback amount (50 GEL) and the net IRF will be Payment 

IRF – Cashback IRF that is in this example 1.5GEL-0.15GEL=1.35GEL.  

 

Advantages of the present invention: 

[0039] In an embodiment, the method disclosed in the present disclosure simplifies the 

financial needs by delivering ordered goods and cash at the same time through a single 

transaction and in a secure and comfortable manner.  

 

[0040] In an embodiment, the method disclosed in the present disclosure reduces the need for 

cardholders to visit ATMs and additional ATM withdrawal fees.  

 

[0041] In an embodiment, the method disclosed in the present disclosure helps in 

authenticating the cardholder credentials and reducing the risk of fraudulent transactions.  

 

[0042] The described operations may be implemented as a method, system or article of 

manufacture using standard programming and/or engineering techniques to produce software, 

firmware, hardware, or any combination thereof. The described operations may be 

implemented as code maintained in a “non-transitory computer-readable medium”, where a 

processor may read and execute the code from the computer-readable medium. The processor 

is at least one of a microprocessor and a processor capable of processing and executing the 

queries. A non-transitory computer-readable medium may include media such as magnetic 

storage medium (e.g., hard disk drives, floppy disks, tape, etc.), optical storage (CD-ROMs, 

DVDs, optical disks, etc.), volatile and non-volatile memory devices (e.g., EEPROMs, ROMs, 

PROMs, RAMs, DRAMs, SRAMs, Flash Memory, firmware, programmable logic, etc.), etc. 
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Further, non-transitory computer-readable media may include all computer-readable media 

except for transitory. The code implementing the described operations may further be 

implemented in hardware logic (e.g., an integrated circuit chip, Programmable Gate Array 

(PGA), Application Specific Integrated Circuit (ASIC), etc.). 

 

[0043] The illustrated steps are set out to explain the exemplary embodiments shown, and it 

should be anticipated that ongoing technological development will change the manner in which 

particular functions are performed. These examples are presented herein for purposes of 

illustration, and not limitation. Further, the boundaries of the functional building blocks have 

been arbitrarily defined herein for the convenience of the description. Alternative boundaries 

can be defined so long as the specified functions and relationships thereof are appropriately 

performed. Alternatives (including equivalents, extensions, variations, deviations, etc., of those 

described herein) will be apparent to persons skilled in the relevant art(s) based on the teachings 

contained herein. Such alternatives fall within the scope and spirit of the disclosed 

embodiments. Also, the words "comprising," "having," "containing," and "including," and 

other similar forms are intended to be equivalent in meaning and be open ended in that an item 

or items following any one of these words is not meant to be an exhaustive listing of such item 

or items or meant to be limited to only the listed item or items. It must also be noted that as 

used herein, the singular forms “a,” “an,” and “the” include plural references unless the context 

clearly dictates otherwise. 

 

[0044] Furthermore, one or more computer-readable storage media may be utilized in 

implementing embodiments consistent with the present disclosure. A computer-readable 

storage medium refers to any type of physical memory on which information or data readable 

by a processor may be stored. Thus, a computer-readable storage medium may store 

instructions for execution by one or more processors, including instructions for causing the 

processor(s) to perform steps or stages consistent with the embodiments described herein. The 

term “computer-readable medium” should be understood to include tangible items and exclude 

carrier waves and transient signals, i.e., are non-transitory. Examples include Random Access 

Memory (RAM), Read-Only Memory (ROM), volatile memory, non-volatile memory, hard 

drives, CD ROMs, DVDs, flash drives, disks, and any other known physical storage media. 

 

[0045] Finally, the language used in the specification has been principally selected for 

readability and instructional purposes, and it may not have been selected to delineate or 
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circumscribe the inventive subject matter. Accordingly, the disclosure of the embodiments of 

the disclosure is intended to be illustrative, but not limiting, of the scope of the disclosure. 

 

[0046] With respect to the use of substantially any plural and/or singular terms herein, those 

having skill in the art can translate from the plural to the singular and/or from the singular to 

the plural as is appropriate to the context and/or application. The various singular/plural 

permutations may be expressly set forth herein for sake of clarity. 

 

 

14

DAVITULIANI et al.: CASH AT E-COMMERCE: METHOD FOR DISBURSING CASH TO A CARDHOLDER US

Published by Technical Disclosure Commons, 2024



 

14 

 

“CASH AT E-COMMERCE: METHOD FOR DISBURSING CASH TO A 

CARDHOLDER VIA AN E-COMMERCE PLATFORM” 

 

ABSTRACT 

 

The present disclosure relates to a method for disbursing cash to a cardholder using an e-

commerce platform. The present disclosure discloses a method of provisioning a user to initiate 

a transaction by ordering a product or service using an eCommerce application or a website. 

The user can also request an additional cashback amount along with the ordered product/service 

during the transaction. After successful authentication of the request, the ordered 

product/service and the requested cashback amount (i.e., the cash) are delivered to the user. 
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