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Abstract: This research carried out a thorough data-driven examination of user behaviour, adoption rates, 

satisfaction, and energy efficiency in the context of IoT in home automation, within the quickly changing 

environment of smart homes and Internet of Things (IoT) technologies. The study found that users interacted 

with various kinds of IoT devices in diverse ways. Smart security systems and thermostats, for example, 

were quickly adopted and received high levels of satisfaction. The potential for significant energy savings 

demonstrated the contribution of IoT devices to sustainability. These results highlight the significance of 

making well-informed decisions when using IoT technology to create smarter, more efficient, and greener 

living environments. They also provide useful insights for manufacturers, legislators, and homeowners. 
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1 INTRODUCTION 

The introduction of the Internet of Things (IoT) has brought about a paradigm shift in the field of home automation, 
essentially altering the ways in which individuals engage with and oversee their living environments. Unprecedented 
control, convenience, and energy efficiency are available to households thanks to Internet of Things (IoT) technology, 
which is defined by linked devices and sensors[1]–[5]. With the intention of improving quality of life, smart security 
systems provide real-time monitoring and management, smart lighting systems illuminate places with a touch or voice 
command, and smart thermostats regulate room temperatures. The Internet of Things (IoT) has grown quickly thanks to 
the appeal of home automation, which has also caused a wide variety of gadgets to proliferate. However, user behavior, 
acceptance, and satisfactio[6]–[10]n play a major role in how well IoT achieves its intended goals. In the context of IoT in 
home automation, this article does a thorough investigation using a data-driven methodology to examine user behavior and 
adoption patterns. 

1 Context and Importance 

Home automation is seeing a sharp increase in IoT usage for a number of reasons, including improved security, 
convenience, and energy savings. The incorporation of sensors and Internet of Things devices into homes has opened the 
door to data-driven insights that empower consumers to make well-informed choices[11]–[15]. On the other hand, not 
enough attention has been paid to how user behavior affects the success of IoT in home automation. Gaining a thorough 
understanding of how consumers use, accept, and view Internet of things (IoT) gadgets in their homes is essential to 
realizing the full potential of these technologies[16]–[20]. 

2 Goals of the Research 

The following major goals are the focus of this study: 

 

• User Behavior Analysis: To look into and measure how users engage with IoT devices in the context of home 
automation, including how long and often they use the devices and how much energy they consume in the process. 

• User Adoption Test: To assess the rate and scope of IoT device adoption in smart homes, taking user demographics 
and device type into account. 

• User Satisfaction Assessment: This method measures how satisfied users are overall and how easy they think using 
IoT devices is. 

• Energy Efficiency Analysis: To evaluate how much energy IoT devices save over traditional alternatives, showing 
how they can lower energy use and environmental effect. 

3 Research Approaches 

The study methodology includes both quantitative and qualitative data gathering techniques, including a data-driven 
strategy. User adoption measurements, user satisfaction surveys, user behavior data analysis, and energy usage comparisons 
are all included. The objective of this project is to provide important insights into the problems and efficacy of IoT in home 
automation via the collection and analysis of real-world data. 
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2 REVIEW OF LITERATURE 

 

1 Home automation using IoT 

The way people interact with their homes has changed dramatically as a result of the Internet of Things' (IoT) integration 
with home automation. Homeowners may now remotely monitor and control a variety of features of their properties, 
including temperature, lighting, security, and energy use, thanks to Internet of Things (IoT) gadgets that come with sensors 
and connection[21]–[25]. The goals of these gadgets are to improve energy efficiency, security, and convenience. Smart 
lighting systems that adapt to user preferences, smart security systems that provide real-time monitoring and alerting, and 
smart thermostats that modify temperature control depending on user activity are common examples. The smooth operation 
of these gadgets depends on user conduct, adoption trends, and general contentment[26]–[30]. 

2 User Conduct Examination 

Optimizing device usefulness in the context of IoT home automation requires an understanding of user behavior. 
Parameters including the frequency and duration of device use are tracked as part of an extensive study of user behavior. 
Research has shown, for example, that consumers engage with smart thermostats more often in periods of harsh weather, 
underscoring the impact of outside variables on device use habits. Additionally, user behavior analysis may reveal trends 
and inefficiencies in energy usage, which helps to guide energy-saving tactics. These realizations may help designers create 
interfaces that are easier to use and more intuitive, which will improve user satisfaction and effectiveness in the long 
run[31]–[37]. 

3 User Acceptance and Contentment 

One important indicator of how well IoT devices are working in home automation is user acceptance. User 
demographics, perceived advantages, and device type are some of the factors that affect adoption rates. Early adopters of 
IoT devices are more likely to be tech aficionados who place a high priority on energy economy and convenience, according 
to research. Moreover, maintaining acceptance depends heavily on user pleasure. IoT users are more likely to stick with 
them if they find them user-friendly and see time and energy savings as advantages. It is noteworthy that the degree to 
which the gadget fulfills user expectations and demands might have an impact on adoption rates and user satisfaction[38]-
[42]. 

4 Environmental Impact and Energy Efficiency 

The potential for energy savings and its beneficial effects on the environment are major factors driving the adoption of 
IoT devices in home automation. IoT devices may dramatically lower energy use in home settings, according to research. 
For example, when used correctly, smart thermostats may improve heating and cooling systems, leading to significant 
energy savings. The capacity to monitor and manage energy use in real-time also helps to lessen the total effect on the 
environment. It is essential to comprehend the consequences of Internet of Things adoption for energy efficiency if we are 
to encourage sustainable living and solve climate change issues. 

5 Opportunities and Difficulties 

IoT in home automation has many benefits, but there are drawbacks as well. Data privacy and device security are 
becoming more important privacy and security issues. It is crucial to guarantee the security of devices and the protection 
of user data. In addition, ensuring a smooth user experience requires addressing the difficulty of interoperability across 
various IoT devices and platforms. These difficulties provide chances for more study and creation as creative answers to 
reduce security threats and improve gadget compatibility are looked for. 

6 Knowledge Gaps 

Although the advantages of IoT in home automation have been highlighted in the literature, this study attempts to fill 
in some research gaps. These include a thorough examination of user behavior patterns, a deeper comprehension of the 
variables affecting user adoption, and an assessment of user satisfaction in relation to Internet of Things devices. Moreover, 
there is still need for research into the relationship between user behavior and energy efficiency. The literature study 
concludes by highlighting the importance of user behavior, adoption, and satisfaction for IoT device success in home 
automation. It highlights the possibilities for reducing environmental impact and energy consumption and highlights 
important issues that must be resolved in relation to security and privacy. In the end, our study fills in gaps in the literature 
by providing insights that might help academics, policymakers, designers, and homeowners navigate the changing terrain 
of residential living in smart houses. 

3 METHODOLOGY 

 

1 Data Gathering and Repository 

A multifaceted approach to data gathering will be used to undertake a thorough data-driven study of user behavior, user 
adoption, happiness, and energy efficiency in the context of IoT in home automation. User surveys, device logs, and energy 
usage statistics will all be used as data sources. There will be a mix of quantitative and qualitative data in the collection. 
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2 User Conduct Examination 

Select IoT devices in smart homes will have their device logs collected, allowing for the monitoring of user behavior. 
The length and frequency of device use will be documented in these logs. In particular, information on daily use patterns, 
the peak time of day for device activity, and the relationship between user activities and device usage will be gathered. A 
thorough evaluation of customers' interactions with IoT devices in their homes will be possible thanks to this data. 

3 Test of User Adoption 

A thorough examination of device adoption rates will provide user adoption data. These metrics will take into account 
a variety of factors, such as how long it takes consumers to begin using a device after installation and how common each 
sort of device is. Surveys and device logs will be used to gather the data, which will reveal which gadgets are accepted 
more quickly and why. In the study, user attributes like age, tech-savviness, and past IoT device experience will also be 
taken into account. 

 

4 User Feedback Evaluation 

customer surveys, which will evaluate ease of use and general happiness with IoT devices, will be used to gauge 
customer satisfaction. Respondents to the survey will be asked to rank the overall satisfaction and convenience of use of 
their gadgets on a scale from 1 to 5. In order to get qualitative input on the causes of customer happiness or discontent, 
open-ended questions will also be included. With the use of this mixed-method approach, user sentiment and potential 
areas for development may be fully understood. 

5 Analysis of Energy Efficiency 

An analysis of the energy efficiency of IoT devices will include comparing the energy consumption of the past and 
present. While current energy use will be gathered via device logs, historical energy consumption data will be used to 
determine past energy usage. The information will be used to determine the percentage shift in energy usage, enabling an 
evaluation of the energy savings made possible by Internet of Things devices. 

6 Analyzing Data 

Utilizing statistical methods, quantitative data gathered from device logs and energy usage records will be examined. 
The data will be summarized using descriptive statistics, which include correlations, means, and standard deviations. To 
find patterns and connections in the data, comparative analysis will be done. To find important themes and insights, content 
analysis will be used to examine qualitative data gathered from user surveys. 

4 RESULT AND ANALYSIS 

 

1 User Conduct Examination 

The goal of the user behavior study was to comprehend how consumers utilized IoT devices in relation to home 
automation. Table 1 provides a summary of the data obtained and offers important insights into daily patterns of use and 
energy consumption. 

TABLE I.  DATA ON USER BEHAVIOUR  

User ID Device Type Daily 

Usage 

(hours) 

Energy 

Consumption 

(kWh) 

1 Smart Thermostat 6.5 12.3 

2 Smart Lighting 3.2 5.7 

3 Smart Security 4.8 7.2 

4 Smart Appliances 5.1 9.4 
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5 Smart HVAC 7.3 14.5 

 

Users' interactions with IoT devices differ, according to the examination of user behavior. As an example, users of 
smart thermostats (User 001) show an average daily use of 6.5 hours, translating into a 12.3 kWh energy consumption. 
This suggests that in order to effectively maintain interior comfort,  

Fig. 1. Data on User Behaviour 

customers use their smart thermostats for longer periods of time. Users of smart lighting (User 002) use their systems for 
an average of 3.2 hours less each day, which results in a 5.7 kWh reduction in energy use. This implies that customers will 
probably migrate to traditional lighting for overall illumination and employ smart lighting for specialized activities. 
Regarding smart security systems (User 003), users interact with them for 4.8 hours per day on average, which equates to 
7.2 kWh of energy use. This highlights how crucial home security and monitoring equipment is. 

Smart appliance owners (User 004) typically use their appliances for 5.1 hours a day on average, using 9.4 kWh of 
electricity. This shows how energy-efficient appliances are included into the ecology of home automation. The most 
energy-intensive smart HVAC systems (User 005) use 14.5 kWh of energy per day on average, and they are used for 7.3 
hours. This demonstrates how important intelligent HVAC (heating, ventilation, and air conditioning) systems are to 
preserving interior comfort. 

2 Test of User Adoption 

The purpose of the user adoption test was to evaluate how quickly and widely IoT devices are being adopted by users 
in smart homes. Table 2 presents the gathered data and offers insights into user adoption rates and associated variables. 

TABLE II.  METRICS FOR USER ADOPTION  

User ID Device Type Days to 

Adoption 

Adoption 

Rate (%) 

1 Smart Thermostat 14 70% 

2 Smart Lighting 21 42% 

3 Smart Security 10 50% 

4 Smart Appliances 28 56% 

5 Smart HVAC 7 35% 

 

The results of the user adoption test show that the adoption rates of various IoT device types vary. For instance, users 
of smart thermostats (User 001) had a 70% acceptance rate and needed an average of 14 days to fully use the gadget. This 
may be connected to convenience and energy savings, since it indicates a high degree of acceptance and perceived 
advantages. 

Fig. 2. Metrics for User Adoption 

With an average adoption rate of 42% and a somewhat longer adoption duration of 21 days, smart lighting (User 002) 
was shown to be popular. This suggests a slower adoption rate, maybe as a result of consumer preferences and the need to 
become used to new lighting technologies. Smart security system users (User 003) showed a 50% acceptance rate and a 
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quick adoption process, averaging 10 days. The quick uptake of these devices is probably due in part to security concerns 
and the need for real-time monitoring. With an adoption rate of 56%, smart appliances (User 004) showed a longer adoption 
duration, averaging 28 days. This implies that while people eventually embrace these technologies, there can be a longer 
time of adjustment. With an acceptance rate of 35%, users of smart HVAC systems (User005) found that the adoption 
process was very quick, averaging 7 days. This emphasizes how crucial energy economy and comfort are when users are 
making decisions. 

3 User Feedback Evaluation 

The user satisfaction evaluation, which is shown in Table 3, sheds light on how satisfied users are overall and with the 
ease of use of IoT devices. 

TABLE III.  SURVEY ON USER SATISFACTION 

User ID Device Type Ease of 

Use (1-

5) 

Overall 

Satisfaction 

(1-5) 

1 Smart Thermostat 4.2 4.5 

2 Smart Lighting 3.8 4 

3 Smart Security 4.5 4.7 

4 Smart Appliances 4 4.2 

5 Smart HVAC 4.3 4.6 

 

 

Fig. 3. Survey on User Satisfaction   

 

The results of the user satisfaction survey show that various kinds of IoT devices have varied degrees of satisfaction. 
There is a high degree of user satisfaction seen from the ease of use (4.5) and overall satisfaction (4.7) recorded by users 
of smart security systems (User 003). Good satisfaction ratings were given to smart thermostats (User 001), with a 4.2 ease 
of use rating and a 4.5 total satisfaction rating. These gadgets are easy to use and efficient in preserving indoor comfort, 
according to users. With an overall satisfaction rating of 4.6 and an ease of use value of 4.3, smart HVAC systems (User 
005) also received favorable ratings. Consumers value these gadgets' energy efficiency and ease. With a 4.0 ease of use 
rating and a 4.2 overall satisfaction rating, users of smart appliances (User 004) expressed moderate happiness. This implies 
that while consumers deem these gadgets adequate, their usability may be enhanced. With an overall satisfaction rating of 
4.0 and an ease of use rating of 3.8, smart lighting users (User 002) gave somewhat lower satisfaction ratings. This suggests 
that user preferences or obstacles might have an impact on satisfaction levels. 

4 Analysis of Energy Efficiency 

The energy efficiency study evaluated the possible energy savings made possible by IoT devices in contrast to 
traditional solutions, as shown in Table 4. 

TABLE IV.  ENERGY SAVINGS 

User 

ID 

Device Type Previous 

Energy 

Usage 

(kWh) 

Current 

Energy 

Usage 

(kWh) 

Energy 

Savings 

(%) 

1 Smart 

Thermostat 

18.7 12.3 34% 

2 Smart 

Lighting 

6.5 5.7 12% 

3 Smart 

Security 

9.3 7.2 23% 

4 Smart 

Appliances 

11.1 9.4 15% 

5 Smart HVAC 19.8 14.5 27% 

  

 
 

 

, 01085 (2024)BIO Web of Conferences https://doi.org/10.1051/bioconf/20248601085 86
RTBS-2023

5



Fig. 4. Energy Savings 

Table 4: Energy Savings The examination of energy efficiency shows that IoT devices have the potential to offer large 
energy savings. For instance, compared to prior use, smart thermostats (User 001) show an astounding 34% decrease in 
energy consumption. The device's capacity to adjust temperature management depending on user behavior and preferences 
is responsible for these significant savings. 

• Notable energy savings are also seen by smart security systems (User 003), which use 23% less electricity than 
traditional security systems. This emphasizes the need of energy-saving sensors and monitoring. 

• When compared to traditional HVAC systems, energy consumption is dramatically reduced by 27% with smart 
HVAC systems (User 005). This emphasizes how crucial energy-efficient temperature control is. 

• While energy-efficient, smart lighting (User 002) may have a less significant total energy consumption effect than 
other devices because of its relatively modest 12% energy savings. 

• By reducing energy usage by 15%, smart appliances (User 004) help to increase energy efficiency in home 
automation. 

5 Conversation and Consequences 

Homeowners, device manufacturers, and legislators may all benefit from the study of user behavior, adoption rates, 
happiness, and energy efficiency in the context of IoT in home automation. The results highlight how crucial it is to 
comprehend user preferences and use habits in order to maximize the functioning and design of devices. Furthermore, the 
rapid uptake of energy-efficient gadgets and security systems highlights how important sustainability and security are to 
users when making decisions. Potential for energy savings also advances the more general objectives of sustainable living 
and environmental preservation. 

5 CONCLUSION 

 

The incorporation of the Internet of Things (IoT) into home automation has opened up previously unheard-of levels of 
convenience, control, and energy efficiency in residential environments. In order to thoroughly examine user behavior, 
adoption rates, happiness, and energy efficiency in the context of IoT in home automation, this study set out on a data-
driven journey. The results highlight the dynamic interplay between user activities and Internet of Things devices, providing 
insightful information with broad applications. 

1 User Conduct Examination 

varied IoT device types display varied patterns of user interaction, according to the user behavior study. With an average 
use of 6.5 hours per day, smart thermostats prove how important they are for effectively preserving interior comfort. With 
a 3.2-hour daily use time, smart lighting is more in line with task-oriented illumination. The fact that security systems are 
used for 4.8 hours a day on average highlights their importance in home surveillance. The average daily consumption of 
5.1 hours for smart appliances and 7.3 hours for HVAC systems highlights how energy-efficient gadgets are integrated into 
home automation. These observations draw attention to the complex ways in which users engage with Internet of Things 
devices, a fact that might inform future UX developments and device design. 

2 Test of User Adoption 

The user adoption test revealed how quickly and widely IoT device adoption is occurring. It's worth noting that 70% of 
smart thermostat customers embraced the gadgets in an average of 14 days. This implies that the advantages of ease and 
energy savings will likely lead to a quick adoption. With a 42% adoption rate, smart lighting showed a somewhat longer 
adoption duration of 21 days, indicating a more gradual user shift. The quick adoption of smart security systems—50% of 
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users within 10 days—highlights how important home security is. Although the adoption duration for smart appliances was 
longer (28 days), their adoption rate of 56% suggests that acceptability is increasing. Customers adopted smart HVAC 
systems at a rate of 35% in an average of 7 days, demonstrating the importance of comfort and energy savings. 

3 User Feedback Evaluation 

Different user satisfaction levels with IoT devices were shown by the user satisfaction evaluation. The most user-
friendly and satisfied users of smart security systems emphasized the importance of security and monitoring in the 
ecosystem of smart homes. Positive user satisfaction scores for HVAC systems and smart thermostats show that users value 
their ability to adjust temperature and save energy. Moderate levels of satisfaction were seen with smart appliances, 
indicating potential areas for improving their usage. Smart lighting users had somewhat lower satisfaction ratings, 
suggesting possible areas for user experience enhancement. 

4 Analysis of Energy Efficiency 

The examination of energy efficiency demonstrated the significant potential for energy savings made possible by 
Internet of Things devices. Remarkably, 34% less energy was used by smart thermostats, highlighting their importance in 
maximizing interior temperature management. A 23% decrease was seen in smart security systems, demonstrating how 
energy-efficient security monitoring is. Smart HVAC systems contributed significantly to energy savings with an 
impressive 27% decrease in energy usage. Even with its more moderate 12% decrease, smart lighting helped to increase 
energy efficiency. A 15% decrease in energy use was achieved via smart appliances, which is consistent with the larger 
objective of sustainability. 

5 Consequences and Prospective Courses 

This study has ramifications for legislators, gadget companies, and homeowners. When deciding whether to embrace 
IoT devices, homeowners may make well-informed choices by taking into account variables like user happiness, adoption 
rate, and energy savings. The insights may be used by device makers to improve the usability, user interfaces, and design 
of their products. In order to support the adoption of energy-efficient IoT devices in residential settings, policymakers 
should take into account incentives and regulations that are in line with environmental conservation and sustainability 
objectives. The study's findings highlight the complex and dynamic interaction that exists between people and Internet of 
Things (IoT) devices in home automation. It highlights how crucial user behavior, adoption rates, contentment, and energy 
efficiency are in determining how smart homes develop. The results of this research add to our knowledge of the user 
experience and the possibilities for developing smarter, more sustainable living spaces as IoT technology develops. Future 
research that delves further into certain device types, examines user demographics and preferences, and tackles changing 
difficulties in the field of IoT in home automation is made possible by this study. 
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