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A B S T R A C T

Blockchain technology has garnered significant attention in recent years, prompting researchers, entrepreneurs,
and businesses to seek viable ways to validate the application of blockchain within their specific use cases.
Blockchain decision schemes (BDSs) can assist in this decision-making process, offering a potentially more
cost-effective alternative to domain experts.

Flow chart blockchain decision schemes (FC-BDSs) constitute 77.5% of all BDSs, and this paper system-
atically reviews these by standardising and aggregating the most prominent schemes into an open-source
package. Central to our approach is the definition of an FC-BDS as a directed acyclic graph (DAG). Upon
this mathematical foundation, we engage in a meticulous exploration and analysis of various elements within
FC-BDSs.

We present an in-depth analysis of the structure of FC-BDSs, exploring features such as vertex count,
question categorisation, and outcome distribution. Notably, the majority of FC-BDS questions ask about
data and participation (34.1%) above other domains such as security (18.6%) and performance (10.8%).
Observations regarding outcomes shows an overall balance in suggesting the usage or avoidance of blockchains;
however, there is a discrepancy between the average questions required to reach these outcomes, revealing
potential biases within schemes.

Further analysis using similarity metrics (based on both structural and semantic features) identifies
significant overlaps between FC-BDSs, with some schemes showing over 90% similarity. These observations
could be attributed to a more informal publishing routine for FC-BDSs, and help trace the evolution of FC-BDSs
over time.

The insights drawn from this research provide valuable insights into the broader BDSs landscape, and stand
to make significant strides towards the standardisation of FC-BDSs, thereby promoting a more coherent and
effective utilisation of these decision-making tools in the realm of blockchain technology application.
1. Introduction

1.1. Background

Blockchain technology has gained significant attention in recent
years, showing promise in various industries through its potential
to improve transparency, security, and efficiency. Fig. 1 depicts the
frequency of Google searches for the term ‘‘blockchain’’ from January
2009 (the Bitcoin genesis block) to July 2023. Although prominent
spikes of interest are observed during the late 2017, 2021, and 2022
periods, a decline in interest can be discerned after 2022. However,
a steady level of interest in the term continues to persist. In light of
this interest, businesses, entrepreneurs, and other potential blockchain
users face the decision whether or not to adopt this technology for their
specific use cases. To aid in this decision-making process, numerous

∗ Corresponding author.
E-mail address: j.d.preece@bham.ac.uk (J.D. Preece).

BDSs have been developed to provide a structured and comprehensive
approach to making a selection.

BDSs exist to help potential blockchain users objectively evalu-
ate the appropriateness and feasibility of implementing blockchain
technology within their domain. They reduce costs and reliance on
domain-specific experts by offering an easily applicable method to
make informed decisions. By using a BDS, users can efficiently de-
termine whether it is advantageous to proceed with blockchain-based
solutions or seek alternative options.

There are three general categories of BDS in existence:

• artificial intelligence blockchain decision schemes (AI-BDSs);
• FC-BDSs;
• scored blockchain decision schemes (S-BDSs).
vailable online 15 January 2024
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Acronyms

AI artificial intelligence
AI-BDS artificial intelligence blockchain decision scheme
BDS blockchain decision scheme
CSV comma-separated values
DAG directed acyclic graph
DSA domain score array
FC-BDS flow chart blockchain decision scheme
GenAI generative artificial intelligence
ISA individual score array
KDE kernel density estimate
MoBS Model of Blockchain Suitability
NLP natural language processing
S-BDS scored blockchain decision scheme

Fig. 1. Interest in the term ‘‘blockchain’’ on Google Search alongside the price of
Bitcoin.

FC-BDSs are typically presented as flowcharts, while S-BDSs, often for-
mulated as questionnaires, return a score providing user feedback. AI-
BDSs, on the other hand, leverage artificial intelligence (AI) techniques
to determine the appropriateness of blockchain usage.

Table 1 catalogues all relevant BDSs that currently exist in the field.
The inception of interest in BDSs can be traced back to November
2015 [1], and since then, the number of BDSs has grown steadily. Fig. 2
depicts this growth and presents a chronological representation of the
increase in the number of BDSs.

Fig. 2(a) provides a breakdown of BDS quantities by type over time,
with AI-BDSs, FC-BDSs, and S-BDSs distinctly charted. It is evident
from this representation that FC-BDSs constitute the majority of all
BDSs (77.5%), followed by S-BDSs (20%), and AI-BDSs comprising the
smallest group (2.5%). We observe the most notable surge in growth
occurring in 2017, a period marked by an intensified wave of interest
in blockchain technology due to the sharp rise in the price of Bitcoin.

Fig. 2(b), on the other hand, represents a separated count of pub-
lished1 versus unpublished BDSs over the same period. It is clear that
the majority of early BDSs were unpublished, likely due to an initial
spike in interest and the necessity for efficient turnarounds. However,
over time, the balance between unpublished and published BDSs has
levelled out to almost equal proportions; 47.5% remain unpublished
while 52.5% have been published. This evolution may be associated
with the considerable time required to carry out peer review processes
and other official publication procedures.

1 We define published as a BDSs that has undergone a form of peer review.
2

Table 1
A list of prominent BDSs, illustrating unpublished and
published schemes.

Model Type Reference Date

Greenspan S [1] 11-2015
Lewis FC [2] 01-2016
Birch FC [3] 06-2016
Gardner FC [4] 07-2016
PwC S [5] 07-2016
IBM FC [4] 08-2016
Meunier S [4] 08-2016
Nandwani FC [6] 08-2016
Suichies FC [7] 09-2016
Quindazzi FC [8] 10-2016
Verslype FC [9] 01-2017
Lin (Social) FC [10] 07-2017
Lin (Technical) FC [10] 07-2017
Mueller FC [11] 07-2017
Maull FC [12] 09-2017
Peck FC [13] 10-2017
Broadcom FC [14] 11-2017
Hyperledger FC [15] 11-2017
Lixar FC [16] 11-2017
Lo FC [17] 11-2017
VerifiedICOs FC [18] 11-2017
Klein S [19] 02-2018
Pahl FC [20] 03-2018
BestofICOs FC [21] 04-2018
Mulligan FC [22] 04-2018
Lapointe S [23] 06-2018
Wüst FC [24] 06-2018
Chowdhury FC [25] 09-2018
Koens FC [26] 09-2018
Casino S [27] 03-2019
Pedersen FC [28] 06-2019
Yaga FC [29] 06-2019
Gourisetti S [30] 09-2019
CompTIA FC [31] 11-2019
Schletz FC [32] 05-2020
Preece S [33] 09-2020
Abdo AI [34] 10-2020
El Madhoun FC [35] 11-2020
Hassija FC [36] 07-2021
Chand FC [37] 02-2022

1.1.1. Artificial Intelligence Blockchain Decision Schemes
Currently, only one AI-BDSs exists. Abdo and Zeadally [34] identify

a fundamental limitation in existing schemes, stating that "all existing
schemes share a main drawback that the user is limited to a predefined
set of answers without having the capacity to fine-grain his prefer-
ences in addition to per scheme-specific drawbacks". In response to
these drawbacks, their paper proposes the introduction of a neural
network-based decision scheme. This innovative approach offers users
an advanced decision-support tool, enabling them to detail proportional
weights between characteristics. This innovation unlocks potential to
resolve the drawbacks inherent to other existing schemes.

The notion of using generative artificial intelligence (GenAI) in
decision-making processes poses tremendous potential. Yet, to date,
this concept has not been exhaustively explored. The ongoing lack of
in-depth scrutiny in this area presents numerous untapped opportu-
nities for innovation and refinement within the domain of BDSs. Our
investigations and insights concerning the application of GenAI and its
role in shaping future BDSs decision-making processes will be further
elaborated in Section 7.2 of this paper.

1.1.2. Flow chart blockchain decision schemes
Among BDSs, FC-BDSs stand out as the predominant category due

to their intuitive visual representation and step-by-step nature, which
simplifies the decision-making process for users.

What is notable about many of these FC-BDSs is their unconven-

tional publication platforms. Instead of traditional academic journals,



Telematics and Informatics Reports 13 (2024) 100115J.D. Preece and J.M. Easton
Fig. 2. Number of BDSs over time.

they primarily feature on websites [2,9,14–16,21,31,37,38], social me-
dia platforms such as LinkedIn [6] and X (formerly Twitter) [8,39], and
blogging platforms like Medium [4,7,11,18]. Birch et al. [3] is credited
with the pioneering academic publication of an FC-BDS.

Among the academic contributions, the work by Wust and Gervais
[24] is one of the most frequently cited. Their paper – suitably titled
‘‘Do You Need a Blockchain’’ – traverses into a deep exploration of
the necessity of blockchain. They analyse the properties of different
blockchain types (i.e., permissioned and permissionless), contrasting
these with centrally managed databases. With three use cases including
supply chain management, interbank and international payments, and
decentralised autonomous organisations, they argue the need and type
of blockchain appropriate for specific applications.

It is vital to note that some FC-BDSs bear striking similarities to
others, either by republication, minor amendment, or in possibly in
certain instances, plagiarism. This aspect will be further examined in
Section 6 of this paper, where we explore scheme similarities.

1.1.3. Scored Blockchain Decision Schemes
One of the most comprehensive collections of BDSs is curated

by Meunier [4]. While simultaneously maintaining an up-to-date
Medium article with an array of FC-BDSs, Meunier also contributes
their own S-BDS to the field, condensing their own findings of analysing
FC-BDSs into a single scheme. This scheme is towards the more sim-
plistic end of S-BDSs, asking users to tick checkboxes, and tallying the
results. A higher score indicates a higher likelihood that blockchain is
a useful technology for the use case.

Preece [33] identifies potential biases inherent in FC-BDSs stem-
ming from their structural and flow characteristics. To counteract these
biases, Preece [33] introduces the Model of Blockchain Suitability
(MoBS). This model prompts the user with ten questions, each present-
ing a set of optional answers. Upon the user’s input, MoBS compiles
3

two different score arrays. The first one, the individual score array
(ISA), generates three scores out of 100, representing a percentage
indicative of the suitability of private blockchain, public blockchain,
and alternative technologies relative to the user’s specific response. The
second, the domain score array (DSA), offers three similar scores that
reflect how well-suited the three options are within the larger domain
under consideration.

In a separate development, Gourisetti et al. [30] puts forth a S-BDS
that is systematically compartmentalised into five domains, 18 sub-
domains, and approximately 100 controls. This comprehensive S-BDS
is engineered to digest elaborate user requirements and to execute a
weighted evaluation rooted in mathematical constructs, thus ascertain-
ing the most fitting combination of blockchain for a given application.
In addition to detailing the core logical structure of the S-BDS, the paper
demonstrates the effectiveness of the S-BDS by elucidating its operation
through two practical use cases.

1.1.4. Previous analysis
Koens and Poll [26] offers a comprehensive analysis of both FC-

BDSs and S-BDSs. Their methodology evaluates the number of end
states and the outcomes suggested by different FC-BDSs (i.e. use
blockchain, avoid blockchain, or utilise specific technologies within
these categories). Furthermore, they highlight inconsistencies among
various schemes and propose a new scheme based on their findings.
Our methodological framework draws inspiration from this approach,
with the addition of a focus on structures and semantics from a
computational perspective.

1.2. Aims and objectives

As previously identified, FC-BDSs make up the majority of schemes.
Despite the abundance of FC-BDSs available, there remains a noticeable
lack of an aggregated source that compiles these models in a single and
easily accessible location. This paper addresses this gap by introducing
an open-source Python package that consolidates various FC-BDSs into
a single cohesive resource. Additionally, this article includes a com-
parative analysis of FC-BDSs to evaluate their robustness and relative
effectiveness. By unifying various FC-BDSs models in one place and
performing a thorough evaluation of their performance, this article
offers a valuable resource to researchers and organisations looking at
blockchain technology and BDSs. The integration of AI-BDSs and S-
BDSs is beyond the scope of this paper, and remains a potential area of
future research.

1.3. Paper structure

This paper is divided into seven sections (including this introduc-
tion, Section 1):

• Section 2 details our methodology for standardising FC-BDSs
into a singular, comprehensive definition (both qualitatively and
quantitatively), providing a uniform framework for evaluating
and comparing different FC-BDSs;

• Section 3 discusses how we aggregate all FC-BDSs under the afore-
mentioned standardisation into an open-source Python package,
enabling simplified accessibility and facilitating a wider usage of
these decision schemes within the developer community;

• Section 4 delves into a detailed analysis of the vertices of FC-BDSs,
comprehensively discussing the relevance and implications of the
outcomes derived from this analysis;

• Section 5 provides a thorough analysis of the paths of FC-BDSs,
exploring the relevancy of the results and highlighting the pivotal
role of paths within the decision-making process of the FC-BDSs;

• Section 6 offers a comparative study between all the FC-BDSs,
shedding light on the similarities and differences between the var-
ious schemes, and ultimately contributing to our understanding of

the wider landscape of BDSs;
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• Section 7 concludes the paper by reviewing the results and dis-
cussing their broader implications, and suggesting potential di-
rections for future research, offering a prospectus for continued
work in this compelling and rapidly developing area.

. Standardisation: Defining a Flow Chart Blockchain Decision
cheme

An FC-BDS is an effective visual tool that facilitates decision-making
y providing users with a structured, sequential, and logical set of
uestions to determine the suitability of blockchain for their use case.
owever, existing FC-BDSs have been developed separately without
ny standardisation. To proceed with aggregation and analysis, we
ust agree on a structural definition of a FC-BDS. For the interest

f readers of multiple fields who may find interest in this paper, we
rovide both a qualitative and mathematical definition of FC-BDSs in
ections 2.1 and 2.2 respectively.

.1. Qualitative definition

Consider Fig. 3. Here we see a toy FC-BDS consisting of a variety
f elements: five vertices (three question vertices and two outcome
ertices), and six edges. The definitions for these elements are as
ollows:

ertex An element within the flow chart that represents a question or
outcome. There are two types of vertex: question vertices and
outcome vertices.

Question vertex A question presented to the user.

Outcome vertex A vertex that terminates the flow chart and
makes a suggestion to the user, either indicating the adop-
tion or rejection of blockchain technology, or, in some
cases, specifying which types of blockchain are most suit-
able for the user’s objectives.

dges A connection between vertices within a FC-BDS, denoting the
relationship or transition between question vertices and out-
come vertices

t each question vertex, the user must decide which edge more appro-
riately aligns with their response. Upon making a decision, the user
ill be instructed to another question vertex to continue the process,
r an outcome vertex to finish the process and reach a suggestion from
he FC-BDS. By navigating through the vertices via the edges, users
an make informed decisions on the appropriate use of blockchain
echnology within their projects.

.2. Mathematical definition

An FC-BDS can be mathematically represented as a DAG. A DAG is
graph that has a finite number of vertices and edges, with each edge
irected from one vertex to another. The graph must be acyclic, which
eans that there are no cycles within the graph, ensuring that users

ventually reach an outcome. Formally, an FC-BDS is a DAG 𝐺 such
hat

= (𝑉 ,𝐸), (1)

here 𝑉 is the finite set of question vertices 𝑄 = {𝑞1, 𝑞2,… , 𝑞𝑛} and
utcome vertices 𝑂 = {𝑜1, 𝑜2,… , 𝑜𝑛} such that

= (𝑄,𝑂), (2)

nd 𝐸 is a finite set of directed edges such that

= (𝑣 , 𝑣 )|𝑣 , 𝑣 ∈ 𝑉 ∧ 𝑖 ≠ 𝑗. (3)
4

𝑖 𝑗 𝑖 𝑗
Fig. 3. A toy FC-BDS, with question vertices, outcome vertices, and edges connected
them.

3. Aggregation: An open-source package

In order to aggregate the FC-BDSs into a single source for usage and
analysis, we built an open-source package in the Python programming
language. Section 3.1 offers a concise overview of the Python package
architecture. Subsequently, Section 3.2 delves into the construction
process of the package from a CSV file and elucidates how question
vertices are classified into respective categories. Finally, Section 3.3
provides a summary of the topics covered.

3.1. Architecture

The architecture of the package is simplistic, with two main classes,
described as follows:

FlowChart Each FC-BDS is an instance of the FlowChart class.
Within this class, the package creates two representations of the
FC-BDS:

Tabular version This representation utilises the Pandas library
and stores the FC-BDS data as a DataFrame.

Graph version This representation of the FC-BDS is created
using the NetworkX library, which stores the FC-BDS as
a DiGraph.

FlowChartCollection This class stores the entire collection of
FC-BDS objects, facilitating easier aggregated analysis by pro-
viding utility methods for operating on the set of FlowChart
instances.

3.2. Process

The process of building the package consists of three steps:

1. Ingesting a comma-separated values (CSV) file detailing the
structure and content of each FC-BDS.
Table 2 provides an example CSV construction for the toy ex-
ample of Fig. 3. Each row of the CSV describes one vertex of a

FC-BDS. There are eight columns:
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Table 2
An example CSV file, representing the toy FC-BDS in Fig. 3.

Blockchain
decision scheme

Vertex type Vertex ID Vertex label Edge A label Edge A Next
Vertex ID

Edge B label Edge B Next
Vertex ID

Toy Question 1 Question 1 Yes A No 2
Toy Question 2 Question 2 Yes B No 3
Toy Question 3 Question 3 Yes A No B
Toy Outcome A Avoid Blockchain – – – –
Toy Outcome B Use Blockchain – – – –
Blockchain Decision Scheme The name of the FC-BDS.

Vertex Type Whether the vertex is a question vertex or an
outcome vertex.

Vertex ID The unique identifier for the vertex. Typically, this is
a numeric value for a question vertex, and a letter for an
outcome vertex.

Vertex Label The label associated with the vertex. Disregard-
ing the toy example, this value is expected to be in the
form of a question or statement e.g. ‘‘Do you require
transparency?’’

Edge 𝑥 Label The label of the first edge from the question ver-
tex. This will usually take the value of ‘‘yes’’ or ‘‘no’’, but
may be more verbose depending on the question vertex
label.

Edge 𝑥 Next Vertex ID The vertex ID of the vertex that leads
to this edge.

We note that although most vertices have two edges, some FC-
BDSs offer vertices that have three edges. As such, there is the
possibility to have columns for up to three Edge Label and Edge
Next Vertex ID.

2. Classifying the question vertices labels into attributes.
Each question vertex contains a label that represents the ques-
tion or statement that the user needs to respond to. For this
analysis, we sought to classify the labels according to the five
domains proposed by Gourisetti et al. [30], which Table 3 de-
scribes. There are 92 pre-classified questions from Gourisetti
et al. [30].
To achieve this classification, we leverage the power of natural
language processing (NLP) using the SentenceTransformer
class from the HuggingFace library. The process is as follows:

(a) Encode both the question vertices labels and the questions
from Gourisetti et al. [30]. SentenceTransformer,
based on the bert-base-nli-mean-tokens model,
was used to generate embeddings for both the question
vertex labels and the Gourisetti et al. [30] questions.

(b) Compute a similarity matrix between each question ver-
tex and each Gourisetti et al. [30] question. The co-
sine_similarity function from the sklearn library
was then applied to compute the similarity between the
generated embeddings, returning a score between 0 and
1, where 1 is identical.

(c) Per question vertex, extract the domain of the Gourisetti
et al. [30] question with the greatest similarity.

3. Constructing the FlowChart instances.

3.3. Summary

This Python package provides both tabular and graphical represen-
tations of each FC-BDS, allowing users to access, interact with, and
analyse the models in a streamlined and standardised manner. Its open-
source nature encourages continuous development and improvement,
fostering a collaborative environment for researchers and businesses
5

F

Table 3
The attributes and domains from Gourisetti et al. [30].

Domain Attributes Questions

Data and Participation Data Attributes 5
Authority Nodes 2
Readers and Writers 5
Reader and Writer Characteristics 5

17

Performance and Efficiency System Performance 5
Expandability Attributes 5
Market Design 5

15

Security Governance 3
Security Activities 6
Access Control 4

13

Technical Attributes Codebase and Networks 8
Smart Contracts 3
Transaction Constraints 5
Transaction Processes 6
Miners and Consensus 13

35

Trust Parameters Visibility 4
Integrity 3
Validation 5

12

92

alike. By simplifying the analysis and implementation of FC-BDSs,
this package effectively guides users in making informed decisions
regarding the adoption and selection of suitable blockchain technolo-
gies, serving as a valuable resource for businesses and researchers
aiming to leverage and build upon existing models and streamline
decision-making processes.

4. Vertex analysis

This section offers an in-depth analysis of the vertices found within
the FC-BDSs, examining various aspects of their structure and compo-
sition. Section 4.1 delves into vertex counts by exploring the number
of question vertices and outcome vertices present in each model and
using box plots to display the median and percentiles, providing in-
formation on their distribution. In Section 4.2, the focus shifts to the
composition of the domain of the question vertex, assessing how the
question vertices in each model are classified according to the domains
outlined in Table 3, and presenting an aggregated view of all the models
combined for a comprehensive perspective. Section 4.3 introduces a
word cloud as a text visualisation tool to illustrate the terms found most
frequently within the question vertex labels, helping to understand the
major themes and concerns that influence blockchain decision-making
processes. Finally, Section 4.4 summarises the findings.

4.1. Vertex counts

The vertex count |𝑉 | is the total number of vertices in the FC-BDS.

ig. 4 presents a count plot for both question vertices and outcome
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Fig. 4. Count plot for question vertices and outcome vertices against all FC-BDSs.

vertices across all FC-BDSs, illustrating that every model possesses a
larger or equal number of question vertices to outcome vertices, as
anticipated. Fig. 4 also provides two box plots that aggregates this data
for all models, categorising them by question vertices and outcome
vertices. This data reveals that the average number of question and
outcomes vertices is eight and four respectively, indicating a range
of questions and potential outcomes beyond just binary options like
‘‘avoid blockchain’’ and ‘‘use blockchain’’. These diverse outcomes and
their implications are further explored in Section 5.

4.2. Question vertex domain composition

Fig. 5 displays a bar plot of the question vertex domain composition
per FC-BDS. The pie plot complements this by aggregating question
vertices from all models to showcase the overall composition. The data
reveals that the Data and Participation category constitutes more than a
third of all question vertices, followed by Technical Attributes, Security,
Performance and Efficiency, and Trust Parameters. These results imply
that the most critical factors in blockchain decision-making processes
gravitate around Data and Participation, as well as Technical Attributes,
emphasising the importance of these domains when designing and eval-
uating FC-BDS models. This information also signifies potential areas of
focus for future research and development in blockchain technology to
address users’ priorities and concerns effectively.

4.3. Question vertex label wordcloud

Fig. 6 presents a word cloud containing the cleaned text (with
stopwords removed) from the labels of all question vertices, offering
6

Fig. 5. Bar plot of question vertex domain composition (Data and Participation,
Performance and Efficiency, Security, Technical Attributes, and Trust Parameters) per
FC-BDS.

Fig. 6. Wordcloud of all question vertex label text.

a visual representation of their most frequently occurring words. The
term ‘‘need’’ stands out as the most prominent, followed by other
notable keywords such as ‘‘blockchain’’, ‘‘transaction’’, ‘‘data’’, and
‘‘public’’. These findings imply that the decision-making processes in
the context of blockchain technology revolve around the identification
of specific needs, types of data and transactions, and whether or not to
utilise public blockchains. Consequently, this highlights the importance
of understanding the specific requirements, data handling, and privacy
preferences of users when designing and evaluating blockchain decision
models or when implementing blockchain-based systems.
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4.4. Summary

In this section, we have presented an exhaustive examination of
the vertices, incorporating both the question and outcome aspects.
Our analysis covered multiple dimensions including vertex counts, the
composition of question vertex categories, and a presentation of these
findings through a wordcloud. These results offer significant value in
gaining insights into the major themes encompassing the queries posed
in each FC-BDS. This reflective understanding allows us to discern what
exactly these FC-BDSs are prompting from their users, thereby further
enhancing our understanding of their functionalities and applications.

5. Path analysis

This section presents an in-depth path analysis of the FC-BDSs.
These schemes, when represented as DAGs, define a path 𝑝 as a series
of question vertices culminating into an outcome vertex such that

𝑝𝑖,𝑗 = {𝑞1, 𝑞2,… , 𝑞𝑛, 𝑜𝑖}, (4)

where 𝑖 is a FC-BDS and 𝑗 is a unique path within that FC-BDS. In total,
a single scheme will have 𝑛 paths such that

𝑖 = {𝑝𝑖,1, 𝑝𝑖,2,… , 𝑝𝑖,𝑛}, (5)

ualitatively speaking, a path reflects a particular chain of questions
eading to a specific outcome.

Ensuring an exhaustive exploration of the decision space, we un-
ertake extensive evaluation of every possible path 𝑃 = {𝑃1, 𝑃2,… , 𝑃𝑛}
hat can potentially exist across all FC-BDSs. Section 5.1 delves into
he counts of paths for each model, followed by Section 5.2 which
xamines the average path lengths for each model. Section 5.3 further
nvestigates the outcomes of paths and the composition of different out-
omes per model. Lastly, Section 5.4 rounds up with a comprehensive
ummary of the findings.

.1. Path counts

Path count |𝑃𝑖| refers to the total number of possible paths for
BDS 𝑖. Fig. 7 illustrates a count plot of path counts for each FC-

DS, paired with a box plot to aggregate these path counts across
ll schemes. It clearly indicates that the majority of FC-BDSs tend to
ffer between seven and 15 paths, with an average of nine possible
aths. However, there is notable variation, with certain FC-BDSs like
he CompTIA model with as many as 42 possible paths.

The proliferation of potential paths in an FC-BDS is a signifier of
ts complexity. Here, complexity is not about the vertex count |𝑉 |, but
ather how the vertices interconnect to form different decision trails.
his complexity underpins a level of choice for the users; FC-BDSs with
higher number of paths are, in essence, extending a richer palette of
ecision-making avenues for users, as opposed to rushing them towards
redetermined outcome vertices.

.2. Path lengths

Another crucial aspect that supports our understanding of FC-BDSs
s the path length |𝑝𝑖,𝑗 |. The length of a path is determined by the
umber of vertices it incorporates. Having calculated all possible paths,
ig. 8 features a box plot for each FC-BDS, conveying the average
ength of their possible paths. An aggregated box plot is also included
o provide an overarching view of path lengths across all models.

The visualisation recognises a noticeable variability across differ-
nt models. Some FC-BDSs manifest significantly longer average path
engths compared to others. Longer paths imply a more elaborate
ser-engagement process and provide a more detailed decision-making
ramework. In contrast, shorter paths, while time-efficient, may lack the
omprehensive data gathering necessary for sound decision-making.

The longest paths observed stretch to a length of 13 vertices, pro-
iding a minutely detailed decision route. However, the average path
ength across all FC-BDSs constitutes around seven vertices, striking a
alance between robust data gathering and user time commitment.
7

Fig. 7. Count plot of possible paths per FC-BDS.

5.3. Path outcomes

Taking the previously discussed path metrics into account, a new
proposition emerges: given a specific FC-BDS, which outcome vertex
does each path lead to? In other words, which decision – whether to
use or avoid blockchain technology – does a particular path suggest?

Fig. 9 delivers deeper insights into this question by introducing a
violin plot for each FC-BDS. This plot showcases two distinct bands:
the upper band represents a kernel density estimate (KDE) of path
lengths for paths concluding in an avoid blockchain verdict, and the
lower band illustrates the same for paths suggesting to use blockchain.
An aggregated violin plot is also rendered to provide a comprehensive
overview.

These visualisations collectively reveal an interesting trend: paths
leading to the avoid blockchain outcome are, in general, shorter than
paths that advise using blockchain; an average length of approximately
four and eight respectively. This discrepancy is substantial, introducing
a subtle bias towards outcomes suggesting to avoid blockchain tech-
nology, primarily because users tend to reach these conclusions faster.
However, it also raises a counterpoint that longer paths indicating the
usage of blockchain represent more question vertices, thus, conducting
more extensive fact-finding before recommending blockchain.

Furthering this analysis, Fig. 10 presents a normalised bar plot
showcasing the outcome distribution for each model. This chart breaks
down the outcomes into the two major categories as before; avoiding
blockchain and using blockchain, further subdivided into more specific
verdicts such as which type of blockchain to use. Interestingly, the ma-
jority of FC-BDSs lean towards recommending avoidance of blockchain
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Fig. 8. Box plots of path lengths for each FC-BDS.

echnology. However, the difference between advising the use or avoid-
nce of blockchain is minimal, reflecting a subtle equilibrium in the
ecision-making landscape of these schemes.

.4. Summary

This section has provided an in-depth analysis of the paths within
C-BDSs. Our findings indicate that most FC-BDSs typically possess
round nine paths at an average length of seven vertices. However,
here is considerable variation in this aspect, with some models fea-
uring as few as three paths while others extend up to as many as
2. A noteworthy observation is that paths leading to an outcome that
uggests avoiding blockchain are, on average, shorter than those paths
dvising the use of blockchain. This implies that FC-BDSs typically
equire a more detailed review and consideration when advocating for
lockchain usage, underscoring the importance of thorough analysis in
uch decisions.

. Model comparison

In this section, we examine the shared characteristics amongst dif-
erent FC-BDSs. For this comparative analysis, we employ two distinct
easures of similarity: structural similarity and semantic similarity.

tructural similarity, explained in Section 6.1 concentrates on the
nderlying architecture of the DAGs that constitutes each BDS, using
actors such as the number of vertices, edges, and paths. Semantic
imilarity, on the other hand, evaluates resemblance based on the text
8

f question vertices. This measure assesses how closely the nature of
Fig. 9. Violin plots of path lengths per FC-BDS for outcomes that suggesting avoiding
blockchain and using blockchain.

the questions encapsulated within the vertices resembles across the
different schemes. This is explained in greater detail in Section 6.2.
By synergistically combining these two strands of similarity metrics,
Section 6.3 constructs a comprehensive measure of general similarity.
This integrated measure affords a holistic perspective, contributing
to an inclusive understanding of the commonalities between various
FC-BDSs. Section 6.4 provides a summary of the similarity findings.

6.1. Structural similarity

Seven distinct metrics have been used to ascertain the structural
similarity amongst various FC-BDSs. These metrics include:

• question vertices count;
• outcome vertices count;
• outcome vertices (avoid blockchain) count;
• outcome vertices (use blockchain) count;
• paths count;
• paths average length;
• paths standard deviation.

Each of these metrics is encoded for every FC-BDS. Based on these
encodings, we then derive a similarity matrix by computing the cosine
similarity for each pair of FC-BDSs. The cosine similarity 𝐶 between
scheme 𝐴 and scheme 𝐵 is computed as

𝐶(𝐴,𝐵) = 100 ×
∑𝑛

𝑖=1 𝐴𝑖𝐵𝑖
√

∑𝑛 2
√

∑𝑛 2
, (6)
𝑖=1 𝐴𝑖 × 𝑖=1 𝐵𝑖
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Fig. 10. Normalised bar plot of outcome composition per FC-BDS.

where 𝑖 is one of the aforementioned metrics, yielding a value between
0 and 100, where 0 denotes no similarity and 100 suggests identical
structures.

Fig. 11 presents the structural similarity matrix for the FC-BDSs.
Upon reviewing this matrix, we observe several instances of identical
similarity (with a value of 100). This pattern suggests that many FC-
BDSs may either be exact replicas or models inspired by pre-existing
ones, hence absolute structural parallelism.

6.2. Semantic similarity

Much like the process employed for deriving structural similarity,
semantic similarity also leverages cosine similarity to yield a value
between 0% and 100%. However, the computation differs in the type
of input being compared. For semantic similarity, we replace the seven
structural metrics 𝑖 with the NLP encodings that were calculated as part
of the question vertex classification process (detailed in Section 3.2).
These encodings capture the linguistic context and meaning embedded
within the vertices of each model.

Fig. 12 represents these comparisons with the semantic similarity
matrix. Upon reviewing this matrix, it is observed that, unlike the
structural similarity results, there are no pairings that yield an identical
score of 100%. This outcome is predictable, as semantic similarities can
be more nuanced and harder to replicate exactly.

That said, there still exists a notable amount of semantic simi-
larity amongst certain FC-BDSs. For instance, the models developed
by Hyperledger and VerifiedICOs display a high degree of similarity,
highlighting the potential of shared decision-making principles and
language between them.
9

Fig. 11. The structural similarity matrix.

Fig. 12. The semantic similarity matrix.

6.3. General similarity

Promoting a more comprehensive understanding of resemblances
among FC-BDSs, the general similarity measure is formulated by com-
bining the previously computed structural similarity and semantic sim-
ilarity matrices. The union of these matrices is achieved by comput-
ing the average value for each corresponding model pair across both
matrices, such that

𝐶general =
𝐶semantic + 𝐶structural

2
. (7)

This method of integrating similarity measures results in a more gran-
ular analysis of the correlations among the various models.

Fig. 13 presents the culmination of these integrations in the form of
a general similarity matrix. Upon analysis, we observe that certain FC-
BDSs bear substantial resemblance to others, quite possibly indicating
that they are imitations or adaptations of prior models. This is partic-
ularly evident for pairs yielding a similarity score of 90% or above,
suggesting nearly identical structural and semantic properties.

Table 4 presents the top ten general similarity scores between FC-
BDSs. Notably, Maull et al. [12] appears twice in the top two entries,
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Fig. 13. The general similarity matrix.

Table 4
Top ten general similarity scores for FC-BDSs.

Earlier Model Later Model Score (%)

1 Quindazzi Maull 98.74
2 Suichies Maull 98.69
3 Hyperledger Pedersen 97.00
4 Peck Hassija 96.55
5 VerifiedICOs Pedersen 95.18
6 Lin (Social) Lin (Technical) 94.90
7 Quindazzi BestofICOs 94.36
8 Hyperledger VerifiedICOs 93.93
9 Suichies BestofICOs 93.43
10 Suichies Quindazzi 92.85

suggesting significant commonalities with the models of Quindazzi [8]
and Suichies [7], as it exhibits similarity scores of 98.74% and 98.69%
respectively.

Quindazzi [8] independently confirms their model’s basis upon the
work of Suichies [7], evidenced by an impressive 92.85% similarity
score. However, Maull et al. [12] does not make any specific reference
to either Quindazzi [8] or Suichies [7]. According to Maull et al.
[12], their model development process was inspired through extensive
dialogue with the core developer teams of Bitcoin and Ethereum. This
was further supplemented by a comprehensive review of existing tech-
nical literature and an analysis of 20 proof-of-concept (PoC) projects
spanning over a period of three years.

Another noteworthy observation is that Pedersen et al. [28], with a
97.00% similarity to the Hyperledger [15] model, confirms inspiration
directly from the latter. Meanwhile, Hassija et al. [36] – scoring a
96.55% similarity with Peck [13] – references said paper, but fails to
explicitly credit the BDS rooted in Peck [13].

Finally, both Hyperledger [15] and VerifiedICOs [18], with a simi-
larity score of 93.93%, denote a strong mutual influence, substantially
indicating that they drew significant inspiration from each other in
their respective BDS creation processes.

6.4. Summary

This section has undertaken a thorough investigation of two dis-
tinctive methods for comparing the similarity among FC-BDSs. The
first, structural similarity, implements cosine similarity on seven dis-
tinct metrics to determine similarity. The second method, semantic
similarity, incorporates the use of cosine similarity applied on language
encodings of question vertices.
10
In addition, we have developed a measure of general similarity that
amalgamates insights from the structural and semantic methods. This
is accomplished by computing the average of the two aforementioned
similarities. A notable outcome of this is that there are several instances
where the general similarity scores exceed 90%, indicating a high de-
gree of similarity and suggesting potential duplication amongst certain
FC-BDSs.

7. Conclusion

7.1. Summary

This paper has reviewed the current landscape of BDSs. As pre-
viously mentioned, BDSs come in one of three main types; AI-BDSs,
FC-BDSs, and S-BDSs. Due to their intuitive nature, FC-BDSs consti-
tute the vast majority among these types (77.5%), and our research
illuminates the variety present among these FC-BDSs in terms of both
their structural and semantic features. A significant range of diversity
was observed concerning question vertices, path lengths, and overall
decision-making routes.

Our methodology began by establishing a standardised definition
of an FC-BDS as a DAG, to ensure consistency and clarity. To aid in
this process, we created an open-source Python package that not only
streamlines aggregation of these models, but also fosters accessibility
and widespread usability for other researchers and businesses.

Further deepening our investigation, we conducted an in-depth
analysis of these FC-BDSs based on their vertices and paths. The average
number of vertices for a model is 12 (eight question vertices and four
outcome vertices), with the majority of question vertices pertaining
to Data and Participation attributes. In evaluating possible paths and
outcomes within the FC-BDSs, we discovered an imbalance in the
recommendations towards avoiding blockchain usage versus employing
it. This skewed inclination could potentially introduce bias into the
decision-making process of these models. Future FC-BDS developments
should address this imbalance to provide a fairer representation of
scenarios that adequately require the use of blockchain.

Moreover, using measures of structural and semantic similarity,
we performed a comparative analysis comparing these models against
each other. This multi-pronged investigation revealed that despite the
vast pool of FC-BDSs available, there exist schemes that show high
similarities of over 90%. This phenomenon could be attributed to the
less formalised nature of FC-BDSs publication, often circumventing the
standard of peer review, and instead sourcing inspiration from earlier
models to build upon. This can lead to models that resemble their
progenitors while only making minor alterations to fit specific needs.

The techniques employed in our research, particularly similarity
computations, can serve as powerful tools to detect these prevalent sim-
ilarities. Furthermore, they could be beneficial in identifying potential
instances of plagiarism within the field and preserving the integrity and
authenticity of future FC-BDS creations. Overall, our research provides
an expansive understanding of FC-BDSs, laying the groundwork for
future studies and technological developments within this field.

7.2. Future research

Looking ahead, we envision broadening the horizons of our research
by leveraging the comprehensive data collected through our open-
source package to automatically generate a novel, unified FC-BDS. This
endeavour would involve assimilating the piecemeal insights gathered
from all existing models into a single, optimised FC-BDS that best
embodies the collective wisdom and efficacy of its precursors.

Furthermore, it is our intention to delve into comparative studies
involving FC-BDSs against other types of BDS such as AI-BDSs and S-
BDSs. This would enable us to better understand the relative strengths
and weaknesses of these various categories of BDS, and potentially
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identify opportunities for cross-pollination and innovation that could
enhance the efficacy of future models.

Moreover, we envision that our package will act as a foundational
layer for the development of new software, aimed at making FC-BDSs
accessible to the general public. By creating an easily navigable and
intuitive interface, this software could empower individuals to under-
stand, interact with, and make informed decisions about blockchain
technologies. As we continue to refine and expand the capabilities of
our package, our goal remains focused on promoting transparency, en-
hancing understanding, and fostering a more inclusive dialogue around
FC-BDSs.

As we enter the era of GenAI tools, these technologies may po-
tentially transform our reliance on BDSs. Such tools could supplant
the need for domain experts, allowing prospective blockchain users
to interact directly with AI, and ask as many questions as necessary,
providing as much detail as they desire. However, this leap in tech-
nology is still unexplored territory. GenAI, unlike existing BDSs, does
not offer transparency in how it arrives at a conclusion. This lack
of explainability can be seen as a disadvantage compared to BDS,
which are notable for presenting logical and traceable decision-making
processes. While GenAI promises significant advances, it also raises im-
portant considerations about transparency and reliance on algorithms
in decision-making processes. We envision that these factors will be
scrutinised in future research to supplement developments in BDSs.

Declaration of competing interest

The authors declare the following financial interests/personal rela-
tionships which may be considered as potential competing interests:
Joe Preece reports administrative support, article publishing charges,
and equipment, drugs, or supplies were provided by University of
Birmingham. Joe Preece reports a relationship with University of Birm-
ingham that includes: employment.

Data availability

Data is available online at https://github.com/joedpreece/blockchai
decision_scheme.

Declaration

During the preparation of this work the authors used Bearly AI in
order to draft and improve the language used within the paper. At no
point was generative artificial intelligence used to conduct automated
research or provide automated insights; all original research was under-
taken by the authors. After using this tool/service, the authors reviewed
and edited the content as needed and take full responsibility for the
content of the publication.

References

[1] Gideon Greenspan, Avoiding the pointless blockchain project, 2015, URL https:
//tinyurl.com/sbsx3nh.

[2] Anthony Lewis, Blockchain and crypto: The brilliant basics and beyond, 2016,
URL https://tinyurl.com/2p994rs9.

[3] David Birch, Richard Brown, Salome Parulava, Towards ambient accountability
in financial services: Shared ledgers, translucent transactions and the tech-
nological legacy of the great financial crisis, J. Paym. Strategy Syst. 10 (2)
(2016) 118–131, URL https://tinyurl.com/3xn276bf. Publisher: Henry Stewart
Publications.

[4] Sebastien Meunier, When do you need blockchain? Decision models, 2016, URL
https://tinyurl.com/yxwvnmwr.

[5] PwC, Blockchain: The $5 billion opportunity for reinsurers, 2016, URL https:
//tinyurl.com/2p99kw2x.

[6] Kunal Nandwani, When to use the b word? When can blockchain actually
help? 2016, URL https://tinyurl.com/2pn4bxej.

[7] Bart Suichies, Why blockchain must die in 2016, 2016, URL https://tinyurl.com/
11

nhrwr6wa.
[8] Mike Quindazzi, It’s immutable and distributed, but do you really need
blockchain? A decision tree for your review, 2016, URL https://tinyurl.com/
2m4j7ft5.

[9] Kristof Verslype, Beslissingsmodel: Wanneer blockchain gebruiken? 2017, URL
https://tinyurl.com/46z9c3fs.

[10] Yu-Pin Lin, Joy R. Petway, Johnathen Anthony, Hussnain Mukhtar, Shih-Wei
Liao, Cheng-Fu Chou, Yi-Fong Ho, Blockchain: The evolutionary next step for
ICT E-agriculture, Environments 4 (3) (2017) 50, http://dx.doi.org/10.3390/
environments4030050, Publisher: MDPI.

[11] Thomas Mueller, Do I need a blockchain for my business project? 2017, URL
https://tinyurl.com/paev7hzw.

[12] Roger Maull, Phil Godsiff, Catherine Mulligan, Alan Brown, Beth Kewell, Dis-
tributed ledger technology: Applications and implications, Strateg. Change 26
(5) (2017) 481–489, http://dx.doi.org/10.1002/jsc.2148, Publisher: Wiley Online
Library.

[13] Morgen E. Peck, Do you need a blockchain? This chart will tell you if the
technology can solve your problem, IEEE Spectr. 54 (10) (2017) 38–60, http:
//dx.doi.org/10.1109/MSPEC.2017.8048838, Publisher: IEEE.

[14] Broadcom, Beginning blockchain: Key questions to getting started, 2017, URL
https://tinyurl.com/raxyzuw7.

[15] Hyperledger, Fast method to rate ICO basing on hyperledger course at edx, 2017,
URL https://tinyurl.com/yc3pfvas.

[16] Lixar, Blockchain | part 2, 2017, URL https://tinyurl.com/56f48z7k. Section:
Tech.

[17] Sin Kuang Lo, Xiwei Xu, Yin Kia Chiam, Qinghua Lu, Evaluating suitability of
applying blockchain, in: Engineering of Complex Computer Systems, IEEE, 2017,
pp. 158–161, http://dx.doi.org/10.1109/ICECCS.2017.26.

[18] VerifiedICOs, Is a blockchain really required? 2017, URL https://tinyurl.com/
2h37vze6.

[19] Sandra Klein, Wolfgang Prinz, A use case identification framework and use
case canvas for identifying and exploring relevant blockchain opportunities, in:
Proceedings of 1st ERCIM Blockchain Workshop 2018, European Society for
Socially Embedded Technologies (EUSSET), 2018, http://dx.doi.org/10.18420/
blockchain2018_02.

[20] Claus Pahl, Nabil El Ioini, Sven Helmer, A decision framework for blockchain
platforms for IoT and edge computing, in: 3rd International Conference on
Internet of Things, Big Data and Security, 2018, pp. 105–113, http://dx.doi.
org/10.5220/0006688601050113.

[21] BestofICOs, Should you ICO? 2018, URL https://tinyurl.com/2p984m63.
[22] Catherine Mulligan, J. Zhu Scott, Sheila Warren, J.P. Rangaswami, Blockchain

beyond the hype: A practical framework for business leaders, in: White Paper of
the World Economic Forum, 2018, URL https://tinyurl.com/3f23uxcr.

[23] Cara Lapointe, Lara Fishbane, The blockchain ethical design framework, Innov.
Technol. Gov. Glob. 12 (3–4) (2019) 50–71, http://dx.doi.org/10.1162/inov_a_
00275, Publisher: MIT Press One Rogers Street, Cambridge, MA 02142-1209,
USA.

[24] Karl Wust, Arthur Gervais, Do you need a blockchain? in: Blockchain Technology,
2018, pp. 45–54, http://dx.doi.org/10.1109/CVCBT.2018.00011.

[25] Mohammad Jabed Morshed Chowdhury, Alan Colman, Muhammad Ashad Kabir,
Jun Han, Paul Sarda, Blockchain versus database: A critical analysis, in: 2018
17th IEEE International Conference on Trust, Security and Privacy in Computing
and Communications, IEEE, 2018, pp. 1348–1353, http://dx.doi.org/10.1109/
TrustCom/BigDataSE.2018.00186.

[26] Tommy Koens, Erik Poll, What blockchain alternative do you need? in: Data
Privacy Management, Cryptocurrencies and Blockchain Technology, in: Lecture
Notes in Computer Science, vol. 11025, Springer, 2018, pp. 113–129, http:
//dx.doi.org/10.1007/978-3-030-00305-0_9.

[27] Fran Casino, Thomas K. Dasaklis, Constantinos Patsakis, A systematic literature
review of blockchain-based applications: Current status, classification and open
issues, Telemat. Inform. 36 (2019) 55–81, http://dx.doi.org/10.1016/j.tele.2018.
11.006.

[28] Asger B. Pedersen, Marten Risius, Roman Beck, et al., A ten-step decision path
to determine when to use blockchain technologies, MIS Q. Exec. 18 (2) (2019)
99–115, http://dx.doi.org/10.17705/2msqe.00010, Publisher: Indiana University.

[29] Dylan Yaga, Peter Mell, Nik Roby, Karen Scarfone, Blockchain technology
overview, 2019, http://dx.doi.org/10.6028/NIST.IR.8202, arXiv:1906.11078.

[30] Sri Nikhil Gupta Gourisetti, Michael Mylrea, Hirak Patangia, Evaluation and
demonstration of blockchain applicability framework, IEEE Trans. Eng. Manage.
67 (4) (2019) 1142–1156, http://dx.doi.org/10.1109/TEM.2019.2928280.

[31] CompTIA, Blockchain decision tree, 2019, URL https://tinyurl.com/2e5ex2mc.
[32] Marco Schletz, Laura A. Franke, Søren Salomo, Blockchain application for the

Paris agreement carbon market mechanism - A decision framework and architec-
ture, Sustainability 12 (12) (2020) 5069, http://dx.doi.org/10.3390/su12125069,
Publisher: MDPI.

[33] Joseph Preece, Ticket to Ride: An Investigation into the Use of Blockchain
Technology in the Rail Industry (Ph.D. thesis), University of Birmingham, 2020,

URL https://tinyurl.com/bde984m2.

https://github.com/joedpreece/blockchain_decision_scheme
https://github.com/joedpreece/blockchain_decision_scheme
https://github.com/joedpreece/blockchain_decision_scheme
https://tinyurl.com/sbsx3nh
https://tinyurl.com/sbsx3nh
https://tinyurl.com/sbsx3nh
https://tinyurl.com/2p994rs9
https://tinyurl.com/3xn276bf
https://tinyurl.com/yxwvnmwr
https://tinyurl.com/2p99kw2x
https://tinyurl.com/2p99kw2x
https://tinyurl.com/2p99kw2x
https://tinyurl.com/2pn4bxej
https://tinyurl.com/nhrwr6wa
https://tinyurl.com/nhrwr6wa
https://tinyurl.com/nhrwr6wa
https://tinyurl.com/2m4j7ft5
https://tinyurl.com/2m4j7ft5
https://tinyurl.com/2m4j7ft5
https://tinyurl.com/46z9c3fs
http://dx.doi.org/10.3390/environments4030050
http://dx.doi.org/10.3390/environments4030050
http://dx.doi.org/10.3390/environments4030050
https://tinyurl.com/paev7hzw
http://dx.doi.org/10.1002/jsc.2148
http://dx.doi.org/10.1109/MSPEC.2017.8048838
http://dx.doi.org/10.1109/MSPEC.2017.8048838
http://dx.doi.org/10.1109/MSPEC.2017.8048838
https://tinyurl.com/raxyzuw7
https://tinyurl.com/yc3pfvas
https://tinyurl.com/56f48z7k
http://dx.doi.org/10.1109/ICECCS.2017.26
https://tinyurl.com/2h37vze6
https://tinyurl.com/2h37vze6
https://tinyurl.com/2h37vze6
http://dx.doi.org/10.18420/blockchain2018_02
http://dx.doi.org/10.18420/blockchain2018_02
http://dx.doi.org/10.18420/blockchain2018_02
http://dx.doi.org/10.5220/0006688601050113
http://dx.doi.org/10.5220/0006688601050113
http://dx.doi.org/10.5220/0006688601050113
https://tinyurl.com/2p984m63
https://tinyurl.com/3f23uxcr
http://dx.doi.org/10.1162/inov_a_00275
http://dx.doi.org/10.1162/inov_a_00275
http://dx.doi.org/10.1162/inov_a_00275
http://dx.doi.org/10.1109/CVCBT.2018.00011
http://dx.doi.org/10.1109/TrustCom/BigDataSE.2018.00186
http://dx.doi.org/10.1109/TrustCom/BigDataSE.2018.00186
http://dx.doi.org/10.1109/TrustCom/BigDataSE.2018.00186
http://dx.doi.org/10.1007/978-3-030-00305-0_9
http://dx.doi.org/10.1007/978-3-030-00305-0_9
http://dx.doi.org/10.1007/978-3-030-00305-0_9
http://dx.doi.org/10.1016/j.tele.2018.11.006
http://dx.doi.org/10.1016/j.tele.2018.11.006
http://dx.doi.org/10.1016/j.tele.2018.11.006
http://dx.doi.org/10.17705/2msqe.00010
http://dx.doi.org/10.6028/NIST.IR.8202
http://arxiv.org/abs/1906.11078
http://dx.doi.org/10.1109/TEM.2019.2928280
https://tinyurl.com/2e5ex2mc
http://dx.doi.org/10.3390/su12125069
https://tinyurl.com/bde984m2


Telematics and Informatics Reports 13 (2024) 100115J.D. Preece and J.M. Easton
[34] Jacques Bou Abdo, Sherali Zeadally, Neural network-based blockchain decision
scheme, Inf. Secur. J.: Glob. Perspect. 30 (3) (2020) 173–187, http://dx.doi.org/
10.1080/19393555.2020.1831658, Publisher: Taylor & Francis.

[35] Nour El Madhoun, Julien Hatin, Emmanuel Bertin, A decision tree for building
it applications, Ann. Telecommun. 76 (2) (2020) http://dx.doi.org/10.1007/
s12243-020-00814-y.

[36] Vikas Hassija, Sherali Zeadally, Ishan Jain, Aman Tahiliani, Vinay Chamola,
Shashank Gupta, Framework for determining the suitability of blockchain: Crite-
ria and issues to consider, Trans. Emerg. Telecommun. Technol. 32 (10) (2021)
e4334, http://dx.doi.org/10.1002/ett.4334, Publisher: Wiley Online Library.
12
[37] Mahesh Chand, Learn why and when do you need (or don’t) a blockchain? 2022,
URL https://tinyurl.com/mrm4n3b4.

[38] Cathy Mulligan, J.P. Rangaswami, Sheila Warren, Jennifer Zhu Scott, These 11
questions will help you decide if blockchain is right for your business, 2018,
URL https://tinyurl.com/y8nmds5v.

[39] Jeremy Gardner, Do you need a blockchain? 2016, URL https://tinyurl.com/
49skfaeb.

http://dx.doi.org/10.1080/19393555.2020.1831658
http://dx.doi.org/10.1080/19393555.2020.1831658
http://dx.doi.org/10.1080/19393555.2020.1831658
http://dx.doi.org/10.1007/s12243-020-00814-y
http://dx.doi.org/10.1007/s12243-020-00814-y
http://dx.doi.org/10.1007/s12243-020-00814-y
http://dx.doi.org/10.1002/ett.4334
https://tinyurl.com/mrm4n3b4
https://tinyurl.com/y8nmds5v
https://tinyurl.com/49skfaeb
https://tinyurl.com/49skfaeb
https://tinyurl.com/49skfaeb

	To blockchain or not to blockchain, these are the questions: A structured analysis of blockchain decision schemes
	Introduction
	Background
	Artificial Intelligence Blockchain Decision Schemes
	Flow Chart Blockchain Decision Schemes
	Scored Blockchain Decision Schemes
	Previous Analysis

	Aims and Objectives
	Paper Structure

	Standardisation: Defining a Flow Chart Blockchain Decision Scheme
	Qualitative Definition
	Mathematical Definition

	Aggregation: An Open-Source Package
	Architecture
	Process
	Summary

	Vertex Analysis
	Vertex Counts
	Question Vertex Domain Composition
	Question Vertex Label Wordcloud
	Summary

	Path Analysis
	Path Counts
	Path Lengths
	Path Outcomes
	Summary

	Model Comparison
	Structural Similarity
	Semantic Similarity
	General Similarity
	Summary

	Conclusion
	Summary
	Future Research

	Declaration of competing interest
	Data availability
	Declaration
	References


