
I. Introduction

Efforts to conduct diverse research through multicenter 
collaborations have increased the capacity for exchanging 
healthcare-related data, as exemplified by distributed re-
search networks (DRNs) [1]. DRNs are a method that trans-
mits analysis code to each institution, using only the results, 
without directly providing the original data [2]. Therefore, 
DRNs have the advantage of yielding research results as 
though all the data have been gathered and analyzed, but 
without creating security risks since the original data remain 
within the organization [3]. 
 For example, DRNs transform medical data, such as Elec-
tronic Medical Records (EMR), into a standardized data 
model using common terms. Subsequently, DRNs offer a 
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data catalog to researchers from other institutions, which can 
be accessed and utilized in their studies. The DRN admin-
istrator then reviews and approves the proposed research, 
implements the analysis code supplied by the researcher, and 
sends the results back to the researcher, as depicted in Figure 
1 [4]. 
 Security concerns prevent the sharing of EMR data for mul-
ticenter research. However, each institution owns the data 
within DRNs, which can be utilized for research purposes. 
The primary advantage of DRNs is their ability to facilitate 
multicenter research by providing access to multicenter data 
that is typically difficult to obtain [4]. For this reason, DRNs 
have been used in various healthcare fields [2,5,6]. 
 Korea utilizes government-led DRNs, namely (1) the 
Health and Medical Big Data Platform of the Ministry of 
Health and Welfare [7] and (2) Medical Record Observation 
and Assessment for Drug Safety (MOA Net) of the Korea 
Institute of Drug Safety & Risk Management [8]. The use of 
these DRNs supports the need for the acceptance of multi-
center research. 
 Although DRNs have advantages, it is crucial to understand 
researchers’ acceptance of DRNs to ensure their effective ap-
plication in multicenter research. Consequently, we sought 
to identify the key factors influencing the introduction of 
DRNs in Korea. By examining previous research related to 
the technology acceptance model (TAM) in healthcare, we 
aimed to gain deeper insights into the acceptance of DRNs.

1. Hypotheses and Research Model
We formulated our hypotheses and research model based 
on five key factors: data accessibility, usefulness, ease of use 
(EOU), data security risk, and the intention to use DRNs. 
These five factors, which influence the acceptance of DRNs 
in healthcare, were derived from the TAM [9] and previous 
related studies [10-14].

1) Data accessibility 
In this study, data accessibility refers to the perceived extent 
to which the use of DRNs can provide accurate and appro-
priate data from other institutions [10,15]. Data accessibility, 
particularly in relation to medical records, has been reported 
to enhance clinical outcomes in telemedicine [10,15]. Simi-
larly, the utilization of diverse data from multiple institutions 
is crucial for research in the healthcare industry. However, 
hospital data possess certain characteristics that prevent data 
from being shared externally. Consequently, these institu-
tions must have access to trustworthy multicenter data. We 
therefore suggest that increased data accessibility will inevi-
tably result in greater usefulness and ease of use. Further-
more, higher data accessibility is likely to lead to a stronger 
intention to use DRNs. In accordance with these observa-
tions, we propose the following hypotheses:
 H1:  Data accessibility has a positive relationship with the 

usefulness of DRNs. 
 H2:  Data accessibility has a positive relationship with the 

ease of use of DRNs.
 H3:  Data accessibility has a positive relationship with the 

intention to use DRNs.

2) Usefulness, ease of use, and intention to use DRNs
Usefulness refers to the degree to which a researcher believes 
that utilizing DRNs would improve the quality and efficiency 
of their research [11,15]. EOU denotes the level of ease that 
a researcher associates with the use of DRNs [11,12]. Inten-
tion to use means the degree of a researcher’s behavioral 
intention to use DRNs [13,14]. Both usefulness and EOU are 
recognized as significant factors in the acceptance of tech-
nology [14]. As a result, these two factors have been applied 
in various healthcare contexts [11,12]. Moreover, previous 
literature has emphasized that usefulness and EOU lead to 
the intention to use DRNs [13,16]. It has also been suggested 
that EOU can enhance perceived usefulness [15]. Given 
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Figure 1.   Schematic of a simple distri
buted research network (DRN).
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these established relationships, it is anticipated that research-
ers will employ DRNs if they perceive them as beneficial to 
healthcare research and easy to use. Therefore, we propose 
the following hypothesis:
 H4:  Usefulness has a positive relationship with the inten-

tion to use DRNs.
 H5:  Ease of use has a positive relationship with the useful-

ness of DRNs.
 H6:  Ease of use has a positive relationship with the inten-

tion to use DRNs.

3) Data security risk and the intention to use DRNs
In this study, data security risk refers to the extent of a re-
searcher’s concern that the utilization of DRNs could lead 
to increased data exposure and unauthorized data use [1,4]. 
Data use in a technological context carries the risk of data 
exposure [12,17,18]. Specifically, since EMR data involve 
protected health information, there has always been a dia-
logue surrounding data exposure and the concerns it raises 
[1]. Privacy and security policies also pose significant con-
cerns for researchers and providers in terms of accepting 
DRNs [19]. In other words, given that DRNs handle data, 
data security risk is viewed as one of the key issues associ-
ated with DRNs [1,4]. Therefore, the following hypothesis is 
proposed: 
 H7:  Data security risk has a negative relationship with the 

intention to use DRNs. 
 Based on the above literature and hypotheses, a research 
model was developed and is presented in Figure 2. 

II. Methods

1. Participants 
We conducted a survey among individuals in hospitals and 
universities, including professional researchers, doctors, 
nurses, pharmacists, and students in both master’s and doc-
toral healthcare programs, utilizing snowball sampling [20]. 

This method begins with a small, intentionally or expedi-
ently selected sample, which gradually expands to form a 
larger sample [21]. Snowball sampling is useful when it is 
difficult to find study subjects belonging to the population 
being examined. Thus, the online survey link was initially 
distributed to 10 researchers in the healthcare field who were 
able to participate. Online surveys were conducted from July 
7 to August 28, 2020. Of the 151 completed surveys, two 
were excluded because they were incomplete. Thus, the final 
sample included data from 149 respondents. 

2. Measures 
Table 1 presents the specific items included in the question-
naire. The total questionnaire comprised 23 items: six items 
on data security risk, five items on usefulness, four items on 
intention to use DRNs, four items on ease of use, and four 
items on data accessibility. All questions utilized a 5-point 
Likert scale. 
 Each item was first derived from the prior literature [1-4,9-
15] and subsequently adapted to suit the subject of DRNs. 
The questionnaire was further supplemented by a team of 
four researchers, comprising two experts in medical infor-
matics, one researcher with a master’s degree, and one re-
searcher at the undergraduate level.

3. Statistical Analyses
We identified the factor structure of our research model. 
Subsequently, we assessed the reliability of all constructs 
using Cronbach’s alpha. We then carried out a principal 
component analysis with varimax rotation and performed a 
confirmatory factor analysis (CFA) to evaluate the validity of 
each construct. We examined the construct average variance 
extracted (AVE) and reliability (critical ratio [CR]) scores to 
establish convergent validity, and also assessed discriminant 
validity. Finally, we tested the hypotheses of our research 
model. We utilized R to analyze the descriptive statistics and 
internal consistency. Additionally, we employed a structural 
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Figure 2.  Distributed research net
works (DRNs) acceptance model.
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equation model (SEM) to identify the relationships between 
model parameters, again using R. The R package lavaan 
(version 0.6-5) was used for the SEMs [22].

4. Ethics
We secured research approval from the Institutional Review 
Board of the Catholic University (No. MC20QISI0066). All 
data from respondents was anonymized. Approval for par-
ticipation was obtained online.

III. Results

1. Participants’ Characteristics
The demographic characteristics of the 149 respondents 
are presented in Table 2. The sample was nearly evenly split 
between males and females. The plurality of respondents 
(38.26%) were in their 30s. In terms of occupation, 37.58% of 
respondents were researchers, while 23.49% were professors. 
Furthermore, 39.60% had less than 5 years of experience in 
their respective fields, and 25.50% had less than 10 years. 

The respondents were primarily affiliated with universities 
(44.97%) and hospitals (42.95%). Geographically, 81.88% of 
respondents were based in the capital region, which includes 
Gyeonggi Province and Incheon City. In relation to research 
fields, 42.28% were involved in medicine and pharmacy, 
while 22.15% were engaged in the field of convergence. 
Notably, only 11.41% of respondents had experience with 
DRNs.

2. Reliability and Validity
We conducted a principal component analysis with varimax 
rotation (Table 3). All variables demonstrated no cross-
loadings exceeding 0.6. We verified the presence of all vari-
ables with eigenvalues above 1.0, which represented 74.091% 
of the total variance in the model. The communality varied 
between 0.706 and 0.893, and all variables met the 0.50 
threshold. As a result, we confirmed that all constructs were 
distinct unidimensional scales.
 Next, we assessed the reliability of all constructs using 
Cronbach’s alpha. The internal consistency values for all 

Table 1. Detailed items of the questionnaire

Construct Variables

Data security risk [1,4] When using the DRNs, data may be leaked to the outside.
It is likely that data will be collected and utilized without the consent of the researcher or institution.
Researchers and research information will be exposed.
There is a concern that patient data may be inappropriately used if the DRNs was used.
The DRNs will not manage medical data or research information with safety.
It is likely that unauthorized researchers can access it.

Usefulness [10,12] Rapid research will be possible through integrated research support.
Multi-center data-based research will improve research quality.
A convenient research support service will be helpful for your research.
It seems that data utilization research can be conducted more effectively.
DRNs will be useful when conducting multi-center research.

Ease of use [12,13] It will be easy to apply for research through the DRNs.
Data from other organizations can be easily used.
It doesn't take much time and effort to get good at using data from DRNs.
The research process using the DRNs will be simple.

Data accessibility [11,17] Using the DRNs, it is possible to utilize various medical data.
If you use the DRNs, you will be able to do research using data that is difficult to access.
Using the DRNs, reliable data can be used for research.
Using the DRNs, multi-center data utilization research is possible. 

Intention to use [14,15] I am willing to actively recommend the DRNs.
We will use the DRNs for multi-center research.
The DRNs will be used for future research.
If there is an opportunity, I am willing to use the DRNs.

DRNs: distributed research networks.
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constructs were significant, and all variables were deemed 
reliable: α = 0.893 for data security risk, α = 0.846 for use-
fulness, α = 0.851 for behavioral intention to use DRNs, 
α = 0.706 for EOU, and α = 0.737 for data accessibility. The 

internal consistency values for the two constructs exceeding 
0.70 suggest that these items demonstrated good internal 
consistency reliability [23]. 
 The CFA results indicated that all values met the recom-
mended threshold: chi-square/degree of freedom (χ2/df = 
1.351), comparative fit index (CFI = 0.970), root-mean-square 
error of approximation (RMSEA = 0.049), and Tucker-Lewis 
index (TLI = 0.962). Convergent validity was evaluated for 
each construct. All variables had an AVE loading above 0.50 
(0.679 for data security risk, 0.596 for usefulness, 0.658 for 
behavioral intention to use DRNs, 0.454 for EOU, and 0.584 
for data accessibility) [24]. All variables had a CR score 
above 0.70 (0.883 for data security risk, 0.912 for usefulness, 
0.913 for behavioral intention to use DRNs, 0.738 for EOU, 
and 0.824 for data accessibility) [25]. Finally, variables that 
demonstrated validity and reliability in the CFA results were 
selected for analysis: four out of six items for data security risk, 
four out of five items for usefulness, three out of four items 
for behavioral intention to use DRNs, three out of four items 
for EOU, and two out of four items for data accessibility.
 Table 4 displays the results for discriminant validity. To en-
sure discriminant validity, the square root of the AVE must 
exceed the correlation with each construct [15]. The square 
root of the AVE surpassed the corresponding inter-construct 
correlations, thereby confirming discriminant validity.

3. Hypothesis Testing
We evaluated the fit of the structural model using various 
goodness-of-fit measures. The results fell within acceptable 
parameters: χ2/df = 1.387, CFI = 0.967, RMSEA = 0.051, and 
TLI = 0.958 (Table 5).
 Figure 3 presents the structural path diagram, while Table 
6 shows the SEM results for the hypotheses. All hypotheses 
received support, with the exception of H6. There was a pos-
itive relationship between data accessibility and usefulness 
(β = 0.503, p < 0.001), EOU (β = 0.359, p < 0.01), and the 
intention to use DRNs (β = 0.364, p < 0.01). Usefulness had a 
positive impact on the intention to use DRNs (β = 0.485, p < 
0.001), and EOU positively influenced usefulness (β = 0.323, 
p < 0.01). Lastly, data security risk was negatively associated 
with the intention to use DRNs (β = –0.184, p < 0.05).

IV. Discussion

This study aimed to identify the factors that influence the ac-
ceptance of DRNs in Korea. To achieve this, we constructed 
and validated a research model that incorporated five key 
influencing factors. These factors included data accessibil-

Table 2. Participants’ characteristics (n = 149)

Characteristic Freq. (%)

Sex
   Male 75 (50.34)
   Female 74 (49.66)
Age (yr)
   20–29 18 (12.08)
   30–39 57 (38.26)
   40–49 39 (26.17)
   Over 50 35 (23.49)
Position
   Professional 35 (23.49)
   Researcher 56 (37.58)
   Doctor, nurse, and pharmacist 24 (16.11)
   Student (including master’s and doctoral  

programs)
27 (18.12)

   Etc. 7 (4.70)
Career (years of experience)
   <5 59 (39.60)
   5–10 38 (25.50)
   Over 11 52 (34.90)
Organization
   Hospital 64 (42.95)
   University 67 (44.97)
   Etc. 18 (12.08)
Location
   Capital region (Gyeonggi Province,  

Incheon City)
122 (81.88)

   Outside the capital region and Seoul 27 (18.12)
Research field
   Medicine, pharmacy 63 (42.28)
   Natural science 23 (15.44)
   Science 15 (10.07)
   Engineering 15 (10.07)
   Convergence 33 (22.15)
Experience of DRNs
   Yes 17 (11.41)
   No 132 (88.59)
DRNs: distributed research networks.
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ity, usefulness, EOU, data security risk, and the intention to 
use DRNs. All of our hypotheses were supported, with the 
exception of H6, which proposed that EOU impacts the be-
havioral intention to use DRNs.

 First, we found that data accessibility was paramount to 
the use and acceptance of DRNs. That is, the more acces-
sible the data was perceived to be, the more researchers 
acknowledged the utility of DRNs for their research and the 

Table 3. Reliability and validity results for the variables

DSR USE ITU EOU DA Communality Cronbach’s α AVE CR

Data security risk 0.893 0.679 0.883
   DSR 3 0.888 –0.041 0.021 0.019 –0.092 0.800
   DSR 1 0.869 –0.074 –0.040 –0.105 0.024 0.773
   DSR 4 0.861 –0.079 –0.138 –0.114 –0.008 0.779
   DSR 2 0.824 –0.059 –0.208 –0.081 0.017 0.733
Usefulness 0.846 0.596 0.912
   Use 4 –0.048 0.817 0.213 0.094 0.234 0.779
   Use 2 –0.066 0.802 0.262 0.182 0.162 0.776
   Use 5 –0.129 0.754 0.205 0.063 0.201 0.671
   Use 1 –0.034 0.637 0.214 0.479 –0.013 0.682
Intention to use DRNs 0.851 0.658 0.913
   ITU 3 –0.111 0.212 0.835 0.110 0.245 0.828
   ITU 4 –0.098 0.311 0.782 –0.062 0.249 0.784
   ITU 1 –0.205 0.351 0.731 0.246 0.089 0.769
Ease of use 0.706 0.454 0.738
   EOU 3 –0.089 0.006 0.052 0.859 –0.017 0.749
   EOU 4 –0.073 0.184 0.056 0.792 0.056 0.673
   EOU 1 –0.083 0.229 0.069 0.611 0.287 0.520
Data accessibility 0.737 0.584 0.824
   DA 2 –0.035 0.235 0.186 0.091 0.835 0.796
   DA 3 0.013 0.195 0.263 0.116 0.789 0.744
Eigenvalue 3.074 2.746 2.226 2.143 1.667 - - - -
% of variance 19.212 17.160 13.909 13.394 10.416 - - - -
Cumulative % 19.212 36.372 50.281 63.675 74.091 - - - -
Number of items included 4/6 4/5 3/4 3/4 2/4 - - - -
DRNs: distributed research networks, AVE: average variance extracted, CR: construct reliability, DSR: data security risk, Use: use-
fulness, ITU: intention to use, EOU: ease of use, DA: data accessibility.
Bold means the factor loading values.

Table 4. Discriminant validity results

Data security risk Usefulness Intention to use Ease of use Data accessibility

Data security risk 0.679 - - - -
Usefulness 0.047 0.596 - - -
Intention to use 0.102 0.501 0.658 - -
Ease of use 0.061 0.254 0.118 0.454 -
Data accessibility 0.010 0.373 0.421 0.122 0.584

*Average variance extracted (AVE) is on the diagonal; squared correlations are off the diagonal.
Bold means AVE.
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easier they found its use. These findings imply that data ac-
cessibility significantly influences the intention to use DRNs. 
Moreover, DRNs prove to be effective in studies that necessi-
tate extremely large sample sizes or in studies involving rare 
exposures [3,4]. Researchers intending to use DRNs often 
aim to access data that is typically hard to obtain or involves 
a large volume of data. Consequently, it is essential to en-
hance DRNs to allow researchers to easily comprehend the 
data they wish to use and to select and utilize it effectively. 
In the context of DRNs, it appears necessary to simplify data 

selection when dealing with complex data from other insti-
tutions. This is due to the potentially intricate composition 
and structure of data from each medical institution. There-
fore, offering a visualization of the data that researchers can 
select within the DRN could potentially increase effective 
data utilization. 
 Second, we identified the importance of data security in the 
acceptance of DRNs. While numerous prior studies have ad-
dressed policies and procedures for the secure transfer and 
storage of study results [2,3,26], there appears to be ongoing 
concern among researchers about the security risks linked to 
data usage. Consequently, to encourage the active utilization 
of DRNs, it is necessary to develop a range of security tech-
nologies that can alleviate these data security risks. 
 Third, usefulness was found to play a role as a partial me-
diator in the relationship between data accessibility and the 
intention to use DRNs. This reaffirms the importance of 
usefulness in the acceptance of DRNs, aligning with prior 
research that indicates a positive correlation between per-
ceived usefulness and the intention to use technology [27-

Table 5. Research model fit 

Modelfit index
Acceptance 

range
Score

Chi-square/degree of freedom ≤3.00 1.387
Comparative fit index ≥0.90 0.967
Root-mean-square error of  

approximation
≤0.08 0.051

Tucker-Lewis index ≥0.90 0.958

Table 6. Research model results

Hypotheses and path SE CR (t)
Standardized  

estimate
pvalue Results 

H1 Data accessibility → Usefulness 0.101 4.420 0.503 *** Supported
H2 Data accessibility → Ease of use 0.134 3.054 0.359 0.002 Supported
H3 Data accessibility → Intention to use DRNs 0.118 3.040 0.364 0.002 Supported
H4 Usefulness → Intention to use DRNs 0.139 3.892 0.485 *** Supported
H5 Ease of use → Usefulness 0.082 3.055 0.323 0.002 Supported
H6 Ease of use → Intention to use DRNs 0.084 –0.728 –0.071 0.467 ns
H7 Data security risk → Intention to use DRNs 0.047 –2.535 –0.184 0.011 Supported

DRNs: distributed research networks, SE: standard error, CR: critical ratio, ns: not significant.
*t0.05 = 1.960, **t0.01 = 2.576, ***t0.001 = 3.291.

Data accessibility Intention to use of DRNs

Ease of use

Usefulness

Data security risk

H4: 0.485 (3.892***)H1: 0.503 (4.420***)

H5: 0.323 (3.055**)

H3: 0.364 (3.040**)

H2: 0.359 (3.054**) H6: 0.071 ( 0.728)

H7: 0.184 ( 2.535*)

Significant
Not significant

Figure 3.   Results of hypothesis test
ing. DRNs: distributed re
search networks.
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29]. However, EOU did not serve as a mediator between data 
accessibility and the intention to use. This may suggest that 
the majority of respondents are experts in their respective 
fields, and thus, the ease of use was not a significant factor 
in their acceptance of DRNs. Nevertheless, it is worth not-
ing that as data accessibility improved, so did the ease of use. 
Therefore, EOU should not be disregarded in the develop-
ment of DRNs, as it impacts usefulness, which is consistent 
with the findings of previous studies [15,30].
 Despite these significant findings, there are some limita-
tions that should be taken into account. Firstly, while various 
DRNs are available in Korea, they are not yet widely used 
as a standard research method. As a result, the number of 
respondents who had experience with DRNs was limited. 
Future studies should aim to include more experienced DRN 
users. Secondly, despite the use of SEM, the volume of data 
collected was relatively small. This may have been due to the 
participation of medical field researchers, who might have 
found it challenging to complete the questionnaire. Even 
though the sample size was small, the model fit was excel-
lent. Nonetheless, further research with a larger number of 
respondents is needed to validate these findings. 
 Despite these limitations, our study highlighted major 
influencing factors that could contribute to the expansion 
and utilization of DRNs. Therefore, these findings will aid in 
promoting active multicenter healthcare research employing 
DRNs.
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