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 Voice over internet protocol (VoIP) calls are increasingly transported over 
computer-based networking due to several factors, such as low call rates. 

However, point-to-point (P-P) calls, as a division of VoIP, are encountering a 

capacity utilization issue. The main reason for that is the giant packet header, 

especially when compared to the runt P-P calls packet payload. Therefore, this 
research article introduced a method to solve the liability of the giant packet 

header of the P-P calls. The introduced method is named voice segment 

compaction (VSC). The VSC method employs the unneeded P-P calls packet 

header elements to carry the voice packet payload. This, in turn, reduces the 
size of the voice payload and improves network capacity utilization. The 

preliminary results demonstrated the importance of the introduced VSC 

method, while network capacity improved by up to 38.33%. 
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1. INTRODUCTION 

Due to several factors, voice over internet protocol (VoIP) data is increasingly transported over 

computer-based networking, both wired and wireless networks. These factors include the advanced voice signal 

processing methods, the proliferation of mobile devices, the noticeable low call rate, and the wide spread of 

the Internet service [1]. Although there is no guarantee of call quality, numerous degradations in the wired and 

wireless network infrastructure can affect the voice signal. Additionally, VoIP calls waste significant network 

capacity [2], [3]. This work focuses on the network capacity of VoIP calls. The main reason for the poor 

network capacity utilization is the runt payload size of the VoIP packet produced by the VoIP codecs. A codec 

transforms the audio signal from analog to digital. Then, the digital audio is split into runt segments (the packet 

payload) to avoid the long packetization delay that might degrade the call quality. The codecs produce different 

sizes of the audio segment, e.g., the G.728 codec produces an audio segment with 10 bytes, linear predictive 

coding (LPC) with 14 bytes, G.723.1 with 20 bytes, and G.726 with 30 bytes. On the other hand, the size of 

protocols used to convey these runt audio segments is 40 bytes. These protocols are 12 bytes of real-time 

transfer protocol (RTP), 8 bytes of user diagram protocol (UDP), and 20 bytes of IP protocol (40 bytes of 

RTP/UDP/IP). Therefore, the wasted network capacity, based on the size of the codec audio segment and 

RTP/UDP/IP protocols, can reach up to 80% [4]–[6]. 

https://creativecommons.org/licenses/by-sa/4.0/


Int J Elec & Comp Eng  ISSN: 2088-8708  

 

An innovative approach for enhancing capacity utilization in point-to-point voice … (Mosleh M. Abualhaj) 

489 

Generally, VoIP calls can be divided into point-to-point (P-P), point-to-multipoint, and multipoint-to-

multipoint. P-P calls have only two participants, the caller and the callee. The same 40-byte RTP/UDP/IP 

protocols carry the voice segments for the three VoIP call types. In addition, these RTP/UDP/IP protocols are 

used to carry many applications data, including VoIP, video conferencing, webcasting, and TV distribution. 

Even UDP and IP are utilized to carry broader application data [7]–[10]. Accordingly, the RTP/UDP/IP 

protocols contain data (elements) in their headers to serve all these apps. As a result, the P-P calls, the focus of 

this work, do not require many headers, if not the majority. In this paper, we will investigate all the 

RTP/UDP/IP protocol header elements, locate the elements unneeded by the P-P calls, and utilize these 

elements to benefit the P-P calls. These elements will be used to keep all or at least a portion of the VoIP 

packet's voice segment (packet payload). Therefore, the P-P call packet size will be reduced due to shortening 

the payload. The network's capacity utilization will be improved.  

This paper is organized as follows: section 2 discusses the related works. Section 3 discusses the 

proposed method. Section 4 discusses the results of the proposed method. Section 5 concludes the paper. 

 

 

2. RELATED WORKS  

Numerous studies have treated the network capacity utilization of P-P calls from different 

perspectives. On top of these perspectives are what P-P calls packet merging methods. As the name implies, 

these methods merge the voice segment of numerous P-P call packets from different sessions into a single 

header rather than one for each packet. Doing this, the header size consumes less space, improving network 

capacity utilization. Teymoori et al. [11] introduced one of the packet merging methods. In their paper, the 

method merges numerous VoIP packets over high-speed 802.11 wireless networks, focusing on finding the 

best-merged packet size. An analytical model was introduced to find the best packet size while accounting for 

the delay imposed by the merging process. NS2 simulation findings showed that the introduced analytical 

model is accurate to a great extent in the tested scenarios. Camps-Mur et al. [12] introduced yet another packet 

merging method. The merging method in their paper concentrates on improving the quality of data transmission 

over Wi-Fi networks and the efficiency of power-saving protocols. The simulation showed that the merging 

method performed better with 802.11 power save mode than with the 802.11e U-APSD protocol. Regardless 

of the merging method used, they all improved network capacity utilization. However, VoIP packet merging 

methods cause numerous dilemmas. In general, i) VoIP call quality is deteriorating, ii) packet merging methods 

need a good number (a high number) of simultaneous VoIP sessions to work, and iii) the merging process 

might make network devices work harder because of the processing that comes from merging [1], [13], [14]. 

Another vital perspective to improve network capacity utilization for P-P calls is packet header 

compaction. Packet header compaction accomplishes impressive reduction of the 40 bytes that P-P calls packet 

headers to only 2 or 4 bytes. This is accomplished based on two characteristics of the P-P calls packet header. 

The first characteristic is that numerous elements of the packet header contain the same value in all the 

succeeding P-P calls' packets. e.g., the source IP address element in the IP protocol header and the source port 

element in the UDP protocol header. The second characteristic is that numerous elements of the packet header 

are increasing with foreseeable values in all the succeeding P-P calls' packets. e.g., the RTP protocol header's 

time-stamp and sequence number elements. The elements that fulfill one of these characteristics can be sent in 

the first packet of the P-P call and dropped from all the remaining call packets. The callee side can then put 

these element values in all the incoming packets before sending them to the callee application [15]–[17].  

Niu et al. [16] introduced one of the packet compacting methods. They have introduced a compacting method 

for the OpenFlow network for packets transmitted through satellite links. Unlike the other compacting methods, 

the introduced method compacts the packet header along with the layer 2 header. The results showed that 

capacity utilization has improved by more than 86% and 89% with IPv4 and IPv6, respectively.  

Garg et al. [17] introduced another packet compacting method. The newly developed method relies on the 

correlation of packet headers transferred from a source node to a destination node. The suggested mechanism, 

modified and improved IPv6 header compression (MIHC), performs better than implementation and evaluation 

of the enhanced header compression (IPHC) and NO_COMP, with 20% and 76% higher throughput, 13% and 

38% less latency, 12% and 37% less round-trip time, and 13% and 39% smaller packet sizes, respectively. 

Regardless of the merging method used, they all improved network capacity utilization. However, the packet 

header compacting methods cause numerous dilemmas. Generally, i) the compacting methods encompass a 

variety of operations and processes that affect and decrease the efficiency of the network devices, and ii) the 

compacting methods are undesirable in situations where multiple packets are lost, as the header values of the 

subsequent packets will be incorrect [1], [14], [18]. 

Accordingly, the current perspectives, packet merging and header compaction, must be improved to 

treat P-P calls' network capacity utilization liability. Therefore, this research article introduces a method to 

solve the liability of RTP/UDP/IP header elements that are unnecessary for P-P calls. Generally, these 

superfluous elements will be utilized to carry all or at least a portion of the speech segment of the VoIP packet. 
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Therefore, the p-p call packet size will be reduced due to shortening the payload, and the network capacity 

utilization will be improved. The introduced method is named voice segment compaction (VSC).  

 

 

3. METHOD 

This section discusses the newly introduced VSC method. The VSC technique will be Applied on the 

VoIP device attached to the WAN on both the dispatcher and recipient sides. At the dispatcher-side VoIP 

appliance, the VSC method makes the payload compaction of the voice segment of the VoIP packet. The unit 

of the VSC method at the dispatcher is called D-VSC. The VSC technique constructs the compacted voice 

segment on the recipient side of the VoIP device. The unit of the VSC method at the recipient is called R-VSC. 

Sections 3.3 and 3.5 explain the D-VSC and R-VSC units, respectively. Figure 1 clarifies the place of the VSC 

method units. 

 

 

 
 

Figure 1. Place of the VSC method units 

 

 

The VSC method employs the RTP/UDP/IP header elements to store and transmit the speech segment 

of the VoIP packet. These elements are called buffering elements. Several elements of the RTP/UDP/IP header 

will be employed as buffering elements on the basis of particular conditions (Cond.).  

Cond. 1: The element has to be unneeded in P-P calls to convey the voice segment to the callee.  

Cond. 2: Storing new data in place of the original data in the element does not result in misunderstanding the 

P-P call packet by the callee clients.  

Cond. 3: The value of particular elements is constant and does not alter at any time during any call. The R-

VSC unit can set the value of such an element on the recipient side.  

Cond. 4: The value of particular elements is determined at the outset of the P-P call and does not change 

throughout the whole call packet. The R-VSC unit can save the value of such elements at the recipient's 

side appliance. After that, the R-VSC unit can set these elements’ values before sending the packet to 

the addressee.  

Cond. 5: If the R-VSC unit at the recipient side appliance creates a state table (ST), inferring the value of 

particular elements from other elements is possible.  

Cond. 6: As detailed, the header compaction methods load the layer 3 equipment between the P-P call ends by 

building ST [19], [20]. Thus, no context or state table should be built on this equipment to reinstate 

any value of RTP/UDP/IP header elements.  

Based on these conditions, buffering elements are: i) total length (TLen), identification (ID), source 

IP address (SIPA), protocol (Prt) in the IP protocol header; ii) checksum (Chk), length (Len), and source port 

(SrcP) in the UDP protocol header; and iii) timestamp (Ti) and synchronization source (SSRC) in the RTP 

protocol header. The complete size of the buffering elements is 184 bits (23 bytes). The next section explains 

the buffering elements in detail. 

 

 

3.1.  Buffering elements 

The IP protocol header encompasses a number of unnecessary elements to move the P-P call 

conversation and are considered buffering elements. The first element is the TLen element. The TLen element 

keeps the size of the entire IP packet, equivalent to the length of the unchanged 40-byte RTP/UDP/IP header 

and the size of the codec voice segment. In a VoIP call, the utilized codec is determined at the outset of the  

P-P call and does not change throughout the whole call packet [14], [21], [22]. As a result, the D-VSC unit can 

maintain the size of the codec segment in the ST table. After that, the TLen element can be calculated from the 

segment size in the table plus the 40-byte header size. Hence, the TLen element is deemed a buffering element. 

Network A Network B

Sender Side Receiver Side

IP Network

D-VSC R-VSC
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The next unnecessary element to move the P-P call conversation into the IP header is the ID element. The ID 

element helps in reassembling the segmented packet on the addressee side. The P-P call packet sizes are usually 

extremely small (less than 80 bytes). Hence, the P-P call packets are not segmented because their size is smaller 

than the existing layer 2 technologies’ maximum transmission unit (MTU) [14], [21], [23]. Therefore, the ID 

element is unnecessary for P-P calls and can be deemed a buffering element. The Prt is another unnecessary 

element in the IP header to move the P-P call conversation. The Prt element specifies the transport layer 

protocol in the packet, which is always the UDP protocol with a value of 17 in the case of P-P calls [14], [21]. 

As a result, the R-VSC unit can assign the Prt element the number 17 before dispatching it to the call addressee. 

The SIPA element is the last element in the IP header that is unnecessary to move the P-P call conversation. 

The SIPA element is used to differentiate the data source for the addressee. However, the P-P calls establish 

two unidirectional sessions (one for each end of the call) [14], [21], [22]. Hence, the SIPA element is not 

needed to differentiate the data source by the addressee in the case of a P-P call. Therefore, the SIPA element 

can carry a portion of the voice segment.  

In addition to the IP header, the UDP header encompasses a number of unnecessary elements to move 

the P-P call conversation and are considered buffering elements. The first element is the SrcP element. The 

SrcP is not mandatory for all applications, such as P-P calls. This is because there are two unidirectional 

sessions and, thus, no need to distinguish the source [14], [23], [24]. Hence, the SrcP element can carry a 

portion of the voice segment. The next unnecessary element to move the P-P call conversation in the UDP 

header is the Len element [14], [23], [24]. The Len element maintains the size of the codec voice segment. 

Therefore, its value can be retrieved from the ST table at the D-VSC unit. The Chk element is the last element 

in the UDP header that is unnecessary to move the P-P call conversation. Chk is not a compulsory element; it 

often has zeros for deactivation. A lot of modern techniques are utilized to reconstruct the corrupted voice 

segment of the P-P call. This means that deactivating the non-compulsory Chk element allows the applications 

to re-form the wrecked voice segment of the P-P call, which improves the precision of P-P calls  

[19], [24], [25]. As a result, the P-P calls benefit from deactivating the Chk. Hence, the Chk element can be 

deemed a buffering element. 

Lastly, two elements in the RTP header are unnecessary to move the P-P call conversation and are 

considered buffering elements, namely the Ti and SSRC elements. The Ti and sequence number (SN) elements 

are increased by a constant value in consecutive packets [26]–[28]. Thus, the R-VSC unit may drive the Ti 

from the SN based on their existing numerical relationship, as shown in the below section. The SSRC element 

is essential to recognize the source in multicast sessions and when the translator or mixer is used in P-P sessions. 

But it is unnecessary with the P-P calls [14], [27], [28]. 

 

3.2.  Ti element and ST table  

As previously stated, successive packets increase the Ti and SN elements by a constant value. 

Assume that the Ti and SN elements for five consecutive packets are (3, 10), (6, 20), (9, 30), (12, 40), and 

(15, 50), respectively. Clearly, depending on the numerical relation between them, the values of the Ti 

element can be determined from the corresponding values of the SN element. Any P-P call must save the Ti 

and SN element values of just the first packet in the ST table. In addition, the recipient client socket is saved 

in the ST table to differentiate between Ti and SN values for each call. Then, the delta (De) between the two 

elements is obtained and stored in the ST table. A sample of the ST table is shown in Table 1. The R-VSC 

unit will use De to obtain the original value of the Ti element. By adding De to the SN, one can obtain the 

Ti element. Moreover, as presented in Table 1, the ST table keeps track of the size of the speech segment 

throughout the call arrangement. The R-VSC unit then uses this value to determine the values of the TLen 

and Len elements, as stated above.  

 

 

Table 1. ST table 
Recipient socket De Codec segment size 

13.13.13.1:10101 5035274231 20 

13.13.13.2:10120 6035367218 10 

13.13.13.3:11110 5135253252 10 

13.13.13.4:10210 5035562325 30 

13.13.13.5:11121 6035664214 30 

 

 

3.3.  VSC method: D-VSC unit 

The R-VSC unit executes many operations on the dispatcher's WAN appliance. At first, the payload 

of a P-P call packet is deduced from the header. Next, this payload segment is saved in the buffering elements 

based on the size of each element. At first, portions of the segment are saved in the TLen element, then in the 

ID element, the Prt element, the SIPA element, the SrcP element, the Len element, the Chk element, the SSRC 
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element, and the Ti element. As stated, the overall size is 184 bits (23 bytes). The residual of the segments  

(if any) is positioned as an ordinary payload. If the payload is smaller than that of the buffering elements  

(23 bytes), then the residual portion of the buffering elements is assigned zeros, and no payload is positioned. 

This operation creates a new minor packet called M-Pkt. Next, as discussed below, the value of the internet 

header length (HL) element in the IP is altered. Lastly, the new M-Pkt is dispatched to the VoIP appliance of 

the recipient. 

 

3.4.  HL element and middle layer 3 appliances 

Usually, a vast quantity of packets of diverse kinds and sources travel through layer 3 appliances (e.g., 

routers). Using the components in the common IP protocol header, the routers are unable to identify the type 

of packets. The intermediary appliances (between the call ends) for the newly developed VSC technology 

should be able to distinguish between the P-P call packets produced by the D-VSC unit and other types of 

packets. This prevents misinterpretation of the modified header element values of the D-VSC unit. Specifically, 

the routers should not process the values of the IP protocol header's TLen, ID, Prt, and SIPA elements for any 

and all packets produced by the D-VSC unit. 

The VSC technique employs the HL element to classify the P-P call packet created by the D-VSC unit 

from all the other packet kinds. The purpose of the HL element is to maintain the length of the IP protocol 

header. The value of this element is always five when used with P-P calls [9], [21]. Therefore, any value less 

than five may denote a packet with updated header information; however, the D-VSC unit uses the value three. 

Therefore, it is possible to use any value lower than five to denote a packet with altered header values; however, 

the D-VSC unit uses the three values. Thus, if the router has a packet with an HL element of three, the router 

considers that the IP header length is 20 bytes, and the router does not process TLen, ID, Prt, or SIPA values. 

Like what happened with the proposed and deployed CRTP and robust header compression (ROHC) header 

standards [29], [30], routers' internal operations should be updated to understand the new P-P calls packet 

values created by the D-VSC unit. 

 

3.5.  VSC method: R-VSC unit  

The R-VSC unit executes many operations at the recipient WAN appliance to rebuild the initial P-P 

call packets. At first, the HL element is inspected to classify the P-P call packet created by the D-VSC unit 

from all the other packet kinds. After that, the payload segment (if any) of the packets produced by the D-VSC 

unit is disconnected from the packet header. Then, the voice segment is obtained from the buffering elements 

of the header. The packet payload and speech segment from the preceding phases will be combined to create 

the initial P-P call packet. The TLen element's content comes first in the combination operation, then the ID 

element's content, the Prt element's content, the SIPA element's content, the SrcP element's content, the Len 

element's content, the Chk element's content, the SSRC element's content, and the Ti element's content. The 

packet payload (if any) is positioned last. After that, the TLen, Prt, Len, and Ti elements are changed to their 

initial values. Then, all the leftover elements utilized by the D-VSC unit at the dispatcher appliance are given 

zeros to prevent misprocessing at the recipient P-P call client. Next, the resulting initial payload is added to the 

header, which forms the initial packet. Finally, the packet is dispatched to its recipient client. 

 

 

4. RESULTS AND DISCUSSION  

The VSC method was compared with the common technique (the standard 40-byte RTP/UDP/IP 

header) of transmitting the P-P call packets. The common technique is abbreviated as Crtp. The call capacity 

(CC) and conserved bandwidth (CBW) were tested for VSC and Crtp methods. Figures 2, 3, and 4 present that 

the VSC technique's CC matched that of the Crtp technique with LPC, G.726, and G.723.1, respectively. As 

we can see, when utilizing the VSC technique, the CC is superior (more calls) than that of the Crtp method 

with the three codecs. Also, the CBW ratio was calculated based on the CC. As presented in Figure 5, the VSC 

method has generous CBW conservation compared with the Crtp technique with the three codecs. The CBW 

conserving with LPC, G.726, and G.723.1 is 25.93%, 32.86%, and 38.33%, respectively. These results of CC 

and CBW are due to buffering the whole or portion of the P-P call packet payload in the buffering elements of 

the RTP/UDP/IP header. Furthermore, the difference between the VSC and the Crtp methods of both CC and 

CBW varies across codecs. This is due to the fact that the ratio of payload stored in buffering elements differs 

between codecs. 

According to the above results, the VSC method has improved network capacity utilization and 

conserved bandwidth. Therefore, more P-P calls can be run in the same network bandwidth as the traditional 

method. The findings presented highlight the potential of the VSC method for enhancing capacity utilization 

in point-to-point VoIP calls. The reported increase in network capacity is undoubtedly a positive outcome, 

which can have practical implications for improving the efficiency and performance of VoIP systems. 
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Figure 2. Call capacity using LPC 

 

 

 
 

Figure 3. Call capacity using G.726 

 

 

 
 

Figure 4. Call capacity using G.723.1 
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Figure 5. Conserved bandwidth 

 

 

5. CONCLUSION 

VoIP P-P calls are extensively used and have largely replaced traditional telephone calls. There are, 

however, some liabilities with VoIP P-P calls that prevent its pervasive use. One of the main liabilities is the 

giant packet header, especially compared to the runt packet payload. Considering this liability, the VSC method 

was introduced in this research article. The VSC method utilized the header elements in the RTP, UDP, and IP 

protocols, which are unneeded for VoIP P-P calls, to carry the voice segment of the P-P call packets. As a 

result, the voice segment is diminished or occasionally eliminated. Consequently, network capacity utilization 

will increase. The preliminary results clarified the importance of the introduced VSC method. The network 

capacity has increased by up to 25.93%, 32.86%, and 38.33% with the LPC, G.729, and G.723.1 codecs, 

respectively. In the future, the proposed VSC method will be integrated with other techniques that handle the 

bandwidth utilization problem, such as the packet aggregation technique. Also, the VSC method will be 

evaluated with different network configurations and parameters to validate the results.  
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