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Abstract 
Finding the ‘right’ balance between centralization and decentralization in organizational 
processes, governance, and IT can be difficult. To navigate this tension field, 
organizations need to find (de)centralization equilibria that are often dynamic and 
depend on organizational strategy and context. However, little is known about how 
organizations should respond once an old equilibrium is punctuated or breaks down. In 
this paper, we thus conduct an inductive multiple-case study to investigate how 
organizations sustain and transition between (de)centralization equilibria. We 
synthesize our insights into a process model that paints the transition as an iterative 
recalibration process subject to centralization and decentralization tensions. Often, this 
process will require local and temporary compromises. Our work contributes a much-
needed process perspective to the IS literature on (de)centralization. 

Keywords:  Centralization, Decentralization, Equilibrium, Punctuation 
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Introduction 
“The real trick in high reliability systems is somehow  

to achieve simultaneous centralization and decentralization” (Weick, 1987, p. 124).  
The ‘golden ratio’ between centralization and decentralization is difficult to achieve. While centralized 
structures can reduce coordination costs of organizational processes and governance mechanisms, they 
become ineffective once organizations reach a certain size and communication complexity (Mintzberg, 
1989; Rediker & Seth, 1995; Siggelkow & Levinthal, 2003). Decentralized structures, in turn, allow 
organizations to distribute decision-making rights and responsibilities so that ‘local’ opportunities and 
requirements can be reflected as they arise (Andersen, 2005; Kahai et al., 2003; Weick, 1987). However, 
decentralized structures do not come without costs either. Too much decentralization allows subunits to act 
opportunistically and withhold information from organizational leadership, which not only creates 
coordination costs (Foss et al., 2010; Grandori, 1997; Rediker & Seth, 1995; Srikanth & Puranam, 2014) but 
also fuels conflicts of interest (Andersen, 2005; Beck et al., 2018; Wiseman et al., 2012). Larger 
organizations consequently find themselves in a tension field between centralization and decentralization 
(Mintzberg, 1989) in which they need to develop a certain (de)centralization equilibrium (Smith & Lewis, 
2011). 
In today’s organizations, it can be difficult to establish such ‘equilibria’ in organizational processes, 
governance, and information technology (IT) (Hanelt et al., 2021; Henderson & Venkatraman, 1999; King, 
1983). Moreover, organizations are occasionally subject to punctuating events that can challenge stable, 
existing equilibria and require recalibration or a transition to a new equilibrium (Romanelli & Tushman, 
1994; Tushman & Romanelli, 1985). However, organizations often struggle with navigating these changes 
once an established equilibrium is broken. In particular, there is a need for a greater understanding of how 
organizations can and should manage the tensions that these recalibrations and transitions bring. We thus 
ask the following question: 

RQ: How can organizations sustain and navigate between stable (de)centralization equilibria? 
To answer our research question, we conduct an inductive, longitudinal multiple-case study (Eisenhardt & 
Graebner, 2007; Yin, 2011). Our study focuses on the development and adoption of two cross-organizational 
IT systems that saw several transitions between centralization and decentralization. The first case revolves 
around the development and roll-out of Germany’s Federal Blockchain Infrastructure Asylum (FLORA), 
which supports the coordination between the authorities involved in Germany’s asylum procedure. The 
second case studies the development and adoption of the European Blockchain Services Infrastructure 
(EBSI), which supports the delivery of cross-border public services in Europe. We could gain particularly 
rich insights into these two cases as authors of this work have been regularly involved with the projects 
since 2018.  

Our contributions are two-fold. First, we derive a process model for the development of stable 
(de)centralization equilibria, which are characterized by established activity patterns, routines and 
workflows (Romanelli & Tushman, 1994; Tushman & Romanelli, 1985). Specifically, our model casts the 
development of equilibria between centralization and decentralization in organizational processes, 
governance, and IT as an iterative recalibration and transition process that is triggered by punctuating 
events and shaped by centralization and decentralization tensions. Second, we find that organizational 
decision-makers can be particularly successful in this process when they allow for local and temporary 
differences in the degree of (de)centralization. 
The rest of the paper is structured as follows. The background section synthesizes the management 
literature on (de)centralization, the role of IT in supporting (de)centralization equilibria, and the impact of 
blockchain on (de)centralization. The third section describes our two cases and our data collection and 
analysis. In the fourth section, we present our emerging process model. The fifth section discusses our 
model and three complementary conjectures before elaborating on our theoretical contributions, practical 
implications, and boundary conditions. Section six concludes with a summary of our key insights. 
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Theoretical Background 

Navigating the Tension Field Between Centralization and Decentralization 

When organizations start to form, they typically rely on centralized processes and governance mechanisms 
(Aldrich & Pfeffer, 1976; Mintzberg, 1984). In such centralized structures, decision-making authority is 
vested with a single entity or a small group of people that also defines and dictates these organizational 
processes (Ahituv et al., 1989; Mintzberg, 1989; Siggelkow & Levinthal, 2003). As the number of entities 
with decision-making authority is limited, centralization typically increases operational efficiency and 
reduces coordination costs (Aulakh & Gencturk, 2000; Mintzberg, 1989; Peppard, 2018; Rediker & Seth, 
1995). However, centralization is only practical when the necessary information and competencies reside 
with or can be transferred to a central authority that is accepted and respected by organizational subunits 
and when the actions of this authority are transparent (Foss et al., 2010; Grandori, 1997; Mintzberg, 1989; 
Rediker & Seth, 1995; Srikanth & Puranam, 2014). Once organizations start expanding and grow beyond a 
certain size (Mintzberg, 1989), centralized organizing often causes overbearing communication costs or 
even loss of control (Smith & Lewis, 2011).  
Unlike centralization, decentralization distributes decision-making authority along an organization’s 
vertical and horizontal dimensions; it leaves decision-making to the discretion of the respective subunits 
(Mintzberg, 1984, 1989; Siggelkow & Levinthal, 2003). This distributed authority also allows them to define 
organizational processes locally, foster flexibility, and seize opportunities as they occur (Andersen, 2005; 
Kahai et al., 2003; Weick, 1987). But decentralized structures come with their own challenges. 
Organizational subunits may behave opportunistically, create information asymmetries, and are prone to 
conflicts of interest (Andersen, 2005; Beck et al., 2018; Wiseman et al., 2012). Decentralized structures are 
also disadvantageous when decentral decision-makers are “incompetent, are not appropriately held to 
account for their decisions or make decisions that result in problems for other organizational units or for 
higher management” (King, 1983, p. 321). Decentralized organizing thus typically couples the distribution 
of decision rights with accountabilities and incentive mechanisms to persuade their decentral subunits to 
act in a certain way (Moldoveanu & Martin, 2001; Weill, 2004). 
What makes things complicated for many organizations is that they are neither fully centralized nor fully 
decentralized. Instead, they find themselves in a dynamic tension field between centralization and 
decentralization (Siggelkow & Levinthal, 2003; Smith & Lewis, 2011) that requires the negotiation of 
equilibria. In these equilibria, organizations can leverage the advantages of both structures and balance out 
their challenges. Once organizational decision-makers accept this equilibrium thinking, they can create 
flexible organizations and spur a virtuous relationship between both ends of the (de)centralization 
spectrum (Smith & Lewis, 2011). More specifically, successful organizational leaders “build the 
management of change into [their organization’s] very structure” (Drucker, 1992, p. 97), allowing them to 
move between different degrees of centralization and decentralization (King, 1983; Siggelkow & Levinthal, 
2003). 

Such a level of structural malleability, for instance, can enable organizations to initially organize the 
processes and governance of their sub-units in a decentral manner. This allows them to quickly introduce 
advancements and innovation to the market and reap benefits from early-mover advantages. Once these 
advantages fade or are leveled by competitors, organizations often centralize these units to keep costs at 
bay and reintegrate them with the processes and governance mechanisms of the parent organization (Uhl-
Bien & Arena, 2018). Other reasons to realign (de)centralization equilibria can come from changes in 
organizational management after extended periods of stability (Brown, 1997; Davis & Eisenhardt, 2011; 
Smith & Tushman, 2005). Whenever organizational leadership changes, the risk of opportunistic behavior 
in subunits needs to be re-evaluated and potentially requires recentralization as well as adjustment of 
organizational processes and governance. The management literature refers to such changes as punctuating 
events (Lyytinen & Newman, 2008; Tushman & Romanelli, 1985), which “substantively disrupt established 
activity patterns” (Romanelli & Tushman, 1994, p.1141). They may trigger recalibration and eventually 
“install the basis for new equilibrium periods” (Romanelli & Tushman, 1994, p.1141) that may provoke new 
challenges and opportunities (Davis & Eisenhardt, 2011). 
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The Role of Information Technology for (De)centralization Equilibria 

Managing such punctuating events may also require adjustments to an organization’s IT (Henderson & 
Venkatraman, 1999; Lyytinen & Newman, 2008). Many organizational leaders manage these adjustments 
by translating new processes and governance structures into their IT. That is, when they decide to centralize 
their organization’s processes and governance, they also aim for more centralized (macro)structures in the 
organization’s IT to ensure better control. Efforts to decentralize organizational processes and governance, 
in contrast, often result in the decentralization of IT to mirror the needs and requirements of empowered 
organizational subunits (Sambamurthy & Zmud, 1999). 
However, aligning organizational processes, governance, and IT does not have to be unilateral. New ways 
of digital organizing typically work in both directions and also require aligning organizational processes 
and governance mechanisms to IT (Davis & Eisenhardt, 2011). Digital platform ecosystems, for instance, 
have developed into one of the most common ways of orchestrating different organizations in the co-
creation and appropriation of joint value propositions (Constantinides et al., 2018; de Reuver et al., 2018). 
These ecosystems are powered by digital platforms that blur organizational and hierarchical boundaries 
(Hein et al., 2020; Jacobides et al., 2018). When platforms have centralized designs, they also introduce a 
certain degree of centralization to the processes and governance of the platform ecosystem (Hein et al., 
2020; T. L. Huber et al., 2017). Other technologies for cross-organizational cooperation, such as blockchain, 
emphasize decentralized designs (Lacity, 2018), which promote a certain degree of decentralization on 
(cross-)organizational processes and governance.  
These examples demonstrate that IT is not an exclusively stabilizing element in the development of 
(de)centralization equilibria but show that it can also enable organizations to establish new equilibria, 
especially in cross-organizational contexts (Zhao et al., 2020). Organizations should thus “not simply seek 
to identify and adopt the best available technology to restructure the organization” (Henderson & 
Venkatraman, 1999, p. 481); IT should rather act as a catalyst in an organization’s pursuit of stable  
(de-)centralization equilibria. For this pursuit, organizational processes, governance, and IT need to be 
malleable (Hanelt et al., 2021; Henderson & Venkatraman, 1999; King, 1983; Mikalef et al., 2021). 
Malleability in IT is typically achieved through decomposition and modularization of IT components and 
the implementation of interfaces between these modules (Hanseth & Lyytinen, 2010; Mikalef et al., 2021). 
Malleable organizational processes are commonly ensured through exchangeable process steps (Hammer, 
2014) while malleable governance is characterized by informal and relational practices within formal 
structures (Gubitta & Gianecchini, 2002; Lumineau et al., 2021).  
The truly challenging part, however, is the use of this malleability in response to punctuating events that 
challenge or break current equilibria (Romanelli & Tushman, 1994). While the IS literature agrees that this 
response can require changes to organizational processes, governance, or IT, little guidance is available on 
how organizations can navigate new (de)centralization equilibria once an established equilibrium can no 
longer be sustained. 

The Impact of Blockchain on (De)centralization 

Navigating between (de)centralization equilibria is particularly demanding if the underlying IT prescribes 
a certain degree of (de)centralization. One such example is blockchain technology. Blockchains are 
decentralized and replicated databases that allow so-called blockchain nodes to directly communicate and 
interact without an intermediating server or third party (Halaburda, 2018; Halaburda & Mueller-Bloch, 
2019; Nakamoto, 2008). They are quite flexible in the degree of decentralization they support. Private 
permissioned blockchains, for instance, are often less decentralized as they restrict read and write access to 
a set of pre-registered nodes. Public permissionless blockchains, in turn, impose neither restriction and are 
often highly decentralized (Beck et al., 2018). 
Although blockchains stipulate a certain degree of IT decentralization, they do not necessarily lead to 
decentralized equilibria (Chen et al., 2021). In fact, research argues that even permissionless blockchains 
tend to result in rather centralized IT architectures and governance, whereas persmissioned ones may favor 
decentralization (Bakos et al., 2021). As such, blockchain projects are interesting examples to study how 
organizations can manage the resulting (de)centralization tensions, as little is known about how such 
structures are established and how they evolve. 
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Method and Case Description 
To explore how organizations can sustain and navigate between (de)centralization equilibria, we conducted 
a multiple-case study on the introduction of two blockchain systems (Eisenhardt, 2021; Eisenhardt & 
Graebner, 2007; Yin, 2017). We selected the two cases for three reasons: 1) they involved the same IT, 2) 
they are situated in a similar public sector context, and 3) two members of our research team closely 
accompanied both projects as academic advisor and observer for over five years. This involvement of our 
team members provided us with particularly rich insights, including unique participant observations and 
access to relevant project documentation and interview partners. The two cases are complementary since 
the first case is dominated by centralization tensions, while the second case places a stronger emphasis on 
decentralization. 

Case 1: Germany’s Federal Blockchain Infrastructure Asylum (FLORA) 

Our first case is the development and roll-out of the Federal Blockchain Infrastructure Asylum, a 
blockchain-based system that supports the efficient and secure exchange of procedural information 
between the authorities involved in Germany’s asylum procedure. Work on FLORA started in February 
2018, and the first pilot was deployed in 2021. Currently, the Federal Office and its partner authorities are 
rolling out FLORA across Germany’s sixteen federal states. Figure 1 provides an overview of FLORA’s 
development trajectory from January 2018 to September 2023. 

The FLORA project builds upon Hyperledger Fabric, a private permissioned blockchain framework that 
supports private sub-chains for each federal state and location. FLORA’s nodes (one node per organization) 
are hosted centrally by the Federal Office but partner authorities are free to host their own node if desired. 
Read and write access is defined based on each authority’s legal responsibility. 
 

 

Figure 1. Detail and Timeline of the FLORA Project. 

 

Case 2: European Blockchain Services Infrastructure (EBSI) 

Our second case is the European Blockchain Services Infrastructure (EBSI), a blockchain system developed 
and operated by the European Blockchain Partnership (EBP). The EBP was formed in April 2018 between 
the European Commission and the EU member states, as well as Norway and Liechtenstein with the intent 

January 2018
Development of a 

FLORA PoC

Kick-off 
PoC phase

Kick-off 
piloting phase

August  2018
Development of a FLORA 

system for the AnkER
facility in Dresden 
(state of Saxony)

Start
integration

May  2020
Integration of the 

FLORA system with 
the Federal Office’s 

existing systems

Start ‘pilot 
operation’

April 2021
First case processed 
in Dresden with the 

FLORA system

Kick-off 
roll-out and 

scaling phase

October  2021
Roll-out of the FLORA 

system to the other 
German states and 

extension to other parts 
of the asylum procedure

Roll-out
Saxony

October 2022
Successful development 

of FLORA system in 
Chemnitz and Leipzig 

(state of Saxony)

Start 
roll-out RLP

September 2023
Deployment of the FLORA 

system planned for 
Rhineland-Palatinate (RLP)

Roll-out 
Brandenburg

December 2022
Successful deployment 
of the FLORA system at 
all locations in the state 

of Brandenburg

FLORA Project
Developed information system: FLORA
Objective of the information system: Coordination between the authorities involved in Germany’s asylum procedure
Developed by: Germany’s Federal Office for Migration and Refugees (public authority)
Scope: Germany
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to build a blockchain-based system that would support the efficient and secure delivery of cross-border 
public services. EBSI currently supports the authentication of digital diploma credentials, and deployment 
in production is scheduled for the second half of 2023. In parallel, the EBP is working on several other use 
cases, such as social security passports and document traceability. Figure 2 provides an overview of EBSI’s 
development trajectory from April 2018 to September 2023.  

In contrast to FLORA, EBSI is hosted decentrally across more than 20 European member states. EBSI relies 
on a permissioned blockchain based on Hyperledger Besu. Any organization can read data, but only a subset 
of pre-authorized organizations can host an EBSI node to obtain write and validation rights.  

 

 

Figure 2. Detail and Timeline of the EBSI Project. 

 

Data Collection 

Our first source of case evidence is semi-structured interviews. As the third author accompanied the FLORA 
project, he regularly conducted explorative interviews to evaluate the emerging system and identify tensions 
and best practices for developing blockchain projects. During these interviews, tensions between 
centralization and decentralization became prominent as the project advanced. When we observed similar 
tensions in an interview study on EBSI’s development, we started to specifically explore the changes 
between centralization and decentralization in a focused set of interviews between March and May 2023. 
To select informants for the focused interviews, we followed recommendations for informant selection by 
Huber & Power (1985). 
All interviews were conducted based on interview guides we derived from the respective literature. These 
were organizational (de)centralization in general (Mintzberg, 1989; Smith & Lewis, 2011; Smith & 
Tushman, 2005) for the explorative interviews as well as IS-specific (de)centralization (King, 1983; 
Sambamurthy & Zmud, 1999) for the focused interviews. We audio-recorded and transcribed the interviews 
using established video conferencing tools. Where interviewees did not consent to be recorded, we took 
extensive notes. The interviews were conducted in German or English, dependent on the language 
preferences of the interviewees, and lasted between 30-90 minutes. Table 1 summarizes the explorative and 
focused interviews on which we built our case study. 

April 2018
Formation of the EBP 

to develop EBSI for 
trustworthy cross-

border public services

Declaration of
the EBP

Selection of first 
set of services

October  2018
Selection of 4 
strategic EBSI 

services

Deployment of  
test network

October  2019
Deployment of test 
infrastructure (fully 
operated by the EC)

Deployment of 
EBSI v1

January  2020
Deployment of EBSI 

v1 (jointly operated by 
EC and MS)

Kick-off Early 
Adopter program

March  2021
Launch of EBSI’s early 
adopter program with 
28 projects co-funded 

by EC

Selection of 
additional 

services

April  2020
Selection of 3 

additional EBSI 
services

Deployment of 
EBSI v2 

May 2021
Deployment of EBSI 
v2 (jointly operated 

by EC and MS)

Launch of wallet 
conformance 

testing

March 2022
Launch of wallet 

conformance testing for 
the certification of EBSI 

compliant wallets 

Transition of 
infrastructure 

operation to MS

June 2022
EC transitions its 

responsibilities for the 
operation of EBSI v2 

to MS

Kick-off 
EDIC task force

June 2022
Launch of a task force for 
preparing the European 

Digital Infrastructure 
Consortium

Kick-off Digital 
Europe projects

April - June 2023
Kick-off of 6 EBSI 
projects co-funded

by EC

EBSI Project
Developed information system: EBSI
Objective of the information system: Delivering cross-border public services

Developed by: European Blockchain Partnership
Scope: European Union (including Liechtenstein and Norway)

EC = European Commission 
MS = Member States
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Case Number of Interviews 

FLORA Exploratory Interviews: 15 
Focused Interviews: 5 

EBSI Exploratory Interviews: 7 
Focused Interviews: 6 

Table 1. Interviews  

 
We complemented these interviews with project documentation and direct observations. The third author 
has been an academic advisor to both the FLORA and the EBSI projects for more than five years. As part of 
his role in the FLORA project, he regularly participated in meetings on FLORA’s technical and strategic 
development and observed stakeholders in their use of the emerging FLORA system. In the EBSI project, 
he served as a technical advisor to the EBP. As part of this role, he similarly attended regular meetings 
related to the technical and strategic development of EBSI. The second author additionally observed the 
EBSI project for two years (starting in autumn 2021) for research purposes and to inform Luxembourg’s 
national strategy on blockchain and digital identities. She attended meetings related to EBSI’s strategic and 
technical development and the implementation of EBSI’s digital diploma use case. Their involvement gave 
us unique access to relevant documents (source 2) and provided rich participant observations (source 3). 
Table 2 summarizes these sources. 

Case Project Documentation Direct Observations 

FLORA 1000+ pages 

Third author: 
3-4 full days per week working on the FLORA project 
from Jan 2018 to May 2020 
2-3 full days per week working on the FLORA project 
from Jun 2020 to May 2023 
1-2 full days per week working on the FLORA project 
from Jun 2023 to Sep 2023 

EBSI 1000+ pages 

Second author: 
2-3 days per month observing the EBP from Nov 
2o21 to September 2023 
Third author:  
2-3 days per month advising the EBP from Feb 2019 
to September 2023 

Table 2. Overview of Collected Project Documentation and Observations 

 

Data Analysis 

To analyze our case evidence, we followed best practices for studying multiple cases and coding qualitative 
data (Corbin & Strauss, 1990; Eisenhardt, 1989, 2021; Eisenhardt & Graebner, 2007). We started our 
analysis with a within-case analysis to see how centralization and decentralization developed in each of the 
two cases. Throughout this analysis, two authors openly coded the project documentation and interview 
transcripts to understand context factors and get a feeling for the overall case setting. In the first round of 
axial coding, they aggregated their open codes into higher-level categories. They frequently consulted with 
the whole author team to discuss their codes and triangulate their findings with the second and third 
author’s project insights. We also used these meetings to iterate between the pertinent theories on 
organizational and IS (de)decentralization and our case data.  
Overall, our within-case analysis revealed that the FLORA project was dominated by centralization 
compromises, which led to mounting tensions as the project progressed. The EBSI project, in turn, iterated 
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between centralization and decentralization compromises, continuously demanding a recalibration of the 
equilibrium.  

Informed by these insights, we proceeded to a cross-case analysis to compare how the two cases balanced 
centralization and decentralization over time. For this purpose, two authors conducted a second round of 
axial coding as well as one round of selective coding. During this second coding process, they again regularly 
met with their co-authors to discuss the codes, triangulate with the second and third authors’ insights, and 
iterate with the pertinent theories. 
Our cross-case analysis produced rich insights into the dynamic nature of (de)centralization equilibria. We 
found stable equilibria in both projects, i.e., periods characterized by stable activity patterns, routines, and 
workflows. However, punctuations through changes in organizational strategy or context disrupted these 
equilibria and demanded new compromises in the degree of (de)centralization that inevitably demanded 
both projects to establish new equilibria.  

Results 
Throughout our coding and discussion rounds, a story of recalibration and transition emerged. Both 
projects started with the vision to establish a decentralized equilibrium that would reflect the federal 
context of both IT systems. However, the need for quick progress required a certain degree of centralization 
in various stages of the projects. Some of these centralization ‘compromises’ needed to be revisited as the 
projects advanced, creating a dynamic back-and-forth and recalibration of organizational processes, 
governance, and IT. We now turn to how this back-and-forth played out in each of the two projects. 

Navigating (De)centralization in the FLORA Project 

Germany’s asylum procedure requires close collaboration and information exchange between various 
organizations at the municipal, state, and federal levels. While the Federal Office for Migration and 
Refugees plays a pivotal role in issuing decisions about asylum applications, state-level migration, 
authorities and municipal governments are responsible for the initial registration, distribution, 
accommodation, care, and eventual integration or repatriation of applicants. Several security agencies 
conduct background checks, and various health authorities provide medical care. The involved authorities 
often exchange information via inefficient means such as paper lists, spreadsheets, and fax messages. 
However, efforts to improve this exchange have proven difficult. Since the federal separation of 
competencies typically prevents “digital centralization” and redistribution of competencies to a central 
authority, many authorities involved in the procedure prefer a “decentralized” architecture that requires 
neither the extension of centralized databases nor the delegation of control to a single authority. An IT 
service provider to the project explains:  

“The decentralization of rights and responsibilities resonates well with the BAMF [...] and the foundation 
of federal organizing. [In the asylum procedure,] responsibilities must be clearly defined and easy to 
adapt to the individual cases. More specifically, responsibilities should only be with the competent local 
authority that is, indeed, responsible and able to assume such responsibilities. This makes the installation 
of a single authority that first has to delegate responsibilities very unattractive.”  
To address this need for decentralization, Germany’s Federal Office for Migration and Refugees began to 
explore blockchain technology with a Proof-of-Concept (PoC) in January 2018. The idea was that 
blockchain could reflect the federal structure of the procedure in a cross-organizational IT architecture. 
Based on a positive evaluation of the PoC, the BAMF initiated a joint pilot project with Saxony’s central 
immigration authority (LDS) in August 2018 to develop and test the FLORA system in Dresden, Saxony. 
This part of the project saw the establishment of an equilibrium where governance and especially strategic 
decision-making was shared between the Federal Office and the LDS. In the words of one of FLORA’s 
project managers:  
“We closely collaborated with the LDS from the beginning on, which has been quite special. […] We had a 
lot of shared responsibilities and required frequent alignment calls. […] Ultimately, our AnkER facility in 
Dresden has been selected for the pilot project […] since we were convinced of the added value of the 
FLORA project and all groups, offices, and authorities [within the AnkER facility] saw their visions 
aligned with the goals of FLORA.”  
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Additionally, the Federal Office envisioned shared development and decentralized hosting of the FLORA 
system. This vision resonated well with the LDS. However, as the pilot phase progressed, the LDS soon 
signaled a lack of both the required resources and competencies to participate in the development and 
hosting of the FLORA system. To not jeopardize the pilot project, the Federal Office’s FLORA team 
ultimately established a compromise. The FLORA team would assume full technical responsibility for the 
FLORA system and host an LDS instance of the FLORA system on the Federal Office’s IT infrastructure. 
The LDS, in turn, would support the FLORA team with requirements and specifications and participate in 
strategic decision-making. In the words of a business analyst:  

“Sure, the LDS and any other authority could technically host a blockchain node. But many, including the 
LDS do not really want this. The level of complexity in the governance, not necessarily in the technology, 
requires a different way of thinking and can be an impediment.” 

Through this centralized equilibrium, the FLORA team could quickly respond when the COVID pandemic 
required temporary changes to parts of the procedure. This success did not go unnoticed by partnering 
authorities as well as the BAMF’s leadership. Toward the end of the pilot phase, the BAMF’s president 
participated in a conference with representatives from several other German states who responded 
positively to the presentation of FLORA’s pilot phase and encouraged him to make FLORA’s roll-out a 
strategic priority. With the partnering authorities’ increasing interest in adopting the FLORA system, the 
Federal Office, once again, evaluated options for more decentralized governance and IT. However, these 
efforts were punctuated when the states asked for a fast roll out of the FLORA system. In effect, the FLORA 
team decided to further formalize its (de)centralization compromise. In particular, it developed a software-
as-a-service (SaaS) model and prioritized the roll-out to German states that were interested in the pilot’s 
centralized development and hosting model. A consultant to the project explains: 

“We currently have a software-as-a-service model, which ultimately means that the BAMF deploys a 
productive solution for other stakeholders. It doesn’t mean, however, that other organizations cannot 
influence the solution, make remarks, or ask for personalization. It just means, from a purely technical 
perspective, that the Federal Office hosts the solution. Long-term, the aim is to develop [the model] into 
the direction of platform-as-a-service […] to push responsibilities back to the competent state authorities.”  
As the roll-out progressed, however, the FLORA team began to experience tensions with the SaaS 
equilibrium as coordinating with an increasing number of ‘customers’ slowed down development. To ease 
these tensions, the FLORA team recalibrated its governance model by pushing more responsibilities to its 
local offices and their partner authorities at the state level. For instance, they were given full responsibility 
for local data management and first-level support. However, this recalibration was challenging as not all 
local offices and partner authorities were interested in assuming this responsibility. One of FLORA’s project 
managers explains:  

“On the one hand, [the local offices and their partner authorities] love the thought of assuming their 
rightful responsibilities. On the other hand, they want us to map their processes. […] They feel 
overwhelmed when they cannot simply call and say what they want but have to do it themselves. So, we 
really need to push them to assume their responsibilities.” 
Further centralization tensions resulted from the hosting of the FLORA instances. Historically, the Federal 
Office had to cede operation of its IT infrastructure to the Informationstechnikzentrum Bund (ITZBund), 
the Federal Government’s IT service provider. This legacy meant the Federal Office had to repeatedly apply 
for new infrastructure services as the roll-out proceeded. ITZBund, in turn, was slow to provide these 
services due to lengthy bureaucratic processes. The FLORA team thus explored various options for 
becoming more independent and recalibrating the ‘centralized’ hosting equilibrium. In the words of one of 
the project’s IT architects: 
“In the end, the ‘latencies’ provided the relevant incentive to decide that the system is operated by the 
Federal Office itself. That is, only the basic infrastructure of the network, such as IP addresses, DNS 
names, routing, firewall, is provided by the ITZ-Bund and we, the Federal Office, provide the operating 
system, on which we build virtual machines to operate our application.”  
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Navigating (De)centralization in the EBSI Project 

Much like the Federal Office, the EBP started to explore blockchain in 2018 to deliver digital public services. 
The EBP’s objective was to develop a European Blockchain Services Infrastructure that would allow 
member states to provide cross-border public services through a shared IT infrastructure. The use of 
blockchain was deemed particularly suitable for such an infrastructure, as it would allow to replicate the 
EU’s federal structure in a decentralized IT architecture. This idea of decentralization was also reflected in 
the EBP’s initial processes and governance structure. Strategic decisions were made by a policy group 
composed of one representative for each EBP member state. Technical decisions were made by a technical 
group that was also composed of member state delegates. Specifications and requirements for the 
supported public services came from working groups for each service. Member states were free to decide 
whether they wanted to involve themselves in the technical and service groups. This decentralization of 
responsibilities allowed the EBP to secure member state support and buy-in in the EBP’s early stages. One 
representative from an EBSI network operator explains: 
“I think [decentralization of responsibilities to different working groups] is a viable approach. It allows 
the EBP to bring experts together and enables in-depth discussions. Because if you had such discussions 
in the EBP’s higher-level policy- and technical groups, those discussions would become blurred and 
probably even politicized. And when we look back at what we have achieved, it shows that this 
decentralization made sense because we have made good progress on these use cases.” 

However, first decentralization tensions occurred when higher echelons in the European Commission 
pushed for a swift development of a working pilot system in 2019. While the member states supported the 
European Commission’s ambition to accelerate the development of an EBSI pilot system, many hesitated 
to assume the required responsibilities and costs for this system. To break this impasse, the European 
Commission realized that a recalibration and transition toward a more centralized equilibrium was needed. 
They offered to step in and take responsibility for developing EBSI’s core features and deploying a pilot 
network. To support this shift, the EBP granted the European Commission’s EBSI team a certain degree of 
decision-making authority in technical development. A quote by a national policy representative illustrates: 
“The degree of centralization was not forced by the European Commission. It was a result of a lack of 
involvement from the member states. […] The technical development is quite European Commission-
centric. Which is, in general, not a good thing. But it's a result of some member states, I don't say, stepping 
back, but not being so technically committed […] It's a consequence of the fact that the member states 
didn't want to take [the responsibility].”  
The temporary but relatively centralized equilibrium allowed the EBP to quickly set up a pilot system. 
However, rolling out the system called for further recalibration, especially for decentralized hosting and 
development of applications that build on the pilot system. To incentivize and financially support this 
partial ‘redecentralization’, the European Commission launched an EBSI funding facility. Many of the 
submitted tenders focused on applications that would use EBSI to support the issuance and verification of 
digital diplomas. This focus then led to further decentralization needs as digital diplomas required an 
additional end-user component, a so-called digital wallet. Soon, the EBSI team felt they did not have the 
necessary expertise and mandate to develop these wallets. To mitigate these centralization tensions, they 
created another funding facility and invited private IT companies to contribute the wallets. This 
decentralized development process required additional control mechanisms. To account for these, the EBSI 
team defined a set of technical specifications and a certification program. One national EBP policy 
representative reflects: 
“The basic idea is to operate an infrastructure. But for that infrastructure, we had to find a boundary 
after which we open it [the development of applications] to the market. The important thing is that you 
find this line and you provide some APIs or other channels for open communication, and then it’s a good 
thing to leave it to the market and to private organizations. It’s a good choice because, in this case, 
competition […] can really have a good impact. I think, if we wanted to create a unique wallet realized by 
the European Commission, we had to wait too long. Probably upon release, the wallet would have been 
technically outdated. It’s ok that the infrastructure and the requirements for it have had this [centralized] 
story. While on the upper-levels, like the wallets and so on, we have to [decentralize] it to the market.” 
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This recalibration allowed the EBP to foster EBSI’s adoption and progress on the development of digital 
diplomas. Consequently, the EBSI team began to work on a rollout strategy for a production-ready system. 
Once again, this strategic prioritization turned out to punctuate the existing equilibrium. In effect, the EBP 
realized that launching EBSI in production would require increased operational responsibilities of the 
member states. Yet, the member states felt unable to take full responsibility for an infrastructure they 
cannot fully control and that is distributed and operated across different organizations and member states. 
Given these constraints, the EBP started transitioning to a new equilibrium. That is, they started to 
incorporate the EBP into a newly established European Digital Infrastructure Consortium (EDIC) that 
would be co-financed and jointly governed by the participating member states. The EDIC would act as an 
overarching central entity accountable for the development and operation of EBSI. One representative from 
the European Commission explains: 

“That's why we want to support the follow-up of this initiative [the EBP] through a new instrument 
[EDIC], where it will be less the European Commission that is in the driving seat […] We want the member 
states to continue their cooperation and to be more the driver of this initiative, with the European 
Commission staying in the role of the policy support and also financial support. But with the member 
states taking over our responsibilities in this initiative. That's something we are now preparing with the 
EBP, and we hope that this will be a way to ensure the continuity of EBSI.” 

Although all EBP member states considered this transition necessary, many refrained from financially 
committing to EDIC as a founding member. Some member states were particularly concerned about the 
long-term perspective of EBSI and an investment in a highly controversial technology that has proven over 
time to have considerable (technical) limitations. Other member states were hesitant to be a ‘first mover’. 
As a result, only one-third of the member states committed to becoming founding members of EDIC. The 
limited participation in EDIC caused an (unforeseen) centralization of EBSI’s governance as compared to 
the previously decentralized approach – in particular, the EBP policy and technical groups – that governed 
EBP and EBSI since their inception. One representative from an EBSI network operator describes: 

“All member states, almost all, support EDIC. I don't think I've heard any critical voice saying no we don't. 
Maybe a couple of member states are not decided yet. Everybody supports it [EDIC], but nobody wants 
to fund it, that's very clear. That’s the crux. [...] And there is also the risk that we don't know what will 
happen after 3 years. That risk exists, of course. But as I understand it, you can join the EDIC and you 
can also leave again, there is some flexibility.” 
The IT architecture of EBSI should, in turn, remain decentralized among different node operators in the 
member states according to detailed service-level agreements, including well-defined terms and conditions 
for node operation as well as IT security requirements. However, complying with these service-level 
agreements appeared to be challenging for some pilot network operators who lacked the required IT 
security certification. Obtaining such a certification can be costly and requires substantial organizational 
changes. Consequently, the EBSI team feared that a secure and production-grade EBSI would again lead to 
an unduly centralized network. To mitigate this risk, the EBSI team once again adapted its approach. More 
specifically, they initiated another funding facility – this time for hosting productive instances and 
developing complementary productive applications. One national EBP policy representative reflects: 
“This is a risk. If these requirements [for the node operation] prove to be too strict and too strong. They 
impair the enlargement of the number of nodes. This is, of course, an issue. [… And] it's quite expensive to 
set up and operate a node. This is an issue.” 

Summary 

In both projects, the initial vision was to develop an IT system that follows dominant federal organizing 
structures and a strict decentralization of responsibilities. However, the Federal Office and the EBP had to 
compromise on decentralization early on because the (political) need for quick progress required a more 
centralized approach. Over time, the limitations of these centralization compromises and a range of 
punctuating events required an iterative recalibration and a transition to new (de)centralization equilibria. 
The FLORA project opted to maintain and recalibrate its centralization compromise and, ultimately, 
establish a more centralized equilibrium than initially envisioned. The EBP, in turn, attempted to mitigate 
mounting (de)centralization tensions by iterating between centralization and decentralization, regularly 
pushing back temporarily centralized responsibilities to the member states.  
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Discussion 
We started our study by observing that large organizations are trapped in a tension field between 
centralization and decentralization (Mintzberg, 1984, 1989; Smith & Lewis, 2011; Weick, 1987). While the 
tension field is well researched, little is known about how organizations can navigate this tension field and 
establish new stable (de)centralization equilibria in their organizational processes, governance, and IT once 
an old equilibrium is punctuated. We thus conducted a multiple-case study on two projects that saw the 
establishment, recalibration, and transition between several such equilibria. Our analysis unpacks how 
changes in organizational strategy or context will typically punctuate (de)centralization equilibria. These 
punctuating events make the old equilibrium unstable and require organizations to embark on an iterative 
recalibration of their organizational processes, governance, and IT to reach a new stable equilibrium. 

A Process Model for the Development of Dynamic (De)centralization Equilibria  

Our insights can be translated into a process model (Cloutier & Langley, 2020) that captures the dynamic 
development of (de)centralization equilibria in organizational processes, governance, and IT (Figure 3). 
Drawing on centralization and decentralization literature in the fields of management (Mintzberg, 1984, 
1989; Romanelli & Tushman, 1994; Smith & Lewis, 2011; Smith & Tushman, 2005) and IS (Andersen, 2005; 
Kahai et al., 2003; King, 1983; Sambamurthy & Zmud, 1999), our model describes the iterative recalibration 
of organizational processes, governance, and IT in response to punctuating events (Lyytinen & Newman, 
2008; Romanelli & Tushman, 1994). It highlights that the recalibration process is guided by observations 
of centralization or decentralization tensions. 
 

 

Figure 3. A Process Model for the Dynamic Development of (De)centralization 
Equilibria in Organizational Processes, Governance, and IT. 

 
Successful navigation of such identification and recalibration processes requires organizations to be 
malleable in their processes, governance, and IT (Hanelt et al., 2021; Henderson & Venkatraman, 1999; 
King, 1983; Mikalef et al., 2021). This malleability is particularly crucial when organizations need to react 
quickly to punctuating changes in their strategic direction (Aldrich & Pfeffer, 1976; Smith & Tushman, 
2005) or their organizational context (Ahituv et al., 1989; Sambamurthy & Zmud, 1999). Changes in 
strategic priorities, for example, may necessitate organizations to shift their governance from a centralized 
to a more decentralized structure or vice versa. For instance, as our cases demonstrate, strategies that call 
for a rapid system roll-out, may result in centralization needs. Resource constraints of a central entity, in 
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turn, may provoke decentralization needs when the system grows. Such shifts often require adjustments to 
organizational processes and IT to mirror these new governance structures. However, our cases also 
demonstrate that such shifts are typically temporary. As time passes, new punctuating events may trigger 
further recalibration or the transition to new equilibria. Thus, we derive the following conjecture: 
Conjecture 1: (De)centralization equilibria are inherently temporary and stability results from the ability 
to recalibrate and transition between equilibria. 
Our cases demonstrate how important it is for organizations to navigate equilibria, recalibrations, and 
transitions carefully. The nature of the tensions organizations will face during transitions depends on the 
desired degree of centralization or decentralization (Andersen, 2005; King, 1983; Sambamurthy & Zmud, 
1999). If the new equilibrium, for example, is to be characterized by strong centralization in one or multiple 
elements, these changes may lead to substantial coordination or communication costs across organizational 
subunits (Andersen, 2005; Kahai et al., 2003; Mikalef et al., 2021; Sambamurthy & Zmud, 1999). 
Identifying such tensions will guide the redesign of the new equilibrium in a more decentralized way and 
initiate an iterative process of recalibration and re-evaluation. Similar tensions occur when a target 
equilibrium is situated at the decentralized end of the spectrum. Tensions related to the loss of control over 
subunits (Beck et al., 2018; Moldoveanu & Martin, 2001; Weill, 2004) or a void in accountabilities as in the 
cases of FLORA and EBSI, in turn, can emphasize the need to centralize and push for a recalibration of the 
equilibrium. Hence, we propose as our second conjecture: 
Conjecture 2: Punctuations or imbalances in the equilibrium create (un)foreseen needs for 
counterbalancing organizational processes, governance, and/ or IT. 
To accommodate the dynamic recalibration of organizational processes, organizations must allow for local 
and temporary nuances in their (de)centralization equilibria. Decentralized organizations that aim to 
establish a decentralized IT system cannot always rely on their existing structures from the onset, as 
subunits may often be unable or unwilling to take the lead (Andersen, 2005; Beck et al., 2018; Wiseman et 
al., 2012). In such cases, centralization may not only be essential for filling accountability voids but also for 
proceeding quickly (Aulakh & Gencturk, 2000; Mintzberg, 1989; Peppard, 2018; Rediker & Seth, 1995). In 
effect, decentralized organizations may accept local or temporary centralization compromises to enable a 
transition to a more decentralized equilibrium later. Finding the right time for this transition, however, is 
essential to avoid undue centralization tensions. Centralized development, for instance, may increasingly 
impede the roll-out and extension once decentralized IT systems exceed a certain size. Moreover, increased 
decentralized use can make it hard to maintain centralized accountability. When (de)centralization 
compromises lead to escalating tensions, organizations may re-evaluate their local and temporal 
compromises. Accordingly, we derive our third conjecture: 
Conjecture 3: To achieve stable (de)centralization equilibria, organizations must allow for dynamism and 
regularly revisit local and temporary compromises. 

Theoretical Contributions 

Our research first contributes to the IS literature on (de)centralization by demonstrating that sustaining 
(de)centralization equilibria in organizational processes, governance, and IT is inherently dynamic. More 
specifically, our work emphasizes that organizations evolve in response to punctuating events that require 
an iterative recalibration and transition to a new temporary equilibrium. This process perspective builds on 
insights into the realization of stable decentralized IT structures and the relevance of malleability 
(Henderson & Venkatraman, 1999; King, 1983; Mikalef et al., 2021; Sambamurthy & Zmud, 1999). At the 
same time, it extends these insights by examining the process, i.e., dynamic transitions between 
(de)centralization equilibria, organizations use to resolve tensions. Moreover, our process perspective 
highlights that (de)centralization equilibria are not persistent. We explain how organizations can work 
toward a new equilibrium by making changes to organizational processes, governance, or IT when changes 
in organizational strategy or context destabilize the old equilibrium (Romanelli & Tushman, 1994).  
Secondly, our research adds to management literature on decentralization by demonstrating that the 
establishment of (de)centralization equilibria requires an IT perspective (Ahituv et al., 1989; Siggelkow & 
Levinthal, 2003). We emphasize that IT does and should play an important role in sustaining desirable 
(de)centralization equilibria in today’s organizations. However, this does not establish IT as more 
important than organizational processes or governance. All three are of equal importance and require 
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careful individual and joint consideration in the pursuit of stable equilibria (Romanelli & Tushman, 1994; 
Smith & Tushman, 2005). Yet, we observe that the selection of the underlying IT can create baseline 
tensions and impact the development of (de)centralization equilibria. Blockchains, for example, stipulate a 
certain degree of decentralization, which may conflict with centralized processes and governance 
structures. This may require compromises and frequent recalibration. 

Third, our research contributes both to the IS and management literature on (de)centralization by 
connecting the two literatures and unpacking how organizations can successfully navigate the recalibration 
and transition between old and new equilibria. Our study demonstrates that organizations must allow and 
embrace temporary compromises in these processes. Moreover, organizations will often not be able to apply 
the same degree of (de)centralization to all units, since not all units possess the same maturity or 
competence level. As such, we confirm and corroborate the insights of Smith & Tushman (2005) and Smith 
& Lewis (2011) that dynamic compromises between centralization and decentralization can be utilized to 
benefit organizations.  

Practical Implications 

The practical implications of our study are two-fold. First, our research sheds light on how organizational 
leaders can rebalance the degree of (de)centralization in their organization’s processes, governance, and IT 
in response to changes in strategy or the organizational context. Additionally, our work highlights that any 
change in the degree of (de)centralization can entail an iterative recalibration or transition process. 
Organizational leaders should be careful when choosing overly centralized or decentralized structures, as 
either choice will introduce tensions that may require costly recalibration or transition at a later point. 
Moreover, organizational leaders are well advised to minimize the number of punctuating events that 
require an iterative recalibration. 

Second, our paper provides organizational leaders with decision support on how to navigate these iterative 
recalibration and transition processes best. We highlight that organizational leaders should avoid applying 
a one-size-fits-all approach. Instead, they should consider, allow, and accept local and temporary 
differences. Especially temporary compromises may be essential to build a stable equilibrium. However, 
organizational leaders should be aware that such compromises will not be tolerated indefinitely and that 
other changes in strategy or organizational context may occur that will demand resolving such compromises 
earlier than expected. Thus, temporal compromises need to be constantly re-evaluated. This minimizes the 
risk of organizational leaders to mismanage their organizations and create long-term imbalances in their 
(de)centralization equilibria, which might result in more frequent and costly recalibration. 

Boundary Conditions 

Boundary conditions are essential to theoretical insights, including those developed from multiple-case 
study research, as they help define the scope and applicability of the developed theoretical insights 
(Eisenhardt, 2021). We identify three such boundary conditions for our process model and conjectures in 
terms of domain, prevalent organizational structures, and technology. 
First, both cases are public sector projects, which might limit the generalizability and transferability of our 
insights. Public organizations are typically not driven by profitability considerations and market pressure. 
As such, they might have more margin for maneuvering when allowing for local and temporary differences 
between their organizational subunits while trying to find a (de)centralization equilibrium. Companies 
might not always have this level of freedom as market pressures may restrict them and stifle attempts to 
‘experiment’ with different levels of centralization (Weick, 1987).  

Second, both cases are situated in a federally organized context, which naturally places them between 
centralized and decentralized structures. This second boundary condition emphasizes the transferability of 
our findings to strongly centralized or strongly decentralized organizations. Our model cannot predict 
whether organizations that find themselves on one end of the (de)centralization continuum would be willing 
to – at least temporarily – commit (de)centralization compromises and search for new stable equilibria. Yet 
as both centralized and decentralized structures each present opportunities and limitations, we argue that 
organizations at either end of the (de)centralization continuum will sooner or later face punctuating events 
that may cause them to compromise on parts of their existing structures to ensure successful organizing 
(Smith & Lewis, 2011; Smith & Tushman, 2005). 
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Third, both projects focus on developing blockchain-based systems, which naturally imposes a certain 
degree of decentralization. This third boundary condition, thus, affects the transferability of our results to 
equilibria build around more inherently centralized IT. However, a closer look at both cases suggests that 
our model may not be limited to blockchain. While both systems were initially built around blockchain, the 
blockchain components have become less important over time and have been complemented by various 
other components and technologies as development proceeds. Furthermore, many of the observed 
(de)centralization tensions occurred independently of blockchain technology. This leads us to surmise that 
our insights can also be transferred to IT systems that do not build on blockchain. 

Conclusion 
Our study demonstrates that establishing a (de-)centralization equilibrium in organizational processes, 
governance, and IT is a dynamic process that requires constant recalibration and sometimes transitions to 
new equilibria. Based on insights from two blockchain projects, we derive a process model that describes 
this recalibration and transition. Our model details that punctuations through changes in organizational 
strategies and context, as well as tensions inherent to centralization and decentralization, can trigger an 
iterative recalibration process and the transition to a new (de)centralization equilibrium. Navigating this 
transition can require local or temporal compromises. 
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