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Abstract—This work presents a 5.8 GHz RFID tag that, by
exploiting the quantum tunneling effect, significantly increases
the range of backscatter radio links. We present an electronically
simple Tunneling RFID Tag characterized by return gains as high
as 35 dB with link sensitivity as low as -81 dBm. Without relevant
increase in power consumption, the Tunneling Tag enables a host
of new wireless sensors and Internet-of-Things (IoT) applications
that require both the long range of conventional wireless links
and the low power consumption of semi-passive RFID devices.
Selected measurements demonstrate a reader-to-tag separation
distance 10 times higher than the maximum range of ideal semi-
passive tags. Moreover, the collected experimental results allowed
to outline a mathematical model demonstrating how the long-
range RFID tag prototype can achieve distances unusual for this
technology.

Index Terms—RFID; reflection amplifier; tunnel diode; low-
powered RFID; long-range backscattering; backscattering; mod-
ulation factor; tunneling tag; tunneling reflector; IoT; internet
of things.

I. INTRODUCTION

By 2020 there will be 200 billion of connected ”Internet-
of-Things” (IoT) devices [1] that will use wireless technology
to communicate among each other and to human operators.
Although the total global worth of IoT technology could be as
much as 6.2 trillion USD by 2025 [2], the energy consumption
and the need to replace batteries are serious obstacles to
this optimistic deployment. Currently, a BLE module used
in IoT applications requires 10.8 mW [3] to communicate;
if operating one third of the time, a coin cell battery-assisted
module1 will consume more than 50 batteries per year. If those
batteries will need to be replaced upon discharge, they will
contribute to a volume exceeding 10,000,000 m3 in electronic
waste, filling up a space bigger than the volume of 9 Empire
State Buildings2 m3 per year.

Backscattering communication through RFID nodes is a
promising solution to solve the IoT energy burden of the
future, but this technology is still limited in range and is
not currently competitive with the wider coverage areas of
BLE, WiFi, cellular and LoRa networks. Several steps have
been undertaken among the research community to overcome
backscattering communication limits. A joint design of reader
and tag signals [5] as well as space-time coding [6] were sug-
gested to improve both the performance of indoor scenarios,
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Fig. 1: Satellite view of the Georgia Tech campus and the Mid-
town neighborhood in Atlanta, GA (USA) showing locations
and distances covered during the backscattering measurement
campaign described in this work.

affected by multipath fading, and the reliability of MIMO
backscatter RFIDs. Researchers in [7] have highlighted the
need of an increased UHF bandwidth for accurate positioning
and ranging with RFIDs, but only a few experimental results
demonstrating the long-range potential of RFID transponders
have been reported thus far.

This work extends the results shown in [8]. It demonstrates
how a quantum tunneling-based RFID tag achieves free-space
long-range backscattering communication links as wide as
1.2 km and presents a simulation tool to assist a system
engineer in designing these links. The tool was tested by
identifying possible scenarios where the Tunneling Tag would
be beneficial. The modulation and long-range capabilities of
the Tunneling Tag are experimentally demonstrated through
an extensive measurement campaign (Fig. 1).

II. RATIONALE

To improve the range r of backscattering communications
characterized by the following link budget equations:

Pt = PTGtxGt
λ2

(4πr)2
(1)

Pr = PtGtGrx
λ2

(4πr)2
M, (2)

a system engineer can operate on some parameters. Both the
tag transponder and the reader sensitivities can be improved
so that the former can activate its circuitry with lower levels
of impinging power Pt while the latter can detect lower
levels of received backscattered powers Pr; moreover, the
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gains of both the transponder antenna Gt and the reader
receiving antenna Grx can be increased; additionally the tag
transponder loads can be chosen so that its modulation factor,
M = 1

4 |Γ1 − Γ2|2, can achieve values greater than 1. Limits
are imposed on both the transmitting power PT and the
transmitting antenna gain Gtx of the reader whose maximum
EIRP must be 36 dBm [9].

Despite the absence of limitations on the modulation factor
M , its maximum value is typically 1 (in ideal semi-passive
transponders). M > 1 is obtained by equipping the tag with
active loads, such as tunnel diodes, that require some biasing
power. Tunnel diodes can be used for different applications
[10]: besides behaving like a Schottky diode when large
biases are applied, a heterostructure backward tunnel diode
can be used for energy harvesting applications [11]. Finally,
the decreasing current as effect of the increasing bias gives
to the tunnel diode a natural negative differential resistance
−R that can be used to design a Tunneling Reflector (TR).
A TR was chosen as a valid microwave active load that
significantly improves M without a relevant increase of the
biasing power requirements [12]. The TR is based on a tunnel
diode that, when properly biased, displays a natural negative
differential resistance −RL. When the TR is properly matched
to an impedance ZA, the corresponding reflection coefficient
Γ becomes negative and greater than 1:

|Γ|2 =

∣∣∣∣ZL − ZA

ZA + ZL

∣∣∣∣2 =

∣∣∣∣RA +RL

RA −RL

∣∣∣∣2 > 1, (3)

making the modulation factor M greater than one. Of course,
the law of conversation of energy is preserved since the TR
converts the applied dc bias into RF power.

Upon backscattering, the base-band signal received on an
RFID reader is given by:

Vbb = Vdc + V, (4)

where Vbb is the base-band received signal, Vdc is the received
dc component and V = VI + jVQ is the time-varying signal.
The desired modulated-backscatter data can be extracted from
the base-band signal by blocking Vdc with a series capacitor.
Since environmental and reader noise affect the quality of the
wireless link, V can be measured as the average of N bursts
received over a period of time.

To measure the signal-to-noise ratio of the backscattering
link, the modulation error ratio (MER) can be used. It takes
into account both the average of all the received symbols |V |
and the average error magnitude |e|:

|e| =
N∑

n=1

en =
1

N

N∑
n=1

√
(VI − VI,n)2 + (VQ − VQ,n)2. (5)

The MER, in dB, is defined as:

MER = 20 log10


√
V 2
I,n + V 2

Q,n

N∑
n=1

√
(VI − VI,n)2 + (VQ − VQ,n)2

 ,

(6)
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Fig. 2: Reader [13] and tag configuration used to collect the
experimental data; details are listed in Table I. The homodyne
receiver extrapolates the I and Q channels and passes them to
the USRP. Data are acquired with the GNU radio interface,
saved as *.bin files, and made available on line [14].

where VI and VQ are the in-phase and quadrature average
components of the received, demodulated symbol; VI,n and
VQ,n are the quadrature components of the received, demod-
ulated n-th symbol; and N is the total number of the received
symbols.

III. THE EXPERIMENTAL SETUP

To test the backscattering capabilities of the prototype, the
experimental setup in Fig. 2 was used. It consists of a reader
and a Tunneling Tag tuned at 5.8 GHz. The tag is placed at
different distances r from the reader that collects and processes
the backscattered data.

A. The Microwave Reader

The fabrication of an early version of the 5.8 GHz mi-
crowave homodyne reader available at the Propagation Group
Laboratory is documented in [13]. Its transmitting section
generates a 5.8 GHz CW of power PT and it is connected
to an output antenna with gain Gtx. Its receiving section has
a high-pass cut-off frequency of 20 kHz and a low-pass cut-
off of 2 MHz. The LNA amplifies the received backscattered
power Pr and a commercially available open-source universal
software radio platform (USRP) [15] demodulates the data.
The base-band data, Vbb, are filtered and sampled by an
analog to digital converter (ADC) and contain VI,n and VQ,n

signals from the Tunneling Tag. The raw data are recorded
at 10 MSps, resulting in a Nyquist frequency of 5 MHz, and
stored on a binary *.bin file which can be read and processed
using either MATLAB or GNU Radio. A Discrete Fourier
Transform (DFT) is applied on the received signals at the
frequency of interest fm through a Goertzel filter performed
on both the in-phase (I) and the quadrature (Q) channels of
the receiver. Although the modulation scheme used for this
project is relatively simple, more complex modulations, such
as QAM [16], can be implemented using a combination of
two or more tunnel diodes properly tuned and biased.

B. The Tunneling Tag

The 5.8 GHz Tunneling Tag consists of a TR (Fig. 3)
connected to a tag antenna of gain Gt and a waveform
generator that modulates, amplifies and backscatters the im-
pinging CW through a biasing square wave of tunable voltage
amplitude Vpp and frequency fm. The tunnel diode used
for this design is fabricated using rapid thermal diffusion
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Fig. 3: Microstrip line structure of the fabricated Tunneling
Reflector as in [12].

on Germanium substrate; since its electrical parameters (e.g.:
junction capacitance) often vary from device to device, the
tuning stub of the TR is used to compensate on these variations
and allows fine tuning to the desired frequency of operation.

The Tunneling Tag switches between two states at a constant
rate; the square wave can be represented as a Fourier series
whose fundamental frequency is fm, and has harmonics at
integer multiples of this frequency. The tag can be tuned to
other desired frequencies (e.g.: 915 MHz) by adapting the
design topology in Fig. 3 and choosing appropriate parameters
for tuning stubs, radial stub, and dc block capacitor.

C. Instrument Calibration

Since V = VI + jVQ corresponds to the average voltage
measured at the I and Q output ports of the microwave reader,
a calibration procedure was necessary to identify the offset
correction G (in dB) that needs to be taken out for measuring
the correct amount of power P̃r at the receiving antenna
terminals:

P̃r = 10log10

(
|V |2

2R

)
+ 30−G, (7)

with G being the offset correction and R = 50 Ω being the
receiver impedance. The calibration procedure consisted in
measuring an RF signal of known amplitude through both the
microwave reader and a spectrum analyzer; the difference be-
tween the two measures was identified as the offset correction
G. Once the received power is both measured (P̃r) through
Eq. 7, and estimated (Pr) through the link budget equation3,
the TR gains G̃TR can also be measured:

G̃TR = 10log10
P̃r

Pr
(8)

D. The Field Test Campaign

Tests were conducted by varying the distances r between
the reader and the Tunneling Tag. For each distance, different
bias voltages Vpp were applied for two or more modulation
speeds fm. For this work, the setups in Table I were used, each
characterized by different system parameters chosen to have on
the Tunneling Tag low amounts of impinging powers Pt. Setup
I generates a CW with PT of only 0 dBm (1 mW) and an EIRP
of 6 dBm (4 mW); it was used to test the tag backscattering

3Eq. 2 is used to compare the performances of an ideal semi-passive
transponder (M = 1) with those of a tunneling tag (M = G̃TR > 1).

capabilities for distances r between 25 m and 160 m. Setup II
and Setup III transmit a CW of 22 dBm (158 mW) and EIRP
of 28 dBm (0.63 W), but use different tag antennas; they were
used to test the prototype when located at 650 m and 1.2 km
respectively. PT levels were measured by directly connecting
the output of the reader to a spectrum analyzer; antenna gains
were simulated and then verified through experimental tests;
L1 and L2 define the losses of the cables connecting the
transmitting and receiving antennas to the reader. All the .bin
files collected during the measurement campaign are publicly
available at the GitHub repository [14] for scrutiny and free
use by other researchers.

TABLE I: Configurations of the Experimental Setups

Setup I Setup II Setup III
PT (dBm) 0 22
Gtx (dBi) 6
Grx (dBi) 24
Gt (dBi) 6 24
G (dB) 15 30
L1 (dB) 1.2
L2 (dB) 0.9

IV. ACHIEVED RANGES AND GAINS OF THE TUNNELING
TAG

The measurement campaign aimed to experimentally verify
the capabilities of a Tunneling Tag in terms of achievable
ranges and gains. Fig. 1 and Table II show and summarize
the measurements done for this work.

Since the Tunneling Tag has a very high sensitivity, Setup
I, characterized by a transmitting power PT of only 0 dBm
and a total EIRP of 6 dBm, was used to test the prototype
communication capabilities up to 160 m. Tests at distance r
from 25 m to 50 m were held at the Van Leer site. At the Tech
Green site, backscattering tests were done with the tag located
70 m, 100 m and 160 m from the reader. For each distance r,
the prototype was modulated with different bias voltages Vpp
(from 60 mV to 68 mV, 2 mV step) and at the modulating
frequencies fm of 250 kHz and 1 MHz, respectively. For each
test, the demodulated complex data Vn = VI,n + jVQ,n were
stored as .bin files and post-processed in MATLAB to calculate
the average value |V | and the received power P̃r (Eq. 7).

Fig. 4, 5 and 6 display the symbol constellations on the
IQ plots when the prototype is located at different distances r
from the reader and modulates at 250 kHz and 1 MHz, respec-
tively; the reader noise level is also shown. It is important to
highlight that, for Figs. 4-6, the IQ-processing software plots
only one half of the IQ plane and the calibration procedure
mentioned in Sec. III-C was used to compensate the missing
half.

The collected .bin files are processed to retrieve, through
Eq. 7, the effective measured powers P̃r at the ends of the
receiving antenna. The P̃r are reported in Fig. 7 for different
biases Vpp and for modulations at 250 kHz and 1 MHz. These
values are compared against the received powers Pr expected
by an ideal semi-passive RFID tag (M = 1) not equipped with
any TR. The Tunneling Tag performs particularly well when
it is far away from the transmitter allowing communications
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TABLE II: Field Test Locations.

Location Name Reader Location Farthest Tag Location Distance (m) Used Setup

Van Leer, roof top Lat. 33◦ 46 32.63 N Lat. 33◦ 46 32.72 N 25 to 50 Setup ILong. 84◦ 23 48.95 W Long. 84◦ 23 50.79 W

Tech Green Lat. 33◦ 46’ 26.38” N Lat. 33◦ 46’ 26.39” N 70 to 160 Setup ILong. 84◦ 23’ 48.25” W Long. 84◦ 23’ 54.78” W

GTPE, parking lot Lat. 33◦ 46’ 32.63” N Lat. 33◦ 46’ 32.71” N 650 Setup IILong. 84◦ 23’ 48.95” W Long. 84◦ 23’ 23.41” W

Viewpoint, Midtown Lat. 33◦ 46’ 32.63” N Lat. 33◦ 46’ 41.14” N 1200 Setup IIILong. 84◦ 23’ 48.95” W Long. 84◦ 23’ 2.56” W
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Fig. 4: IQ diagrams for the received base-band free-space
backscattered signals on Setup I. Vpp = 60 mV, fm = 250
kHz, r = 25 and 45 m.
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Fig. 5: IQ diagrams for the received base-band free-space
backscattered signals on Setup I. Vpp = 60 mV, fm = 250
kHz, r = 100 and 160 m.

at distances nowadays not yet possible for a backscattering
technology. Moreover, longer distances (or lower powers)
trigger better gains in the prototype; in fact, in Fig. 4 the
voltage levels at 45 m are higher than the voltages measured
at 25 m. A correct biasing influences the tag gains as well; in
fact, better gains are observed for a 60 mV biasing voltage and
a current of 340 µA. The gain G̃TR of the prototype can be
retrieved through Eq. 8 by comparing the measured received
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Fig. 6: IQ diagrams for the received base-band free-space
backscattered signals on Setup I. Vpp = 60 mV, fm = 1 MHz,
r = 25, 45 and 160 m.

power P̃r with the power Pr expected by an ideal semi-
passive tag when free-space propagation is assumed. These
values are summarized in Table III highlighting how the tag
is beneficial for backscattering links between 35 m and 160
m. The impinging powers Pt were estimated through Eq. 1
and their influence on the TR gains G̃TR(Pt) are shown in
Fig. 8. It is important to point out that at these long ranges,
the variability of propagation losses increases therefore, the
accuracy of the assumed free-space propagation is reduced.

The data points obtained through the measurements cam-
paign involving distance r between 25 m and 160 m were
used to extrapolate a mathematical model that best describes
the gains GTR for impinging powers ranging between -80
dBm and -55 dBm:

GTR(x) = a1e
− (x−b1)2

c1 + d1 (9)

with the coefficients a1 = 34.63; b1 = −78.24; c1 = 93.67;
d1 = 4; and x being the power Pt, in dBm, impinging
on the TR. The choice of Eq. 9 was made considering
the trade-off between overfitting the model and reducing the
root mean square error (RMSE) between the measured data
and the predictive curve. Using higher order mathematical
models, i.e. third/fourth order polynomials, would reduce the
RMSE; however, it would also cause overfitting, making the
predictions unreliable. Among various possibilities, the off-
set Gaussian function showed the best trade-off and provided
a closed form expression that can be used in link-budget
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TABLE III: Measured received powers and gains

Location Distance (m)
Est. Power on tag Est. Rx Power Meas. Rx Power Tunneling Tag Gain

Pt Pr P̃r (dBm) G̃TR (dB)
(dBm) (dBm) 250 kHz 1 MHz 250 kHz 1 MHz

Van Leer, roof top 35 -67.8 -117.3 -105.4 -105.5 11.8 11.7
50 -70.9 -123.5 -104.6 -104.5 18.9 18.9

Tech Green
70 -73.8 -129.3 -98.7 -99.1 30.6 30.2

100 -76.9 -135.5 -99.4 -103.3 36.1 32.5
160 -81 -143.7 -108.5 -109.2 35.2 34.4

10
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Fig. 7: Received signal strengths P̃r in free-space as function
of distances r, biasing voltages Vpp, and modulation speeds
fm using Setup I (6 dBm EIRP). Results are compared against
an ideal semi-passive link (M = 1 and no Tunneling Reflector)
using the same configurations as in Setup I.

calculations. In Fig. 8, both the experimental gains G̃TR and
the trend of GTR(x) (Eq. 9) are compared. The abrupt gain
improvement at low values of Pt powers can be observed.

V. GAIN MODEL VALIDATION AND MODULATION ERRORS

To test the accuracy of the mathematical model (Eq. 9) in
predicting the TR gains GTR, backscattering tests were held
with the Tunneling Tag placed at 650 m and 1.2 km away
from the reader (Fig. 1). Setup II and III in Table I were used
to have impinging RF powers on tag Pt ranging between -80
dBm and -55 dBm.

A summary of the results in shown in Table IV. The received
powers P̃r were measured from the reader and compared with
the received powers Pr (Eq. 2) extrapolated when using an
ideal semi-passive tag (M = 1) in free-space. The gains G̃TR

were retrieved through Eq. 8 and compared with the GTR

computed through Eq. 9. The accuracy of the mathematical
model in predicting the gains is evident; in fact, the TR gains
both measured

(
G̃TR

)
and estimated (GTR) are the same at

both 650 m and 1.2 km.
Finally, the MER defined in Eq. 6 can be used to estimate

the SNR ratio of the communication link between the reader
and the Tunneling Tag; as shown in Fig. 9, this ratio is always
above 10 dB. Nevertheless, it is important to highlight that the
MER collectively captures the noise of the transmitter and the
modulation errors of the tag.
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Fig. 8: Comparing the measured Tunneling Reflector gains,
G̃TR(x), with the gain model GTR expressed through Eq. 9.
The model is valid for RF powers Pt ranging between -80
dBm and -55 dBm.

TABLE IV: Comparing Gains: Measures vs Model

Distance (m)
650 1,200

Pt (dBm) -71.2 -58.5
1-way Path Loss (dB) -104 -109.3

Pr (dBm) -146.1 -120.7
P̃r (dBm) -121.8 -116.5
GTR (dB) 24.3 4.53
G̃TR (dB) 24.2 4.2

The discussion shown so far highlights some important
achieved results: first, the prototype has shown a very low
sensitivity, allowing it to work with impinging powers Pt as
low as -81 dBm (Table III). Second, the Tunneling Tag is
able to backscatter at distances as high as 160 m thanks to
the added gains provided by the tunneling effect. The tag
performed significantly better than any ideal passive and semi-
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Fig. 9: Modulation Error Ratios (MER) for each measure of
the test campaign.

passive tags equipped with the same antennas and operating at
5.8 GHz (Fig. 7). Third, it can reach tunneling gains as high
as 36 dB and it performs better at longer distances when the
impinging RF power Pt is below -70 dBm (Fig. 8). Finally,
the plethora of collected data allowed to outline and validate
a gain model for the Tunneling Tag (Eq. 9).

VI. A LINK BUDGET DESIGNER TOOL

The successful measurement campaign described in the
previous sections provided a valuable data set that demon-
strated the capabilities of a Tunneling RFID Tag in achieving
long communication ranges at 5.8 GHz and brought to the
development of a tool assisting a system engineer in designing
free-space long-range backscattering communication links.

The tool was developed in MATLAB and it incorporates the
gain model of Eq. 9; its source code is available for use, test
and improvement on Github [14]. A system engineer can set
the desired ranges and frequencies as inputs and the tool gives
as outputs the required system parameters that will establish
the desired link when a Tunneling Tag is used. Four system
parameters were identified: the transmitting power PT ∈ [-20,
30] dBm, the transmitting antenna gain Gtx ∈ [0, 6] dBi, the
receiving antenna gain Grx ∈ [0, 30] dBi, and the Tunneling
Tag antenna gain Gt ∈ [1.76, 14] dBi.

A. Testing Scenarios

Several scenarios that would benefit from the use of a long-
range backscattering link were identified to test the tool and
compare the results with the currently available RFID technol-
ogy. On a football field, players wearing Tunneling Tags can be
monitored by a reader suspended at the center of the field; tags
on commercial products in a warehouse can assist employees
(or drones) to quickly locate them for shipment; long-range
and low-powered RFID tags would improve the efficiency
and the flexibility of current and future precision agriculture
applications suffering from the lack of technical solutions.
People, airplanes and vehicles could be easily monitored in
university campuses, airports, and cities. For every chosen
scenario, the tool provided the system parameters necessary
to establish a communication link.

B. Long Range Backscattering

A list of the chosen scenarios, their radius and, for each
of them, the system parameters provided by the designer tool
are summarized in Table V for a backscattering configuration
involving either a co-located bistatic4 (Gtx 6= Grx) reader or
a monostatic (Gtx = Grx = Gx) reader.

For the bistatic configuration, the choice of the system
parameters was made by using the following criteria: pref-
erences were given to tag antennas with the lowest gains Gt

(e.g.: a short dipole 1.8 dBi; a half wave dipole 2.1 dBi; or
a patch antenna 9 dBi) in order to reduce the tag size; a
dipole was preferred as the reader transmitting antenna for
its omnidirectional pattern that allows a uniform coverage of
the entire area of interest; finally, a low transmitting power
PT was preferred to reduce the power consumption of the
reader. The obtained results are summarized in Table V; up
to 300 m, the tag requires a half wave dipole, while between
300 m and 1.5 km, a patch antenna is enough to establish
the link. The highest required transmitting power PT is 21.4
dBm, about 8 dBm below the maximum power of 30 dBm
allowed by the FCC regulations [9]. Finally, at 2 km, a higher
gain antenna (Gt = 11.7 dBi) is required on the tag. It is
important to highlight that, for the longest range scenarios
(university campus, crop field, airport and city), the use of
more directive tag antennas would limit the coverage to 180◦

(or less) therefore, more than one antenna on the tag might be
required for a 360◦ coverage.

For the monostatic configuration, the lowest transmitting
powers PT were preferred among the solutions provided by
the designer tool. Although all the monostatic scenarios are
possible (Table V), the reader antenna requires a certain
directivity that prevents a 360◦ coverage of the area. A
solution to this limit could consist in using a reader antenna
with lower gain Gx and a tag antenna with higher gain Gt

whose omnidirectional properties would be preserved through
a retrodirective structure.

As an example, Fig. 10a details the advantages of using
a Tunneling Tag (M = GTR) versus an ideal semi-passive
tag (M = 1) to establish a backscattering link in a university
campus with a 700-meter radius when a reader with -110 dBm
receiving sensitivity is used in a bistatic configuration. A range
improvement of 1 order of magnitude can be observed.

The entire free-space coverage of all the scenarios listed in
Table V is summarized in Fig. 10b. It is important to stress
out that, since the Tunneling Tag model was proven to be
valid for impinging RF powers Pt ranging between -80 dBm
and -55 dBm, were taken into account only distances at which
correspond these power levels. The benefit of a Tunneling Tag
is here evident in the bistatic configuration: the added gain
GTR allows a significant range extension in scenarios where
the use of 5.8 GHz backscattering communication would not
be otherwise possible.

4A co-located bistatic configuration consists in using a reader with two
distinct but close-by antennas for transmission and reception.
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TABLE V: Required System Parameters for Free-space Scenarios when Using an RFID Reader and a Tunneling Tag at 5.8
GHz

Scenario Radius
Co-located Bistatic Reader Monostatic Reader

EIRP PT Gtx Grx Gt EIRP PT Gx Gt

dBm dBi dBm dBi
Town House 20 m -7.8 -9.6

1.8

5

1.8

-7.5

-11.5

4

1.8
Football Field 50 m 0.8 -1 12 0.4 11.9

Warehouse (e.g.: Amazon) 100 m 7.7 5.9 19 6.6 18.1
Skyscraper 300 m 16.8 15 28 16.2 27.7

University Campus 700 m 16.3 14.5
9

23.5

35Crop Field 1 km 19.7 17.9 31.5 21.8 -13.2 6
Airport 1.5 km 23.2 21.4 35 22.5 -12.4 9

City 2 km 11.7 23.5 -11.5 11
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Fig. 10: (a) Comparing a 5.8 GHz backscattering bistatic link
of 700 meter radius when an ideal semi-passive (M = 1) and
a Tunneling Tag (M = GTR(x)) are used; (b) whole coverage
of different bistatic long-range scenarios. Free-space and a -
110 dBm reader receiving sensitivity were assumed; similar
results are obtained with monostatic configurations.

VII. CONSIDERATIONS ON POWER CONSUMPTION

The Tunneling RFID Tag here presented requires a certain
biasing power to properly work. This requirement does not
allow to identify the prototype as a passive transponder;
nevertheless the consumed power is extremely low when
compared to any other state-of-the-art RF wireless devices.
Hence, a passive Tunneling Tag can be developed by adding
a wireless energy harvesting module. The optimal biasing
voltage (Vpp = 60 mV, Ipp = 340 µA) corresponds to a power
consumption of only 20.4 µW that could be easily collected
through wireless power harvesting or other power-scavenging

techniques. This amount of biasing power, although very low,
is enough to amplify very weak impinging RF signals whose
amplitude is below -40 dBm. Moreover, since the modulation
takes place by turning on and off the TR, only a fraction of
this power is really used. Finally, since high modulation speeds
are possible [17], the energy-per-bit expenditures are much
lower than any other currently available technology. In fact,
a modulating frequency fm of 250 kHz and 7 MHz require(
E =

VppIpp
fm

)
81.2 µJ/bit and 2.9 pJ/bit, respectively.

Benefits for using a Tunneling Tag are also shared by the
reader units. Thanks to the high sensitivity of the device,
low impinging RF powers are enough to obtain backscattering
modulation and amplification. FCC regulations allow up to 36
dBm (4 W) of transmit EIRP for backscattering readers op-
erating at 5.8 GHz; nevertheless, the long-range experimental
results shown in this work have been obtained for transmitting
EIRPs as low as 6 dBm (4 mW) and the longest experimental
range of 1.2 km was achieved by transmitting only 28 dBm
(0.6 W) EIRP from the reader.

The low powers required by the Tunneling Tag prototype
contribute, from both an economically and environmentally
point of view, to a future with billions of wireless devices.

VIII. CONCLUSIONS

This work has presented a low powered Tunneling Tag
achieving long-range backscattering communications at 5.8
GHz. The tag has a sensitivity of -81 dBm and achieved the
experimental backscattering range of 1.2 km. The measure-
ment campaign held at and nearby the Georgia Tech campus
allowed to collect enough data to model the Tunneling Tag
gains as a function of the impinging RF power Pt. Through
this model, a tool to assist system engineers to design future
long range backscattering systems was provided. Examples of
free-space scenarios showed the possibility of covering wide
areas by using dipole or patch antennas. The backscattering
range of a 5.8 GHz RFID tag was increased by a factor of 10
when compared to an ideal semi-passive tag. Although it was
designed and tested at 5.8 GHz, the prototype can be easily
redesigned for the standard UHF frequencies at which even
higher ranges can be covered.

Measurements showed a linear trend of the SNR for increas-
ing impinging RF powers. SNRs above 10 dB were observed
for modulation speeds up to 1 MHz. Moreover, the required
biasing powers of only 20.4 µW widely contributes in the
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reduction of power consumption that is currently drastically
affecting the expansion of pervasive wireless nodes.

These results, by significantly reducing the power require-
ments while allowing great communication distances, demon-
strate that the Tunneling Tag promises a new era for IoT
wireless devices and backscattering applications. Finally, the
provided tool can assist the design of long-range scenarios
such as football fields, university campuses and cities that will
benefit from the use of a Tunneling RFID Tag.
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