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Abstract: A wireless sensor network is a critical component in many disciplines. There are a 

large number of sensor nodes in it. These sensor nodes perform various tasks, including 

identifying, dispensing, communicating, and providing power. Data is sent from source to 

destination and plays an important role. Congestion will occur during data transfer =0>0from 

one node to another and in the cluster head. Congestion will emerge as a result of either traffic 

division or resource allocation. Energy will be wasted due to traffic division congestion, which 

results in packet loss and retransmission of deleted packets. As a result, it must condense. 

Congestion management will be handled by a few wireless sensor networks using various 

protocols. Deterministic Energy Efficient Clustering (DEC) protocol is considered to reduce 

energy consumption based on residual energy in which the leaky bucket algorithm is cast-off. In 

the event of congestion, our plan outlines a strategy for dealing with and resolving it using this 

manner. According to simulation testing, the suggested approach may significantly improve 

longevity, energy, throughput, and packet loss. 
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1. INTRODUCTION 

Nowadays, the advancement in microchip design has led to the fabrication of lightweight sensor nodes. The 

deployment of these sensor nodes can be found in different applications where monitoring is required. Those 

applications include health-care, agricultural lands, disaster-prone areas, etc. Many times, deploying these wireless 

sensor networks depends on how the battery life is managed. The constraint in the capacity of batteries in wireless 

sensor networks would make them costlier, and it has become a challenge for us to deploy them on a large scale. 

Therefore, it has become a necessity to develop a protocol that results in the optimization of energy that is consumed. It 

has been recognized that we need to use an energy-aware protocol to control energy consumption by configuring itself. 

Clustering can be used to manage Wireless Sensor Networks [1]. The sensors that are nearer to each other are formed 

as clusters. In each group, a leader is elected from the available sensor nodes [2]. This process is known as Clustering. 

After selecting the cluster heads, the data from the cluster members is given to cluster heads, and cluster heads will 

filter the gathered data using techniques like data compression and send the collected data to the Base station (BS)  [3]. 
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Anyway, the work done by cluster-head would consume more energy. Instead of fixing the same node as cluster-head, 

rotating cluster-head among the members would result in more significant gains [4]. Therefore, the design for 

distributive Wireless Sensor Networks on how far it can manage energy consumption has been an essential factor in 

determining a better protocol's success. Earlier, the cluster heads were rotated randomly, and there was no guarantee of 

optimizing the election of cluster heads. Hence, a protocol to elect a better cluster head should be employed to check 

the congestion phenomena. One such protocol is the DEC protocol. In this protocol, the criterion for selecting cluster 

heads is monitoring the residual energy of the sensor nodes [5]. 

Congestion occurs in a WSN when the traffic load on a specific sensor node exceeds the assigned buffer capacity. 

Congestion can also occur as a result of a network's resources being used in an inequitable manner [6]. Congestion 

usually arises at the sensor node due to the existing constraints, and there are two forms of congestion: node-level and 

link-level congestion. The buffer utilization, or the disparity between the traffic response time and departure rate, is 

usually examined in node-level congestion. The channel utilization, on the other hand, is used to track congestion at the 

link level. In both cases, early identification of congestion and mitigation from the network is essential  [7]. 

Small sensor nodes in wireless sensor networks (WSNs) have their battery, memory, transceiver, CPU, and sensor(s) 

[8]. The nodes collect data locally and transmit it to a hub where it may be processed to provide valuable insights [9]. 

The data rate, bandwidth, memory, and battery life of sensor nodes are all limited somehow. Depending on the 

application's needs, these nodes may run on tiny batteries for days, months, or even years. Hence, efficient power use 

may extend the nodes' battery life [10] . Communication uses much more power than computing does in WS[11]Ns. 

Thus, it is necessary to design intelligent and efficient routing protocols to ensure that the sensor nodes share the energy 

burden equitably [12]. There are a few ways to categorize routing protocols: data-centric, hierarchical cluster, and 

location-based. Hierarchical cluster-based protocols best solve the energy restrictions of such networks. These 

protocols group the nodes into smaller groups called collections; in each cluster, one node serves as the cluster head 

(CH), which is responsible for gathering information from the other nodes in the group and sending it to a central 

location (BS). Eight times less energy is used with these protocols than with traditional routing techniques [13]. 

According to how the nodes interact, WSNs may be categorized as either stationary or mobile. Static deployment, 

which is used by the vast majority of apps, has several limitations [14]. To begin, a static deployment cannot provide 

ideal sensor field coverage. Consequences are severe if all key events happen beyond the designated area, and even 

massive deployments of nodes cannot ensure perfect coverage. Second, a communication gap between sensor nodes is 

created when static nodes expire or malfunction [15]. As a result, the connectivity suffers, leading to dropped packets 

and decreased overall network quality. Gateway nodes, just one hop away from their BS, are another critical issue with 

the static deployment [16]. Every network traffic must pass via these nodes on its way to the BS. Therefore they use a 

lot of power in the process [17]. 

In contrast, mobile nodes reposition themselves throughout the field to generate a rotating collection of gateway nodes  

[18]. Hence, all the nodes serving as gateways might share the energy burden. Mobile nodes guarantee full coverage by 

snatching up events and sending them to the BS [19]. Quality of Service (QoS) measures such as coverage, connection, 

energy usage, and others are enhanced by mobile WSNs [20]. The sensor nodes may remain stationary for numerous 

uses. Yet, they need data mules to collect and send information to the BS [21]. The data mule has a dual purpose: it 

transmits information to the BS and keeps the network connection at all times [22]. The number of nodes in a particular 

cluster may exceed the maximum threshold limit when the nodes travel throughout the cluster field [23]. Packet loss, 

delay, the blocking of new connections, and a drop in quality of service are all possible outcomes of congestion. Both 

stationary and moving WSNs suffer from congestion [24]. As time-stamped, data must be sent to the BS instantly, and 

congestion causes significant impediments for time-critical applications [25]. Even brief interruptions in transmission 

might render the data unusable or obsolete. Increasing the connection capacity or data rate control at each node may 

help reduce network congestion [26]. 

2. MATERIAL AND METHODS 

We employed a probabilistic-based approach to regulating energy usage in wireless sensor networks. The primary goal 

of this protocol is to increase the lifetime of a Wireless Sensor Network by utilizing global data obtained from it rather 

than local data [27]. The residual energy of each node is what constitutes local information. The drawback of such 

protocols is that the number of cluster heads (CHs) who will be elected, or the elected Cluster-head, will need more 

energy to lead the process [28]. We may also use a deterministic cluster-head selection method instead of a 

probabilistic-based technique because the deterministic cluster-head method outperforms the probabilistic model [29]. 

This statement is made by considering energy consumption. Eq. (1) represents a generic probabilistic model which is 

given by making use of these protocols, 
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Q is a function of each node's residual energy ratio [30]. It may be regarded as a constant number, where x represents a 

node and nrm, int, or adv stands for normal, intermediate, or advanced nodes [31]. Think about the situation when Q 

equals one. [8][9]. For each iteration r, each sensor node will arbitrarily choose a value between 0 and 1 to serve as the 

cluster head, in line with the threshold value function in Eq.(1). The sensor node will become a Cluster-head if its value 

is smaller than the threshold value T for node n. (n) [32]. G And P represents a set of candidates for Cluster-head who 

were not elected and their chances of being selected (CMs) [33]. 

Clustering occurs when the energy spent per bit in the transceiver circuit, denoted by E (T X), exceeds the distance 

threshold for switching amplification models, characterized by d to CH, as defined by the DEC protocol [34]. At the 

first stage, known as "setup," all nodes will use the indication function to choose CHs [35]. The selected Cluster-heads 

broadcast will get a K-bit message. The non-persistent Carrier Sense multiple access (CSMA MAC) protocol will be 

used to assign radio resources in the Advertising message, also known as ADV. An ID for the Cluster leaders and a 

header is provided in the notification. Cluster members (CMs) are unelected nodes [10, 11], [12, 13], [14], and [15]. 

Members will choose a cluster and submit join requests to the Cluster-head with the lowest communication cost 

depending on the received signal strength of the advertising message. The request header, CM-ID, CHID, and other 

information are all included in this message (cluster head-ID). The Cluster-heads will implement TDMA for use in 

internal communications. The setup process is complete at this point. The system enters a steady-state condition after 

collected data has been sent from CMs to CHs and then from CHs to the Base-Station. Inter-cluster communication 

through direct sequence spread spectrum is possible (DSSS). 

Several different data transmission issues might lead to network congestion. Over flowing buffers, time-varying 

channels, etc. Unusual traffic patterns may be identified using "congestion detection." In other words, when a packet is 

sent from one node to another using a particular [16]. Several packages are lost because of congestion on individual 

nodes. Energy consumption and link exploitation both drop as packet loss rises. When several sensor nodes try to use  

the channel simultaneously, it becomes congested. When link-level congestion occurs, all nodes simultaneously attempt 

to transmit traffic over the connection. This leads to packet collisions. Congestion at the link level also decreases link 

use. The problems mentioned above may be avoided if congestion is well managed or avoided. One example of such a 

method is the leaky bucket algorithm [17, 18]. 

2.1. Leaky Bucket 

This adapt procedure is used to handle incoming packets at any rate as part of a traffic flow strategy rendering 

approach. This technique uses a waiting period while buffering observations across time. Packages are discarded when 

the bucket is full and their arrival is indicated. The FIFO system, as seen in Figure 1, is described here. DEC protocol 

has embraced this method. 

 
 

Figure:1 Working of Leaky bucket algorithm. 
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After the queue has reached its limit, its size must be evaluated. As long as storage space is available, all newly created 

packets are made public. Installing this method at the network's access point safeguards the network against packet 

bursts. Therefore, congestion is avoided, and QoS is improved by keeping traffic levels at a suitable range throughout 

the system. 

2.2 Algorithm for Leaky Bucket  

Begin  

Input the packet size  

Input the buffer size  

Set buffer Size, interval, second=0  

For(i=0; i<number of packet, i++) 

If (packet size[i] +p_sz_rm)>buffer size 

If(packet size [i] >buffer size) 

Drop packet  

Else  

Add tokens to bucket: rate * time passed 

Store it in bucket;  

Increment the interval and second;  

Send packet  

Available tokens = available tokens – 1 

}} 

End.  

 

3. EXPERIMENTAL 

To avoid congestion in the channel process and at nodes, leaky bucket algorithmic concept is taken and implemented in 

an energy efficient protocol called DEC to avoid packet drops and enhance smooth data delivery process.  

 

3.1Energy Calculation: 

The energy required for transmission across a bit packet distance is expected to be as follows:  

                           (    )(2) 

                         (    )(3) 

Where    is allowed space,     is a multipath loss,   is a distance among starting and ending nodules and   is limit 

distance 

              (
   

    
)(4) 

The receiving radio energy 

   ( )          (5) 

 

3.2Implementation of Leaky Bucket concept in DEC protocol 

 

Phase 1: Sensor hosts can be arranged in any order by using a common method. 

Phase2: For clustering groups, the DEC protocol computation is used.  

Phase 3: Apply the leaky bucket method on the nodes available in a various cluster. Sink will issue the CH-ticket, a 

better, unmatched type of response towards cluster members. 
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Phase 4: Assess then evaluate cluster heads those with tickets. The limit is described as follows: 

 ( )  {    ⁄  (      ⁄ }(6) 

Where is preferred CHs number 

Phase5: Through adjacent CHs, a subordinate section of nodes act as cluster members. 

Phase6: Ticket will be shared to the Cluster Members by the Cluster Head. 

Phase 7: Nodes that are part of a ticket, share their data to respective sensed CH. 

Phase 8: Put on data in order to acquire information.  

Phase 9: The information is then sent to the sink by the Cluster Head. 

Phase 10: Estimate as well as inform about energies. 

Phase 11: In every cluster the dead nodes are verified and tallied.  

Phase 12: If all nodes in stage are dead, the lifespan is known; otherwise, go to step 12.  

CNN model for congestion handling  

In this section a brief computations of CNN model for congestion handling mechanism has been 

disscssed. 

Mathematical computations of proposed model: 

    
 

 
∑(     (  )    

    )                                                       ( )

 

   

 

The equation 1 is calculating the divergence loss and dividing the each components. In this µ =mean,   

= standard deviations of Google net distribution. In this i is varied depending on training data. The 

equation 2 demonstrate that individual elements prediction in this f(x) is a individual vector of selected 

image.  

 (  )  ( 
             )                                                 ( ) 

 (   
 )  (   

     
     

       
  )                                                             ( ) 

Equation 3 explains about particular identity of individual elements in the selected packet in DEC 

protocol. Here separate model file is saved in the form of vector “V”, after extracting the vectors the 

pass function extracts the original vector with important values.  

        ∑ (  
        

 )        
                                ( ) 

 

 

 

Equation 4 explains about validation and indices values of corresponding positions in the face, if x>0 

then it is an indices value, otherwise not considered in the ROI. Here n= number of features, v= vector 

original image, i is the index in the vector. Coming to equation 5 the ID is differentiating the validation 

function and giving the features in each packet.  
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Here, for each identification in the tuple, we do not need to pick values greater than zero; rather, we only 

take the values referring to the indices of the largest values in the final photo. This step is very important 

since for instance, the features of an eye can be stored in a specific index; therefore, in each request in 

the database, we need to take the function of that packet. Designers would measure the distance between 

the filtered values of the original vector and the corresponding values of each vector of the identification 

in the dataset to identify the identities. Both would have the same identities at the lowest difference here 

between processed values of the main packet and a particular identity packet. 

  

Figure: 2 CNN deep model 

In the above Figure 2, three phases of information—green, yellow, and red rectangular bounding 

boxes—are shown. Each of these boxes extracts characteristics and sends them to a categorization block. 

Statistics numbers between 0 and 1 represent the retrieved characteristics. Although there are other 

feature extraction models, the ResNet approach yields findings that are more accurate than those from 

prior models. Features include all of the gathered features. a csv file that has a source code directory. 

The OS, SYS, Date-time, and Threading Python modules must be called in order to extract the features. 

Content analysis, directory changes, and the import of underlying packages are all crucial for the OS's 

performance. The SYS module offers many function variables that can be interpreted differently to 

R
ec

ei
vi

n
g 

p
ac

ke
ts

 
Se

n
d

in
g 

p
ac

ke
ts

 

B
-C

L 

B
-B

N
L 

B
-R

L 

W
-C

L 

W
-B

N
L 

W
-R

L 

B
-C

L 

B
-B

N
L 

B
-R

L 

W
-C

L 

W
-B

N
L 

W
-R

L 

... 

... 

C
L 

B
N

L 

R
L 

R
G

L 
Dead nodes VS 

Alive Nodes 

 

https://jazindia.com/


Implementation of Leaky Bucket with deep learning Algorithm to Avoid Congestion in DEC Protocol in medical 

applications 

 

1045 

Available online at: https://jazindia.com 
 

affect Python run time. The focus of the date-time package is on the functions of the calendar, time, 

zone-info, and details. In this challenge, each major piece of information is derived from a local server 

using a specific geographical address. With the exception of the functions get ident(), get native id(), and 

main thread(), threading is a task for which inputs must be provided. 

          
       

   
                                                             ( ) 

   ∑     
                                                    ( )

   

    

 

Equation 7& 8 explains about original FER identification, Here the extracted packet passes the all 

blocks and giving the exact information on selected packet. In this o= index filter weight, Tw = feature 

weight shown in figure 3. 

 

Figure: 3 CNN deep learning architecture  

4. RESULTS AND ANALYSIS 

The below given table 1 specifications are used as working parameters for testing results. For simulation results 

MATLAB platform is used. 

Table 1.  Design Specification. 

Parameter Values 

      50nJ/bit 

    5nJ/bit/message 

   0.5J 

  4000 

     0.1 

    10pJ/bit/m
2 

    0.0013pJ/bit/m
4 

  1000 

Stability Period: Time of Reliability during Leaky Congestion in the DEC Network (Including Mortality Rate Study) 

(Leaky-CDEC). Figure 5 displays the number of iterations a network can endure before it succumbs to a catastrophic 

loss of life. The Leaky-CDEC protocol checks the RE of each node after each cycle to establish which CHs will act as 

cluster leaders. Nodes having a higher RE have a better chance of becoming cluster leaders. The current CH may 

remain the cluster head if its RE exceeds the preceding CHs. Consider that the present CH has a lower RE than the rest 

https://jazindia.com/


Implementation of Leaky Bucket with deep learning Algorithm to Avoid Congestion in DEC Protocol in medical 

applications 

 

1046 

Available online at: https://jazindia.com 
 

of the cluster. If this occurs, the cluster member with the highest RE automatically assumes the CH role. The CH for a 

collection collects information from its members and relays it to the hub. Figure 4 (a) shows that compared to DEC 

protocols, Leaky-CDEC has a more extended stability period when traffic flow strategy rendering is applied to packets 

arriving at an arbitrary rate (b). A DEC lost its first node around 1860, whereas a Leaky-CDEC lost its first node 

around 1972. Thus, Leaky-CDEC has a stability period of 5.9 percentage points longer than DEC. 

 

(a) 

 

(b) 

Figure 4 (a) &(b). Stability Period analysis in terms of Live and Dead nodes 

Table 2.  Analysis of Live nodes 

 

 

 

 

 

 

 

 

 

 

CH’s analysis: The lines in Figure 5 show a deployment of 100 CH nodes in a given networking zone. It reveals that 

the line dips dramatically at round 2265 for DEC and in Leaky-CDEC 2396, indicating that all of the nodes' energy has 

 

Rounds 

Live nodes 

DEC Leaky- CDEC 

0 1000 1000 

500 1000 1000 

1000 1000 1000 

1500 1000 1000 

2000 982 1000 
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been used up (stage of falling to dead). Hence, cluster head nodes revert to regular nodes after each cycle and continue 

conversing with the sink. Thus, they cease at the network's conclusion.  

 

Figure 5. Analysis of Cluster head count 

Packet Delivery Ratio: The number of packets transmitted to the received packets is the ratio. It suggests that the 

proposed method is more efficient than the existing one as shown in Figure 4. 

 

Figure 6 Analysis of packet to base station 

Average Energy and Residual Energy Performance Analysis in DEC and Leaky-CDEC: The assessment of DEC 

and Leaky-residual CDECs and average energies are shown in Figures 6 (a) and (b). Simulation results and a 

comparison between the DEC protocol and Leaky-CDEC are shown in Table II. According to the data, the total energy 

for round 2265 in the DEC protocol is zero; however, in the case of Leaky-CDEC, it is 1.09J. Around the year 2385, 

Leaky-CDEC services begin to dwindle. Leaky- CDEC outperforms DEC when the number of rounds is increased. 

Leaky- CDEC has been proven to improve performance by up to 5.34 percent compared to the current DEC protocol  

shown in figure 7. 

Table :3 Residual energy analysis 

Rounds Residual energy Average Energy 

DEC Leaky- CDEC DEC Leaky- CDEC 

0 102.5 102.5 1 1 

500 79.15 82.53 0.791 0.799 

1000 55.42 57.79 0.560 0.575 

1500 33.13 34.54 0.331 0.352 

2000 9.647 10.05 0.102 0.125 
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(a) 

 

(b) 

Figure 7 (a) & (b). Residual energy and average energy analysis for DEC and proposed Leaky-CDEC. 

Figure 7 clearly explains about Residual energy and average energy analysis for DEC and proposed Leaky-CDEC. In this 

proposed model attains more improvement compared to DEC. 

 

Performance measures 

In this section discussing performance measures related to DEC protocol efficiency  

         
    

          
     ------ (9) 
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CONCLUSION 

The application-based DEC protocol known as "leaky bucket" might be utilized to avoid network congestion during data 

transmission. Congestion issues in outlying community clusters are the target of this strategy. In this article, we replace 

traditional queues with the Leaky Bucket method and analyze its effect on various network performance indicators, 

including lifetime, throughput, packet delivery ratio, and power consumption. Imitation demonstrates that the new approach 

is more effective than the current way. 
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