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Abstract. The growth and uptake of e-government in developing economies is 

still affected by the interoperability challenge, which can be perceived as an 

orchestration of several issues that imply the existence of gaps in methods used 

for e-government planning and implementation. To a great extent, various 

counterparts in developed economies have succeeded in addressing the method-

related gaps by developing e-government enterprise architectures, as blueprints 

for guiding e-government initiatives in a holistic and manageable way. However, 

existing e-government enterprise architectures are country-specific to 

appropriately serve their intended purpose, while enterprise architecture 

frameworks or methods are generic to accommodate several enterprise contexts. 

The latter do not directly accommodate the unique peculiarities of e-government 

efforts. Thus, a detailed method is lacking that can be adapted by developing 

economies to develop e-government enterprise architectures that fit their 

contexts. To address the gap, this article presents research that adopted a Design 

Science approach to develop an e-Government Enterprise Architecture 

Framework (EGEAF), as an explicit method for guiding the design of e-

government enterprise architectures in a developing economy. EGEAF was 

designed by extending the Architecture Development Method of The Open Group 

Architecture Framework (TOGAF ADM) to address requirements for developing 

interoperable e-government solutions in a developing economy. EGEAF was 

evaluated using two scenarios in the Ugandan context, and findings indicate that 

it is feasible; its design is understandable to enable its adoption and extension to 

accommodate requirements for developing interoperable e-government solutions 

in other developing economies. 

Keywords: e-Government, Enterprise Architecture, Developing Economies, e-

Government Interoperability. 

 
* Corresponding author 

© 2023 Flavia Namagembe, Agnes Nakakawa, Fiona P. Tulinayo, Henderik A. Proper, and Sietse Overbeek. This is an open access 

article licensed under the Creative Commons Attribution License (http://creativecommons.org/licenses/by/4.0). 

Reference: F. Namagembe, A. Nakakawa, F. P. Tulinayo, H. A. Proper, and S. Overbeek, “Towards an E-Government Enterprise 

Architecture Framework for Developing Economies,” Complex Systems Informatics and Modeling Quarterly, CSIMQ, no. 35, 

pp. 30–66, 2023. Available: https://doi.org/10.7250/csimq.2023-35.02 

Additional information. Author ORCID iD: F. Namagembe – https://orcid.org/0000-0003-3642-801X, A. Nakakawa – 

https://orcid.org/0000-0003-0891-4707, F. P. Tulinayo – https://orcid.org/0000-0003-0922-6172, H. A. Proper – 

https://orcid.org/0000-0002-7318-2496, and S. Overbeek – https://orcid.org/0000-0003-3975-200X. PII S225599222300193X. 

Received: 25 March 2023. Revised: 12 July 2023. Accepted: 14 July 2023. Available online: 31 July 2023. 

https://csimq-journals.rtu.lv/
mailto:e.proper@acm.org
mailto:s.j.overbeek@uu.nl
http://creativecommons.org/licenses/by/4.0
https://doi.org/10.7250/csimq.2023-35.02
https://orcid.org/0000-0003-3642-801X
https://orcid.org/0000-0003-0891-4707
https://orcid.org/0000-0003-0922-6172
https://orcid.org/0000-0002-7318-2496
https://orcid.org/0000-0003-3975-200X


31 

 

1 Introduction 

E-government development is measured by several e-government maturity models (e.g., [1]–[6]). 

A comparative assessment of existing e-government maturity models also exists [7]–[9]. Such 

models provide a phased approach to developing e-government solutions and measuring progress 

towards attaining a citizen-centric and responsive government [10]–[12]. Despite the existence of 

several e-government maturity models, developing economies are still in the low or middle indices 

of e-government development while most of the developed economies are in the (very) high 

indices [13], [14]. Literature (e.g., [10], [15]–[18]) reveals that steady growth of e-government 

initiatives in developing economies is hindered by an orchestration of several situational issues. 

These include: weak technology or digital infrastructure with unreliable internet connectivity, 

digital divide, financial/economic constraints, cultural-socio-behavioral constraints, unreliable 

political climate, handicapping policies or legal frameworks, donor-reliant programmes, lack of 

unified standards for public services and their corresponding electronic services, fragmented e-

government solutions, and fragmented regulatory practices [13], [14], [19], [20]. Such challenges 

contribute to 35% total failure rate and 50% as partial failure rate of e-government 

implementations in developing countries [21], [22]. An analytical reflection on these issues reveals 

two critical gaps that are prevalent in developing economies. One, is the frequent mismatch 

between the baseline and target perspectives of e-government [23], [24], which causes an 

unrealistically large design-to-reality gap and a higher risk of e-government failure [9], [22]. Two, 

is the lack of holistic and systemic approaches to guide e-government implementations [25]–[29] 

in a coherent way. For instance, the success of information technology investments in Africa is 

still affected by the lack of adequate skills in designing, implementing, and maintaining technology 

infrastructure, in a way that can enable services to accelerate growth in various sectors [30]. 

Thus, developing countries or countries with low indices of e-government development need to 

prioritize adoption of practices towards: a whole-of-government approach to e-government 

implementation; establishment of unified technical and legal standards for e-government solutions; 

enhancing competition on quality of service among public entities; effective coordination of e-

government investments within and across public entities; and full interoperability within and 

across public entities [13], [31], [32]. Since the practice towards full e-government interoperability 

seems to be the underlying pre-requisite that can facilitate the realization of other recommended 

practices, this article concentrates on exploring its realization in a developing economy. 

However, prior to assessing and devising means of realizing full e-government interoperability, 

it is vital to specify the scope of interoperability in the context of this research. ISO/IEC indicate 

that two or more systems are considered interoperable if they can “exchange information and 

mutually use the information that has been exchanged” [33]. This is achieved if: (a) the 

participating systems understand the type and size of data to be exchanged (technical 

interoperability), the formats of the exchanged information (syntactic interoperability), and the 

exchanged date and interpret in the same way (sematic interoperability); (b) the data exchange 

complies with the contextual, legal, organizational, and policy frameworks (policy 

interoperability); and (c) all stakeholders mutually understand the subsequent actions on the data 

after the exchange (organizational interoperability) [33]–[35]. In the context of e-government, the 

seamless transfer of data within and across public entities requires a country to prioritize the 

achievement of data and systems interoperability [32]. However, basing on the above definitions, 

organizational interoperability facilitates the realization of data and systems interoperability. This 

implies that achieving full e-government interoperability involves considering interoperability 

within all domains of a public entity and across public entities. The domains include: the 

business/process domain, data/information domain, application systems domain, and technology 

infrastructure domain [36], [37]. This shows the scope and complexity of the full e-government 

interoperability need.  

In a bid to manage the wide scope and complexity of aspects in e-government interoperability, 

two courses of action have been undertaken by different countries: a) Developing e-government 
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master plans and standards for Information and Communication Technologies (ICTs) as well as 

policy guidelines that are based on e-government models and frameworks, to enable harmonized 

implementation of e-government [38]–[40]; and b) Adopting an enterprise architecture approach 

to e-government implementations [41]–[48]. Details of these two courses of action are discussed 

in Section 3, while their major drawbacks are highlighted in Figure 1. 

 

 

Figure 1. Gap Analysis and Research Motivation 

Figure 1 depicts the gap analysis and motivation for this research. Figure 1 was derived by 

synthesizing insights from existing work on e-government interoperability [25], [34], [49]–[52] 

and e-government enterprise architectures [45], [53]–[58]. Existing e-government models and 

frameworks in developing economies [59]–[71] mainly provide success factors and emphasize 

some aspects of the desired e-government end product. They hardly offer a detailed procedure 

towards a holistic and controlled approach to e-government implementations. As a result, various 

disjointed e-government applications still exist [72], [73]. Although the issue of disjointed e-

government solutions is also reported in developed economies [74]–[76], it is prevalent in 

developing economies. 

On the other hand, the use of e-government enterprise architectures has yielded interoperable e-

government solutions to a large extent in economies that have adopted them [45], [53]–[56], [77]. 

In general, enterprise architectures help organizations to achieve several goals such as: 

streamlining and managing technical complexity in digital transformations; integration of 

application systems; reduction in operational costs; effective support for business-IT alignment; 

support for the design and implementation of business and IT strategies; support for 

interoperability [78]–[80]. Although enterprise architecture concerns several goals, the motivation 

to consider it as potential solution in this study is its support for interoperability. This is mainly 

due to two reasons. First, interoperability can be perceived as an enabling factor or goal, because 

its prioritization and realization helps to indirectly achieve the other goals or benefits of enterprise 

architecture. Second, since the e-government challenge in this study is full interoperability, the 

motivation for adopting enterprise architecture into e-government is its support for realizing 

interoperability in countries that have prioritized it.  

Unfortunately, e-government enterprise architectures that are developed and used to streamline 

e-government in developed countries are country-specific, and designed to suit specific contexts. 

Solutions in developed countries cannot just be transferred to developing countries without 
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assessing mismatches in contexts [24]. Thus, e-government enterprise architectures for developed 

countries cannot just be transferred and implemented or used to guide e-government 

implementations in developing economies without a comprehensive adaptation. Developing 

countries or low income countries are characterized by: inadequate and unreliable technological 

or infrastructure landscapes; significantly low average incomes; high poverty levels; significantly 

high inequalities in income distribution; low level of physical capital and human capital 

development; inadequate investments and very low productivity levels; inability to fully utilize 

natural resources; high level of unemployment and under-utilized human resources; low levels of 

education and inadequately skilled labor force; inability to leverage or adopt production 

technologies for advancing industrialization; inadequate and unreliable health care systems; and 

limited access to quality and diverse education systems [81]–[83]. Thus, the variations in the 

economic, technical, socio-cultural, and regulatory contexts of developed and developing 

economics cannot permit the trivial adoption of an e-government enterprise architecture for a 

developed economy. This implies that a developing economy that needs to adopt an enterprise 

architecture approach to e-government implementation can either re-design the domain 

architectures of an existing e-government enterprise architecture, or develop its own e-government 

enterprise architecture. Yet, existing enterprise architecture development frameworks (or methods 

for developing enterprise architectures) are generic and hardly provide specific guidelines tailored 

to address e-government concerns in the developing economies. There is a need for an e-

government enterprise architecture framework, that is specifically tailored to provide a thinking 

pattern that helps to address e-government challenges in developing economies [84], [85]. As 

indicated in Figure 1, this can be achieved by adapting an existing enterprise architecture 

framework with respect to e-government concerns in a developing economy like Uganda, so as to 

initiate a research effort that is envisioned to yield an e-Government Enterprise Architecture 

Framework for Developing Economies (EGEAF).  

EGEAF can be perceived as a method for supporting the development of e-government 

enterprise architectures, which are blueprints for implementing coherent and interoperable e-

government solutions. Thus, this article answers the question: How can the design of e-government 

enterprise architectures be methodologically supported? In other words, what should constitute 

EGEAF, or how should EGEAF be structured? In terms of scope, although this concept can be 

applied in a developed economy, this article first instantiates it in Uganda as a case of a developing 

economy. This is because the details associated with the ‘methodological support’ tend to vary 

with respect to a country’s e-government maturity level and ability to deliver its contextual e-

government demands. Section 2 presents the research approach used, Section 3 gives an overview 

of related work, Section 4 presents the design of EGEAF, Section 5 highlights evaluation findings, 

and Section 6 concludes the article. 

2 Research Approach 

Design Science supports development of feasible artifacts that address significant enterprise 

problems and opportunities [86]. Figure 2 illustrates how Design Science was adopted to guide the 

development of EGEAF. Figure 2 shows that, from the problem context, specific challenges and 

requirements of developing interoperable e-government solutions were identified and presented in 

our earlier work [84]. Herein, the challenges and insights from existing literature (on enterprise 

architecture and e-government) are used to inform the design of EGEAF. Thereafter, an analytical 

method and a field demo are used to evaluate the designed EGEAF to determine the extent to 

which it addresses aspects in the problem context. Findings from the evaluation are used to refine 

the design of EGEAF and the resultant artifact is added to the knowledge base. Since Design 

Science research involves three cycles [86], this research comprises three cycles: (1) Relevance 

cycle, is depicted by the consideration of challenges from the problem environment and by the 

evaluation of EGEAF in its intended application context. (2) Design cycle, is depicted by the 

design of EGEAF and its continuous refinement based on evaluation feedback. (3) Rigor cycle, is 
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depicted by the re-use of insights from the knowledge base to inform the design and evaluation of 

EGEAF. These cycles are elaborated in Sections 3 to 5. 

 

Figure 2. Adoption of Design Science to Develop EGEAF 

3 Related Work, Gaps, and Possible Solutions 

Section 3.1 categorizes existing work on e-government and highlights the strategic role of 

enterprise architecture in realizing e-government interoperability. Section 3.2 discusses how 

enterprise architecture frameworks can be extended to address the research gap.  

3.1. Gaps in e-Government Efforts and Role of Enterprise Architecture  

Using an unsystematic narrative review approach [87] coupled with a snowball literature review 

approach [88], instances of existing efforts on e-government development were synthesized as 

indicated in Table 1. Systematic literature reviews require researchers to use and specify 

‘reproducible’ steps for methodically searching all existing articles or studies on particular 

phenomena of interest, evaluating them, summarizing, and condensing their findings to yield new 

results [87]. In this research, the purpose of the review was to identify reported gaps in existing 

approaches for e-government development, but not to synthesize content of these approaches. 

Thus, the review herein did not require use of a systematic review approach, but rather a narrative 

review and snowball review approach. Unsystematic narrative reviews focus on describing and 

assessing findings in articles on a given subject so as to give general observations in the subject of 

interest, without prioritizing the reproducibility of the search and assessment process of the articles 

[87]. A snowball review approach involves using the bibliography of an article on a given subject 

to find other articles on the subject that were cited in that article or other articles that cite the article 

in question [88]. Thus, unsystematic narrative review and snowball review approaches were 

mutually used. Table 1 classifies existing approaches for e-government development into 

categories A to F, and highlights the gap in each category. 

Table 1 indicates that several developing countries have undertaken efforts in categories A to E, 

but their e-government landscapes still suffer disintegration and duplication. Other economies 

(e.g., those in category F in Table 1) have overcome disintegration, to a great extent, by developing 

e-Government Enterprise Architectures. Enterprise architecture is a significant pillar for e-

government success [103] and most countries with mature e-government programmes have an 

effective enterprise architecture programme [101], [105]. Enterprise architecture standardizes and 

aligns e-government initiatives by providing standard principles and guidelines for project 

planning, technical development, and operations [106]. Enterprise architecture enhances e-

government coherence by specifying policies, standards, design decisions, and constraints that 
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yield an e-government landscape that holistically links business and technology services [101], 

[103]. 

Table 1. Categories of Existing e-Government Approaches and Identified Gaps 

Category Overview of a category and research gap  

A. e-

Government 

Adoption 

Models and 

Studies  

Articles in this category [59]–[62], [65], [66], [89]–[91] principally focus on factors affecting e-

government or ICT adoption and mechanisms for enhancing adoption of already developed e-

government solutions by citizens/ stakeholders. 

− However, these papers remain silent about means towards attaining interoperability of e-

government solutions, since this is not their principal focus. 

B. e-

Government 

Maturity 

Models  

Efforts in this category [1]–[6], [9], [92]–[95] specify stages for determining progress of e-

government development, and give insight into specific features or growth indicators and 

expected e-government solutions at each stage of e-government advancement.  

− Although some existing studies [7], [8], [66], [93,] [96], [97] profile and discuss e-

government maturity models, attempts hardly exist towards providing guidance on: (a) how 

to align efforts to achieve specific stages of e-government growth; and (b) designing 

blueprints for each stage of e-government growth.  

C. e-

Government 

Interoperability 

Frameworks 

(eGIFs)/Models 

An eGIF clearly defines standards and guidelines or technical structures that provide a common 

language for ensuring coherent information flow and exchange across systems to achieve e-

government interoperability [25], [34], [49]–[52]. Examples of efforts in this category include 

the European Interoperability Framework [98] and other several country-specific eGIFs that are 

profiled by Lallana [49].  

− eGIFs provide insight into critical interoperability aspects that can be adequately addressed 

through adopting specific standards. Section 4.3 shows when and how eGIFs are adopted 

herein to address the overall research gap. 

D. e-

Government 

Challenges, 

Success Factors, 

Implementation 

Models 

Articles in this category [63], [64], [67]–[71], [99] provide insight into possible interventions or 

measures for addressing factors that influence the failure or success of e-government 

implementations.  

− However, these studies hardly provide details of how the interventions or measures can be 

realized in a coordinated way. 

E. e-

Government 

Master Plans 

These are country-specific plans or roadmaps that specify the baseline situations of e-

government adoption and possible e-government projects that can be implemented to enable a 

given country to reach a desired state.  

− Examples of countries with e-government master plans include: Philippines [100], Singapore 

[101], Bangladesh [102], Uganda [38]. 

− However, e-government master plans hardly delve into the details on the coherence of: (a) 

planned and ongoing projects; (b) potential outputs from these projects; and (c) 

implementation plans of each of the prescribed e-government solutions or projects.  

F. e-

Government 

Enterprise 

Architectures/ 

Models or 

Reference 

Architectures 

These are blueprints for specific countries that provide a comprehensive roadmap for realizing 

coherent e-government implementations.  

− Efforts towards developing country-specific e-government enterprise architectures have been 

reported for: European countries [77], Korea [53], South Africa [54], Singapore [55], UK 

[45], China [103], Lebanon [56], Ghana [57], Egypt [58], and India [104] among others. 

− Due to design-to-reality issues highlighted in Section 1 of this article, country-specific e-

government enterprise architectures cannot be merely ‘transplanted’ for implementation in 

another country. 

− Thus, this research was motivated to devise a method or procedure for guiding the 

development of an e-government enterprise architecture. 
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To effectively utilize resources, it is vital to first create realistic baseline and target architectures 

that show the structure and dynamics of an enterprise, with respect to the overall e-government 

objective [47]. However, the adoption of enterprise architecture in e-government is not a trivial 

effort, which justifies the limited efforts towards developing country-specific e-government 

enterprise architectures [55]. The last row of Table 1 highlights that it is not feasible to simply 

adopt and implement existing e-government enterprise architectures for developed economies, 

because of differences in historical, geographical, economic, demographic, and political contexts. 

Differences also exist in working cultures, skill sets, access to technology and infrastructure setup 

across countries. Such differences make it difficult to simply implement existing e-government 

enterprise architectures or frameworks, without tailoring them to specific issues in developing 

economies and contexts. This underlines the importance of a common method that government 

agencies can follow to develop their own e-government enterprise architectures [53]. Such a 

method can be achieved by adapting existing enterprise architecture frameworks to suit contextual 

factors and e-government demands of developing countries. 

3.2 Enterprise Architecture Approaches and Gaps 

Amidst the fragmented techniques for business-IT alignment, enterprise architecture frameworks 

can support the development of standard guidelines for aligning public sector business processes 

with ICT to enable e-government efficiency [105]. An enterprise architecture framework specifies 

the process for developing properly scoped and detailed blueprints of business-IT alignment, and 

deliverables of such a process [37], [80]. Examples include: The Open Group Architecture 

Framework [36], [37]. Zachman [107] Federal Enterprise Architecture Framework [108], and 

Integrated Architecture Framework [109] among others.  

While other frameworks being less elaborated regarding the architecting procedure, TOGAF 

includes an Architecture Development Method (ADM) that details generalized guidelines for 

developing architectures, that can be instantiated and implemented in various enterprise contexts 

[36]. Hence the adoption of TOGAF in this research. Prior to applying TOGAF ADM, it is vital 

to review the extent to which its components suit a specific enterprise, and to customize it to derive 

an enterprise-specific architecture framework [36]. However, instantiating or adapting the ADM 

to provide a detailed procedure for realizing interoperable e-government implementations is not 

an obvious endeavor. Since TOGAF ADM comprises at least 10 phases or broad thematic areas, 

it was not possible to adapt all these phases to accommodate e-government aspects at once in this 

research. Thus, to make the scope of the adaptation manageable, this research adapted the first two 

(out of the 10) phases of TOGAF ADM – the preliminary phase and architecture vision phase. The 

adaptation was done by underpinning TOGAF ADM guidelines with e-government aspects in 

Uganda, so as to derive an e-Government Enterprise Architecture Framework (EGEAF). EGEAF 

specifies guidelines for creating an e-government enterprise architecture, as a blueprint of the 

baseline and target e-government solutions and their corresponding synergies or interoperability 

instances. 

4 Design of EGEAF  

To design EGEAF, there was need to first investigate requirements for e-government 

interoperability and then orchestrate possible solutions into a synthesis that can support their 

implementation in a mutual and holistic way. Accordingly, as reported in our earlier work [84], 

requirements were investigated by conducting an exploratory survey among ICT managers or focal 

persons in Ugandan public entities. The survey mainly investigated challenges hindering the 

realization of e-government interoperability and e-government implementations in general; and 

possible solutions to the hindrances. The list of strategic requirements is summarized in Table 2 

(columns 1 and 2), and a detailed account of how they were derived is given in Nakakawa and 

Namagembe [84]. In Table 2, requirements are coded as Rx (R1.1 to R3.5) to represent three 
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clusters of strategic needs associated with e-government implementations, i.e.: regulation and 

governance aspects (R1.1 to R1.7), policy aspects (R2.1 to R2.4), and socio-cultural or contextual 

aspects (R3.1 to R3.5). To address the requirements, column 3 of Table 2 summarizes ‘design 

tasks’ that had to be executed to build EGEAF, to ensure that its structural composition enables it 

to fulfill its intended purpose. These design tasks are perceived and treated as ‘design decisions’ 

made to address specific requirements, because they yield outputs in form of ‘components or 

modules’ that are synthesized to constitute EGEAF. The design tasks are coded as Dx (D1.1 to 

D3.5), so that they can be easily traced back to the requirements they address. 

In Table 2, design decision D3.2 (in the grey-shaded row) is the pivotal design decision or task 

that serves as a hinge for all other design decisions or tasks. This implies that achieving 

requirement R3.2 (through realizing D3.2) is a prerequisite for logically addressing all other 

requirements in column 2, since D3.2 yields a schema for synthesizing all other design decisions 

in column 3 in a coherent way. To achieve D3.2, the procedure shown in Figure 3 was used. Figure 

3 shows that there was a need to: 

a) First specify the structural composition of a government enterprise, such that its features are 

used to guide the adaptation of TOGAF ADM.  

b) Adapt the two initial phases of TOGAF ADM, so as to derive key steps for creating an 

enterprise architecture vision for the government enterprise. To manage complexity, the scope 

of adaptation was limited to the first two phases of the ADM (preliminary and architecture 

vision phases). This provides a basis for adapting other ADM phases, whereby insights from 

adapting the first two phases will inform the adaptation of other phases of the ADM in future 

work.  

c) Extend or underpin steps in the adapted 11-Step model for creating and e-government 

architecture vision, with specific components that address requirements or aspects of e-

government interoperability in either a developing or developed economy. As indicated at the 

bottom of Figure 3, aspects for developed economies are beyond the scope of this article. Thus, 

the adapted 11-Step model was extended with components derived from executing design 

decisions D1.1 to D3.1 and D3.3 to D3.5 in Table 2. 

Table 2. Requirements for e-Government Interoperability vs. Design Decisions executed to address them 

Code 

Rx 

Requirements for e-

government interoperability 

[84] 

Design Decision taken in building EGEAF to ensure 

that it addresses each requirement 
Code 

Dx  

R1.1  Develop standard guidelines for 

acquiring or developing ICT 

solutions in public entities  

Guide the selection of methods for acquiring & 

developing e-government solutions by providing insights 

for stakeholder deliberation based on existing modes of 

acquiring ICT solutions 

D1.1 

R1.2 Develop standard guidelines for 

assessing e-government 

readiness of agencies/entities  

Guide the creation of a catalog for e-government 

readiness assessment & change management by adapting 

insights for stakeholder deliberation from existing 

readiness assessment & change management approaches  

D1.2 

R1.3 Develop standard guidelines for 

the evaluation, selection, and 

adoption of open 

standards/systems 

Guide the definition of criteria for evaluating and 

adopting open standards/systems/solutions by providing 

insights into aspects for stakeholder deliberation 

D1.3 

R1.4 Develop operational guidelines 

for sharing, re-using, and 

archiving information 

Guide the formulation of guidelines for information 

sharing, reuse, & archival by providing insights into how 

existing frameworks can be adapted to streamline 

information management in public entities 

D1.4 

R1.5 Develop an e-government 

regulatory framework for 

coordinating e-government 

implementations 

Guide the formulation of quality & legal guidelines for e-

government implementations by providing insights into 

how to adapt existing legal frameworks & quality models 

D1.5 
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Table 2 continued 

Code 

Rx 

Requirements for e-

government interoperability 

[84] 

Design Decision taken in building EGEAF to ensure 

that it addresses each requirement 
Code 

Dx  

R1.6 Establish an advocacy 

programme for approved ICT 

standards and e-government 

regulations to increase their 

awareness among top managers 

of public entities 

Guide the acquisition of management support for e-

government regulation by providing insights into the kind 

of information that can be used to create awareness (on 

ICT standards and best practices) among managers of 

public entities  

D1.6 

R1.7 Develop an governance structure 

for overseeing e-government & 

business-ICT investments in 

public entities 

Guide the definition of governance mechanisms for e-

government architecture effort by adapting TOGAF ADM 

guidelines on establishing an architecture governance 

framework 

D1.7 

R2.1 Develop a collaboration 

framework with universities to 

build human resource capacity 

for e-government 

implementations 

Guide the standardization of efforts on human resource 

capacity building for e-government by providing insights 

into aspects for stakeholder deliberation 

D2.1 

R2.2 Develop an e-government 

strategic management and 

sustainability framework for 

aligning e-government priorities 

of public entities and their 

development partners 

Guide formulation of strategic drivers for e-government 

by adapting a project management perspective on 

defining the  enterprise vision, mission, & strategic 

objectives 

D.2.2.1 

Guide the creation of a catalog on strategies for sustaining 

donor-driven e-government projects by guiding on how to 

synthesize & adopt existing success factors for 

donors/beneficiaries of e-government 

D.2.2.2 

R2.3 Develop a risk and mitigation 

management framework for e-

government 

Guide the creation of a catalog of e-government risks and 

mitigations by providing insights into aspects for 

stakeholder deliberation 

D2.3 

R2.4 Establish a Public Private 

Partnerships (PPPs) programme 

for the shared development of e-

government infrastructure   

Guide the creation of a catalog on success factors for 

establishing PPPs for e-government infrastructure by 

providing insights into aspects for stakeholder 

deliberation 

D2.4 

R3.1 Develop guidelines for adopting 

existing e-government 

interoperability standards and 

principles 

Guide the formulation of criteria/guidelines for choosing 

e-government interoperability standards by providing 

insights into how to adapt existing e-government 

interoperability frameworks 

D3.1 

R3.2 Adapt an enterprise architecture 

framework or approach to guide 

planning and implementation of 

coherent e-government solutions  

Adapt the phases of TOGAF ADM (preliminary phase 

and architecture vision phase) by underpinning/extending 

their steps and guidelines with e-government aspects 

associated with addressing requirements in column 2 

D3.2 

R3.3 Develop a public participatory 

approach for e- enhancing 

stakeholder participation in 

planning, implementing, and 

evaluating e-government efforts 

Guide the formulation of a taxonomy on e-government 

stakeholder groups & involvement strategies & 

techniques by adapting: the project management guide on 

identifying & prioritizing key stakeholders; forms of e-

government; & group support techniques 

D3.3 

R3.4 Specify technologies that can be 

adopted to enable 

interoperability among existing 

heterogeneous e-government 

solutions  

Guide the formulation of criteria for evaluating and 

selecting appropriate middleware systems for enabling the 

integration of heterogeneous data sources by providing 

insights into aspects for stakeholder deliberation 

D3.4 

R3.5 Develop an approach for 

monitoring and evaluating e-

government efforts 

Guide the formulation of criteria & measures for 

monitoring & evaluating e-government by providing 

insights into aspects for deliberation 

D3.5 

Scoping the design, applicability, and adaptation contexts of EGEAF: the EGEAF concept 

can be adopted in both developing and developed economies. However, this article first 

contextualizes it to the context of Uganda, as an instance of a developing economy. This is because 

e-government aspects or activities that underlie steps in the two adapted phases of the TOGAF 

ADM were derived from strategic requirements that should be fulfilled to address challenges 
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hindering e-government interoperability in developing economies like Uganda (step 3A in Figure 

3). This specifies a situational dimension in EGEAF’s design, whereby e-government activities 

that underlie adapted steps in TOGAF ADM are expected to differ when adapting EGEAF to 

support e-government advancement in a developed economy. Although some e-government 

aspects are similar and cut across developed and developing economies, there are some that 

contextually apply to only developing economies. Sections 4.1 to 4.3 discuss details and outputs 

of the three stages in Figure 3.  

 

Figure 3. Procedure followed to realize Design Decision D3.2 (as a pivot of other design tasks/decisions)  

4.1. Structural Composition of Government Enterprise 

An enterprise is a collection of organizations or organizational units that work together towards a 

mutual goal [36]. On the other hand, a governmental organization is a complex venture comprising 

traditional and interconnected sectors [101] that are made up of several agencies mandated to 

deliver specific public services. Thus, an enterprise in the context of e-government refers to a 

government agency or institution, or collection of government agencies or institutions in a specific 

sector or in all sectors of a country. This definition points to three levels of complexity in the 

government enterprise – Agency or Institution, Sector, and National levels as depicted in Figure 

4. Various countries comprise at least 3 levels of government complexity, which are named 

differently depending on their governance needs [110]. Although the setting considered herein is 

one comprising three main levels of the government enterprise, the concept can be adapted to 

accommodate other levels of government.  

In Figure 4, national level comprises the entity mandated to regulate all e-government 

implementations in a country, such as the Ministry of ICT in Uganda’s context. Sector level 

comprises specific sectors or ministries responsible for delivering specific categories of services 

such as education services (Ministry of Education) and health services (Ministry of Health). 

Institution or agency level comprises departments and units that offer specific services in a 

particular sector or ministry. Institutions or agencies directly interact with other institutions, 
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businesses, or citizens to provide Government to Government (G2G) services, Government to 

Business (G2B) services, or Government to Citizen (G2C) services. These services need to be 

supported by e-government implementations, where those managed at institution or agency level 

are regulated at sector level and those managed at sector level are regulated by the national level. 

These three levels are crucial when determining which guidelines of TOGAF ADM are relevant 

for creating an architecture vision of the government enterprise. This is elaborated in Section 4.2. 

Agency

Sector

National

U3

Sector (S) Level = {K1, K2, K3, ……., Kn} 

Where K represents an Agency/Institution

U1

U2

National (N) Level = {S1, S2, ……., Sn} 

Where S represents a Sector

Un

Agency/Institution (K) Level = {U1, U2, U3, ……., Un}

Where U represents a Unit within an institution

 

Figure 4. Three Levels/Tiers of Complexity in the e-Government Enterprise 

4.2. Adapt TOGAF ADM to Government Enterprise 

The first two phases of TOGAF ADM – preliminary and architecture vision – were adapted with 

respect to the structural composition of the e-government enterprise that is described in Section 

4.1. This was achieved by: reviewing steps in the two phases to identify those relevant to the e-

government enterprise, re-ordering steps, and merging replicated steps to derive a summarized 

model of 11 steps for creating an enterprise architecture vision for the e-government enterprise. 

Thus, the customized 11-Step model (shown in Figure 5) is based on TOGAF [36], [37]. The 

adapted steps in Figure 5 are coded as V1 to V11. Thick arrows represent the adopted order of 

executing steps. Dotted lines with white arrow heads show information exchange or information-

related dependencies between steps. Each step in Figure 5 (V1 to V11) should be extended or 

underpinned with e-government related aspects, so as to address the requirements for e-

government interoperability. Section 4.3 discusses how this was done.  

4.3. Constituting EGEAF 

To ensure that EGEAF addresses requirements for e-government interoperability, the 11-Step 

model in Figure 5 was extended by invoking or executing design decisions D1.1 to D3.1 and D3.3 

to D3.5 (in Table 2). This involved adopting insights from other techniques or approaches (as 

indicated in Table 2 and Sections 4.3.1 to 4.3.11). However, details of how the adoption of other 

techniques is done are beyond the scope of this article. Executing design decisions D1.1 to D3.1 

and D3.3 to D3.5 yielded ‘e-government development activities’ coded A1.1 to A3.5 (for 

traceability), and D3.2 was decomposed into D3.2.1 to D3.2.3 (as indicated in Table 3). The e-

government development activities are perceived as components or modules that elaborate steps 

V1 to V11, and are to be executed by target users of EGEAF. Thus, Table 3 shows which design 

decisions are aligned with steps V1 to V11, and the resultant e-government development activities. 
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Is organizational context up to date?

V1. Define strategic context of the government enterprise

No

V2. Specify stakeholders of the government enterprise and an involvement 

strategy, and constitute an architecture governance board

YES

V3. Secure top management support and determine operational context of 

the e-government architecture development effort

V4. Determine existing frameworks within the government enterprise

V5. Specify scope dimensions of the e-government architecture 

development effort

V6. Evaluate business capabilities with respect to target state of the 

government enterprise

V7. Specify principles of the e-government enterprise architecture

V8. Specify requirements for the e-government enterprise architecture

V9. Design e-government enterprise architecture vision

V10. Assess readiness of the government enterprise to achieve 

architecture vision

V11. Specify risks associated with realizing e-government architecture 

vision and mitigation strategies

Is scope clearly defined 

and feasible?

Updates on operational

Context of e-government

Architecture effort

Updates on 

context

No

YES

 

Figure 5. Adapted 11-Step Model for creating an Enterprise Architecture Vision for a Government 

Enterprise 
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Table 3. Aligning the adapted 11 steps for creating e-government architecture vision with e-Government 

Activities 

Steps for creating e-government 

enterprise architecture (in Figure 5) 

Design Decisions taken (as 

presented in Table 2) 

Resultant e-Government Activities  

V1. Define strategic context of the 

government enterprise  

D2.2.1 A.2.2.1. Formulate strategic drivers of e-

government 

D2.2.2 A.2.2.2. Create catalog of strategies for 

sustaining donor-driven e-government 

solutions 

V2. Specify key stakeholders of the 

government enterprise, involvement 

strategies, and architecture governance 

mechanisms 

D3.3 A3.3. Identify stakeholder groups & 

involvement strategies 

V3. Secure management support on 

regulation of e-government 

implementations through e-

government architecture 

D1.6 A1.6. Acquire management support for 

e-government regulation 

V4. Determine existing frameworks in 

the government enterprise 

D1.4 A1.4. Specify guidelines for information 

sharing, reuse, & archival  

D3.1 A3.1. Specify criteria for choosing e-

government interoperability standards 

V5. Specify scope of e-government 

architecture development effort 

D3.2.1. Guide the process of 

scoping e-government 

enterprise architecture by 

adapting TOGAF ADM 

guidelines on scope 

A3.2.1. Define scope dimensions for e-

government enterprise architecture 

V6. Evaluate business capabilities 

with respect to realizing the e-

government vision  

D3.2.2. Guide the process of 

evaluating business and 

technology capabilities by 

providing insights into key 

aspects to be assessed 

A3.2.2. Evaluate business & technology 

capabilities 

V7. Specify architecture principles & 

governance mechanisms for e-

government implementations 

D1.5 A1.5. Specify regulatory & legal 

guidelines for e-government  

D1.7 

 

A1.7. Define governance mechanisms 

for e-government  

V8. Specify requirements for e-

government architecture 

D1.1  A1.1. Specify methods of acquiring & 

developing solutions 

D1.3 A1.3. Specify criteria for evaluating 

open solutions 

D2.1 A2.1. Standardize human resource 

capacity building 

D2.4 A2.4. Create catalog on success factors 

for establishing PPPs  

D3.4 A3.4. Specify criteria for evaluating 

middleware solutions 

D3.5 A3.5. Specify criteria & measures for 

monitoring & evaluating e-government  

V9. Design e-government enterprise 

architecture 

D3.2.3. Guide designing e-

government architecture 

views by adapting TOGAF 

ADM guidelines  

A3.2.3. Design views of the e-

government architecture domains 

V10. Assess readiness of the 

government enterprise to undergo 

architecture-driven transformation 

D1.2 A1.2. Create catalog of dimensions for 

e-government readiness assessment & 

change management mechanisms 

V11. Specify implied risks and 

mitigations associated with the e-

government architecture  

D2.3 A2.3. Create catalog of e-government 

risks and mitigations 
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To derive a coherent design of EGEAF, steps V1 to V11 and e-government development 

activities A1.1 to A3.5 (as aligned in Table 3) were synthesized or orchestrated into a holistic view 

depicted in Figure 6. 

 

Figure 6. Design of the E-Government Enterprise Architecture Framework (EGEAF)  

Figure 6 shows EGEAF as a process (based on TOGAF ADM) for guiding the development of 

e-government enterprise architectures – blueprints for informing and ensuring the development of 

interoperable e-government solutions. EGEAF has the following two core views: 

a) Method View – the left side is the procedure for creating an e-government enterprise 

architecture vision. It is derived by integrating the adapted steps of TOGAF ADM (V1 to V11) 

in pane 1 of Figure 6 with design decisions D1.1 to D3.1 and D3.3 to D3.5, so as to obtain e-

government development activities A1.1 to A3.5 (in pane 2 of Figure 6). The unshaded height 

pane of Figure 6 presents the question log of EGEAF – a set of questions that need to be 

answered when executing each e-government development activity, to ensure that stakeholder 

deliberations yield desired outputs and products. Regarding the situational applicability of 

EGEAF, e-government activities in pane 2 are tailored to strategic constraints and 

requirements of e-government in Uganda as an instance of a developing economy. Also, the 

set of questions in the question log is tailored to strategic issues or requirements in a 

developing economy (that appear in Table 2). Thus, applying EGEAF in a developed economy 

requires one to adapt activities in pane 2 and questions in the question log, so that they 

accommodate strategic constraints or requirements of e-government in a developed economy. 

The method view is elaborated in Sections 4.3.1 to 4.3.11. 

b) Product View – the right side shows products expected from executing EGEAF steps and 

activities in the method view. The synthesis of V1 to V11 and A1.1 to A3.5 yields four 

products coded P1 to P4 as indicated in Figure 6. The products are defined with respect to the 
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structural composition of the government enterprise. Thus, the top right of Figure 6 shows that 

EGEAF products comprise three levels of granularity – Institution or agency, Sector, and 

National levels. The three levels depict a hierarchical reasoning pattern that needs to be 

adopted to achieve interoperability in implementing e-government solutions. This implies the 

need to instantiate each EGEAF step and activity at these three levels. The product view is 

elaborated in Section 4.4. 

Sections 4.3.1 to 4.3.11 discuss the following: motivation of each step in EGEAF; corresponding 

e-government development activities; a set of questions (discretely presented using text boxes) 

that guide execution of each activity, by providing stakeholders with a semi-structured thinking 

pattern for brainstorming and deliberating; and expected outputs and products. 

4.3.1. Specify Strategic Context of the Government Enterprise [V1, A2.2.1, A2.2.2]  

Defining organizational context involves specifying the enterprise vision, mission, business goals, 

culture, and enterprise-wide and project-specific resource constraints [36]. The government 

enterprise involves various types of specializations that are cascaded in at least three levels of 

complexity (as depicted in Figure 4). Thus, stakeholders at the three levels need to agree on the 

strategic direction of e-government (mission, vision, goals, objectives, and strategies) at each level. 

To achieve this, activities A2.2.1 and A2.2.2 were defined to elaborate step V1 in EGEAF (Figure 

6). This yields a shared framework for strategic management of e-government, which enables 

entities at a given level and their partners to mutually specify strategic drivers, actions, and 

sustainability mechanisms of e-government initiatives. Basing on strategic planning insights in 

[79], [111]–[113], A2.2.1 prompts stakeholders to deliberate towards defining clear 

agency/institution level strategic drivers for e-government, that are aligned with sector and 

national level drivers for e-government. This alignment informs the design of coherent views of 

the e-government architecture at agency/institution, sector, and national levels. To execute A2.2.1, 

guiding questions that need to be deliberated are presented in the text box coded V1:A2.2.1. 

[V1:A2.2.1] Prompts for formulating strategic drivers of e-government 

Q1) What is the mission, vision, goals, and objectives of implementing e-government at [institution/ sector/ 

national] level? 

Q2) To what extent do the e-government strategic drivers at agency or institution level align with those at sector 

level, and those at national level? To what extent do the drivers at sector level align with those at national level? 

Furthermore, developing economies use their limited resources on several development 

priorities [114], and rely on donor support to facilitate e-government efforts [19]. However, most 

donor funded e-government projects are implemented without conducting comprehensive needs 

analysis with respect to context, and thus collapse when donor funding ends [21], [115]. To prevent 

this, activity A2.2.2 prompts stakeholders at agency or institution/ sector/ national levels of the 

government enterprise to create a catalogue of possible sustainability strategies that can be adopted 

to give assurance of long-term support for donor-driven e-government efforts. With such a 

catalogue, stakeholders can choose suitable sustainability strategies that can be adopted and 

contextualized or amended to specific settings at institution/ sector/ national levels. To achieve 

this, guiding questions are presented in the text box coded V1:A2.2.2. Sustainability aspects are 

elaborated in Section 4.3.7 and 4.3.8 (under A1.7 and A2.4). 
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[V1:A2.2.2] Prompts for creating a catalog of strategies for sustaining donor-driven e-government solutions 

Q1) Which e-government projects are currently donor-driven at [institution/ sector/ national] level? 

Q2) How do specific donor-driven projects contribute to the achievement of e-government strategic drivers at 

[institution/ sector/ national] level? 

Q3) Which activities of a donor-driven project support achievement of goals of existing/planned e-government 

projects at [institution/ sector/ country] level? 

Q4) How can a specific donor-driven project be sustained at [institution/ sector/ national] level, once donor funding 

is terminated or expired?  

Q5) Which strategies can donors and/or beneficiaries of donor funding adopt/adapt to sustain donor-driven projects 

at [institution/ sector/ national] level? 

4.3.2. Specify Stakeholders of the Government Enterprise [V2, A3.3] 

To determine relevant views for an enterprise architecture, there is need to create a stakeholder 

map that specifies key actors to be affected by (or to influence) a transformation; their concerns; 

and levels of involvement [36], [37]. Adequate stakeholder involvement helps to secure their 

support; leads to solution designs that match contextual needs; and is a critical success factor in 

complex efforts [116]–[118], such as e-government implementations. This implies the need to 

develop a cascaded stakeholder map of key internal and external actors of e-government at 

institution, sector, and national levels. Thus, activity A3.3 details step V2 in EGEAF (Figure 6) by 

prompting for the formulation of a stakeholder map and engagement strategy for the e-government 

architecture development effort. With the stakeholder map, it is possible to determine the relevant 

views of the e-government enterprise architecture. Executing A3.3 yields a comprehensive 

stakeholder map/register and communication roadmap for e-government at institution, sector, and 

national levels. Drawing from insights on stakeholder identification and prioritization in [36], [37], 

[117], [119], the execution of A3.3 involves defining existing and planned governance structures 

and stakeholder groupings; and specifying contextual factors that influence the timing and 

prioritization of stakeholder involvement, and selection of appropriate involvement strategies. To 

achieve this, guiding questions are presented in the text box coded V2:A3.3. 

[V2:A3.3] Prompts for identifying stakeholder groups & their involvement strategies 

Q1) Who will be involved in and/or benefit from e-government implementations at [institution/ sector/ national] 

level? 

Q2) Which of the stakeholder groups in Q1 can be classified as internal/external stakeholders at [institution/ sector/ 

national] level?  

Q3) Which stakeholder groups participate in government-to-government (G2G) transactions, government-to-

consumer (G2C) transactions, or government-to-business (G2B) transactions (including vendors, contractors, 

suppliers) at [institution/ sector/ national] level?   

Q4) What are the specific roles, levels of interest, and influence of each stakeholder group in Q1 to Q3 at 

[institution/ sector/ national] level? 

Q5) Which techniques can be used to appropriately involve each stakeholder group in Q1 to Q3, to elicit their 

concerns and needs during planning, implementation, and evaluation of e-government implementations at 

[institution/ sector/ national] level? 

4.3.3. Secure Management Support for e-Government Architecture [V3, A1.6]  

It is vital to conduct context-specific procedures to ensure that all internal and external 

stakeholders of the enterprise recognize the architecture development initiative and corporate 

management authorizes and supports it [37]. Top management support is among the critical 

success factors in ICT project management [120]–[123]. This is because in e-government 

initiatives, top managers will ensure that the project is resourced appropriately and will provide 

relevant political support for its success [70]. Thus, activity A1.6 in step V3 of EGEAF (Figure 6) 

focuses on adopting existing enterprise-specific strategies to: (a) create awareness on e-

government regulation and standards among top managers at each level in the government 

enterprise, and (b) to secure their support in advancing e-government maturity by making informed 
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decisions on the coherency of e-government implementations. Coupling step V3 and A1.6 in 

EGEAF yields an awareness and advocacy programme (for top managers at the 3 levels of the 

government enterprise) on acceptable standards and best practices in e-government regulation. 

Such a programme would help to: a) regulate adoption, development, and maintenance of ICT 

solutions in public entities and b) continuously monitor adherence to e-government 

implementation standards. The programme would also provide strategies that can be 

contextualized to secure top management commitment for e-government regulation at each level 

of the government enterprise. Guiding questions for executing A1.6 are presented in the text box 

coded V3:A1.6. 

[V3:A1.6] Prompts for acquiring management support for e-government regulation 

Q1) What is the architecture maturity score of entities at [institution/ sector/ national] level of the government 

enterprise? 

Q2) What are the challenges/factors hindering advancement of the maturity score of entities at [institution/ sector/ 

national] level?  

Q3) Which challenges in Q2 can be addressed through adopting/adapting ICT standards and regulatory best 

practices?  

Q4) Who are the top managers and sponsors influencing e-government implementations at [institution/ sector/ 

national] level? 

Q5) Which measures can be used to increase awareness of findings on Q1 to Q3 among managers in Q4?  

Q6) Which strategies can be used by managers in Q4 to enforce adoption of standards and best practices at 

[institution/ sector/ national] level? 

Q7) Which techniques are appropriate for seeking and gaining the support and commitment of managers in Q4? 

4.3.4. Define Existing Management Frameworks [V4, A1.4, A3.1]  

It is vital to identify and specify relationships or inter-linkages between the enterprise architecture 

development effort and existing management/operational and governance frameworks, models, 

and projects in an enterprise [37]. In the context of the government enterprise, frameworks that 

can inform or can be affected by the development of the e-government enterprise architecture 

include operating models of units that constitute the e-government enterprise, e-government 

interoperability frameworks, and legal frameworks. Thus, activities A1.4 and A3.1 in step V4 of 

EGEAF (Figure 6) focus on prompting stakeholders to adopt these frameworks and explore or 

demonstrate the extent to which they directly and indirectly relate with the e-government enterprise 

architecture effort. Output from these activities is used to refine or complete outputs of steps V1 

to V3 in the preceding sections. Activity A1.4 focuses on adapting existing frameworks to define 

guidelines for streamlining or standardizing information management (including sharing, re-use, 

and archival) in the government enterprise. This yields a framework for data and information 

management across e-government implementations. The text box coded V4:A1.4 provides guiding 

questions for this task. 

[V4:A1.4]. Prompts for specifying guidelines for information sharing, reuse, & archival  

Q1) What are the operational issues/implications of information sharing, re-use, and archival at [institution/ sector/ 

national] level? 

Q2) Which existing data management frameworks/standards can be adapted to address issues in Q1? 

Q3) Which data management mechanisms/principles/guidelines can be adapted from frameworks in Q2 to address 

issues in Q1? 

Q4) Which data management mechanisms/principles/guidelines can address issues that are not addressed in Q3? 

Q5) What are the implications of findings in Q3 and Q4 on operations at [institution/ sector/ national] level? 

Activity A3.1 further enriches step V4 of EGEAF by prompting stakeholders to adapt existing 

interoperability standards to define appropriate minimum principles/guidelines for e-government 

interoperability across levels of the government enterprise. Interoperability is the ability of systems 

and devices to exchange data and interpret the shared data [34]. e-Government interoperability is 

the ability of two or more digital solutions (that support government operations) to interconnect 
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and exchange data in a seamless way [54], [124]. Thus, e-government interoperability frameworks 

define minimum standards and principles or policies that government entities must adhere to when 

developing their digital solutions, so as to enable seamless information flow across all entities that 

constitute the public sector [54]. Interoperability of electronic systems is defined in 3 levels: 

technical level – specifying the type and size of data to be exchanged; semantic level – ensuring 

that data to be exchanged is interpreted by all actors in the same way; organizational 

interoperability – ensuring that expected actions on the exchanged data are mutually understood 

by all actors [34]. These insights are adopted to formulate questions (in the text box coded 

V4:A3.1) for guiding stakeholder deliberations on key contextual inputs and constraints for 

realizing interoperability across all levels of the government enterprise. Activity A3.1 yields a 

catalogue of e-government interoperability frameworks/standards, criteria for guiding the selection 

of their components to address particular types of interoperability needs, and measures of 

enforcing adherence to interoperability principles or guidelines in public entities.  

[V4:A3.1]. Prompts for specifying criteria for choosing e-government interoperability standards and 

frameworks 

Q1) What are the data and information needs of entities at [institution/ sector/ national] level of the government 

enterprise?  

Q2) Which entity at [institution/ sector/ national] level is mandated to generate data sets that address specific data 

and information needs in Q1?  

Q3) Which data sets must be exchanged between or among which entities at [institution/ sector/ national] levels? 

This yields requirements for achieving technical interoperability in e-government.   

Q4) What should be the standard format for specific data sets in Q3, so that all stakeholders involved in the 

exchange interpret the data set in the same way? This yields requirements for achieving semantic interoperability 

in e-government. 

Q5) For each data set to be exchanged, what is the expected action of each entity involved in the exchange? This 

will yield requirements for achieving organizational interoperability in e-government. 

Q6) Which existing (e-government) interoperability frameworks/standards can be adapted to address the needs and 

constraints of data exchange in Q1 to Q5? 

Q7) Which interoperability principles and guidelines can be adopted/adapted from the existing frameworks in Q6 

to address contextual aspects in Q1 to Q5?  

Q8) Which e-government interoperability principles/guidelines can address aspects in Q1 to Q5 that are not 

addressed in Q7? 

Q9) Which strategies should be executed to ensure that adapted e-government interoperability principles and 

guidelines are adhered to at [institution/ sector/ national] level? 

4.3.5. Define Scope of e-Government Architecture Effort [V5, A.3.2.1]  

Due to limited resources and the nature and context of an enterprise, it is vital to specify the scope 

of its architecture development effort by articulating: all its internal and extended units that are to 

be included and excluded in the effort, architecture domains to be designed, and expected level of 

detail for the architecture views [37]. Since the government enterprise has a complex structure of 

at least 3 levels/tiers, it is imperative to specify the scope of the e-government architecture at each 

level with respect to resources and context of specific entities. To achieve this, step V5 in EGEAF 

(Figure 6) is enriched with activity A3.2.1 (which was initiated in Table 3). A3.2.1 involves 

specifying key aspects that shape the scope dimensions of e-government architecture development 

across all levels of the government enterprise. This is because the extent of e-government growth 

or maturity of each entity at any level is planned depending on the specific laws and unique 

concerns associated with exercising the mandate of that entity. Thus, the synthesis of V5 and 

A3.2.1 yields the scope specification for e-government implementations at institution, sector, and 

national levels. To achieve this, questions that should be explored and deliberated by stakeholders 

are presented in the text box coded V5:A3.2.1. Each question in the text box V5:A3.2.1 

encapsulates other questions at institution, sector, and national levels. Thus, a comprehensive 

guide on scoping e-government architecture efforts is provided in earlier work by Nakakawa et al 

[125]. 
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[V5:A3.2.1]. Prompts for defining scope dimensions for e-government enterprise architecture 

Q1) What are the available resources for the e-government architecture development effort at [institution/ sector/ 

national] level? 

Q2) Which existing and planned business processes or capabilities at [institution/ sector/ national] level are to be 

supported by e-government implementations? 

Q3) Which architecture domains (i.e., business, data, applications, technology, and security) are to be designed to 

guide e-government implementations at [institution/ sector/ national] level? 

Q4) What is the appropriate level of detail for architecture domains in Q3 at [institution/ sector/ national] level? 

4.3.6. Evaluate Business Capabilities [V6, A3.2.2]  

Evaluating business capabilities helps to investigate and specify which capabilities are relevant to 

achieve strategic drivers and business requirements for the target state of the enterprise, and their 

implications on the technology capabilities [37]. In the government enterprise, it is vital for 

stakeholders to assess which business capabilities at institution, sector, and national levels will 

support the realization of the e-government strategic drivers at each level. To achieve this, step V6 

of EGEAF (Figure 6) involves executing activity A3.2.2 (which was initiated in Table 3). In A3.2.2 

business capabilities that are relevant in the e-government architecture effort are identified and 

evaluated at institution, sector, and national levels. The synthesis of V6 and A3.2.2 yields a catalog 

of business capabilities for realizing e-government strategic drivers at institution, sector, and 

national levels; and a catalog of technology capabilities required to support the target e-

government enterprise architecture vision. To achieve this, questions that have to be deliberated 

by stakeholders are presented in the text box coded V6:A3.2.2. 

[V6:A3.2.2]. Prompts for evaluating business capabilities and technology capabilities 

Q1) What are the existing and planned business capabilities, data management capabilities, and information 

technology capabilities at [institution/ sector/ national] level? 

Q2) How will each capability in Q1 directly or indirectly contribute to the achievement of the e-government 

strategic drivers at [institution/ sector/ national] level? 

Q3) What are the relationships or interactions between and among capabilities in Q1 and Q2 at [institution/ sector/ 

national] level? 

Q4) From findings in Q1 to Q3, which capabilities need to be integrated/merged, outsourced, improved, or phased 

out at [institution/ sector/ national] level?  

Q5) Which business capabilities, data management capabilities, and information technology capabilities need to be 

established at [institution/ sector/ national] level, so as to achieve the desired e-government state? 

4.3.7. Specify Architecture Principles and Governance Mechanisms [V7, A1.5, A1.7]  

Architecture principles are rules and guidelines that specify constraints and inform decision 

making in the architecture development effort, and the architecture governance board helps to 

ensure that the constraints are addressed by the architecture products and resolves conflicting 

issues [36], [37]. Thus, step V7 of EGEAF (Figure 6) indicates the need for stakeholders to define 

architecture principles and an explicit governance mechanism for e-government implementations. 

This is elaborated by activities A1.5 and A1.7 which focus on developing a regulatory and 

governance framework for e-government implementations, as elaborated below. Activity A1.5 

involves establishing a regulatory and legal framework for e-government, by formulating quality 

and legal guidelines for directing and controlling the development and coordination of e-

government implementations. Since step 3 and activity A1.6 of EGEAF (Figure 6) focus on 

securing management support for regulation of e-government efforts, activity A1.5 is concerned 

with the actual formulation and establishment of the regulatory and legal guidelines for e-

government implementations. Thus, A1.5 yields regulatory and legal guidelines and architecture 

principles for ensuring that e-government efforts at institution, sector, national levels are 

synchronized to realize the e-government vision. Guiding questions that have to be deliberated to 

achieve this are presented in the text box coded V7:A1.5.  
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[V7:A1.5] Prompts for specifying regulatory and legal guidelines for e-government  

Q1) What are the quality issues or implications of implementing the business, data, application, technology, and 

security solutions that are required to achieve the e-government vision or target state at [institution/ sector/ 

national] level? 

Q2) Which existing best practices, standards, and quality guidelines can be adopted/adapted to address aspects in 

Q1? 

Q3) Which additional guidelines can address aspects in Q1 that are not addressed in Q2? 

Q4) From findings in Q2 and Q3, which business, data, application, technology, and security architecture principles 

are relevant to address aspects in Q1 at [institution/ sector/ national] level?  

Q5) What are the legal issues or implications associated with implementing e-government at [institution/ sector/ 

national] level? 

Q6) Which existing legal frameworks can be adapted to address the legal aspects in Q5? 

Q7) Which legal principles/guidelines can be adapted from frameworks in Q6 to address legal issues in Q5? 

Q8) Which additional legal principles/guidelines can address legal issues that are not addressed in Q7? 

Q9) What are the (quality) implications of legal aspects in Q7 and Q8 on routine and periodic operations at 

[institution/ sector/ national] level? 

Q10) Which measures can be used to ensure compliance to the quality and legal guidelines in Q7 to Q9? 

Activity A1.7 involves designing a governance framework for coordinating and controlling 

quality of e-government implementations, which: (a) provides a cascaded management and 

approval structure for e-government initiatives; and (b) specifies roles of (and criteria for selecting) 

members of the governance board, quality assurance teams, and technical working groups for 

supporting development of the e-government enterprise architecture. This yields a cascaded e-

government governance and quality assurance board that is responsible for overseeing, 

monitoring, evaluating, and continuously maintaining e-government enterprise architecture at 

institution, sector, and national levels. To achieve this, questions that have to be deliberated are 

presented in the text box coded V7:A1.7. Other roles of the governance and quality assurance 

boards are readiness and change management (see step V10), risk and mitigation assessment (see 

step V11), and sustainability assessment (see step V1 under A2.2.2 and step V8 under A2.4). 

[V7:A1.7] Prompts for defining governance mechanisms for e-government architecture  

Q1) Which mechanisms can be used to identify and select representatives of all key stakeholder groups (at strategic, 

operational, political, and community levels) of e-government implementations at [institution/ sector/ national] 

level?  

Q2) Which of the representatives in Q1 should constitute the architecture governance and quality assurance board 

of the e-government enterprise architecture at [institution/ sector/ national] level?  

Q3) Which of the representatives in Q1 should constitute the technical working group or task force of the e-

government enterprise architecture at [institution/ sector/ national] level?  

Q4) Which of the representatives in Q1 should constitute the steering and advocacy committee of the e-government 

enterprise architecture at [institution/ sector/ national] level? 

Q5) What are the specific routine and periodic roles of the control boards and groups in Q2 to Q4? 

Q6) What are the criteria for assessing quality, sustainability, and regulatory-legal compliance of e-government 

implementations at [institution/ sector/ national] level? 

Q7) Which criteria in Q6 are considered at the governance and quality assurance board, at the technical working 

group or task force, and at the steering and advocacy committee at [institution/ sector/ national] level? 

4.3.8. Define Requirements for e-Government Architecture [V8]  

To satisfy stakeholders’ concerns, there is a need to comprehensively define requirements for the 

architecture development effort and to articulate their implications on resources required to 

achieve particular business outcomes [37]. Thus, step V8 of EGEAF (Figure 6) coupled with 

activities A1.1, A1.3, A2.1, A2.4, A3.4, and D3.5 focuses on engaging stakeholders to specify 

requirements for the e-government architecture. Activity A1.1 involves specifying guidelines for 

acquiring ICT solutions in public entities and standard frameworks and methods for developing e-

government solutions. Approaches of software acquisition can be broadly categorized into: open 

source, custom-made, in-house development, and commercial-off-the-shelf [126]. Basing on this, 

guiding questions for stakeholder deliberation are presented in the text box coded V8:A1.1. Thus, 
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activity A1.1 yields a catalog of standardized quality criteria for acquiring e-government solutions 

and accessories.  

[V8:A1.1] Prompts for specifying methods of acquiring/ developing e-government solutions 

Q1) What are the strengths and weaknesses of using open source avenues, custom-made avenues, in-house 

development avenues, & commercial-off-the-shelf avenues to acquire e-government solutions & their accessories 

[institution/ sector/ national] level? 

Q2) From Q1, which acquisition avenues are acceptable for use at [institution/ sector/ national] level? 

Q3) Which measures can be established at [institution/ sector/ national] level to guard against the weaknesses of 

the acquisition avenues specified in Q1? 

Activity A1.3 involves specifying criteria and methods for evaluating and adopting open 

standards/solutions for the government enterprise. Government ICT solutions must be open to the 

people, organizations that use them, and any provider [45]. Thus, public entities need to create a 

shared secure ICT infrastructure based on a suite of agreed upon open standards, that can be 

adopted and maintained to enable interoperability between solutions [15]; and to build consistent, 

standardized, and reliable e-government implementations [127]. Basing on these, guiding 

questions for guiding stakeholder deliberations are presented in the text box coded V8:A1.3. The 

output of A1.3 is a catalog of open standards that can be selected, blended, and adopted for specific 

e-government implementations. 

[V8:A1.3] Prompts for specifying criteria for evaluating open standards and solutions 

Q1) Which open (ICT) standards can be adopted/adapted to support interoperability and standardization of data 

sets at [institution/ sector/ national] level? 

Q2) What are the strengths and weaknesses of standards in Q1 with respect to addressing needs and constraints of 

service delivery at [institution/ sector/ national] level?  

Q3) Basing on findings in Q2, which criteria can be used to evaluate open (ICT) standards for e-government 

implementations at [institution/ sector/ national] level? 

Q4) Which measures should be implemented to enforce adoption of suitable open standards at [institution/ sector/ 

national] level? 

Activity A2.1 focuses on establishing a standard process for recruitment, selection, hiring, and 

continuous professional development of ICT personnel for e-government growth; and specifying 

guidelines for collaborating with academia to standardize continuous capacity building of ICT 

personnel for e-government success. Qualified staff and reliable training schemes are necessary 

pre-requisites for e-government success [21], [70], [128], [129]. Yet in developing economies, 

personnel tasked to implement e-government do not often have the required skillset, while people 

with the desired skillset are not availed the opportunity [129]. Thus, it is vital to have a recruitment 

and selection policy which can inform the recruitment process [130]. Basing on these insights, 

stakeholders have to deliberate questions provided in the text box coded V8:A2.1. Output of A2.1 

is a standard human resource capacity building process for e-government implementations at all 

levels.  

[V8:A2.1] Prompts for standardizing human resource capacity building 

Q1) Which skill sets are necessary for successful implementation of e-government at [institution/ sector/ national] 

level? 

Q2) Which academic institutions can offer continuous human resource capacity building to address the skill sets in 

Q1?  

Q3) How should entities at [institution/ sector/ national] level collaborate with academic institutions to address the 

skill sets in Q1? 

Q4) What partnerships and knowledge transfer forums should be created to ensure that the skill sets in Q1 are 

addressed at [institution/ sector/ national] level? 

Q5) How can the measures in Q4 be operationalized at [institution/ sector/ national] level?  

Q6) Which measures can be taken to ensure retention of competent personnel for e-government success at 

[institution/ sector/ national] level? 
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Activity A2.4 involves adapting critical success factors for establishing or strengthening PPPs to 

enable joint development and maintenance of a shared ICT infrastructure for supporting 

interoperable e-government implementations. PPPs can help to overcome limitations of financial 

resources and technical capacity in e-government implementations; and increase growth 

opportunities for the private sector [131]. The output of A2.4 is a catalog of critical elements in 

establishing PPPs for building capacity for sustainable e-government implementations, through 

enhancing skillsets and infrastructure at all levels/tiers. To achieve this, stakeholders need to 

deliberate questions in the text box coded V8:A2.4.  

[V8:A2.4] Prompts for creating a catalog on success factors for establishing Public Private Partnerships 

(PPPs)  

Q1) Which e-government projects at [institution/ sector/ national] level require high capital investment or vast 

financial resources and high technical capacity or skillsets?  

Q2) What forms of PPPs can be created for projects in Q1, and which form of PPP is the most appropriate at 

[institution/ sector/ national] level? 

Q3) Which critical success factors/strategies can be used to establish/strengthen PPPs in Q2 at [institution/ sector/ 

national] level? 

Activity A3.4 involves defining criteria for evaluating and selecting appropriate middleware 

systems for enabling integration of heterogeneous data sources in already existing e-government 

implementations. Achieving e-government interoperability requires public entities in a given 

context to collaborate and use middleware solutions to integrate heterogeneous data sources in 

existing systems [132]. Thus, output of A3.4 is a catalog of possible and selected middleware 

solutions for integrating isolated e-government implementations. Achieving this requires 

stakeholders to deliberate questions in the text box coded V8:A3.4. 

[V8:A3.4] Prompts for specifying criteria for evaluating middleware solutions 

Q1) Which legacy e-government systems at [institution/ sector/ national] level require integration with other 

systems through the use of middleware?  

Q2) Which criteria can be used to evaluate and select the different types of middleware for system integration? 

Q3) Using criteria in Q2, which middleware is appropriate to support integration of systems in Q1?  

Q4) Which Electronic Data Interchange (EDI) technologies are appropriate for systems in Q1, or in delivering e-

government strategic drivers at [institution/ sector/ national] level? 

Activity A3.5 involves adapting best practices in monitoring and evaluation to address quality 

issues in e-government efforts. Various e-government initiatives in developing countries are 

constrained by the absence of proper monitoring and evaluation structures [131]. To address this, 

activity A3.5 prompts stakeholders to deliberate questions provided in the text box coded V8:A3.5. 

This yields a monitoring and evaluation framework for e-government solutions at all levels.  

[V8:A3.5] Prompts for specifying criteria & measures for monitoring & evaluating e-government 

Q1) What are the key performance indicators associated with achieving e-government strategic drivers and goals 

at [institution/ sector/ national] level? 

Q2) What are the sources of data for indicators in Q1 at [institution/ sector/ national] level? 

Q3) Which measures or approaches can be used to enable stakeholders to collaboratively and effectively assess e-

government performance at [institution/ sector/ national] level? 

4.3.9. Design e-Government Architecture Vision [V9, A3.2.3]  

Stakeholder perspectives on baseline and target contexts of an enterprise are synthesized into a 

high level composition of elements that accommodate stakeholder concerns, requirements, 

constraints, and principles – the enterprise architecture vision [37]. Thus, step V9 of EGEAF 

(Figure 6) involves using output from steps V1 to V8 to design an e-government architecture vision 

for each level. Activity A3.2.3 supplements steps V9 by engaging stakeholders into deliberations 

that validate and align different views of the e-government architecture vision across levels. The 
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output of V9 coupled with A3.2.3 is a contextualized integrated e-government architecture vision 

for institution, sector, and national levels of government. To achieve this, the text box coded 

V9:A3.2.3 provides questions for stakeholder deliberations.   

[V9: A3.2.3] Prompts for designing views of e-government architecture domains 

Q1) What are the business, data, application, and technology elements that will support realization of the target e-

government context at [institution/ sector/ national] level? 

Q2) What are the information exchanges between and among the business elements in Q1 at [institution/ sector/ 

national] level?  

Q3) Which views of the target e-government business architecture vision appropriately accommodate stakeholder 

concerns and requirements at [institution/ sector/ national] level? 

Q4) Which views of the target e-government data architecture vision appropriately support the target e-government 

business architecture vision in Q3 at [institution/ sector/ national] level? 

Q5) Which views of the target e-government application architecture vision appropriately support the data 

architecture vision in Q4 and business architecture vision in Q3 at [institution/ sector/ national] level? 

Q6) Which views of the target e-government technology architecture vision appropriately support the application 

architecture vision in Q5, data architecture vision in Q4, and business architecture vision in Q3 at [institution/ 

sector/ national] level? 

Q7) Which architecture building blocks from Q3 to Q6 are needed to acquire the web presence stage, interaction 

stage, transaction stage, and transformation stage of e-government maturity at [institution/ sector/ national] level? 

Q8) To what extent do the architecture views in Q3 to Q6 accommodate stakeholder concerns, requirements, and 

constraints? 

4.3.10. Assess Transformation Readiness of the Government Enterprise [V10, A1.2]  

Enterprise architecture development entails considerable changes, which implies the need to 

devise cohesive change management strategies towards realizing the target business value [36], 

[37]. In addition, e-government implementations entails utilization digital technologies to enable 

rational changes that improve public service delivery through reforming the public sector structure, 

values, culture and ways of conducting business [133]. If changes resulting from e-government 

implementations and enterprise architecture in public service delivery are not effectively managed, 

resistance may be faced [134]. Thus, it is vital to assess readiness of the extent to which an 

enterprise is ready to undergo the desired transformation, by realistically analyzing and rating the 

enterprise against various readiness factors with respect to the enterprise architecture vision [36], 

[37].  

Step V10 of EGEAF (Figure 6) is concerned with assessing the extent to which each level of 

the government enterprise is ready to undergo changes associated with achieving the architecture 

vision, that will realize the e-government strategic drivers. Activity A1.2 supplements V10 by 

prompting stakeholders to: (a) specify which dimensions of the government enterprise are to be 

assessed for readiness; and (b) devise change management strategies that are needed to realize the 

target e-government context. e-Government readiness and change management is one of the 

critical functions of the governance boards in step V7. The synthesis of V10 and A1.2 yields three 

outputs, i.e.: a catalog of factors or dimensions for assessing e-government readiness of internal 

and external entities at each level of the government enterprise; a catalog of change management 

practices or techniques that can be adopted in internal and external entities at each level of the 

government enterprise; a report on e-government readiness at institution, sector, and national 

levels of the government enterprise; and a corresponding change management report for 

institution, sector, and national levels. To achieve this, questions for guiding stakeholder 

deliberation are provided in the text box coded V10:A1.2.   
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[V10:A1.2] (a) Prompts for creating a catalog of dimensions for e-government readiness assessment 

To achieve the desired state of e-government, what is the current/baseline status and readiness score for each entity 

at [institution/ sector/ national] level in terms of: 

Q1) People/human factors (i.e., end user ICT skills, HR training and development, and technical support)? 

Q2) ICT infrastructure factors (i.e., hardware and software, LAN and WAN, security)? 

Q3) Legal factors (i.e., privacy, confidential)? 

Q4) User access channels (i.e., usability, availability, accessibility)? 

Q5) e-Government programme establishment (i.e., single-sign-on portal, government service bus, government 

secure network)? 

Q6) Business process and information systems (i.e., business process reengineering, knowledge and change 

management)?  

Q7) Apart from factors in Q1 to Q6, which additional dimensions should be considered to assess the e-government 

readiness of public entities, private entities, and communities at all levels? 

Q8) For public enterprises (as beneficiaries of G2G/G2G transactions), what is the general readiness score/context 

in dimensions Q1 to Q7 above? 

Q9) For private enterprises (as beneficiaries of G2B/B2G transactions), what is the general readiness score/context 

in dimensions Q1 to Q7 above? 

Q10) For citizens and various communities (as beneficiaries of G2C/C2G transactions), what is the general 

readiness score/context in adopting e-government solutions to realize the e-government strategic drivers? 

[V10:A1.2] (b) Prompts for creating a catalog of mechanisms for e-government change management 

To achieve the e-government strategic drivers and goals: 

Q11) Which technology-related changes need to be managed at [institution/ sector/ national] level? 

Q12) Which process-related changes need to be managed at [institution/ sector/ national] level? 

Q13) Which people-related changes need to be managed at [institution/ sector/ national] level?   

Q14) Which organization culture-related changes need to be managed at [institution/ sector/ national] level?  

Q15) What organization structure-related changes need to be managed at [institution/ sector/ national] level?  

Q16) Which context-specific measures should be adopted in public entities to implement changes in Q11 to Q15? 

Q17) In private enterprises and at community level, which context-specific change management measures should 

be adopted? 

4.3.11. Identify Implied Risks and Mitigations [V11, A2.3]  

Most e-government projects in developing countries are deemed as partial failures if they fail to 

deliver the expected technical performance, functionality, and business benefits within budget and 

schedule; and as complete failures if they are abandoned [135]. Failures mainly arise from critical 

problems that governments encounter when implementing large ICT projects [136]. These 

problems are regarded as a ‘hidden threat to e-government’, and unless governments devise means 

of managing the hidden threats as risks, e-government projects will continue to fail [137]. 

However, in adopting an architecture-driven approach to e-government implementations, guidance 

is needed on how risks or threats can be managed. Basing on the enterprise readiness 

status/capacity and change management capabilities, it is vital to: identify risks associated with 

realizing the architecture vision; assess their magnitude; and devise implied mitigation strategies 

[36], [37]. Thus, step V11 of EGEAF (Figure 6) prompts stakeholders to identify risks and 

mitigation strategies that are associated with achieving the desired e-government state at 

institution, sector, and national levels.  

In addition, activity A2.3 supplements step V11 by prompting stakeholders to create a catalog 

of risk factors in e-government implementation across entities at institution, sector, and national 

levels; and adapting existing risk assessment and cost benefit analysis approaches to the e-

government context. Risk and mitigation management is a key role of the governance boards 

specified in step V7. The synthesis of V11 and A2.3 yields a catalog of potential risks and 

mitigation strategies for implementing the e-government enterprise architecture vision at all levels 

of the government enterprise and achieving e-government strategic drivers. Adoption of such a 

catalogue across all levels of the government enterprise yields a cascaded and integrated readiness 

assessment and risk mitigation framework for e-government implementations. To achieve this, 

questions for stakeholder deliberation are provided in the text box coded V11:A2.3.  
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[V11: A2.3] Prompts for creating catalog of e-government risks and mitigations 

Q1) Which risks arise when implementing e-government enterprise architecture vision at [institution/ sector/ 

national] level?  

Q2) Which risks are associated with the B2G/G2B, C2G/G2C, and G2G transactions at [institution/ sector/ national] 

level?  

Q3) Which strategies can be implemented to mitigate risks in Q1 and Q2 at [institution/ sector/ national] level? 

4.4. The Question Log and Products of EGEAF 

EGEAF comprises two views – method view and product view (see Figure 6). The method view 

is a combined representation of steps for designing an e-government architecture vision, 

supplementary e-government activities, and a question log. The question log in EGEAF is a 

consolidation of critical questions that prompt and guide stakeholder deliberations during the 

execution of steps V1 to V11 and their supplementary e-government activities coded A1.1 to A3.5. 

Sets of logically related questions are provided in text boxes that are discretely presented in 

Sections 4.3.1 to 4.3.11. Questions in each text box guide the execution of a specific step and its 

supplementary activities. Each set of questions yields specific outputs, which are consolidated into 

products of EGEAF. 

Products of EGEAF are presented in the right part of Figure 6 with codes P1 to P4. Since 

EGEAF comprises several steps and corresponding e-government activities, the specific outputs 

from its activities and steps are grouped into 4 broad classifications (coded as P1 to P4). The 

classifications are based on the expected outputs of implementing the strategic requirements for e-

government interoperability that are summarized in Section 4 (Table 2), and discussed in [84]. 

These include: 

• [P1] A regulatory and governance framework for e-government, which comprises outputs 

from activities A1.1 to A1.7 and the corresponding steps in EGEAF. 

• [P2] A sustainability and capacity building framework for e-government, which comprises 

outputs from activities A2.1 to A2.4 and the corresponding steps in EGEAF. 

• [P3] An adaptation framework for guiding customization of e-government interoperability 

standards and guidelines, which comprises outputs from activities A3.1, A3.3 to A3.5. and 

the corresponding steps in EGEAF. 

• [P4] e-Government Enterprise Architecture Vision, which comprises outputs from activities 

A3.2.1 to A3.2.3 and the corresponding steps in EGEAF. 

Since EGEAF steps and activities are executed at institution, sector, and national levels of the 

government enterprise, the corresponding outputs and products need to be consolidated as follows:  

• First, outputs from each level are consolidated to constitute products of each level of the 

government enterprise. This implies that products P1 to P4 are expected or obtained at 3 levels, 

as indicated in the following text box. 

 
 

• Institution/Agency Level Products (KP) = {KP1, KP2, KP3, KP4} 

• Sector Level Products (SP) = {SP1, SP2, SP3, SP4} 

• National Level Products (NP) = {NP1, NP2, NP3, NP4} 

 

Where:  

• {KP1, SP1, NP1} = outputs of activities A1.1 to A1.7 executed in steps V3, V4, V7, V8, V9 

• {KP2, SP2, NP2} = outputs of activities A2.1 to A2.4 executed in steps V1, V8, V9 

• {KP3, SP3, NP3} = outputs of activities A3.1, A3.3 to A3.5 executed in steps V2, V4, V8 

• {KP4, SP4, NP4} = outputs of activities A3.2.1 to A3.2.3 executed in steps V5, V6, V9 

 

Therefore, the full set of EGEAF Products {P1, P2, P3, P4} = {KP1-4 + SP1-4+ NP1-4} 

 

 



55 

 

• Second, products from each level are aligned with products of other levels to ensure 

coherency. Specifically, institution level products are aligned with sector level products, and 

sector level products are aligned with national level products. Thus, the full product set of 

EGEAF (that is illustrated in Figure 6) is a consolidation of institution, sector, and national 

level products as indicated in the text box above. 

5 Evaluation of the Design of EGEAF  

Evaluation of an artifact involves assessing its ability to address the requirements and purpose that 

motivated its development [138]. The ‘ability’ is often interpreted in terms of attributes such as 

functionality, completeness, understandability, consistency, accuracy, traceability, performance, 

reliability, feasibility, and usability [138]–[140]. Design Science artifacts can be evaluated using 

analytical, experimental, observational, or descriptive methods [86]. Depending on available 

resources and the purpose of an artifact, these methods can all be used to gradually improve the 

quality of an artifact. The purpose of EGEAF is to guide the development of an e-government 

enterprise architecture, that serves as a coherent blueprint for supporting the planning and 

implementation of interoperable e-government solutions in developing economies. Thus, prior to 

using other evaluation methods, it was vital to first evaluate EGEAF using analytical evaluation 

methods. Analytical evaluation is achieved through: (a) static analysis – assessing static attributes 

of the structure of an artifact such as understandability and complexity; and (b) dynamic analysis 

– assessing dynamic attributes of an artifact in use such as response time and performance [86]. 

Given the limited resources of the study, it was cost effective to first use static analysis to evaluate 

the design and feasibility of EGEAF. This section presents findings on the static attributes of 

EGEAF. Static analysis of EGEAF was done using two iterations that were conducted in Uganda. 

The first iteration involved using a field demo (as elaborated in Section 5.1). The second iteration 

involved using a group structured walkthrough (as elaborated in Section 5.2). Findings from these 

iterations are discussed in Section 5.3. 

5.1. Setup of the field demo on EGEAF – 1st Iteration of Validation 

In a field demo, a researcher demonstrates the practical usability of an artifact by using it in a real 

life setting [141]. In this study, the field demo was first chosen to ensure that the relevance of 

specific steps and activities of EGEAF is assessed. Achieving this required that EGEAF steps and 

activities are executed in a setting with a limited scope, and the corresponding outputs generated. 

Thus, the field demo was setup as follows: 

• Aim of demo: to determine whether EGEAF can be followed to guide the design of an e-

government enterprise architecture (as a blueprint for enabling planning and implementation 

of interoperable e-government solutions) in an agency/institution level entity in Uganda.  

• Type of entity considered: An institution level public entity, that is mandate to manage the 

planning and delivery of quality services in one of Uganda’s urban cities. In the city’s area of 

jurisdiction, the entity oversees the delivery of services such as physical planning, 

construction, public health, environment preservation, waste management, education, social 

welfare, youth and community development, and revenue collection for city maintenance. 

• Key participant(s) involved and context: The tasks involved in the validation required the 

validator to have a general understanding of two concepts – enterprise architecture and e-

government interoperability. At the time the validation was done in the entity indicated above, 

only one person (i.e., Project Manager or Task Leader of Business Process Reengineering, 

who also served as the enterprise architect of the entity) understood the concept of enterprise 

architecture and would comfortably participate in the validation sessions of EGEAF. 

• Duration and agenda of the validation sessions: Four (4) discrete sessions were conducted in 

a period of three months. The 1st and 2nd sessions involved walkthrough discussions of 
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EGEAF design and its question log (that is discretely presented using the various text boxes 

in Section 4.3.1 to 4.3.11). The 3rd session involved using output from the first two sessions 

to design the e-government architecture vision of one of the core programmes of the entity 

indicated above. The programme’s architecture vision was then discussed in the 4th session.  

• Inputs: EGEAF model (in Figure 6), EGEAF question log (see text boxes discretely presented 

in Section 4.3.1 to 4.3.11), and a design evaluation instrument. The evaluation instrument 

comprised questions that prompted for the validator’s opinion on the design and feasibility of 

EGEAF.   

• Output: e-government architecture vision of one of the core programmes of the entity 

indicated above; and feedback on EGEAF design and feasibility (presented in Table 4).  

5.2. Setup of the group walkthrough on EGEAF – 2nd Iteration of Validation 

A field demo could only be conducted in one enterprise setting at a given time, and it requires a 

lot of time to be conducted to completion. Thus, the second iteration sought a cost effective way 

that could be used to obtain feedback on the design and understandability of EGEAF from target 

users in different organization settings. This implied that a sample of target users had to be engaged 

to evaluate EGEAF design by not executing its steps and activities, but by assessing its structural 

composition or design orchestration. Thus, a group walkthrough was considered to be the most 

appropriate form of static analysis and validation in iteration 2. Walkthroughs are used to engage 

experts in a specific field to analytically assess an artifact by chronologically reviewing its design, 

so as to identify possible usage problems, errors, omissions, violations, inconsistences, and 

vagueness [142], [143]. Accordingly, procedures recommended by Sharp et al [142] and Jody 

[143] were adapted to derive the setup of the group walkthrough that was used as follows: 

• Aim of the group walkthrough validation: to further determine whether the design and purpose 

of EGEAF was understandable to target users from different enterprise settings. 

• Key participant(s) involved: Six (6) ICT professionals working in public entities in Uganda. 

Three participants worked in public entities at institution level of the government enterprise, 

and three worked in entities at sector level. The kind of work that they did involve tasks that 

are associated with the planning, implementing, and maintaining software and hardware 

solutions for e-government realization in their respective entities. Participants had a general 

understanding of the concepts of enterprise architecture and e-government interoperability.    

• Agenda/context, supporting tools, and duration: Two discrete sessions were conducted. 

Session 1 involved walkthrough discussions of EGEAF design, its question log, and expected 

outputs and products. This was a virtual session supported by Zoom. Thereafter, participants 

were given two weeks to independently review EGEAF design documents. Session 2 involved 

eliciting feedback from participants on the design of EGEAF. Session 2 was also virtual 

session supported by both Zoom and MeetingWizard. Zoom was used to enable dialog 

between participants; and MeetingWizard was used as the Group Support System, to enable 

systematic elicitation and consolidation of views from participants.  

• Inputs: EGEAF model (in Figure 6), the question log (in text boxes that are discretely 

presented in Sections 4.3.1 to 4.3.11), and a design evaluation tool that was used in iteration 

1 to prompt validators to comment on the design of EGEAF.  

• Output: Feedback on the design and composition of EGEAF (presented in Table 4).  
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Table 4. Feedback from the two validation iterations of EGEAF 

Comments on the design & feasibility of EGEAF, & insights on how to improve its design to simplify its 

understandability 

• Aim & Relevance: The aim or purpose of EGEAF is clear, the steps and supplementary e-government activities 

are understandable to a large extent, are logically sequenced, and can be followed or executed in the context of a 

developing economy. However, the steps and activities are not necessarily very easy to follow if one has no 

background in enterprise architectures, e-government, or information systems development. EGEAF steps (V1 to 

V11) comprise architecture concepts, and this makes it hard for someone without any basic understanding or 

background in enterprise architecture to understand the steps. Also, someone without basic understanding of e-

government may fail to understand the supplementary e-government activities (A1.1. to A3.5) and how they fit 

within particular steps (V1 to V11). 

• Question Log: Although most questions in the log are clear and understandable, they are too many. They may 

require the users to spend a lot of time to find suitable answers to them. It is not clear how the answers to the 

questions are to be synthesized. Also, some questions in the log require additional explanations for them to be 

properly understood. Aspects raised in most of the questions can be traced back to specific issues faced during e-

government planning and implementation. 

• EGEAF Products: these are understandable, but it is not clear how the outputs should be assembled or 

synthesized or aligned to obtain a specific product. Also, someone without any background in problems faced in 

e-government implementations may find it hard to understand activities that lead to the outputs and products, and 

the relevance of specific outputs or products. 

• Visual Layout of EGEAF: The general composition and outlook of EGEAF is okay and understandable to a 

great extent. However, it requires considerable effort from the user to understand its general logical structure, 

because it is not interactive or very engaging for individuals or target users without any background on enterprise 

architecture and e-government (or those who have limited time to concentrate and follow the logic). An individual 

without basic understanding of the enterprise architecture concept and issues faced in e-government 

implementation in a developing context, is likely to find it hard to understand the relationship between the 

supplementary e-government activities, outputs, and products of activities. Training of target users would help to 

address this limitation. 

• e-Government Activities vs. Levels of the government enterprise vs. Outputs vs. Products: The relationship 

between products at institution, sector, and national levels is understandable. However, a person without a basic 

understanding of e-government issues and implementation contexts would find it hard to understand the nature 

of relationships between the specific outputs of e-government activities and products across the 3 levels of the 

government enterprise. 

• Applicability: EGEAF is applicable to the structure of many government institutions. However, it will require 

an entity to dedicate time and a team of people to use EGEAF. Most target users or managers may find it complex 

to use during deployment, if they have no background in architecture or e-government development issues. This 

would require EGEAF designers or users with an understanding of architecture to provide training and 

preliminary support to target users. 

• Lack of Templates: Providing templates for capturing/documenting findings on topics in the question log would 

greatly improve the understandability of various questions and the general use of the question log. Templates 

need to be prioritized to improve the understanding of how EGEAF outputs are presented and aligned. Most users 

often respond well to questions if they are provided with a guiding template that shows key parameters that are 

expected to be specified in their responses. Such a template would help to contextualize and clarify particular 

aspects of some unclear questions in the question log of EGEAF. Templates would help to simplify the question 

log and would bridge the gap between some terminologies of architecture and e-government development to the 

target users who have limited understanding of these two concepts. 

• Missing aspects: EGEAF seems unclear on ways of addressing issues such as: a) Digital divide or unequal access 

to internet and computers across government entities and the various sub groups that constitute the general public; 

and b) Corruption when contracting vendors to develop the e-government enterprise architecture or implement 

specific e-government solutions. 

5.3. Discussion of Validation Findings 

Validation findings point to three issues that are elaborated below: 

First, background knowledge that target users need to have prior to using EGEAF. From the 

design of EGEAF, it was observed that target users of EGEAF need to have basic understanding 

of: a) issues hindering e-government growth in developing economies; and b) enterprise 

architecture. This guided the selection of participants in the two iterations. Validation findings 

justify our choice of only engaging validators who had some background understanding of e-
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government and enterprise architecture. In various public entities in developing economies like 

Uganda, most personnel have a good understanding of e-government, but limited understanding 

of enterprise architecture. Thus, further validation of EGEAF will ensure that training of 

participants or target users on basic concepts of enterprise architecture, is prioritized as one of the 

initial activities in the evaluation protocol of EGEAF. Unfortunately, this would increase the time 

for using or evaluating the artifact in a given setting. 

Second, qualitative feedback on the design and understandability of EGEAF. Given the aim of 

validation in both iterations, it was considered appropriate to first elicit qualitative views from 

validators, so as to obtain specific insights on how to improve the design of EGEAF. As indicated 

in Table 4, issues were highlighted on the question log, outputs, products, and missing aspects in 

the EGEAF design. The revised design of EGEAF (that is presented in Section 4) has addressed 

the issue on specifying the relationship between the outputs and products of EGEAF. The issues 

on missing aspects and templates will be addressed in future versions of EGEAF design. The issue 

on too many questions in the question log could hardly be addressed, because the questions help 

stakeholders to deliberate on the critical issues on architecture-driven e-government development. 

However, the proposed addition of templates for capturing and assessing responses to the questions 

could reduce the number of questions.  

Third, the need for templates that elaborate how responses to questions should be recorded and 

synthesized. Efforts are ongoing to address this need in future versions of EGEAF design. The 

templates will also address the issue on how specific outputs of EGEAF activities are consolidated 

into a specific product. The templates will also show how a team of EGEAF users in an enterprise 

can collaboratively manage the various questions that stakeholders need to deliberate when 

creating an e-government architecture.  

6 Conclusion and Ongoing Work 

Our earlier research efforts yielded a taxonomy of requirements for achieving e-government 

interoperability in developing economies. This article extends that effort by adopting a Design 

Science approach to derive a framework of fundamental elements to address the requirements of 

realizing e-government interoperability. To derive the framework, the elements are synthesized 

and orchestrated by adapting steps in two phases of TOGAF ADM – preliminary phase and 

architecture vision phase. The synthesis and orchestration yielded a TOGAF based 11-Step model 

for creating an e-government enterprise architecture, that was blended with e-government 

activities or guidelines that exist in literature. This whole process yielded what can be perceived 

as an initial version of an E-Government Enterprise Architecture Framework (EGEAF) for Uganda 

as an instance of a developing economy, which is the key output of this article.  

EGEAF comprises two views – method view and product view. The method view provides a 

detailed procedure for creating an e-government enterprise architecture, that accommodates e-

government needs at institution, sector, national levels of a government enterprise in a developing 

economy. The method view shows steps and activities to be executed, a comprehensive question 

log to guide the execution of activities and expected outputs. The product view shows specific 

outputs that are synthesized into e-government products at institution, sector, and national levels 

of the e-government enterprise. EGEAF was evaluated using two iterations. The first iteration 

involved a field demo that was conducted in a public entity in Uganda, and the second iteration 

involved a group walkthrough with ICT professionals who worked in public entities in Uganda. 

Validation findings indicate that EGEAF is feasible and its design is understandable to a large 

extent, and highlighted considerations that had to be made to improve the design of EGEAF. Some 

recommendations have been addressed in the current version of EGEAF that is presented herein, 

while others are to be addressed in future work as indicated below. 

Ongoing and future work. First, ongoing work on EGEAF entails developing visual templates 

that can be used along with the question log of EGEAF to guide stakeholder deliberations and 

document findings. The templates will also serve as an additional user guide for operationalizing 
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EGEAF elements at institution, sector and national levels of the government enterprise. Second, 

plans are underway to instantiate EGEAF in real settings (with unrestricted scope) of e-

government implementation efforts at institution, sector, and national levels. This will provide 

more insights into ways of further improving the design and usability of EGEAF. Third, the scope 

and level of detail in EGEAF will be extended using an incremental approach, by adapting other 

phases of TOGAF ADM (besides the preliminary and architecture vision phase which have been 

considered in this article). Fourth, EGEAF will be extended to guide architecture-driven e-

government implementations in other developing economies and in developed economies. 

However, these extensions require one to first derive taxonomies of issues affecting full growth of 

e-government in other developing economies and in developed economies. These issues will then 

be used as a basis to define e-government activities that are relevant for architecture-driven e-

government in other developing economies and in a developed economy.   
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