
 

Feedback on the roadmap for the "EU action plan Digitalising
the energy sector"
Citation for published version (APA):
Niet, I. A., & van Summeren, L. F. M. (2021, Sept 10). Feedback on the roadmap for the "EU action plan
Digitalising the energy sector". Technische Universiteit Eindhoven. https://doi.org/10.13140/RG.2.2.16528.12803

DOI:
10.13140/RG.2.2.16528.12803

Document status and date:
Published: 10/09/2021

Document Version:
Publisher’s PDF, also known as Version of Record (includes final page, issue and volume numbers)

Please check the document version of this publication:

• A submitted manuscript is the version of the article upon submission and before peer-review. There can be
important differences between the submitted version and the official published version of record. People
interested in the research are advised to contact the author for the final version of the publication, or visit the
DOI to the publisher's website.
• The final author version and the galley proof are versions of the publication after peer review.
• The final published version features the final layout of the paper including the volume, issue and page
numbers.
Link to publication

General rights
Copyright and moral rights for the publications made accessible in the public portal are retained by the authors and/or other copyright owners
and it is a condition of accessing publications that users recognise and abide by the legal requirements associated with these rights.

            • Users may download and print one copy of any publication from the public portal for the purpose of private study or research.
            • You may not further distribute the material or use it for any profit-making activity or commercial gain
            • You may freely distribute the URL identifying the publication in the public portal.

If the publication is distributed under the terms of Article 25fa of the Dutch Copyright Act, indicated by the “Taverne” license above, please
follow below link for the End User Agreement:
www.tue.nl/taverne

Take down policy
If you believe that this document breaches copyright please contact us at:
openaccess@tue.nl
providing details and we will investigate your claim.

Download date: 17. Nov. 2023

https://doi.org/10.13140/RG.2.2.16528.12803
https://doi.org/10.13140/RG.2.2.16528.12803
https://research.tue.nl/en/publications/617e372f-2149-448a-b605-34c404b9e6a1


Submitted on:  

Submitted by: Irene Niet, Luc van Summeren 

User type: Academic/research Institution 

Organisation: TU Eindhoven 

Organisation size: Large (250 or more) 

Country of origin: Netherlands 

Initiative: Digitalising the energy sector – EU action plan 

 

Text: 

 

We are glad to see to see the EU taking serious action on guiding the convergence of the energy 

and the ICT sector. This important development is increasingly taking shape, and without 

conscious guidance, it is unsure whether this development will result in a more sustainable 

energy and ICT system.  

 

The roadmap describes a couple key points to ensure the twin green and digital transition leads 

to a better-functioning, smart, integrated and cleaner energy system. Four key issues, however, 

remain unaddressed.  

 

First, this roadmap (and many directives that came before this roadmap, such as the Directive 

on common rules for the internal electricity market ((EU) 2019/944)) emphasizes citizen 

empowerment but does so in an incomplete way. Empowerment is often misused, focusing only 

on enabling citizens to use ICT to enter the market and ensuring privacy and data protectioni. 

A broader perspective is, however, necessary. With the convergence of the energy and ICT 

sector, elements arise which are disempowering for citizens. For example, citizens require 

digital skills and ICT knowledge to be able to effectively join decision procedures regarding 

ICT-based energy systemsii. Therefore, empowerment should not only mean to enable citizens 

(and communities) to sell energy and flexibility; it should also entail capacity building, 

ownership over energy assets and ICT platforms, transparency, and an active role of citizens in 

shaping ICT platforms to ensure that ICT enables activities in line with both EU Directive 

2019/944 and community values and goals (e.g. energy sharing, maximizing collective self-

consumption)iii. If we do not take a broader perspective on citizen and community 

empowerment, we risk of ending up with a system that is unfair, non-democratic, and also less 

https://ec.europa.eu/info/law/better-regulation/have-your-say/initiatives/13141-Digitalising-the-energy-sector-EU-action-plan_en


effective in generating flexibility. This is because we would end up with ICT systems that do 

not fit in the daily lives and ambitions of citizens.  

 

Second, and related to this, is that the initiative aims to empower citizens and to enhance the 

cybersecurity of the energy sector are currently discussed separately. We believe they should 

be connected. As citizens become more active in the energy system, citizens should be made 

aware of their responsibilities. This, too, falls under empowerment. Every device connected to 

the energy system (and especially devices active in the electricity grid) is a potential 

vulnerability for non-authorized access, false data injections, and other types of disruptionsiv. 

Apart from stimulating citizens to play an active role in the energy system in transition, citizens 

should thus also be empowered by raising awareness for cybersecurity for themselves and the 

whole system.  

 

Third, and connected to the second point, is that it should be considered is that energy and many 

infrastructural companies responsible for the infrastructure, are public utility companies, 

whereas ICT companies are predominantly private companies. As such, these companies differ 

in interest, which can lead to conflictsv. Publicly owned utility companies aim to make the 

energy system reliable, affordable and, steered by different policies, also increasingly 

sustainablevi. ICT corporations can support public utility companies in these tasks but have 

private interests to consider. For example, ICT corporations might want to secure a part of the 

energy market or make profits. In different sectors, such as the communication services sector, 

major ICT corporations (e.g. Alphabet, Facebook) are dominating parts of the market; 

corporations with perhaps more sustainable incentives and motivations are unable to break 

through their market hold. The EU is currently attempting to mend this and keep online 

platforms in check (for example with the proposed Digital Services Act). Instead of having to 

make reparations in the energy system as well in a few years, EU guidelines should ensure that 

public interests are prioritized over private interests when critical infrastructure such as the 

energy system is concerned.  

 

Finally, a key question to be asked is whether more ICT is the solution for improving the energy 

system. ICT has the ability to make the energy system more efficient. The roadmap rightfully 

acknowledges, however, that the increase in ICT and digital infrastructure also results in an 

increase in energy consumptionvii. It does not help that large parts of the digital infrastructure 

are ‘invisible’ (Cloud services, electricity) or kept out of the general public’s eye (data centers). 



This makes decreasing the consumption of additional resources such as energy through the 

careless use of ICT a difficult issue to tackleviii. Therefore, we should step away from the idea 

that more ICT will make the system more efficient and improve its sustainability. Instead, our 

use of ICT and data collecting, sharing and usage should be increasingly based on sufficiently. 

Therefore, it should be critically analyzed which implementations of ICT significantly 

contribute to sustainability, and which are redundant or consume more energy (and other 

resources) than it saves.  

 

In short, the current roadmap discusses a great number of points, but omits to discuss crucial 

issues regarding the connection of citizen empowerment and cybersecurity, differing interests 

of actors involved in the energy system and the necessity of ICT. If these points remain 

unconsidered, there is a chance the convergence of the ICT and energy system will not develop 

in a sustainable way.  
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