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i. Abstract 
 

This thesis provides an analysis of the sociotechnical reforms that took place during 

the period of the United States’ Third Offset Strategy. The work investigates the 

processes of technological innovation, institutional reform and development of new 

operational concepts that took place during this period. It argues that the Third 

Offset is best understood as an era of intense proliferation and contestation of ideas 

and beliefs about how wars could (and should) be fought, and about what the role of 

humans and machines should be in fighting them. Using the theory of sociotechnical 

imaginaries, the thesis explores how visions of different technological futures were 

projected in the Third Offset Strategy, how they were shaped, and how they 

coproduced sociotechnical reform in the period under study. The investigation into 

the development of these visions and reforms is structured around four key 

imaginaries: Uncertainty; Distributed Lethality; Human-Machine Teaming; and 

Mosaic Warfare.  
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1. Introduction  

1.1 Overview of the Thesis 
This thesis explores the history of the Third Offset Strategy, as it was 

articulated by its leading proponents within the United States’ (U.S) Department of 

Defense (DoD). The work focuses primarily on the period from 2010 through to 2018, 

and examines the emergence and significance of particular ways of understanding 

and imagining the future in that period. The thesis ultimately argues that the Third 

Offset Strategy was greatly informed by the evolution of specific sociotechnical 

imaginaries related to uncertainty, human nature and its fallibility, the need to 

distribute decision-making for reasons of speed and effectiveness, and the overall 

embrace of novel forms of human-machine hybrids as solutions to an era of 

technological proliferation. 

Announced in 2014, the Third Offset was a project of institutional and 

technological reform, alongside a refocusing of overarching strategy intended to 

ensure the U.S.’s military advantage in the coming decades. The strategy aimed to 

leverage emerging technologies and accelerated innovation to maintain the 

Department of Defense’s (DoD) overmatch against near-peer competitors 

(particularly China), and to secure its technological advantage in the face of 

proliferation of advanced capabilities amongst small-state adversaries. Over the 

course of the Third Offset-era, a number of DoD leaders advocated for a broad suite 

of innovation programs and technological projects, centred on the core principles of 

the Third Offset. 

Assessments of the overall impact of the Third Offset Strategy remain varied, 

however some accounts (Gentile et al., 2021, p. iii) have noted that a number of the 

central ideas of the Strategy were evident in the 2018 National Defense Strategy. 

Similarly, it is possible to trace some of the visions of future potentialities – and how 

they might be realised or proscribed through technological innovation – in ongoing 
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projects, such as the development of the Mosaic Warfare operational concept. While 

opinion may remain divided over exactly what impact the Third Offset had, one 

thing certainly remains clear: That the Third Offset Strategy represented a sustained 

effort among leading DoD officials to re-articulate the U.S. military’s relationship to 

both the geopolitical environment and the technologies of the future. The question of 

how to understand these efforts, and their effects, is perhaps rather less clear.  

Many of the technological programs of the Third Offset Strategy remained 

unrealised in 2017, but despite this, it seems that a number of the core ideas 

concerning the future of warfare (and the role of technological and operational 

reforms in preparing for it) remained influential. As such, it provides rich ground for 

an analysis of multiple avenues of sociotechnical reform – allowing for an 

exploration of the relationship between visions of technologically attainable futures 

and sociotechnical reforms in the present.  

In order to undertake such an exploration, the thesis will provide discussion 

and analysis of how certain types of institutional reform, innovation programs and 

shifts in operational concepts were mobilised by (scientific and technological) 

discursive processes. This means taking rhetoric, hype and speculation every bit as 

seriously as ostensibly more sober efforts towards assessment, foresight and 

pragmatism. The thesis will continually assess these discursive performances in 

relation to their manifestation in technologies and in material changes – as well as 

considering how changing technological and scientific contexts served to shape the 

emergence and extension of new visions of technological and scientific possibility.  

This thesis examines the emergence and substantive impact of sociotechnical 

imaginaries – of the future of warfare and of uncertainty – in shaping technological 

and doctrinal innovations of the Third Offset Strategy within the Department of 

Defense. It argues that, rather than a study solely of institutional reforms or a of 

technological artefacts, the Third Offset is best understood as an era of intense 

proliferation and contestation of ideas and beliefs: about how wars could (and 
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should) be fought, and about what the role of humans and machines should be in 

fighting them; about how the DoD could conduct wars in a way that would align 

with both its geostrategic and normative goals; about how calculations of risk, loss 

and victory should be made, and; about just how uncertain the world and the future 

should be understood as, and how this uncertainty should be responded to.  

The focus of the analysis is in this work is the contemporary history of the 

development of these ideas and beliefs within the DoD during the Third Offset 

Strategy, and ways that these were coproductive of new programs of innovation and 

new engagements with technological possibility. While the analysis necessarily takes 

place against the backdrop of more general domestic  political changes and 

prioritisations in the U.S., these are firmly external the focus of the discussion in this 

work, and feature primarily only as described or referred to by the leading Third 

Offset figures within the DoD. Rather than investigating the negotiations that took 

place among political leaders within the houses of Congress or the Office of the 

Presidency, or the ideological positionings that may influence the development of 

new modes of warfare; the thesis instead focuses on the ways that the Third Offset 

Strategy was informed by specific socio-technical imaginaries.   

I explore how visions of different technological futures were projected in the 

Third Offset Strategy, how they were shaped, and how they coproduced 

sociotechnical reform in the period under study. In determining how the innovation 

programs and technological projects of the Third Offset Strategy can be usefully 

understood through these approaches, the thesis additionally analyses how 

technological changes interacted with, and indeed were co-produced by, a range of 

other factors – including beliefs about the strategic environment, organisational 

process, bureaucratic politics, normative commitments and, crucially, evolving ideas 

about how science and technology could change the way wars were fought by (and 

against) the U.S.. 
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While the thesis engages with the literature on the study of technology and 

warfighting, the approach is largely informed by theories and concepts from the 

field of Science and Technology Studies (STS). The interpretive analysis in the work 

is primarily guided by the concept of sociotechnical imaginaries and is further 

underpinned by the idiom of coproduction. Sociotechnical imaginaries1 are defined 

by Jasanoff (2015, p. 6) in in her introduction to the edited volume Dreamscapes of 

Modernity as:  

collectively held, institutionally stabilized, and publicly performed visions of 

desirable futures, animated by shared understanding of social life and social 

order attainable through, and supportive of, advances in science and 

technology. 

These imagined futures uphold visions of a particular course of innovation, and 

actors within the DoD mobilised these visions in support of a certain program of 

research or sociotechnical reform during the Third Offset era. They functioned to 

justify investment and research into certain types of technology, or efforts to attain 

particular technological capabilities. They also functioned as methods to legitimise 

the views and motivations of those actors that created or advocated for them – 

serving to tie particular normative or social priorities to visions of technological 

advancement and progress. Attentiveness to sociotechnical imaginaries allows this 

thesis to usefully interrogate the significance of the future visions that agents of 

change within the DoD repeatedly mobilised throughout the period under study, 

and to understand how they were co-constitutive of the material and social contexts 

of the time.  

 
1 I note here that sociotechnical imaginaries are referred to throughout this thesis in two (linked) contexts. 

Firstly, the work frequently refers to “imaginaries” and to “sociotechnical imaginaries.” These are the visions of 

desirable futures described in Jasanoff and Kim’s definition (above). Secondly, at multiple points the work will 

refer to Sociotechnical Imaginaries (STI) as a theoretical framework. In this deployment, the thesis refers to the 

framework developed by Jasanoff and Kim for understanding the broader process of constructing sociotechnical 

orders and visions of the future through interactions of structure and agency. In this regard “imaginaries” 

themselves are one key element of a broader framework of understanding  
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This thesis argues in favour of taking imagination seriously and treating it as a 

social practice. In doing so, this thesis hopes to trace what Jasanoff (2015, p. 322-323)  

has described as: 

the embedding of ideas into cultures, institutions and materialities, whereby 

the merely imagined is converted into the solidity of identities and the 

durability of routines and things 

The present work also maintains a focus throughout on attempting to understand 

how visions of the future were constructed and mobilised and what their 

performative function was. Echoing the work of Brown et al. on ‘Contested Futures’, 

my objective is not to analyse the validity or likelihood of a given future, but instead 

to analyse how futures were constructed, by whom and for what ends. Crucially, I 

am concerned with understanding: 

how it is that some futures come to prevail over others, why once seemingly 

certain futures happened to fail, how other futures are marginalised as a 

consequence of the dominant metaphors and motifs used in everyday life, and 

the consequences of particular framings of the future. 

(Brown et al., 2000, p. 4) 

The work is interdisciplinary in nature, bringing approaches and concepts from STS 

to bear on objects that are more frequently of concern to scholars interested in 

warfare and security. In this regard, the thesis represents a further contribution to 

the rich and growing body of work in International Relations and Security Studies 

that explores both specific cases and meta-trends in the relationship between 

technology and international security. The work makes particular contributions to 

the development of critical security studies work exploring the intersections 

between, and applications of, STS-derived approaches and the study of warfare and 

military technology. 
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It is likely that this research will be of interest to scholars in these areas, as 

well as those concerned with uncertainty and the future as discursive and 

technological phenomena. Perhaps most keenly however, the work will be of use to 

those seeking a recent historical account of U.S. military-technological reform that 

focuses on the changing shape of efforts to understand and engage with uncertainty, 

and to those interested in constructivist analyses of military technological 

developments, and to those interested in studies of the significance of discourse and 

imaginaries in shaping of military-technological innovation   

1.2. Research Design and Method 

1.2.1. The Empirical Scope of the Thesis 

The thesis presents a case study of the technological and institutional reforms of the 

Third Offset Strategy era, and the immediately subsequent development of Mosaic 

Warfare, as a case study. The analysis draws primarily on open access primary and 

secondary source material related to the innovation programs and technological 

priorities of the Third Offset Strategy. The texts analysed all relate to the  

sociotechnical imaginaries that developed and informed the Third Offset Strategy  

within the DoD, and the role of external political actors and social contexts is largely 

contextual or subsidiary in this study. The primary corpus of texts analyses were 

drawn from within the period 2010 to 2018, as this covers both the pre-history and 

the immediate afterlife of the Third Offset.  

1.2.2. Research Design and Approach  

The overall research design for the thesis relies on the use of a case study in order to 

develop a grounded theory. The use of a grounded theory approach allowed for the 

development of an empirical analysis of the Third Offset Strategy, that was 

structured around the emergence of a number of key organising concepts – the 

sociotechnical imaginaries of uncertainty, human machine symbiosis and distributed 

lethality.  
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Utilising this grounded approach, theories for understanding the case of the 

Third Offset Strategy were not solely taken from existing literature and then tested 

against the empirical material, but instead, were built out of the analysis of the 

sources, and in conversation with existing literatures, in a continuously reflective 

process. 

The overall approach to the work can be most accurately characterised as 

constructivist. It takes a constructivist-aligned position on the fundamental nature of 

military technological development (Fritsch, 2011), in that it emphasises the “social 

determinants in processes of invention or innovation as well as in the way 

technology is actually used” (Weingart 1976). The work also seeks to understand 

“processes of invention and innovation as negotiation […]between various social 

actors” and thus “open up the black box of technological evolution” (Teusch 

2000:413). It also takes a constructivist stance towards the nature and evolution of 

international security and on the ways that international relations – including 

preparations for, and the conduct of, war – are constructed socially. Following Onuf 

(2012, p 4), the work begins from the straightforward premise that: 

Social relations make or construct people— ourselves —into the kind of beings 

that we are. Conversely, we make the world what it is, from the raw materials 

that nature provides, by doing what we do with each other and saying what 

we say to each other. Indeed, saying is doing: talking is undoubtedly the most 

important way that we go about making the world what it is. 

It is key to note three elements of a constructivist starting point. Firstly, the central 

focus on the social, subjective and contested constitution of political realities, 

including those concerning international security. Secondly, the strong emphasis on 

speech acts as important world-making practices – that what people say matters and 

what people say does something in (re)producing the social world. Thirdly, that there 

is a continually co-constitutive relationship between social actors (people and 

peoples) and the world that they act on and exist within. This final point is crucial as 
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it represents an important theoretical link to the further development of a theory of 

socio-technical reform, imaginaries and coproduction presented in Chapter Four of 

this thesis. Both of the latter points are captured rather neatly in the following 

passage from Onuf (2012, p. 21) 

Living in a world means acting on the world, and not just acting in it. We are 

agents, not actors— agents of change, bulwarks against change— in worlds 

that are always changing and always resistant to change. Together we have 

made the world what it is now, and we go on making the world what it shall 

become. As we make the world, it makes us individually what we are and it 

makes our worlds uniquely what they are. 

1.2.3. Case Study and Case Selection 

The empirical scope of the thesis – that is, where the intensive focus of the analysis 

begins and ends – has been discussed above. The selection of the historical period 

2010-2018, and the orientation of the study towards the Third Offset Strategy is 

intended to enable a case study of the role of sociotechnical imaginaries in shaping 

U.S. military innovation, and the significance, specifically, of the evolving role of 

ideas about uncertainty and control within it. It is argued that the period under 

study, provides fruitful ground for focused analysis, with the goal of producing 

empirical knowledge and conceptual frameworks that assist in the understanding 

the broader phenomenon of DoD innovation practices and concerns with 

knowledge, certainty and the future of warfare.  

The research in this thesis draws upon scholarship in multiple fields, and 

attempts to generate empirical knowledge as well as concepts that allow that 

knowledge to be better understood. In order to conduct this work, the thesis utilises 

a case study approach. While there does exist a degree of ambiguity over what 

precisely a case study is  (Gerring 2004, 2007), there is a relative consensus that the 
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purpose is to strengthen understandings of social phenomena (Mitchell, 1983). A 

case study can be usefully defined as: 

an empirical study that: investigates a contemporary phenomenon within its 

real-life context; when the boundaries between phenomenon and context are 

not clearly evident; and in which multiple sources of evidence are used 

(Yin, 2013, p 23) 

An alternative definition, and one that was used in order to practically inform the 

development of this study, is offered by John Gerring and Richard Seawright (2008, 

p 294): 

In this study, we insist on a fairly narrow definition: the intensive (qualitative 

or quantitative) analysis of a single unit or a small number of units (the 

cases), where the researcher’s goal is to under- stand a larger class of similar 

units (a population of cases). 

Gerring and Seawright (2008, p 294) have also noted the vital importance of 

appropriate case selection:  

Case selection is the primordial task of the case study researcher, for in 

choosing cases, one also sets out an agenda for studying those cases. This 

means that case selection and case analysis are inter- twined to a much greater 

extent in case study research than in large-N cross-case analysis. 

Case selection was particularly challenging for this work, and ultimately represented 

an iterative and reflexive process. Indeed, as Gerring and Seawright (2008, p 294) 

note, ‘the method of choosing cases and analysing those cases can scarcely be 

separated when the focus of a work is on one or a few instances of some broader 

phenomenon.’ The selection of cases was ultimately decided by developing a richer 

clarity on two connected issues: Firstly, what populations of cases did the work seek 

to develop generalisable inferences about, and; Secondly, what were the cross-case  
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characteristics of the case under study, or ‘how the case fits into the theoretically 

specified population’ (Seawnght and Gerring, 2008).  

 This study seeks, as noted above, to generate knowledge about, and concepts 

that further understanding of, the broad phenomena of U.S. military innovation. 

More precisely it is interested in developing generalisable claims about the role of 

imaginaries in shaping the trajectory of sociotechnical reform and innovation within 

the DoD, and about the significance of uncertainty in shaping the evolution of DoD 

technological projects and the development of operational concepts.  

 At the top level, the thesis presents a case study of the evolution of an 

imaginary of uncertainty during the Third Offset era and its role in informing the 

development of the strategy. However, the analysis is conducted through a study of 

four cases that each illuminate particular elements of the overarching phenomena: 

Distributed lethality and human-machine teaming are both presented as cases that 

demonstrate the evolution and significance of uncertainty and the overall 

importance of imaginaries in informing DoD innovation. Mosaic warfare is 

presented as a case that provides further insight into the potential for imaginaries to 

transcend or outlast the historically and contextually specific boundaries of their 

emergence and extension – and to translate into new settings and new temporal 

contexts that might well be defined as distinct.  

 The research in this thesis was exploratory rather than confirmatory, and led 

to the development of grounded theory. As such, these cases might best be 

conceived of as representing typical cases, though it should be noted that case types 

are not always entirely distinct, and that the status of a case often evolves during the 

course of research (Seawnght and Gerring, 2008, p 306). Illustrating this point, the 

strategy of case selection in this thesis certainly began in an exploratory mode, 

seeking out a way to identify both influential and deviant cases. However, through 

the course of analysis and integration into broader literatures, the cases evolved into 
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being articulated as typical cases, that are intended to  be broadly representative of a 

particular way of understanding the broader phenomena under study.   

The selection of these cases also allowed for a study of within and across case 

variation by type and over time – illuminating how different aspects of these core 

imaginaries emerged, how they were differentially conditioned by technological 

changes or by engagements with broader sociologies of science and innovation, and 

how they interacted to (re)produce each other. This temporal comparison allows for 

the thesis to further explore some of the broader historical relevance of the 

phenomena it analyses, and the make arguments about the longevity or transience of 

sociotechnical imaginaries in the context of U.S. Defence innovation, and the ability 

of technologically oriented visions of future warfare to translate and remain 

pertinent beyond the particular historical or geopolitical moment that gave rise to 

them.  

1.2.4. Grounded Theory  

In this thesis, theory was not taken from existing literature and then tested against 

empirical material, but emerged through analysis of the sources and then further 

developed through a reflexive interaction between literature, emergent theory and 

further analysis of material. In this approach, data collection is not a phase that must 

be completed before analysis starts but ‘might be a permanently ongoing procedure’  

(Meyer, 2014). It is necessary then, to briefly discuss the grounded theory approach 

to theory development.  

Grounded theory, write Mats Andersson and Kaj Skoldberg (2000, p 12), has 

‘dual roots, one in symbolic interactionism in the person of Strauss, and the other in 

the statistically oriented positivism that was part of Glaser's intellectual luggage.’ 

From these origins, the method retained and refined the following core features: 

‘pragmatism, idiographic research, qualitative method, exploration, sensitizing 

concepts, social action, cognitive symbols, empirical orientation, and successive 
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induction from empirical material.’ There are three elements I wish to draw out 

further here, to demonstrate how the approach is deployed in the present research. 

Firstly, the methods focus on exploration, which was central to the development of 

this thesis. In building the case studies, I relied on what Andersson and Skoldberg 

(2000, p. 14) describe as:  

A flexible method of data collecting, whereby the principles of selection are 

successively revised in the course of the research process […] 

Exploration was, as they further note, combined with inspection, and preliminary 

concepts that were discovered were successively revised and complemented with 

further inspection and research. Relatedly, this thesis adopted the grounded theory 

approach of ‘closeness to the empirical material and successive induction’ 

(Andersson and Skoldberg ,2000, p. 15) – with findings emerging from the study and 

analysis of limited data sets of empirical data, followed by the refinement of causal 

or theoretical observations through extension and comparison with a broader case or 

other cases.  

 Finally, the focus on developing and refining ‘sensitising concepts’. 

Andersson and Skoldberg (2000, p. 15) write that:  

Instead of trying to create increasingly exact techniques in order to specify 

concepts, social science researchers should seek to create sensitizing concepts 

that stimulate them to perceive new relations, perspectives and world-views.  

The development of the case studies in this work relied, frequently, on the notion of 

sensitising concepts. As the concepts and cases that structured the final work 

evolved, they were used as sensitising concepts, in order to draw further detail out 

of the ongoing analysis -facilitating opportunities to trace the role of imaginaries or 

the ways that visions of possibility and technological innovation were coproduced in 

a variety of texts.  
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 Grounded theory, in its simplest articulation, is theory that is emergent from 

the material studied. It relies on a process of theory discovery from qualitative 

analysis of empirical data, and is always inductive. The process requires moving 

from data to analytical categories, generally through a process of qualitative coding. 

These categories are, through a process of reflexive analysis of the source material 

and, eventually, engagement with relevant literatures, refined into theories. In the 

case of the present work, the process of coding, categorisation and iterative analysis 

resulted in the development of sociotechnical imaginaries as a theoretical device that 

enabled a richer understanding of the empirical material. The process also led to the 

development of the overarching argument of the work: that shifts in the way that 

uncertainty was understood, measured and acted upon (the sociotechnical 

imaginary of uncertainty) was a key determinant in the development of a number of 

other imaginaries and concomitant sociotechnical innovation programs in the Third 

Offset Strategy.  The process deployed in the present work will be described in the 

following sections.  

1.2.5. Discourse Analysis  

Discourse analysis provides the methodological guide and tools to undertake 

this analysis, and to allow for the type of reflexive grounded theory approach to the 

identification of sociotechnical imaginaries and their influence on the development 

of the Third Offset Strategy, as noted above. Lene Hansen (2006) argues that: 

Without theory there is nothing but description, and without methodology 

there is no transformation of theory into analysis. 

Discourse analysis, as a method, is both an accepted approach within critical 

international relations and security scholarship (see, for example: Peoples and 

Stevens, 2020; Peoples, 2010; Hansen, 2013) and one that is highly suited to the 

objectives of the task at hand. The method was used to undertake an intertextual 

analysis of texts produced by actors within the DoD, and by the insider Defense 
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think tanks and media. The discourse analysis was oriented towards the tracing of 

phenomena, and evaluating their similarities and differentiations across both time 

and across actors and institutions.  

Discourse analysis provided a method well-suited to tracing sociotechnical 

imaginaries. Jasanoff recommends utilising ‘the methods of interpretive research 

and analysis that probe the nature of structure-agency relationships through 

inquiries into meaning making’ (Jasanoff and Kim 2015: 24). Accordingly, my 

method of studying sociotechnical imaginaries in the Third Offset era, follows a 

interpretivist research design and developed grounded theory about how both 

historical and material structures interacted with agential and contextually specific 

factors (McCarthy, 2021b) in the coproduction of the core imaginaries of the Third 

Offset and its key projects. In doing so, we rely on a number of written sources and 

accounts.  

I follow the work of Laurence Delina (2018, p. 3), who has noted that ‘spoken 

words and published outputs underscore the imaginaries by which their proponents 

envisaged the world and are, therefore, key tools in materializing their visions of 

desirable futures.’ This focus on the production of discourse is a particularly useful 

method when the analysis is targeted on the imaginaries of elite actors, and those 

who explicitly possess the capacity to shape official narratives (Berling et al., 2022).  

 Straightforwardly, discourse analysis methods start from the premise that 

language is both constructed by and constructs the social world. Languages are 

never simply ‘transparent’ tools for communication, but instead are constitutive of 

social reality and social potentiality. As Hansen (2006, p 16) argues: 

Language is ontologically significant […] Language is not a transparent tool 

functioning as a medium for the registration of data as (implicitly) assumed 

by positivist, empiricist science, but a field of social and political practice, and 



27 

 

hence there is no objective or ‘true meaning’ beyond the linguistic 

representation to which one can refer  

Discourse analysis has roots in scholarship concerned with power dynamics, 

and with the production of meaning. Discourse analysis explores the outcomes of 

discourse in actions or attitudes, to ‘identify the frameworks within which 

discourses are produced and circulated, and to reveal the structures that reinforce 

particular statements as normal’ or result in their acceptance as truth (Tozer and 

Klenk, 2018; Dillon et al., 2010). Rather than understanding statements as 

straightforward or instrumental tools of expression, it examines discourses as 

practices within regulating structures and analyses the effects of texts – that is, it 

seeks to understand what discourses do, and to make inferences about the generative 

effects of speech.  

Discourse analysis was gradually adopted by IR scholars during the meta-

theoretical debates concerning ontology and epistemology during the late 1980. 

During what is now widely known as the Third Debate, scholars inspired by 

poststructuralist approaches ‘challenged the widespread positivist assumptions in 

the discipline about objectivity, fact/value distinction, and the independent existence 

of truth’ (Aydin-Düzgit and Rumelili, 2019). The social world was, they argued, 

constituted through language and discourse, and so these post-structuralist IR 

scholars conducted critical analysis of traditional concepts in IR. They postulated 

that concepts such as anarchy, sovereignty, and foreign policy were, in fact, 

discourses of global politics rather than empirical facts or objective truths. They were 

instead understood as ‘taken-for-granted structures of meaning that do not describe 

an independently existing state of global politics, but actually serve to constitute it as 

such’ (Aydin-Düzgit and Rumelili, 2019).  

Constructivist approaches in IR frequently emphasise the importance of 

language in the construction of reality (Koschut, 2018) and generally, primacy is 

given to  main demonstrating that ideational factors such as ideas, norms, culture, 
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matter in shaping outcomes in international relations (Wendt, 1992). Meanings are 

created intersubjectively, and the production of these shared meanings has a 

substantive role in shaping the world. Constructivist scholars have utilised a variety 

of methods to demonstrate the this social construction of meaning, and discourse 

analysis is commonplace.  

Generally, constructivist scholars have employed discourse analysis as an 

interpretive methodology, rather than a critical one. That is to say,  discourse was 

analysed in order to ‘identify structures of shared meaning in a specific social 

context and less to reveal their historicity and complicity in domination’ (Aydin-

Düzgit and Rumelili, 2019). Securitization theory, for example, has concerned itself 

most keenly with the question of how certain issues get to be represented as security 

concerns (Balzacq, 2011). While scholars in this tradition are also interested in how 

language can construct reality, securitization theory focuses far more on the 

purposive act of representing an issue as a security issue rather than on the 

structuring effects of security discourses Düzgit and Rumelili, 2019).  

Scholars such as Lene Hansen, however, have continued to develop discourse 

analysis works that focus on the structuring effects of discourse and upon how texts 

establish not only identities and foreign policies, and also in how they construct 

authority and employ forms of knowledge’ (Hansen, 2006). The ambition of 

discourse analysis, Hansen (2006, p 58) tells us, is not only to understand official 

discourse, and the texts and representations which have directly impacted it, but 

also to analyse how this discourse is presented as legitimate in relation to the larger 

public and how it is reproduced or contested across the variety of political sites and 

genres reflected in different ways.’ The construction of authority and the 

representation of a variety of both threats and technological possibilities is crucial to 

the analysis in this thesis, and the analysis of texts focused on identifying these 

constructions throughout.  
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Hansen also notes the dual imperative of knowledge and authority claims in 

foreign policy discourse, and these are further relevant to the analysis in the present 

work:  

For politicians to have authority is not only a matter of claiming knowledge—

about a conflict, national interests, or strategic capabilities—they must also 

have the ability to take responsibility and deploy power […] Policy speech in 

general, and security discourse in particular, constructs its authors or 

speaking agents through a dual logic of power and responsibility. Governing 

politicians have the institutional power to define foreign policy, and their 

ability to deploy power is discursively mobilized in encounters with enemies as 

well as allies. But politicians also have a responsibility regarding their body 

politics, especially in the face of ‘imminent danger,’ even if this implies 

making sacrifices on the part of the national collective. 

In analysing the Third Offset Strategy, and tracing the role of imaginaries in 

informing it, the construction of authoritative knowledge and the mobilisation of 

both urgency and responsibility to act upon this knowledge were key.   

As a means to study sociotechnical imaginaries, discourse analysis is 

particularly well suited.  The sociotechnical imaginaries approach centres on the 

framing of science and technology, its role in shaping ontologies of the present, and 

its potential to ensure the attainment of particular desired ends and the generative 

impact of this discourse on social orders. The coproduction of social realities through 

speech acts and texts is fundamental, then, to sociotechnical imaginaries as a theory. 

Rather than being simply ‘speech acts’, discourses do political work and function as 

lenses through which we see the world and make decisions (Tozer and Klenk, 2018).  

Similarly, McCarthy has utilised a Critical Discourse Analysis for his work on 

imaginaries of innovation, stating: ‘The internal-relational ontology that underpins 

the CDA approach to discourse analysis makes it an ideal methodology to analyse 
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socio-technical imaginaries, which are both constituted through symbolic relations 

and focus on the relationship between meaning making and material practices.’ 

Imaginaries have been traced using a discourse analysis in studies of higher 

education (Matthews, 2021), circular economies (Hermann et al., 2022) and energy 

security (Berling et al., 2022; Berling et al., 2021). 

1.2.6. Identifying Sources, Conducting Analysis and 

Developing Theory  

The empirical sources investigated for this thesis were all publicly available 

documents. I identified and studied three main types of documentary evidence: 

i. Unclassified publications authored by Defense organisations. These 

included: 

a. Strategic, technical or doctrinal reports produced by various elements 

of the DoD Joint Forces. Particularly those authored or endorsed by 

specialist technical elements, the War Colleges, doctrinal institutes or 

the senior leaderships.  

b. Horizon scanning or net assessment reports produced by these 

organisations.  

ii. Unclassified, publicly available transcripts of speeches, announcements 

and interviews provided to the defense or technology media. Particularly 

those given by senior leadership figures in the Joint Forces or in the Office 

of the Secretary of Defense 

iii. Strategic, technical or doctrinal reports and proposals authored or 

endorsed by insider Defense think tanks and statements made by figures 

within a more informal insider Defense establishment.  

iv. Articles and editorials in the DoD journals.  

All of the above were supported and supplemented with additional analysis of a 

number of dissertations and reports from students and staff at the service War 
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Colleges. Analysis was verified and contextualised by a thorough and ongoing 

background evaluation of secondary documentation from think tanks and 

international organisations. Finally, the thesis also engaged with speeches and 

reports issued by other elements of the U.S. executive, such as the Office of the 

President. 

An indicative list of sources, by type, is provided here: 

Department of Defense Reports 

These included announcements and memoranda such as the 2014 memorandum 

announcing the Defence Innovation Initiative, the series of reports and calls for input 

to the Long-Range Research and Development Plan and the reports developed by, 

for example, the office of Allan Shaffer, the Principal Deputy Assistant Secretary of 

Defense for Research and Engineering (ASD(R&E)) through the early years of the 

offset.  

Publications from the Service Academies, Institutions and Technology Offices 

These included a range of publications on technical and doctrinal proposals from the 

service branches of the DoD, for example, the Marine Corps Security Environment 

Forecast or the U.S. Navy’s Forward Engaged Ready strategy briefing. It also 

included reports and proposals made by the joint and service academies and war 

colleges and technology offices, for example, presentations from the Army Research, 

Development and Engineering Command or operational concept briefings from the 

National Defense University.  

This also included documents gathered from the digital archives of DARPA, SCO 

and DIUx project briefings and calls for research or collaboration.  

Congressional Testimony 

Congressional testimony included annual briefings made by directors of DARPA 

and other institutions, such as DIUx and the SCO. These testimonies provide 
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summaries of agency activities to congress with a direct appeal to geostrategic and 

normative goals and an opportunity to observe congressional oversight priorities. 

Congressional Research Service briefings were also important and included 

documents such as the 2014 report ‘The 2014 Quadrennial Defense Review (QDR) 

and Defense Strategy: Issues for Congress’ or the Issue Primer issued to Congress 

regarding the LRRDP.  

Speeches and Interviews 

A good portion of the quoted text found in this thesis takes the form of excerpts from 

transcripts of speeches and interviews given by senior figures and leading advocates 

of technological and operational concept reforms in the Third Offset. These include, 

for example, addresses given by Secretary Ashton Carter to the Reagan Defense 

Forum or a series of on-record interviews given to defense media such as Breaking 

Defense or Defense Insider.  

In all instances, the research process was broadly similar and can overall be 

characterised as iterative and inductive generation of grounded theory based on a 

discourse analysis. The documents examined do extend historically beyond the years 

that the project focuses on. Primarily, I examined documents from 2012 through to 

2018; however, there are multiple documents from as early as the mid-1990s that 

were deemed relevant for inclusion, on the basis that they represented technological 

or conceptual antecedents to later programs.  

My early reading around the Third Offset allowed me to identify a number of 

key repositories of relevant information, and following this, my research process 

began with a review of DARPA program-specific opportunities (DARPA, 2021b) and 

technical office Broad Agency Announcements (DARPA, 2021a). A review of these 

documents was instructive in three regards: Firstly, providing a good overview of 

the scope and scale of technological projects being proposed by the DoD’s advanced 

research projects agency during the 2010s; Secondly, suggesting an initial broad 
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typological sense of themes, goals and shared characteristics between different types 

of project, and; Finally, shedding some light on the important role played by 

discursive formulations of the future, and of future potentiality, in motivating DoD 

technological efforts.  

This initial review meant that I had developed an initial set of codes, annotated 

my texts with some provisional codes – identifying themes and discourse.  I 

extended this analysis by broadening by search and building a larger corpus of texts 

to analyse.  

This allowed for a further exploration and refinement of emergent codes and 

categorisations, and the opportunity to trace their mobilisation in relation to the 

future in the texts, manifested in other branches of the DoD. In this way a richer 

intertextual picture was built up and the identification of key discourses refined. 

DARPA works collaboratively with each of the other service branches, and so my 

initial investigations followed these collaborations. If, and when, a theme or project 

focus appeared to be represented in multiple instances – or where it was invoked by 

senior leadership as a departmental priority – I then also conducted text searches for 

relevant terms (or, latterly, appropriate coding) in the corpus I had built.  

I identified files for study through online searches of a selection of relevant 

online repositories. These included both formal archives and de facto archives of 

unclassified content available online. Files were also identified through cross-

referencing from other documents. In the online catalogue searches, I used a variety 

of search terms in order to find relevant documents, such as: ‘human-machine’, 

‘distributed’, ‘autonomous’, ‘uncertainty’ ‘offset’ as well as more technologically or 

program-specific terms such as ‘mosaic’, ‘neurological’, ‘swarming’ and so on.  

The research process can be well conceived of as iterations of broadening – 

following a line of enquiry beyond the existing corpus to explore new avenues or 

cast a wider net – and then deepening – analysing the newly uncovered documents 
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and investigating additional sources in order to refine the development of a 

grounded theory.  

An illustrative example is a useful way to explain this process. The following is 

representative of how an initial focus on DARPA technological programs broadened 

into an investigation of different projects within the service branches and, ultimately, 

built a connection with the overarching goals and programs of the Third Offset.  

The DARPA website contains a searchable record of most (though not all) 

program opportunities and the press announcements related to them. One program 

identified in searching these records was the Squad X Core Technologies program. 

In a 2015 announcement on the DARPA website, the program was introduced as:  

DARPA’s new Squad X Core Technologies (SXCT) program aims [to] ensure 

that dismounted infantry squads maintain uncontested tactical superiority 

over potential adversaries without being overburdened by cumbersome 

hardware. The goal is to speed the development of new, lightweight, integrated 

systems that provide infantry squads unprecedented awareness, adaptability 

and flexibility in complex environments, and enable dismounted Soldiers and 

Marines to more intuitively understand and control their complex mission 

environments. 

(DARPA, 2015) 

From this introduction, I noted: 

Themes: adaptability, complexity, light tech, autonomy, local command-capability. 

Projects: SXCT. 

Branches: Army – Infantry. 

My further research then took two trajectories. Firstly, a search of relevant additional 

databases for further references to the project technologies. This included searching 

the SAM.gov database of contracting opportunities for announcements related to the 
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project (SAM.gov, 2021), and locating the full text of the Broad Agency 

Announcement. It also included a keyword search of other relevant archives, 

including, for example, records of press releases and statements from the service 

branches or the Office of the Secretary of Defense, a search of the defense media and 

a web search for publicly available documents from contracting bodies, such as 

Raytheon or BAE.  

Secondly, it involved both keyword and manual searches of my corpus of 

documentation and web searches of relevant databases for other instances of the 

themes identified. These themes were refined into codes as the research process 

continued, and some elements were verified, tightened or removed.  

Through iterations of this process, the research both identified new relevant 

documentation and was able to establish increasingly well-evidenced thematic and 

discursive links between them. In the case of Squad X, this means uncovering, for 

example, further developments of the Squad X program in subsequent years (BAE 

Systems, 2020), announcements of funding awards (McCaney, 2015), technical 

developments made by contractors (Liptak, 2019) and instances where Squad X was 

invoked as an example of broader possibilities in human and machine interaction, 

and distributed capabilities (USMC, 2016).  

It also meant establishing links between identified themes and their appearance 

in other documentation, relating either to other specific technological programs or to 

broad Defense objectives laid out by the Secretary of Defense or other technology or 

doctrinal agencies. Through this process, it was possible to build a case that traced 

both basic and overarching discourse elements, in this instance, the proposal for 

Squad X technologies with a contemporary and historical concern with distributed 

capabilities, embedding advanced technology at a localised level, the potentialities of 

deeper (and more diffuse) human and machine collaboration, and the need for 

adaptable and future-resilient (and cheaper) battlefield technologies. In this way, 

these programs are able to be explored as co-constitutive components of the broader 
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sociotechnical reforms that were advocated by the Third Offset Strategy. Deputy 

Secretary Work (2015a), for example, in this address to the Army War College 

Strategy Conference, stated:  

And if we combine [troops] into well-trained, cohesive combat teams with new 

advances in robotics and autonomy and unmanned systems […] we can create 

super-empowered squads, super-empowered small units with enhanced 

situational awareness and lethality. 

DARPA's Squad X program, among others, is working on a number of ideas 

right now to increase human and machine collaboration at the lowest tactical 

level, including ground robots, small micro-drones, and trying to figure out 

how to push the squad situational awareness and lethality out to a large, large 

battlespace area. 

This document was discovered and identified as a relevant instantiation of an 

emerging theme through a keyword search of the DoD Speeches archive (DoD, 

2021). The identification of this theme and the refining and cross-referencing of it 

against different technological programs and speeches resulted in the further 

broadening and deepening of case study, in order to generate an interpretive 

account of sociotechnical imaginaries, in a method consistent with grounded theory.  

1.3. Research Questions and Contribution to 

Knowledge 
This thesis explores three interlocking processes:  

1. The performance, contestation and production of (scientific and technological) 

futures in the context of the U.S. military.  

2. The creation, negotiation and extension of sociotechnical imaginaries around 

which visions of desirable (scientific and technological) futures can coalesce, 
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and which can be mobilised to advocate for particular courses of military 

sociotechnical reform. 

3. The processes of coproduction that describe the continual and co-constitutive 

evolution of scientific and technological capabilities and visions of what may 

be both possible and desirable in the contemporary history (and pre-history) 

of the Third Offset strategy. 

And of these processes, it asks the following key questions: 

1) How was the Third Offset Strategy informed by socio-technical imaginaries of 

the future of warfare within the DoD? Specifically, how was the Third Offset 

conditioned by imaginaries of: 

i) uncertainty, 

ii) human nature and its fallibility, 

iii) the need to distribute decision-making for reasons of speed and 

effectiveness,  

iv) and the overall embrace of novel forms of human-machine hybrids as 

solutions to an era of technological proliferation 

2) Additionally, the thesis will investigate how these imaginaries and visions of 

the future (of warfare and of science and technology) were constructed, 

managed, contested and mobilised by different actors and institutions within 

the DoD in the Third Offset-era 

3) Finally, the thesis will explore the ways that these sociotechnical imaginaries 

were articulated at different scales, and in relation to different actors, 

structures and ideas, both within and outside the DoD 

In order to usefully interpret the material and discursive formulations of the Third 

Offset Strategy as part of a larger process, the primary analysis in the thesis revolves 

around three thematic chapters: 

1. Uncertainty  
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2. Distributed Lethality, and 

3. Human-Machine Symbiosis.  

Each chapter focuses on one of the core ideas, or more precisely, imaginaries that 

underpinned the processes of sociotechnical change that took place during the Third 

Offset-era. The thesis will examine the works undertaken for the Third Offset 

Strategy and the conditions that precipitated them, as representing the evolution of a 

particular sociotechnical order and its manifestation in material artefacts and 

practices.  

While the main analysis in the thesis is structured around the themes noted 

above, the final empirical chapter will also focus on the concept of Mosaic Warfare . 

The MOSIAC operating concept was first announced in 2017 by DARPA’s Strategic 

Technology Office (STO). The concept aspires to ‘acquire, field, and employ forces in 

a radically different manner from what is currently done in DoD’: 

Like the ceramic tiles in mosaics, individual warfighting platforms are 

assembled to make a larger picture or, in this case, a force package. 

(Donoughue, Mcbirney and Persons, 2021, p. iii) 

This discussion presents Mosaic Warfare  both as a concept in its own right and as a 

culmination of the technological visions, ideas and concepts that have been 

discussed in the prior chapters, and consequently, of the imaginaries of the Third 

Offset-era.  

Overall, the thesis aims to argue that, for all the apparent difficulty in 

identifying what the Third Offset Strategy was (at least relative to its comparator 

predecessors) and for all the limits to its actual realisation of new technological 

modes of warfare, it can still be usefully understood as a period of intense 

sociotechnical evolution and re-ordering within the Department of Defense. 

Furthermore, the present work contends that this evolution can be understood by 

interrogating the interplay between, and coproduction of, mobilisations of new 
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visions of the possibilities of the future of war and its potential to be realised 

through novel technologies and the material and socio-political conditions of the 

present. 

1.3.1. Original Contributions to Knowledge 

I argue that attending to these questions allows the thesis to achieve the following: 

1. Provide a novel contemporary historical account of innovation reform and the 

development of new technologies and new technologically enabled operating 

concepts in the DoD. 

2. Provide a robust empirical analysis of how the Third Offset was informed by 

specific socio-technical imaginaries, conditioned by imaginaries of 

uncertainty, human nature and its fallibility, the need to distribute decision-

making for reasons of speed and effectiveness, and the overall embrace of 

novel forms of human-machine hybrids as solutions to an era of technological 

proliferation.  

3. This analysis will generate broader, generalisable knowledge about processes 

of, and ideas about, innovation within the DoD, and the significance of 

uncertainty as a core concern in contemporary, technologically advanced 

warfare. And thus, will provide a significant contribution to broader 

understandings of the re-ordering and reproduction of military priorities and 

dispositions. By considering the significance of future visions – and 

understanding imagination as a social practice – the present work shows the 

importance of scientific ideas and knowledge, their interaction with social and 

material possibilities and constraints, and the ways that new modes of war 

are coproduced.  

4. Provide a theoretical contribution to the study of military-technological 

change and sociotechnical reform in military settings. By interrogating the 

contemporary history of Third Offset Strategy as a period of future-oriented 

sociotechnical reform, the thesis develops a novel synthesis of theories and 
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concepts from the field of Science and Technology Studies – uniquely, those 

made by Sheila Jasanoff and Sang-Hyun Kim’s Sociotechnical Imaginaries. The 

present work, then, contributes to the theoretical and methodological 

enrichment of the study of contemporary, technologised warfare.  

1.4. Chapter Overview and Structure of the Thesis 
The opening pages of this thesis have provided an overview of the work, introduced 

the research problem, the theories deployed and the core themes that are presented 

in the analysis. I have, in these pages, laid out the research objectives, design and 

method, as well as the key questions and thematic structure of the thesis. This 

chapter has discussed the core approach taken in the work and briefly discussed 

relevant literatures that demonstrate the appropriateness of these methods.  

Chapter Two of the thesis will provide an overview of the Third Offset 

Strategy, some of its key technological projects, innovation reforms and institutional 

re-orderings. The history of the Third Offset Strategy presented in this chapter refers 

throughout to the emergence or prominence of the core themes that are explored in 

the thesis – uncertainty, distributed lethality and human-machine teaming. In this 

chapter, I reflect most keenly on the high-level mobilisations of support for the Third 

Offset Strategy, and statements making a case for the urgent need for such a 

strategy. In both regards, these statements were mainly drawn from publicly 

available records of interviews, reports and briefings from senior DoD leadership 

figures during the key period (2010-2018) analysed in this thesis. The chapter also 

discusses some key strands of literature and thought that help better locate the Third 

Offset Strategy in both geopolitical and historical context as a project of both 

technological innovation and production of social order.   

In Chapter Three of the thesis, I explore a number of core concepts that are 

particularly pertinent for the analysis that follows in the empirical chapters. Most 

notably, this chapter presents a thorough discussion of the concept of uncertainty, as 

well as risk and control. The chapter discussed the ways that its meaning and use 



41 

 

evolved along with technological advances and social changes. I begin here, to lay 

out my argument that changes in understandings of uncertainty conditioned much 

of what the DoD imagined about the future during the period under analysis, and 

consequently underpinned many of the reforms of the Third Offset-era 

Chapter Four of the Thesis presents a theoretical discussion of sociotechnical 

imaginaries, and of the study of technology, imaginaries and the future in 

International Relations, and studies of security and war. The chapter begins with a 

review of several strands of relevant literature before laying out the theory of 

sociotechnical imaginaries deployed in the present work. Efforts to chart the 

sociotechnical constitution of warfare and the significance of innovation and 

imaginaries are explored and the particular strengths of the imaginaries approach 

are laid out.  

The empirical chapters of the thesis proceed as detailed above, in a thematic 

structure. Each chapter builds upon the one prior to it and the overarching argument 

unfolds throughout them. Chapter Four builds upon Chapter Three and makes a 

more thorough exploration of the contention that a radical re-engagement with 

uncertainty is at the core of the Third Offset. The chapter explores the shifting 

conception of uncertainty with reference to both particular technological programs 

and more general innovation reforms. It also explores shifts in force posture and the 

general prominence of uncertainty as a key figure in the discursive formations of the 

DoD leadership.  

Chapters Six and Seven then go on to explore the various ways and means 

through which this overarching imaginary of uncertainty interacted with some of 

the core sociotechnical visions of the Third Offset Strategy: Distributed Lethality 

(Chapter Five), and Human Machine Teaming (Chapter Six). Chapter Five analyses 

both technological programs and innovation reforms to explore how the contention 

that ‘control can no longer be assumed’ (Rowden et al., 2015) shaped the DoD’s 

preferences towards distributed and resilient systems and lower-cost, adaptable 

platforms.  
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In Chapter Seven, I examine how human-machine symbiosis was posited as a 

further technologised means to reconcile the U.S. DoD’s future uncertainty problem. 

I present a discussion of human-machine teaming, swarming and transhumanism in 

developing an argument that distributing lethality – in response to chronic 

uncertainty – was seen as requiring further efforts to perfect the human warfighter, 

making them robust, resilient and capable of realising overmatch in endemically 

uncertain contexts.  

Chapter Eight reflects on how these imaginaries can be seen in underpinning 

the vision of Mosaic Warfare   – presenting this concept as demonstrating the 

persistence and significance of the sociotechnical imaginaries of the Third Offset, 

even despite its apparent demise. This final empirical chapter is shorter and explores 

Mosaic Warfare   as both a vision in its own right and as a culmination of the 

imaginaries explored in the prior chapters. This chapter serves part as postscript to, 

and partly as a concluding discussion of the prior chapters.  

The thesis closes with conclusions and reflections. I offer the argument here 

that the sociotechnical imaginaries and technological visions of possibility that 

developed during the Third Offset may prove to be its true legacy. I summarise the 

contribution made in the case study and reflect on the relational and scale based 

articulations of imaginaries in each of the chapters. I also return to the notion of the 

infinite universe to reflect on the significance of the Third Offset’s particular vision 

of uncertainty, and its conditioning through the specific technological and social 

contexts of its time.  
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This section laid out, in short form, the key conceptual and empirical problems that 

the thesis aims to address, while contextualising them with reference to two tranches 

of theoretical literature – those concerning the future and those concerning 

imaginaries. I also laid out the thematic approach and the overarching structure of the 

work to follow.  
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2. The Third Offset Strategy 

2.1. Introduction to the Third Offset Strategy  
On November 15th, 2014, Defense Secretary Chuck Hagel (2014a) issued a 

memorandum announcing the Defense Innovation Initiative (DII) to his staff and the 

world. The memorandum was accompanied by a speech delivered to the Reagan 

National Defense Forum. In attendance were politicians, senior military officials and 

commanders, representatives from defense contractors, think tanks and research 

centres, and the press. The announcement of the Defense Innovation Initiative was 

hailed, by some, as ‘one of the most important [speeches] by an American defense 

secretary in recent years’ (Hasík, 2014). The memorandum marked the official 

announcement of the Department of Defense’s new Third Offset Strategy.  

In the announcement, Hagel provided a broad overview of the core 

components of (what had already begun to be referred to as) the Third Offset 

Strategy and laid out its key motivations and objectives. He also sought to place the 

Third Offset Strategy in the context of its antecedents – and to invoke certain aspects 

of their legacy in explaining his own efforts. Much like the First and Second Offset 

Strategies, the Third Offset was intended to ensure the United States sustained 

strategic and operational advantage in the coming decades. The First Offset was 

predicated on nuclear weapons, the Second on ‘smart weapons’. Deputy Secretary of 

Defense, Bob Work (2016) – the man that publicly led the push for much of the Third 

Offset – stated:  

The Third Offset is really kind of simple at its core. It basically hypothesizes 

that the advances in artificial intelligence and autonomy [are] going to lead to 

a new era of human-machine collaboration and combat teaming 

The Third Offset Strategy was ostensibly established to respond to an emerging 

threat. Carter and others in the Pentagon believed that Russia and China, which they 

called ‘pacing competitors,’ had achieved parity with the United States in specific 
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technology areas, including battle networks. They described advances in battle 

networks, and in Command, Control, Communications, Computers, Intelligence, 

Surveillance and Reconnaissance (C4ISR) grids that could capture what is happening 

in an environment and sync that information with military effects, logistics, and 

support grids. Russia and China had developed, they argued, networks that not only 

rivalled those of the United States but were actively engaged in counter-network 

operations against it. Defense analysts referred to these as Anti-Access Area Denial 

(A2/AD) capabilities because they could undermine the United States’ longstanding 

network advantage, which has been an essential enabler of U.S. power projection. 

These developments were, overall, seen as fundamentally shifting the DoD’s 

calculations when it came to freedom of operations, global influence and certitude of 

victory.  

For FY2017, Secretary Carter proposed $72 billion for research and 

development (R&D) (a 2.8% increase over the enacted amount for FY2016), arguing 

that it was double what Google, Apple, and Intel had spent the previous year 

combined. Adjusted for inflation, this represented less than 1% increase in real terms 

(Congressional Research Service, 2017).  

The work toward a Third Offset was also undertaken in order for the DoD to 

adapt to a changing technology environment. During the Cold War, the United 

States was the world leader in R&D and mass production. This helped it to develop 

warfighting technologies that offset Soviet conventional advantages in numbers 

(Tomes, 2015). The development of nuclear weapons in the 1950s marked the 

beginning of First Offset, and the development of stealth, precision and computing 

in the 1970s gave the United States a Second Offset. The historical account provided 

by leading figures of the Third Offset focused on this previously held technological 

advantage, while additionally arguing that the DoD’s approaches to innovation, and 

its tendency to develop costly, complex weapons systems, were no longer well-

suited to the future wars they might face. 
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Besides the named risks to U.S. hegemony, the DII also emphasised the 

difficulties posed by more generalised, or less immediately tangible, categories of 

risk and threat. First among these was acute, and apparently historically 

unprecedented, uncertainty. 

Similarly, a prominent component of the strategy – again, at least in DoD 

leadership discourse – was the Long-Range Research and Development Plan 

(Kendall, 2014b). However, by the time the DoD submitted its FY2017 budgetary 

requests, the department experienced notable pushback from Congress based on the 

apparent lack of focus on what it described as ‘true offset technologies.’ Referencing 

the 2015 authorisation of $100 million in unrequested funds to support the Third 

Offset Strategy, the Senate Armed Services Committee (2016, p. 67) stated: 

The committee is alarmed to learn that this initial $100.0 million funding has 

been allocated by the Defense Department to activities that are tangential, at 

best, to the technology offset initiative. In fact, of the $100.0 million, the 

committee believes that only $6.0 million has been put toward true offset 

technologies. 

This tension within the Third Offset is explained, at least in part, by a long-standing 

conundrum facing military leaders and planners: the need to balance immediate 

security concerns with the desire to ensure advantage and overmatch into the future. 

The difficulty in reconciling these priorities is evident throughout a great deal of 

latter 20th and 21st century doctrinal and strategic planning work produced by the 

U.S. military. The same difficulty can be seen manifest in internal disagreements 

over funding allocations, infrastructure and investment planning during the Third 

Offset. In 2015, for example, Defence Secretary Ashton Carter admonished then 

Navy Secretary Ray Mabus for overly prioritising what he saw as short-term 

planning and resourcing at the expense of future capability development. The navy, 

Carter (2015) argued, was guilty of overemphasising: 
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Resources used to incrementally increase total ship numbers at the expense of 

critically-needed investments in areas where our adversaries are not standing 

still 

Central to the Third Offset was an effort to rethink the process and the speed of 

innovation across the DoD. New organisations were formed – such as the Strategic 

Capabilities Office and DIUx – and innovation from the private and commercial 

sectors was actively solicited. Many of these reforms, and much of the rhetoric, 

surrounding the Third Offset are strongly indicative of a drive to imitate or foster the 

apparently creative, risk-embracing and agile innovation models of a commercial 

technology business. Typifying this, Secretary of Defense Ashton Carter created the 

Defense Innovation Advisory Board in 2016. The board was chaired by Eric Schmidt, 

then executive chairman of Google parent company Alphabet, Inc. and sought to 

advise on best practices for interacting with innovation-oriented businesses. Its 

mission statement was to: 

[…] provide the Secretary of Defense, Deputy Secretary of Defense, and other 

senior leaders across the Department with independent advice and 

recommendations on innovative means to address future challenges through 

the prism of three focus areas: people and culture, technology and capabilities, 

and practices and operations. 

(Department of Defense, 2016) 

Secretary Carter (2016) summarised the task he envisaged for the organisation as 

being focused on advancing DoD capabilities by embedding innovation: 

I’ve charged them and the rest of the board to help keep DoD imbued with a 

culture of innovation – to support innovators themselves, the people in our 

defense enterprise who are willing to try new things, fail fast, and iterate – 

and to make sure we’re always doing everything we can to stay ahead of our 

competitors. 
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The Third Offset commitment to new modalities of innovation is similarly 

demonstrated by the formation and rise in influence of DIUx. The office in Silicon 

Valley was intended to function as a kind of venture mechanism to link 

entrepreneurs with DoD problems and sponsors. Investments in R&D and private 

sector engagement were not seen to be sufficient on their own to keep pace with 

potential competitors, so the strategy also involved a new approach to human capital 

and leadership, as well as incentives for wargaming. It included mechanisms for the 

DoD to engage private-sector talent and incentives for innovation across the 

department and the services. In 2016, Carter moved DIUx to report directly to him 

and announced plans to open new branches in other entrepreneurial hubs, 

beginning with Boston. Carter (2016) said of his decision to bring DIUx closer to the 

OSD:  

I can't afford to have everyone do that. This is to signify the importance I 

attach to this mission and the importance of speedy decision making 

While the emphatic focus on innovation is clear, exactly what this innovation meant 

for the DoD was slightly less straightforward to understand. Indeed, while the 

selected statements above demonstrate a clear rhetorical commitment and a notable 

realisation of this commitment in organisational structure, it should also be noted 

that foundational and basic research funding was not expanded significantly 

between 2014 and 2018 (American Institute of Physics, 2021). While this would 

appear to suggest a stronger focus on late-stage innovation and accelerated fielding 

of advanced technologies – as opposed to increased investment in emerging and 

speculative technoscience – a key fiscal goal of the Third Offset Strategy was to ‘do 

more with less’ and to reconcile the DoD’s need to project force and ensure national 

security in an increasingly challenging fiscal environment. Certainly, the broad-

ranging Better Buying Power 3.0 reforms sought very specifically to leverage the 

capabilities latent in existing DoD human capital and organisations (Kendall, 2014b). 
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At the same time as Congress’ concerns about the lack of investment into ‘true 

offset’ technologies, it was very much apparent that senior DoD leadership were – at 

least in rhetoric – strongly invested in promoting the idea of transformational 

technological change. The Long-Range Research and Development Planning 

Program, a key program of the Third Offset, was introduced by Hagel (2014b) in 

2014 as a ‘program aimed at assuring our technological edge through the next 

several decades.’ 

It is apparent then that a great deal of emphasis – at least in rhetoric – was 

placed on innovating new technologies and new technologically enabled means of 

completing the DoD’s mission. As to whether this innovation was focused on rapid 

testing and fielding or on the invention and development of entirely novel concepts, 

technologies and foundational science, the picture is rather less clear.  

Official documentation related to the defence innovation initiative and later to 

the long-range research and development plan and the future years' defence 

programme was emphatic about the need for the Third Offset Strategy to maintain 

or restore an effective conventional deterrence. As to the Offset’s purpose, Secretary 

Work (2016a) stated, in February 2016: 

We have a resurgent Russia and a rising China. So first things first, let’s start 

to shift away from a focus on counterinsurgency and focus on these high-end 

adversaries. The second thing is take a hard look at the balance between 

modernization, force structure and readiness in each of the departments. The 

third thing is […] how can we be innovative and bring in a whole lot of new 

capabilities that will allow a force that is essentially flat become more effective? 

The Third Offset remains elusive, in part, because, as many of its detractors note, it 

never really properly got off the ground. Similarly, it is less well-demarcated than 

some eras of U.S. military innovation as it lacked a single emblematic technological 

artefact in quite the same way as, for example, the Predator and Reaper drones of the 
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early 2000s’ War on Terror. Still, it is clear that a period of four short years on either 

side of the announcement of the initiative – from 2010 through to 2018 – can be seen 

as constituting a particular moment in the history of DoD technological innovation 

efforts.  

Perhaps it is to be expected that the technology and innovation focus of the 

Third Offset Strategy remained open to extensive criticisms about its clarity. The 

program saw its most concrete, high-level realisation in the 2017 budget, especially 

through the Future Years Development Program. Yet even here, the Offset was 

arguably still in gestation. Detailing the DoD’s 2017 Budget, Work (2016) said: 

We don’t have enough money to do everything we want to do. What we’re 

doing this year […] is we are trying to prepare as many demonstrations on 

advanced capabilities as we possibly can for the next administration to 

determine…the way they want to go. 

And further stated (2016): 

We need another year of really thinking about the Third Offset Strategy before 

we would ever make any firm bets. For the next year, what we’re doing on the 

Third Offset is really working with the (House and Senate Armed Services 

Committees) and with the services to develop the operational concepts that 

would help us determine what are the key bets we’re going to make. 

It is possible to read the modernisation efforts of the three primary service branches 

in 2017 as working against the Third Offset Strategy (Fiott, 2018). The Army, for 

example, had self-professedly favoured near-term force-readiness over future 

capabilities in its 2017 budget (Leipold, 2016). Similarly, the case can be made that 

the shifts in rhetoric and investment focus in the Third Offset were acutely transient, 

with its key directives being abandoned following the election of the Presidential 

successor to Obama in late 2017 and the appointment of new staff at the Office for 

the Secretary of Defense. There are certain aspects of truth here, however, 
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continuities remain, both in regards to overarching technologically-enabled 

operating concepts that evolved through the Third Offset-era – such as ‘multi-

domain battle,’ first officially appearing in U.S. Army doctrine in the 2017 Field 

Manual 3.0 (McCoy, 2020) – and in regards to the conceptualisation of the 

relationship between technological innovation, capability and overmatch 

requirements.  

Daniel Fiott, Daniel Morgan and others reflecting on the Third Offset have 

argued that the DoD ‘devoted much more time to thinking about operational and 

tactical needs first and which technologies could be adapted for strategic purposes 

later’ in the early months of the Trump Presidency (Fiott, 2018), with Secretary of 

Defense James Mattis keen to ‘move away from a predominantly technology-first 

approach to defence innovation’ (Morgan, 2018). However, much of what is cited as 

evidencing this – both in terms of the defense innovation narrative presented by 

senior DoD leaders and the warfighting concepts and technologies that were made 

prominent – can just as readily be seen as having evolved in the programs and 

projects of the Third Offset.  

The idea of a needs-oriented innovation enterprise, for example, was central to 

the foundation and rising fortunes of the Strategic Capabilities Office. The 

organisation was founded in 2012 by Carter, and Will Roper was appointed to head 

the office. While the SCO had a very immediate, as opposed to long-term focus, it 

was still illustrative of the overarching emphasis on agile, urgent innovation that 

preoccupied the DoD leadership at the time. Roper and the SCO were often 

characterised as typifying some of the adaptability, speed and pragmatism that the 

DoD leadership apparently sought to embed throughout the organisation. Carter 

spoke of SCO projects as representing ‘where the rubber hits the road’ (Carter, 

2016b).  
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2.1.1. Near-Peer Adversaries, Anti-Access Area-Denial and the 

Proliferation of Advanced Capabilities 

The announcement of the Third Offset was predicated on a number of apparent 

shifts in the distribution of innovation and technology globally, and also on a 

perceived rise in technological capabilities in potential adversary states.  

Russia and China, for example, were seen to be investing heavily in AI and 

autonomy, and China had made great strides in biotechnology. Both were exploring 

ways of integrating these technologies into their defense strategies and capabilities. 

The Economist stated in 2017 that China had attracted $77 billion in venture capital 

between 2014 and 2016, a sixfold increase from $12 billion from 2011 to 2013 (The 

Economist, 2017). 

The pace of change was accelerating in part as a result of the confluence of 

advancing technologies and their synergistic effects. The National Intelligence 

Council reported in its Global Trends 2035 (Office of the Director of National 

Intelligence, 2017) that technology was transforming society faster than economies 

can adjust. Achieving the Third Offset in this environment was seen as requiring a 

shift in emphasis from not just developing technology but also competing for 

innovation in the fielding of technology.  

The proliferation of advanced technologies meant that both near-peer and 

lesser military powers could compete on similar terms. Technological proliferation 

among potential adversaries and the Chinese military focus on A2/AD technologies 

meant that the ability of the DoD to project force wherever they wished – a 

component of U.S. strategy since the end of the Cold War was now being challenged. 

Indeed, in the 2015 update to the U.S. maritime strategy, ‘A Cooperative Strategy for 

21st Century Seapower: Forward, Engaged, Ready’, ‘all-domain access’ was added 

as a fifth pillar of the naval force’s key functions (U.S. Navy et al., 2015). Jonathan 

Greenert (2015), then Chief of Naval Operations, speaking at a CSIS event, stated: 
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It’s all well and good to want to project power, be a deterrent, and all of these 

things, but if you can’t get to where you need to get — which could be on the 

surface, under the sea, in space, you get my point: all the domains including 

cyber — you’ll be ineffective. 

General Joseph Dunford, Commandant of the Marine Corps, gave similar weighting 

to the importance of access and began suggesting the change in force posture and 

technological approach that this may require. In summarising the new strategy, 

Dunford (2015) said:  

There is an offensive warfighting tone to this document that says, where the 

United States has interests, it needs access, [and] it can have that access. 

Departments across the DoD characterised A2/AD challenges as manifesting in both 

the physical and electromagnetic spectrum. A good deal of attention was paid to the 

physical deterrence provided by, for example, China’s fielding of precision long-

range anti-ship missiles and the broader proliferation of advanced targeted 

technologies: 

The proliferation of technologies that allows [sic] potential adversaries to 

threaten naval and air forces at greater ranges complicates our access to some 

maritime regions (anti-access), as well as our ability to manoeuvre within 

those regions (area denial) including the littoral and landward access. These 

include long-range ballistic and cruise missiles supported by state-of-the-art 

command and control (C2) and integrated targeting networks; guided rockets, 

artillery, missiles, and mortars; advanced submarines and ‘smart’ mines; 

advanced integrated air defense systems; fifth-generation fighter aircraft with 

enhanced sensors and weapons.  

(U.S. Navy, 2015, p. 8) 

Cyber-attack and disruption, and electromagnetic weaponry were also central 

concerns:  
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New challenges in cyberspace and the electromagnetic (EM) spectrum mean 

we can no longer presume to hold the information ‘high ground.’ Opponents 

seek to deny, disrupt, disable, or cause physical damage to our forces and 

infrastructure with advanced networked information systems. The 

exploitation of space, cyberspace, and the EM spectrum threaten our global 

Naval forces must have the resilience to operate under the most hostile cyber 

and EM conditions. 

(U.S. Navy, 2015, p. 8) 

In response, the U.S.’s maritime forces – as well as its other departments – 

envisioned future forces that would be either capable of overcoming these 

challenges or would be highly resilient to them. As will be discussed in more detail 

in Chapter Four, what the U.S. had lost, over the course of the last decade of 

technological development by potential adversaries, was the certainty that they could 

access locations and project power without encountering the kind of military 

response that would present an unpalatable risk to American life and an expensive 

threat to military hardware.  

Whereas historical means of A2/AD often entailed physical obstruction 

defences – such as barbed wire, caltrops or anti-ship mines – documents in the Third 

Offset-era refer more keenly to the development of precision long-range aerial 

defence, surface to air missiles and advances in both maritime and aviation 

technologies. Among those states highlighted as developing capabilities in these 

fields are China, Iran and Russia (Walton, 2016). Some of the technologies given 

attention include emergent developments in hypersonic missiles and quantum 

communications, and already fielded advanced platforms such as China’s purchase 

of Russian S-300 long-range SAM and development of the HQ-9 system 

(Heginbotham et al., 2015).  
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Alongside the development of more advanced kinetic weaponry, a RAND 

research paper from 2015, cited in a number of internal DoD Third Offset related 

documents, also notes the development of an array of more advanced 

electromagnetic capabilities. These range from improvements in ‘space-based’ and 

over the horizon radar technologies, to EMP and signal disrupting systems 

(Heginbotham et al., 2015). The report states: 

China also appears to be developing RF jammers and other directed-energy 

weapons to attack SATCOM, GPS, and other space-based capabilities. 

(Heginbotham et al., 2015, p. 249) 

The report cites earlier instances of the Military Power of the People’s Republic of 

China report – an annually mandated report that is required to report on: 

[…] the current and future military strategy of the People’s Republic of 

China. […] the current and probable future course of military-technological 

development on the People’s Liberation Army and the tenets and probable 

development of Chinese grand strategy, security strategy, and military 

strategy, and of the military organisations and operational concepts, through 

the next 20 years. 

(Office of the Secretary of Defense, 2015, p. 1) 

The emphatic focus on the technological disposition of Chinese Peoples’ Liberation 

Army (PLA) forces here, and the centrality of this to any characterisation of future 

grand strategy, again directs us towards the capability-centred assessment of future 

threat environments that will be discussed in Chapter Five of this thesis. On the 

development of electromagnetic capabilities as part of an advanced A2/AD strategy, 

the 2007 report states:  

In recent years Beijing has pursued a robust, multidimensional counterspace 

program. UHF-band satellite communications jammers acquired from 
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Ukraine in the late 1990s and probable indigenous systems give China today 

the capacity to jam common satellite communications bands and GPS 

receivers. 

(Department of Defense, 2007) 

While in 2008, the report emphasises the development of even more advanced cyber 

denial and disruption capabilities:  

The PLA has developed a variety of kinetic and non-kinetic weapons and 

jammers to degrade or deny an adversary’s ability to use space-based 

platforms. China also is researching and deploying capabilities intended to 

disrupt satellite operations or functionality without inflicting physical 

damage. The PLA is also exploring satellite jammers, kinetic energy weapons, 

high-powered lasers, high-powered microwave weapons, particle beam 

weapons, and electromagnetic pulse weapons for counterspace application. 

(Department of Defense, 2008) 

The idea that near-peer competitors like China and Russia had developed advanced 

multi-domain capabilities, and that lesser adversaries could access cheaper and off 

the shelf disruptive technologies, was influential and shaped technology strategy 

and innovation efforts across all departments of the DoD. Alan Shaffer, then 

Principal Deputy Assistant Secretary of Defense for Research and Engineering 

(ASD(R&E)) and de facto chief of RDT&E (2014b), stated that: 

We have lost the electromagnetic spectrum […]. We have got to, in my 

opinion, regain some dominance in the electromagnetic spectrum, or at least 

parity, so things that we buy continue to operate as we intended them to. 

Shaffer (2014b) also noted that the DoD’s complex and costly high-end systems were 

vulnerable to interventions from digital technologies that were relatively accessible 

to non-state and otherwise poorly funded actors:  
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People are able to create very agile, capable systems for very little money, and 

those agile, capable systems — if we don’t develop counters — can impact the 

performance of some of our high-end platforms 

With the U.S.’s high-end systems identified as vulnerable, and the ability of 

adversaries to launch ranged, precision strikes on U.S. targets, the ‘unfair advantage’ 

that defense leaders imagined the U.S. had enjoyed in prior eras was no longer 

sustainable. The 2015 RAND report suggested that the U.S. should develop 

technologies and operational concepts that were agile, dynamic and resilient with an 

emphasis on redundancy, survivability and distributed lethality (RAND, 2015). The 

full report discussed the significance of fielding technologies that are ‘network-

enabled, but not network-dependent’ (Heginbotham et al., 2015) and also indicates 

the likely requirement for smaller, cheaper and, ultimately, more acceptably lost 

maritime units: 

large carriers, which are primary targets for China’s growing array of anti-

access capabilities, may also be suboptimal. The U.S. Navy might productively 

explore smaller fast carriers, which could be escorted into harm’s way by more 

capable (and stealthier) destroyers, which might borrow promising 

technologies imbedded in the Zumwalt class. 

(Heginbotham et al., 2015, p. 346) 

The Marine Corps and the U.S. Army were similarly concerned with the challenges 

posed by area denial technologies. By 2017, this concern had manifested into a range 

of doctrinal and forecasting work. A 2017 TRADOC report, ‘Multi-Domain Battle: 

Evolution of Combined Arms for the 21st Century 2025-2040’, noted that:  

adversaries seek to deter U.S. and combined forces through the use of 

sophisticated, all-domain, anti-access and area denial (A2/AD) capabilities 

that would impose significant losses on friendly forces. If not challenged, these 
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A2/AD capabilities will delay deployment and employment of expeditionary 

forces simultaneously across strategic and operational distances. 

(TRADOC, 2017, p. 6) 

Meanwhile, General David G. Perkins’ foreword to the report is illustrative in 

recalling what is at stake for the DoD in their need to overcome sophisticated A2/AD 

and multi-domain capabilities. He cited the need to regain operational and strategic 

overmatch in order to maintain freedom of action and prevent loss of life among 

friendly forces, but also begins to suggest the opportunities inherent in this mode of 

multi-domain warfare – particularly in the final sentence here, where he noted 

ground forces being able to open windows of advantage in other domains:  

Over the last 20 years, our potential adversaries have studied our capabilities 

and developed the means to counter once-guaranteed domain overmatch. They 

have demonstrated asymmetric capabilities that deny our access to theaters, 

challenge the unity of coalitions, and negate freedom of action at the 

operational and tactical levels.  

Before this, it can be argued that the U.S. only had to deal with one contested 

domain – the land domain. Ground forces operated with uncontested air, 

maritime, and space support, and for the most part cyber support. Looking to 

the future, we will be contested in all domains and must be able to open 

windows of advantage for other domains from the land domain.  

General David G. Perkins (2017, p. i) 

This section has provided an overview of the ways that multi-domain and A2/AD 

technologies in potential adversaries were characterised and understood across the 

DoD. It has also begun tracing the ways that these threat characterisations frequently 

map onto the notions of risk, contingency and uncertainty that are core components 

of the future ontology of the Third Offset Strategy.  
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2.2. The Third Offset in context: Grand strategy, 

power projection and innovation reform 

 
The U.S. has pursued an offset strategy on two previous occasions since the 

end of World War II.. The first of these was President Eisenhower’s “New Look” 

strategy, intended to offset Soviet conventional strength by bolstering U.S. nuclear 

forces. The First Offset Strategy sought to  deter Soviet aggression and increase 

security, in a relatively economic way,  by investing in unconventional forces, which 

were considered less expensive to field than conventional forces (Garrity, 2012).The 

Second Offset Strategy began in the 1970s as Pentagon leaders established the Long 

Range Research and Development Planning Program (LRRDPP) that ‘helped 

develop and field revolutionary new systems such as extended-range precision-

guided munitions, stealth aircraft, and new intelligence, surveillance and 

reconnaissance platforms’ (Hagel, 2014).  

While the memory of the Second Offset in discourses surround the Third 

Offset lauds its clarity and purpose, it is frequently described as having been rather 

more inchoate than that First Offset. The technologies developed were doubtless 

significant in altering the means of American warfighting, yet the strategy did not 

entail major doctrinal reforms. In these ways, it is possible to interpret continuities 

between both the first and second offsets, in practice, that are not often remarked 

upon in official literatures. The drive for cost reduction at the same time as ensuring 

advantage, through the development of non-typical forces and advanced 

technologies was a core theme of both the First and Third Offset Strategy. An 

experimental and vanguardist approach to technological possibilities, with 

innovation reforms spread across a range of long-term potential innovations, which 

may or may not pay off, was common to the Long-Range Research and 

Development Plan of the second strategy, and the Third Offset.  
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In conventional definition, an offset strategy seeks to counterbalance the 

strength of a possible adversary with technology – whether this be a weapon, 

platform, and/or a technologically predicated operational concept. It may also 

convey the development of a policy approach to deliver force multipliers, thus 

undermining an opponents strengths while enhancing one’s own ability to deter or 

fight a numerically superior enemy. While both Cold War era strategies emphasised 

technological effectiveness against a disadvantage in conventional capabilities, the 

Third Offset is instead geared towards preparation for, and offsetting against, a 

‘multiplicity of adversaries’ and possible challenges (Kempf, 2017).  

While Deputy Secretary Work, and other leading proponents of the Third 

Offset Strategy emphasised innovation, the Third Offset is often explained within 

DoD statements as more straightforwardly representing an approach to ensuring 

deterrence (Carter, 2017). These descriptions are not incompatible. Indeed, the 

development of technologies for offensive purposes in the offset strategy – 

straightforwardly, offensive capabilities to ‘offset’ a perceived disadvantage – is core 

to most theories of deterrence and typical of approaches to prior offset strategies. 

Columba Peoples (2009) notes that efforts to secure deterrence through defensive 

technologies – such as ballistic missile defence – are the exception.  

To date, book length treatments of the Third  Offset Strategy are still limited. 

Studies have tended to focus on individual elements of the strategy, often oriented 

around specific types of technology (Lewis, 2017), or on treatment of the strategy as 

an example in passing (Livingston, 2016). Studies of President Barack Obama’s 

overall foreign policy record, or his grand strategy, have referenced the offset 

(Fettweis, 2014; Brands, 2016) and Realist IR scholars have discussed the military 

technological programs of Obama’s Presidency, while rarely acknowledging (Walt, 

2019) the strategy itself.  
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2.2.1. Grand Strategy and the Third Offset  

Grand strategy consists of a ‘clear articulation of national interests married to a set of 

operational plans for advancing them’ (Drezner, 2011, p 58) These strategies may be 

laid out in advance, and then the plans followed through or they may, be produced 

post-hoc - with strategic narratives offered as ‘coherent explanations connecting past 

policies with future ones’ (Drezner, 2011, p 58). In any case, they certainly 

communicate something of note about the way an institution understands the world 

and its challenges, what they intend to achieve, and how they might intend to do so. 

At the very least, they provide us with a framework that might allow scholars, 

military leaders and other heads of state how to interpret the plans and actions of an 

administration.  

The present work is concerned primarily with understanding how the stable 

structures of Obama’s grand strategy, and its place within a longer lineage of 

American grand strategy, can be seen as having a constitutive influence upon the 

sociotechnical imaginaries that informed the development of the Third Offset. With 

this in mind, the following section will offer only a brief overview of some key 

elements of debates over grand strategy and its relationship to technological 

innovation and the Third Offset.  

 Much has been written about the grand strategy that did (or did not) inform 

the foreign policy and military interventions that took place during his tenure in 

office. Foreign policy scholar Hal Brands (2016) has argued that the Obama 

administration did exercise a clear and consistent grand strategy, providing that ‘one 

defines grand strategy realistically, as a set of basic principles that guide policy.’ He, 

and others, note that grand strategy under Obama represented a mixture of 

continuity and change vis-a-vis the foreign policy tradition he inherited, with much 

of the professed change in the strategy being far less dramatic than was signalled in 

many statements:   
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In many ways, Obama’s grand strategy fit squarely within the broad contours 

of American statecraft during the post-war and post-Cold War eras, as its 

broadest objective was maintaining U.S. primacy and a liberal international 

order. Yet Obama simultaneously sought to define his grand strategy in 

opposition to the purported mistakes of George W. Bush, and therefore 

emphasized altering the more recent arc of U.S. policy 

(Brands, 2016, p 10) 

Obama’s grand strategy emphasised the need to preserve U.S. leadership of, what 

was at the time a largely favourable, international order, and to do so in a way that  

reduced costs, via more supple and energetic diplomacy, and in ways that better 

reflected the shifting landscape of global power. These goals were directed 

specifically towards rebalancing America’s power militarily and politically, in light 

of the rise of China; and towards increased ‘restraint, economy and precision into 

U.S. military power’ (Brands, 2016, p 102).  

 Much of U.S. grand strategy has historically reflected a good deal of 

continuity, which itself is indicative of how little its global position can be said to 

have changed in recent decades or even centuries: it remains geographically isolated; 

it is still driven towards the promotion and protection of what it believes to be liberal 

values, and;  it remains the preeminent military and economic power in an 

interdependent global environment. There remains, what Brands (2016, p 104) terms: 

‘a longstanding, bipartisan commitment to sustaining U.S. leadership and primacy, 

and the liberal international order that American power underpins.’  

 It is certainly the case that the Third Offset was geared towards ensuring that 

the U.S. maintained its global primacy, and such statements are present throughout 

the speeches and documents that detail its goals and projects. It is also possible – as 

shown throughout this thesis – to trace elements of the drive towards economy in 

many of the cost-saving and innovation reform components of the strategy. The core 
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focus on the shifting nature of geostrategic and operational uncertainty were, as is 

discussed further throughout the thesis, largely informed by perceived loss of 

operational freedom in the Pacific, due to the rise of China.  

 What is crucial in the articulation of the Third Offset Strategy, though, is that 

the potential threats to U.S. hegemony and power projection were largely discussed 

in reference to loss of technological advantage. Secretary Work stated both that ‘We 

believe that our ability to project power, coupled with strong alliances and 

partnerships overseas, has underwritten global stability and prosperity for decades’ 

but that this ability was becoming hampered by a loss in technological superiority. 

He continued:   

Our perceived inability to achieve power projection over-match, or an over-

machine operations, clearly undermine [sic], we think, our ability to deter 

potential adversaries. And we simply cannot allow that to happen 

Work (2016) 

2.2.2. Power projection as a prerequisite: Why A2/AD was a 

problem for the DoD. 

Thus far, the DoD’s case for the necessity of the Third Offset Strategy has been 

presented, but subjected to very little critical interrogation. While the promotion of 

particular modes of understanding contemporary and future warfare within the DoD 

remains the focus of the present work, it is still necessary to reflect, at least briefly, 

on some of the broader contexts and motivations that underly these claims. This 

serves, firstly, to ensure that certain geopolitical arrangements – those that entail the 

primacy of the United States – do not remain uncritiqued and thus naturalised. 

Secondly, it draws attention towards the discursive function of threat assessments 

and ostensibly technical categories – such as A2/AD – in advocating for normative 

visions of how the world ought to be. Finally, it sheds light on the political 

subjectivity of claims to security in a broader sense, and reminds us that security 
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discourses are never inherently synonymous with objective statements of fact, and 

are instead intrinsically linked to the (re)production of specific political orderings 

and hierarchies of power.  

 The idea of an “offset” itself, as well as the prominent role of A2/AD and 

technological proliferation in the arguments for its necessity, can be usefully 

understood with reference to some of the core claims of constructivist and critical 

security studies. Indeed, the very idea that U.S. domestic security can be argued to 

be predicated on the DoD’s ability to exercise freedom of manoeuvre in any  

geography of its choosing should rightly be subjected to interrogation. The 

particular ways that this argument was made by leading figures of the Third Offset 

provide us, furthermore, with an example of how different technologies or different 

technologised systems of knowledge are deployed in order to further bracket the 

social-constructedness of security claims, and to advance them as more 

straightforwardly objective or necessary. 

Prior iterations of the DoD’s offsets strategies were directed towards more 

clearly identifiable concerns with the capabilities that antagonist states possessed. 

Both the first and second offset strategies emphasised the need to develop and 

maintain technological advantage in order to ensure deterrence and overmatch 

against an opponent that possessed a quantitative superiority in troops or resources 

(Tomes, 2015). Nonetheless, these claims should be subjected to the same process of 

critical analysis, and a number of scholars have noted the ways that appeals to 

security and argument for furthering American strategic and political goals were 

often closely intertwined in speeches and reports throughout the first and second 

offsets.  

Columba Peoples (2009, p. 127) notes, for example, that senior figures in the 

Reagan administration were all convinced that technological superiority could not 

only offset the Soviet numerical advantage, but could also be leveraged to weaken 

the Soviet Union internally:  
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Reagan, Secretary of Defense Caspar Weinberger and many of the political 

appointees in the DoD, among them Richard Perle, all held the view that 

‘Western technological sophistication would offset Soviet quantitative and 

geographic advantages. Since the Soviet Union lacked resources in this area, 

new hi-tech weaponry could also provide the United States with “strategic 

leverage” or, if the Soviet Union tried to keep pace, could bankrupt the Soviet 

economy and lead to civil unrest and instability.  

The Third Offset, by contrast, mobilised the idea that technological 

development in a broad range of possible adversary states, posed a pervasive threat 

to the American security, however a number of statements from its leading 

proponents direct us towards the underlying concern with a maintenance of 

American military hegemony (this is discussed in greater detail throughout the 

empirical chapters of this thesis). That China was seen to posses greater A2/AD 

capabilities, and that non-peer states has access to more advanced technologies, were 

both presented as deteriorating the DoD’s freedom of operations, however they were 

also framed as fundamentally threatening not just U.S. domestic security and way of 

life, but global peace and prosperity more generally.  

The ideological conflict proposed by this framing is explore in greater detail 

in Chapter Two, where I discuss Mary Kaldor’s works on Imaginary War. Yet we can 

also understand it with reference to literatures on strategic culture and hegemony. 

Ben Klein (1988), for example, has argued that discourses related to ‘extended 

deterrence’ and global stability were centred alongside the need to hold back Soviet 

expansionism, but were also:  

alloyed with a more ambitious global strategy of exporting American power 

projection. Both as a specific military strategy and as a more general cultural 

orientation, the United States erected a security framework for post-war 

economic and political reconstruction and the internationalization of liberal 

capital under multilateral terms. 
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(Klein, 1988, p. 140) 

On the premise of nuclear deterrence, Klein notes that “that the role of nuclear 

weapons has never been confined to homeland deterrence but has been part of an 

extended strategy of more flexible intervention” (Klein, 1988, p. 140). A similar 

observation can be made of the Third Offset Strategy, which in fact made far more 

explicit claims about the importance of DoD freedom of operations in distant 

geographies as a guarantor of U.S. security and global leadership. The Defense 

Strategic Guidance (2012, p.2) – a precursor to the Third Offset Strategy itself, but 

strongly indicative of views in the DoD in the period under study – stated that:  

U.S. economic and security interests are inextricably linked to developments 

in the arc extending from the Western Pacific and East Asia into the Indian 

Ocean region and South Asia, creating a mix of evolving challenges and 

opportunities. Accordingly, while the U.S. military will continue to 

contribute to security globally, we will of necessity rebalance toward the Asia-

Pacific region […] The maintenance of peace, stability, the free flow of 

commerce, and of U.S. influence in this dynamic region will depend in part on 

an underlying balance of military capability and presence. 

Klein (1988, p. 141) additionally notes the significance of the United States’ historic 

strategic culture of military technological innovation was a key component of the 

way it exercised its geopolitical influence:  

US military strategy was not simply part of national security policy that 

anticipated 

potential foreign aggression. It was and remains part of a much broader post-

war strategy of securing the spheres of social reproduction required for 

maintaining the American—and Western—way of life. 

That is to say, the particular character of military innovation during the Cold War – 

particularly the focus on complex and exclusively-possessed deterrence technologies 
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– were significant in shaping the character of American hegemony during this 

period. They served, in both practical terms and in U.S. visions of the global order, 

as a means of isolating the Soviet Union and as a foundation for globalising claims to 

the unity of the West with the United States. At the same time, both the visions of a 

desirable ordering of world politics and the requirements created by a deterrence 

oriented strategic culture, were factors in driving the particular character of military 

innovation and the technological projects of the Cold War offset.  

 Daniel McCarthy (2021. p 298) takes up the significance of geopolitical 

contexts and U.S. perceptions of the capabilities of both ally and adversary states in 

his study of ‘international imaginaries of innovation in American foreign policy’.  I 

will return to McCarthy’s work in more detail in Chapter Four, however, for now I 

wish to note his emphasis on how ‘inter-societal interaction shapes the imaginaries 

of any given political community’ (2021. p 298). McCarthy discusses the importance 

of existing perceived uneven social and technological development as a driver of 

U.S. foreign policy, and the ways that American sociotechnical imaginaries are 

articulated in response to ‘threats from ‘backward’ states subverting American 

practices of technological innovation’ (2021. p 298):   

In contemporary United States (US) socio-technical imaginaries, the 

American way of life is rooted in a specific form of market-led technological 

innovation, fundamentally under- pinned by strong intellectual property 

rights. The security of this way of life is, in turn, dependent on the universal 

embrace of this form of technological innovation. American socio-technical 

imaginaries, as articulated in its foreign policy, are formed in response to 

threats from ‘backward’ states subverting American practices of technological 

innovation. The ‘levelling forces of modernity’ are not, then, unmoved movers, 

but national responses to overarching dynamics of social development.  

These observations are acutely relevant to the imaginaries of the Third Offset era. 

Claims that changes to the international order – particularly with reference to 
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Chinese power – and to shifts in the distribution of technological capabilities – with 

previously unattainable technologies now proliferated among a larger number of 

poorer or smaller militaries – were central to discourses of the Third Offset, and to 

the articulation of its sociotechnical imaginaries. The argument developed 

empirically in this thesis will show that these imaginaries communicated a need to 

offset these shifts through new technological projects and innovation reforms. And 

secondly that they articulated the necessity of technologies to maintain the DoD’s 

ability to proactively pursue U.S. security claims and foreign policy, through 

freedom of operations and the ability to project power anywhere on the globe.  

2.2.3. The Third Offset and ‘American ways of Warfare’  

Stephanie Carvin and Michael Williams in Law, science, liberalism and the 

American way of warfare (2014, p 1) also posit that the dual aims of U.S. foreign policy, 

and of the grand strategy it informed, were historically directed towards being ‘an 

example of liberty to the world and to maintain this role and protect itself by 

maintaining absolute security’. They argue that the U.S. has generally relied on 

science and technology to reconcile these two ends, with applied technoscience seen 

as:  

the key to controlling war, allowing the United States to achieve 

overwhelming and quick military victories, which are nevertheless relatively 

humane and worthy of its core liberal values.  

The present work takes up some of the questions that stem from this assertion: 

asking, for example, how military leaders articulated a technologically informed 

strategy to reconcile these ends when they were also guided by a concern with 

endemic uncertainty? And how did Defense leaders arrive at a characterisation of 

the ‘liberal values’ and concomitant tolerances for violence and risk of American 

civil society?  
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 With regards to the former question, the present work argues that the Third 

Offset Strategy sought to ensure that it  to develop aspects of a force that was 

resilient and capable of delivering immediate, discriminate, and decisive responses 

to an endless range of essentially unknowable contingencies, whilst also maintaining 

a focus on minimising potential harm to U.S. human warfighters. In the empirical 

chapters of this thesis, it is advanced that DoD leaders, in accepting that operational 

omniscience was an impossibility, instead sought to maintain their legal and moral 

certainty by further distributing informational and decision-making capabilities. 

These competing drives coalesced around an imaginary that much of what was 

historically established at force level and disseminated by command, could in fact be 

implemented and embedded across local human-machine systems and agile 

distributed networks.  

 While the former question is returned to throughout the thesis, the latter 

question should be attended to before the work proceeds. If it is argued that the 

DoD, in the development of Third Offset Strategy projects, was informed by what it 

perceived as the tolerances and preferences of American civil society, then it is 

necessary that these perceptions are, at least briefly, elucidated. There are two 

strands that should be attended to in this regard. Firstly: how can we understand the 

historic and relatively stable conception of an American military tradition and its 

core desire to wage warfare in a way that was humane (or at least, that was able to 

presented as such)? And, secondly, how should we understand the more temporally 

specific preferences and tolerances of American civil society in the early 21st 

Century? In each case, the present work is concerned primarily with reckoning with 

how these connected strands can be seen as stable structures that informed the 

development of the Third Offset, and which the agency of its leading proponents 

interacted.  
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 Remaining with Carvin and Williams (2014, p 19), the American way of 

warfare has been described as fundamentally informed by the Enlightenment values 

at the core of the foundation of the United States: 

[The U.S. developed] a uniquely American way of warfare – one necessitated 

by the competing Enlightenment values of its Revolution, to protect itself as a 

beacon of liberty at all costs, but to do so in a way that has, in the words of the 

Declaration of Independence, a ‘decent respect for the opinions of mankind.’ 

The authors discuss both the colossal reality of the U.S. military’s global 

infrastructure, and the way that this infrastructure developed as a consequence of 

the ways that the U.S. has sought to deploy its strength to ensure victory in combat 

or to direct geopolitical outcomes.  

No other nation on earth, in the West or beyond, has taken the use of war as a 

rational tool of statecraft and applied science and technology to such an 

astounding level in an attempt to achieve decisive and overwhelming victory 

in the shortest time frame possible. 

This, of course, echoes some of the analysis of American power projection offered in 

the prior section. However it is noted by Carvin and Williams, along with scholars 

such as John France (2011) that ways of are best understood as emergent from social 

conditions, material circumstances and technological developments. These combine 

in order to shape a military culture informed by norms and values and interactions 

with society and the state (Wilson, 2007). Foremost among these for the DoD in the 

development of the Third Offset Strategy was the drive for restraint, and for the 

conduct of warfare that aligned with the liberal values of a state that  holds human 

life to be sacred and, at least in principle, abhors war (2014, p 30). While, the work of 

Thomas Smith, concerning the evolution of ‘lawfare’ alongside advances in high-

technology weaponry is returned to later in this thesis, it is suffice to note at this 
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stage that the U.S. was influential in shaping the very laws of war that it is now 

subjected to adhere to. Carvin and Williams (2014, p 48). advance that:  

while it might be tempting to view Western military might as unstoppable and 

directed toward ever increasing levels of brutality and lethality, 

understanding the history of war without consideration of the forces that have 

at least attempted to control and define it is to miss a significant part of this 

violent, social phenomenon. 

There is then,  not only a duality at play in the U.S. drive to reconcile its desire for 

decisive and guaranteed victory, with its desire for restraint in conflict. But there is 

also – underpinning this – a fundamental dichotomy present in the foundations of its 

foreign policy. It must defend and promote both the homeland, and the liberal way 

of life at all costs, whilst simultaneously ensuring that it does so in a way that allows 

it to maintain its self image as a liberal state and upholding its own values.  

This is especially important in the case of liberal countries, particularly the 

United States, that have felt compelled to use whatever means necessary to 

defend themselves and their values, but also bound to act in accordance with 

these same liberal values in times of war. In other words, while the United 

States sees itself as the guardian of liberal values in the world, it must perform 

this task in a way that is regarded as civilized and with a view to acting 

within the boundaries of international norms and laws. 

(Carvin and Williams, 2014b) 

These expectations then formed stable structural elements that the DoD’s innovation 

programs in the Third Offset era were informed by and were necessarily required to 

interact with. Grand strategy, and the values of how wars ought to be fought, 

underpinned the development of the overarching vision of the Third Offset, and 

were re-produced in the imaginaries that were central to it. Chapter Four will 

provide a richer explanation of how sociotechnical imaginaries are utilised as a 
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method in order to understand the coproduction of values and sociotechnical 

reforms in the visions that guided the Third Offset.  

 Columba Peoples argues that the characteristically American association of 

technology with improvement and progress has, paradoxically, ‘made American 

diplomacy ‘more complex – and dangerous’ (Peoples, 2008). Scientific advances have 

often been posited, throughout modern American history, as the key to resolving 

any emerging geopolitical crises (Peoples, 2008). There is further discussion of the 

relational and imaginary elements of this assumption provided in Chapter Fours’ 

discussion of military imaginaries.  

Peoples goes on to quote Nicholas Wheeler and Ken Booth’s critique of the 

centrality afforded technology in American strategic planning: 

Since we have grown up in a world in which technology shapes so much of 

what we do, as individuals and groups, we almost intuitively come to invest it 

with a significance in international security that is not justified by the 

historical record. US strategists in particular have been prone to this 

Describing the ‘engineering approach’ or ‘scientism’ that has predominated in U.S. 

policy, Peoples argues that ultimately the particular orderings of the ‘military-

industrial complex’ are far  less important in the formulation of American defence 

policy than is the ‘commitment to a certain way of thinking’ (Peoples, 2009a). Stanley 

Hoffman is quoted extensively throughout this section, and makes the following 

central argument:  

What I have in mind is a pragmatism that is a way of acting, not a mode of 

thought – a praxis, not a philosophy, unless one describes it as an implicit 

philosophy, a pattern of behaviour resting on submerged assumptions all of 

which correspond, once more, to the American experience writ large and 

projected upon the outside world. 

 (Hoffman 1968) 



73 

 

This demonstrates the centrality, in both Hoffman and Peoples’ arguments, of a 

specific character of technologically informed thinking in the U.S. Defense 

establishment. Indeed, the praxis described above can be interpreted as representing 

the very type of discursive phenomenon under study in the present work: an 

imaginary, linking a set of beliefs about how the world is, how it might be known 

and measured and, most crucially, how a vision of what it should be can be attained 

with technology. In line with Carvin and Williams assessments, offered above, 

Peoples also notes the historic tendency of the DoD to seek to ‘substitute machines 

for men and magic weapons for conventional armaments’ (Peoples, 2009a). 

 Developing this account of a ‘way of thinking’ in American defense, Peoples 

draws on the work of Gramsci to build an account of common sense - a cultural-

ideational sedimentation-  in military technological development. Here, the 

interaction between the structural and the agential are still prominent:  

We should not […] ignore accounts of the post-war American economic-

industrial base and the role played by the defence industry in it, either with 

regard to missile defence or more broadly. But political–economic relations – 

such as those prioritised by conventional readings of the military-industrial 

complex – are embedded in and intertwined with broader cultural forms. 

(Peoples, 2009a, p. 66). 

The social organisation of military production – as with any other field of production 

must necessarily be seen as an aspect of the social world it emerges from. It is 

therefore made up, in parts, by the intersubjective meanings ‘which can be identified 

and understood, however imperfectly [and] which suggest how apparently 

normative forces may have the social power normally associated with “material 

forces” (such as technology, the forces of production)’ (Gill, 1993, p. 26). 

 Discourses that advocate for defense innovation, for a particular direction of 

technological development, or for some other kind of strategic reform are, in this 
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way, highly intertextual in nature. Technical observations, claims to strategic or 

military expertise and assessments of geopolitical events are presented alongside, 

and in interaction with, broader and more general implicit and explicit beliefs about 

the world and America’s place within it. Furthermore, strategic discourses 

necessarily reproduce, recontextualise and borrow images and ideas from a range of 

cultural sources and forms of shared meaning in order that the discourse becomes 

broadly legible and persuasive  

 Work on cultures of innovation and military cultures provides an interesting 

reference point for the present analysis. Indeed, in his analysis of military 

innovations in the interwar (1918-39) years, Dima Adamsky (2010) asserts that:  

[while] these kinds of innovations, while technological advances were 

necessary, the underpinning was a symbiosis between systems, doctrine, and 

organizational developments. 

This appears to touch on the necessity of considering the cultural factors that shape 

the adoption and success of a technology in military contexts. His focus is on 

understanding the significance of an American cultural predisposition, and tracing 

its impact upon American ways of warfighting and, specifically, military innovation. 

His work further echoes some of the analysis presented earlier in this work, noting 

the slippage between discourses of security and necessity and underlying concerns 

with promoting American culture and affirming its own vision of itself as a ‘arbiter 

of morality’ (Adamsky, 2010).  Debates about technology and cost, Adamsky 

notes, frequently usurped the place of strategy. He argues that the U.S. military 

has continued to focus on both the futuristic and on quick action.  American 

strategists are charged in this analysis, with an instinctive reliance on technology 

as a panacea (Adamsky, 2010).   

Where the present work breaks from the work of scholars like Adamsky, is in 

their conception of culture and technology as discrete and pre-existing factors. 
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Adamsky’s analysis proceeds from the already existing reality of an American 

culture, and his work traces the significance of this culture in shaping the Revolution 

in Military Affairs. The arguments presented in this thesis will instead contend that 

the socio-cultural and the technological are coproductive, and that discourses and 

practices of military innovation represent reproductions and renegotiations of ideas 

about American culture and ideals. While attention must be paid to more stable 

elements of a national identity, it should be understood as being continually re-

produced and re-imagined, in part through its interactions with technology and 

innovation.  

2.3. Innovation Reforms and the Third Offset 
The following sections provide a short overview of some of the major institutional 

changes that were introduced during the Third Offset-era.  

Spending on independent research and development by contracted defense 

companies represented around $4 billion per year in 2017 (Kendall, 2015, p. 11). This 

private sector defence spending was traditionally concentrated between a small 

number of ‘prime’ contractors. With digital technology, AI and machine learning (as 

well as synthetic biology and other advances) figuring ever more significantly in 

visions of how the U.S. could secure future overmatch and reduce costs to entry to 

research, it appeared that traditional defense prime contractors were no longer 

necessarily best placed to conduct foundational research or foster innovation for the 

DoD. Indeed, in 2017, prime DoD contractors did not rank amongst the top twenty 

spenders on research and development in the private sector (Budden and Murray, 

2019, p 13). 

Given the rise of digital companies and the relatively lowered costs of entry 

into many fields of advanced and emergent technology research, and the shifts in 

where and how R&D was funded, the DoD had to find a way to reach beyond the 

usual defence contractors, not only for critical new technologies, but also to 
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understand the scope and direction of their R&D efforts, which shape many of the 

country’s innovation ecosystems. At the same time, drives to reduce costs, a 

reconceptualization of contingency and visions of a future fighting force where 

resilience and lethality were embodied in a more disaggregated and distributed way 

had coalesced around a set of sociotechnical imaginaries that required different 

approaches.  

Secretary Carter decided to build on the existing ‘system’ (as represented by 

DARPA and other R&D/S&T establishments) by empowering commands (e.g. 

Special Operations Command (SOCOM) and its Special Operations Forces Works 

(SOFWERX)) and also establishing new ‘agencies’ (such as Strategic Capabilities 

Office (SCO), Defense Innovation Unit – Experimental (DIUx) and MD5) to push the 

boundaries for ‘innovation’. The latter were explicitly intended to engage non-

traditional stakeholders in the U.S.’s various ecosystems to achieve greater 

‘innovation’ of the types described above. The agencies therefore need to be 

understood as such (embedded in the new reorganised DoD), rather than as self-

standing bodies in isolation (Budden and Murray, 2019, pp. 13-14).  

2.3.1. Defense Innovation Board 

One of Secretary Carter’s most important moves was to create some central capacity 

to drive change and innovation, building on the strong R&D ‘Innovation’ 

foundation. The most public element was the creation of his new Defense Innovation 

Board (DIB), which has Eric Schmidt (formerly of Google/Alphabet, now at MIT) as 

its Executive Chair.  

And I most recently created the Defense Innovation Board, to advise me and 

future leadership on how we can keep growing more competitive. As you 

know, the Defense Innovation Board is one of several advisory boards that 

report to me, each with a distinctive mission and membership chosen for a 

distinctive kind of expertise. 
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(Carter, 2016b) 

In avoiding the usual military-industrial corporates, and also the ‘great and the 

good’ of the R&D/S&T world, Carter deliberately brought new stakeholders, who 

were intended to provide better insights into new digital technologies and more 

agile working practices, to the DoD table.  

The Defense Innovation Board has a different membership and a different role 

– its members were chosen for their record of innovation outside of the Defense 

Department, and for their ability to suggest innovative approaches that have 

worked in their leadership experience, and that might be applicable to us.  

(Carter, 2016b) 

Though not strictly an ‘agency’, the Defense Innovation Board (DIB) was posited as a 

‘change agent’ and worked closely with the new formal agencies, to accelerate 

defence innovation. An oft-cited example of the type of work undertaken by the DIB 

came from a trip to the U.S.’s Air Operations Centre (AOC) in Qatar.  The AOC was 

responsible for coordinating the airborne tanker re-fuelling for allied craft on air 

operations in the Middle East, using a whiteboard. As the subsequent DIB Minutes 

confirmed, the AOC staff were ‘coordinating 40-50 tankers to fuel 250-300 fighter 

aircraft’ using a ‘planning process [that] involved coordinating information between 

Excel and the whiteboard and took between two and four minutes per aircraft route. 

On seeing the AOC’s manual whiteboard approach, the DIB Chair reportedly 

asked the DIUx head, who was on the trip, whether he could oversee the procuring 

of a more agile digital solution. The DIUx duly oversaw six Air Force officers 

selected by the AOC to work with a similarly sized team from Pivotal Labs, which 

DIUx hired. In their report on Defense Innovation, Budden and Murray (2019, p 18) 

recounted that:  
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Within 120 days the tanker project launched and the entire project cost 

around $1.5 million...[and] broke even after seven days of use considering each 

tanker costs about $200,000 to fly. 

Certainly, this story, whether apocryphal or not, was taken up across the DoD 

leadership as a powerful demonstration of the scale and scope of what could be 

achieved quickly with this kind of innovative thinking. Secretary Carter (2016) 

concluded:  

I’ve charged [the DIB leadership] and the rest of the board to help keep DoD 

imbued with a culture of innovation – to support innovators themselves, the 

people in our defense enterprise who are willing to try new things, fail fast, 

and iterate – and to make sure we’re always doing everything we can to stay 

ahead of our competitors. 

2.3.2. Strategic Capabilities Office 

The Strategic Capabilities Office (SCO) was focused primarily on leveraging the 

capacity and opportunity for innovation latent in existing DoD systems, platforms 

and technologies. According to Carter (2016):  

[with the] SCO, we’re also changing and adapting how we use existing 

platforms and technologies already in our inventory – giving them new roles 

and game-changing capabilities to confound potential opponents. 

The organisation was founded in 2012 by Carter, and Will Roper was appointed to 

head the office. While the SCO had a very immediate, as opposed to long-term focus, 

it was still illustrative of the overarching emphasis on agile, urgent innovation that 

preoccupied the DoD leadership at the time. Roper and the SCO were often 

characterised as typifying some of the adaptability, speed and pragmatism that the 

DoD leadership apparently sought to embed throughout the organisation. Carter 

spoke of SCO projects as representing ‘where the rubber hits the road’ (Carter, 

2016b). Roper himself appears to have believed much of the high praise his 
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organisation received. In an interview with Breaking Defense, Roper (2016e) invoked 

the rapid and pragmatic innovation of the science and technology enterprise in 

WWII to describe his role:  

The best thing about running my office is that I have no requirements. I have a 

mission, kind of like the guys in World War II. 

The SCO operated with a typical time range of three years from project initiation to 

completion. Roper stated that: ‘Most of the capabilities that we work tend to be one 

to four years’ (2016e). The speed that SCO developed projects was certainly notable, 

yet the model of innovation that the organisation typified, and the sorts of project it 

undertook, were equally significant. The SCO held an operating budget of $16 

million in its first year, and individual projects were required to apply for funding as 

part of the DoD budget. In terms of the organisations vaunted adaptability, much of 

this is demonstrated in the focus on progress rather than fulfilling requirements.  

Where we often trip ourselves up is we write down numbers that we wish 

were true…but then once they take on the word ‘requirement,’ it means that 

they have to be. 

Director of the Strategic Capabilities Office, Will Roper (2016e) 

The SCO aimed to expedite research, development and fielding of innovative 

warfighter technologies by looking for unused capacity, new combinations or new 

uses for existing military technologies. By 2017, Secretary Carter requested $902 

million in funding for the SCO and the agency was involved in projects related to 

nearly every advanced technology field the DoD was pursuing (Lamothe, 2016). 

Our job, instead of looking forward to the future technologies that are coming 

out of the research shops, is to look backwards to the systems that we currently 

have. 

Director of the Strategic Capabilities Office, Will Roper (2016e) 
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The desire to emulate the speed of development and comfort with potential failure 

of commercial innovation is certainly significant here, but of equal importance are 

the types of technology and the visions of the future warfighter that are imbricated 

in this focus on lower-cost systems. Roper (2016f) singled out, for example, the role 

that commercial technology could play in distributing technological capacity into 

wearables and onto the body of the warfighter: 

I’m actually very optimistic about what the Army and Marines can do to leap 

ahead […] if we can find a way to bring in commercial tech and not let our 

desire for perfect systems, built to the nines, get in the way of good-enough 

solutions that we can buy off the shelf. The Army and the Marine Corps have 

a greater chance of benefiting from most of the commercial technology we see 

in development. 

It is crucial to note, then, that these quick-to-field and relatively low-cost 

technologies represent not only an immediate pragmatist response to sequestration 

cuts and rising costs –  as noted in the 2014 QDR and in the planning for Fiscal Year 

2017 budget planning requests (Department of Defense, 2014a; Congressional 

Research Service, 2018; Schwartz, 2014; Welby, 2016a) – but also are coproductive of 

the deeper imaginaries of what the future of warfare will look like and how the DoD 

will win. Visions of distributed lethality, resilience and of technologically perfectible 

action being embedded in more disaggregated systems are central to the Third 

Offset imaginary of the future of warfighting. As will be discussed in the coming 

chapter, these wearable systems using advanced technology are a material 

manifestation of the development of this project.  

The SCO was similarly engaged in research and development of data mapping 

and processing, and crucially, communicating that data to individual or small 

groups of troops on the ground. Roper (2016f) stated that: 
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We think augmented reality can be game-changing […] It’s a technology 

that’s going to be matured, pushed by the video game industry, that is focused 

on taking large amounts of complicated information and displaying it in an 

intuitive and actionable way. It would be really wise to follow that as opposed 

to trying to make up our own approach 

Discussing this program with Wired magazine, Roper advanced that ‘in the age of 

the Internet of Things, our senses no longer define the boundaries of our perception’ 

(Thompson, 2017). The notion that the perceptive range of individual warfighters 

can be extended is not necessarily a new one – innovations on this front have been as 

varied as the periscope, the radio or, more recently, the networked surveillance 

drone. The Third Offset though, represented an attempt to realise the vision that 

technologically advanced perception-widening technologies could be distributed to 

individual warfighters. Rather than relying on, for example, a radio operator to 

convey surveillance information from a central or forward hub, several Third Offset 

programs – including those developed by the SCO – suggested that surveillance, 

monitoring, processing of data, decision and action could be embedded at the level 

of a local, disaggregated network.  

Some early-stage manifestations of this vision were tested by the Army and the 

Marines in 2016. The army fielded Cyber Support to Corps and Below teams as part 

of its wargaming efforts at Fort Irwin. The ‘tactical cyber force’ for these games was 

described as consisting of:  

a ‘defensive support team’ of four or five soldiers to help protect the brigade 

network; four Cyber/Electro-Magnetic Activity (CEMA) ‘weapons teams’ of 

two or three soldiers each for offensive operations; an Electronic Warfare (EW) 

element of two soldiers with unspecified ‘dismountable (i.e. portable) 

capability,’ since tactical networks are almost always wireless and thus subject 

to radio-based detection, eavesdropping, jamming, and even hacking; 
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additional specialists, such as an Information Operations planner, embedded 

in the brigade staff. 

(Sydney J. Freedberg, 2016b) 

But it is important to note that far more ambitious and speculative visions have been 

advanced, both within the SCO and elsewhere. The Army and the Marine Corps 

have both demonstrated sustained interest in both technological addition, wearable 

augmentations and more biologically invasive alteration of warfighters throughout 

the 21st century – and indeed there are longer histories that can be traced of these 

imaginaries. The significant point to note at this stage however is that the SCO and 

its technological programs perform a significant role in the advancing and material 

realisation of the core sociotechnical imaginaries of the Third Offset.  

2.3.3. Defense Innovation Unit Experimental  

DIUx was the central focus of the DoD’s efforts to embrace the practices of Silicon 

Valley-style innovation, Carter said. The organisation continued to expand its remit 

during the Third Offset, and a new office in Boston was launched in 2017. The DoD 

requested $30 million for DIUx in the FY2017 budget. The organisation reported 

directly to Ashton Carter, and the Secretary (2016a) said this was indicative of its 

significance: 

I can't afford to have everyone do that [which shows] the  importance I attach 

to this mission and the importance of speedy decision making 

Carter (2016a) also stated that he created DIUx in order to 

[…] help build bridges with start-ups and other commercial technology firms 

located in innovation ecosystems across the United States, and help us more 

quickly adopt technologies that can help our troops accomplish their missions. 
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Secretary Carter (2016) was similarly emphatic about the need for the DoD to engage 

actively with the types of innovative business that the DoD may not have 

longstanding supply arrangements with:  

Today, with more technological innovation happening in the commercial 

sector, we need to be able to identify and do business with companies outside 

our traditional defense orbit as well as those within and welcome them into 

our defense technology community.  

In much the same way as the SCO, DIUx can be viewed as an institutional 

manifestation of the DoD’s visions of what innovation should look like in the 21st 

century. Similarly, to SCO, DIUx was engaged in late-stage innovation, particularly 

in relation to accelerated proof of concept and fast commercialisation. DIUx works 

with companies which might not usually work with the military by contracting 

swiftly for solutions that can be effectively adapted to military needs in a range of 

areas (the AOC tanker story above is a good example).  

For DIUx, the critical areas of interest ranged from autonomy and AI to human 

systems, wider IT and space. The DIUx portfolio of partner companies include 

Tanium, Improbable, Quid, Orbital Insight, Saildrone, and Shield AI. These portfolio 

companies have been backed by large venture capital (VC) firms like Andreesesen 

Horowitz and Sequoia. 

DIUx solicited private-sector developers, received their proposals, and sent 

them to a DIUx Technology Review Group. This governance council, led by the 

Deputy Defense Secretary, was charged with reviewing project proposals in a merit-

based approach to address particular problems facing DoD. The process is similar to 

that of a ‘Broad Agency Announcement’ (BAA) – the mechanism that DARPA and 

other agencies use widely. 

Efforts to enable innovation revolved around changes designed to direct and 

sponsor innovation of new ‘game-changing’ technologies and operational concepts, 
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to speed up acquisition and the launch of new DoD organisations. There was a 

particularly keen focus on engaging with, and emulating, the apparent agility, speed 

and boldness of private sector innovation – especially that of ‘move fast and break 

stuff’ start-up culture, Silicon Valley and Venture Capital (Carter, 2016b; Lyngaas, 

2016). The DoD leadership advocated for a rethinking of historically accepted 

research, development and acquisition pathways – with the DoD leading 

development of breakthrough technologies and contracting with major suppliers. 

Secretary of Defense Chuck Hagel (2014c), in his opening keynote to the Defense 

Industry Alliance, stated: 

We cannot assume – as we did in the 1950s and 70s – that the Department of 

Defense will be the sole source of key breakthrough technologies. Today, a lot 

of ground-breaking technological change – in areas such as robotics, advanced 

computing, miniaturization, and 3D printing – comes from the commercial 

sector. DoD must be able to assess which commercial innovations have 

military potential, rapidly adopt them, adapt them, and then test and refine 

them, including through war-gaming and demonstrations. 

For a Third Offset strategy to succeed, industry must also have the right 

opportunities and incentives to develop and operationalize the kind of 

innovative technologies that our military will need in the future. That’s why 

DoD’s next round of improvements to the acquisition system, which I am 

previewing for the first time today, will be focused on innovation and 

accelerating the flow of technology to our people. 

And speaking of the need to reform the ‘conservative’ and ‘not adequate’ existing 

acquisition regulations, former DoD Comptroller and Republican politician Dov 

Zakheim (2016) commented that: 
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We tend to go the more conservative route, the more mechanistic route […] 

And the more we do that, the more we alienate the very kinds of cutting-edge 

technologists that we would really want to work with.  

This sentiment can be observed clearly in both public and on-record statements and 

in planning documents but is most clearly demonstrated through the organisational 

and institutional changes delivered as part of the Third Offset Strategy.  

2.3.4. The Future and The Long-Range Research and 

Development Plan 

On 29th October 2014 (two weeks prior to the unveiling of the DII) Defense Under 

Secretary Frank Kendall issued a memorandum tasking the Assistant Secretary of 

Defense for Research and Engineering with leading the development of a Long-

Range Research and Development Plan (LRRDP) (Kendall, 2014b). The objective of 

the LRRDP was to:  

[…] identify high-payoff enabling technology investments that could provide 

an opportunity to shape the key future U.S. materiel investments, offer 

opportunities to shape the trajectory of future competition for technical 

superiority, [and a] focus on technology that can be moved into development 

programs within the next five years 

(Kendall, 2014b) 

It is worth, briefly, noting that once again in this instance, the memo contained a 

strong invocation of the First Offset-in-memory. This performs an important 

function for the legitimisation of the LRRDP program and strongly signals the type 

of innovation and scale of overmatch that is envisioned as outcome.  

The LRRDP is loosely modelled after a similar effort that was conducted in the 

1970s. That effort led to the maturation of the suite of capabilities the U.S. 

relies upon today.  
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(Kendall, 2014b) 

The LRRDP sought to identify and develop technologies that ‘could provide 

significant military advantage to the United States and its partners and allies in the 

2030 timeframe’ (Department of Defense, 2015b). The fifteen-year time frame offered 

here is notable in that it represents a distinctly longer time-frame than the more often 

invoked five-year development plan – as issued in, for example, the Future Years 

Defense Program (Congressional Research Service, 2018). That this reflects the long-

range focus of the program should be clear – but it should also be seen as a tangible 

demonstration of the future preparedness and overmatch through advanced and 

emergent technologies discourses that have been uncovered so far. This innovation 

was expected, in the LRRDP literature, to secure future DoD objectives upon 

maturation as the explicitly long range future component of the DII (Pellerin, 2014).  

It is also noteworthy that 2030 figures regularly as a landmark future point in 

various historical antecedents of this kind of future planning. For example, in the 

Centre for a New American Security (CNAS) report ‘20YY: Preparing for War in the 

Robotic Age’ (discussed further in chapters Four, Six and Seven of this thesis), Work 

and Brimley sought to locate their own project as an heir to the Warfare 20XX 

wargames. These wargames began in 1995 and continued until December 2000. They 

were waged in a future where the key technological and strategic trends had led to a 

future of interstate war characterized by widely proliferated long-range precision 

strike capabilities and near parity (Work and Brimley, 2014, p. 16). Summarising the 

intent of the project in a War on the Rocks article, Brimley and Scharre (2014) stated:  

The intent was to identify potential new strategic, operational and tactical 

problems posed by the emerging military revolution for further analysis, 

computer simulation and war-gaming, in order to stimulate the development 

of new concepts and organisations within the U.S. armed forces.  
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Crucially, Work and Brimley (2014) offer the following reflection on the future time-

frame of the scenarios:  

The 20XX games […] were set in the unspecified year of ‘20XX’ to avoid 

needless debate over the precise time frame during which the postulated forces 

and capabilities might become available. In practice, however, players assumed 

the games were set sometime between 2025 and 2030 (approximately 30 years 

in the future). 

In terms of advocating for a renewed focus on innovation, the LRRDP places a great 

emphasis on the transformative potentiality of disruptive emergent technologies:  

An examination of military history provides striking examples where an 

enduring advantage over potential adversaries was obtained through the 

introduction of new and innovative systems and technologically-enabled 

concepts that had a disruptive effect on the status quo. By identifying, 

maturing and leveraging key technologies to enable new military capabilities, 

nations have been able to reshape the balance of military competition to the 

advantage of the early adopter of these disruptive technical capabilities.  

(Department of Defense, 2015. p. 2) 

This, again, provides a strong opportunity to trace the stability and evolution over 

time of sociotechnical imaginaries of the future of war. The LRRDP focused on 

developing ‘new and innovative systems and technologically-enabled concepts that 

had a disruptive effect on the status quo’ (Department of Defense, 2015, p. 2). As 

already suggested by the historical lineage presented in the program documentation 

– such as prominent references to the LRRDP of the 1970s – there is an underpinning 

stable belief that technological innovation would foster geopolitical disruption, and 

that through fostering future development, the DoD could ensure that this 

disruption favoured the U.S. .  
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The invocation of similar ineffable necessity is observable in the CNAS 20YY 

(2014) report:  

We are convinced that the transition to this new warfighting regime is no 

longer a matter of if, but only a matter of when […] Our focus must be only 

on preparing for it 

And a similar tone is struck not only in the 2012 Defense Strategic Guidance (DSG) 

and 2014 Quadrennial Defense Review (QDR), but also in contemporary outputs 

from the DoD’s various warfighting and research laboratories. The 2015 Marine 

Corps Warfighting Lab Security (MCWL) Environment Forecast contains no less 

than 17 references to the disruptive potentialities of emerging technologies, for 

example (Marine Corps Warfighting Laboratory, 2015). While the focus on the 

inevitability of technological military transformation – and the urgency to innovate 

that this creates – appears as a relatively stable feature of DoD planning, the 

evolution, stability and re-production of certain key technological fascinations over 

time is equally significant. In alignment with the technology focus of the broader 

DII, the LRRDP was directed towards: ‘space technology; undersea technology; air 

dominance and strike technology; air and missile defense technology, and; other 

technology-driven concepts’ (Department of Defense, 2015, p. 2)  

It was also indicative of the shifts in DoD engagement with what sort of 

innovation was desirable, what scale of change was needed, and how it should be 

fostered. A key motif in both speeches and program proposals was that the program 

sought the active involvement of commercial partners, and there was a 

demonstrated interest in identifying the weaknesses and inefficiencies of the DoD 

innovation enterprise. The early phases of the LRRDP centred on both a strong 

emphasis on the objectives of the program, and on information gathering, through a 

Request for Information (2014b), best viewed as a generative process, with the intent 

being to 
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[…] prepare a report to the Secretary of Defense by mid-summer 2015 to 

inform discussions on a technology offset strategy, our S&T planning and 

next year’s budget deliberations. 

This generative process was explicitly identified as a crucial component of the 

technological evolution of the Third Offset Defense Innovation Initiative.  

An LRRDPP objective is to identify a suite of technologies that would form 

the nexus of a ‘Third Offset strategy’ providing a decade and longer major 

technological advantage to the United States. As part of the broader Defense 

Innovation Initiative, the LRRDPP seeks to explore and develop new 

technologies and approaches to warfighting. 

(Kendall, 2015) 

The focus technology areas are further elaborated in several white papers and 

reports. The most concrete material commitment to these focus areas came in the 

Future Years Development Plan (FYDP), submitted as part of the Fiscal Year 2017 

Defense Budget Request. Linking this explicitly to the LRRDP, Welby (2016b, p. 11) 

told the Subcommittee on Emerging Threats and Capabilities, that:  

The Department’s Fiscal Year 2017 Budget Request was informed by the 

LRRDP study and other associated analytical efforts. The LRRDPP study was 

an effective means of injecting potentially technologically enabled disruptive 

concepts into the Department’s budget deliberations –both to challenge 

current thinking and to provide long-range options for accelerated technology 

maturation for cutting-edge, asymmetric capabilities with the potential to 

enable new operational concepts 

The FYDP represented the first concrete financial commitments to the fostering of 

Third Offset Innovation from the OSD.  
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Secretary Carter [had] identified more than $3.6 billion of investment in FY 

2017 and $18 billion in investment across the Future Year Defense Plan 

(FYDP) to help spur research, development, test and evaluation, and 

procurement of advanced capabilities our military will need to deter and if 

necessary fight and win high-end conflicts in the future. These investments 

directly support the objectives of a Third Offset Strategy. 

(Welby, 2016b, p. 8) 

Once again, the memory of highly effective historical DoD innovation investment is 

mobilised here: 

While relatively modest compared to the Department’s overall program, these 

investments will enable the development of leading-edge, asymmetric 

capabilities and help spur development of operational concepts to counter 

advanced adversaries. This approach is similar to the development and 

implementation of the Second Offset Strategy in the early 1980’s – the initial 

Second Offset Strategy investments were a fraction of DoD’s budget, but they 

ultimately led to the development of the joint guided munitions capabilities 

that have been used in every American conflict since Desert Storm.  

(Welby, 2016b, p. 8) 

And within this $18 billion, several core areas were highlighted: $3 billion was 

earmarked for ‘surface-strike and air-to-air combat to negate competitor investments 

in these areas’; $3 billion for undersea and submarine forces; $3 billion for ‘human-

machine teaming, collaborative decision making, and efforts to disaggregate 

complex systems into many, lower-cost systems operating together to enable 

cooperative ensemble operations,’ and; $1.7 billion for cyber and electronic warfare 

(Welby, 2016b; Congressional Research Service, 2018). Welby also noted significant 

expenditure on wargaming, and on guided munitions renewal.  
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Particularly of interest here are the focuses on human-machine teaming, the 

disaggregation of complex systems and electronic/electromagnetic warfare. The 

development of research in these fields, and the mobilisation of sociotechnical 

imaginaries to advocate for programs of innovation and operational concepts 

enabled by advanced technological capabilities, will be discussed in far greater detail 

in the following chapters. 

In a separate statement to the same Committee, Welby (2016a) gave further 

indication as to how far these concepts, and the imaginaries of how wars could be 

fought and won with emergent technologies, shaped the priorities of the LRRDP, 

and its corollary programs such as Better Buying Power and Reliance 21: 

Future capabilities will likely be increasingly joint in nature; leveraging the 

ability to synchronize simultaneous operations in the space, air, sea, undersea, 

ground, and cyber domains. Emerging tools based on breakthroughs in 

computer science, advanced electronics, novel communications and sensors 

and human-machine interface will enable new operational concepts that will 

enable faster and better decision making, coordinated operations at range and 

across the battlespace by manned, unmanned and cyber operations. 

For the time-being, I note only that there are both stabilities and significant 

transformations in the centrality of these fields in DoD technology planning, and in 

the capabilities they are imagined as creating for the conduct of future war. Despite 

the apparently strong rejection of RMA thinking2 running through Third Offset 

discussion, it is also the case that technological visions and operational concepts of 

the latter-day RMA remained prominent in Third Offset imaginaries. In a 2014 

article for War on the Rocks, Robert Tomes discussed the legacy of the Cold War 

 
2 See, for example Work and Brimley’s rejection of RMA beliefs in ‘dominant battlespace awareness’ and 

‘dominant battle knowledge’ essentially lifting the fog and friction of war (Work and Brimley, 2014; Brimley 

and Scharre, 2014) and Husain and Allen’s insistence that the Third Offset was predicated on a Revolution in 

Human Affairs every bit as much as a (technological) Revolution in Military Affairs (Husain and Allen, 2017). 
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(Second) Offset Strategy in determining not just 1990s’ and early 2000s’ doctrines of 

network-centric-warfare, but also the later emergence of Third Offset programs 

(Tomes, 2014). Indeed, it is possible to trace both technological and institutional 

legacies from programs like Assault Breaker and Follow-On-Forces-Attack (FOFA) 

in the coproductive ideas and technologies of the Third Offset.  

Both programs were finally realised on the battlefields of the Gulf wars in the 

1990s, but the evolution of system-of-system concepts and platforms in response to 

perceived offset requirements continued into Third Offset-era pursuit of human-

machine teaming and robust, resilient disaggregated networks. Assault Breaker is 

also notable due to its status in memory as an example of DARPA-led innovation, as 

well as its long-term evolution into Joint Surveillance Target Attack Radar System; 

while FOFA is notable as a foundation of system-of-systems thinking (Tomes, 2014; 

Hasík, 2014). It should also not be neglected that Frank Kendall was, from 1989-1994, 

responsible for overseeing the development of FOFA (Tomes, 2014).  

2.3.5. Better Buying Power 3.0  

Alongside the LRRDP, Frank Kendall was tasked with leading business practice and 

acquisition reforms. These were touted as prioritising making technology more 

affordable, fostering innovation and shortening the lead time to fielding technology 

– primarily through the evolution of Better Buying Power 3.0 (Carter, 2016b; 

Schwartz, 2014; Kendall, 2015). The 2014 QDR spotlighted the BBP3.0 initiative:  

We are also continuing to implement acquisition reform efforts, most notably 

through the Better Buying Power initiative that seeks to achieve affordable 

programs by controlling costs, incentivizing productivity and innovation in 

industry and government, eliminating unproductive processes and 

bureaucracy, promoting effective competition, improving tradecraft in 

contracted acquisition of services, and improving the professionalism of the 

total acquisition workforce. 
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(Joint Cheifs of Staff, 2014, p. xi) 

Stephen Welby (2016a) stated of BPP3.0 in a Subcommittee on Emerging Threats and 

Capabilities, that:  

Better Buying Power 3.0 principally focusses on ‘Achieving Dominant 

Capabilities through Technical Excellence and Innovation.’ This focus reflects 

the criticality of the research and engineering components of the acquisition 

community in sustaining U.S. technological superiority and emphasizes the 

need to support a strong, effective and productive DoD laboratory enterprise 

to foster continuous improvement across the research and engineering 

community.  

The substantive impact of Kendall’s reforms under BPP3.0 remain difficult to track, 

however. For all the talk of streamlining acquisition, of increased prototyping and 

experimentation to accelerate operational assessment’ and of accelerated testing of 

‘key technologies to advance current and future weapon systems’ (Kendall, 2014a) – 

Kendall was keen to emphasise that 3.0 represented more continuity than change 

from his previous organisation development programs (Kendall, 2015). The 

budgetary allocation of these programs remains similarly hard to trace (Freedberg, 

2014c) but while it is difficult to quantify the precise success of BPP3.0 itself, there 

are certainly a number of proxy markers for the attention given to its objectives 

across the joint forces.  

It is also clear that many of the imaginaries uncovered in the previous chapter 

can be traced through to the white papers, programs and rhetoric of BPP3.0. Frank 

Kendall (2014), speaking at the Southeastern New England Defense Industry 

Alliance’s Defense Innovation Days conference, reflected that:  

We tend to buy high-cost things in small numbers, which means we’ve created 

lucrative targets for somebody to attack. Those can be things like aircraft 

carriers or things like air bases. 
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A focus on resilience as a function of mass, in the case of swarming drones, or on 

survivability of troops and systems-based on disaggregated and robust technologies 

was advanced as both a function and consequence of this focus on drive for fiscal 

responsibility and accelerated innovation. One of the key means advanced in BPP3.0 

for reducing the DoD’s reliance on baroque, complex and high-cost systems and 

replacing them with more agile, resilient and cost-effective technologies was by 

engaging more effectively with smaller, more innovative contractors, and 

accelerating the prototyping, testing and fielding of emergent, innovative 

technologies (Kendall, 2014a).  

The institutional context of these reform efforts – and of announcing new 

organisations and new priorities – must be paid attention to. It is clearly the case that 

DoD efforts towards a more effective or efficient did not begin with the BPP3.0, or 

with the twenty-first century LRRDP. BPP was first announced on 14 Sept 2010 by 

then Secretary of Defense Robert Gates. Its stated objective was to 

to obtain greater efficiency and productivity in defense spending by delivering 

the warfighting capabilities needed for the money available. 

(Defense Acquisition University, 2017) 

While BPP3.0’s increased emphasis on production (of both knowledge and 

technology) represented its close alignment to the LRRDP and DII, it retained many 

of the objectives and targeted actions of both BPP1.0 and 2.0. Similarly, much of the 

proposed effort to deliver better return on investment and enhance productivity of 

warfighting laboratory research and to more deliberately guide DoD-wide research 

and innovation based on joint-requirements was already underway, under the guise 

of Reliance 21.  

Reliance 21 is the overarching framework of the Department of Defense’s 

Science and Technology (S&T) joint planning and coordination process. The 

goal of Reliance 21 is to ensure that the DoD S&T community provides 
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solutions and advice to the Department’s senior-level decision makers, 

warfighters, Congress, and other stakeholders in the most effective and 

efficient manner possible.  

(Department of Defense, 2014b) 

A major contention of this thesis is that epistemic practices matter and that 

sociotechnical imaginaries – including those of how knowledge should be advanced 

and shared and how innovation and research should be fostered – have a 

demonstrable impact on institutional activities and investments and the realisation 

of research projects. Given this, the pre-existence of Reliance 21 does little to alter the 

significance of the heightened focus on innovation reform, and its increasingly 

central location in elite rhetoric. Instead, it offers a chance to trace both the stability 

and change in the sociotechnical ontologies and visions presented across programs 

and over time.  

Perhaps the clearest similarities lie in the identification of existing issues, and in 

the key focus technological areas. The latter will receive more sustained treatment in 

the following chapters; however, the focus technologies demonstrate an evolving 

vision of the types of sociotechnical system that will secure future DoD victory and 

pre-eminence. Human-machine teaming and advanced disaggregated C4I networks 

are prominently noted within the COIs, as are autonomy, advanced electronics, 

electronic warfare and ‘warrior-system integration’ (Department of Defense, 2014b). 

In regards to the former, both programs share the view that existing DoD 

processes could be altered in order to provide a greater ‘return on investment’ 

(Kendall, 2014a). Both programs, similarly, share a view that service warfighting 

laboratories could provide better technology to serving soldiers through a better 

integration of joint-requirements and cross DoD planning and prioritisation. BPP3.0, 

for example, stated that: 
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ASD(R&E) will work with the S&T Executives to develop transition metrics 

to track trends in the productivity of the laboratories for producing 

technologies or products that make it into the hands of the Warfighter (directly 

or through commercial products) 

(Kendall, 2014a, p. 7) 

While also aiming to leverage the Communities of Interest developed as part of 

existing Reliance 21 efforts:  

Services’ S&T Executives will work with the Technology Communities of 

Interest (CoIs) to reduce duplication between the laboratories and measure 

investment changes from year to year, and report changes to the actual 

funding profile, by technical area, annually 

(Kendall, 2015, p. 11) 

The more notable shift in reform comes in the form of a more prominent focus on the 

commercial and corporate sector. While Reliance21 sought to maximise the impact of 

a more directed Defense research infrastructure, BPP3.0 also placed a higher 

emphasis on better leveraging independent research and innovation. 

Independent Research and Development (IRAD) conducted by defense 

companies as an allowable overhead expense is an important source of 

innovation for both defense corporations and DoD. It represents over $4 

billion in annual Research and Development (R&D) spending. Changes in 

legislative guidance and authorities in the early 1990s removed almost all 

DoD supervision of corporate IRAD. Until that time, IRAD had been tightly 

regulated and heavily supervised by DoD. This initiative will improve 

communication between DoD and industry and restore a higher degree of 

government oversight of this technology investment, while avoiding the 

burdensome regulatory environment that existed prior to the early 1990s. 
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(Kendall, 2015, p. 11) 

The DoD, again, in this instance was hoping to obtain the ‘best of both worlds’ – to 

oversee and guide the innovation activity of corporate partners for operational need, 

both now and in the future, whilst also removing layers of bureaucracy. A key 

guiding principle of the Third Offset was that the United States held an ‘unrivalled 

capacity for innovation’ (Hagel, 2014b) and that organisational structures needed to 

engage with this and mobilise it in order to secure, through technology and 

technologically enabled operational concepts, a future that was desirable for the U.S. 

.  

While Defense commentators were keen to note that the Third Offset was not 

simply a ‘DARPA program writ large’ (Hasík, 2014), it is certainly the case that 

DARPA was something of a model for DoD innovation thinking in this period. The 

more avowedly future focused Third Offset made it difficult for Defense leaders to 

not invoke DARPA as an operational model of success. Reliance21 program 

documentation, for example, invoked the decidedly DARPA-like objective of 

developing ‘technology based surprise for our adversaries’ (Department of Defense, 

2014, p. 1). DARPA’s research enterprise is, of course, explicitly focused on 

foundational and potentially transformative projects for the mid- and long-term 

future, however the focus on accelerated innovation as a means to create and 

prevent ‘strategic surprise’ (Prabhakar, 2013; DARPA, 2013) is observable in BPP3.0 

and the broader DII. It can be traced, for example, in the call to increase the use of 

prototyping and experimentation. Kendall (2014a) stated:  

The intent of this initiative is to reinvigorate the use of prototyping and 

experimentation for the purposes of rapid fielding of technologically advanced 

weapons systems, providing Warfighters with the opportunity to explore 

novel operational concepts, supporting key elements of the industrial base, and 

hedging against threat developments or surprises by advancing technology 

and reducing the lead time to develop and field new capabilities. 



98 

 

BPP3.0 and the LRRDP should also be seen as further manifestations of the 

capability-oriented ontology of the future that was discussed earlier in this chapter 

(see, particularly, page 23, pages 43-45). The desire to prioritise innovation efforts 

towards technologies and systems to meet the challenges of future contingency were 

prominent in these programs, and were a priority for the leaders of the Third Offset. 

Secretary Ashton Carter (2016) typified this when he spoke to the CSIS conference in 

2016, highlighting the development of Joint Emergent Operational Needs (JEONs) 

and other programs through the Warfighter Senior Integration Group:  

Ultimately this evolved into what we in the Pentagon today call Joint Urgent 

Operational Needs (JUONs) – or the things we need right away for fighting 

the wars we’re in now – and Joint Emergent Operational Needs (JEONs) – the 

things we need as soon as possible for a conflict that could start tomorrow.  

He also spoke again of the apparently overbearing bureaucracy of the DoD and the 

need to develop agility and enable innovation to secure future military overmatch.  

As I’ve said before, the system is far from perfect, but it has injected some 

badly needed agility into the Pentagon’s notoriously slow bureaucracy – 

agility that I’ve been determined to enhance as Secretary of Defense. And 

DIUx and SCO build on this legacy with their focus on quickly meeting the 

near-term needs of not only today’s, but also tomorrow’s warfighter. 

(Carter, 2016b) 

2.4. An Additional Note on Technology and 

Innovation 

2.4.1. Exquisite and Baroque Technologies 

In the coming analysis, I discuss the notion of ‘exquisite’ technological platforms or 

technological systems a number of times. The precise etymology and provenance of 

‘exquisite’ in the context of the DoDs technological preferences is not entirely clear. 
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What is clear, though, is that the term gained some prominence and was frequently 

deployed during the period under study and appears to have been used relatively 

little before this.  

I do not wish to detail a full inventory of its uses here, as the term is explored 

extensively in context throughout the thesis. I do, however, wish to offer a short 

introduction to the core meanings it was often imbued with, to suggest its central 

role in communicating the imaginaries of the Third Offset, and finally, to 

contextualise it within a discussion of some relevant extant literature.  

Exquisite weapons systems were most often deployed in the imaginaries of the 

Third Offset in order to explain an historic approach that the DoD should seek to 

move away from. These exquisite systems represented the marquee high-end, high-

cost, high-complexity weaponry that the U.S. military had developed over decades. 

Often cited examples included the Navy’s fleet of aircraft carriers – and their 

expenditure on developing new ones – and the F-35, the Joint Strike Fighter that was 

the DoD’s most expensive single program (Hammes, 2020). Chapter Five of this 

thesis explores the contrasting image of a costly, complex system with a long run-in 

time with the arguably more adaptable, lower-cost agile systems that the Third 

Offset advocated for in many instances. The below extract is highly demonstrative 

however:  

The convergence of new technologies is creating smaller, cheaper, autonomous 

weapons that challenge America’s arsenal of few, costly, but exquisite 

weapons. This convergence also presents the nation with an opportunity to 

field forces that are not only more effective, but also cheaper. By focusing on 

weapons systems that can be made platform-agnostic—launching from air, 

sea, or land—the U.S. can forgo the huge expense of many of today’s weapons 

systems. 

(Hammes, 2020) 



100 

 

Similarly, the following statement is taken from the 2013 Unmanned Systems 

Roadmap illustrates how this shift was coproduced and manifest in visions of 

distributed lethality and swarm resilience. It is crucial to also note the close 

interaction of these visions of battlefield effectiveness with issues of innovation 

reform and with budgetary pressures:  

More emphasis on innovative approaches must be given to all future 

unmanned systems development. Unmanned systems open up new avenues 

for pursuing systems that are smaller, lighter, faster, and more manoeuvrable 

and that take more risk than equivalent manned platforms. In particular, the 

ability of unmanned assets to take risks that would not be taken with manned 

assets opens up new CONOPS, such as low-cost, expendable systems that 

trade armor and stealth for quantity. In other words, a fleet of low-cost, 

disposable platforms could survive through attrition rather than through 

expensive, exquisite capabilities. 

(Department of Defense, 2013, p 18) 

The same document also emphasises the future requirement for both 

interoperability, flexible deployment and rapid composability of force (Department 

of Defense, 2013, p 134). Chapters four and five both explore how leading figures of 

the Third Offset advocated for technological projects and sociotechnical reforms that 

centred on these requirements, and how they positioned, frequently, the ‘exquisite’ 

technological solutions of the prior epoch as unsuited to these goals.  

While it is a distinct concept, I briefly argue here that Kaldor’s ‘baroque 

arsenal’ is instructive in contextualising and fleshing out this concept in more robust 

conceptual terms. Kaldor’s 1981 book The Baroque Arsenal is largely an exploration of 

the development of increasingly complex and costly armaments for the U.S. military. 

By ‘baroque’, Kaldor aims to describe the ‘perpetual improvements [to weapons] 
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that fall within the established traditions of the armed services and the armourers’ 

(Kaldor, 1981, p. 4). 

A central thesis of the book is that the complex and costly (exquisite, perhaps) 

weapons and armaments that the DoD has adopted since World War II have 

ultimately become ‘less and less relevant to modern warfare, while cost and 

complexity [have] become military handicaps’ ‘ (Kaldor, 1981, p. 5). Alongside this, 

Kaldor is particularly interested in the military industrial arrangements and 

economic and political incentives that are coproductive of these weapons. The U.S. – 

and most specifically its vast military-industrial complex – is engaged in the 

collective act of ‘ritualistic replay of World War II.’ Defense manufacturers and the 

DoD are continually reproducing more complex versions of the same weapons 

(Kaldor, 1981, p. 95) . This is both the reality and the fantasy of the baroque arsenal, 

Kaldor argues.  

The parallel between these concepts – the baroque and the exquisite – is 

hopefully already clear. Kaldor argues that the perpetual reproduction of these same 

complex technological systems, and their increasing costs, has resulted in a Defense 

innovation ecosystem that is both inefficient and deeply unimaginative. Largely 

similar charges were laid upon the DoDs innovation processes by a number of 

leading figures within the Third Offset  
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Figure I: ‘The Inner Working of the Third Offset,’ taken from a War on The 

Rocks article entitled ‘From Strategy to Execution: Accelerating the Third 

Offset’ (Pavluk and Cole, 2016). The central cogs are described as 

demonstrating a drive to embrace novel modes of innovation and to shift away 

from the staid and slow-paced relationships with established large Defense 

contractors.  
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2.4.2. The concept of ‘sociotechnical reform’ 

Throughout this thesis I refer to the Third Offset as a period of sociotechnical reform. 

In using this term, I intend to straightforwardly capture the coproduction of 

organisational reforms and technological capabilities. This often entails the evolution 

or renewal of technologically centred operational concepts or the development of 

new ways of engaging with or funding innovation programs.  
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3. Closed Worlds and Infinite Universes: 

Uncertainty, Knowledge, Control and the 

Future  
The prior chapter discussed some of the innovation reforms that took place during 

the Third Offset era, as well as providing an overview of the geopolitical and 

technological contexts that shaped the ways that the central visions of the Third 

Offset Strategy were articulated.   

The following chapter provides a discussion of existing literatures concerning  

uncertainty and the socio-technical construction of the future. As well as exploring 

these concepts in extant literature, I further develop the concepts of uncertainty and 

the future as they are deployed in this work and explore some of the contextual 

shifts – with reference to technological capabilities and geopolitical events – that 

shaped their articulation in the imaginaries of the Third Offset. I additionally 

provide a short exploration of some terminology deployed throughout the thesis, 

most particularly: exquisite technologies and sociotechnical reform.  

This fourth chapter of the thesis builds upon the concepts articulated here, and 

develops a theoretical and methodological approach to analyse the ways that 

imaginaries of uncertainty, anticipation and the future informed the development of 

the Third Offset Strategy.  

3.1. Anticipation and uncertainty 
The perceived limits of what can be known about the future, and through what 

means, are shaped, in large part, by the technoscientific capabilities of the present, 

however, they are also shaped by the particularities of a given geopolitical moment, 

and by the ways that actors engage with the meaning and consequences of major 

global events. This is further mediated by the configuration of relations between 

different institutional actors (and the broader social context within which they 
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operate) that either enable or constrain the types of future scenarios they mobilise 

(Nelis, 2000). Chapter five of this thesis analyses the influence of an imaginary of 

uncertainty on the programs of the Third Offset, and indeed, a major component of 

the subsequent chapters is exploring how different technological programs (and 

sociotechnical reforms – to both innovation models and operational concepts) 

created the potential to cope with or master the operational and strategic uncertainty 

that the DoD anticipated.  

While the analysis in these chapters maintains a focus on the character of this 

uncertainty and its substantive effects, it is necessary to reflect beforehand on the 

more general relationality between the social and technical contexts of the present 

with uncertainty and the future.  

The following sections will facilitate a richer understanding of the emergence 

and development of the imaginaries that conditioned the Third Offset Strategy. The 

section begins with a discussion of the effects of some of the major events of the 

early 21st Century, that are frequently referenced in existing literatures as having 

spurred a renewed engagement with the notion that the future may bear unexpected 

surprises. It advances with a discussion of how actors in Western states grappled 

with, and attempted to re-make sense of risk, uncertainty and possible futures in 

light of these events. Following this, the argument progresses by exploring some of 

the ways that International Relations and Security Studies scholarship has discussed 

the rise of uncertainty as a core concept in governance, and suggesting how some of 

this may be traced in parallel evolving DoD discourses. 

3.1.1.Black swans and the politics of possibility 

Shock occurrences, such as the terror attacks on 9/11, the financial crisis of 

2008, or the 2011 nuclear disaster in Fukushima served to challenge much of the 

certainty – about the United State’s domestic security, about the permanence and 

stability of economic growth, and about the safety of complex technological 
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undertakings in materially advanced states – that had underwritten a good deal of 

American security politics in the prior decade. An array of new terminology rose to 

prominence in the first two decades of the 21st Century: ‘unknown unknowns’, ‘low 

probability high impact events’, ‘black swans’, ‘ruptures’, ‘shocks’, or ‘tipping 

points’ all become increasingly significant in political thought (Dunn Cavelty, 2020, 

p 89), and also in the minds of leading DoD figures.  

What is at stake here is rather less whether these events do, in actuality, 

represent a new type of risk. Rather, it is the ways that these events might have 

informed shifts in how risk, uncertainty and danger were conceptualised, and how 

the United States and the DoD argued that security practices and military 

preparedness should be reoriented in light of this. In extant Security Studies 

literature, a great deal has been written about the shift towards pre-emption and 

practices of surveillance in the period following 9/11 (see, for example: Amoore et 

al., 2008; Aradau et al., 2008), and on the rising prevalence of uncertainty and risk 

management as technologies of governance (see, for example: Amoore, 2013; Corry, 

2012; Dillon et al., 2010).  In ‘The Politics of Possibility,’ Louise Amoore (2013) 

advances the argument that governance institutions and national security 

establishments tended, in the first decade of the 21st Century, towards an increasing 

embrace of what she terms the ‘technologies of risk.’ While she does note the huge 

significance of geopolitical events, and the “shock” of 9/11 in making possible a set 

of exceptional measures, including heightened surveillance and pre-emptive action, 

she is at pains to note that the objective nature of risk that had not been altered, but 

rather that the means of calculating risk had changed:  

Put simply, it was not that the risk had changed but that the very calculus of 

risk had changed: it was no longer a matter of containing leaks or assessing 

the probability of future leaks […]  but instead the imperative of action on the 

basis of the future catastrophe of those leaks—action when there is low 

probability but high consequence.  
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(Amoore, 2013, p 57) 

Amoore (2013, p 57) argues that this recalculation meant, in practical terms, a 

shift towards focusing on rather more fundamental uncertainties – or to attending to 

the “horizon of possibility itself.” Events such as 9/11 led security actors in the U.S. 

and elsewhere to focus on what Nassim Taleb termed “Black Swan” events. Taleb 

(2001) summarises these as:  

 What we call here a Black Swan (and capitalize it) is an event with the 

following three attributes: 

- First, it is an outlier, as it lies outside the realm of regular expectations, 

because nothing in the past can convincingly point to its possibility.  

- Second, it carries an extreme 'impact'.  

- Third, in spite of its outlier status, human nature makes us concoct 

explanations for its occurrence after the fact, making it explainable and 

predictable. 

Taleb’s Black Swans, then, sit beyond prediction and probability in a normal sense. 

They are inherently low probability and their occasion is never guaranteed until the 

moment they occur. Nonetheless, the possibility (however small) of these events 

drove further changes in both national security governance and in the DoD, through 

many of the programs discussed in this thesis.   

Expansions of both the capability and range of applications of data and 

measurement technologies further facilitated shift towards radical uncertainty as a 

(pre-emptive) governance logic. The scope of what can (and aught) to be known, and 

how this knowledge should inform the process and legitimacy of decision making, 

has been radically altered by the availability of instruments that are imagined as 

making it possible to generate empirical knowledge about a radically uncertain 

future. The prevalence of risk as a governing technology – and here, Amoore (2013, 
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p. 7) uses technology in a Foucauldian sense – is not indicative of a ‘world risk 

society’ in which ‘potentially catastrophic and uninsurable risks proliferate’. Instead, 

she reflects that risk is a construction, ‘a way in which we govern and are governed’. 

Of particular interest to the present work is Amoore’s (2013, p. 7) implied account of 

risk itself as coproductive in its performance, stating that risk ‘produces the effects 

that it names.’ Writing about the prevalence of the claim that ‘we are entering an age 

of uncertainty,’ Amoore (2013, p. 7) informs us that:  

it is not the case that observable new risks have come into being; what has 

occurred is that society has come to understand itself and its problems in 

terms of risk management. What matters is not so much a question of whether 

or how the world is more dangerous, more uncertain, or less safe but how 

specific representations of risk, uncertainty, danger, and security are 

distinctively writing the contours of that world. 

The technological development programs, innovation strategies, funding decisions 

and sociotechnical reforms that are instantiated in the present are intrinsically bound 

up then, with the ways that conceptions of risk, uncertainty, and management of an 

array of possible futures.  

3.1.2. Incalculable risks  

 Elsewhere in the extant critical security studies literature, Claudia Aradau et 

al (2008, p. 149) have also discussed the relationship between risk and uncertainty in 

early 21st Century governance. Following Nikolas Rose (2001: 7), they classify as, a 

‘family of ways of thinking and acting, involving calculations about probable futures 

in the present followed by interventions into the present in order to control that 

potential future’ They then argue that, whilst risk ‘implies a specific relation to the 

future, a relation that requires a monitoring of the future [and] an attempt to 

calculate what the future can offer, and a need to control and minimize its 

potentially harmful effects’ recent shifts in security governance have instead been 
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characterised by an embrace of ‘ futurity, contingency and uncertainty’ (Aradau et 

al., 2008, p. 149).  

 Critical security studies works on risk and uncertainty have been usefully 

discussed by Olaf Corry (2012). Corry (2012, p 242) traces two groups of risk-security 

theorists that draw from different intellectual lineages in producing their 

assessments:  

One version draws upon sociologist Ulrich Beck’s risk society which claims 

that we are now in a ‘second modernity’ ‘increasingly occupied with debating, 

preventing and managing risks that it itself has produced’. 

He goes on to argue that the risk society thesis has been ‘radicalised further in terms 

of “world risk society”’ further accounting for globalisation, and arguing that there 

has evolved a ‘world society preoccupied with de-localised and so-called 

“incalculable” risks with potentially catastrophic and irreversible damage potential’  

(Corry, 2012, p 242). In the world risk society, Beck (1999, p 2)  posits that :  

the very ideas of controllability, certainty or security – so central to first 

modernity – collapse’. 

 This represents a major challenge to previously predominant accounts of risk 

management and the reduction, through control, of uncertainties. The empirical 

chapters of this thesis will show that such a diagnosis could be offered in analysis of 

the shift towards an acceptance of chronic, pervasive uncertainty and an embrace of 

technologies that were seen as able to ensure the US overmatch in light of it. 

 The second group takes inspiration instead from French political theorists 

Pierre Bourdieu and Michael Foucault. Rather than basing their understanding of 

uncertainty and risk on changes in technology, knowledge-generation and attempts 

to seek security and certainty in a fundamentally uncertain word, they start from the 

premise that risk is itself a rationality of governmentality that works to legitimate 

certain technologies (in the Foucauldian sense) of state power.  
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 In both cases, a central concern is what the authors see as an increasing focus 

on seeking security against risks rather than against threats. Corry’s piece is 

concerned with drawing useful conceptual boundaries between securitisation (as 

understood by the Copenhagen School) and what he terms as “riskification” – or a 

process of advocating for action on the basis of the possible conditions for a threat to 

occur:   

Firstly, the key difference between risks and threats lies not so much directly 

in the perceived gravity of a danger or its imminence or the depersonalised 

nature of it but rather in what kind of causality a danger is constructed in 

terms of.  

In a riskification, the would-be riskifying actor would need to point 

convincingly not to a specific and existing threat, but to the existence of 

conditions of possibility or ‘permissive causes’ of future possible harmful 

events.  

(Corry, 2012. p 246) 

This presents an set of interesting heuristics which can help inform the forthcoming 

analysis of the imaginaries of the Third Offset era. While the thesis does not deploy 

securitisation (or riskification) as a key analytical concept, the degree to which 

leading figures advocated for programs of innovation and reform on the basis of ‘the 

existence of conditions of possibility or ‘permissive causes’ of future possible 

harmful events’ (Corry, 2012) should be borne in mind. Indeed, such an analysis can 

usefully inform the way we understand the emergence of key sociotechnical 

imaginaries that shaped to Strategy.  

It is worth, at this point, noting that the treatment of uncertainty in academic 

texts in the early 2000s, does not necessarily imply that these texts were strongly 

influential in shaping the minds of contemporary policy makers and Defense 

leaders. Indeed, mainstream accounts of International Relations, the variety far more 
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likely to be encountered by many within either the White House or at the top of the 

Department of Defense, were largely unconcerned with the problem uncertainty and 

its relation to grand strategy or military power in the first decade of the 21st Century 

(Katzenstein and Seybert, 2018, p 3-8). Despite this, it is still possible to trace a rising 

concern with uncertainty, complexity and speed, and the need for resilience and 

adaptability, in DoD documents produced (at an array of different levels) from 

around the turn of the millennium onwards.  

Strategic Studies scholars have relied on a general distinction that risks can be  

estimated using probabilities, while uncertainty cannot (National Intelligence 

Council, 2012). Whilst much of this thesis is devoted to studying those within the 

DoD that were convinced that the U.S. was facing a uniquely “complex and 

dangerous world” (Popescu, 2016, p 70) in the second decade of the 21st Century, it is 

also the case that many defense leaders and strategic studies scholars remained 

sceptical of what they termed the ‘cult of complexity’  (Popescu, 2016, p 71). 

Christopher J. Fettweis (2014) argued that strategists should continue to “assess 

realistic risks and allocate scarce resources according to the most likely threats of the 

future.” He further argued stated that paying too much attention to uncertain 

exigencies would likely entail ‘enormous costs, in both resources and opportunity, 

for the US’ at a time when it in fact enjoyed relative safety.  

Chapter Five of the thesis provides a more thorough empirical investigation of 

the evolving imaginary of uncertainty in the Third Offset era, and traces some of the 

ways that this imaginary informed the innovation projects and sociotechnical 

reforms of the period. Similarly, Chapter Two presented an initial discussion of how 

some of the broader reforms in cultures of innovation and imaginaries of agility and 

adaptability were important contexts for the emergence of the Third Offset. While 

uncertainty, pervasive risk and the need for both resilience and adaptability were 

increasingly prominent and influential organising principles across government and 

industry, a full discussion of the scale of this cultural shift is beyond the scope of this 
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thesis. The work’s approach to causality is discussed in more detail in the following 

chapter on theory and methodology, however it is worth noting at this stage that 

these broader societal engagements and prominent cultural events can rightly be 

understood as possessing a constitutive relationship with the development of the 

Third Offset.  

 This relationship can be explicated in a number of different ways. Katzenstein 

and Seybert, for example, in their work on uncertainty and protean power, refer to 

the importance of attending to ‘constitutive effects’ that are productive or generative 

in a (sometimes) non-linear fashion. These effects are not a ‘rival to causal 

explanation, but simply an alternative to the neopositivist focus on cross- case 

covariation’ (Katzenstein and Seybert, 2018, p 20). In pursuit of these explanations, 

they argue that research should emphasise: 

‘how” questions, understanding, descriptive inference, and constitutive 

analysis, on the one hand, with “why” questions, explanation, causal 

inference, and causal analysis, on the other. 

(Katzenstein and Seybert, 2018, p 20) 

The present work also takes on the task of asking many of the types of “how” 

questions noted above in exploring the development and impact of ideas about 

uncertainty and how it might best be managed during the Third Offset. The 

following chapter will lay out the theoretical approach – Sociotechnical Imaginaries – 

and explain how it is deployed in order to understand the interplay of socio-

technical structure and agency in the development of new ways of thinking and 

remaking the world during the period under study. Attending to broader social 

changes and trends, as well as more stable historical political, economic or ideational 

structures, is a key element of this approach. The context provided in the prior 

sections helps locate the specificity of sociotechnical reforms and the importance of 

both individual and shared visions of what ought to be done, and how innovation 
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might be best directed, within a broader and richer set of sociotechnical structures 

that inform their development.  

3.1.3. Radical uncertainty and protean power 

In their 2019 volume Protean Power: Exploring the Uncertain in World Politics, Peter 

Katzenstein and Lucia Seybert (Lucia A. Seybert and Katzenstein, 2018) chart the 

ways that, despite the apparently turbulent events of recent years, and the 

(rhetorical, at least) acceptance of uncertainty by leading political figures, 

mainstream International Relations scholarship has steadfastly refused to engage 

with problems of the unknown or the unexpected. Writing about this refusal to 

attempt to make sense of the uncertain in world politics, Katzenstein and Seybert 

(2018, p 3) state:  

Steadfastly, they hold on to the assumption that the world is dominated by 

calculable risk. If only we could accurately map and measure all of the 

different components of power, we would know the probabilities of outcomes, 

at least in principle.  

They draw attention to two causes for this failure to consider and account for 

uncertainty. Firstly, they note that scholars have focused, almost exclusively on 

existing control power capabilities, and have overlooked ‘the actualization of 

potential capacities’  (2018, p 4) and what they term protean power. The authors 

(2018, p 4) define protean power as:  

The effect of improvisational and innovative responses to uncertainty that 

arise from actors’ creativity and agility in response to uncertainty. 

Their concept of protean power is keenly relevant to the analysis in this thesis. 

Indeed, the DoD’s efforts to embrace uncertainty and ensure overmatch through a 

range of adaptable and resilient technologically enabled operating concepts, and to 

distribute both command and lethality, can be seen as reflecting some of the 
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characteristics of the concept. Table I below, provides an overview of how protean 

power can be defined in contrast to a more standard description of power as control.  

 

Table I is reproduced from Katzenstein and Seybert, (2018, p 10) 

It should be noted, however, that the uncertainty embracing technologies and 

innovation projects in the Third Offset era were by no means indicative of a DoD 

acceptance of a loss of control, or a desire to cede American military superiority. 

Instead, they represented an engagement with the inexorability of uncertainty, both 

in operational contexts and the wider security environment and a drive to develop 

technologies and operational concepts that were resilient, adaptable and lethal in the 

face of this uncertainty.  

 Elaborating further on their theory of protean power, Katzenstein and Seybert 

(2018, p 4) argue that mainstream  IR scholars have, in their preference for risk as 

way of accounting for possible bad outcomes, overlooked ‘the pervasiveness of 

uncertainties not amenable to probability calculations.’ There are two points I wish 

to draw out here that are of particular relevance to the present thesis. Firstly, the 

authors note that ‘unexpected changes or shocks are not exogenous to how power 

relations unfold, but to how our theories depict them’ (2018, p 4). This draws 

attention to the ways that different ways of conceptualising risk, uncertainty and 
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control serve as devices through which actors seek to understand and to impose 

order on the world and the future. Throughout this thesis, imaginaries of uncertainty 

are shown  to have been mobilised in order to advocate for particular programmes of 

innovation or reform. At the same time, these imaginaries also served as a means of 

explaining, legitimating, or making legible a certain vision of the challenges facing 

the DoD, and particular visions of technological possibility to address them. This is 

discussed throughout the empirical chapters, and most notably in Chapter Six, in the 

analysis of human-machine symbiosis.  

 Secondly, they relate the distinctions between how power seeks to act upon 

measurable and controllable risk and how it must act upon uncertainty. Rather than 

conceiving of a straightforward binary, the authors propose a continuum between 

two poles - risk and (radical) uncertainty (Lucia A Seybert and Katzenstein, 2018) – 

and posit that political actors experience events or challenges as occurring 

somewhere on the spectrum between these two poles. Efforts to respond, prepare 

for, mitigate or overcome these challenges are characterised as representing uses of 

either ‘control power’ or ‘protean power’ (2018, p 4). The figure below, taken from 

their 2018 volume, describes this set of interactions.  

 That ‘innovation’ is described as the key characteristic of practices of protean 

power should not be ignored. Innovation, in reference to both specific technological 

projects and broader sociotechnical reforms and the development of operational 

concepts, will be discussed throughout this thesis. Indeed, the prior chapter has 

already offered some initial discussion of how DoD perceptions of broader shifts in 

innovation practices (in the civilian world) informed efforts to reforms the culture of 

innovation within the DoD. The arguments developed in the coming chapters will 

explore how an imaginary of innovation as a particularly American characteristic 

was key in informing the development of Third Offset era programmes. In this 

sense, the capacity for adaptability and free-thinking at an individual level were seen 

as core to the DoD’s visions of human-machine teaming (page 197, and throughout 
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Chapter Seven); while the U.S. innovation ecosystem was imagined as possessing 

unique latent capability. In both cases, the analysed texts communicate a sense that 

these latent, but near-intrinsic capabilities, were ready to be harnessed and required 

only the reforms to incumbent processes to be enacted. This dichotomy is discussed 

throughout the thesis, but particularly in Chapter Two, and in Chapter Four.  

Figure II is reproduced from Katzenstein and Seybert, (2018, p 33). It 

illustrates a spectrum of relations between different conceptions of uncertainty 

and risk and different modes of power  

Katzenstein and Seybert’s concept of radical uncertainty aims to capture the 

‘unknown unknowns’ that evade prediction or probabilistic calculations. Meanwhile 

their protean power focuses on the centrality of innovation and striving towards 

adaptability and resilience in the face of the unexpected. The present work takes up 

an analysis of these same phenomena, and explores the ways that understandings of 

uncertainty informed the types of innovation that were envisioned. The concepts 

developed and deployed in this thesis can be seen as informed by Katzenstein and 

Seybert’s analysis, however, it also makes additional contributions beyond the focus 

of their work. The most significant of these is that the work brings together 

discussions of how grand strategy, power relations between near-peer adversaries, 
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and state-society relations with an analysis of how technological capabilities both 

shaped conceptions of uncertainty and were proffered as means to address it.  

The following sections advance the discussion of how technological changes, 

alongside geopolitical events, impacted shifts on how the DoD articulated its visions 

of the future. I begin by reflecting on how the interaction of social and technological 

concepts shifts the horizon of possibility in terms of what might be known about the 

future, and how it might be acted upon. Following this, I propose the idea of a shift 

from a ‘closed world’ to an ‘infinite universe’ in DoD imaginaries of uncertainty and 

the requirements it created.  

3.2. Uncertainty, future knowledge, and what 

might be known  
The prior sections have drawn attention to some of the ways that engagements with 

risk, uncertainty and the contingency of the future evolved during the 21st Century, 

how these shifts have been discussed in the existing literature, and how they might 

have informed the imaginaries of the Third Offset era. Additionally, Chapter Two of 

the thesis discussed some of the ways that the DoD characterised the threat posed by 

China’s increasing military power. In the following section, I lay out some initial 

work reflecting on how these shifts informed the articulation of future imaginaries of 

uncertainty and potential policy action.  

Wenger and Cavelty et al (2020), in the concluding chapter to their edited 

volume on the politics and science of the future, reflect that the changing balance of 

geopolitical power in the 21st Century has had a significant impact on the ways that 

future visions are articulated by state institutions. This appears to be borne out by 

the shifting towards imaginaries of the future as both highly uncertain and highly 

competitive in the Third Offset. They write:  

It is in fact the emergence of alternative visions of the future in the East, 

especially in China, that provide a major impetus for the renewed political 
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interest in the future. Competing and sometimes clashing visions of the future 

need to be increasingly negotiated at the global level and integrated not just 

into national policy but into global governance systems (Simandan 2018). 

This situates the future as a contested object of politics firmly on international 

relations and security studies territory 

(Cavelty et al., 2020, p. 230) 

The authors also reflect on the way that social and technological contexts interact in 

ways that shift both the temporal horizon of policy making and the scientific supply 

of future oriented knowledge. They capture the process of these interactions in the 

figure reproduced below.  
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Figure II. ‘The current context of future-oriented thinking.’ Reproduced from 

Andreas Wenger, Myriam Dunn Cavelty and Ursula Jasper ‘The politics and 

science of the future’ (Cavelty et al., 2020, p. 230). The figure demonstrates 

the mutually coproductive interactions of science and technology with politics 

and society – displaying how these elements continually co-evolve as new 

conceptions of the future and new future potentialities.  

Of particular relevance for the present work is their emphasis on the ways that 

social, technological and political changes ‘are influencing and are influenced by 

new tools of future knowledge creation’ (Cavelty et al., 2020, p. 232). The authors, 



120 

 

drawing particular attention to computing capabilities and AI note that while new 

technologies may make a contribution to an apparently rising scientific interest in 

the future, they also ‘create major uncertainties as regards their technological 

implications (safety, transparency), their social implications (biased decision-

making), and their political implications (totalitarian surveillance)’ (Cavelty et al., 

2020, p. 232). 

Perhaps more significantly than the particular anxieties provoked by the 

uncertain trajectory of a particular category of technology, however, is the ways that 

technological advances and evolutions on policy and practice have coproduced new 

engagements with the future – expanding the boundaries of what is conceived of as 

possible and what might be prepared for, as well as how technology can attain or 

proscribe these possibilities. The authors note particularly that:  

the stellar ascendancy of the concept of resilience across many fields of public 

policy and global governance reflect that policymakers are aware of the limits 

of future knowledge. In a world of risk and uncertainty, policymakers […] 

prepare for non-linear developments, focusing on how best to rebound in 

unavoidable crises and learn in a decentralized mode. 

(Cavelty et al., 2020, p. 232-3) 

Again, the prevalence of these modes of thinking is borne out in the analysis 

conducted in this thesis. The DoD will be shown to have moved towards a 

conception of the future operational and strategic environment as endemically 

uncertain, and to have oriented a much of the sociotechnical reform and 

technological innovation programs of the Third Offset around the notion that 

embracing this uncertainty would itself represent a form of preparation. Where 

prediction had become impossible, resilience and the ability to respond to 

innumerable contingencies became preferred.  
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At the same time as these ideational shifts, it is important to attend to the role 

that advances in technological capability and in scientific knowledge have on the 

relationship that different actors have with the future. Theorists such as Gilles 

Deleuze, Bruno Latour and Michael Serres have, in various ways, spoken about how 

the technological advances of the 20th and 21st century have collapsed, or at least 

modified, temporal distance in much the same way that they have altered physical 

geographic boundaries (Brown, Rappert and Webster, 2000, p. 33-35). Evolution in 

both the scientific tools with which we may measure the world, and the affective 

technologies through which we may strive to shape it, necessarily impact upon 

epistemological and ontological engagements with the present and the future.  

3.2.1. Of closed worlds  

Paul Edwards’ ‘The Closed World’ (1997) has become a canonical text for scholars 

interested in technoscience and warfare. In it, Edwards (1997, p. 12) defines the 

closed world as such:  

A ‘closed world’ is a radically bounded scene of conflict, an inescapably self- 

referential space where every thought, word, and action is ultimately directed 

back toward a central struggle […] Closed world plays are marked by a unity 

of place 

Edwards notes that the closed world originates in the literary criticism of 

Sherman Hawkins. However, his own invocation of the concept is less concerned 

with literature, and far more on the political and discursive formations of the Cold 

War. He offers ‘the closed world’ instead as both a category of discourse centring on 

the sociotechnical practices of systems thinking and computation. He notes the 

following features and elements:  

1. Techniques drawn from engineering and mathematics for modelling 

aspects of the world as closed systems.  
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2. Technologies, especially the computer, that make systems analysis and 

central control practical on a very large scale.  

3. Practices of mathematical and computer simulation of systems, such as 

manufacturing processes and nuclear strategy, in business, 

government, and the military.  

4. Experiences of grand scale politics as rule governed and manipulable, 

for example by means of the power of nuclear weapons or of Keynesian 

economic intervention.  

5. Fictions, fantasies, and ideologies, including such visions as global 

mastery through air power and nuclear weapons, global danger from 

an expansionist ‘evil empire,’ and centralized, instantaneous, 

automated command and control.  

6. A language of systems, gaming, and abstract communication and 

information that relied on formalisms to the detriment of experiential 

and situated knowledge. This language involved a number of key 

metaphors, for example that war is a game and that command is 

control 

(Edwards, 1997, p. 15) 

 

Edwards’ defining characteristics of closed worlds are instructive for the present 

inquiry. I will move on, momentarily to further discuss the ways that his exploration 

of metaphors and fantasies provide analytical traction for the study of future warfare 

visions in the Third Offset. For now, I wish to focus more on the ways that his closed 

world describes the coproduction of technological capabilities and ways of ordering 

and modelling the world (and the future) in ways that are both comprehensible and 

appealing. Computing as well as computational and engineering-based approaches, 

that enable actors to conceive of problems as closed systems form a central part of 

Edwards analysis. Antoine Bousquet (2009, p. 122) discusses Edwards’ work 
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extensively in The Scientific Way of Warfare), reflecting on the congruence between 

Edwards’ Closed World and his own cybernetic warfare metaphor:  

Within this conceptual framework, uncertainty, and unpredictability — chaos 

in other words — are understood as information deficiencies and thus 

susceptible to be overcome by the appropriate deployment of negentropic 

information/communication technologies and computerised simulations of 

conflict. 

Honing in on the processes of coproduction at play in the formation of these 

world ordering devices, Bousquet (2009, p. 123) highlights the ways that 

computational technologies fostered an imaginary wherein the Cold War – as both a 

geopolitical and social reality – became ‘finite, manageable and computable’ 

Remaining with the centrality of this coproductive process for the time-being, I wish 

to argue that the futures proffered by many of the leading figures of the Third Offset 

can be marked by a shift away from the ‘closed world’ and towards ‘the infinite 

universe.’ 

3.2.2. … And infinite universes 

The infinite universe is, similarly to Edwards’ Closed World, an image borrowed 

from a rather unlikely source. Rather than finding inspiration in the pages of a 

literary scholar studying the typologies of Shakespearean plays however, my own 

concept is drawn from the rather neglected writings of Alexandre Koyré (1968). 

Koyré is remembered as a philosopher of science, though it is likely that his earlier 

work as a historian of religion influenced his efforts to study modern science 

through the heuristics of religiosity and metaphysics. 

In 1959, Koyré presented a series of lectures at The Johns Hopkins University, 

and these would later be collated in the monograph The Closed World and The Infinite 

Universe. In the text, he explores the rise of early modern science and the shifting 

perceptions of the world from Nicholas of Cusa through to Isaac Newton. He 
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introduces his argumentation about the shift from a closed world to an infinite 

universe as follows:  

This scientific and philosophical revolution […] can be described roughly as 

bringing forth the destruction of the Cosmos, that is, the disappearance, from 

philosophically and scientifically valid concepts, of the conception of the world 

as a finite, closed, and hierarchically ordered whole […] and its replacement by 

an indefinite and even infinite universe which is bound together by the 

identity of its fundamental components and laws, and in which all these 

components are placed on the same level of being.  

(Koyre, 1968, p. 34) 

I will keep my engagement with Koyré’s philosophy brief. What I wish to 

commandeer from his text is the argument that the scientific advances of Galileo and 

Newton (amongst others) were productive of broader changes in epistemological 

and affective engagements with the world. The scope of what could be known, about 

what kinds of objects or phenomena, and how these could be directed by human 

agency and tools was, Koyré suggests, radically altered by changes to scientific 

theories of the universe.  

Transferring this device to the present object of concern, I wish to argue that 

the U.S. military technoscientific contexts of the early 21st Century can be understood 

as producing a new mode of engagement with both what could be known – 

(un)certainty – and how this could be addressed through technological innovation 

and sociotechnical reform. The centrality of this shift towards ‘an infinite universe’ 

of possibilities will be discussed throughout the empirical chapters of this thesis.  

The infinite universe speaks also to the shifting away from a system of 

centralised command – even a highly sophisticated and technologically advanced 

system such as proposed under Network-Centric Warfare – and towards a 
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distributed and notionally less hierarchical system of operations. Compare, for 

example, this commentary on the character of Network-Centric Warfare (NCW).  

[The information age] brought with it an illusion or panacea that it might be 

possible to exercise control from the centre after all, that new information 

systems, and ever greater bandwidth and computing power would enable 

command to be controlled,’ and that, somehow, technology could, in itself, 

create the necessary interaction across the layers to enable automated control, 

that processes could be controlled through automation and it was only a 

matter of devising yet more capable computers and information systems. 

(Atkinson and Moffat, 2005, p. 170) 

Chapter Five of this thesis analyses, in detail, the proposals for distributed lethality 

that were central to the Third Offset Strategy. I wish to argue here, the infinite 

universe is instructive in capturing the shift from efforts to obtain an omniscience 

over a range of potential future contingencies, towards a conception of the future as 

intrinsically uncertain and unknowable. This shift in characterisations of what could 

be known, and how, during the Third Offset-era followed essentially the same broad 

process as that which Koyré argues occurred with Enlightenment discoveries of the 

earth’s place in the cosmos. A shifting horizon of technoscientific capability served to 

coproduce a parallel shift in the horizon of future possibilities, and the relationship 

between the present and the future.  

Distributed lethality, by its very nature, the wider distribution of both offensive 

and decision-making capabilities. This, in turn, necessitated a move away from prior 

hierarchically networked warfare command iterations (Clark et al., 2020; Donoughue 

et al., 2021) and towards distributed and resilient command networks, like those 

advocated by DARPA’s Distributed Agile Submarine Hunting and Squad X 

programs (Walker, 2017), and in the Naval forces shift towards the distributed 
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offensive capabilities required by an ‘if it floats, it fights’ mantra (Freedberg, 2015a) 

and the fielding of Hunter-Killer Surface Action Groups (Rowden et al., 2015).  

The infinite universe also captures the temporal flattening of the future that 

was discussed earlier (page 117 – 118 of this thesis). Nowotny (1996, p. 51) has 

argued that the uncertain transformative potential of a number of contemporary 

technological innovations has changed how technologies shape and mediate 

societies’ relationships with the future, such that the ‘temporal category of the future 

is being abolished and replaced by that of the extended present.’ 

Wenger et al (2020, p. 3) have also noted that advances in scientific and 

technological capabilities have expanded the spatial and temporal horizons of the 

future while also coproducing a broader expectation of how a state or institution 

might seek to govern or manage this future. In this thesis, I explore how 

technological advances and shifts in the sociotechnical imaginaries of uncertainty 

and technological possibility were manifested in new engagements with what could 

be known, and what could be prepared for or overcome, in an expansive and 

contested future.  

With the dawn of modernity, foreseeing and preparing for possible future 

developments became a key task for policymakers, bureaucrats and scholars 

alike. Today, future knowledge offers the administrative basis and justification 

for state intervention and societal, military and economic planning.  

(Wenger et al., 2020, p. 4) 

Indeed, the Third Offset did not mark an end of horizon scanning, forecasting or net 

assessments. It did however, it will be argued, see a shift towards a deeper and more 

central focus on uncertainty as a defining characteristic of the future, both as a 

general category and as a feature of operations therein.  

The importance of changing technological capabilities for influencing 

engagements with certainty and the future is reflected in the figure on page 84. This 
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figure also demonstrates the coproductive interactions of the political and social 

world with the technoscientific in producing visions of future possibility. The 

availability of new analytical and technical tools alters an actor’s conception of 

knowability, which at the same time might shape the development of new tools, 

procedures or policies, in a similar way to that discussed by Amoore in her Politics of 

Possibility. The shifting horizon of what can be known of the future and how 

knowledge and unknowability may be engaged with via technology, is explored 

throughout the analytical chapters of the present work.  
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4. Sociotechnical Imaginaries, Contested Futures 

and the Coproduction of Military Innovation 
 

The opening chapters of this thesis have provided an overview of the objectives and 

methods of this research project, as well as giving an overview of what the Third 

Offset Strategy was and what senior figures within the DoD intended it to 

accomplish. The previous chapter presented a discussion of uncertainty as a socially 

and technologically  informed concept. Epistemological and ontological 

engagements with uncertainty, knowledge and the future were shown to be shaped 

by recent historical events, practices of governance and changes in forms of scientific 

knowledge generation and commercial activity, and by advances in technological 

and scientific capabilities. These elements were argued to have coalesced, promoting 

a shift in the DoD’s fundamental engagement with both the range of possible 

contingencies that the future held, and the mechanisms through which these might 

be made legible or be acted upon. This, I have argued, constituted a shift from prior, 

more predictive approaches predicated on striving for omniscience; and towards a 

prioritisation of adaptability and resilience, and a number of innovation programs 

designed to enable this.  

The following pages will explore and explain the theoretical approach that is 

employed throughout the research in order to conduct the analysis of the Third 

Offset Strategy as a historical period of sociotechnical reform. This chapter will, 

ultimately, seek to demonstrate how the approach taken in this thesis – 

sociotechnical imaginaries – is able to usefully interrogate and understand the 

evolution and significance of this shift within the DoD during the period under 

study. Imaginaries are presented as a means to reconcile both macro-level 

transformations in how uncertainty were conceived with the more specific level of 

agency and practice, and to explore how their interactions coproduced new 
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discourses of innovation, imaginaries of technological possibility, and material 

sociotechnical reform.  

The sociotechnical imaginaries framework was developed by Sheila Jasanoff 

and Sang Hyun-Kim (2009, 2013, 2015).  The framework analyses the production of 

political order and public policy through collective imaginaries of science, 

technology, and politics: Imaginaries, are defined as:  

collectively held, institutionally stabilized, and publicly performed visions of 

desirable futures, animated by shared understandings of forms of social life 

and social order attainable through, and supportive of, advances in science and 

technology. 

 (Jasanoff, 2015, p. 19). 

These imagined futures both justify investment, research and development in 

science and technology and legitimate their creators and performers (nation states, 

powerful institutions or companies, expert bodies, domains of expertise). 

Importantly,  the sociotechnical imaginaries framework seeks to understand locally 

and temporally specific socio-technical practices within the context of a wider social 

and historical account of modernity  (McCarthy, 2021, p. 297).  While sociotechnical 

imaginaries place a significant focus on investigating how sociotechnical orders are 

produced by nationally, locally or even institutionally specific imaginaries, rooted in 

distinctive cultures, and shaped by particular and specific political and normative 

preferences, the framework also emphasises the importance of ‘existing historical-

structural influences on the course of socio-technical development’ (McCarthy, 2021, 

p. 297). Imaginaries then, are ways of both sense-making and world-making, 

communicating shared understandings of both what is and what ought to be.  

The chapter will begin by reviewing some of the existing relevant literature 

concerning warfare, technology, innovation and the future. These sections will 

explore how scholars, particularly within the traditions of critical Security Studies 
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and Critical War Studies have developed analyses of warfare as constituted through 

socio-technical interaction. They will also, importantly, provide an overview 

discussion of how these scholars have engaged with the theories and approaches of 

Science and Technology Studies (STS), and how security and war scholarship has 

developed various accounts of the social and cultural shaping of technology. The 

opening sections will also discuss some of the extant scholarship in International 

Relations that has explored the role and significance of imaginaries, in one form or 

another.  

This review of existing literature serves two purposes: firstly, to better locate 

the present work within the broader canon of scholarship that it aims to contribute 

to, and; secondly, to allow later sections of the chapter to more clearly articulate the 

specific strengths of sociotechnical imaginaries for undertaking this enquiry. The 

second section of this chapter will focus on exploring the specificities of the 

sociotechnical imaginaries approach, discussing how the framework draws 

imaginaries into processes of the coproduction of science, technology and 

innovation. These sections will provide an explanation of the approach developed in 

this thesis, whilst also exploring how DoD imaginaries of innovation and of 

uncertainty are manifest at different scales, at different levels of abstraction or 

focused application, and with reference to different relational elements.  

4.1. Approaches to understanding warfare as 

socially and technologically coproduced 
Mainstream and strategic studies-oriented accounts of technology in International 

relations  have been accused of focused on far too narrowly on charting the impact 

or efficacy of certain landmark technological advances. Similarly, they have 

generally viewed technological change as an exogenous factor to military practice 

and have often highly deterministic in their conceptualisation of both how 

technology appears, and how its constitutive effects can be understood. In this 
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literature, the origins of technological innovation are rarely questioned, and cultural 

variables are generally only treated in terms of the extent to which they facilitate or 

impede the adoption of inevitable changes in the practice of warfare. 

Columba Peoples argued, in his 2010 book Justifying Ballistic Missile Defense 

that, for a field that was ostensibly so concerned with technologies, International 

Relations had been simultaneously guilty of maintaining ‘a particularly emaciated 

conception’ of the substantive consequences of their development, usage, and of 

their relationship with either the political or social world (Peoples, 2009b). In the 

same volume, Peoples draws upon the prior work of Critical Security Studies scholar 

Wyn Jones, making the argument that the ‘traditional approach to security studies 

has also shown an alarming tendency to fetishise technology, specifically military 

hardware.’ This fetishization, he argues, has led to a consequent lack of sustained 

reflection ‘beyond rather superficial speculation about the pace of technological 

change’ and ‘the deeper issues concerning the nature of the relationship between 

technology and society are hardly ever addressed’ (Jones, 1995, p. 5).  

 The extent, and significance, of the relationship between technology and 

warfare is often taken for granted to the extent that, many commentators have come 

to the view that technology is the central determinant of military power (Bousquet, 

2017a). Antoine Bousquet (2017, p. 165) notes that some a certain strand of 

scholarship has argued that:  

one can trace major transformations in the practices of warfare to the 

emergence of key technological innovations. 

Bousquet (2017, p. 166) notes that military historians have attributed radical changes 

in military strategy throughout history to the introduction of new technologies. 

However, he goes on to note that while these accounts of the primary causative 

power of technology may be compelling, they in fact rest on an overly simplistic and 

parsimonious treatment of the historical record. More significantly, though, they 
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represent rather ‘impoverished’ understandings of the nature of both technology 

and technological change. Technology, in these accounts is  treated ‘as a “black box”, 

a primary explanans whose nature is itself inexplicable’ (Hall and De Vries 1990: 

506).  

Peoples is similarly concerned by the ‘black-boxing’ of technology in many 

Realist or Strategic Studies of military development, warfare and international 

relations. These works, he charges, have relied on an understanding of technology 

that ‘has been confused, crude and unreflective’ as a result of the fact that ‘strategists 

have paid almost no heed to work in the fields of the history of science and 

technology’ (Peoples, 2009, p. 12).  

Thankfully, recent work from scholars developing critical approaches to 

security have taken a far more sophisticated stance on the relationship between 

technology, society, the state and warfare. This work has taken a variety of forms 

and identifies its origins in a broad range of existing literatures. Peoples notes 

(Peoples, 2009, p. 13):  

Critical approaches to security, broadly conceived, set out to assess the taken-

for-granted realms and objects of enquiry within strategic and security 

studies. Hence, an important constituent of this effort is a conceptualisation 

that ‘recognizes the mutual implication of technology and culture – a 

conceptualization that recognizes their dialectical interdependence rather than 

collapses one into the other or draws strict dividing lines between them’  

Efforts to unpack the ‘black box’ of technology in recent years have worked to 

develop a richer understanding of military technology, largely through engagement 

with literatures from outside the disciplines of international relations. A number of 

different approaches to exploring the relationship between technology and society 

have been adopted, explored and synthesised into the study of military technology. 

Indeed, even the prevalence of the notion of a technological ‘black box’ in the lexicon 
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of the field is testament to this – with the term originating in the work of Bruno 

Latour, the scholar responsible for developing Actor Network Theory. The concept 

straightforwardly describes a black box as ‘whenever a piece of machinery or a set of 

commands is too complex’ or where its ‘internal workings are hidden and no longer 

matter for those who use it and the way it is used’ (Latour 1987, p. 3). 

 Indeed, STS-informed work in critical security studies has become 

commonplace. Beyond this, much (but not all) of the broader canon of IR scholarship 

has similarly embraced these perspectives in recent years. A particularly useful 

overview of the trends in, and intersections of, STS with IR is provided by McCarthy 

(2017) in the introduction his volume Technology and World Politics. McCarthy (2017, 

p. 12) notes:  

Science and Technology Studies presents epistemological, ontological and 

methodological points of engagement with International Relations. 

Broadening our understanding of science as a human practice entails 

describing the success or failure of scientific and technological endeavours in 

constructivist terms. 

Studies at the interface of IR and STS have explored the complex assemblage of both 

novel and existing sociotechnical devices in the infrastructures facilitating global 

financial markets (Bernards and Campbell-Verduyn, 2019), and; the railroad 

industry, its interactions with military strategy and the diffusion of technological 

ideas across sectors and states (Herrera, 2006), have greatly enriched scholarship in 

the field. Alongside the aforementioned overview provided by McCarthy, there have 

been other efforts to trace the interactions between STS and IR, for example in Ruth 

Knoblich, Mariana Carpes and Maximilian Mayer’s (Mayer et al., 2014) edited 

volume on the Global Politics of Science and Technology. This volume further contains 

exemplary studies of such studies, including work on property rights (Archibugi 

and Filippetti, 2014), biotechnology (Jasanoff, 2014) and hydrocarbon logistics 

(Hugill, 2014). Further work by Mayer and Acuto (Mayer and Acuto, 2015)has 
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investigated the Global Governance of Large Technical Systems and this provides a 

demonstrative example of work at the juncture of STS and IR might examine the 

relationship between global governance and global infrastructure. 

 A number of works from critical security scholars have sought to better 

understand the new models of warfare, novel practices of surveillance (Aradau, 

2017), biometrics (Ceyhan, 2008)or nuclear politics. These scholars have turned, 

mainly, to Actor Network Theory (ANT) to investigate and reconceptualise 

‘materiality’ in these security practices (Aradau 2010; Srnicek et al. 2013). Multiple 

studies of the border as a site of security reproduction have been taken inspiration 

from ANT and other STS approaches (Salter 2007; Schouten 2014). Harrington and 

Englert (2014) have developed research investigating what they term the 

ambivalence towards nuclear technologies in nuclear politics.  

The present thesis focuses on military innovations during a major technological 

and doctrinal reform project in the 21st Century. However, the work proceeds from 

the premise that the technological projects and innovation programs of the Third 

Offset Strategy can only be properly understood if they are properly seen as a 

constituent part of a wider sociotechnical context. Bousquet, again, reminds us that 

by studying these sociotechnical assemblages ‘we can begin to draw out the complex 

interdependencies and co-constitutive interactions that make up the war machine’ 

(2017, p. 177). 

In the following pages, I draw out three themes in the existing critical, STS-

informed literature on warfare, society, the state and technology. In each instance, I 

focus on developing the theme as it relates to the empirical analysis in this thesis, 

and the conceptual apparatus that emerged throughout the analysis. 

4.1.1. Military Imaginaries and Imagined Wars  

Within the extant literatures on warfare, security and technology, the realm of 

collective imaginaries has received relatively little attention, until recent years. The 



135 

 

idea of an imaginary appears in passing in a number of texts, but sustained 

treatments of the imaginary, or studies organised around the core concept of 

imaginaries, have been few and far between. I wish to discuss here a number of 

works that provide useful reference points, in various ways, for the present research.  

Recent scholarship has delivered several rich studies of the relationship 

between imaginaries, military practices and warfare. Sean Lawson’s (2011)  study of 

military imaginaries explores two case studies - of industrial-mechanized warfare 

and network-centric warfare - through the lens of an expanded version of 

articulation theory. His work argues that: 

military imaginaries often serve to define and link conceptions of science, 

technology, society, economy, war, and military organization, thought, and 

practice into a unified image of the larger security environment – that is, the 

military imaginary. 

(Lawson, 2011, p. 41) 

These military imaginaries can be well conceived as unifying concepts, or even as 

devices that enable their users to make science, society and military organisation 

legible as interlinked concepts. These create a unified image that ‘shapes the 

military’s observations, decisions, and actions’ (Lawson, 2011, p. 41). Much like the 

imaginaries approach that is latterly developed in the present work, they appear also 

to function as mediators of assessments of the ontological and the normative – the is 

and the ought. Leaving aside the theoretical innovations of Lawson’s approach, his 

examination of two case studies of technologised modes of warfare illuminates that 

Western military imaginaries often share a narrative structure that:  

Privileges co-periodized over intercalated change among the elements of the 

articulation, resulting in the phenomenon of antagonism as such serving as a 

generic form of exigency or threat that can be used to justify military 

modernization and even the use of force. 



136 

 

(Lawson, 2011, p. 41) 

Lawson’s work provides a number of incredibly valuable insights, but perhaps 

foremost among them is his means of exploring the relationality between 

socioeconomic factors - particularly innovation and the development of knowledge 

in the civilian world – and the mobilisation of military technological development. 

This interrelation is mediated by a particular conception of the relationship between 

science, society, technology and the military that results in the identification of 

hazard or antagonism in the possibility of uneven, or non-synchronous development 

of systems.  

 In his case studies, Lawson (2011, p. 44) observes the articulation of a common 

narrative structure underlying both theories: 

• The socioeconomic system has undergone massive changes as a result of 

changes in science and technology. 

• Military technologies, thought, and practice are out of sync with these 

changes.  

• Technology-induced socioeconomic change has led to both vulnerabilities 

and opportunities, which combine to require the military to play ‘catch up’, to 

get itself in sync with larger socioeconomic changes by mirroring those 

changes within itself. 

• Mirroring those changes involves adopting the technologies behind larger 

socioeconomic changes and looking to the sciences as tools for understanding 

the socioeconomic system and guiding the conduct of military forces. 

Western (specifically American, as per his case study) military imaginaries  

consistently articulate that the development of science, technology, economy should 

be congruent and co-periodised with developments in warfare and military practice. 

When socioeconomic change is perceived as more rapid than military development, 
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a ‘generic form of exigency’ is interpreted , and this is mobilised in order to justify 

changes in military technology, doctrine, and organization (Lawson, 2011, p. 44). 

 Considering the relevance of this for the present study, it is certainly possible 

to interpret some of the articulation of urgency and advocacy for sociotechnical 

reform as being predicated upon the intercalated, non-unified nature of U.S. 

technological developments. Indeed, much of the anxiety expressed in the 

justification for the strategy rests upon notions of how far the DoD has fallen behind 

civilian research in both research (particularly with regards to ICT) and in practice 

(especially in relation to Silicon Valley).  

 While these intra-state aspects of  the significance of co-periodisation is 

development and change are vitally important. Lawson’s work also draws us 

towards the significance of how the unevenness of development in the international 

sphere. Indeed, echoing some of the arguments advanced in Chapter Two of this 

thesis, the straightforward existence of a state that was outside of what the U.S. 

perceived as a stable network of interconnected states, was enough to motivate the 

mobilisation of a threat narrative that required (often novel modes of) military 

development to ensure its neutralisation.  

Placing her own work in the lineage of Kaldor’s Imaginary War, Joelien 

Pretorius (2008) explores military isomorphism through the development of a 

security imaginary. Pretorius (2008: 117) has defined the security imaginary as ‘that 

part of the social imaginary that deals with the understanding of the security world 

and in turn makes security practices possible’. Security imaginaries concern how 

‘security and insecurity (or threat) […] are constructed through the fixing of 

meanings to things, an identity to “the self” and others, and the relationships that 

are thus instituted’ (Pretorius, 2008: 100) 

 Pretorius builds an argument for utilising the heuristic of the security 

imaginary in efforts to understand the relationship between modes of military 
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development and the national self-image of various states. While her primary 

objective is to understand ‘the phenomenon that weapons and military strategies 

begin to look the same across the world,’ in doing so she offers an exploration of:  

[the] circular construction of public mind and military self-understanding 

occurs through military images/propaganda as well as through economic and 

social restructuring to mobilize the resources needed to develop or acquire a 

military model.  

(Pretorius, 2008, p. 103) 

There is a clear echo here of the contention advanced by Carvin and Williams (2014, 

p. 1) in the opening pages of Law, Science, Liberalism and the American Way of Warfare, 

that the United States has been guided, since the 18th Century, by two broad 

imperatives: ‘to be an example of liberty to the world and to maintain this role and 

protect itself by maintaining absolute security’. The analyses throughout this thesis 

will explore the ways that the DoD’s technological visions were conditioned by the 

requirements for forces that were not only lethal, but that were also geared towards 

moral and legal infallibility through technological mastery.  

Also of relevance for the present study is Pretorius (2008, p. 112) clarification 

that her security imaginaries are not a straightforward co-option of the social 

imaginary to the security realm.  

The notion of a security imaginary is not simply an extension of the concept 

‘social imaginary’ so as to apply it to the study of security, but instead refers 

to that part of the social imaginary as ‘a map of social space’ that is specific to 

society’s common understanding and expectations about security and makes 

practices related to security possible. 

Much the same should be said of the imaginaries deployed in this thesis. My 

objective is not to perform a simple grafting of the topic of warfare onto the 

sociotechnical imaginaries approach. Instead, imaginaries are deployed as a means 
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to explore the co-constitution of social and techno-scientific worlds in their 

orientation towards the development of military technological programs and 

sociotechnical reforms.  

Mary Kaldor (1990) provided a vivid analysis of the Cold War as, 

fundamentally, an ‘imaginary war’. She argued that the notion of conflict between 

East and West – between the USSR and the United States – was largely predicated on 

the fostering and maintenance of an ideological animosity in the collective political 

imagination. However, Kaldor’s (1990, p. 6–7) argument should not be misread as 

interpreting the Cold War as purely ideational. Instead, she argues that: 

Each system, at least in the imagination, threatened the very existence of the 

other. It was a struggle between good and evil of epic proportions. And it was 

substantiated by a real military confrontation and, indeed, real wars in remote 

parts of the world. 

The imaginary war – the conceiving of a geopolitical moment as one of military 

polarisation, ideological adversity and good against evil – was at once a consequence 

of interpretation and mutually re-constitutive of that interpretation. The 

understanding of the world Kaldor argues, ultimately became the reality of the 

world, with material effects in policy, technological development and sociotechnical 

reform.  

The resonance of this interpretation with the aforementioned idiom of 

coproduction should be immediately apparent. Where Kaldor has argued that U.S. 

and Soviet officials’ understandings of their geopolitical environment went a good 

way towards ensuring that this understanding became manifest in the realities of 

policy, budgets and weapons programs, we can reflect on Jasanoff’s (2004b, p. 2-3) 

assertions that ‘coproduction is shorthand for the proposition that the ways in which 

we know and represent the world […] are inseparable from the ways in which we 

choose to live in it.’ 



140 

 

We may also reflect here on Kaldor’s proposition of ‘modes of warfare.’ Kaldor 

(1982) developed the concept of the ‘mode of warfare’ as a means of interrogating 

the logics of warfare, and the relationality between moments of military conflict and 

the broader long- and short-term totality of preparations for them. She presented 

Clausewitz' ‘insights into the totality of relations between war preparation, war and 

battle as the moment of realization’ (Shaw, 2000, p. 174) as analogous to a Marxist 

interpretation on the mode of production within an economy – wherein the process 

of production culminates in realization through (military) exchange. The differences 

(and similarities) between the character of realisation in production and warfare are 

of little relevance to the present work. Kaldor’s insistence, however, that ways and 

means of combat must be understood as both a product and a driver of the economic 

and political contexts and objectives that give rise to them, is highly instructive.  

Martin Shaw (2000, p. 175), in his thoughtful review of Kaldor’s writings on the 

matter, offers the following as an example of this process of military and societal co-

constitution:  

From the mid-nineteenth century, the institutions of warfare fed off industrial 

capitalist society, creating (by late century) mass armies fed by conscription 

from increasingly disciplined workforces; militarist politics fed by mass parties 

and a mass-circulation press; as well as mass-produced weaponry in distinct 

state-protected military-industrial sectors (MacNeill, 1982).  

In turn, these processes led to powerful state machines with capacities to 

mobilize economy and society for war. In Kaldor's (1982a) terms, the 'mode of 

warfare', having fed off the 'mode of production', came in turn to dominate 

and shape it, in statist war economies and statist politics, both totalitarian and 

Keynesian-reformist. 

Seen alongside the prior discussion of Kaldor’s work on imaginary wars, there is 

again an opportunity here to trace the outlines of a concept that is not entirely 



141 

 

unrecognisable as a sociotechnical imaginary. Coproduction and sociotechnical 

imaginaries provide means to develop this type of social and materialist history of 

military-economic relations into a structured analysis of how military technology 

development (and accordant organisational reforms) were shaped by visions of what 

was possible and desirable, and how modes of warfare should be seen as 

coproductive of political objectives and national social imaginaries.  

Benjamin Meiches (2017) speaks of ‘the set of imaginaries linked to the 

practices of warfare.’ While his invocation of the imaginary is fleeting, it is worth 

considering the context within which it appears. Meiches (2017, p. 20) allows us to 

consider the relationship between the goals of warfare (including the moral limits 

that are set upon it) and the development and functioning of a weapon in a way that 

is, while not linear, is certainly very direct and clearly coproductive.  

Weapons not only transform the activity of war as means but also enable the 

social formation of war as a consequence of their potentialities. […] As the 

ideal end of conflict, weapon agency is present in the set of imaginaries linked 

to practices of warfare.  

The technologies that a war is fought with, then, are both representative and 

productive of the potentialities and desires of the ‘social formation’ – or service 

branch, institution, or state – that develop and use them. Mieches terming of 

‘weapon agency’ is particularly of interest here, in that it allows us to reflect on the 

particular characteristics of human-machine interaction in warfare that are implied 

by the development of (more) intelligent military technologies and the deeper 

integration of human and technological systems in the operational models of Third 

Offset imaginaries.  

Meiches argues in favour of ‘conceptualising weapons as agents that foster 

human desires’ while also noting several challenges for a fuller realisation of this 

task. Particularly of interest here is his attestation that: 
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Reprising weapons as agents of desire offers another interpretive mechanism 

for explaining the rise of discourses and processes of securitisation since 

weapons, to varying degrees, introduce humans to new affective potentials. 

Security is thus a discursive construct, but one that weapons stimulate.  

(Meiches, 2017, p. 23) 

The constitutive effect of advances in military capabilities – in for example, 

computation, networking, communication or neurotechnology – in shaping the 

imaginaries of military possibility is a key element of work developed in this thesis. 

Understanding the ways that the possibilities of a contemporary mode of warfare 

often mark an evolution of historical material capabilities and tracing elements of 

stability and disruption in the sociotechnical imaginaries that guide technological 

change is advanced as a valuable contribution to the task laid out by Meiches.  

Imaginaries of military futures are simultaneously also sociotechnical 

imaginaries, encoded with visions of how desirable worlds can be made through 

war – and of what a ‘good war’ looks like. By focusing on sociotechnical imaginaries, 

we can begin to ask how the relationships between science, technology and the 

means and purpose of war are collectively imagined by actors within U.S. defence 

leadership, and strategic, doctrinal and technological military institutions.  

Advanced science and technology projects are often framed in such a way 

that they are closely intertwined with nation-building projects that reaffirm what a 

nation stands for (Jasanoff 2005, 1995; Vogel 1986; Brickman et al. 1985). Again, we 

can advance this observation further – noting its particular resonance for discussions 

of warfare and military technological projects. Indeed, if we follow Tilly (1985) in 

reminding ourselves of the intimate relationship between ‘war-making and state-

making’, we are able to encounter the often uncomfortable truth that war is a 

generative force like no other. While undeniably destructive, bloody and violent, it is 

through wars that states often seek to secure economic or political resources, or 
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increasingly, to pre-emptively seek domestic security – in short, to pursue their 

vision of what is good and to proscribe what is dangerous. 

As a culture, we often celebrate the power and potential of the individual 

imagination – and with some justification – lauding especially those who promote, 

or appear to create, transformative or radical visions of the future. Imagination, 

though, is not just the preserve of the visionary but also operates intersubjectively – 

uniting members of a community in shared perceptions of futures that can and 

should (or shouldn’t) be realised. It is this – the collective imaginary – which I am 

interested in exploring further. 

Considering how this focus on the individual imagination relates to military 

technology development, or to the future of warfare provides valuable insight into 

the ways that military imaginaries and sociotechnical projects are coproduced not 

just with reference to inter-societal differences, but across scales within societies. 

They further show how longer term and more stable structures or geopolitical 

relations might interact with the specifics of individual agency. We might begin by 

considering how the histories of victorious campaigns and landmark battles very 

often centre on the contribution of a great general – a leader who, through talent and 

experience, was uniquely able to foresee the challenges of the operational landscape. 

Writing about the ways in which a military leader must be able to think through and 

envision the future, Lt Colonel Paul Yingling (2007) has stated:  

To prepare forces for war, the general must visualize the conditions of future 

combat. To raise military forces properly, the general must visualize the 

quality and quantity of forces needed in the next war. To arm and equip 

military forces properly, the general must visualize the materiel requirements 

of future engagements. To train military forces properly, the general must 

visualize the human demands on future battlefields. 
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This is not to advance an argument that militaries – the U.S. specifically – develop 

technologies in some kind of neutral or purely reactive context. In fact quite the 

opposite. Rather than extending a narrowly strategic interpretation of threat 

identification and necessitated response into the future, my interest is in 

interrogating that practice that Yingling refers to: visualising. Or as I will more 

accurately come to conceptualise it: imagining. When we look at the imagination – as 

a  social practice – we’re able to take a sustained look at ‘what goes into’ these 

visions of the future battlefield. Rather than technological and future-oriented 

imagination residing only in the minds of individual scientists and engineers, I 

contend in this work that the promises, visions, and expectations of future 

possibilities are embedded in the very practices of organisation (Fujimura 2003; 

Kitcher 2001; MacKenzie 1996; Marcus 1995); and they inform and shape trajectories 

of research and innovation (Hedgecoe and Martin 2003; Brown et al. 2000; Kay 1993). 

‘Technoscientific imaginaries’ – as these expert visions are often termed –  are 

not only tied to particular scientific or technological projects. Rather, they are almost 

always imbued with an implicit understanding of the social world— for instance, 

who  the public is, what the public good (or bad)is, and how science and technology 

can serve public needs (Wynne 2005; Fortun and Fortun 2005; Fortun 2001). In this 

sense, we can see that military technological imaginaries are similarly conditioned 

by considerations of the social and political world: what policy goals are desirable; 

what level of force is appropriate to use in achieving them; who has the right to 

safety from military violence; and how can technologies secure or proscribe these 

ends?  

The idea that collective imaginaries not only exist, but are important 

sociocultural forces, shaping (variously) identity, social relations, desires and 

aspirations and morality, has its roots on the philosophy of Emile Durkheim and 

Max Weber. Most notable in the history of thought on collective imaginaries are the 
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works of Benedict Anderson (1983), Charles Taylor (2004) and Arjun Appadurai 

(1990).  

Taylor (2004, p. 24), for example has defined his modern and social imaginaries 

as so: 

 By social imaginary, I mean something much broader and deeper than the 

intellectual schemes people may entertain when they think about reality in a 

disengaged mode. I am thinking, rather, of the ways people imagine their social 

existence, how they fit together with others, how things go on between them 

and their fellows, the expectations that are normally met, and the deeper 

normative notions and images that underlie these expectations 

This imaginary, for Taylor, entails an array of common understandings and practices 

based on a sense of what is real, and rejects the idea that politics is determined solely 

by deliberate and rational actions. Perhaps more immediately resonant to the 

arguments in this chapter, is the following reflection on the imagination, offered by 

Appadurai (1996, p. 31): 

No longer mere fantasy (opium for the masses whose real work is elsewhere), 

no longer simple escape (from a world defined principally by more concrete 

purposes and structures), no longer elite pastime (thus not relevant to the 

lives of ordinary people), and no longer mere contemplation (irrelevant for 

new forms of desire and subjectivity), the imagination has become an 

organized field of social practices, a form of work (both in the sense of labor 

and of culturally organized practice) and a form of negotiation between sites of 

agency (‘individuals’) and globally defined fields of possibility. 

Reading this, it is possible to begin engaging with the imagination not only as the 

site in which action is conceptualised, but as the staging point for future possibility 

and how, through (technological) action, it may be realised.  
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The social sciences and humanities have gradually recognised that the 

imagination (or the capacity to imagine) is a crucial, constitutive element in social 

and political life. Rather than being seen as the realm of fantasy or naiveté, 

imagination has come to be seen as an important cultural resource that enables new 

forms of life. Imagination helps produce collective systems of meaning that enable 

the interpretation of social reality (Castoriadis 1987) and it forms the basis for a 

shared sense of belonging and attachment to a political community (Anderson 1983); 

it provides the gaze through which ‘the Other’ is constructed and represented (Said 

1978); and it guides the simplification and standardization of subjects so as to control 

them more efficiently (Bowker and Star 2000; Scott 1998). 

Imagination then, can be best understood as ‘an organized field of social 

practices.’ The collective imaginary operates in itself as a collective social fact, and 

serves as a key component in the making of social order (Appadurai 1996; Taylor 

2004). The term ‘sociotechnical imaginaries’ is deployed in the present work as a 

means of capturing these multiple dynamics, whilst also engaging specifically with 

the imagining of socio-technological futures and remaining cognisant of the ways in 

which extant technologies, as well as imagined future technologies, can frame, shape 

and delimit these imaginaries.  

Vivienne Jabri (2010) has gone further, in arguing that war is always ‘emergent 

from conditions and practices in distinct social formations, while being at the same 

time constitutive of their sedimentation and transformation.’ Just as cultural factors, 

shared understandings, political directives and norms determine the form that war 

takes – its conduct and narratives – so too is war implicated in the social, political, 

and economic conditions of the societies it affects.  

Viewed through the prism of sociotechnical imaginaries, states can be said to 

envision certain desirable futures –  both with reference to political, economic and 

security outcomes, and to the technologies and modes of war that could or should be 

used to achieve them. These imaginaries may be co-produced by social formations 
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and technological capabilities. They serve as both reference points in the descriptions 

of the present and as discursive mechanisms with which to guide future-oriented 

technology policy.  

Indeed, it is worthwhile noting the fundamental importance of language, 

words and the capability they provide to both formulate images of the future and to 

convey them to others. Among the many wonderful contributions made by Lewis 

Mumford (1967) in his ‘The Myth of The Machine’ was the observation that, 

throughout history, the progress of science and technology was enabled and 

preceded by the ability of humans to first develop language and then to utilise 

language as a creative and generative force. Drawing his readers’ attention towards 

the potency of speech acts for bringing forth the world (and changes within it), 

Mumford (1967, p. 96) offers a number of creation myths as exemplars:  

Thus the God of Genesis, like Ptah, performed no actual labour in creating the 

universe. He merely said: ‘Let there be light!’ and there was light. 

His argument continues: 

The 'myth of the machine' would have been inconceivable, and its operations 

impracticable, without the magic of language and the formidable increase in its 

power and scope through the invention of writing. 

In acknowledging the critical contribution of language to technology itself, one 

need not deny that this may nevertheless have ultimately slowed up the whole 

process of invention. 

(Mumford, 1967, p. 96) 

Mumford’s arguments about the precedence of language over technology are 

presented here solely as an additional exploration of how the realm of what may be 

termed the social interacts with and influences the technological. Furthermore, it 

provides a useful demonstration of the necessity of taking discourse, speech and 
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rhetoric seriously when analysing the way that futures are constructed through 

technologies.  

4.1.2. Innovation, Imaginaries and Security Studies 

Sociotechnical imaginaries frameworks have been deployed by a small number 

of security and international relations scholars in recent years. Contributions have 

included studies of imaginaries of energy security (Berling et al., 2022), power 

relations and digital technology (Chenou, 2019) and American imaginaries of 

innovation (and its relation to foreign policy) (McCarthy, 2021a; McCarthy, 2021b). 

These scholars each note, in one way or another, that STS approaches, and 

sociotechnical imaginaries in particular, can contribute to new understandings of the 

role of technology in global politics by more richly capturing the nature of techno-

social interactions. Chenou (2019) notes that the approach allow for the ‘material 

infrastructure needs to be analysed together with the social superstructure instead of 

assuming the prevalence of one or the other.’ 

Daniel McCarthy has noted the overlaps – in both objects of concern and 

theoretical stance (cf. McCarthy 2021a; Jasanoff 2015a) – between sociotechnical 

imaginaries and securitisation theory. The approaches, he argues both emphasise 

different aspects of discursive or rhetorical closure in order to alter the political 

status and issue or contestability of a claim:  

political and security issues are framed and concretely materialised in socio-

technical institutions, including the framing of political problems as 

‘technical’, a form of rhetorical closure that differentiates ‘political’ from ‘non-

political’ spheres of society, setting boundaries around, for example, 

democratic participation (Jasanoff and Kim 2009; McCarthy 2015, 52–53, 99–

100; Hansen and Nisenbaum 2009, 1166–1168).  

At the same time, McCarthy (2021a) notes that the sociotechnical imaginaries 

framework is distinct in focusing on how ‘an already-accepted differentiation of 
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spheres of technology and politics are either contested or maintained through 

security politics.’ 

In developing their analysis of how ‘energy security cannot be analysed as an 

exclusively objective condition but is better understood as an intersubjective 

phenomenon,’ Berling et al (2022) turn to sociotechnical imaginaries as a means of 

exploring how imaginaries of energy security can be productive for both 

technological development and societal discourses. They conduct a cross-national 

comparison of energy security imaginaries in Norway and Ukraine. The authors 

note that the sociotechnical imaginaries literature has convincingly argued that  

‘promises, visions and expectations of future possibilities are embedded in the social 

organization and practices of science and technology’ (Jasanoff and Kim 2009: 122), 

and that these visions are usually imbued with implicit understandings of what is 

good or desirable in the social world writ large (ibid.: 122‒23).  

Berling usefully alerts the reader to one of the particular strengths of the 

sociotechnical imaginaries framework – that it allows us to explore how 

sociotechnical imaginaries convey meaning not solely about their object of concern 

(in this case, energy security), but also implicitly or explicitly about societal values, 

preferences and judgements about what a good future ordering of the world looks 

like. Integrating imaginaries with work on national narratives (Hansen and Waever, 

2002), the authors focus primarily on the nation and national narratives and their 

interrelation with discourses of energy security and their co-production within 

nationally specific sociotechnical imaginaries.  

Imaginaries of innovation are of particular importance for the present work. 

Practices of technological innovation are ‘necessarily embedded within larger 

historically enduring ecosystems of innovation and their attendant forms of political 

order, at local, national, and global scales’ (McCarthy, 2021a). Imaginaries of both the 

discrete projects of innovation and of the broader structure and practices of 
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innovation in a given context are also important constitutive elements of political 

order and authority McCarthy (2021a) notes:  

Knowing how a given institutional order empowers specific social actors such 

as scientists, engineers, or corporate CEOs to undertake practices of 

innovation remains the necessary first step in tracing out networks of socio-

technical action 

Sociotechnical imaginaries frameworks allow for an analysis of how stable structures 

and contextually specific and agential factors interact in order to re-produce and 

uphold these orders. Echoing the earlier cited work of Columba Peoples (Chapter 

Two) on ‘ways of thinking’ and U.S. military innovation, McCarthy (2021a) further 

notes that the significance of ‘sedimented worldviews’ and imaginaries about the 

relations between ‘innovation, science, industry, development, basic and applied 

research, state and society.’  

 Sociotechnical imaginaries allows for an analysis that draws insights into the  

role of ‘collectively imagined forms of social life and social order reflected in the 

design and fulfilment of nation- specific scientific and/or technological projects’ 

(Jasanoff and Kim, 2009, p. 120). Importantly, it also seeks to understand the 

interaction between of particular and localised practices of technological innovation 

are the larger historically stable ecosystems of innovation and other social, political 

and economic structures – whether local or global in scale. Accounting for 

sociotechnical imaginaries of innovation in the study of security politics or military 

technology development means broadening the focus of such studies away from a 

narrower concern with military necessity, efficacy or a more narrowly conceived 

strategic culture, and towards an appreciation of political cultures of technological 

innovation (McCarthy 2021a).  

McCarthy’s analysis of American National Security Strategy (NSS) statements 

uncovered that threats to American primacy in technological innovation were 
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framed in classic national security terms as ‘a threat to the foundation of American 

economic strength and, subsequently, its national power.’ Certainly, the analysis in 

the empirical chapters of this thesis appears to confirm such an analysis, as does the 

work of Lawson, discussed earlier. McCarthy links this threat framing to both 

contemporary articulations in the NSS and to larger, longer term cultural and 

ideational factors in order to draw out some of the structure-agency interactions that 

the sociotechnical imaginaries framework in interested in interrogating. Just as 

Carvin and Williams linked the American way of war with the Enlightenment roots 

of the foundation of the United States, McCarthy highlights the significance of 

foundational national identity claims and their intermingling with sociotechnical 

imaginaries of innovation. Speaking of President Barack Obama’s characterisation of 

the innovative and entrepreneurial character of the American people, and his 

reference to the (probably apocryphal) story of Benjamin Franklin’s kite, he notes:  

Popular culture tropes and a mythic presentation of America’s political 

development intermingle to produce a powerful encapsulation of the dominant 

national identity constructed in US socio-technical imaginaries. The reference 

to Benjamin Franklin’s kite ties together innovation with the foundation of the 

American state. In an image that […] suggests that innovation is an essential 

aspect of the national character. ‘Who we are’, in this context, is a political 

community that finds its expression through a specific form of scientific and 

technological innovation. 

(McCarthy, 2021b, p. 205) 

The inter-societal and comparative elements that are implicit in the 

construction of these imaginaries must also be attended to. American cultural 

identity has always been constructed through ‘the relational-comparative register of 

technological culture, with societies framed as modern, traditional, civilised or 

barbaric through American’s contrast of technological artefacts’ (McCarthy, 2021b, p. 

205). Sociotechnical imaginaries of innovation then describe U.S. systems of market-
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led innovation as normatively good, and provide a means to develop shared 

legibility of claims that the U.S. should seek to propagate this means of innovation, 

as well a broader set of American values, around the world. 

Imaginaries draw together macro level political visions with individual 

practices and agency. In relation to American cultures of innovation, McCarthy 

further notes that national and individual self-realisation are intertwined in many 

aspects of the imaginary. Just as the U.S. cannot fully realise its own national essence 

without promoting market-led forms of technological innovation, individual 

American people will be unable to realise their own personal potentiality, unless 

they are provided with the liberty to innovate creatively (within the market).  It is 

worth reflecting, if only briefly, on how this discursive attachment of innovation and 

creativity of the individual and normative notions of both liberation and self-

realisation can inform later analysis on the empowering of warfighters at more local 

scales, and on the development of technologies that empower more soldiers to attain 

coup d’ oiel (Chapters Six and Seven of this work).  

The presence of a (sometimes contradictory) dualism in American defense 

imaginaries of technology and innovation is remarked upon by several of the 

scholars discussed so far (See, for example: McCarthy 2021a, 2021b, Peoples, 2009). 

And this duality can be observed in many DoD invocations of innovation in the 

Third Offset era. American forces are uniquely capable of creativity, and the 

American military is inherently innovative in comparison with its possible 

adversaries, yet in each instance this innovative potentiality needs to be liberated 

from presently existing constraints in order to flourish. The individual warfighter 

needs to be empowered to use their talents through a distributed, rather than 

centralised approach to warfare; and the DoD innovation apparatus needs to be 

liberated from its own incumbent bureaucratic ploddingness. And in each instance, 

an exigency to do so is framed relationally through the inter-societal comparison and 

the injunction that both near-peer competitors and smaller possible adversaries have 
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disrupted the existing balance of technological – and therefore geopolitical – 

relations by developing new ways of war.  

4.1.3. War-making, world-making and military technology 

War is best understood as a sociotechnical phenomenon. This argument is 

predicated not only upon the deep integration of military technological readiness 

into peacetime civilian economies, nor on the above noted increasing 

interconnectivity between technologically advanced warfare and domestic politics – 

but is, in fact, based on a more fundamental conception of society and technology as 

inherently co-constitutive. Coproduction holds that technologies cannot be 

understood as anything other than social, and accordingly that, in modernity, society 

cannot be understood as anything other than technological. This idea is a crucially 

important one – and its relevance for the present research programme requires 

further discussion before continuing – as coproduction provides an entry point for 

the analysis of war as a social and technical phenomenon.  

In this thesis, I understand war as a social and technical phenomenon every bit 

as much as it is a strategic or tactical one. In asking questions about the 

sociotechnical constitution of war, it is a necessary prior that war can – and should – 

be understood in relation to the social and the technological. In regard to the former, 

it is hardly contentious to claim that war – as both a comprehensible phenomenon 

and a particular contemporary practice – is in some way determined by the social 

and cultural context in which it is being understood or enacted.  

Charles Tilly (1985) described a relationship between ‘war-making and state-

making.’ In this argument, Tilly locates the making of war – that is, fighting wars 

and efforts to ‘monopolise the means of violence within a delimited territory’ (1985, 

p. 172) centrally within the process of European state-building. The notion that state-

creation necessitated the creation of a hegemon through the leveraging of violence is 

an oft accepted (though perhaps under-acknowledged at times) one. Historical 

http://internationalstudies.oxfordre.com/view/10.1093/acrefore/9780190846626.001.0001/acrefore-9780190846626-e-352?rskey=IH0Yck&result=3#acrefore-9780190846626-e-352-bibItem-71
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accounts ranging from Max Weber (1978, 54) to Thomas Hobbes (Hobbes, 1996) have 

advanced that the creation of a leviathan is either desirable or inevitable for the 

maintenance of a polity.  

In more recent scholarship, the role of warfare in not only creating or ensuring 

the survival of the state, but instead being an important element of continuously re-

producing it has been explored. In this thesis, I argue that practices and means of 

warfare are both produced by the particular socio-political contexts of the U.S. and 

are constitutive of the types of world society that leaders seek to create. This idea – 

that war is a cultural and societal phenomenon – has been communicated variously. 

Vivienne Jabri (2007) has argued that war is always ‘emergent from conditions and 

practices in distinct social formations, while being at the same time constitutive of 

their sedimentation and transformation.’  

Just as cultural factors, shared understandings, political directives and norms 

determine the form that war takes – its conduct and narratives – so too is war 

implicated in the social, political, and economic conditions of the societies it affects. 

In considering the substantive impact of what we may usefully term the 

coproduction of war and society, it is likely instructive to reflect on Michael Dillon’s 

assertion that:  

It is always profitable to recall that the ways in which states prepare and 

organise themselves for war, and the ways in which their societies 

problematise security, directly reflect the forms of life that they enact. 

(Dillon, 2008, p. 44) 

In arguing that it is necessary to view war as a socially constituted practice, Critical 

War Studies scholars, and particularly Tarak Barkawi, have advanced the ‘war as 

society’ approach. They argue that the evolution of warfare in modernity – in 

particular the intense economic, logistical and technological requirements of western 

militaries from WWII onwards –  have demanded of states that they put themselves 



155 

 

in a condition of permanent war-readiness, able to launch offensives and respond to 

any aggression as swiftly as possible.  

In the U.S. particularly, significant portions of the economy have become 

permanently directed towards maintaining and developing state military capacities 

and readiness. This generalised blurring of war and peace has contributed to making 

evident that the study of war could be greatly enhanced by a more contextual form 

of historical investigation. Thus the approach generally dubbed ‘war and society’ has 

developed a broader understanding of war, concerning itself with the personal 

experience and backgrounds of common soldiers, issues of gender, race, and 

memory, along with the relationships between war, state-building, social change, 

and the disciplining of bodies. 

This approach, as with that undertaken in the present thesis, emphasises the 

cultural and discursive dimensions of war and the military, providing insights into 

how culture frames, organises, and ‘imbues with meaning the use of organised 

violence, along with the impact of military values and experience on the wider 

culture of human societies’ (Bousquet, 2009a, p. 13). My concern in emphasising this 

‘war and society’ approach is in demonstrating that my theoretical development, 

and selected methodologies are predicated on their ability to comprehend and 

examine the connections between war and the social as well as the technological.  

A perhaps overly simplistic illustration of this idea can be seen in the concept 

of Maslow’s Hammer (Maslow, 1966). While most of us are familiar with the phrase 

‘if all you have is a hammer, everything looks like a nail,’ it is rarely deemed worthy 

of further thought. Here, I reflect only on the ways that the hammer, in this instance, 

conditions both the ways the world is understood and the range of responses to this 

world it makes possible. This shouldn’t be mistaken for a deterministic stance – that 

the hammer makes certain courses of action inevitable – rather, that the hammer 

demonstrates, in simplistic form, the idiom of coproduction: that knowledge and its 
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material embodiments are at once products of social work and constitutive of forms of social 

life (Jasanoff, 2004). 

In the introduction to their edited volume Perfecting Human Futures, Tirosh-

Samuelson and Hurlbut (2016, p. 1) reflect that: 

Humans are tool-making animals: making and using tools are expressions of 

being human. Yet technology is a creation of the modern age. Although there 

has never been a pretechnological human society, the figure of ‘technology in 

the sense of scientific technics is a modern invention, emerging in the late 19th 

century alongside the fundamental transformations of social life affected by the 

rise of industrial manufacturing and mass production of consumer products 

All this is to say, that technologies cannot be reduced to simple material objects and 

machines, and that through the technological developments of the last century, the 

very notion of ‘technology’ has become progressively more abstract and slippery. 

Technologies in the 21st century encompass not only human-made devices, but 

complex systems of machines, processes, and techniques that are simultaneously 

social and material. Our wars, much like our daily lives, are embedded in and 

interwoven with technologies that go beyond the tools we fashion and grasp. 

Instead, they encompass the ways we think, the ways we generate, translate and 

communicate knowledge, and the way we view ourselves and our place in the 

world.  

The drone offers perhaps the most readily comprehensible demonstration of 

the extent of the social and material transformations that may be precipitated by 

technology in contemporary war. When speaking of surveillance or bombing 

operations carried out by Predator drones, one talks not only of remote-piloting 

equipment, sensor arrays, wingspans and missile configurations – rather, the 

Predator is an entire assemblage of human and machine components wherein the 

human is integrated into the technological every bit as much as the machine is 
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integrated into the practice of warfighting (Brayton, 2013; Shaw, 2013). Instead of 

being an instrument of war, the drone is better conceptualised as a whole 

sociotechnical system that entails the adoption of new social-technical decision 

making, a technologizing of the laws and ethics of war and evolution of new ways of 

thinking about the geography (and limits) of the battlefield/operational 

environment.  Multiple scholarly treatments have explored the character of this 

sociotechnical relationship, and its interactions with legal frameworks, moral 

standards and the status of warfighters, and the bracketing of political/ethical 

decisions in technical systems (Schwarz, 2016; Holmqvist, 2013; Huelss, 2019).  

Carl von Clausewitz (2010) famously remarked that war is ‘politics by other 

means.’ A coproduction framework helps us recognize that technology is also 

‘politics by other means’. For the analyst, this means that a thorough story of the 

history and use of a technology is necessarily a political one. As coproduction theory 

points out, the development of technologies occurs alongside the development and 

management of social networks, ideologies, and institutions.  

This connection between the ‘political’ or the ‘social’ and the ‘technological’ can 

be witnessed through the interactions of the actors involved. As Rappert has pointed 

out, ‘weapons systems developers often have to spend as much time constructing 

and maintaining their relationship to human actors (politicians, industrialists, senior 

officers, the multifarious forms of “bureaucratic politics”) as they do forging 

physical artefacts’ (MacKenzie, 1995, p. 186) The entanglement of the ‘social’ and the 

‘technological’ is evident beyond research and development processes –  the same 

can be said of the technology that is bought and rules the day.  

Bousquet, Shah and Grove (2019) further develop the proposition that warfare 

is a generative force, while rejecting efforts to need to identify any aspects of its  

fundamentally invariant nature. In their work on ‘martial empiricism’, they reject the 

primacy of foundational ontologies in war scholarship and instead engage in a study 

of war’s ‘incessant becoming.’ Their focus on the polyvalence and specificity of 
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developments in military technology, doctrine and practice is grounded in a radical 

empiricism and aims to uncover the emergent and generative character of war. The 

crucial reflection upon their work offered here is simply that warfare is not only a 

powerful and persistent generative force operating on the world, but is also a 

continually emergent force in a state of ‘becoming’ and re-invention that is shaped by 

the world. Similarly, while the present work certainly does not represent an 

endeavour towards ‘radical empiricism’, it does seek to generate an understanding 

of the social-technological interactions in military innovation that emerges from a 

study of the material, rather than from an underlying premise or accepted 

explanation.  

There area a number of further contributions to an STS-informed and rich 

understanding of the materiality, and social-relationality of weapons and other 

technologies of war. I draw attention to, among other works, how Antoine 

Bousquet’s work on different ‘scientific ways of war’  (2009b) and on chaoplexy 

(Bousquet, 2008)can inform the analysis of the Third Offset’s focus on uncertainty as 

a condition and distributed lethality as a response mode. Similarly, I emphasise how 

the work of Benjamin Mieches, on weapons and desire (Meiches, 2017), utilises New 

Materialist approaches to explore the agency of weapons themselves. This serves as 

a reminder that the material component discussions of coproduction in the thesis 

needs to attend thoughtfully to exactly what kind of coproductive force different 

technologies (and figures of technologies) exert. Bousquet’s further work on ‘The 

Eye as Function of a Weapon’ ( 2017b) further demonstrates the need to account for 

the substantive role of technologies, which themselves may operate as structures, 

shaping or delimiting agency in the present and visions of what might be perceived 

as possible, desirable or knowable in the future.  

Bousquet’s (Bousquet, 2009b) The scientific Way of War is particularly relevant to 

the present work. His work seeks to trace the close relationship between scientific 

discovery and practice, and the techniques of warfighting. Studying the evolution of 
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this relationship over time, he develops a characterisation of four distinct regimes, 

that are ‘characterised by a specific theoretical and methodological constellation’. 

There are, he argues: mechanistic, thermodynamic, cybernetic and chaoplexic. In his 

analysis, the development of each is presented in association with associated with a 

technology that is emblematic of the way of thought: the clock, the engine, the 

computer, and the network respectively. 

The work explores, for example, how thermodynamic objects are less stable 

and  therefore possess a potentiality to ‘break loose’, setting an ‘energetic’ model of 

military manoeuvre. Frederick the Great is noted as the originator of a military form 

of mechanistic technoscience, whilst Napoleon was the foremost figure in the age of 

thermodynamics - introducing both flexibility and autonomy to his military. The 

evolution of chaoplexy and the development of closed systems, ideas about 

distribution of command and Network-Centric-Warfare are discussed in both the 

prior chapter and in the empirical work. In terms of theoretical relevance, Bousquet’s 

work provides a further insight into the importance of attending to evolutions in 

scientific knowledge and practice, and the shifts that they incur in how the world is 

understood and made knowable. These, in both Bousquet’s work and the present 

thesis, are shown to necessarily precipitate shifts in military thinking, particularly in 

relation to how problems of uncertainty and control are conceptualised.  

4.1.4. Imaginaries and Contested Futures 

The prior sections have explored some of the core ideas, and relevant literatures, 

concerning the socio-technical interactions and imaginaries in shaping military 

innovation. The following paragraphs briefly reconnect the study to earlier 

discussion on the future as a site of contestation wherein practices of the present are 

coproduced. The chapter will then move on to a more thorough-going presentation 

of the sociotechnical imaginaries framework.  
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The future has always featured in war scholarship. Most often, it has been the 

subject of informed technology prediction (Brimley and Scharre, 2014; Freedman, 

2017; Scharre, 2018) or posed as a context wherein the extant (or novel) theories of 

warfare can be explored: whether the essential nature of warfare is proved static or 

evolving in the face of technological change (Coker, 2013; Freedman, 2017; Chin, 

2019; Ackerman, Robert, 2015); whether technological and scientific changes will 

shape new operational concepts or modes of fighting (Guha, 2010; Bousquet, 2008; 

van Creveld, 1988) or whether societies will shift their relation with violent conflict 

in response to political or technological changes (Kaldor, 1990; Neumann and 

Wæver, 2005; Der Derian, 2007).  

At the same time, there has been relatively little work that provides a sustained 

treatment of the ways that futures are formed in discourse and practice – or on the 

substantive effect of these figurations of these futures on decision and action in the 

present. Much of the Third Offset lived and died in the realm of still unrealised 

futures. Its major discursive formations coalesced around visions of a future of war 

that was (explicitly acknowledged as) impossible to predict. With this in mind, my 

concern with the future is two-fold.  

Firstly, I am interested in interrogating the evolution of the DoD’s conception 

of its ontological, epistemological, and affective relationship with the future – that is, 

the way that leading figures in the Third Offset characterised what could be known 

of the future (and how) and what technologies they thought of as available to them 

to influence this future. Secondly, I am interested in asking how visions of the future 

come to be constructed, how actors seek to increase the influence of these visions 

and, ultimately, how these visions are mobilised in an effort to realise their content.  

In regard to both of these goals, my interest in this thesis is rather less on 

understanding or assessing the nature or accuracy of predictions, and more on 

interrogating the construction of these futures, and their relations with the 

technologies, innovation programs and sociotechnical reforms of the present. It is 
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instructive here to reflect on some of the remarks made by Brown, Rappert and 

Webster (2000, p. 4) in the introductory chapter to their edited volume Contested 

Futures.  

The purpose of this analysis not the future per se, but the ‘real time’ activities 

of actors utilising a range of differing resources with which to create 

‘direction’ or convince others of ‘what the future will bring’.  

Much like the contributors to that volume, my purpose not to ‘look into the future’ – 

but instead to analyse how the future ‘as a temporal abstraction is constructed and 

managed, by whom and under what conditions’ (Brown, Rappert and Webster, 2000, 

p. 4).  

Echoing my earlier contention that warfare is a generative force, it is important 

to recall that sociotechnical imaginaries concerning the future of warfare serve as 

means of mobilising resources in the present in pursuit of a vision of a possible 

future war. I argue the same of science and technology. The constitution of the future 

in discourse, practice and materiality represents a dynamic process, and the figure of 

the future then performs an important function in shaping practice, discourse and 

materiality in the present. I aim to explore some of the ways that the future of 

science and technology ‘is actively created in the present through contested claims 

and counterclaims over its potential’ and how the constitution of the future itself as 

‘always uncertain’ is itself an aspect of this ongoing process of created (Brown et al., 

2000, p. 5). Brown et al (2000, p. 5) have explained that the future is ‘the future’ is 

‘like all discourses, constituted through an unstable field of language, practice and 

materiality in which various disciplines, capacities and actors compete for the right 

to represent near and far term developments.’ The analysis throughout this thesis 

aims to attend to this coproductive process.  

Efforts to understand the processes through which representations of the future 

are advanced, contested and become adopted go hand in hand with efforts to 
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understand the ways that institutions and actors conceive of their relationship with 

the future, the possibilities of predicting or knowing it, and their ability to affect 

outcomes in moments that have not yet occurred. Sociotechnical imaginaries provide 

an attractive option for exploring these contemporaneous processes as they 

endeavour to explore the ways that visions of the future are constructed through 

interactions of the social and the technological, while also interrogating the influence 

of these future visions on knowledge-making, decision-making and world-making in 

the present.  

4.2. Sociotechnical Imaginaries and 

Coproduction 
The prior sections of this chapter have explored relevant literature in IR and security 

studies, and begun to elucidate some of the theoretical considerations that inform 

the utilisation of a sociotechnical imaginaries framework in the present thesis. The 

sections that follow will more directly explain the theory that is developed and 

deployed in the present work ,whilst also drawing some attention to the ways that 

this work builds upon extant work.  

Sociotechnical imaginaries approaches seek to study the collectively imagined 

forms of social life and social order reflected in the design and fulfilment of nation- 

specific scientific and/or technological projects’ (Jasanoff and S-H. Kim 2009, 120). 

Sociotechnical imaginaries have further been defined as: 

collectively held, institutionally stabilized, and publicly performed visions of 

desirable futures, animated by shared understandings of forms of social life 

and social order attainable through, and supportive of, advances in science and 

technology. 

 (Jasanoff, 2015, p. 19). 
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These imagined desirable futures both justify investment, research and development 

in science and technology and legitimate the certain social orders and visions of the 

future. The approach is presented by Jasanoff and Kim as an extension of the social 

imaginaries approach, as articulated by Charles Taylor (1983), and Benedict 

Anderson (2004). Taylor has written of his social imaginaries, that:  

I am thinking, rather, of the ways people imagine their social existence, how 

they fit together with others, how things go on between them and their fellows, 

the expectations that are normally met, and the deeper normative notions and 

images that underlie these expectations. 

(Taylor 2002, p. 23). 

Jasanoff argues that Taylor’s imaginary schema: 

Involves not only common understandings and practices based on a sense of 

what is real, but also ‘a widely shared sense of legitimacy’ about how to order 

lives in relation to those realities.  

(Jasanoff, 2015, 10) 

Jasanoff further advances, and I echo here, that this conception is ‘incipiently 

coproductionist,’ allowing for an exploration of how relations between the present 

and the future – ‘the epistemic and the normative’ (Jasanoff, 2015, p.10)‘ are 

reproduced. The formulation of sociotechnical imaginaries, Jasanoff (2015, p. 8) 

states, is in recognition of a ‘startling, almost inexplicable omission from all of these 

classic accounts of social imaginaries - a detailed investigation of modernity's two 

most salient forces: science and technology. From the cultural theory work of Taylor, 

Anderson and Appadurai, sociotechnical imaginaries has taken forward a central 

concern with understanding interactions between sets of ideas and beliefs about how 

the world is, and how the world ought to be, how humans, technologies and non-

humans are believed to relate to each other, and about the constitutive effect of these 

interactions.  
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 Integrating a study of science and technology into social imaginaries’ adds an 

account of their centrality to the production of social order. Sociotechnical 

imaginaries involve historical narratives, but also the articulation of normative 

visions of what the world is, and how it ought to be. They are sites of interaction 

between the utopian and dystopian imaginings of both our futures and our 

relationships with technology.  

 At the same time, sociotechnical imaginaries also has roots in coproductionist 

STS methods and in the principle of symmetry. Indeed, the framework was 

developed, at least in part, as a means for STS scholarship to arrive at a more 

nuanced account of politics and the production of political order through science, 

technology and knowledge (Jasanoff and Kim, 2015). STS approaches have 

frequently been characterised by an exhaustive focus on the primacy  of scientific 

particularity, and have neglected considerations of structural factors. McCarthy 

notes that for approaches like Actor Network Theory (ANT) this exhaustively micro 

level approach is precisely the point: ‘attempts to recon- struct grand narratives are 

to be discarded in favor of a ‘postcritical’ stance emphasizing the local, small, and 

contingent (cf. McCarthy 2021a; Law, 2004; Latour, 2011). 

In contrast to this approach, the sociotechnical imaginaries framework seeks 

to understand contextually specific socio-technical practices within a broader 

analysis of  account of modernity – providing an appreciation of structure, agency, 

and their multiple coproductive interactions. Rather than primarily focusing on 

symmetry as a method (as with ANT), sociotechnical imaginaries instead is directed 

towards understanding how interactions between humans, technologies, 

knowledges serve to generate specific forms of political order (McCarthy 2021a). 

Science and technology and society are coproduced, continually through discourses 

and practices that frame the meaning, goals and limits of science and technology at a 

given moment in a given context. The emphasis is placed upon studying the 

coproduction of forms of knowledge and forms of life:  
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Knowledge and its material embodiments are at once products of social work 

and constitutive of forms of social life 

(Sheila Jasanoff, 2004b, p. 2-3) 

Thus, while scientific authority claims are still worth attending to, the concern for 

sociotechnical imaginaries approaches is oriented towards an analysis of the 

relationship between society and science that:  

[Seeks] to illuminate the “co-production” of scientific and social order—that 

is, the production of mutually supporting forms of knowledge and forms of 

life— with all the detail and specificity that such a project entails 

(Jasanoff 1996, 397). 

Coproduction also seeks to capture the ways that society, the state and technology 

and science are conceived as connected or discrete issues at different points in time. 

Attending to the material and discursive practices that construct technoscience as an 

autonomous sphere of human activity has allowed the sociotechnical imaginaries 

approach to study the effects of science and technology on the production of state 

power as it is created and endures over time (cf. McCarthy, 2021a; Jasanoff 2004a, 

2015).  

Coproduction is shorthand for the proposition that the ways in which we know 

and represent the world (both nature and society) are inseparable from the 

ways in which we choose to live in it. 

(Sheila Jasanoff, 2004b, p. 2-3) 

The framework of Sociotechnical Imaginaries facilitates a critical engagement with 

the ‘deep structures’ of society and a way that uncovers the ‘ordinarily invisible 

connections among the material, the social and the normative’ (Jasanoff, 2016, p. 86) 

Technologies, and technological modes of thought, are, it is argued, always 
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embedded in and conditioned by imaginaries. They articulate normative and 

contingent visions of what the world is, and how it ought to be, and are places of 

interaction between the utopian and dystopian imaginings of both our futures and 

our relationships with technology.  

Analysing sociotechnical relationships and changes in this way focuses on 

cultural meanings and common narratives; it allows for a critical study of the stories 

that societies, cultures, institutions tell themselves about where they have come from 

and where they are headed and for an enquiry into the material-discursive effects of 

these stories. Dystopias – ranging from risk aversions and anxieties for the near 

future to apocalyptic visions and disaster prediction – intertwine with utopias – 

again, from relatively prosaic images of an improved tomorrow, through to 

grandiose visions of perfectible, post-hardship worlds. That the production of 

imaginaries is so deeply concerned with the articulation of desirable or dangerous 

futures should be noted. It is through exploring narratives of future risks and 

uncertainties, and accounts of how technological innovation can negate them, that 

the thesis attends to the relationship between the present and the future. As noted 

previously, these futures are conditioned by contemporary concerns, broader 

contextual structures and technological capabilities. At the same time, however, 

mobilisations of visions of the future are coproductive of social orders and 

technological practices in the present.  

Sociotechnical imaginaries can convey relational assumptions about trajectories 

of technological progress (and the exigencies this may generate), about different 

political communities, and about the continuities and schisms between past, present 

and future (McCarthy, 2021a). The analysis in this thesis will explore each of these 

relational components of imaginaries at different points in the empirical discussion. 

The significance of historical offset strategies, and of their mediation in memory, for 

example is discussed in detail in Chapter Five of the thesis. The definition of DoD 

objectives with reference to the imagined will, and risk tolerance, of U.S. civil society 
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is discussed in both Chapter Two and Chapter Six. Implicit and explicit inter-societal 

comparisons are discussed at multiple points, in reference to both the exceptionalism 

of American innovation and creativity (Chapters Two, Four and Seven) and ethical 

scrupulousness (Chapter Seven).  

Benjamin Hurlbut and Hava Tirosh-Samuelson (2016, p. 3) have contended that 

technologies are: 

Always already embedded within an expression of the social and the moral 

[and that] technologies encode and express human values, norms and ideals, 

[embodying] images of human life as it is and aspirations towards human life 

as it ought to be. 

The military technological projects of the 21st Century – and particularly in the 

landmark future-oriented programmes of the Third Offset – are encoded with, and 

underpinned by, a particular vision of the world as it is, as it ought to be and how it 

may be attained through technology. Throughout the thesis, I will explore the ways 

that visions of possible futures are constituted by an understanding of present 

capabilities; and how, in turn, these visions are mapped onto the present to advocate 

for sociotechnical change and in order to legitimise certain types of sociotechnical 

projects. 

Imaginaries, and coproduction, also represent a powerful means of 

interrogating the effect of structure and agency, exploring the influence of the latter 

whilst leaving space for the former. Bringing the idiom of coproduction to bear on 

this example is instructive in enabling a thorough consideration of how these 

interactions between structure – the incumbent system of global and inter-state 

relations supported by a dominant military apparatus – and agency – the call and 

response of military innovation and mimetic adaptation – may function to 

coproduce changes in operational concepts and technologies. Jasanoff (cited in 

Sovacool and Hess, 2017, p. 740) has argued: 
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Structure in part determines how human beings behave and interact, but so 

does agency, which is more manipulatable, mutable, and changing. The key is 

structure-agency composites, or coproduction. In moments of coproduction, 

one of the kinds of things that happens is that one’s idea of who the human 

subject is, the subject’s identity, changes and with that one’s sense of what is 

mobile and what is fixed and what is changeable and what is not.  

Imaginaries also represent a fruitful avenue for exploring how military technological 

programs are conditioned by – and in turn come to shape – elements of the U.S. self-

conception as the leader of the free world. Discussions of how Third Offset era 

reforms reproduced particular narratives about ‘what kind of country’ the U.S. was 

and is, and the significance of particular ways of war and engagements with 

technological innovation as a means to reconcile perceived challenges, will take 

place throughout the work.  

While national imaginaries and the coproduction of society remains firmly in 

mind throughout this work, my empirical focus is institutional. My work focuses on 

the identification of imaginaries, and tracing coproductive process and interpreting 

their substantive impact, through an analysis of how these elements can be identified 

and understood through a discourse analysis of texts as part of an interpretivist case 

study. Institutional and community focused work on imaginaries has been discussed 

positively by Jasanoff in the introductory chapter to the 2015 edited volume 

Dreamscapes of Modernity, and the method was further utilised by Jasanoff in a 2017 

co-authored paper examining imaginaries of innovation  The methodology and 

research design of this work was discussed in greater detail in Chapter One of the 

thesis.  
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5. We Must Prepare Now for An Uncertain 

Future: Evolving imaginaries of uncertainty in 

the Third Offset era  

5.1. Introduction 
In this chapter of the thesis, I will argue that core aspects of the sociotechnical 

changes that took place during the Third Offset-era can be understood by tracing the 

emergence, contestation and extension of a new imaginary of uncertainty. The 

chapter will trace the evolution of technologically mediated conceptions of 

uncertainty in the 21st century, as well as locating this within a longer historical 

context, and offering an interpretive account of how this evolving conception of 

uncertainty was coproductive of changing imaginaries of (technologically attainable) 

speed, prediction, fallibility, and decision-action cycles.   

The chapter will also begin to explore how these shifts were interconnected and 

co-constituted by shifting preferences away from exquisite weapons systems and 

towards attritable platforms, distributed lethality and capability. In turn, it will set 

the scene for further analysis in the following chapters of both these models of 

distributed capabilities, and their entanglement with technological advances and 

speculative visions related to human and machine teaming and symbiosis. 

Throughout the analysis in this chapter, I will interrogate how visions of possible 

and desirable technological futures were mobilised in the Third Offset-era in order 

to advocate for particular programs of sociotechnical reform – whether institutional 

re-alignments or the formation of new organisations – or technological projects and 

innovation trajectories – through funding, research and rhetoric.  

I will present a granular discussion of this re-imagining of uncertainty, first as 

problem and latterly, as opportunity. This discussion will be organised thematically, 

with the overall trend being an analysis that begins with more general concerns and 
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becomes more specifically targeted to cases of sociotechnical change and iterative 

evolutions of sociotechnical imaginaries. The chapter will first present three broad 

strands of thought about uncertainty that appeared prominently in the presentation 

of the Third Offset Strategy, and many of the concurrent sociotechnical projects 

taking place in the studied period. Having discussed the evolving conceptualisations 

of the problem and character of uncertainty, the chapter will move on to discuss how, 

in overarching terms, prominent agents of change, such as those leading the Third 

Offset project, and key technological and doctrinal thinkers at the core of the Third 

Offset, proposed to address it. 

The chapter will then trace the evolution of a sociotechnical imaginary of 

uncertainty, and the institutional and technological reforms that cohered around it. 

These sections will pay particular attention to exploring the prominent role ascribed 

to both emergent technologies and to institutional reform in equipping the DoD for a 

world of chronic uncertainty. They will also discuss how changes in technological 

capabilities were an important element in shaping conceptions of, and engagements 

with, uncertainty, arguing that uncertainty was co-produced through technological 

and social shifts over time. Finally, I note that the chapter will place an emphasis on 

demonstrating some of the ways in which the imaginaries of uncertainty can be 

traced into tangible material and institutional changes.  

5.1.1. Uncertainty  

The introductory chapter of this thesis laid out some of the geostrategic and 

technological changes that were most frequently invoked as the core motivations for 

the Third Offset, particularly regarding how they challenged the historically 

assumed ability of the U.S. military to hold technological and battlefield superiority 

against adversaries at, essentially, any time and in any theatre of combat. However, 

also present alongside these named threats to U.S. military pre-eminence was a 

persistent focus on a general and pervasive condition of uncertainty. The leading 

figures of the Third Offset Strategy were concerned that advances in technological 
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capabilities of near-peer adversaries, as well as the proliferation of more advanced 

technologies to a broader range of states and actors, had generated a future that was 

characterised by historically unprecedented, endemic uncertainty.  

I argue in this chapter that the centrality of uncertainty in the Third Offset 

Strategy –  and its highly techno-scientific characterisation in technological project 

documentation, policy and in rhetoric – should be interpreted as part of an evolving 

sociotechnical imaginary of the future security environment and its possibilities. The 

uncertainty invoked by these leading figures of the Third Offset had three clear 

shared characteristics.  

Firstly, it was strongly conditioned by the perceived rise of technological parity 

from pacing competitors, particularly Chinese advances in naval power and anti-

access/area-denial technologies. These were seen as reducing the prior certainty that 

the U.S. could maintain the freedom of access and operations in the pacific that it 

had enjoyed throughout the 20th century; and also, as fundamentally altering the 

technological advantage that the U.S. military had assumed in any given theatre of 

operations since World War Two.  

Secondly, it was highly influenced by the apparent proliferation of advanced 

technologies among non-peer adversaries, small states and non-state actors. The 

ability of non-state or small state actors to field drones or cyber capabilities was seen 

to have undermined the certainty with which the U.S. could seek to exert total 

battlefield dominance and informational omniscience. Crucially, this imaginary of 

uncertainty was performed in reference to acute scenarios – that is, an individual 

operational setting – but also featured prominently core  more macro level or global 

analyses of the future security environment. Uncertainty then, was both highly 

particular and highly generalised.  

Thirdly, it should be noted that the uncertainty of the Third Offset-era, was 

characterised in strongly technological terms. While many invocations of uncertainty 
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had geopolitical features, the understanding advanced by leading figures of the 

Third Offset – and present in a multitude of Third Offset-era planning and horizon 

scanning reports – was ultimately underpinned by concerns about technological 

advances and dissemination, and the transformative effects that new technological 

paradigms might hold for the future security environment or the conduct of war.  

A deeper understanding of the emergence and evolution of the uncertainty 

imaginary requires tracing the evolution of these concepts over time. I argue here 

that they must be seen in the context of the DoD’s experience of technologised 

warfare in the preceding decades, and particularly, the successes and failures of 

long-range precision warfare, battlefield, surveillance and a partial rejection of these. 

Also crucial, is the series of shifts in the broader – civilian and defense – innovation 

landscape and a rising embrace of risk and uncertainty as necessary corollaries of 

progress, as typified by the ‘move fast, break stuff’ rhetorical commitments of Silicon 

Valley.  

At the same time, the evolution of uncertainty as the underpinning conception 

of the global security environment can be seen as reflective of two additional 

concerns: Firstly, a rising acceptance that the U.S. would need to accept uncertainty 

as the fundamental condition of the battlefields of the 21st Century, and of the 

overarching security environment of the coming decades meant that the U.S. would 

need to innovate more – developing and fielding advanced capabilities faster, in 

order to maintain overmatch. This was guided by a rising acceptance that 

technological advance among near-peer and small state potential adversaries meant 

that the U.S. would be unlikely to enjoy the same freedoms of operations and access, 

and total informational and force dominance over the battlefields of the future.  

Secondly, the particular technological projects that were central to this 

imaginary of uncertainty were, consequently, predicated on overcoming rather than 

proscribing uncertainty. The DoD, through the projects of the Third Offset, advanced 

imaginaries of technologies and technologically enabled operating concepts, that 
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would, on the one hand, enhance the operational effectiveness, lethality and 

robustness of human warfighters – through human and machine teaming and 

integration, chemical or technological enhancement, or improvements to armour, 

materials and distributed decision making capabilities –  and on the other, that 

would deliver more distributed lethality and operate with a higher tolerance of 

platform attrition – with resilience as a function of mass and a move away from 

exquisite, high cost systems that had dominated U.S. defense technology in recent 

decades.  

All this was further conditioned by a number of material, ideational and 

technological factors. Advances in computing capability, materials and power 

storage, for example, were key coproductive elements in shaping an imaginary of 

distributed lethality – making it possible to envision the sorts of capabilities 

embedded at a highly localised level that were previously only attainable at force 

level via command and control and computing resources in the rear. A shift in 

broader scientific engagements with the concept of risk – and their dissemination 

into military thought –  was also crucial; with the DoD shifting away from its 

preference for cybernetic and closed-loop models of conceiving the battle space, 

towards models that centred on unpredictability, chaos or randomness. These can be 

witnessed in an increasing preponderance of discussion of genetic algorithms or 

evolutionary biological models of military theory as being superior to those 

predicated on physics, ‘whether classical or quantum’ (Watts, 2004).  

Finally, a major focus on the possible impact of budgetary uncertainties or a 

(relative) limit of future financial resources should be seen as contributing to, and 

underpinning, all of the above factors. Throughout the Third Offset-era, military 

leaderships spoke frequently about the uncertainty of their financial resources, 

which was no doubt partly reflective of their anxieties about budget cuts as the U.S. 

gradually stood down its forces in the Middle East, but which also formed an 
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important pillar of them advocating for a shift away from exquisite weapons 

systems.  

Overall, the Third Offset was marked by a ready embrace of uncertainty as a 

guiding motivator for innovation process and as a factor that the DoD could master, 

overcome and utilise in military operations.  

5.1.2. We must prepare for an uncertain future 

Uncertainty, Hagel said, was ‘the only certainty in an interconnected world of seven 

billion people’ (Hagel, 2014b). When announcing the DII, he foregrounded that it 

was intended to prepare the U.S. military for ‘a broad range of contingencies and 

unpredictable crises well into the future’ and ‘prepare [the U.S. ] defense enterprise 

for the challenges of that uncertain future’ (Hagel, 2014b). Ashton Carter (Carter, 

2017, p. 2) similarly invoked the uncertain character of the future in speeches and 

remarks throughout the period: ‘we must contend with an uncertain future – 

ensuring that we continue to be ready for challenges we may not anticipate.’  

Perceiving of uncertainty as a defining characteristic of the broader geopolitical 

environment and of the future is in some ways indicative of a fairly stable historical 

focus on uncertainty, from at least the turn of the new millennium. The 1998 

‘National Security Strategy for a New Century,’ for example, emphasised that: 

We must prepare for an uncertain future even as we address today’s security 

problems. This requires that we keep our forces ready for shaping and 

responding to requirements in the near term, while at the same time evolving 

our unparalleled capabilities to ensure we can effectively shape and respond in 

the future.  

(Office of the President of the United States, 1998, p. 23) 

In the 1998 National Security Strategy document, the need to prepare technologies to 

face an uncertain future is framed as a parallel and discrete challenge to that of 
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maintaining military dominance in the present. Later in the same section, the report 

adds that ‘while preparing for the challenges of the next century, the readiness of 

today’s force remains one of our highest priorities’ (Office of the President of the 

United States, 1998, p. 23). This dualism was echoed by President Obama, in 

reviewing the 2012 Defense Strategic Guidance. In his remarks, the President (2012b) 

placed significant emphasis on the need to match near-peer pacing competitors and 

operational challenges in the immediate future, whilst also undertaking innovation 

projects to maintain the U.S. military offset in the mid and long-term future:  

Even as our troops continue to fight in Afghanistan, the tide of war is 

receding. Even as our forces prevail in today’s missions, we have the 

opportunity -- and the responsibility -- to look ahead to the force that we are 

going to need in the future.  

A similar sense of the need to reconcile multiple different facets of competition and 

rapidly evolving world is presented by Ashton Carter in his address to the CSIS 

Third Offset Strategy Conference. Speaking of the need to innovate to ‘stay the best’, 

Carter (2016) stated that: 

[…] we live in a relentlessly changing, and fiercely competitive world. There’s 

the faster pace of change, which sets up a fierce competition between the 

present and the future. 

It’s also crucial to note that the risk characterised in this future is highly 

technologized. Threats to the historic ideal of relative geopolitical stability are 

framed in strongly technological terms, or in reference to the proliferation and 

advance of particular types of technologies by competitors. At the same time, the 

primary means of addressing this risk and dangerous uncertainty presented by 

advanced technology is to develop and field more advanced technologies that are 

capable of overcoming acute and chronic contingency.  
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This is observable in multiple statements, and in the technological programs of 

the Third Offset. At times, the nature of this uncertainty is explicit. Ashton Carter 

(2017), who served as Secretary of Defense from 2015 to 2017 having succeeded 

Chuck Hagel, was emphatic in his exit memorandum that: 

[…] we’re preparing to contend with an uncertain future – ensuring that we 

continue to be ready for challenges we may not anticipate today.  

And in an address delivered three months earlier: 

We’re making sure planners take into account how to prevail if they have to 

execute their plan at the same time another contingency is taking place, so 

they don’t fall into a trap of presuming the one they’re planning for would be 

the only thing we’d be doing in the world at that time.  

(Carter, 2016) 

The unpredictability of the future, and the expectation that further innovation and 

technology is the means to overcome this concern, contributed to the Third Offset 

being more focused on capabilities and overmatch than scenarios and predictions.  

The centrality of uncertainty in the Third Offset Strategy –  and its highly 

techno-scientific characterisation in executive discourse – must also be seen as 

representative of an evolving but stable sociotechnical imaginary of the future 

security environment and its possibilities.  

I wish to draw attention here to the importance of the CNAS report ‘20YY: 

Preparing for War in the Robotic Age’ in indicating some of these imaginaries. This 

document should be seen as a foundational text and frequent reference point for the 

evolving Third Offset Strategy in 2014. Indeed, a good deal of its significance can be 

demonstrated straightforwardly by observing that one if the co-authors (Bob Work) 

went on to become the leading advocate of the Third Offset in the DoD. Where the 

DII announcement called for the DoD to ‘prepare our defense enterprise for the 
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challenges of that uncertain future’ (Hagel, 2014b), the 20YY report makes clear that 

uncertainty is a central feature of the future of war. Brimley and Work (2014. P. 9) 

dismiss the predominant RMA approach of the 1990s, stating: 

[…] we avoid using ‘revolution in military affairs’ altogether, a term that 

came to vogue in U.S. defense circles in the 1990s, because it is associated 

with two ideas we categorically reject: that technology will lead to ‘dominant 

battlespace awareness’ and ‘dominant battle knowledge,’ essentially lifting the 

fog and friction of war; and that the combination of battle networks and 

guided munitions will make future wars short, sharp, clean and relatively 

casualty free 

Instead, they invoke Clauswitzian maxims of war, seeing it as ‘dominated by 

friction, uncertainty, disorder and highly nonlinear interactions’ (Work and Brimley, 

2014, p. 9). These statements indicate a great deal about not only the central figure of 

uncertainty in the development of Third Offset thinking, but also about its 

sociotechnical character. The warrior-scholar connotations of Clausewitz aside, this 

refutation of the 1990s RMA is significant in that it communicates a great deal about 

the evolving role that a particular mode of uncertainty and contingency played in 

Third Offset sociotechnical imaginaries. To trace this evolution, it is necessary to 

widen our historical gaze and, also, to begin looking beyond the initial 

announcement of the DII and further into the evolution of the Offset in the 

subsequent years.  

Remaining, for the time being, in 2014 and the period immediately preceding 

the announcement of the DII, General Martin E. Dempsey, the Chairman of the Joint 

Chiefs of Staff, delivered an address to the Atlantic Council’s Disrupting Defense 

Conference. In it, he discussed the challenges facing the U.S. in the coming years, 

and the overarching approaches the DoD would require to meet them. Echoing some 

of the risks noted in the previous section, Dempsey (2014) advanced his ‘two, two, 

two and one’ mnemonic (which was itself to become an influential and highly 
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referenced framework for understanding the future security environment).3 He also 

gave particular emphasis to the problematic nature of uncertainty for the DoD 

innovation enterprise. At least some part of his efforts here is focused on the political 

manoeuvring that is expected of the Joint Chief in pursuit of a bigger and more 

guaranteed budget. This is shown in statements such as this, where Dempsey (2014) 

casts budgetary uncertainty as a major obstacle to the work of the DoD:  

Our joint force is agile. It’s adaptable. Some of you have heard me testify it’s – 

it embraces change. It’s actually eager for change. It may not always seem that 

way, but it is. But what it isn’t eager to accept is uncertainty, and we’ve got a 

little bit too much uncertainty in our budget condition right now.  

Of far more interest to the present analysis is Dempsey’s (2014) assertion that the 

DoD is focused on becoming more agile, more innovative and more adaptable; and 

in the document he refers to:  

But nevertheless, we’re becoming – there’s two words that you’ve probably 

seen in our – in our – in our documents, whether it’s the strategic defense 

guidance or the QDR or the chairman’s risk assessment […] But the two 

words are ‘agility’ and ‘innovation,’ and we’re challenging ourselves to see 

just how agile we are, and if we’re not as agile as we need to be, what are we 

going to do about it?  

Agility and innovation are, of course, advanced as overarching force requirements 

and goal characteristics for the DoD to attain and embody – themes that will be 

discussed further in the following sections. Whilst these qualities may be viewed as 

universally good or straightforwardly desirable, it is key to note that Dempsey 

 
3 This can best be summarized as ‘two heavyweights, two middleweights, two networks and one domain’ 

(RTT, 2015). Russia and China are ‘heavyweights’ – major powers and pacing competitors. Iran and North Korea 

are the ‘middleweights’- second tier powers with the capacity to seriously disrupt the global order. The two 

networks are the ‘violent extremist network from western Pakistan to northern Africa’, and the transnational 

criminal network that runs north and south in the Western Hemisphere. The domain is cyber. (Dempsey, 2014) 
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attributes a strongly temporal aspect to them: The DoD is becoming more focused on 

agility, and innovation is now seen as more urgently necessary. The corollary 

question then becomes why. It’s possible to interpret some of the rationale for this 

new necessity from the anecdotes contained earlier within his address. Speaking first 

about his early years as a serving officer, during the period of the DoD’s First Offset, 

Dempsey (2014) says: 

[…] our responsibilities were much clearer, and the way […] you actually 

built the force and organized it, trained it, equipped it and prepared doctrine 

for its employment was actually a lot clearer then than it is today. 

There is a clear nostalgia for a sense of certainty communicated here. An era wherein 

a serving commander knew who his adversary was, how they were likely to 

challenge the U.S. , and where there was a clear program for ensuring the security of 

the U.S. at home and predominance of the DoD in any theatre it sought to exert 

itself. Crucially, Dempsey closes that remark by telling his audience that he’s ‘not 

pining to go back to that kind of clarity’ before going on to reminisce similarly about 

the Desert Shield and Desert Storm, before moving on to recount the novel tactical 

and strategic uncertainty that confronted him, and his then commander General 

John Abizaid, when their goal turned to ‘establish[ing] a safe and secure 

environment in Baghdad’(Dempsey, 2014).  

Taken together these statements provide more than simply a nostalgia for 

bilateralism or straightforward hegemony and localised victory, afforded by the first 

and second offsets and twentieth century geopolitics. Instead, Dempsey is 

presenting a narrative that expresses the present moment as one that contrasts this 

stability and certainty. Uncertainty then, operates with a double function in the 

Third Offset. Firstly, and most straightforwardly, it evokes the unpredictability of 

the future international order and the consequently uncertain requirements of a 

future military to prosper. Secondly, it communicates a re-imagining of uncertainty 

and order on the battlefield itself – with a shift from confronting and overcoming 
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uncertainty to a focus on innovating technologies and operating concepts that see 

uncertainty and unpredictability as endemic, and are resilient and lethal in spite of 

(or perhaps because of) it. Indeed, as Hagel (2014b) noted when unveiling the DII 

‘uncertainty is the only certainty in an interconnected world of seven billion people’. 

Recalling here the earlier dismissal of the 1990s RMA and the notions of full-

spectrum-dominance by Work and Brimley, it becomes apparent that uncertainty in 

the Third Offset does not function as an objective noun, but instead forms an 

important element of an evolving sociotechnical imaginary. The 20YY report (Work 

and Brimley, 2014) dismisses the RMA of the 1990s and instead asserts that: 

Technology does not make war more clinical; it makes it more deadly. 

Precision does not make the battlefield more sterile, but rather makes it 

increasingly lethal. The technologies and trends explored in this report will 

make future battlefields more complex for defense leaders, and more dangerous 

for those in harm’s way. 

This, again, contrasts an assessment of the present and future of warfare as 

inherently (and increasingly) unpredictable and complex against the viewpoint that 

certainty could be attained through technology, that apparently predominated 

military-technological thinking in the prior epoch. In some ways, it matters little 

whether this historical narrative does in fact accurately reflect the thinking of these 

earlier eras (although, the analysis in this thesis suggests that it largely does), their 

image-in-memory performs an important function for the formulation of an 

imaginary of future uncertainty and contingency, and the ways that the DoD can 

engage them through technology and innovation.  

The memory, then, of a past where the geopolitical order was clearly 

comprehensible and where certainty and victory were imagined as attainable 

through technological mastery serves to help crystallize an imaginary of uncertainty 

as a techno-scientific reality and guiding operational concept for the future.  
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A great deal can be understood about intent of the Third Offset Strategy, by 

considering the historical lineages it sought to locate itself within. In a speech 

delivered shortly after his initial unveiling of the DII, Hagel (2014c) stated that 

(emphasis added):  

One of the many reasons I wanted Deputy Secretary Bob Work as a partner in 

helping lead DoD was his thorough understanding of the operational and 

technological challenges facing our military. He also has a deep knowledge 

of the ‘offset’ strategies developed by national security thinkers in the 

1950s and 1970s to ensure our military’s superiority – first the New 

Look, which prioritized nuclear deterrence, and then the Long-Range 

Research & [Development] Planning Program, which shaped future 

investments in leap-ahead capabilities like standoff precision strike, stealth, 

wide-area surveillance, and networked forces.  

The clear reference to the offset strategies of the 20th Century, and particularly to the 

prior LRRDPP, must be seen as an important effort to characterise both the 

challenges facing the DoD and the steps that must be taken to meet and match them. 

Indeed, the rising prominence of this historical account is shown by its presence in a 

comment piece by Work’s co-author and CNAS’ Director of Studies Shawn Brindley 

(2014), wherein he explicitly references the importance of William Perry, focusing on 

his apparent vision and boldness in leading military technological renewal through 

the LRRDPP: 

[…] when technologies emerge that upend the dominant warfighting 

paradigm, or ‘regime,’ they significantly alter the course of history[…] This is 

why defense analysts have such reverence for figures like William Perry: He 

played a critical role in the late 1970s (as Undersecretary of Defense for 

Research and Engineering), driving the Department of Defense toward 

increased investments in guided munitions and their associated battle 

networks. Had Perry and his colleagues not invested in these emerging and 

http://www.foreignaffairs.com/articles/47141/william-j-perry/desert-storm-and-deterrence
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sometimes unproven technologies, the last decade of the Cold War might have 

unfolded in very different (and potentially violent) ways. 

It's noteworthy here that these characteristics are the same as those that Work and 

Hagel hope to project onto their own efforts to lead a Third Offset. Invoking the 

history of twentieth century military innovation and success is a crucial component 

of the strategic case that ‘the status quo [in military planning, research and 

development] is no longer sustainable’ argues Brindley (2014). Tracing the recent 

history of the DII back to August of 2014, the same argument as to the changing 

nature of the geopolitical landscape and, in particular the acceleration and wider 

diffusion of advanced technologies, is no longer a sound basis for defense strategy 

and force development: 

While the United States fought two lengthy wars, the rest of the world did not 

sit idly by, they saw what our advantages were back in 1991s Desert Storm, 

they studied them, and they set about devising ways to compete. Today, many 

of those earlier innovations that were spurred by the intense military-technical 

competition with the Soviet Union – in missilery, space systems, guided 

munitions, stealth, and battle networking – have proliferated widely. 

Unsophisticated militaries and non-state actors are seeking and acquiring 

destructive technologies and weapons that were once the province of advanced 

militaries – and the price of acquiring these weapons is dropping. 

(Work, 2014) 

The DII announcement memorandum perhaps gives us the clearest statement of the 

efforts to mobilise this historical narrative in the performance of a new program of 

innovation, when Hagel (2014a) states: 

History is instructive on the 21st Century challenge. The U.S. changed the 

security landscape in the 1970s and 1980s with networked precision strike, 

stealth and surveillance for conventional forces. We will identify a Third 
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Offset strategy that puts the competitive advantage firmly in the hands of 

American power projection over the coming decades. 

The very fact of this central focus on technology – in both the history of DoD future 

planning in the twentieth century and in the historical accounts advanced by the 

Third Offset’s leading figures – means that any analysis of the recent and longer 

history of the DII can move beyond a generalised account of its interest in 

technology, and instead start to uncover the particular characteristics that are 

present in this iteration. The overarching conceptual contention of this thesis is that 

sociotechnical imaginaries, and the underpinning idiom of coproduction, serves as a 

powerful sensitizing tool through which to conduct this deeper analysis and 

heuristic device to understand the discursive and material interactions involved in 

attempting to secure particular visions of the future through innovation. 

This concern was certainly influential in the 2012 Defense Strategic Guidance 

report. In the Pentagon’s Guidance Briefing, then-Secretary of Defense Leon Panetta 

(2012) cautioned against ‘departmental hubris’ in predicting the future, and in the 

briefing provided to the House of Representatives, Admiral Winnefeld noted that 

the DoD’s smaller force in the twenty first century would determine that risks would 

be measured ‘in time and capacity’ – a more capabilities centred approach – rather 

than solely in terms of net assessment of adversaries (Dale and Towell, 2014, p. 6). 

Indeed, the DSG’s overall focus was on preparation for operations in an 

uncertain future. Its projection of what the future operating environment may look 

like, and the innovations in technology and force structure it proposed, were clearly 

echoed in the efforts of the Third Offset. In their summary Congressional Research 

Service report, Catherine Dale and Pat Towell (Dale and Towell, 2014, p. 1) 

summarised that the DSG proposed a shift in both force posture and force structure 

to match the challenges of a technologically advanced major adversary and the 

possibility of unpredictable contingency, proposed firstly: 
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a shift in the balance of missions toward more emphasis on projecting power in 

areas in which U.S. access and freedom to operate are challenged by 

asymmetric means (‘anti-access’)  

And correspondingly:  

 a shift in force structure […] toward a smaller, more agile force including the 

ability to mobilize quickly; and a corresponding shift toward advanced 

capabilities including Special Operations Forces, new technologies such as 

intelligence, surveillance and reconnaissance (ISR) and unmanned systems, 

and cyberspace capabilities. 

The characterisation of the future as a general object of concern, or a realm of risk, 

has a long history in U.S. Defense thinking and the influence of this framing should 

not be underestimated. These visions of the overall condition of the future are 

inexorably bound up with the evolving imaginaries of urgency and innovation in the 

Third Offset. They are also represented by, and ultimately embodied in, the types of 

technology that the Third Offset focused on, and in the visions of the future 

embodied in both planning and research and development programs.  

In terms of its innovation programs, the Third Offset communicated a dual 

focus. Firstly, on meeting the challenges of an immediate future, through accelerated 

fielding of non-exquisite technologies and identification of innovative incremental 

improvement. And secondly, and through mastering both near and long-term future 

uncertainty through technologies that were capable of engaging and overcoming 

both overarching and situational contingency.  

This duality – between technology as the cause and solution to future risk –  is 

discussed by Dunn Cavelty, Jasper and Wenger (2020) in the introduction to their 

edited volume The Politics and Science of Prevision. They observe that advanced 

technologies in the fields such as AI and quantum computing promise great benefit, 

‘but also come with increasing vulnerabilities and great uncertainty’ (Wenger, Jasper 
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and Cavelty, 2020b, p. 9). They also highlight the significance of the pace of advance 

and the maximised variability in trajectories of technological change in a world were 

development is distributed widely.  

Technological changes can fundamentally alter the ways that actors understand 

their affective relationship with the future – influencing both the number of 

uncertainties that are perceived as existing and the range of technological means that 

are imagined as able to address them. The range of possible futures can become 

larger or smaller, and the distance between the future and the present can become 

protracted or flattened. The flattening of future temporalities and the extended 

permanence of the present is, again, visible in a variety of statements from the DoD 

leadership. Work (2014) told the Defense One Summit, just four days after 

announcing the Third Offset, that: 

One of the things we’re asking ourselves is, what are the temporal aspects of 

this competition? It’s going to be much, much different than the last one […] 

The last offset strategy lasted us for four decades. It is unlikely that next one 

will last that long 

There remains an urgent and pervasive immediacy in this statement. The pace of 

technological change that the Third Offset was seen as responding to also meant that 

continual and rapid innovation to achieve overmatch would be a perennial task. 

Whilst the above can be well characterised as a sociotechnical ontology, it is the 

normative imaginaries of what can be attained through technological mastery in this 

perpetually imminent and uncertain future where this reconceptualization of the 

future becomes more apparent. The marquee future facing technological 

programmes of the Third Offset may well have emerged from the prediction, pre-

emption and precision doctrines of the RMA era, but they were envisioned not to 

expand this prediction in pursuit of further certainty, but instead to render it 

unnecessary through an embrace of resilient and agile platforms that were suitable 

for any conflict scenario. moment as one that contrasts this stability and certainty.  
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5.2. Back to the Future 
The central argument made by the following sections is that the DoD’s evolving 

reconceptualization of uncertainty reflected, in some regards, a rejection of the RMA 

drive to attain near-total certainty of operations – constituent of the battlefield and 

the outcome of conflict – and an effort to replace this with a new theorisation of 

uncertainty in warfare and the global security environment. Rather than 

representing a narrative of return to a prior working definition of uncertainty, 

however, as perhaps could be interpreted in some of the comments provided by 

serving military leaders and other defense insiders, the Third Offset geared many of 

its innovation projects and technologically enabled operating concepts around a 

novel conception of uncertainty.  

In some ways, it would be possible to interpret the Third Offset’s engagement 

with the fundamental uncertainty of warfare as simply a return to historic theories of 

warfare – those that preceded the RMA of the 1990s and the total information 

dominance of the early 2000s. This, however, would gloss over a great deal of what 

was particular about the concept of uncertainty in the Third Offset-era, and would 

neglect the way that it reflected both changing technological capabilities and 

consequent shifts in how the ineluctability of uncertainty and contingency were to be 

addressed.  

Historically, technologies have been deployed in war with the objective of 

bringing greater certainty and predictability to its conduct (Bousquet, 2009b). 

Military theorists have placed the quest for certainty as foremost among the concerns 

for military leaders: 

The history of command in war consists essentially of an endless quest for 

certainty — certainty about the state and intentions of the enemy’s forces; 

certainty about the manifold factors that together constitute the environment 

in which the war is fought, from the weather and the terrain to radioactivity 
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and the presence of chemical warfare agents, and last, not but definitely not 

least, certainty about the state, intentions, and activities of one’s own forces.  

(Van Creveld, 1987)  

Uncertainty as a defining characteristic of war has long been a central focus – and 

technological challenge – for the DoD. This can be traced throughout the 20th 

Century. The evolution of surveillance and targeting technologies in the Cold War 

played a major part in this. As did the experience of irregular warfare in Vietnam.  

Following Bousquet (2008b, p. 41), I argue that there are largely two competing 

approaches to addressing uncertainty in warfare:  

A first approach strives for complete omniscience, driven by the belief that 

sufficient knowledge and data will provide a complete understanding of both 

the laws of war and a given military situation, thereby delivering absolute 

control and predictability over the practice of warfare. 

The second approach seeks to recognise the irreducible uncertainty of war and 

consequently views the ideal of omniscience and omnipotence in military 

affairs as a dangerous self- defeating fantasy. Warfare must therefore accept 

and exploit this essence of unpredictability and fluidity in order for an army to 

prevail 

Increased powers of computation and advances in sensor and communications 

technologies meant that the U.S. has come to view warfare as a top-down process 

with deployed forces as single vast sociotechnical machine integrated with 

increasingly complex command structures working to increase certainty through 

prediction, precision and pre-emption. In the sociotechnical reforms of The Third 

Offset Strategy however, it is possible to trace a shift towards the latter. Plans to shift 

force posture towards distributed command and lethality and technological 

advances that meant further decentralisation of battlefield intelligence and lethality 

were possible, were coproductive of each other throughout the Third Offset-era.  
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5.2.1. Network-Centric Warfare and Rapid Dominance  

The first Gulf Wars of the 1990s marked something of a highpoint for this predictive 

and omniscient thinking in the DoD. An imaginary of warfare as a technical practice 

with little to no risk was fostered both through several decades of U.S. technological 

dominance and through the near-unlimited success of U.S. campaigns in the Gulf.  

The RMA vision of the future was one dominated by near-infallible computers, 

information networks, and precision-guided munitions. Dreams of automated, 

centralised and even casualty-free wars were revived, fuelled in no small part by the 

spectacular success of the Gulf War. Under this worldview, uncertainty and disorder 

were merely temporary obstacles soon to be banished or simply a limitation of 

existing technology. Bousquet (2008b. p. 207) discussed these visions of technological 

mastery and ordering, arguing that ‘hat was often referred to as the ‘fog of war’ 

[was] in reality disorder.’ He further highlighted that RMA thinkers were convinced 

that the proper application of advanced-enough Command Control 

Communications and Intelligence (C3I) would enable forces to proscribe the issue of 

battlefield uncertainty fully and irrevocably.  

The turn of the millennium saw the rise to prominence of Network-Centric 

Warfare (NCW). In 1998, Arthur Cebrowski and John Garstka (1998) published an 

influential article entitled ‘Network-Centric Warfare: Its Origin and Future.’ In it, 

they announced a decisive shift in the theory and practice of warfare. Subsequently 

developed in a number of DoD research programs, the concept of NCW was defined 

as:  

An information superiority-enabled concept of operations that generates 

increased combat power by networking sensors, decision-makers, and shooters 

to achieve shared awareness, increased speed of command, higher tempo of 

operations, greater lethality, increased survivability, and a degree of self-

synchronization. 
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(Alberts, Garstka and Stein, 2002, p. 2) 

While those who advocated for NCW did differ in the extent to which they believe 

the fog of war can be irrevocably lifted, they all shared a common understanding of 

uncertainty as generated by a lack of information. The response was therefore 

consistently the same: deploy technology to acquire, process and distribute more 

information and ensure certain victory through information superiority. This model 

of warfighting was taken forward into the 2000s and the DoD’s campaigns in Iraq. 

The doctrine of Rapid Dominance and concept of Shock and Awe marked the early 

2000s efforts towards certainty-seeking that the DoD carried forth into Iraq and 

Afghanistan. David Gibson (2001), a Major in the U.S. Air Force, discussed the role 

of shock and awe in enabling the U.S. to achieve a ‘quick, decisive victory’ in a paper 

submitted to the U.S. Naval War College. In it, he stated that rapid dominance aims 

to exploit the ‘superior technology, precision engagement, and information 

dominance’ (Gibson, 2001, p. 17) that the U.S. military forces possessed.  

Harlan K. Ullman and James P. Wade (1996) authored a National Defense 

University report exploring the potentialities of Rapid Dominance as a concept for 

structuring mission capability packages around which future U.S. forces could be 

configured. They identified four key characteristics of rapid dominance. 

near total or absolute knowledge and understanding of self, adversary, and 

environment; rapidity and timeliness in application; operational brilliance in 

execution; and (near) total control and signature management of the entire 

operational environment. 

(Ullman and Wade Jr., 1996, p. xii) 

While there is no universal consensus that ‘shock and awe’ accurately characterised 

U.S. doctrine in Iraq, it is clear that much of the overseas war on terror, including the 

more prolonged campaigns in Afghanistan and across the middle east, were 
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predicated on many of these same models of technological mastery and information 

dominance, all mediated through centralised networked command. 

A far earlier example of this type of vision is demonstrated by General William 

Westmorland in a speech to Congress from 1970. While Westmorland’s prediction 

that these technologies were likely only around 10 years away from reality was 

clearly proved incorrect, his address is presented here in order to demonstrate the 

evolution and stability over time of some elements of the DoD’s imaginaries of 

technologically attainable certainty.  

On the battlefield of the future, enemy forces will be located, tracked, and 

targeted almost instantaneously through the use of data links, computer 

assisted intelligence evaluation, and automated fire control. With first round 

kill probabilities approaching certainty, and with surveillance devices that can 

continually track the enemy, the need for large forces to fix the opponent 

becomes less important. I see battlefields that are under 24-hour real or near-

real time surveillance of all types. I see battlefields on which we can destroy 

anything we can locate through instant communications and almost 

instantaneous application of highly lethal firepower 

General William Westmorland (cited in Dickson, 1976, p. 215) 

The Third Offset Strategy did not need to offer a wholesale rejection of the 

surveillance, data analysis and Command and Control technologies of the second 

offset for this retelling of its history to make such a significant change to DoD 

engagements with uncertainty. Instead, these sophisticated technologies, and those 

that continued to develop from them, facilitated a re-imagining of the possible. At 

the same time, the conflicts of the early 2000s, the proliferation of advanced 

technologies globally and the perceived rise of pacing competitors, persuaded 

military planners of the limitations of long range, aerial surveillance and precision 
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targeting operations. Work, Dempsey and others sought then to reconceptualise how 

the DoD engaged with uncertainty.  

Rather than seeing uncertainty as a battle domain – one to be fought and won – 

this new modality saw uncertainty –  in fact, near total contingency – as something 

to be embraced and embedded into the technologized operational concepts and 

strategies of the future. Sociotechnical imaginaries sensitize us to the processes 

through which this takes place, tracing the interplay of changing techno-scientific 

capacities and contemporary military interests and their significance for visions of 

desirable and possible futures. The framing of the Third Offset Strategy in elite 

speech acts and reports, as well as its later iterative realisation in sociotechnical 

projects demonstrates a mobilisation of this evolving imaginary of uncertainty. 

None of this is to discount the changes in the security environment and 

changes in geopolitics that took place in the decades preceding the DII, nor is it to 

flatten out distinct challenges and conflicts of the early twenty-first century or the 

dismiss the technological adaptations to warfighting that occurred through this 

period. Rather, it is to refocus the analysis on the ways that military technologies are 

profoundly entangled with technopolitical cultures.  

Technologies in war are deeply intertwined with contextually specific ways of 

handling technological innovation but are also themselves influential in shaping 

visions of the possible. In this context, that means DoD threat assessments, political 

and normative priorities in world politics, recent military experience interact with 

present and projected future technological capabilities to shape an imaginary of 

uncertainty and possibility in the Third Offset. This imaginary may then be then 

performed in the service of advancing a vision of a sociotechnical future that the 

DoD should strive for.  
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5.3. Legal and Moral Certainty 
Carvin and Williams (2014, p. 161-162) have argued, of the early years of the war on 

terror, that:  

war had transformed into a remote activity, seen as having little to no impact 

on American society: ‘Our technological edge is so great that we anticipate 

few casualties among our own troops, and with precision-guided bombs we 

can minimize ‘collateral damage’ to civilian populations. There is no mass 

mobilization at home, no draft, no rationing […] Technology had rendered 

warfare ‘easy’ in terms of the sacrifices it demanded of a society – easy on 

conscience, easy on pocketbooks.  

Ranged warfare and precision strikes – frequently carried out by, or at least on the 

basis of intelligence from, UAVs – were not only proffered as technological modes of 

warfare that would secure a dominant victory; but also means of securing the right 

kind of victory.  

Reflecting on the shape that efforts towards this reconciliation may be 

reproduced in the sociotechnical innovations of the Third Offset, Larry Lewis (2017, 

p. 57) of the Center for Naval Analysis argued that:  

A lesson from the Second Offset is that technology and precision can help 

military systems to be more effective and simultaneously cause fewer civilian 

casualties, demonstrating that there are decided humanitarian benefits to these 

types of systems—in addition to the strategic benefits of sustaining U.S. 

operational legitimacy and preserving operational freedom of action. The latter 

benefits do not depend on the U.S. military alone, however: Other audiences 

also matter, including senior U.S. government and military leaders, key allies, 

international forums, NGOs, and the media. 

What is at stake here, then, is the ability of the DoD to carry out military operations 

that were both effective – in securing victory – and reconcilable with the U.S.’s  self-
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image as the leader of the free world, and the moral demands placed upon it by the 

public and the media at home.  

During President Obama’s first term, public opposition to drone warfare had 

increased, and consequently, discourses of precision, discrimination and preventing 

collateral damage had come very much to the fore of DoD public statements. At a 

2012 open ‘Town Hall’ meeting concerning the U.S.’s  drone programme, the 

President stated: 

As a general proposition…I want to make sure that people understand that 

actually, drones have not caused a huge number of civilian casualties. For the 

most part they have been precise, precision strikes against al-Qaeda and their 

affiliates and we are very careful in terms of how it’s been applied.  

(Vitkovskaya, 2016) 

The contention that drones – and the continuing evolution of military operations 

models that were organised around their use –  offered a means to deliver precise, 

lethal force on targets of strategic necessity, whilst also adhering (equally precisely) 

to verifiable ethical standards was, at least in part, predicated sociotechnical 

imaginaries of precision and perfectible knowledge and control. Posited as 

technology that can fulfil the tripartite liberal mandate to be ‘legal, ethical and wise’, 

drones were imagined to be equally precise in legal and ethical terms as they were in 

kinetic ones (Brennan 2012b; Carney 2013). This quest for legal and moral certainty is 

reflected in the increasing prominence of legal concerns and practicing lawyers in 

military operations from 1990s onwards. Thomas W. Smith, a Professor of 

International Humanitarian Law, has advanced that ‘the Gulf War is […] a 

touchstone for modern legal warfare’ (Smith, 2002, p. 363). Similarly, Colonel 

Raymond Ruppert, a staff judge and advocate for the U.S. Central Command, has 

described the first Gulf War as ‘the most legalistic war we've ever fought’ (Smith, 

2002, p. 363) and Colin Powell (DoD, 1992, p. 605), then chairman of the Joint Chiefs 



194 

 

of Staff, noted that ‘decisions were impacted by legal considerations at every level 

[…] lawyers proved invaluable in the decision- making process.’ 

Thomas Smith’s 2002 paper ‘The New Law of War: Legitimizing Hi-Tech and 

Infrastructural Violence’ (Smith, 2002) predates many of the developments discussed 

here, nonetheless his analysis of how technologically enabled modes of warfare 

discourses of precision had become, in the 21st Century, ever more deeply 

intertwined with the laws of war and efforts to justify military conduct and strategic 

necessity. Citing Jochnick and Normand, Smith posits that legal warfare has not 

been more humane than illegal warfare. Progress in humanitarian law is a fiction:  

The development of a more elaborate legal regime has proceeded apace with the 

increasing savagery and destructiveness of modern war. 

(Jochnick and Normand, 1994) 

Building on this, Smith contends that U.S. warfare, and particularly the Gulf wars, 

had been characterised by an increasing effort to realise the laws of war as a science 

of operational conduct and latterly, to encode this ‘new science of international law’ 

(Johnson, 1975, 10) into material technological systems and technologised practices. 

The information dominance and precision ranged warfare of the first Gulf war and 

the UAV permanent surveillance and precise targeting warfare of the War on Terror 

were both coproductive of a further technification of engagements with, and appeals 

to, international law and the righteousness of military conduct.  

These highly technologised modes of warfighting, Smith tells us, have shaped 

not only the nature of legal and moral appeals – with narratives of how war is 

conducted coalescing around imaginaries of ‘surgical precision’ and justifications for 

offensive actions leaning heavily on data and analysis of patterns or characteristics 

of targets – but also the conduct of warfare itself. 

John Brennan (Brennan, 2012) stated of the precision or targeting and removal 

of collateral harm of drone warfare:  
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it’s this surgical precision – the ability, with laser-like focus, to eliminate the 

cancerous tumour called an Al-Qaida terrorist while limiting damage to the 

tissue around it – that makes [drones] so essential  

The targeting of individuals or groups is discussed by Elke Schwarz in her 2018 book 

Death Machines. She notes that while the U.S. drone program still primarily focused 

on ‘personality strikes’ –  where the target is known by name and deemed to be a 

high-value or particularly dangerous individual – it shifted over time towards a 

higher proportion of ‘signature strikes’ – which target unknown persons based on 

behavioural patterns and characteristics. Many critics have argued that classification 

of targets based on these factors represents, more than anything else, an effort to 

create a technical-legal justification for a military act that would otherwise have to be 

justified as a more openly destructive act of war. Jo Becker and Scott Shane (2012) 

summarised the consequences of this approach in their New York Times article 

concerning the use of drone strikes during the Obama Presidency:  

It in effect counts all military-age males in a strike zone as combatants, 

according to several administration officials, unless there is explicit 

intelligence posthumously proving them innocent. 

Schwarz deploys this example as part of her broader argument that militaries have 

sought to defer or occlude their own ethical calculus in taking action to a more 

technical – and therefore objective and necessary – procedure.  

Smith develops a similar point in the exploration of what he terms 

‘infrastructural violence.’ He argues that the ability of technologically advanced 

militaries to present their strikes as precise, and the immediate costs to civilian 

populations as low, has facilitated a cynical engagement with ‘dual-use’ 

infrastructure in operational theatres and especially urban areas. Smith quotes Ward 

Thomas (2001, p. 165) , who states:  
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[while] most military professionals have internalized the norm that civilians 

should not be directly harmed in air attacks, the notion that depriving a 

population of basic goods and services can be an effective source of pressure on 

its government remains an important part of strategic bombing doctrine. 

Digital technology researcher Michael Sacacas has written provocatively on the 

ways that in 21st century imaginings of technological capability have often focused 

on the obfuscation of ethical responsibility, while simultaneously providing a 

reference point for claims of moral correctness. I argue that the attempts within 

Third Offset technology discourse to both embrace the intrinsic uncertainty of the 

future, whilst simultaneously claiming an ethical and legal certitude, are a powerful 

manifestation of this. Sacacas (2020) reflects there is a ‘certain technocratic impulse, 

which presumes that techno-bureaucratic structures and processes can eliminate the 

necessity of virtue, or maybe even human involvement altogether’. Quoting T.S 

Eliot. (1991, p. 160), he argues that this impulse is poetically captured in the lines: 

They constantly try to escape 

From the darkness outside and within 

By dreaming of systems so perfect that no one will need to be good. 

Sacacas’ argument is a provides a useful lens through which to view the ‘technical 

legalism’ of US’ 21st Century warfare, and the positioning of technological precision 

as a means to essentially transcend any interrogation of the ethical fortitude of 

military conduct. If the laws and ethics of military conduct are increasingly 

conceived as a perfectible code that can be followed in more or less perfect ways, 

then it is straightforwardly apparent that technologies that allow both an adherence 

to this code, and a presentation of data points that demonstrate such an adherence, 

represent progress in the ethical and legal conduct of warfare.  
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Charles Taylor (2002, p. 742), upon whose concept of imaginaries this thesis is 

heavily indebted, reflected on the broader societal tendency towards code-seeking in 

contemporary liberal democracies:  

We think we have to find the right system of rules, of norms, and then follow 

them through unfailingly.  

Interestingly, Taylor (2002, p. 743) is also keen to note that there is no prerequisite for 

malign intent to underwrite this preference for code-adherence and for their 

functioning as obfuscations to ethical accountability:  

Codes, even the best codes, can become idolatrous traps that tempt us to 

complicity in violence. 

It is worth reflecting here, once again, on the contribution of Carvin and Williams 

(2014), who have argued convincingly that the U.S. military has historically sought 

to reconcile its competing desires for both ‘annihilation and restraint’ – decisive 

victory and global moral leadership – through the development and fielding of 

advanced technologies in war. Returning to the conceptual devices of the present 

work, it is clear that we may trace the outlines of a stable but shifting imaginary that 

legal and moral precision are attainable through technological advantage and 

informational dominance. In the Third Offset, there is a marked shift towards 

uncertainty that impacts this imaginary, but it is doubtless that visions of legal and 

moral infallibility that can be achieved through technological projects and 

sociotechnical reform, are performed in advocacy and support for particular 

programs of innovation.  

When conceiving of a global environment characterised by a high degree of 

uncertainty and where the U.S. is no longer assured of its technological and 

informational dominance, this particular variety of legal and moral certitude via 

technology becomes untenable. This must also be seen against the background of a 
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declining public acceptance of UAV violence and a perceived need to bring effective 

ground troop conduct back to the DoD.  

The requirement then, was for a force that was resilient and capable of 

delivering immediate, discriminate, and decisive responses to an endless range of 

essentially unknowable contingencies. There also remained an emphatic focus on 

minimising potential harm to U.S. human warfighters, with a heightened focus on 

human machine interaction, teaming of human and machine forces and 

technologically enhancing the body and mind of the warfighter. If operational 

omniscience was seen as an impossibility, then the DoD sought to maintain their 

legal and moral certainty by further distributing informational and decision-making 

capabilities. These competing drives coalesced around an imaginary that much of 

what was historically established at force level and disseminated by command, 

could in fact be implemented and embedded across local human-machine systems 

and agile distributed networks.  

Key advocates for the Third Offset Strategy embraced two core sociotechnical 

visions as a means of reconciling the uncertainty of the future operational 

environment (and the need to secure victory within it) with the need to maintain 

ethical and legal certitude. Firstly, the vision of considerably more advanced 

autonomous and automated capabilities remained incredibly prevalent, and 

secondly, this was supplemented by a vision of a deeper integration of technological 

systems into the body – both biological and corporate – of human warfighters. A 

number of projects within the Third Offset demonstrated both visions of perfectible 

technological systems and of a drive to further integrate technological and human 

actants on the battlefield. 

Through deeper integration of advanced technological capabilities into the 

‘human thing’ (Coker, 2013) that is war, the DoD sought to mutually advance the 

capacities of both human and machine elements of their operational concepts. The 

decision making of human commanders and warfighters was to be technologically 
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supplemented by broader and deeper networked capabilities, and the technological 

systems were provided with both human discretion and a human face at a far more 

localised and distributed level. Where the drone warfare and precision strikes of the 

previous era had sought to strengthen any jus ad bellum justification for use of force 

through an appeal to information omniscience and the precision of machinic 

elements, the Third Offset presented a vision wherein U.S. forces could still refer 

technical-legal legitimacy to licence their military conduct, while also embracing 

what was seen as the fundamental uncertainty of the future strategic and operational 

environment.  

The interplay of technological developments, legal structures and American 

self-image discussed above should also be considered at  the level of its broader 

normative claims. Some relevant literatures concerning American ways of war and 

self-image are explored in Chapter Two and Four of this thesis, however, it is worth 

adding some additional notes on this to the analysis above. Doing so provides useful 

insights into the relational elements of sociotechnical imaginaries and their 

translations across scales.  

The work of Carvin and Williams has been referenced already in this thesis, 

and I return here to their argument that the U.S., in foreign policy and grand 

strategy, often articulated claims that it sought to be an example of liberty to the 

world, and to maintain this by realizing absolute security. The veracity of the claim 

that America is a liberal leader and moral paragon for the world is, of course, 

dubious. Nevertheless it is doubtless the case that DoD imaginaries of what could be 

attained through innovation were influenced by such a narrative. Chapter Two 

explored some of the ways that the U.S. has interpreted non-integration into the 

liberal order it has fostered as a threat, in and of itself. It also discussed the ways in 

which the America has relied on technology as a tool with which to reproduce and 

enforce globalizing claims, to ensure its hegemony, and to propagate the ways of life 

and living that it sees as desirable across the globe . 
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 In its drive to remake the world in its own imagine, multiple and conflicting 

narratives interact and the boundaries of the technological, the political and the 

extra-political are continually redrawn. Indeed, Carvin and Williams assert that they 

believe the DoD’s drive for (relatively) humanitarian wars was sincere, yet, at the 

same time we must recognize the simultaneous primacy of the U.S. commitment to 

imposing its vision of political order (Ekblad, 2010)  . Striving for the legitimacy in 

this mission, imaginaries of technologically mediated moral accuracy interacted with 

claims of exigency and necessity in order to bracket the politically contestable 

elements of its normative goals.  

Just as sociotechnical imaginaries allow for an exploration of the interplay 

between (historical) narratives and the shape of sociotechnical programs in the 

present, they are explicitly concerned with uncovering the ways that visions of 

possible and desirable futures are mobilised – performed – in order to advocate for a 

particular program of action in the present. Crucially, these concern futures that are 

attainable through science and technology.  

5.4. Embracing Uncertainty 
The period under investigation in this thesis – that is, the period directly leading up 

to and following the announcement of the Third Offset strategy (2010 – 2018) is 

marked by two significant shifts in concepts of uncertainty.  

The first is that the DoD shifted to a repeated emphasis on characterising the 

future as chronically uncertain. Thus, efforts to predict, predetermine technological 

solutions to scenarios are seen as less possible or desirable – and themselves 

conditioned by long term uncertainty. This was accompanied by an attendant 

implied need to advance capabilities faster than ever before – both in foundational 

research and late stage prototyping. And this, in turn, was conditioned by the 

departments broader efforts to mimic the innovation practices of the civilian sector 

and particularly Silicon Valley – as typified by DIUx and other reforms 
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The second is that the operational environment itself would be characterised by 

absolute uncertainty. There is a striving in the Third Offset-era to embrace 

uncertainty as the overarching condition of warfare – a return to Clausewitz. 

However, this is accompanied by an imaginary of how sociotechnical adaptations – 

most particularly an evolution of the relationship between humans and machines on 

the battlefield – can render U.S. forces sufficiently resilient and lethal (and legal) in 

the face of this uncertainty.  

The idea of embracing uncertainty appears to have risen to prominence over 

time and from multiple sources. A series of War College dissertations throughout 

the Third Offset-era, for example, were indicative of a strong shift away from RMA 

conceptions of operational certainty and ‘war without risk’. For example, Lieutenant 

Commander Curtis Neiboer (2017, p. 8), argued:  

If the veracity of Clausewitz’s observation is doubted, consider how the RMA 

has fared since its inception. The ISR systems which were to ‘lift the fog of 

war,’ move commanders ‘from blindness to total vision, ‘ and provide perfect 

knowledge of the enemy have, if anything, made the issue more confusing. 

This excerpt above is highly instructive in demonstrating at least part of this 

burgeoning common sense against a wholesale faith in the technological systems of 

the prior epoch that had promised omniscience. What it captures effectively is the 

already discussed sense that the future operational environment would present 

challenges that could not be surmounted by attaining informational dominance and 

that certainty would be hard to come by. The following sections will begin to explore 

how innovation reform and technological superiority were still in fact proffered as 

the ultimate means to secure U.S. operational and strategic goals in spite of this.  

5.4.1.Innovation to address uncertainty  

That innovation is very literally at the centre of the Defense Innovation Initiative 

is indicative of far more than syntactical neatness. In his early public statements 
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regarding the DII, innovation was invoked by Hagel as an innately American 

capacity, and one that had underwritten the United States pre-eminence in the prior 

epochs of world history (Hagel, 2014b; Hagel, 2014a). At the same time, the DoD’s 

‘unrivalled capacity for innovation’ was seen as being threatened, or at least, being 

held-back, by the institutional inertia and a lack of focus on disruptive innovation. 

Hagel argued that the DoD fostered innovation in a way that was historically viable 

but now fundamentally inadequate to engage the types of advanced science, 

technology and creative enterprise required to maintain U.S. pre-eminence into the 

future. He also noted the challenges posed by fiscal realities of a restrained budget 

and increasing operating costs (Hagel, 2014a; Hagel, 2014b).  

These claims, towards both America’s apparently unique capacity for 

innovation and technological mastery, and the ability for innovation to make certain 

the attainments o the DoD’s goals have a longer lineage within the history of U.S. 

technological offset programs. Indeed, Columba Peoples notes that during the First 

Offset Strategy era, the notion that technology become the fullest marker of military 

superiority was markedly prominent. Peoples (2009, p. 127) quotes Secretary of 

Defense, Caspar Weinberger, who stated:  

We are entering into a period of rapid technological change that can work to 

our advantage. We have superior skills in the development of military systems 

embodying some of the leading technologies and superior manufacturing 

techniques and skills. 

The significance of individual actors should not be dismissed either. Many 

contemporaries of Secretary Work noted his fascination with start up culture and 

Silicon Valley. He was often described as acting like a ‘founder’ with a strong 

interest in fostering disruptive change.  

A reconfiguring of how innovation was done, and indeed, what it meant to innovate, 

was a central aspect of the Third Offset Strategy. Echoing the earlier-noted alignment 
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of technology with normative and geostrategic goals, it is worth highlighting that 

innovation is afforded similar weighting in the statements of those leading the offset. 

Hagel, again, stated that innovation was key to ‘keep[ing] our nation’s military and 

our nation’s global leadership on a strong and sustainable path for the 21st century’ 

(Hagel, 2014b). 

Such statements are interesting, of course, but it is only by tracing their 

manifestation in material programs, institutional changes and funding allocations 

that their significance can be properly observed. The following sections will 

undertake this task.  

In his concluding remarks to the 2014 Quadrennial Defense Review, Chairman 

of the review, General Martin E. Dempsey, recorded that his ‘greatest concern is that 

we will not innovate quickly enough or deeply enough to be prepared for the future, 

for the world we will face two decades from now’ (DoD, 2014). While it is important 

to remain cognisant of the political pragmatism involved in making strong calls for 

maintaining or increasing funding allocations and sequestration budgets, the 

character and force of this appeal for innovation and future preparedness is worthy 

of consideration. This is especially apparent when the future capabilities focus of the 

2012 DSG, and its marked influence on the 2014 QDR and the broader Third Offset 

Strategy are borne in mind. 

Innovation of advanced technologies (and technologically advanced operating 

concepts) is framed throughout the Third Offset, and by a broad range of institutions 

and actors, as an urgent task. Remaining, briefly, with the QDR (2014, p. 63), the risk 

summary highlights that: 

Our aging combat systems are increasingly vulnerable against adversaries 

who are modernizing—many of whom have invested in leap-ahead 

technologies—making our ability to develop and employ leading-edge 

technologies, systems and concepts even more urgent. 
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This statement is representative of a stable sociotechnical imaginary of innovation in 

the Third Offset-era. This vision is performed in order to advocate for the urgency of 

innovation, and in the promotion of certain types of emergent and foundational 

techno-scientific projects. Within the statement, innovation is presented as a way to 

overcome the challenge of the present, and the ongoing challenge of contingency 

and uncertainty into the near future. Additionally it is mobilised as advocacy for 

action in the present.  

The same necessity is evidenced in statements made by Carter in late 2016. In 

his address to the Center for Strategic and International Studies conference on the 

Third Offset, he also clarified a great deal about what the DoD’s fostering of a new 

approach to innovation would look like: 

The strategic imperative here is that DoD must be an organisation that better 

fosters innovative thinking and ideas that can help us to stay ahead of our 

competitors. The Defense Department is one of the largest organisations in the 

world […] we can be pretty bureaucratic and slow-moving, where it’s easy to 

default to the status quo of continuing to do things the same way we’ve always 

done them […] 

The Pentagon can make smart investments now to prepare for the future, or it 

can continue to cling to ‘wasting assets,’ legacy platforms and concepts that 

will be less and less survivable in a future of widely proliferated precision-

guided weapons. Without a clear vision of what future force to build, however, 

bureaucratic inertia […] will carry the day.  

(Carter, 2016b) 

There are three crucial points to note here. Firstly, that narratives of DoD 

institutional inertia and its strong resistance to innovation were increasingly 

prominent in the lead up to and throughout the Third Offset. Secondly, that the 

mobilisation of urgency is tied explicitly to the loss of overmatch due to proliferated 



205 

 

precision-weapons. And thirdly, that the DoD requires a clear vision of future force 

requirements and needs to unleash its innovative potential by overcoming the 

historic legacies of bureaucracy. Work (2014), again, emphasised the urgent need to 

accelerate the development and fielding of new technologies:  

We are going to have to do rapid prototyping and rapid fielding or we will 

continually lose ground 

The espoused reforms to the DoD innovation enterprise were intertwined with the 

performance of an imaginary of innovation as a particularly American practice, and 

one that was shaped by both the DoD’s normative aspirations –  towards a warfare 

that was legally and ethically beyond reproach and its self-image as a guarantor 

against authoritarian adversaries – and its technoscientific motivations – to rapidly 

develop ‘game changing’ (Dugan, 2011; Jackson and Templeman, 2016) technologies 

and technologically enabled operating concepts that would ensure future capability 

overmatch. The DoD, then, mobilised an imaginary of innovation in emergent 

technology that was clearly distinguishable from the apparently reckless 

technological advances of its near-peer competitors. Furthermore, actors across the 

DoD and Defense community performed imaginaries of innovation that expressed 

key visions of how a desirable future can be attained through certain key 

technologies.  

This is significant in a general sense – i.e. that visions of desirable futures were 

mobilised in order to advocate for the urgency and importance of innovation reform. 

But is also crucial to consider the liminal and occasionally controversial nature of 

many of the focal technological projects. When advancing, for example, the prospect 

of fielding more autonomous systems either alongside or in place of human 

warfighters, DoD officials often appealed to the dangerous and unrestrained 

development of this technology by potential adversaries. In a December 2015 speech 

to the CNAS Defense Forum, Work (2015) advanced that: 
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China’s investing heavily in robotics and autonomy [..] and the Russian chief 

of General Staff, [Valeriy] Gerasimov, recently said [that] ‘in the near future it 

is possible a fully robotized unit will be created capable of independently 

conducting military operations.’ 

And furthermore that:  

Authoritarian regimes who believe people are weaknesses in the machine…. 

will naturally gravitate towards totally automated solutions […] Why do I 

know that? Because that’s exactly the way the Soviets [conceived] their recon-

strike complex: It was going to be completely automated. 

(Work, 2015) 

In this framing, the DoD has little choice but to accelerate the development and 

fielding of autonomous technologies, not only to retain parity and overmatch, but 

also (crucially) to do so as a moral counterpoint to the dangers of authoritarian 

militarisation of emergent technologies. When it comes to human augmentation and 

enhancement, Work goes even further:  

Now our adversaries quite frankly are pursuing enhanced human operations 

and it scares the crap out of us, really. We’re going to have to have a big, big 

decision on whether we’re comfortable going that way 

(Work, 2015) 

Work (2015) distinguishes the DoDs approach as being focused on ‘assisted human 

operations’ rather than human enhancement. But at the same time as emphasising 

his fear and repugnance at adversaries pursuing human enhancement, Work also 

signals the need for the DoD to confront their ostensible reticence to engage in this 

research. Amir Husain, a CNAS and defense insider, who worked with General John 

R. Allen, of the U.S. Marine Corps, on the concept of Hyperwar (Husain and Allen, 

2017) similarly focused on the narrative that adversary development would 
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eventually leave the DoD with little choice when it came to enhanced human 

operations or fully autonomous systems: 

We need to accept the fact that our hand in this matter will be forced, that 

near-peer countries are already investing [in these systems]. If adversaries can 

act faster because they don’t slow their system down for moral scruple what 

option do you really have? 

(Husain and Allen, 2017) 

With the DoD seeking to reconcile its desire for decisive victory with low risk to 

friendly forces, high moral standing, and verifiable legality, human augmentation 

and AI-autonomous technologies were instead framed as enablers of the Third 

Offset imaginary of the future of war. The DoD needed, it was argued, to urgently 

revamp its innovation enterprise, particularly in regards to emergent AI, autonomy 

and human augmentation technologies that were, apparently, being developed 

without restraint by near-peer competitors. Finally, typifying this sentiment, was 

this statement from Thomas Bussing (2016), head of Raytheon’s advanced missile 

systems unit: 

 we’re not technology-limited; we’re more comfort-limited […] The systems 

that we have today could do a lot more if we had the imagination and daring to 

exploit them. 

It is worth caveating, as this thesis has done previously, that in the case of Bussing, 

he has a clearly vested interest in mobilising such an argument – that being the 

continued insider status and the roughly $13 billion of U.S. government spending 

that Raytheon received in 2015 (Department of the Treasury, 2020). In the same year, 

Raytheon spent approximately $706 million on research and development, with their 

largest market being the U.S. DoD (Aeroweb, 2018; Raytheon, 2015). This marked a 

$106 million increase in internal research and development expenditure from the 

previous year and the increase is accounted for in relation to Raytheon’s various 
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functional areas throughout the 2015 annual report – and the explanations provided 

strongly reflect the focus on future offsetting and the need to innovate advanced 

technologies that have been discussed to this point. The $35 million increase in 

general research and development is, for example explained as ‘primarily due to 

higher independent research and development activity related to electronic warfare 

technology’ (Raytheon, 2015). The $79 million increase in Missile Systems research 

and development is attributed to increased advanced capabilities research activity 

(Raytheon, 2015). 

While the rhetorical character of this view, as expressed by senior leaders of the 

Third Offset, often emphasised the need for the DoD to overcome its reticence and 

hesitation in regards to these technological realms, it was also underpinned by a 

more stable imaginary of technological innovation as a means to reconcile the DoD’s 

normative and strategic objectives 

As discussed above, the key advocates for the Third Offset mobilised their 

visions of the future far more in terms of the capabilities that would be need to be 

realised through innovation, than on predictions or visions of threats. Joelien 

Pretorius (2008b, p. 301)has commented on this, arguing that: 

 Future threats (the who, where, and why dimensions of threat) are said to be 

too unpredictable to steer future planning, especially in light of the 10 to 30 

years R&D and acquisition cycle of military equipment […] Instead, the 

emphasis is on the ‘how’ dimension—all the possible capabilities (technologies) 

that might be employed to threaten the United States and its allies.  

This is, Pretorius continues, a crucial distinction that ‘shifts the focus from the 

human to the technological element of warfare’ (Pretorius, 2008). Crucially, for the 

argument made here, this capabilities focus represents a shift away from prediction 

and pre-emption and towards a more complete elision of uncertainty by 
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concentrating on technological superiority – both over a named adversary, and over 

contingency more generally.  

In this vision of future warfare, rather than seeking to predict what the enemy 

may or may not do, the DoD sought to create platforms, technologies and 

warfighters that would prevail regardless of what they faced and when. The wars of 

the early 2000s had been predicated on a vision of closed world of predictions based 

on (increasingly) available and perfectible intelligence. Many of the marquee projects 

of the Third Offset instead represented an attempt to engage with a perceived reality 

of near total contingency and infinite possibility.  

There is clearly a duality at play here that must be acknowledged. While the 

Third Offset was explicitly focused on future readiness, and on fostering innovations 

that would sustain DoD overmatch over the coming three decades (Dempsey, 2014), 

there is also a core emphasis on the near impossibility of knowing what this future 

will entail – at both a macro (geopolitical) and micro (military engagement) level.   
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6. Distributed lethality, Resilience and 

Adaptability  

6.1. Introduction 
The previous chapter examined the sociotechnical imaginary of endemic 

uncertainty. I have argued that this was a central factor in conditioning the visions of 

the future of warfare presented by, and guiding, the Third Offset strategy. In this 

chapter I want to discuss, in more detail, some of the key aspects of this imaginary 

and the efforts to advance a vision of a future joint force geared towards the 

operational concept of distributed lethality. The chapter will explore various 

elements of this imaginary, including its rise to prominence and coproduction 

through several key documents and programs, as well as aspects of its continuity 

and differentiation from past operating concepts, such as network-centric warfare.  

The chapter will also explore how distributed lethality, and associated concepts 

such as ‘swarm resilience’ (Brimley and Scharre, 2014), were connected to other 

specific and general aspects of the Third Offset sociotechnical imaginary, and how 

the concept was ultimately realised more fully in the later concept of Mosaic Warfare  

. Crucially, the chapter will also explore how the technological capabilities 

developed throughout the 21st Century conditioned the emergence of this imaginary 

and visions of what would be possible in the future of war. Finally, the chapter will 

interrogate how visions of distributed lethality that were attainable in the future, were 

mobilised in the present to advocate for specific innovation programs and 

sociotechnical reforms. In doing so, the work will necessarily also discuss the 

interaction and coproduction of sociotechnical reforms of the DoD innovation 

enterprise and technologically enabled operational concepts.  

This is the second substantive empirical chapter of the thesis, and follows the 

argument advanced in the prior chapter. The centrality of uncertainty, contingency 

and how the sociotechnical disposition of the DoD’s fighting force and innovation 
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enterprise could master it, should be borne in mind throughout, and will be part of 

the argument here. Throughout the chapter, I move from a contemporary historical 

account, towards the formation or emergence of a Third Offset imaginary. The 

overall effort is to explore the coproduction of the distributed lethality imaginary 

through a number of key programs and papers – demonstrated through discursive, 

material and institutional formations. 

I begin with a presentation of the distributed lethality concept at broad 

overview level, and demonstrate its prominence in some key DoD projects of the 

Third Offset Strategy era, with a central focus on the development of distributed 

lethality by the U.S. naval forces. I explore how this concept was framed in DoD 

public facing and internal statements as contrasting the approaches that preceded it, 

and how it can be seen as interacting with broader elements of DoD reform to the 

innovation enterprise, and its rethinking of the relationship between technological 

means and geopolitical ends, and the overarching re-emergence of uncertainty as an 

endemic condition.  

The concept of distributed lethality is presented as a case wherein several 

aspects of Third Offset sociotechnical reform – that were predicated on evolving 

sociotechnical imaginaries of the Third Offset-era – coalesced, and where their 

interaction coproduced a novel technologically enabled operating concept. The 

presentation of this case intends to demonstrate that DoD’s re-imaginings of 

uncertainty interacted with its gradual adoption of latter 20th Century and 21st 

century ordering principles such as agility and resilience and its contemporaneous 

efforts to reproduce the accelerated innovation practices of Silicon Valley, and that 

these interactions were sites of productive friction. They resulted in the presentation 

of a number of visions of how warfare might be mastered in the coming decades, 

and in turn, these were mobilised in advocacy for particular sociotechnical programs 

of reform and innovation in the present.  
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Distributed lethality was then, observable as both a promissory vision of future 

capabilities and a near-term response to perceived changes in international 

environment and the technological scorecard. I wish to make the case in this chapter 

that iterative evolutions of distributed lethality –  both as a concept invoked in 

speech acts and doctrinal musings, and as specific instances of technological or 

operational reform – represent advancing efforts to reconcile these emergent 

demands with the sociotechnical visions of transcending or overcoming them.  

The first section of this chapter will discuss the earliest invocations of 

distributed lethality in the Third Offset-era, through the U.S. Naval forces adoption 

of an ‘if it floats it fights’ paradigm. I will then go on to discuss the interactions 

between technological capabilities (and imaginations of technological possibilities), 

changes in the DoDs innovation enterprise and broader fiscal and political contexts 

shaped the evolution and spread of the distributed lethality imaginary through the 

DoD in the Third Offset-era.  

6.1.1. Distributed Lethality – if it floats it fights 

The first iteration of distributed lethality – that was named as such – came via the 

U.S. navy leadership in January of 2015. It was first publicly stated in an article 

penned for the U.S. Navy’s ‘Proceedings’ journal by three senior naval officers, it 

represented a major shift from the defensive deterrent posture and role as a 

supporting force for land forces, that had characterised the surface fleet’s mission for 

the prior decades (Kline, 2016; Hatfield, 2015). Alongside the switch to a more 

offensive stance, there was an acceptance of increased risk and possible attrition of 

vessels, as a consequence of a fundamental challenge to the U.S.’S historically 

assumed freedom of operation and maneuver. Vice Admiral Thomas Rowden, Rear 

Admiral Peter Gumataotao and Rear Admiral Peterof Fanta (2015) described the 

need for a shift to a more offensive posture as part of their initial proposal for 

distributed lethality: 
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The surface force is taking the offensive, to give the operational commander 

options to employ naval combat power in any anti-access/area-denial (A2/AD) 

environment. The surface fleet will always defend the high-value and mission-

essential units; that is in our core doctrine. However, the emergence of 

sophisticated sea-denial strategies has driven a need to shift to an offensive 

imperative  

The article noted the importance of reforming the operational standing of the navy 

to respond to A2/AD technologies developed by potential adversaries and near peer 

competitors. Power projection and freedom of movement were seen as core 

challenges to which technological and organisational reforms could be mobilised to 

address: 

The surface Navy must counter rapidly evolving missile, air, submarine, and 

surface threats that will challenge our ability to sail where we want, when we 

want.  

(Rowden et al., 2015) 

Also noting that:  

The shift to the offensive responds to the development of increasingly capable 

A2/AD weapons and sensors designed specifically to deny U.S. naval forces 

the freedom of maneuver necessary to project power. 

 (Rowden et al., 2015) 

In its most elementary terms, distributed lethality meant, very simply, placing more 

(and more capable) weaponry on more ships. Underwriting this plan was the notion 

that a potential adversary would be unable to respond effectively to so many 

offensive threats spread over such a broad theater. Then-Director of Surface Warfare 

and co-author of the Proceedings article, Rear Admiral Fanta (2015) stated: 
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If it floats, it fights. That’s ‘distributed lethality.’ Make every cruiser, 

destroyer, amphib, LCS [Littoral Combat Ship], a thorn in somebody else’s 

side […] It just takes arming everything 

Of course, the reality is that even this early iteration of the concept was predicated 

on a broad array of technologies and human-machine interactions – with many of 

the systems for both distributed offense and command having prerequisites in 

emergent and 21st century technological capabilities.  

This realignment, towards a distribution of command and lethal capability 

reflected the perceived need to ensure overmatch with a rapidly modernising 

Chinese navy, and with China’s increasing use of A2/AD technologies in the pacific. 

A similar view was offered by Vice Admiral Tom Rowden (2015), then-Commander 

of the U.S. Naval Surface Forces: 

The picture I’m painting is one of a surface force that is bristling with 

offensive capability, one in which a large number of ships cannot be ignored. 

The idea of distributed lethality is quite clear to observe – and ostensibly very simple 

– in this context. However, in January 2015, when announced by U.S. naval leaders, 

the concept was still actively evolving and proposals for how the overarching 

concept – to make more vessels more dangerous – could be instituted were being 

actively sought. Indeed, in a January 2016 interview concerning the progress of the 

distributed lethality concept, Vice Admiral Tom Rowden was keen to emphasise the 

developmental nature of the program and the challenges the naval forces faced in 

terms of balancing immediate challenges of the geostrategic environment and 

limitations of the incumbent fleet against the need to develop a future ready force: 

One of the things I wanted to do was to understand what the potential 

advantages are of a more lethal and distributed surface force. I’ve done a 

couple of things. One was what I refer to as the Distributed Lethality Task 

Force, which is a group of individuals from across organisations who have an 
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interest in understanding how we will employ naval surface forces in the 

future. From forward warfighters, warfare tactics instructors from the Naval 

Surface and Mine Warfighting Development Center (SMWDC), naval 

strategists, expertise from across the research-and-development community, 

and wargaming and analytics from the Naval War College and Naval 

Postgraduate School, we have worked hard to achieve a deeper understanding 

and better articulate the advantages of a more distributed lethal force. 

(Rowden, 2016) 

In promissory technological terms, much of the distributed lethality imaginary 

centred around a number of capabilities: advances in human-machine teaming and 

collaboration (Freedberg, 2014b; Freedberg, 2017b); advanced automation, 

particularly in the field of swarm and teamed automated elements (Freedberg, 

2014b); materials and computing advances that made smaller automated units and 

smaller effective force components attainable (Rosenberg, 2020; Sydney J Freedberg, 

2016b); advances in electromagnetic warfighting capabilities (Prabhakar, 2013; 

Committee on Armed Services, 2016; Clark, 2017).  

At the same time, these developments must also be seen as indicative of a drive 

towards the development of lower-cost platforms, and the attendant focus on 

shifting away from exquisite, hight cost platforms. This itself demonstrates several 

key aspects of the coproduction of the sociotechnical imaginaries of the Third Offset. 

Firstly, it is apparent that this reflected a desire to develop a force that was 

fundamentally more adaptable in terms of its material infrastructure. In 2014, in a 

number of remarks, General Dempsey (2014) emphasised both the significance of 

agility and the need for the DoD to become an organisation that embraced change 

and sought to engage with change – and its intrinsic uncertainty – in a proactive 

way.  
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Our joint force is agile. It’s adaptable. Some of you have heard me testify it’s – 

it embraces change. It’s actually eager for change. It may not always seem that 

way, but it is. But what it isn’t eager to accept is uncertainty, and we’ve got a 

little bit too much uncertainty in our budget condition right now 

And in another address in 2014:  

But nevertheless, we’re becoming – there’s two words that you’ve probably 

seen in our – in our – in our documents, whether it’s the strategic defense 

guidance or the QDR or the chairman’s risk assessment […] But the two 

words are ‘agility’ and ‘innovation,’ and we’re challenging ourselves to see 

just how agile we are, and if we’re not as agile as we need to be, what are we 

going to do about it?  

(Dempsey, 2014) 

Something that should be noted here is that change-readiness and agility were 

bestowed simultaneously as already-possessed characteristics and imminent 

potentialities that needed to be unlocked through innovation and reform. This 

provides an additional useful demonstration of both the content and function of 

Third Offset-era sociotechnical imaginaries concerning innovation – adaptable, risk-

embracing, ambitious and fast(er) moving – and those that coalesced around 

operation concepts, such as distributed lethality.  

There was, then, a presentation of the connection between presently embodied 

capabilities and future potentialities that were attainable through desired trajectories 

of innovation and reform. In the performance of sociotechnical imaginaries as a form 

of innovation and reform advocacy, this should be understood as an effort to link a 

vision of the sociotechnical character and culture of the DoD with the attainability 

and desirability of a sociotechnical vision of its future potential. This applies equally 

to the initial presentation of ideas, as to attempts to advocate for investment in them 

or advance their legitimacy and reach. In the words of Jasanoff (2016, p. 251) this 
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reflects the frequent ‘tacit slippage between is and ought’ that characterises efforts to 

imagine the future. At the same time, Charles Taylor’s work on the social imaginary 

(on which Jasanoff and Kim draw heavily for their concept of sociotechnical 

imaginaries (Jasanoff, 2015, p. 10)) helps us to see here the ways that the mobilisation 

of sociotechnical imaginaries can seek to present unity between states of order that 

actually exist and those that the mobilising actors desire: 

I am thinking, rather, of the ways people imagine their social existence, how 

they fit together with others, how things go on between them and their fellows, 

the expectations that are normally met, and the deeper normative notions and 

images that underlie these expectations. 

(Taylor, 2002, p. 23) 

In application to the martial sociotechnical imaginaries of the Third Offset, while 

broader conceptions of social relations and the moral good are still significant, the 

core concern is with how military arrangements – whether they be innovation and 

acquisition practices, doctrinal norms or the fielding of technologies in combat – are 

able to be presented as aligning with both what is (thus making them both appealing 

and realistic) and what should be (thus motivating for change in accordance with a 

promissory or desirable future state). Jasanoff argues that Taylor’s imaginary 

schema: 

involves not only common understandings and practices based on a sense of 

what is real, but also ‘a widely shared sense of legitimacy’ about how to order 

lives in relation to those realities.  

(Jasanoff, 2015, p. 10) 

Jasanoff further advances, and I echo here, that this conception is ‘incipiently 

coproductionist,’ representing an ongoing process of negotiation or interrelation 

between ‘the epistemic and the normative’ (Jasanoff, 2015, p.10). Thus, the DoD 

innovation enterprise, force posture and operational units are presented as both 
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possessing agile and adaptable traits, while still requiring significant sociotechnical 

reform in order to attain the required levels implied by the principles themselves 

and the demands of a 21st century offset.  

This was particularly observable when viewed in comparison to the 

caricaturing of the U.S.’s near-peer competitors as less innovative, creative and 

adaptable. U.S. forces are presented as both highly technologically innovative and as 

possessing uniquely capable resources in terms of human capital. Of course, on a 

superficial level, this observation can be deployed to demonstrate the social as well 

as technical nature of the reforms advocated for in the Third Offset. This inter-

societal comparison of what is suggested to be an intrinsic or foundational culture of 

innovation and creativity in the American populace, that is implicitly lacking in their 

potential adversaries picks up on the centrality of imaginaries of innovation to 

construction of U.S. national security. As was discussed in Chapter Four of this 

thesis, American claims about both the inherent good of innovation, about the 

necessities for action that might be precipitated by its uneven and non-synchronic 

distribution (Lawson, 2011), and about the intermingling of connectedness, 

liberalism and American hegemony with beliefs about technological sophistication 

(McCarthy, 2021a), are deeply intertwined with, and coproductive of, its foreign 

policy and military activity.   

These types of innovation project provide a demonstration of how the 

interactions between more structural and stable elements, such as the long-held 

imaginary of American self-realisation through innovation (see Chapter Four) and 

more agentic and situated negotiations of technological futures. The imaginary of 

inherently innovative and creative warfighters and a defense apparatus that needs to 

keep pace - with contemporary adaptations in innovation practice and the changes 

precipitated by new scientific knowledge and tools  - in order to liberate and realise 

this innovative potential is prominent in these discussions of human capital. But 

these articulations of the imaginary also possess a strongly technological character. 
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Not only have perceived technological adaptations among other states created the 

necessary conditions for distributed lethality to be required, but the technological 

refinement of warfighter capabilities is promoted as the means through which this 

exigency can be overcome.  

Distributed lethality required, by its very nature, the wider distribution of both 

offensive and decision making capabilities. It also necessitated a shift away from 

prior iterations of hierarchically networked command (Clark et al., 2020; Donoughue 

et al., 2021) and towards distributed and resilient command networks, like those 

advocated by DARPA’s Distributed Agile Submarine Hunting and Squad X 

programs (Walker, 2017, p. 5-9), and in the Naval forces shift towards the distributed 

offensive capabilities required by an ‘if it floats, it fights’ mantra (Freedberg, 2015a) 

and the fielding of Hunter-Killer Surface Action Groups (Rowden et al., 2015).  

While these programs, particularly the DARPA projects, held strong focus on 

emergent technological capabilities, the leading figures of the Third Offset were 

repeatedly at pains to emphasise that they were not solely oriented around 

developing advanced capabilities, but were instead also focused on developing an 

agile and uncertainty-embracing force by unlocking the potential of the DoD’s 

human capital and building an operational force that was more resilient, tolerant of 

uncertainty and prepared to achieve the DoD’s objectives even in the face of 

attrition.  

In regard to the former objective, it is key that the Distributed lethality concept 

(as well as the DoD’s efforts towards human machine teaming and symbiotic 

warfare (see Chapter Six of this thesis)) was frequently mobilised with reference to 

the U.S.’s possessing especially capable and well trained human warfighters and the 

accordant need to empower leaders at more granular levels. For example, Admiral 

Philip Davidson (2015), then-Head of Fleet Forces Command, stated that: 
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Lethality isn’t just about range and explosive weight: [It] must include 

culture and approach. 

Vice Admiral Thomas Rowden (2015) similarly emphasised: 

We’re not talking about missiles and sensors alone, we’re talking about people, 

about developing a whole new generation of warfighters comfortable with 

detached operations.  

In more concretely strategic terms, the concept was predicated on a dual drive 

towards empowering leaders at a highly localised level, in order to accelerate the 

decision cycle. Jonathon Solomon (2016), a systems analyst employed on Navy 

surface warfare projects stated the goal as ‘Empowering the lowest level to take the 

initiative [to create] a decision cycle that’s faster and more hardened than someone 

who’s commanding from afar. The importance of developing emerging technologies 

to ensure that the DoD was not surpassed in the realm of ‘electromagnetic maneuver 

warfare’ was also emphasised by Solomon (2016). 

  These statement strongly echoed the same sentiment proffered by Bob Work 

and Ashton Carter in their overarching visions of the Third Offset as a culture and 

institutional reform, every bit as much as a technological one: 

The last thing I want is you to go away from this thinking this is all about 

technology. The number one advantage we have is the people in uniform, in 

our civilian work force, in our defense industrial base, and the contractors who 

support us.  

(Work, 2015a) 

Indeed, further developing this point, Bob Work also told the audience at the 2015 

Reagan Forum that the DoD had ‘an advantage in people and innovation’ (Work, 

2015a). Again, this was paired with a frequent plea for the urgency of continuing to 
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develop this capability through enhancing both innovation and organisational 

culture:  

Look, I’m not willing to say we will have an enduring advantage in human 

capital over the course of this competition, I believe we have a marked 

advantage as we start 

(Work, 2015) 

It is worth noting that in public announcements of the concept, the demands of the 

present and future operating environment are contrasted (in similar fashion to as 

seen in the prior uncertainty chapter) with a more certain and predictable period of 

U.S. pre-eminence and overmatch: 

We’ve got a generation of warriors — not just surface warfare officers — that 

have been pretty much at liberty to drive to any point on the ocean and deliver 

power-projection fires forward without worrying much about defense [against 

enemy anti-ship weapons]  

(Davidson, 2015) 

A crucial aspect to note here is the interdependent, or coproductive, nature of this 

drive towards improvement of distributed command capabilities through enhanced 

human potential and advanced innovation. The necessity for ‘a whole new 

generation of warfighters comfortable with detached operations’ (Rowden, 2015) 

that distributed lethality required, was not incumbent solely on improved training or 

the adoption of a new institutional culture. Rather, it was intrinsically connected to a 

suite of advanced technological capabilities that supplemented and enhanced the 

warfighter’ or (local) commanders’ abilities.  

Indeed, for all the talk of empowering warfighters, or of the importance of 

naval officers adapting to a global context where certainty of control and access was 

not guaranteed – it is crucial to note that technology was still positioned centrally as 
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the variable that would allow such an adaptation. In the same address to the Atlantic 

Council that Secretary Work (2016) spoke of the U.S.’s human capital advantage, he 

also stated: 

The Third Offset is really kind of simple at its core. It basically hypothesizes 

that the advances in artificial intelligence and autonomy [are] going to lead to 

a new era of human-machine collaboration and combat teaming [wherein] the 

machine makes the human much more powerful and much more capable.  

There are a number of relational dualities that should be further considered here. In 

all the discussion of empowering soldiers to make decisions at lower levels, there is 

an implicit critique of their existing capacity to do so. These debates within the Third 

Offset then should be understood as the negotiation of imaginaries over how the 

soldier may be differently engineered through training and integration into 

technological systems. Andrew Bickford (2018, p. 811) has argued that:  

Throughout the history of warfare, groups and nation-states have tried to 

develop superior warriors, to armor their soldiers against the enemy and their 

own fears and weak- ness. Soldiers are supposed to be made into, and then 

embody and project, an ideal of steely resolve and fortitude, unwavering 

bravery and compliance.  

Compliance and creativity are not easily reconciled, and this is an example of how 

multiple contradictory visions of what ought to be can coalesce in the articulation of 

a particular sociotechnical imaginary. In line with much of the DoD’s documented 

preference for identifying technological solutions to address novel challenges, these 

imaginaries of distributed excellence appear to rely on the realisation of this 

reconciliation through the correct application of technology – communications, 

computers and unmanned elements.  

 As well as this relationality between the human and technological elements, 

we can observe a relation between a remembered past approach – the incumbent 
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system of centralised command, and the empowerment of the warfighter that is 

imagined as attainable through the techniques of distributed lethality.  

 The conditioning of these imaginaries of individual and corporate 

adaptability and resilience by more generalised shifts towards adaptability and 

resilience in both practices of governance – in light of shifts in risk management – 

and in society. As was noted in Chapter Four, the U.S. has a strong historically 

observable preference for attempting to ‘mirror’ developments made in non-security 

spheres in order to keep pace and ensure alignment with its vision of synchronous 

development.  

 While leading figures of the Third Offset repeated statements that articulated 

their belief that American troops were embodiments of components of America’s 

national and normative identity, it can also be inferred through the projects of the 

Third Offset, that they were engaged in imagining ways that these troops could be 

remade. The integration of human warfighters into technical systems and the 

relevant American imaginaries of transhumanism are discussed further in Chapter 

Seven.   

Through the deploying of improved and adaptable technologies for 

surveillance, analysis, targeting, offense and decision making, the DoD sought to 

equip and empower warfighters with the ability to operate effectively in a more 

independent manner – with the decision-action matrix embedded at a more localised 

level. Indicatively, the 2015 iteration of the RAND China-U.S. Technology Scorecard, 

for example, called for the DoD to adopt more ‘network enabled, but not network 

dependent’ operational structures (Heginbotham et al., 2015, p. 347).  

Network enabled, but not network dependent meant, essentially, that the 

distributed decision making and offensive capabilities of U.S. forces were intended 

to be enhanced by the vast array of different information streams and different 

offensive capabilities possessed across localised and global forces. Taking advantage 
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of, for example, ‘weapons platforms and systems plugged into a learning command, 

control, communications and intelligence (C3I)network’ (Hillner, 2019, p. 3) and an 

array of surveillance technologies and offensive capabilities ranging from anti-ship-

missiles (ASMs) (Prabhakar, 2014, p.4, p. 12) to swarming drones (Hatfield, 2015). 

The U.S. navy developed the graphic below to demonstrate the distribution and 

connected nature of capabilities in the distributed lethality concept. 

 

 

Figure III: ‘Distributed Lethality Concept – more lethality, more places,’ taken 

from a Naval Post article entitled ‘What is the Distributed Lethality 

Concept?’ (McConoly, 2021). The image displays the distribution of lethal 

capabilities across the surface, sub-surface, aerial and land units of the USN. 
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It also displays the interaction of satellites and unmanned elements. A key 

element of the image is the multiple strike points that are displayed – showing 

both the spread of offensive capabilities and the disruption they were intended 

to create.  

The formation of the vision of technological possibility in this imaginary is 

observable across a range of documents, produced by a broad range of actors. This is 

helpful in allowing us to trace the emergence, extension and rise to prominence of 

this aspect of the imaginary alongside other aspects, such as the focus on 

empowering warfighters to make localised decisions and unshackling the DoD 

innovation enterprise. Remaining with a focus on network enabled, but not 

dependent forces, we can observe, for example that Arati Prabakhar (2014, p. 4) 

highlighted the significance of Distributed Battle Management and Communications 

in Contested Environments in her 2014 statement to Congress:  

Under our Air Dominance Initiative, DARPA, the Air Force, and the Navy 

together have been exploring systems-of-systems concepts in which networks 

of manned and unmanned platforms, weapons, sensors, and electronic warfare 

systems interact to succeed in a contested battlespace […]  

We recently launched two programs that address these challenges. The 

Distributed Battle Management (DBM) program seeks to develop control 

algorithms and demonstrate robust decision-aid software for air battle 

management at the tactical edge. Our new Communications in Contested 

Environments (C2E) program is, at the same time, exploring the use of 

reference architectures to enable robust, scalable, and rapidly evolvable 

airborne communications networks. 

The coherence between these technologies – or at least, the central concepts of these 

programs – and those at the core of the Navy’s development of the distributed 

lethality concept are clear. There was a core element of human-machine teaming, the 
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development of technologies to aid decision making, and a focus on adaptability, 

scalability and resilience in operational environments of high uncertainty and 

contestation. Perhaps similarly instructive were some of the noted challenges, which 

present a further demonstration of how geopolitical factors and the perceived 

difficulties presented by China’s fielding of A2/AD technologies impacted DoD 

priorities and technological ambitions during the period. Indeed, Prabakhar (2014, p. 

4) states: 

These approaches could offer flexible and powerful options to the Warfighter, 

but the complexity introduced by the increase in the number of employment 

alternatives – particularly in a dynamic situation – creates a battle 

management challenge. Further complicating matters, in future conflicts U.S. 

forces may face degradation or denial of critical communications capabilities 

essential for coordination and shared situational understanding 

(Prabhakar, 2014)  

6.1.2. Control ‘Can No Longer Be Assumed’  

Returning to the theme of analysis in the previous chapter, it is useful to reflect here 

that the drive towards these distributed capabilities was positioned fairly explicitly 

as a response to a perceived deterioration of certainty of access and operations for 

the DoD’s forces. Prabhakar suggested the possibility of both highly contested 

environments and a loss of situational certainty and communications. Both these 

factors were central to the U.S.’s response to the A2/AD efforts of the PLA. In the 

context of the Navy’s early efforts towards distributed lethality, a core concern was 

that the long-assumed freedom of access and maneuver enjoyed by U.S. forces was 

undermined by PLA A2/AD technologies, and by technological proliferation more 

broadly. This fundamentally challenged the certainty with which the U.S. could 

pursue its military and geopolitical objectives. Adm. Jonathan Greenert (2015), the 

Chief of Naval Operations, stated to the assembled audience at CSIS: 
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It’s all well and good to want to project power, be a deterrent, and all of these 

things, but if you can’t get to where you need to get — which could be on the 

surface, under the sea, in space, you get my point: all the domains including 

cyber — you’ll be ineffective […] If you don’t have that [access] and it’s not a 

primary function that all of our kids are thinking about when they develop 

[professionally], when they organize, train, and equip, and operate, we will 

not necessarily be successful 

Marine Commandant Gen. Joseph Dunford (2015) echoed these sentiments in his 

summary remarks on the Cooperative Strategy for 21st Century Seapower: 

There is an offensive warfighting tone to this document that says, where the 

United States has interests, it needs access, [and] it can have that access 

And indeed, the significance of establishing a new mode of naval advantage, when 

the historically assumed abilities to maintain a certainty of access and operations had 

deteriorated, was also emphasised by the authors (Rowden et al., 2015) of the initial 

statement advocating for distributed lethality in the Proceedings issue of January 

2015: 

Sea control is the necessary precondition for virtually everything else the 

Navy does, and its provision can no longer be assumed. Threats ranging from 

low-end piracy to the navies of high-end nation-states pose challenges that we 

must be prepared to counter—and ultimately defeat. 

Many of the proposals advanced in this initial article were further advanced in a 

Centre for Strategic and Budgetary Assessments report, authored by Bryan Clark. In 

the report, ‘Commanding the Seas –  The U.S. Navy And The Future Of Surface 

Warfare,’ Clark (Clark, 2014, p. 16) argued for the central operational concept of 

‘offensive sea control’: 

If implemented as designed, offensive sea control will enable every surface 

combatant to be a potential offensive threat to the enemy as either a sensor or 
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weapons-launch platform. This will make the enemy’s targeting problem more 

challenging by distributing the surface fleet’s offensive capacity over many 

ships. It will also enable a wide range of new surface action group (SAG) 

configurations that combine large and small surface combatants to conduct 

offensive sea control operations.  

The mirroring of the core principles (as well as the discursive framing) of distributed 

lethality by the CSBA demonstrates the extent to which these imaginaries were both 

legible and attractive to defense leaders during the Third Offset-era. Similarly, the 

House Seapower Chairman, Representative Randy Forbes (2014) remarked on the 

release of the CSBA report, emphasising that:  

After decades of the Navy operating on the assumption that blue-water sea 

control is a forgone conclusion, I welcome that this study takes on the 

conventional wisdom and offers a framework for addressing the very real 

problem now at hand. 

The challenge of establishing access as a central concern can be further traced in the 

early presentations of the Third Offset Strategy, and in the earlier 2012 Defense 

Strategic Guidance. Deputy Secretary Work (2014) spoke in to the NDU Convocation 

in Washington (emphasis mine): 

And while we spent over a decade focused on grinding stability operations, 

countries like Russia and China have been heavily investing in military 

modernization programs to blunt our military’s technological edge, fielding 

advanced aircraft, submarines, and both longer range and more accurate 

missiles. […] 

America must continue to ensure its ability to project power rapidly 

across oceans and continents by surging aircraft, ships troops and supplies. 

If this capability is eroded or lost, we will see a world far more 
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dangerous and unstable, far more threatening to America and our citizens 

here at home than we have seen since World War II. 

[…] Questions about our ability to win future wars could undermine our 

ability to deter them. And our Armed Forces could one day go into battle 

confronting a range of advanced technologies that limit our freedom of 

maneuver. This would allow a potential conflict to exact crippling costs and 

put at risk too many American lives. 

While the 2012 DSG highlighted power projection in the face of A2/AD as a key 

objective: 

In order to credibly deter potential adversaries and to prevent them from 

achieving their objectives, the United States must maintain its ability to 

project power in areas in which our access and freedom to operate are 

challenged.  

In these areas, sophisticated adversaries will use asymmetric capabilities, to 

include electronic and cyber warfare, ballistic and cruise missiles, advanced 

air defenses, mining, and other methods, to complicate our operational 

calculus. States such as China and Iran will continue to pursue asymmetric 

means to counter our power projection capabilities, while the proliferation of 

sophisticated weapons and technology will extend to non-state actors as well. 

Accordingly, the U.S. military will invest as required to ensure its ability to 

operate effectively in anti-access and area denial (A2/AD) environments.  

(Department of Defense, 2012b, p. 4) 

Departments across the DoD characterised A2/AD challenges as manifesting in both 

the physical and electromagnetic spectrum. A good deal of attention was paid to the 

physical deterrence provided by, for example, China’s fielding of precision long 

range anti-ship missiles and the broader proliferation of advanced targeted 
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technologies. The U.S. Navy, Marine Corps and Coast Guard (2015, p. 8) discussed 

the issue in their 21st Century Seapower Strategy:  

The proliferation of technologies that allows potential adversaries to threaten 

naval and air forces at greater ranges complicates our access to some maritime 

regions (anti-access), as well as our ability to maneuver with-in those regions 

(area denial), including the littoral and landward access. These include long-

range ballistic and cruise missiles supported by state-of-the-art command and 

control (C2) and integrated targeting networks; guided rockets, artillery, 

missiles, and mortars; advanced submarines and ‘smart’ mines; advanced 

integrated air defense systems; fifth-generation fighter aircraft with enhanced 

sensors and weapons. 

Cyber-attacks, network disruption and electromagnetic weaponry were also a 

central concern:  

New challenges in cyberspace and the electromagnetic (EM) spectrum mean 

we can no longer presume to hold the information ‘high ground.’ Opponents 

seek to deny, disrupt, disable, or cause physical damage to our forces and 

infrastructure with advanced networked information systems. The 

exploitation of space, cyberspace, and the EM spectrum threatens our global 

Naval forces must have the resilience to operate under the most hostile cyber 

and EM conditions. 

 (U.S. Navy et al., 2015, p. 8) 

The DoD perceived that it had lost, over the course of the last decade of 

technological development by potential adversaries, the certainty that they could 

access locations and project power without encountering the kind of military 

response that would present an unpalatable risk to American life and an expensive 

threat to military hardware.  
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Whereas historic means of A2/AD often entailed physical obstruction defences 

– such as barbed wire, caltrops or anti-ship mines –  documents in the Third Offset-

era referred more keenly to the development of precision long range aerial defence, 

surface to air missiles and advances in both maritime and aviation technologies. 

Among those states highlighted as developing capabilities in these fields were 

China, Iran and Russia (Walton, 2016, p. 7). Some of the technologies given attention 

include emergent developments in hypersonic missiles and quantum 

communications, and already fielded advanced platforms such as China’s purchase 

of Russian S-300 long range SAM and development of the HQ-9 system 

(Heginbotham et al., 2015, p. 30, 98).  

Alongside the development of more advanced kinetic weaponry, a RAND 

research paper from 2015, cited in a number of internal DoD Third Offset related 

documents, also noted the development of an array of more-advanced 

electromagnetic capabilities. These ranged from improvements in ‘space-based’ and 

over the horizon radar technologies, to EMP and signal disrupting systems 

(Heginbotham et al., 2015, p. 156-162). The report (Heginbotham et al., 2015, p. 249) 

states: 

China also appears to be developing RF jammers and other directed-energy 

weapons to attack SATCOM, GPS, and other space-based capabilities.  

The report cited earlier instances of the Military Power of the People’s Republic of 

China report (see, for example: Department of Defense, 2015a) – an annually 

mandated report, that is required to report on: 

The current and probable future course of military-technological development 

on the People’s Liberation Army and the tenets and probable development of 

Chinese grand strategy, security strategy, and military strategy, and of the 

military organisations and operational concepts, through the next 20 years 
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The emphatic focus on the technological disposition of PLA forces here, and the 

centrality of this to any characterisation of future grand strategy, again directs us 

towards the capability-centred assessment of future threat environments that were 

discussed in Chapter Four of this thesis. On the development of electromagnetic 

capabilities as part of an advanced A2/AD strategy, the 2007 report stated:  

In recent years Beijing has pursued a robust, multidimensional counterspace 

program. UHF-band satellite communications jammers acquired from 

Ukraine in the late 1990s and probable indigenous systems give China today 

the capacity to jam common satellite communications bands and GPS 

receivers  

(Department of Defense, 2007) 

While in 2008, the report emphasised the development of even more advanced cyber 

denial and disruption capabilities:  

The PLA has developed a variety of kinetic and non-kinetic weapons and 

jammers to degrade or deny an adversary’s ability to use space-based 

platforms. China also is researching and deploying capabilities intended to 

disrupt satellite operations or functionality without inflicting physical 

damage. The PLA is also exploring satellite jammers, kinetic energy weapons, 

high-powered lasers, high-powered microwave weapons, particle beam 

weapons, and electromagnetic pulse weapons for counterspace application.  

(Department of Defense, 2008) 

The idea that near-peer competitors like China and Russia had developed advanced 

multi-domain capabilities, and that lesser adversaries could access cheaper and off 

the shelf disruptive technologies, was influential in shaping technology strategy and 

innovation efforts across all departments of the DoD. Alan Shaffer (2014), then 

Principal Deputy Assistant Secretary of Defense for Research and Engineering 

(ASD(R&E)) stated that: 
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We have lost the electromagnetic spectrum […] We have got to, in my 

opinion, regain some dominance in the electromagnetic spectrum, or at least 

parity, so things that we buy continue to operate as we intended them to.  

The operational concept of distributed lethality represented a reimagining of the U.S. 

forces relationship with this uncertainty. Indeed, while marking an 

acknowledgement of a loss of operational certainty (that was perceived to 

characterise prior eras) it also emphasised an effort to work with this uncertainty and 

to exploit the uncertain nature of global maritime operations, and conflict itself, to 

establish an advantage and deterrent to potential adversaries.  

Again, efforts to realise this ambition represented both technological 

innovation and concomitant efforts towards sociotechnical reform. The possibilities 

of what could be attained through novel fielding of existing emergent technologies 

and through the development of future speculative technologies formed the core 

around which a sociotechnical imaginary of an agile force, possessing distributed 

offensive capabilities, could master and embrace the chronic uncertainty of the 

coming decades.  

In their proposing of the concept, the authors (Rowden et al., 2015) summarised 

that the following technological enablers were prerequisites to the effective 

implementation of the operating concept: 

The enablers for this shift to the offensive are an array of existing platforms 

and capabilities, planned capabilities in various stages of acquisition, and 

future capabilities resident in today’s promising research-and-development 

programs.  

Employing the concept of ‘distributed lethality,’ the surface force—through 

innovation, emerging command-and-control concepts, and an increased ability 

to operate within an acceptable margin of risk—will flexibly adapt to future 
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maritime operations, exploiting seized areas of localized sea control to generate 

larger combat effects. 

As we can see in these remarks, distributed lethality contained elements of both 

promissory visions of future capabilities and the development of novel applications 

of existing platforms.  

6.2. Distributed Lethality and Cross Domain 

Synergy 
The following sections will further develop the themes of distributed lethality that 

have been presented above. They will explore how visions of distributed lethality 

were formulated in relation to the Joint Forces by the Army and USMC. At the same 

time, these sections will also present a discussion of some other aspects of the 

evolution of distributed lethality as an imaginary, and its realisation (and 

coproduction) in technologically enabled operational concepts.  

6.2.1. From AirLand Battle to Multi-Domain Battle 

As well as focusing on A2/AD challenges, Secretary Work was also emphatic about 

the need to develop technologies and operational concepts that would allow the U.S. 

to maintain its advantage on the battlefields of the 21st Century, after they had 

gained access to them. The field of combat would no longer be characterised by 

technological supremacy, but instead would require the ability to confront and 

overmatch an adversary in a future operating environment that was ‘uncertain, 

unknowable, and constantly changing’ (McCoy, 2020).  

In his 2015 address to the Army War Colleges Strategy Conference, Work 

(2015b) called for the Army to move beyond their extant AirLand Battle concept and 

to work to develop ‘AirLand Battle 2.0’: 

[…] once we break into theater, we're going to have to think about AirLand 

Battle 2.0. We are going to have to think about fighting against enemies which 



235 

 

have lots of guided rockets, artillery, mortars and missiles, and are using 

informationalized warfare to completely disrupt our heavily netted force. So, 

what does AirLand Battle 2.0 look like? I don't know. The Army needs to 

figure this out.  

In this framing, AirLand Battle was described as being premised on a large-scale 

expeditionary force, with decision making operated via a number of hierarchical 

nodes of command, and with battle domains – land, air, cyber etc – still remaining 

relatively distinct. Multi-Domain Battle, by contrast sought to realise more fully 

some of the evolving objectives of cross domain synergy that had been developed 

through a number of proposals since 2012. Notable among these were the 2012 Joint 

Operational Access Concept. In General Martin Dempsey’s foreword (Department of 

Defense, 2012a, p. iii) to the report, he stated that:  

The central thesis [of the JOAC] is Cross-Domain Synergy-the 

complementary vice merely additive employment of capabilities in different 

domains such that each enhances the effectiveness and compensates for the 

vulnerabilities of the others-to establish superiority in some combination of 

domains that will provide the freedom of action required by the mission.  

It is also crucial to note Dempsey’s (Department of Defense, 2012a, p. iii) remarks 

also emphasised the centrality of distributing capabilities and integrating domains at 

lower levels than previously: 

The JOAC envisions a greater degree of integration across domains and at 

lower echelons than ever before. Embracing cross-domain synergy at 

increasingly lower levels will be essential to generating the tempo that is often 

critical to exploiting fleeting local opportunities for disrupting the enemy 

system. 
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The report focuses on the distinction between prior iterations of Joint Synergy – that 

aimed towards better integration of different force branches – and Cross Domain 

Synergy, which emphasised:  

the integration across domains and at lower echelons than ever before, to 

include the full and flexible integration of space and cyberspace operations into 

the traditional air-sea-land battlespace […] Cross-domain synergy requires 

the integration across domains without regard for which Service provides the 

action or capability.  

The concept thus envisions a seamless application of combat power between 

domains, with greater integration at dramatically lower echelons than joint 

forces currently achieve. 

(Department of Defense, 2012, p. 16-17) 

This drive towards distributing capabilities and integrating combat power at lower 

echelons can be observed in a number of different projects during the Third Offset-

era, and was, of course, taken up by Secretary Work in the aforenoted 2015 address 

and call for the Army to innovate beyond AirLand Battle and the Joint Forces to shift 

from its reliance on guided ranged precision missiles (Work, 2015b).  

TRADOC published its ‘Multi-Domain Battle: Evolution of Combined Arms for 

the 21st Century’ report in December of 2017. Particularly of note for demonstrating 

the centrality of distributed lethality and disaggregated capabilities to the concept is 

the dual emphasis on ‘resilient formations’ and ‘convergence of capabilities.’ These 

were defined in the report (2017, p. 3) in the following statements (emphasis added):  

Multi-Domain Battle requires resilient formations capable of conducting 

semi-independent, cross-domain manoeuvre throughout the depth of the 

battlespace from any location in the world to the point of conflict to address 

the enemy’s lethality and ability to contest the Joint Force in all domains […] 
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Multi-Domain Battle demands formations able to conduct semi-independent, 

dispersed, mutually supporting, combined-arms operations with capabilities 

deployed to or accessible at the lowest practical tactical echelon to 

generate and exploit some advantage over the adversary.  

The commonalities between these core ideas, and those proposed under the banner 

of distributed lethality elsewhere is immediately clear. The call to deploy dispersed 

and mutually reinforcing capabilities to the lower practical tactical echelon is 

particularly significant. Additionally, the report (2017, p. 3) advocated for:  

These scalable and task-organized units [to] possess the essential ISR, 

firepower, endurance, and mobility to operate as distributed combined arms-

capable forces, while retaining the agility to converge dispersed capabilities at 

a desired place and time to confront the full range of adversary challenges.  

I wish to highlight here that the ability to converge dispersed capabilities against a 

‘full range of adversary challenges’ was again indicative of the centrality of 

uncertainty and an expanded range of contingencies to the imaginaries of the Third 

Offset. 
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Figure IV: A visualisation of ‘Multi-Domain Battle Objectives’ taken from the 

2017 ‘Multi-Domain Battle: Evolution of Combined Arms for the 21st 

Century’ report (TRADOC, 2017, p. iii). The logic chart is displayed here in 

order to highlight the prominence of distributed lethality themes and 

distributed, convergent capabilities, within the Multi-Domain Battle concept. 

Key elements of distributed lethality are highlighted inside yellow boxes 

(highlights mine). Please also note the central role of a ‘complex world’ in 

underpinning the concept’s objectives.  

As has been discussed already, these drives to distribute capabilities in response to 

operational uncertainty were contemporaneous to efforts to reshape aspects of the 

DoD’s innovation ecosystem in response to a more generalised concern with an 

uncertain future. In each instance, technological shifts and concerns over 

adversaries’ approaching parity in certain realms were central to the framing of the 



239 

 

problem, while an embrace of sociotechnical innovation (including reform of the 

innovation process itself) was positioned as the primary means of solving it.  

In the case of distributed capabilities as described by Multi-Domain Battle, the 

drive towards cross domain synergy and contemporaneous innovation reforms 

resulted in the DoD pursuing novel sociotechnical pathways to address the 

necessities for both technological convergence and integration of human and 

technological elements. One central aspect of this was the focus on developing, 

testing, and fielding technological capabilities that would enable the required 

distribution of ISR and lethality, while maintaining overall force resilience.  

An illustrative example of this is provided by the iterative repurposing and 

evolution of Raytheon’s Persistent Close Air Support (PCAS) system from a 

technology possessed only by manned Air Force jets, to UAVs to an infantry 

capability. In DARPA’s Squad X Program, the processing power and 

communications equipment that had previously been housed on the wing of an Air 

Force A-10 was to be distributed across members of a squad, and furthermore 

among members of a battalion (Bossert, 2016). Certainly, Secretary Work (Work, 

2015b) advocated in his address to the Army War College Strategy Conference, for 

the significance of attaining this distributed capability through advances in deeper 

integration of human and machine elements of the battle force:  

The key to ensuring that these aggregated small units have overmatch by 

providing support in fires, intelligence, and logistics. And if we combine them 

into well-trained, cohesive combat teams with new advances in robotics and 

autonomy and unmanned systems, three-play combat4 at the squad level, we 

can create super-empowered squads, super-empowered small units with 

enhanced situational awareness and lethality. 

 
4 Three-play combat refers here to the collaboration of human chess grandmasters and chess computers. When 

man and machine cooperate in high level competition, they consistently defeat both computers and human 

opponents. 



240 

 

DARPA's Squad X program, among others, is working on a number of ideas 

right now to increase human and machine collaboration at the lowest tactical 

level, including ground robots, small micro-drones, and trying to figure out 

how to push the squad situational awareness and lethality out to a large, large 

battlespace area 

The following section of the thesis will discuss the interactions between innovation 

and procurement reform with force structure in more detail.  

6.3. From Exquisite to Ready 
Promissory technological capabilities, a drive towards agility and adaptability and a 

desire to reform the DoD’s innovation enterprise coalesced around a vision of 

distributed lethality. While many of the capabilities that would empower distributed 

decision making, or make it possible to field lethal capabilities across more 

distributed and, in some cases attritable, platforms, relied on emerging technologies 

or advanced materials, it was also the case that the DoD sought to move away from 

high cost ‘exquisite’ platforms and towards relatively lower-cost and interoperable 

systems that might, at times, require the use of ‘off the shelf’ technologies (Hicks et 

al., 2017, P. 8, Prabhakar, 2014, p. 18) These were framed as responses to the different 

elements of uncertainty that the U.S. envisioned it would face in the coming decades: 

geostrategic, operational and technological. These elements were strongly 

interlinked, and were prominent throughout different framings of the Third Offset 

strategy.  

Dr Will Roper, Director of the Strategic Capabilities Office, was recorded in the 

Center for Strategic and International Studies (CSIS) report assessing the Third 

Offset Strategy (Hicks et al., 2017, p. 12) as emphasising the need for the DoD to: 

Avoid the trap of developing a $1 million missile to shoot down a $1,000 

drone; DoD has to get into the mindset of utilizing commercial capabilities to 

counter the commercial capabilities of our potential competitors, because 
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developing exquisite, defense-unique capabilities is both cost- and time-

inefficient. 

Admiral Fanta (2015) similarly emphasised that the Naval fleet needed to move 

away from its historic focus on developing hugely expensive and ‘exquisite’ 

weapons platforms, citing both the inflexibility, time delay and sunk costs of such 

systems:  

There’s a huge feeling in some areas that we should [just] cut the number of 

ships that you’re building or own and make those ships perfect [..] If I get the 

wrong ship with the exquisite systems, I’m 15 years away from fixing it 

The Admiral (2015) went on to emphasise the desire to shift towards systems and 

operating concepts that embraced advances in commercial technologies, rapid 

prototyping and field-testing, and advances in materials and miniaturisation: 

 If somebody has something on the shelf, I go buy it and I bolt it on. We have 

proven we can do that inside of six months. 

His statements on the Naval forces shift to an ‘if it floats, it fights’ distributed 

lethality concept also foregrounded efforts to embrace quick-to-field technological 

capabilities that were – again as a consequence of miniaturisation, and the 

development of smaller fieldable autonomous-enabling equipment, sensors, cyber 

capabilities or human-machine teaming elements (Roper, 2016b) – focused on being 

fit for purpose and ‘good enough’, rather than exquisite and predicated on 

operational certainty. Admiral Philip Davidson (2015a) similarly stated that: 

Not every platform has to possess the most exquisite sensor or the longest-

range, most capable missile. [As well as distributing lethality] we must 

distribute our costs. This requires a mix of high- and low-[end] surface 

combatants 
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Elements of this same focus were crucial to the work of the Strategic Capabilities 

Office (SCO), headed by the aforementioned Will Roper. Across a range of the SCO’s 

collaborative projects, a major emphasis was on utilising readily available 

technologies in innovative ways. In an interview with Breaking Defense, Roper 

(2016) advanced that:  

I’m actually very optimistic about what the Army and Marines can do to leap 

ahead […] if we can find a way to bring in commercial tech and not let our 

desire for perfect systems, built to the nines, get in the way of good-enough 

solutions that we can buy off the shelf. The Army and the Marine Corps have 

a greater chance of benefiting from most of the commercial technology we see 

in development. 

The U.S. Marine Corps (USMC) and the U.S. Army were similarly concerned with 

the challenges posed by area denial technologies. By 2017, this concern had manifest 

into a range of doctrinal and forecasting work. The TRADOC Multi-Domain Battle 

report (2017) noted that:  

adversaries seek to deter U.S. and combined forces through the use of 

sophisticated, all-domain, anti-access and area denial (A2/AD) capabilities 

that would impose significant losses on friendly forces. If not challenged, these 

A2/AD capabilities will delay deployment and employment of expeditionary 

forces simultaneously across strategic and operational distances.  

Meanwhile, General David G. Perkins foreword to the report is illustrative in 

recalling exactly what was at stake for the DoD in their need to overcome 

sophisticated A2/AD and multi-domain capabilities. He cited the need to regain 

operational and strategic overmatch in order to maintain freedom of action and 

prevent loss of life among friendly forces, but also began to suggest the 

opportunities that were inherent in this mode of multi-domain warfare. Particularly 
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of note is Perkins’ (2017, p. i) move to emphasise the possibility of ground forces 

being able to open windows of advantage in other domains:  

Over the last 20 years, our potential adversaries have studied our capabilities 

and developed the means to counter once-guaranteed domain overmatch. They 

have demonstrated asymmetric capabilities that deny our access to theaters, 

challenge the unity of coalitions, and negate freedom of action at the 

operational and tactical levels. Before this, it can be argued that the U.S. only 

had to deal with one contested domain – the land domain. Ground forces 

operated with uncontested air, maritime, and space support, and for the most 

part cyber support. Looking to the future, we will be contested in all domains 

and must be able to open windows of advantage for other domains from the 

land domain.  

It is also crucial to note that budgetary and political constraints represented an 

important context for many aspects of the distributed lethality concept being 

predicated on cheaper and less exquisite technologies. The fear that budgets will be 

reduced is a repeated motif in the speeches of U.S. military leaders. In the period 

following Obama’s 2012 DSG, the 2014 QDR and in the run up to the 2017 FYDP 

publication, this concern was heightened. In early press statements about distributed 

lethality, Fanta (2015a) emphasised that:  

Distributed lethality […] is taking the budget that we have and making 

everything out there that floats more lethal 

This narrative was central to the calls for innovation investment throughout the 

Third Offset. Typified, for example, by then- Secretary of Defense Chuck Hagel’s 

(2014) remarks during his opening keynote at the Southeastern New England 

Defense Industry Alliance: 
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While we hope Congress will soon realize these choices must be made – these 

hard choices must be made – DoD and industry cannot afford to putter into 

stagnation. We must do more. We must do better.  

The need to wring maximum value from repurposing existing systems and 

acquiring off the shelf or ‘high level of return’ commercial innovations was 

repeatedly emphasised by Will Roper (2016) of the SCO: 

We have over a trillion dollars’ worth of sunk costs in the systems we have 

bought and operated, (and) there’s a lot of potential under the hood to modify 

these systems […] Our job, instead of looking forward to the future 

technologies that are coming out of the research shops, is to look backwards to 

the systems that we currently have. 

The 2015 RAND report on the U.S. China Technology Scorecard (Heginbotham et al., 

2015, p. 345) argued: 

Barring major economic or political turmoil in China, Chinese defense budgets 

are likely to increase much more quickly than those of the United States for the 

foresee- able future. And although the U.S. defense budget will remain higher 

than China’s for many years, the changing balance of material resources, 

combined with the tyranny of distance, poses increasingly significant 

challenges to the United States in its planning for Asian contingencies. 

And proposed, in a move that clearly resonates with the shifts for distributed 

lethality, that:  

Given both the high costs and the dramatic capabilities associated with new 

air-craft (e.g., the F-22 and F-35), these systems tend to garner enormous and 

disproportionate attention in the media and in public debate. While aircraft 

performance and capabilities are undeniably important in modern warfare, 

their ultimate impact is largely shaped or affected by a much larger and often 

less expensive but more mundane set of capabilities.  
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As the air and missile scorecards highlight, the number, availability, and 

hardening of U.S. Air Force bases, as well as repair capabilities associated 

with them, are critical in determining outcomes. Some of the measures that 

might be taken to strengthen bases are relatively inexpensive, at least 

compared with the flyaway costs of combat aircraft. 

(Heginbotham et al., 2015, p. 346) 

6.3.1.The SCO and accelerated innovation-fielding 

This shifting focus, from perfect systems to systems that contained aspects of 

advanced technologies but were perhaps more immediately deployable or adaptable 

can be seen prominently in the projects and rhetoric of the SCO.  

In 2016 the Strategic Capabilities Office collaborated with the Navy on 

‘autonomy kits’ that would be installed aboard a conventional vessel to let it operate 

unmanned. After the unmanned mission, the kit can be taken back off, if desired, to 

let the boat operate with a human crew again. These autonomy kits were designed to 

be deployed on small and medium sized craft, on vessels that were not necessarily 

optimised for autonomous operations. SCO director Will Roper (2016) reflected that 

the drive was to ‘start with the ships we have.’  

The Strategic Capabilities Office (SCO) was focused primarily on leveraging the 

capacity and opportunity for innovation latent in existing DoD systems, platforms 

and technologies. According to Carter (2016):  

[with the] SCO, we’re also changing and adapting how we use existing 

platforms and technologies already in our inventory – giving them new roles 

and game-changing capabilities to confound potential opponents  

The organisation was founded in 2012 by Carter, and Will Roper was appointed to 

head the office. While the SCO had a very immediate, as opposed to long-term focus, 

it was still illustrative of the overarching emphasis on agile, urgent innovation that 
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preoccupied the DoD leadership at the time. Roper and the SCO were often 

characterised as typifying some of the adaptability, speed and pragmatism that the 

DoD leadership apparently sought to embed throughout the organisation. Carter 

(2016) spoke of SCO projects as representing ‘where the rubber hits the road’. Roper 

himself appears to have believed much of the high praise his organisation received.  

According to SCO director Will Roper, SCO had three approaches: Firstly, 

taking something designed for one mission and making it do a completely different 

mission; Secondly, integrating discrete systems into broader, integrated systems that 

could do something that the com- ponent systems could not do on their own, and; 

Thirdly altering a capability by adding commercial technology (Pellerin, 2016). 

There are several examples of SCO projects cited in open sources. One is the so-

called arsenal plane, which amounted to converting B-52s into ‘flying magazines’ – 

loading them up with sensors and weapons, and more fully connecting them to fifth-

generation aircraft. Other examples include aerial and subsurface swarming drones 

and hypervelocity projectiles that could be fired by artillery that is already in the 

U.S. military’s inventory (Gentile et al., 2021, p. 59).  

In an interview with Breaking Defense, Roper (2016) invoked the rapid and 

pragmatic innovation of the science and technology enterprise in WWII to describe 

his role:  

The best thing about running my office is that I have no requirements. I have a 

mission, kind of like the guys in World War II  

The SCO operated with a typical time range of three years from project initiation to 

completion. Roper stated that: ‘Most of the capabilities that we work tend to be one 

to four years’ (Freedberg, 2016f). The speed that SCO developed projects was 

certainly notable, yet the model of innovation that the organisation typified, and the 

sorts of project it undertook, were equally significant.  
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The SCO held an operating budget of $16 million in its first year, and 

individual projects were required to apply for funding as part of the DoD budget. In 

terms of the organisations vaunted adaptability, much of this is demonstrated in the 

focus on demonstrating technological progress rather than fulfilling requirements. 

Roper (2016) argued that the idea of force requirements was itself often self-limiting:  

Where we often trip ourselves up is we write down numbers that we wish 

were true…but then once they take on the word ‘requirement,’ it means that 

they have to be  

The SCO aimed to expedite research, development and fielding of innovative 

warfighter technologies by looking for unused capacity, new combinations or new 

uses for existing military technologies. Indeed, Roper (2016) stated that ‘our job, 

instead of looking forward to the future technologies that are coming out of the 

research shops, is to look backwards to the systems that we currently have.’ By 2017, 

Secretary Carter had requested $902 million in funding for the SCO and the agency 

was involved in projects related to nearly every advanced technology field the DoD 

was pursuing (Lamothe, 2016).  

The desire to emulate the speed of development and comfort with potential 

failure of commercial innovation was certainly significant for the SCO and the Third 

Offset, but of equal importance were the types of technology and the visions of the 

future warfighter that were imbricated in this focus on lower-cost systems. Roper 

(2016) singled out, for example, the role that commercial technology could play in 

distributing technological capacity into wearables and onto the body of the 

warfighter: 

I’m actually very optimistic about what the Army and Marines can do to leap 

ahead […] if we can find a way to bring in commercial tech and not let our 

desire for perfect systems, built to the nines, get in the way of good-enough 

solutions that we can buy off the shelf. The Army and the Marine Corps have 
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a greater chance of benefiting from most of the commercial technology we see 

in development.  

It is crucial to note, then, that these quick-to-field and relatively low-cost 

technologies represented not only an immediate pragmatist response to 

sequestration cuts and rising costs –  as noted in the 2014 QDR and in the planning 

for Fiscal Year 2017 budget planning requests (Joint Chiefs of Staff, 2014; 

Congressional Research Service, 2018; Schwartz, 2014; Welby, 2016a) – but also were 

coproductive of the deeper imaginaries of what the future of warfare would look like 

and how the DoD would win. Visions of distributed lethality, resilience and of 

technologically perfectible action being embedded in more disaggregated systems 

were central to the Third Offset imaginary of the future of warfighting. These 

wearable systems using advanced technology were a material manifestation of the 

development of this project.  

The SCO was similarly engaged in research and development of data mapping 

and processing, and crucially, communicating that data to individual or small 

groups of troops on the ground. An interesting illustrative example comes in the 

form of the SCO’s vision of augmented reality as a transformative technology for 

battlefield and training tool. In 2016, Roper (2016) stated that: 

We think augmented reality can be game-changing […] It’s a technology 

that’s going to be matured, pushed by the video game industry, that is focused 

on taking large amounts of complicated information and displaying it in an 

intuitive and actionable way. It would be really wise to follow that as opposed 

to trying to make up our own approach  

Discussing this program with Wired Magazine, Roper advanced that ‘in the age of 

the Internet of Things, our senses no longer define the boundaries of our perception’ 

(Thomson, 2017). The notion that the perceptive range of individual warfighters 

could be extended was not necessarily a new one – innovations on this front have 
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been as varied as the periscope, the radio or, more recently, the networked 

surveillance drone. The Third Offset though, represented an attempt to realise the 

vision that technologically advanced perception widening technologies could be 

distributed to individual warfighters. Rather than relying on, for example, a radio 

operator to convey surveillance information from a central or forward hub, several 

Third Offset programs – including those developed by the SCO – suggested that 

surveillance, monitoring, processing of data, decision and action could be embedded 

at the level of a local, disaggregated network.  

Of significance here is the dual invocation of commercially developed, cheaper 

and ready to field technologies and highly advanced, futuristic capabilities. Roper, 

as with so much of the Third Offset, presented his vision of future possibility in 

order to advocate for a particular program of action and investment in the present. 

At the same time, the extant technologies and programs undertaken in the present 

should be seen as strongly conditioning, and coproducing, visions of sociotechnical 

possibility in the future.  

Some early-stage manifestations of this vision were tested by the Army and the 

Marines in 2016. The army fielded Cyber Support to Corps and Below (CSCB) teams 

as part of its wargaming efforts at throughout 2015 (U.S. Army, 2015). These teams 

aimed towards the ‘integration of cyber effects at the tactical edge’ (U.S. Army, 

2015). The ‘tactical cyber force’ for these games was described as consisting of:  

A ‘defensive support team’ of four or five soldiers to help protect the brigade 

network; four Cyber/Electro-Magnetic Activity (CEMA) ‘weapons teams’ of 

two or three soldiers each for offensive operations; an Electronic Warfare (EW) 

element of two soldiers with unspecified ‘dismountable (i.e. portable) 

capability,’ since tactical networks are almost always wireless and thus subject 

to radio-based detection, eavesdropping, jamming, and even hacking; 

additional specialists, such as an Information Operations planner, embedded 

in the brigade staff.  
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(Burnett, 2016) 

But it is important to note that far more ambitious and speculative visions were also 

advanced, both within the SCO and elsewhere. The Army and the Marine Corps 

have both demonstrated sustained interest in both technological addition, wearable 

augmentations and more biologically invasive alteration of warfighters throughout 

the 21st century – and indeed there are longer histories that can be traced of these 

imaginaries. The significant point to note however is that the SCO and its 

technological programs perform a significant role in the advancing and material 

realisation of the core sociotechnical imaginaries of the Third Offset.  

6.3.2. The shock of the old  

A particularly useful concept to think through some of this shift away from the 

exquisite to the ready, is David Edgerton’s use-centred history of technology. 

Shifting away from an innovation focused account, Edgerton reminds his reader that 

attending to the mundane, the repurposed or the repeated can often shed light on 

both the material and social impacts of technologies. I argue here that it may also 

highlight the coproduction of imaginaries, innovation programs and sociotechnical 

reforms – as we witness extant, attainable, and speculative technological 

potentialities mobilised in visions of desirable and possible futures.  

Particularly interesting in this regard, is reflecting again on the apparent 

novelty suggested by distributed lethality and the afore-mentioned notion of 

decision centric warfare. The drive towards distributed decision making and 

lethality within the Third Offset programs charted above was often presented as 

being in stark contrast to that which came before it. However, accounts of Network-

centric Warfare provided by contemporary proponents such as Vice Admiral Arthur 

Cebrowski suggested far more continuity in the epochal visions of military renewal. 

Cebrowski (1999), then head of the Office for Force Transformation, conceived of 

warfare (through network-centric warfare) as a: 
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complex, adaptive system where non-linear variables continuously interact 

He further argued that, since 

coordination from the top down inevitably results in delays and errors in force 

dispositions [it was necessary to develop] the ability of a well-informed force to 

organize and coordinate complex warfare activities from the bottom up 

(Cebrowski, 1999) 

Antoine Bousquet has discussed what he terms the chaoplexic elements of NCW, and 

links Cebrowski’s statements to the Control Theory proposed by Alberts and Hayes 

(2003) in their report ‘Power to the Edge: Command and Control in an Information 

Age’:  

Control is not something that can be imposed on a complex adaptive system, 

particularly when there are many independent actors. Control, that is, 

ensuring that behaviour stays within or moving to within acceptable bounds, 

can only be achieved indirectly. The most promising approach involves 

establishing, to the extent possible, a set of initial conditions that will result in 

the desired behaviour. In other words, control is not achieved by imposing a 

parallel process, but rather emerges from influencing the behaviours of 

independent agents. 

(Alberts and Hayes, 2005 p. 206-208) 

NCW theorists claimed that through the distribution of information across the 

battlefield and the constitution of a common operational picture via an overarching 

‘Global Information Grid’, command and control could be decentralized, and 

individual troops would be freed to act on their own initiative. If distributed 

lethality is better conceived of as evolutionary than revolutionary, then its distinct 

characteristics should still not be forgotten. The principles advanced by Cebrowski 

can be traced in latter imaginaries of distributed lethality, that is certain. Yet, 
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technological advances, as well as shifts in force posture and adversaries of concern, 

resulted in a vision of a force that was not only a ‘complex adaptive system’ made 

up of independent agents – but one that also possessed distributed lethal 

capabilities, and a more pronounced vision of force resilience. In latter iterations, 

distributed lethality also mobilised increasing visions of interoperability.  

6.4. Resilience and Survivability as a Function of 

Mass  
As has been mentioned briefly already, a core component of the distributed lethality 

concept was an acceptance of the attrition of forces that would be a consequence of 

reduced certainty in the operational environment. This implied a shift away from an 

effort to develop and field invulnerable platforms and towards fielding a mass of 

offensive capabilities, both high end and low end, and an awareness that some units 

may be lost to enemy forces.  

Alan Shaffer (2014), a DoD research and engineering leader, noted that the 

Department’s complex and costly high-end systems were vulnerable to interventions 

from digital technologies that were relatively accessible to non-state and otherwise 

poorly funded actors:  

People are able to create very agile, capable systems for very little money, and 

those agile, capable systems — if we don’t develop counters — can impact the 

performance of some of our high-end platforms 

With the U.S.’s s high-end systems identified as vulnerable, and the ability of 

adversaries to launch ranged, precision strikes on U.S. targets, the ‘unfair advantage’ 

that defense leaders imagined the U.S. had enjoyed in prior eras was no longer 

sustainable. The already-discussed 2015 RAND report suggested that the U.S. should 

develop technologies and operational concepts that were agile, dynamic and 

resilient with an emphasis on redundancy, survivability and distributed lethality 

(RAND, 2015). The full report discussed the significance of fielding technologies that 
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are ‘network enabled, but not network dependent’ (Heginbotham et al., 2015) and 

also indicated the likely requirement for smaller, cheaper and, ultimately, more 

acceptably lost maritime units: 

large carriers, which are primary targets for China’s growing array of anti-

access capabilities, may also be suboptimal. The U.S. Navy might productively 

explore smaller fast carriers, which could be escorted into harm’s way by more 

capable (and stealthier) destroyers, which might borrow promising 

technologies imbedded in the Zumwalt class  

(Heginbotham et al., 2015, p. 346) 

Rear Admiral Fanta (2015) stated the case even more straightforwardly:  

This is what we found: Without naming the adversary […] you lose some LCS 

in a full-up nation on nation war, [but] you put entire enemy fleets on the 

bottom of the ocean. Why? Because they come from everywhere and they’re all 

equipped with [anti-ship] weapons. 

This presentation of acceptance of a certain level of possible forces attrition should 

not be mistaken, however, for a simple or wholesale acceptance of losses of 

platforms or forces. This alone – even if posed as a necessary condition for an overall 

victory – would remain fundamentally incompatible with the need for the DoD to 

ensure minimal friendly casualties, and to continually reduce the human cost of 

military operations. While a good deal of the rhetoric mobilised around the 

distributed lethality concept placed the human warfighter at centre stage, it must be 

remembered that there was little desire to expose human operators to risk at all, let 

alone to design operational concepts predicated on increased risk.  

What was instead proposed by the distributed lethality concept was that 

autonomous and semi-autonomous platforms, operating in collaboration with 

human warfighters would be tolerated as sacrificial elements in the pursuit of both 

increasing operational uncertainty for the enemy and adapting to the endemic 
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uncertainty that faced DoD forces. At the same time, this, other elements of the Third 

Offset imagined that the human warfighter could possess greater mastery of the 

decision-action cycle and greater resilience through deeper integration into human-

machine collaborative processes and advanced distributed networks.  

This notion was captured by Dr Jonathan Czarnecki of the Naval War College 

and Colonel K. Todd Chamberlain (2013, p. 1) of the Army Capabilities Integration 

Center, who describe the concept of ‘graceful degradation’:  

Graceful degradation, or fault tolerance in engineering terms, refers to the 

ability of systems to continue functioning, at least for a time, after critical 

processes or sub-systems are compromised or destroyed. One popular concept 

of recent times, resilience, attempts to capture the graceful degradation idea. 

However, resilience is insufficient to account for a system that has the quality 

of graceful degradation. Two other related concepts, robustness and 

redundancy, complement resilience.  

Indeed, this was demonstrated by a number of different projects, and visions 

advanced across the Third Offset-era. Speaking of the significance of ensuring both 

sustained lethality and core ‘flexibility and resilience’ in a contested environment, 

Naval Captain Jeffrey E. Kline (2016), stated:  

Ensuring a Captain’s technical ability to exercise his ship’s entire kill chain, 

as well as the authority to employ his weapons under the general guidance of 

commander’s intent, relieves an external command and control burden, 

provides the fleet a faster searchtokill decision cycle, and increases fleet 

resiliency to operate in the most demanding electromagnetic environments 

Although adaptive force packages are envisioned as teams of several ship types 

with other support elements, the ability for each ship to operate independently 

in the most challenging emission control environment is a desired quality for 

force flexibility and resilience. In a truly contested environment friendly 
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attrition may demand it. Technologies such as Low Probability of Intercept 

(LPI) radar operations, burst communications and bi-statistic active-passive 

operations using remote active sensors may allow for active emissions while 

limiting counter-detection. 

The Office for Naval Research’s (ONR) testing of autonomous swarm boat 

capabilities is strongly indicative of this same trend. In 2014, the ONR tested a 

human-machine teamed force called CARACaS (Control Architecture for Robotic 

Agent Command and Sensing). This consisted of one human operator and 13 

unmanned surface vessels, providing an escort for a manned control ship. The 

ONR’s press release (Smalley, 2014) for the test stated: 

[the ONR] announced today a technological breakthrough that will allow any 

unmanned surface vehicle (USV) to not only protect Navy ships, but also, for 

the first time, autonomously ‘swarm’ offensively on hostile vessels. 

Adm. Jonathan Greenert, chief of naval operations, added:  

This networking unmanned platforms demonstration was a cost-effective way 

to integrate many small, cheap, and autonomous capabilities that can 

significantly improve our warfighting advantage 

(Smalley, 2014) 

In the demonstrations, as many as 13 Navy boats operated using either autonomous 

or remote control. First they escorted a high-value Navy ship, and then, when a 

simulated enemy vessel was detected, the boats responded by swarming around the 

threat. Dr. Robert Brizzolara (2014), program manager at ONR noted that:  

This multiplies combat power by allowing CARACaS-enabled boats to do 

some of the dangerous work. It will remove our Sailors and Marines from 

many dangerous situations—for instance when they need to approach hostile 
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or suspicious vessels. If an adversary were to fire on the USVs, no humans 

would be at risk. 

This program then clearly demonstrated a material manifestation of the principles 

conveyed in the sociotechnical imaginary of distributed lethality as a means to 

address the elevated uncertainty of 21st Century warfare. It is crucial to consider how 

technological developments and operational experiences – as well as global and 

domestic political prioritisations –  served to co-produce imaginaries of distributed 

lethality in the Third Offset-era. The DoD’s long and costly experiences in Iraq and 

Afghanistan should not be neglected on this front.  

As has been discussed earlier, the early days of the War on Terror were largely 

seen as an immediate vindication of the DoD’s ‘Shock and Awe’ doctrine (Ullman 

and Wade Jr., 1996). However, difficulties encountered in the following years 

showed both the limitations of the doctrine for sustained operations and the value of 

distributing capabilities across a non-centralised network. Again, while leading 

figures went to great lengths to present the evolving imaginaries of distributed 

lethality as a sharp break from the prior RMA, in practice, this manifested as less of a 

total rejection of shock and awe, and more of a progressive adaptation, wherein 

much of what was previously possible at force level was attainable at a more local 

command. This is well-typified by this statement from General Robert Cone (2013), 

of TRADOC: 

The power of the network is tremendous. We can push information down to 

lower echelons [so] a battalion commander gets what a division commander 

used to have, and soon a company commander will 

One interesting image that was mobilised frequently in advocating for distributed 

lethality was that of the Iraqi insurgent, and the resistance to US expeditionary 

forces. General Cone (2013) argued:  
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Look at the Iraqis […] We surely systematically collapsed their command and 

control, logistics, and every other military ‘system’ whose physical ‘nodes’ we 

could target with precision weapons […] but that didn’t stop them from 

finding an alternative way to wage war… The will [to fight] was still present. 

Fascinatingly, while framed here as a lauding of the ‘will to fight’ of the Iraqi 

opposition forces, it is clearly possible to trace an advocacy for a distributed 

approach in this historical narrative. The idea that the DoD could – and ought to – 

learn from the opposition forces in Iraq could be seen as anathema to the prevailing 

notions of technological superiority. Certainly, if seen as a counter to a prior 

vindication of shock and awe and the turn of the century RMA, it was. That these 

lessons were invoked by General Cone should not be seen solely as an effort to 

rebuke the apparent technological hubris of operations conducted during the last 

decade. Instead, the efforts to locate technological capabilities and potentially 

obtainable technological futures in these remarks should be taken seriously as 

performances of the evolving sociotechnical imaginaries of distributed lethality. 

Indeed, that technology would remain ‘critical’ was also core argument in Cone’s 

statements (2013) 

Rather than simply admonishing the previous epoch of military leaders for 

their faith in information dominance and total operational certainty, General Cone’s 

comments can then be understood as advocacy for a broad sociotechnical vision 

wherein technological capabilities ‘that a division commander used to have […] a 

company commander will’ (2013). The presentation of a historical account, 

particularly the analysis of the resilience of the Iraqi’s distributed operational nodes, 

serves as an image-in-memory and performs an important function as an imaginary 

of both what is possible and what is desirable. As Hurlbut states: 

Remembering, retelling and re-enacting the past can play a powerful role in 

regulating imaginations of the future and in shaping practices of governance 

in the present 
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(Hurlbut, 2019) 

It is also instructive here to reflect on the figure of the partisan in Carl Schmitt’s 

writings. Schmitt (2007) has argued that irregular combatants, such as the insurgent 

force in Iraq, can challenge dominant military apparatus and operational concepts by 

‘shifting the crux of conflict away from the decisive battle.’ Antoine Bousquet has 

considered this process as the ‘ineluctable outcome [of a] mimetic escalation’ that 

serves to produce ‘a generalized form of partisan warfare in which state armies and 

non-state forces increasingly come to resemble each other in terms of the tactics and 

strategies’ (Bousquet, 2021, p. 174).  

Bringing the idiom of coproduction to bear on this example is instructive in 

enabling a thorough consideration of how these interactions between structure – the 

incumbent system of global and inter-state relations supported by a dominant 

military apparatus – and agency – the call and response of military innovation and 

mimetic adaptation. Jasanoff (quoted in interview with Sovacool and Hess, 2017, p. 

732) has argued: 

Structure in part determines how human beings behave and interact, but so 

does agency, which is more manipulatable, mutable, and changing. The key is 

structure-agency composites, or coproduction. In moments of coproduction, 

one of the kinds of things that happens is that one’s idea of who the human 

subject is, the subject’s identity, changes and with that one’s sense of what is 

mobile and what is fixed and what is changeable and what is not.  

This is important as it provides a means to consider this process as not ineluctable. 

The specific ways that leading figures of the Third Offset Strategy mobilise 

narratives about Iraqi forces’ distributed capabilities and resilience in order to 

advocate for specific programs of sociotechnical reform can then be understood as 

both particular and contingent. Given the tendency within military technological 

studies to treat technological change as both linear and inevitable, it is of great value 
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to analyse DoD sociotechnical reforms as coproduced by both structure-agency and 

socio-technical interactions.  
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7. Humans, Machines and  Symbiotic Warfare 

7.1. Introduction 
The previous chapter examined the sociotechnical imaginary of distributed lethality 

and built upon the prior elucidation of the reconfigured imaginary of uncertainty. 

Distributed lethality was, I argued, a core imaginary around which several avenues 

of sociotechnical reform coalesced, and via which different innovation programs and 

technological projects were advocated for. The distributed lethality concept was, I 

have argued, largely positioned as a Third Offset Strategy response to the perceived 

erosion of technological, geostrategic, and operational certainty and control that the 

U.S. had experienced in the 21st Century. In that chapter, I explored some of the ways 

that distributed lethality imaginaries were mobilised in advocacy for certain 

sociotechnical reforms and both foundational and late-stage technological 

innovation projects  

This chapter will begin where the prior chapter left off – bringing together the 

themes of distributed resilience and ‘graceful degradation’ and exploring how they 

were manifested in human and machine teaming projects. This first section will 

discuss how the imaginary of distributed lethality served to both advocate for the 

potentialities of swarm enabled small autonomous and semi-autonomous 

warfighting technologies, and as a coherent biomimetic metaphor around which the 

different types of technology development could be made both legible and 

appealing. 

The swarm is, however, only one such example of the prominence of biological 

metaphors in the configurations of Third Offset sociotechnical imaginaries. Chapter 

Four of this thesis presented an earlier discussion of how biological metaphors 

centred on the human immune system were used to explore what biological analogy 

could lend to the structuring of a technologically advanced distributed and 
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disaggregated force. This prior discussion quoted from the RAND ‘Distributed Kill 

Chains’ report (Donoughue et al., 2021. p. xiv): 

We noted that the natural world has many systems that share attributes with 

the Mosaic Warfare  vision, including disaggregation of capabilities across 

several independently operating platforms.  

We conducted a similar survey of potential biological analogues and settled on 

the immune system and its response to pathogens as a second case study, 

largely because of the shared traits of heterogeneity and composability. 

The emphasis on composability and heterogeneity within this metaphor was crucial 

to the visions of distributed lethality. In the greater part of this chapter, I want to 

discuss a further tranche of sociotechnical imaginaries – those concerned with 

human-machine symbiosis and with efforts to transcend the biological and cognitive 

limits of human warfighters through both broader and deeper integration with 

technological systems. It is in this chapter where issues of biomemesis, biological 

metaphor and, indeed, biological transcendence, will come more to the fore. 

Importantly, the projects and imaginaries analysed here are frequently intertwined 

with many of the ideas, imaginaries and projects and institutional reforms discussed 

in the prior chapters. Human machine teaming was often presented as a means of 

achieving much of what was imagined as possible through distributed lethality.  

I want to explore the various elements of these imaginaries, including their rise 

to prominence (and historical evolution) in several key documents and programs – 

and their degrees of continuity and distinction from past operating concepts such as 

network-centric warfare. The chapter will explore how human machine teaming was 

understood and performed in reports and the speech acts of Third Offset leaders, 

with a particular focus on how biological metaphors such as ‘the swarm’ and ‘the 

centaur’ – and indeed, symbiosis itself –  were mobilised as ordering concepts that 
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both facilitated shared legibility and were performed in advocacy for the pursuit of 

key technological programs and sociotechnical reforms.  

The chapter will analyse how imaginaries of human machine symbiosis, and a 

transhuman transcendence of corporeal and mental fragility were performed in 

support of programs of sociotechnical reform and innovation projects. These projects 

all envisioned a battlefield where advanced computing capabilities, artificial 

intelligence, and deep integration of human and technological force components, 

would result in a distribution of capability and lethality that could ensure U.S. 

advantage in the endemic uncertainty of 21st Century warfare.  

The chapter will draw upon a variety of the theoretical and conceptual 

literature discussed in the earlier parts of the thesis, particularly Chapter Three, 

while also engaging more thoroughly with some aspects of transhumanist thought 

and notions of the technological perfectibility of human warfighters.  

Following this chapter, the thesis will go on to discuss how the elements of the 

Third Offset discussed so far can be seen as culminating in the Mosaic Warfare  

operational concept. In this discussion, I will additionally discuss the inter-relation 

of extant technologies and promissory visions and expectations. The chapter will 

reflect on how the two are often coproductive – with each shaping the ontology and 

figuration of the other in contemporary discourses.  

7.1.1. Teaming, Collaboration and Symbiosis 

Where the First Offset was predicated on nuclear weapons, the Second on ‘smart 

weapons’ (Keck, 2014), the Third Offset was, according to Depute Secretary of 

Defense Bob Work (2016):  

[…] really kind of simple at its core. It basically hypothesizes that the 

advances in artificial intelligence and autonomy [are] going to lead to a new 

era of human-machine collaboration and combat teaming 
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Work (2016) advanced that concept of human machine teaming and collaboration 

meant, in its most simple statement, that:  

Collaboration is using the tactical acuity of a computer to help a human make 

better decisions and human-machine combat teaming is using manned and 

unmanned platforms.  

Human machine collaboration and teaming was posited by Work (2015), and others, 

as the core point of difference in attaining a military offset: 

The theme that came out over and over again was what we call human-

machine collaboration and combat teaming […] AI and autonomy will allow 

entirely new levels of man-machine symbiosis, letting each do what they do 

best. 

Indeed, the Deputy Secretary’s public statements over the course of the Third Offset-

era were replete with references to the significance of teaming and collaboration as a 

primary technological distinction of the Strategy. His address to the Reagan Defense 

Forum (Work, 2015a) invoked the concept no fewer than six times, stating that it was 

fundamentally the ‘big idea’ that efforts should be guided by. That Secretary Work 

made such efforts to emphasise ‘new levels of man-machine symbiosis’ should not 

be glossed over as a clumsy reach for more ornate synonyms for teaming. Notions of 

a symbiotic relationship can be traced both implicitly and explicitly throughout the 

period:  

Human-machine collaboration is allowing a machine to help humans make 

better decisions faster […] That is a big, big difference. There is an artificial 

intelligence (AI) bias right now generally in the community [i.e. using 

unmanned systems to replace humans, rather than augment them]. 

But…automated systems use algorithms based on old data, [and] we’re up 

against a thinking adversary that is changing strategies all the time. 

(Work, 2015a) 
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Here, the notion that human and machine elements of an operational system will 

augment each other – mutually reinforcing the capabilities of both types – is 

emphasised. In building a case for the potentialities of a symbiotic human-machine 

system, leading DoD figures reconceptualised the functioning of existing high-tech 

platforms such as the F35.  

The F-35 is not a fighter plane. It is a flying sensor/computer that sucks in an 

enormous amount of data, correlates it, analyses it, and displays to the pilot on 

his helmet […] We are absolutely confident that F-35 will be a war-winner. 

That is because it is using the machine to make the human make better 

decisions. 

(Work, 2015a) 

Rich Kretzschmar (2015), the Army’s Unmanned Aerial Systems (UAS) deputy 

project manager, advanced in a similar vein, that pilots of all Army helicopters 

would in the coming years want the ability to monitor and control drones. 

There’s no reason why a utility Black Hawk pilot or Chinook pilot might not 

want to know just as much about what’s going on around them. When you’ve 

got a hot LZ (landing zone) and you’re bringing people in or picking people 

up, obviously you want to know where the guys are hiding, where fire’s 

coming from. I expect it to grow exponentially once we find the resources. 

In this scenario, AI was seen as providing the ability to assess information from an 

array of sensors far more rapidly than a human operator could, and to relay 

information identified as important to the pilot, who would then make, or oversee, 

decisions on targeting. General (Rtd.) John Allen (2017), spoke of the potentialities 

offered by this deep integration of human and machine elements when considering 

the role of AI and computerised elements in targeting decisions:  

The massive infusion of data from across multiple sensors…will create a very 

high level of confidence with respect to target identification 
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Work (2015) advanced a vision of human operators being accompanied by a number 

of unmanned and semi-autonomous wingmen:  

Talking to Paul Kaminski, who is really smart about this, he said ‘look, it’s 

going to be a long time before you have an unmanned fighter plane […] But I 

can tell you six different things that I could tell an unmanned system to do, 

saying ‘scan this sector and if you do not get an IFF [Identification Friend or 

Foe] signal,’ launch. And he said if you were a pilot and you could just turn 

the six knobs [assigning missions to] your four [unmanned[ wingmen, the 

overall operation of the system could be much better 

DARPA’s Squad X project was similarly presented as a vision of delivering this 

human and machine deep-integration to dismounted ground troops, as well as 

enabling this as a distributed resilient capability. David Bossert (2016), Raytheon 

Senior Engineer, envisioned that: 

[…] each soldier will have a processor […] The beauty about this is it’s not 

necessarily hardwired like an aircraft bus […] It’s actually distributed  

Other DARPA projects proposed a similar vision of deeper and more effective 

integration of computational abilities into the activities and decisions of human 

warfighters, and shared an emphasis on enhancing the abilities of both man and 

machine. For example, then-Director Arati Prabhakar (2016, p. 15) summarised the 

following projects and objectives to the Subcommittee on Emerging Threats and 

Capabilities:  

DARPA’s Communicating with Computers (CwC) program is a basic 

research effort to explore how to facilitate faster, more seamless and intuitive 

communication between people and computers—including how computers 

endowed with visual or other sensory systems might learn to take better 

advantage of the myriad ways in which humans use contextual knowledge 
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(gestures and facial expressions or other syntactical clues, for example) to 

enrich communication.  

Ultimately, advances from this program could allow warfighters, analysts, 

logistics personnel and others in the national security community to take 

fuller advantage of the enormous opportunities for human-machine 

collaboration that are emerging today.  

Zoe Stanley-Lockman (2020, p. 215), in a 2020 retrospective on technological enablers 

of advanced military logistics, provides a thoughtful reflection on why, at a practical 

level, the shifts towards deeper integration of human and machine would require 

organisational and cultural changes as well as technological advances:  

Furthermore, when roles become too specialised, reliance on technologies can 

atrophy human critical thinking abilities—either because human cognition 

stems from a more useful logic than that offered by fallible technology, or 

because the technology is not working.  

In addition to the less-than-perfect track record of technologies working in 

battlefield environments, such as those described in the asset visibility section 

above, the future battlespace is more likely to be contested than those in which 

the U.S. armed forces operate today. If resources are allocated to automation at 

the expense of training and without adequate changes to organisational 

culture, then symbiosis between man and machine will not be achieved 

The concept of human-technological symbiosis has been theorised variously by 

actors both within and outwith the DoD. Symbiosis, as a category distinct from 

teaming or cooperation, provides a useful starting point in analysing the imaginaries 

that were mobilised in support of these projects.   
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7.1.2.  Swarms and swarming 

The influential 20YY report (Brimley and Scharre, 2014) provided a clearer image of 

how survivability as a function of mass, with the acceptable attrition of individual 

units in a major conflict was posited as an acceptable cost for overarching victory.  

Platform survivability will be replaced by swarm resiliency, where 

survivability is a function of the swarm as a whole, rather than a single 

platform. Rather than suffer the catastrophic loss of a single expensive 

platform, a swarm can degrade gracefully and continue to fight as assets are 

attrited. Swarms of unmanned systems can protect manned platforms by 

extended their sensors and defenses. 

Distributed lethality was paired with distributed resilience and with an acceptance 

of platform attrition (Brimley and Scharre, 2014; Work and Brimley, 2014). As noted 

above, the DoD’s drive towards resilience did not represent a sudden shift towards 

acceptance of friendly casualties. A core component of Third Offset visions of 

distributed lethality and resilience was advanced teaming of human and machine 

elements. The 20YY report was, again, demonstrative of this:  

Picket lines of unmanned surface vessels and aircraft can defend U.S. ships 

from swarming small boats. Unmanned ‘loyal wingmen’ can augment the 

capabilities of manned aircraft, providing stand-in jamming, forward 

reconnaissance, and additional strike capacity.  

Unmanned surface and undersea pods loaded with vertical launching system 

(VLS) cells can augment the strike and missile defense capacity of manned 

ships and submarines. On the ground, expendable robots can be dropped 

behind enemy lines to scout out positions and call for fire.  

Unmanned vehicles can take point, drawing fire and flushing out enemy 

forces while manned vehicles follow safely behind. Tiny micro drones can 



268 

 

swarm buildings to identify and neutralize enemies while troops wait safely 

outside. Across the entire battlefront, the leading edge would be unmanned. 

(Brimley and Scharre, 2014) 

The biomimetic image of the swarm appears to have held strong appeal to military 

thinkers in the years preceding the Third Offset. David Alberts and Richard Hayes, 

in their already-discussed report ‘Power to the Edge’ (Alberts and Hayes, 2005) 

appear to mobilise the biological metaphor of the swarm, stating that human and 

machine elements on the battlefield will need to ‘evolve from being networked 

entities to being nodes in the network, to organizing efforts resembling ‘packs’ and 

‘swarms’’. They also invoke the image of the human immune system, with 

specialised components interacting cooperatively in a far more organic manner 

(Alberts and Hayes, 2005).  

Tracing the lineage of these visions back slightly further, the RAND report ‘In 

Athena’s Camp: Preparing for Conflict in the Information Age’ (Arquilla and 

Ronfeldt, 1997) argued that the full effects of swarming would be achieved when:  

dispersed nodes of a network of small (and also perhaps some large) forces can 

converge on an enemy from multiple directions, through either fire or 

maneuver. The overall aim should be sustainable pulsing—swarm networks 

must be able to coalesce rapidly and stealthily on a target, then dissever and 

redisperse, immediately ready to recombine for a new pulse.  

A swarm network should have little to no mass as a rule (except perhaps 

during a pulse), but it should have a high energy potential—like a swarm of 

bees that can fell a mighty beast, or a network of antibodies that can attack a 

spreading virus. 

Swarming capabilities were central to many of the Third Offset’s key calls and 

research and experiments into effective deployment continued throughout the 

period 2014-18. Programs included the Office for Naval Research’s testing of 
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autonomous swarm boat capabilities through in the CARACaS (Control Architecture 

for Robotic Agent Command and Sensing) program discussed earlier in this chapter. 

The development and testing of the micro-drone swarm system, Perdix, also 

presents a useful demonstration of these programs. Director of the SCO, William 

Roper (2017) stated at a press release following a successful demonstration of the 

technology that:  

Due to the complex nature of combat, Perdix are not pre-programmed 

synchronized individuals, they are a collective organism, sharing one 

distributed brain for decision-making and adapting to each other like swarms 

in nature. Because every Perdix communicates and collaborates with every 

other Perdix, the swarm has no leader and can gracefully adapt to drones 

entering or exiting the team 

Speaking to a defense reporters, Roper (2016) also stated: 

They are expendable and fly low as a surveillance asset. You can have a lot of 

them for a saturation approach. Saturating has an advantage over the thing it 

has to defend against. Its defender has to take more time and money to defend 

against it 

In 2017 DARPA announced its ‘Ocean of Things’ concept and program. While this 

did not pertain directly towards armed offensive components, it certainly warrants 

further consideration due to the ways that it both typifies and advances the vision of 

distributed low-cost platforms and disaggregation of capabilities that would have 

been historically centralised. The concept was summarised on DARPA’s project 

pages (2017) as:  

Ocean of Things (OoT) program seeks to enable persistent maritime 

situational awareness over large ocean areas by deploying thousands of low-

cost, environmentally friendly, intelligent floats that drift as a distributed 

sensor network. Each drifter manages a suite of commercially available sensors 
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to collect environmental data such as ocean temperature, sea state, and 

location as well as activity data about commercial vessels, aircraft, and even 

marine mammals moving across the ocean. The floats transmit processed 

reports when needed via satellite to a government-owned cloud network for 

storage and real-time analysis. 

Also noteworthy were DARPA programs OFFSET and SquadX. OFFSET was 

described by Program Manager Timothy Chung (2016) as: 

With the technologies and tactics to be developed under OFFSET, we 

anticipate achieving a deeper understanding of how large numbers of 

increasingly autonomous air and ground robots can be leveraged to benefit 

urban warfighters […] If we’re successful, this work could also bring entirely 

new scalable, dynamic capabilities to the battlefield, such as distributed 

perception, robust and resilient communications, dispersed computing and 

analytics, and adaptive collective behaviours 

DARPA’s Squad X was focused on the ‘development of new, lightweight, easily 

interfaced systems to help dismounted Soldiers and Marines more intuitively 

understand and control their complex mission environments’ (Walker, 2018, p. 4) – a 

goal that clearly reflected the drive towards distributed capabilities discussed thus 

far.  

In each of these examples, it is possible to observe both efforts develop and 

field autonomous swarm-enabled systems to enhance distributed lethality and 

decision capability, as well as forming a crucial, lower-cost attritable component of a 

force where resilience was a function of mass, and; efforts to achieve the overarching 

operational concept of distributed lethality, for which the swarm serves as a 

powerful mobilising analogous concept or biological metaphor. 

It is also crucial to note how each typified the shift away from exquisite 

platforms towards technologies that were both cheaper and faster to field, a well as 
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efforts to build in inter-system and future ready interoperability. Col. Brandon 

Baker, chief of the Air Force's remotely piloted aircraft (RPA) capabilities division 

stated in 2016 that swarming aerial capabilities were likely to transform the future of 

warfare. Speaking of the shift away from high cost, monolithic systems towards 

small and distributed systems, Baker (2016) argued:  

You've really kind of messed with the adversary's calculus in this case [..] 

Now they are going to be really challenged and the advantage comes back into 

our favor [sic] in terms of an economic advantage 

In 2018, serving Airforce officers . Lt. Col. Daniel Wassmuth and Lt. Col. Dave Blair 

(2018) presented an evolution of Baker’s thoughts in an editorial for War on the 

Rocks. In it they claimed:  

The true promise of drones is their ability to combine distributed aviation with 

distributed computation. The former allows for the fielding of large numbers of 

aircraft and the latter makes them controllable 

This represents a more mature instantiation of the imaginaries of distributed 

lethality and disaggregated capability. Bearing in mind the emphasis on distributing 

computation as well as lethality, the image of swarming (micro) drones can be seen 

as a microcosm exemplar of broader, force-level, efforts to attain distributed 

lethality.  

7.2. Metaphors and (Bio)Mimicry  

In tracing how individual visions sometimes rise to the status of collectively 

held objectives, the imaginaries framework urges us to note not only the 

material instruments that reformers are able to accumulate, but also their uses 

of symbolic and cultural resources, such as images, texts, memories, 

metaphors, and language itself 

(Jasanoff, 2015, p. 42) 
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Metaphors function, frequently, as discursive tools with which to exert order or 

convey shared meaning in contexts where knowledge or possibility is contested or 

unknown (Bousquet, 2009, p. 38). They often feature in the conveyance of 

sociotechnical imaginaries as a means of explaining, legitimating, or making legible 

a particular vision of technological possibility. Lakoff and Johnson (1980, p. 145)have 

argued that:  

new metaphors have the power to create a new reality. This can begin to 

happen when we start to comprehend our experience in terms of a metaphor, 

and it becomes a deeper reality when we begin to act in terms of it. If a new 

metaphor enters the conceptual system that we base our actions on, it will 

alter that conceptual system and the perceptions and actions that the system 

gives rise to. 

Metaphors were mobilised throughout the period of analysis as a way of generating 

common understanding and advocating for a particular series of innovation 

programs and operational concept adaptations. At the same time, metaphors often 

provided a central ordering concept, around which discursive and material elements 

of evolving sociotechnical imaginaries coalesced. Biological (or indeed, in some 

instances, pseudo-biological or bio-mythological) metaphors featured prominently 

in the efforts to advocate for a number of Third Offset strategy programs.  

The following sections explore how human machine teaming was understood 

and performed in reports and the speeches of Third Offset leaders, with a particular 

focus on how concepts such as ‘the swarm’ and ‘the centaur’ were utilised as 

analogues for both technological objectives and military operational concepts.  

One such case that demonstrates the significance of these biological metaphors 

is the shift towards the concept of symbiosis in describing the nature of human and 

machine interactions during the Third Offset. Symbiosis is the biological process 

described most broadly as ‘the living together of unlike organisms’ (Oulhen et al., 
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2016). The term generally denotes an inter-species interaction wherein both parties 

are non-competitive and where their interaction serves to benefit one, or usually 

both, species.  

Leading figures in the Third Offset advanced a vision of human and machine 

symbiosis, frequently deploying the concept either preferentially or in combination 

with the more frequent call for human and machine teaming. The imaginary of a 

symbiotic force combining human and machine elements both invoked the common 

understanding of symbiosis as a phenomenon and served as a legible vision around 

which efforts to advocate for different programs and possibilities could coalesced.  

The image of symbiosis then was presented as a sociotechnical potentiality that 

was beyond both straightforward instrumental technology use and teaming or 

pairing. Crucially, what was motivated by the Third Offset’s focus on human and 

machine symbiosis was a vision of future warfare wherein human and non-human 

elements were engaged in a mutually enhancing but non-dependent relationship. 

This was captured in calls for a force that was ‘network enabled, but not network 

dependent’ for example (Heginbotham et al., 2015).  

The evolutionary concept of reciprocal altruism (Stephens, 1996) characterised 

most of the attempts to advocate for sociotechnical reform through the concept of 

symbiosis, however, it is also noteworthy that imaginaries of the Third Offset also 

leant heavily upon images of biological chimera. Although it should be noted that, 

while the chimera provided a useful metaphorical reference point, most of the 

occasions in which it was invoked appeared to be advocating for something far less 

like a chimera –  a single organism made up of cells from two or more ‘individuals 

with the DNA to make two separate organisms – and far more akin to an 

endosymbiont.  

An endosymbiotic relationship is one where an organism lives within the body 

or cells of another organism (Margulis and Chapman, 2010). This relationship is 
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usually, though not always, mutualistic. I draw the distinction here between an 

endosymbiotic organism and a chimera as it better captures the positionality of the 

human warfighter within technological platforms and networks as advanced in the 

imaginaries of human and machine teaming in the Third Offset. Rather than a body 

containing two the DNA for two separate lifeforms, human elements in the Third 

Offset are imagined as operating within the technological systems that they 

interacted with.  

7.2.1. Human Perfectibility, Transhumanism and 

Transcendence of Biological Limitations 

This is not to say that human warfighting elements were posited as subservient to or 

as superseded by these technological systems. Rather it is to emphasise that, human-

machine symbiosis in the Third Offset should be conceived of as part of a whole 

sociotechnical system. The distinct characteristic of this system, as compared to the 

operating concepts that preceded it, was that advances in computing, materials, 

miniaturisation, and other fields meant that the Third Offset centred on imaginaries 

of highly disaggregated and distributed surveillance, command, decision-making 

and lethality.  

Within this sociotechnical whole, changes to the role of the human warfighter – 

and his or her interactions with technology – were relatively easy to observe and 

were frequently directly discussed by leading figures within the Third Offset. These 

changes are discussed throughout the thesis, and are exemplified by statements such 

as the following in Paul Scharre’s (2016, p 152) ‘Centaur Warfighting: The False 

Choice Of Humans Vs. Automation’:  

Humans versus machines is a false choice. The best systems will combine 

human and machine intelligence to create hybrid cognitive architectures that 

leverage the advantages of each. Hybrid human-machine cognition can 
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leverage the precision and reliability of automation, without sacrificing the 

robustness and flexibility of human intelligence  

The Mad Scientist Institute’s ‘Robotics, Artificial Intelligence & Autonomy: Visioning 

Multi-Domain Warfare in 2030-2050 Technical Report’ (2017, p24) also discussed the 

desirability of different models of human-machine teaming, deep-collaboration and 

centaur warfighting:  

Robotics generate risk reduction and performance enhancements but trade the 

best cognitive computer available: the human brain. This trade can be 

mitigated by ‘Centaur Warfighting’: human-machine teaming that is not only 

possible but, in many cases, preferable. Hybrid human-machine cognitive 

architectures may be able to leverage the precision and reliability of 

automation without sacrificing the robustness and flexibility of human 

intelligence. 

The concept of ‘Centaur Warfighting’ here is conspicuous, in that it draws attention 

to the parallel but somewhat less frequently discussed corollary to changes to the role 

of the warfighter – that being, the accompanying changes to the nature of the 

warfighter. The Third Offset imaginaries of human-machine teaming, and the 

symbiosis of human and machine elements upon which notions of distributed were 

predicated, were necessarily replete with proposals that seek to enhance the 

capabilities of a human warfighter. Understanding the nature of these proposals 

requires some brief reflection on transhumanism, human perfectibility, and 

transcendence.   

There is very little direct reference to transhumanism in any official DoD 

documentation, and so tracing its prominence and eminence requires interpretation 

of the existence of technological programs that clearly have transhumanist 

provenance, and an analysis of visions and imaginaries that share transhumanist 

concerns. Many of the images and metaphors deployed in Third Offset visions of the 
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perfectibility of human warfighters through their integration into a technological 

whole – particularly metaphors of hybridisation – clearly draw on both popular 

culture  (Malet, 2015) and the recent rise to prominence of silicon valley techno-

optimists.  One element in the production of a military imaginary of transhumanism 

that should be acknowledged is the importance of ensuring that military 

developments simply do not fall behind those taking place in industry – with the 

existence of a misalignment sufficient to promote a focus within the DoD (Lawson, 

2011). At the same time, DoD articulations of the necessity of human machine 

symbiosis were framed in comparison with those of other states – most particularly 

China. The conditions of possibility for Chinese development of human 

augmentation or enhancement capabilities created an impetus for U.S. forces to 

innovate them also. The relation to  adversary technological developments also 

conditions the particular way that American projects were described however. While 

leading figures of the Third Offset were at pains to emphasise the importance of 

humanity and restraint in their own efforts, they frequently ascribed a recklessness 

and even a disregard for human life to potential competitors.  

On one level, this is a highly technologised variant of common strategy of 

describing one’s adversary as backward or barbarian. The particular character of 

these claims, when directed toward Russia and China, should also be noted briefly. 

The notion of techno-orientalism is a means of capturing heightened American 

anxieties around China's combined forces of population size, global economic 

growth, and rapid technological-scientific innovation—all of which emerge from a 

political system that is considered ideologically opposed to the U.S.  

Extending Edward Said's concept of Orientalism, techno-Orientalism 

communicatees shift in global relations whereby the West no longer has control over 

the terms that define the East—the "Orient"—as subordinate. Techno-Orientalism, 

then, is ‘the expressive vehicle (cultural productions and visual representations) by 

which Western and Eastern nations articulate their fears, desires, and anxieties that 
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are produced in their competitive struggle to gain technological hegemony through 

economic trade and scientific innovation’  (Siu and Chun, 2020) 

The possible loss of technological pre-eminence has, according to techno-

orientalism, induced an identity crisis in the West. Narratives about the nature of 

innovation or of scientific knowledge generation are integrated into orientalist 

discourses in order to disparage or discipline “Eastern” states that rise in 

technological or economic status. In the 1980s, for example, the U.S. ‘ externalized its 

anxiety into xenophobic projections of Japan as a “culture that is cold, impersonal, 

and machine-like” in which its people are “sub-human” and “unfeeling aliens”’ (Siu 

and Chun, 2020). 

Much of the same can be observed in both implied and explicit 

characterisations of Chinese military innovation in texts of the Third Offset. 

Accusations of a lack of technological restraint, an emphasis on the skill and 

creativity of American troops for example are commonplace. These racialised 

comparative imaginaries neatly intersect with imaginaries of American innovation 

as a good, and with the imaginaries of security seeking and global stability that 

obfuscated advocacy for maintaining and advancing U.S. hegemony and freedom of 

access.  

In the case of the Third Offset, this must be further considered within the 

previously discussed drive towards (at least a presentation) of American forces as 

ethical, humanitarian and beyond reproach. Innovation, as an American 

characteristic is similarly imagined as a normative good. In this way, the integration 

of human warfighters into technological systems was also articulated as a means of 

empowering individuals. Technological enhancement is imagined as a trajectory for 

fulfilment of potential and self-actualisation.   

Liminal experimentation with ideas about, and actual field-testing of, human 

enhancement potentialities is quite possible an instance where the military will 
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function as a test ground for broader application and acceptability. Indeed, 

amphetamines and other pharmacological enhancements were pioneered on the 

battlefield in efforts to alter the sleep cycles, concentration abilities, fear-reactions 

and other behaviours of soldiers (Le Dévédec, 2019; Bickford, 2020). Materialisation 

of imaginaries about how warfighting might be perfected through transhuman 

integration of soldiers into sociotechnical systems may yet be coproductive, and 

foster their wider social diffusion.  

Transhumanism is best defined as capturing a set of beliefs that humans (or 

humanity) can transcend their corporeal or cognitive (or spiritual) limits through 

technological or scientific enhancement. An influential history of the concept was 

penned by Nick Bostrom in 2005. In it, he attributed its first use to Aldous Huxley in 

1957.  

The human species can, if it wishes, transcend itself – not just sporadically, an 

individual here in one way, an individual there in another way – but in its 

entirety, as humanity. We need a name for this new belief. Perhaps 

transhumanism will serve: man remaining man, but transcending himself, by 

realizing new possibilities of and for his human nature. 

(Huxley cited in. Bostrom, 2005, p 7) 

Bostrom (2005, p 12) later provides his own summary of the component aspirations 

of contemporary transhumanist thought:  

If either superintelligence, or molecular nanotechnology, or uploading, or 

some other technology of a similarly revolutionary kind is developed, the 

human condition could clearly be radically transformed […] However, 

transhumanism does not depend on the feasibility of such radical technologies. 

Virtual reality; preimplantation genetic diagnosis; genetic engineering; 

pharmaceuticals that improve memory, concentration, wakefulness, and mood; 

performance‐enhancing drugs; cosmetic surgery; sex change operations; 
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prosthetics; anti‐aging medicine; closer human‐computer interfaces: these 

technologies are already here or can be expected within the next few decades. 

The combination of these technological capabilities, as they mature, could 

profoundly transform the human condition. The transhumanist agenda, which 

is to make such enhancement options safely available to all persons, will 

become increasingly relevant and practical in the coming years as these and 

other anticipated technologies come online. 

Walter Truett Anderson argues for conceiving of transhumanist aspirations as 

tripartite. He divides them into ‘augmentation, symbiosis, and transcendence’ 

(Anderson, 2003, p 537). He defines augmentation as ‘creating abilities not 

biologically inherent in the phenotype’ and provides prescription spectacles as an 

example of a fairly commonplace augmentation of the optical system. Symbiosis, as 

discussed above, is the mutually beneficial interaction between two organisms, or in 

this instance, human and technological elements. Finally, transcendence is defined 

as: 

‘Going beyond’ [which refers to] various theories about how people may go 

beyond present identity boundaries to become parts of a larger, perhaps global, 

entity 

(Anderson, 2003, p 537) 

What is vital to note about Anderson’s taxonomy here is the emphasis it places upon 

the non-augmentation focused aspects of transhumanism. These are particularly 

relevant for reflecting on the Third Offset’s drive towards human-machine 

symbiosis, and to many of the biological metaphors that featured regularly. The 

discussion of a number of Third Offset-era programs in the following pages will 

demonstrate that augmentation and visions of symbiosis often appeared alongside 

each other; while imaginaries of biological transcendence were often implicit in the 

visions of heightened or perfectible capabilities.  
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Using technologies to enhance the operational capabilities and resilience of 

human warfighters took the form of programs to research biological and chemical 

alterations to soldiers’ bodies, but also broader attempts to develop deeper couplings 

of human and machine elements. These approaches conceived human warfighters as 

just one element within a military system of systems, and one that could – through 

deeper integration and symbiotic relationships with computing and other 

technologies – be imbued with many of the capabilities that had previously been 

held at unit, force or command level.  

I have already discussed the draw of biological metaphors with regards to 

‘swarming’ and other capabilities. I now wish to argue that the biomimetic 

imaginary of symbiosis also should be understood as part of a longer tendency to try 

and perfect the human warfighter, and with a recent historical incarnation of 

transhumanist thought. All this, of course, remained a component of a renewed 

focus on perfecting the cognitive and physiological capabilities that a human fighter 

could draw on within the context of endemic and pervasive uncertainty.  

Transhumanism can be well characterised as an extreme faith in the capacities 

of humankind to move beyond its physical or cognitive limitations (Schummer, 

2004). Indeed, visions of transhumanism usually invoke deep integration of 

advanced technologies into biological or social systems in order to fully transcend 

the human condition, rendering sickness or even death obsolete. The resonance of 

this vision of technological transcendence with the task of turning humans into 

soldiers is immediately apparent. Efforts to secure a military advantage have, 

essentially, always involved trying to improve the capabilities of human soldiers. 

Andrew Bickford (2018, p. 810) reflects thus:  

All militaries try to develop a ‘winning edge’ in warfare. More often than not, 

attempts to attain it focus on new weapons systems and weapons platforms, 

new ways of maximizing the offensive capabilities of a military through fire- 

power. These efforts can also involve a focus on the training and development 



281 

 

of soldiers, and on devising enhancements to make them fight better, longer, 

and smarter than the enemy. 

Soldiers, Bickford argues are ‘supposed to be made into, and then embody and 

project, an ideal of steely resolve and fortitude, unwavering bravery and compliance’ 

(Bickford, 2018, p. 810). The imaginaries of symbiotic warfare posed in the Third 

Offset Strategy however, can be seen as eroding the posed division between training 

and development of soldiers and technological advances. In advancing visions of 

mutually reinforcing integration of humans and machines into distributed systems, 

the boundaries between these elements becomes harder to distinguish. This appears 

to echo an argument made by political and social psychologist Walter Anderson, 

that the assumption that human augmentation and adaptation will largely represent 

pharmaceutical, technological or even genetically additive process applied to 

discrete units – that is, individual humans – without integration into a broader 

system has ‘become less tenable as the technologies advance, and augmentation 

begins to look more like symbiosis’ (Anderson, 2003, p. 541). 

Bickford’s explorations are most clearly focused on understanding how the 

U.S. military complex has imagined –  and sought to create – expanded potential in 

its soldiers through chemical and pharmaceutical interventions. The present work 

shares, through an exploration of military sociotechnical imaginaries and their 

coproductive affects, much of Bickford’s concerns and motivation. Much like 

Bickford, the present work aims, in large part, to:  

Analyse what the materiality of military anticipation, pre-emption and 

concerns with ‘potential’ look like, how they are made in practice and how the 

military’s concerns with these issues are literally productive 

(Bickford, 2020, p. 16) 

Chris Hables Gray (2003) has similarly noted that:  
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Technology has rendered human bodies in war incredibly vulnerable even as it  

has  integrated  them  into  cyborgian  (human-machine)  weapon  systems.  

This process  is  growing  increasingly  powerful,  as  the  ‘mutilation’  earlier  

techno-developments  have  fostered  on  warfare  have  been  countered  by  an  

increasing reliance  on  technological  fixes  in  the  form  of  new  prosthesis  

(new  technologies and  therefore  new  types  of  cyborg  soldiers) 

Gray’s work (2003) is particularly relevant here for the light it sheds on the 

simultaneity of military and broader civilian processes of technological integration, 

system-isation and what Gray terms ‘cyborging’. 

The spread  of  the cyborg body politic (Gray and Mentor, 1995) means that 

the societies from which the militaries of the world come, and the societies that 

they attack, are all cyborgian  even  when  they  aren’t  the  same.  Systems  

are  mobilized  and  systems  are targeted,  not  humans,  nor  machines  alone.   

Not only does this propose a means to conceptualise the increasingly networks and 

symbiotic relation between human and non human actants in contemporary global 

society, but it also provides a demonstration of how certain thought modes, ways of 

conceiving of problems and social arrangements and imaginaries can propagate. The 

system, then, becomes an ordering concept to make challenges and problems legible 

and simultaneously a broadly applicable set of proposals to adapt to future 

challenges. The integration of human warfighters into transhuman components of a 

sociotechnical whole represents an effort to materially manifest this imaginary.  

The scope of technological fields that are seen as coproductive of visions of 

enhanced human potential are somewhat broader, here, however. As well as those 

projects that sought to change a soldier through chemical or biological alteration, I 

argue that such an analysis should also attend to changes in informational and 

computational, networked and other technologies, and the evolution of military 

operational concepts and systems that they made possible. This need to consider the 
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relationality between a human warfighters and semi/autonomous and intelligent 

machines, as well as a range of other distributed technological capabilities, is 

demonstrated clearly by the Third Offset Strategy’s persistent dual focus on 

distributed capabilities and on human machine teaming.  

Some of the more speculative visions of this type of deep symbiosis have been 

advanced in many of the projects of TRADOC’s Mad Scientist Institute. Of note is 

the Institutes’ ‘Operational Environment in 2035: Mad Scientist Writing Contest’ 

(2019) . This exercise was run in multiple years and solicited submissions from 

serving forces members and the public, with a call to: 

[…] harness your diverse intellects to mine new knowledge and imagine the 

possibilities of the Operational Environment in 2035. 

One such response proffered the following vision of multi-domain battle in the 

decades 2030-50:  

Autonomous systems will leverage computational advances and processing 

power to offer increased precision, faster reaction times, longer endurance, and 

greater range than their manned counterparts. The proliferation of sensors 

coupled with the internet of things (IoT) will allow constant surveillance and 

status updates, but at the same time open countless attack vectors for cyber 

operations […] 

Human performance will be upgraded not only by augmented reality 

capabilities but also by ‘biohacking’ with implanted technologies that allow 

commanders to monitor location, health and status of their troops in the field. 

This could extend to implants that create a brain-computer interface to boost 

cognitive ability, aid memory, add new senses, or even directly push data feeds 

(i.e. allow a soldier to see through an unmanned aerial vehicle’s camera).[ii]  

(Mad Scientist Laboratory, 2019) 

https://smallwarsjournal.com/jrnl/art/getting-the-pulse-of-future-multi-domain-battle#_edn2
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As has been discussed above, a consideration that should not be neglected is the 

extent to which the human and machine elements were conceived of as symbiotic 

components within a system of warfighting. It is also crucial that such symbiosis was 

invoked as an essential aspect of a shift towards ‘decision centric warfare’ and 

distributed lethality – that is, the ability of commanders or warfighters at 

increasingly localised levels to be able to overmatch the uncertainty inherent in the 

operational environment.  

Timothy Grayson, the Director of the Strategic Technologies Office, provided 

an interview in 2021, that gave useful insight into the evolution of these visions 

during and beyond the Third Offset-era. Speaking about the ACE program 

(Collaborative Air Combat Autonomy program), Grayson (2021) stated: 

What we’re really trying to do in the long run is human-machine symbiosis. 

How do we create a division of labor (sic)? Such things like flying a plane are 

incredibly dynamic, very, very difficult, require a lot of hand eye coordination, 

actuation coordination, but flying an aircraft, if given a specific objective, is 

actually a very closed-world problem. It doesn’t require a lot of inference. 

That’s exactly the kind of thing that a computer can really excel at. 

He went on to suggest that one of the goals of symbiosis is the allow for warfighters, 

in this instance, pilots, to become ‘a battle manager thinking [at a] higher level’ 

(Grayson, 2021).  

One metaphor that was repeated frequently throughout the Third Offset in 

mobilising these visions is that of the centaur. In the following sections of this 

chapter, I will explore in further detail the imaginaries of technological 

transcendence that were mobilised as a means of advocating for human and machine 

teaming, advancing the notion that technological integration could equip more 

soldiers with more coup d’oeil. Centaurs and other chimeric relations with technology 
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were often central metaphors mobilised in advocating for this type of symbiosis, and 

therefore I briefly return to them here.  

Speaking to an assembled defense press, Deputy Secretary Work (2015) 

recounted:  

In 1997 [world chess champion] Garry Kasparov was beaten by a computer, 

Deep Blue. Everybody thought that was a big deal […] Well, what was a 

bigger deal was in 2005. Two amateur chess players using three PCs, personal 

computers, won a chess tournament, $20,000, against a field of 

supercomputers and grandmasters. 

‘Centaur chess’ was a frequent refrain in Work’s briefings on the Third Offset and 

was also discussed in a number of reports (Biggs and Lee, 2018). The image of the 

human machine centaur was often invoked when proposals for more bodily or 

neurologically invasive programs were discussed. Justin Sanchez (2017), then-

Director of the BTO spoke of DARPA’s visions for neural interfaces for aircraft 

control:  

When you start to have a direct neural interface of this type, you don’t 

necessarily need to command and control the aircraft using the stick […] You 

could potentially re-map your neural signatures onto the different control 

surfaces 

7.3. Advanced networks, learning machines and 

‘more coup d’oeil’ 
So far, I have argued that a re-engagement with the exorability of uncertainty was a 

key defining characteristic of the sociotechnical reforms and technological projects of 

the Third Offset-era. This uncertainty was central to the sociotechnical imaginaries 

that were coproduced in the period leading to, and during, the period of the Third 

Offset. I have then argued that distributed lethality can be usefully analysed as 
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representing a cluster of sociotechnical imaginaries, around which visions of what 

uncertainty means for the future operational and strategic environment, and how it 

could be addressed, coalesced.  

Before moving on to a discussion of how the imaginary evolved and was more 

fully realised in later iterations of operational concepts like Mosaic Warfare , and in 

the testing and fielding of swarm drone technologies, it is worth reflecting again on 

exactly how it was imagined that technologically advanced distributed would serve 

to address uncertainty. Speaking to gathered participants at the Applied Physics 

Laboratory in 2017, Deputy Secretary of Defense Bob Work (2017) advanced that:  

Uncertainty is going to be different now […] Clausewitz had a term called 

coup d’oeil [and] learning machines are going to give more and more 

commanders coup d’oeil. 

Coup d’oeil is the Clauswitzian notion of an innate sense, possessed by great 

commanders, of what was happening on the battlefield and, consequently, what was 

required. While Clausewitz described coup d’oeil as an innate, inscrutable quality 

possessed only by gifted commanders, for Work this excellence can be cultivated 

more broadly by better enabling decision making and battlefield awareness through 

enhanced technologies and a wider distribution of these capabilities.  

Crucially, he emphasised in the same address that uncertainty could not be 

negated in the model that the prior era of warfare had envisioned. Instead, the 

technologically enabled excellence that could be achieved through distributed 

lethality was predicated in the ability to maintain constant and rapidly updated 

situational awareness, to make rapid and effective decisions in the face of 

contingency, and to be able to deploy technological capabilities that keep the balance 

between platform lethality and survivability in the U.S.’s  favour.  

Surprise is going to be endemic, because a lot of the advances that the other 

people are doing on their weapons systems, we won’t see until we fight them 
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[…] and if they have artificial intelligence then that’s better than ours, that’s 

going to be a bad day 

(Work, 2017) 

In making the original call for the Distributed lethality concept, the importance of 

effective, rapid and resilient communications technologies were central. U.S. Navy 

Commander Bryan McGrath (2016) had argued that:  

We need to be able to network the computing power of a three-ship SAG 

separate and apart from any larger network, We need to be able to have 

limited, local, perhaps UAV [unmanned-aerial-vehicle]-enabled SAG 

networks. If you can’t reach a communications satellite, launch an expendable 

drone to relay radio instead — and accept it’ll probably be shot down once the 

enemy picks up its emissions. 

What was proposed was something different from network-centric centralised 

operations that had preceded it. Mark Gunzinger (2016), analyst at CSBA, stated:  

We’re not talking about a network that reaches all the way back to the 

CONUS [continental United States] We’re talking about local area networks 

that are very LPI/LPD [low probability of interception/low probability of 

detection. That network can be very difficult for an enemy to break. 

The plan strongly focused on ‘edge networks’ and on the significance of networks 

that were independently capable but network enabled. With capability and 

redundancy built in across the network. These networks were proposed to be made 

of up of SAGs with commanders empowered at lower levels, but were ultimately 

underwritten by the teaming of human and automated machine warfighters.  

We’re going to be reliant to a much greater degree on ‘edge networks,’ which 

is these little local area networks… instead of having the reach back to a force 
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commander ashore somewhere. That requires a level of autonomy –  These 

systems are going to have to make a lot of decisions on their own. 

(Clark, 2016) 

It is important to bear in mind the extent to which the navy – and other forces – 

mobilised visions of what was possible technologically in order to advocate for this 

program of development. An unclassified report to Congress from a Naval Project 

Team, entitled ‘Alternative Future Fleet Platform Architecture Study’ (Navy Project 

Team, 2016, p. 3) proposed:  

The Distributed Fleet would encompass a widely dispersed, expansively 

networked set of air, surface, and sub-surface platforms capable of delivering 

both kinetic and non-kinetic effects and supported by survivable logistics. 

Navy systems would be part of an assured, agile information-sharing 

environment that would present opportunities to engage enemy platforms 

before they could attack 

The Distributed Fleet would employ three mutually-supporting concepts of 

operations (CONOPS): Distributed Fleet Lethality; Electromagnetic 

Maneuver Warfare; Distributed, Agile Logistics 

The Project Team further explicated their proposals for a distributed fleet lethality. 

The report outlined the shift towards a system of distributed nodes of attack:  

It replaces combat power originating from a few nodes to a netted system of 

nodes able to sense, communicate and act in unison. At full implementation in 

a major theater war the concept would provide several dispersed, netted CSGs 

as well as other combat nodes, supported by unmanned surface and air 

vehicles providing ISR&T and alternative weapons delivery options. 

Additionally, the concept would increase weapons capability and capacity to 

better engage an adversary, particularly its air and naval forces. Submarines, 

augmented by unmanned underwater vehicles, would continue to provide 
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access to highly contested water space to exploit the U.S. military’s undersea 

warfare advantage.  

(Navy Project Team, 2016, p. 8) 

The importance of distributing offence, the fleet level resilience is also noted, with 

the report emphasising that ‘distributing the force expands the number of axes an 

adversary must defend and complicates their targeting and decision making 

problems’ (Navy Project Team, 2016, p. 8). The report also contained a number of 

indications of the use of human machine teaming and an acceptance of what Will 

Roper (2016) described as ‘starting with the systems we have’ .  

In addition to supporting legacy ships and aircraft distributed throughout a 

theater, the network would also be required to support large numbers of 

unmanned vehicles. To fully implement the Distributed Fleet Lethality 

concept, the Project Team recommends increasing investments that would 

expand integrated fire control capability beyond those currently planned as 

part of Navy Integrated Fire Control –Counter-Air (NIFC-CA) 

Recalling some of the discussion in the prior chapter, it is also important to consider 

how the imaginary of distributed lethality interacted with the DoD’s persistent drive 

to fulfil its bipartite mandate for military operations that were both victorious and 

legally and ethically defensible. U.S. weaponry had, in recent history, been imagined 

as making precise, discriminate attacks possible. Victory, at a low risk to U.S. forces, 

could be secured through ranged and unmanned strikes and targets could be 

selected on the basis of a omnipresent arial surveillance. The appeal to ethical and 

legal codes was predicated, in this mode of warfare, on the accumulation of data 

points and the translation of physical and behavioural characteristics into data. 

Operational decisions, in this way, could be framed in direct reference to the legal-

technical codes that were coproduced by the evolving technologies of high-

surveillance and precision strike based warfare.  
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However, the Third Offset imaginaries of strategic uncertainty, and endemic 

operational contingency, meant that such legal fortitude could not be predicated on 

‘lifting the fog of war‘ but instead was imagined as attainable through a 

technologically enabled distribution of these means of accurate decision making. For 

all the rhetorical efforts to distance aspects of the Third Offset’s from prior 

operational modes, Bob Work and other key leaders of the Third Offset still located 

advanced networked technologies centrally in their vision of how to manage the 

intrinsic uncertainty of the battlefield.  

In this vision, the capabilities afforded by advanced networks and rapid 

computational power are part of a chimeric operational system, where both the 

machine and human elements are seen to mutually enhance the capabilities of the 

other. Kenneth Payne (2021, p. 165-6) , in his work ‘I, Warbot’ describes these efforts 

with reference to Clausewitz, much as I have thus far:  

Genius required the ability to make decisions on the basis of imperfect 

information, in times of great stress, without being swept away by emotion. 

Perhaps above all, it required more than a mechanistic following of rules or 

precepts. Though Clausewitz didn’t stress it, his ideal commander was 

creative  

What AI lacks, according to Payne (2021, p. 182), is human creativity. Human–

machine teams are proffered as a solution to this problem: 

The two very different forms of intelligence can combine to produce genuinely 

new and useful insights, covering for each other’s respective weaknesses 

7.4. Men, Machines & War Without Fear 

You have to ask yourself, how does fear play out in a world when a lot of the 

action is taking place between unmanned systems? 

(Work, 2017) 
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Work’s statements connect to a long lineage of efforts to transcend the human 

frailties within operational systems. This includes efforts to mitigate against the 

obvious corporeal frailty of the human body, but crucially, also a drive to transcend 

the fragility and imprecision of the human mind. For now, I wish to discuss some 

elements of how technologised or informational decision making was imagined as a 

means to improve upon the subjectivity and fallible nature of human decision 

making. Reflecting, ultimately, that human-machine symbiosis was presented as a 

means to achieve more coup d’oeil and the enabling of distributed lethality.  

Selecting a historical starting point for the rise of this type of vision is clearly 

fraught. The works of Andrew Bickford (2020), Antoine Bousquet (2009) and Elke 

Schwarz (2018), to name only three, are illustrative of a good deal of this history. 

Bousquet, for example, traces efforts to master warfare and to perfect the human 

warfighter through a series of historic-scientific modes. Quoting De Landa, he traces 

the development of Prussian musket drills to efforts to mimic or embody the 

regimented precision of a clockwork mechanism: 

The introduction of firearms meant that the importance of individual physical 

prowess declined to the benefit of trained professional skill and, at a time 

where firearm technology did not allow any precision targeting, their effective 

use required both speed and regularity. Military commanders thus ‘broke 

down the motions needed to load and fire a gun into a cycle of elementary 

operations, and began to drill their men day in and day out, until these 

operations had become automatic. By orchestrating this cycle so that as one 

rank loaded the other one shot, they were able to create tactical formations 

capable of delivering almost continuous volleys of fire.’ 

(Bousquet, 2009, p. 59) 
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Similarly, van Creveld has discussed the primary drive towards technologies and 

systems that are ordered and predictable. He argues that the perceived effectiveness 

of technological systems in warfare 

[…] hinges on the ability of management to predict the behaviour of each and 

every part of the system. Ultimately, what is involved is nothing less than an 

attempt to insulate the system from uncertainty by creating a perfectly 

controlled and perfectly stable — since change means disruption — artificial 

world 

(van Creveld, 1988, p. 315) 

In each of these instances, what is sought is the fostering of mechanic predictability, 

or indeed certainty, over as many variables of operational conduct as possible. Efforts 

to engender this kind of mechanical or, latterly, computational behaviour in 

warfighters –  viewed both as a corporate body and an individual, biological body – 

have always been a core component of training and military organisation, some 

scholars have argued (see, for example: Bickford, 2018; Bousquet, 2009; Coker, 2013, 

van Creveld, 1988). In the 20th Century, scientific and technological advances meant 

that military leaders began to consider other means of enhancing the robustness of 

the predictability that training sought to imbue, or overcoming the mental (as well as 

physical) frailties that could hamper the conduct of warfighters in operational 

settings (Gibson, 2000; Coker, 2013; Bousquet, 2009b; Schwarz, 2018).  

Andrew Bickford (2018) provides a particularly rich historiography of a 

number of these efforts in his exploration of Dr Marion Sulzberger’s idiophylaxis 

research programs at West Point in the 1960s and their influence on more recent 

projects, such as DARPA’s ‘Inner Armour’. His work here is instructive in tracing 

some of the longer-term historic stability of DoD imaginaries of human perfectibility 

through technological addition, alteration or enhancement.  
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Sulzberger advanced a vision of ‘soldiers for the U.S. military who had their 

own kind of special, internally embedded biological armour, what he termed 

‘idiophylaxis’’ (Bickford, 2018). At a 1962 Army Science Conference at West Point, he 

presented his paper ‘Progress and Prospects in Idiophylaxis (Built-In Individual Self-

Protection of the Combat Soldier).’ He advanced a vision of a future ‘idiophylactic 

soldier’ and called for, according to Bickford: 

a radical rethinking of the combat soldier and the ways in which soldiers were 

imagined, designed, and developed. His ‘idiophylactic soldier’ would be 

biomedically enhanced, internally and psychologically ‘armored’ through new 

forms of biotechnology. 

(Bickford, 2018, p. 811) 

Sulzberger himself was of the belief that:  

The component man is the one that fails the most often 

(Sulzberger cited in Bickford, 2018, p. 810) 

Bickford’s account of Sulzberger’s work in the 1960s is certainly instructive, and 

Sulzberger’ idiophylactic soldier may be read as anticipating a great deal of 21st 

Century U.S. military research on biomedicine, psychopharmacology, psychological 

preparation, and resiliency training (e.g. Gray 1989; 1997; Lin, Mehlman, and Abney 

2013; Moreno 2012; Sinclair and Britt 2013; Howell 2014; Jauregui 2015; Robson 2014; 

Singer 2008).  

Returning to our present focus on the DoD’s drive to field troops that would be 

effected to a lesser degree by fatigue, fear or anger; Bickford poses that military 

performance enhancement can be thought of as efforts towards ‘the standardization, 

modernization, medicalization’ and, in sum, an attempt to engender more broadly 

and predictably, all that which Clausewitz’s praises as ‘boldness’ (Bickford, 2018, p. 

830).  
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This vision is certainly echoed in the proposals advanced in the early proposals 

of the Biological Technologies Office:  

With the emphasis on technology in the battle space the human is rapidly 

becoming ‘the weakest link.’ Soldiers having no physical, physiological, or 

cognitive limitations will be key to survival and operational dominance in the 

future … Metabolically dominant warfighters of the future will be able to keep 

their cognitive abilities intact, while not sleeping for weeks […] As impossible 

as these visions sound or as difficult you might think the task would be, these 

visions are the everyday work of the Defense Sciences Office … 

(Goldblatt cited in Malet, 2015) 

Goldblatt’s rhetorical flourish aside, what we see here is a clear effort to advance a 

vision of a desirable future, seen as attainable through technology and innovation. 

Furthermore, it is clearly performed in support of a particular program of 

technoscientific innovation, and to advocate for further research and development. 

The theme remained prominent throughout the first decade of the 21st Century, and 

a number of influential papers, as well as military technological programs, 

demonstrate its persistent attractiveness in the years running up to the 

announcement of the Third Offset Strategy. 

In a 2018 article in the Naval War College Review, the central significance of 

enhancing human performance was argued by Adam Biggs and Rees Lee (2018, p. 

2):  

We propose that enhancing human performance should be the ultimate goal of 

the Third Offset Strategy. 

They argued that:  

Although the human performance element has been the one constant in five 

thousand years of warfare on this planet, what has changed is the capabilities 
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and opportunities that are emerging or newly available--i.e., just at our finger-

tips--today.  

We divide these opportunities into three overlapping areas: (1) cyber 

initiatives, (2) human-machine integration, and (3) precision 

selection/training. 

(Biggs and Lee, 2018, p. 3) 

Bickford’s manuscript Chemical Heroes provides a book length exploration of many of 

the same themes as his earlier paper. Below, I have reproduced parts of a table taken 

from his work that charts, concisely, a history of these ‘supersoldier and 

performance enhancement programs.’ 

Project Dates 
Developer or 

Sponsor 

Soldiers of the 

Futurarmy 1956 
Marion 

Sulzberger 
Idiophylactic Soldier 1962 U.S. Army 
Land Warrior 1994 U.S. Army 
Objective Force 

Warrior 1998/9 U.S. Army 
Augmented 

Cognition 2001 DARPA 
Future Fore Warrior 2001 U.S. Army 
Metabolically 

Dominant Soldier 2002 DARPA 
Future Combat 

System 2003-9 U.S. Army 
Inner Armor 2007 DARPA 
Biological Control 2016 DARPA 
Living Foundries 2016 DARPA 
Safe Genes 2017 DARPA 

 

Table II is replicated from ‘Chemical Heroes’ (Bickford, 2020, pp. 10-11). It 

provides a short history of the DoD’s supersoldier and performance 

enhancement programs. 
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A 2016 report, penned by Heather A. Harrison Dinniss and Jann K. Kleffner (2016. p. 

445), and published in the Naval War Colleges’ International Law Studies journal, 

provides a further summary account of much of what was seen as of significance in 

DoD efforts to mitigate against human psychological frailties.  

Another project currently under investigation by scientists is to inhibit or 

remove fear. This is another instance in which the science may have 

interesting consequences for compliance with the principles of distinction, 

proportionality and precautions by allowing the soldier to make decisions 

without being motivated by fear. However, as noted, although such 

technologies may increase the likelihood of compliance with the existing laws, 

it will not impact the content of the legal principles themselves. 

The connection presented here between biomedical enhancement and a ‘likelihood 

of higher compliance with existing laws’ should be noted. Indeed, this echoes the 

drive towards a ‘technical legalism’, codification and technological embedding of 

legal and ethical fortitude, that was discussed in the prior section Legal and Moral 

Certainty. In that section, I argued that the laws and ethics of military conduct are 

increasingly conceived as a perfectible code that can be followed in more or less 

perfect ways. Here I advance that the perfectibility of human decision making and 

conduct, through human-machine collaboration and technological enhancement, is a 

coproductive element of this.  

7.4.1. Iron man, Not Terminator 

Throughout the thesis thus far, I have discussed the ways that normative, legal and 

ethical priorities were embedded into, and constitutive of, the technological projects 

of the Third Offset Strategy. Unsurprisingly, efforts to provide ethical legitimacy for 

the DoD’s human enhancement and machine integration programs were particularly 

characterised by this. Work and other Third Offset leaders placed a great emphasis 

on the fact that, unlike their adversaries, the DoD would only field autonomous 
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capabilities with a human in the loop. And that they would only seek to augment the 

capabilities of human warfighters with technological capabilities, rather than to 

pursue human enhancement at a genomic level or in a way that fundamentally 

altered their humanity.  

I think more in terms of Ironman; the ability of a machine to assist a human 

where the human is still in control and all matters…but the machine makes 

the human much more powerful and much more capable 

(Work, 2016) 

This indicates not only aspects of the moral mandate that the DoD felt compelled to 

provide for its tech visions, but also the interaction between military imaginaries and 

popular culture. It is worthy, I think, to note that the DoD has entered into a number 

of recruitment and promotional deals with the Marvel Comic Universe (Olla, 2021).  

Symbioses then, as well as functioning as an imaginary of what can be attained 

with technological innovation and new operational concepts, perhaps also 

functioned as something of a euphemism: allowing the DoD to pursue deeper 

integration of human and machine elements on the battlefield while also marking 

them as distinct from those programs of human enhancement that its adversaries 

were ostensibly engaged in. The DoD framed its human-machine symbiosis efforts 

during the Third Offset as significantly distinct from those that its adversaries might 

be tempted to pursue.  

Now our adversaries quite frankly are pursuing enhanced human operations 

and it scares the crap out of us, really. We’re going to have to have a big, big 

decision on whether we’re comfortable going that way 

(Work, 2016) 

Reflecting on the themes presented in the prior chapters of this thesis, it is possible to 

build a case that these efforts to centre the human elements as symbiotic with, rather 
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than fundamentally altered or superseded by, machinic elements was a foreseeable 

and perhaps necessary component of the Third Offset’s imaginaries of the conditions 

of the future of war and how to remain victorious within it. For example, Julian 

Sanchez (2017) emphasized the capacity of a chimeric system to deliver non-

predictable and non-deterministic ‘outputs’ in dynamic environments:  

The way all of our systems are architected right now, they’re fixed, they’re 

predictable, they’re deterministic’ — that is, any given input always produces 

the exact same output. 

These ideas were all discussed in far more detail in a number of DARPA research 

papers, including investigations into the possibilities of Systems-Based 

Neurotechnology for Emerging Therapies (SUBNETS) – a program exploring 

neurotechnology as a means of treating neuropsychiatric illnesses in service 

members. It should not escape us that there is an historical account of the somewhat 

indistinct line between military healthcare and efforts to improve the performance or 

conduct of a soldier in conflict (Bickford, 2020), and that these rehabilitative 

technologies resonate profoundly with those envisioned as enabling a distributed 

lethality and disaggregated force structure through human-machine symbiosis.  

The ability of this deep integration to generate nondeterministic, and thus 

unpredictable operational outputs may surely be interpreted as an effort to engage 

with and master the uncertainty that was imagined as characterising the future 

operational environment. Similarly, by emphasising the ways that advanced 

technology, including artificial intelligence, would interact with and be mutually 

enhanced by the uniquely human attributes of human warfighters, the notion of 

symbioses can be seen as a manifestation of the ‘decision-centric’ warfare that was 

positioned as a necessary evolution of ‘network-centric’ warfare. Recalling this:  

Decision-centric warfare enables greater adaptability for U.S. forces, imposes 

more complexity and uncertainty on adversaries, allows U.S. forces to mount 
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more simultaneous operations, and could increase U.S. operational tempo 

compared to traditional forces and C2 processes.  

The force design of decision-centric units could also allow them to be less 

expensive and more sustainable over a long-term competition compared to the 

monolithic multi-mission platforms and troop formations that dominate 

today’s U.S. military. 

(Clark et al., 2020, p. 57) 

The crucial element here is the mutually enhancing relationship between human and 

machine, where the ability of human warfighters to embody battlefield prowess is 

centred in a symbiotic interaction.  

Today, the most prominent emerging technologies are artificial intelligence 

(AI) and autonomous systems, which are being used by DoD merely to speed 

up or automate operations already conducted by humans. These technologies 

could instead be the foundation of a decision-centric […] AI could empower 

decision support tools that enable commanders to manage rapid and complex  

operations. 

(Clark et al., 2020, p. iii) 

A useful illustration of this chimeric approach is provided by Sanchez (2017), when 

speaking about the importance of developing automated systems that are able to 

ensure their own heightened effectiveness through more sophisticated and constant 

monitoring of the health and effectiveness of their human partners:  

This kind of ability to sense and understand to the state and the capabilities of 

the human is absolutely critical to the successful employment of highly 

automated systems 

At the same time as this, the proffered exceptionality of U.S. warfighters, and of the 

DoD’s apparent willingness to place ethical restrain its own innovation efforts 
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should be seen as attempts to centre the moral mission of the U.S.’s  armed forces. A 

further illustrative example of this is provided by in the following  

While the swarm will be very reliant on algorithms, there remains a role for 

human judgment and creativity in its employment […] the human penchant 

for n-dimensional thinking and envisioning future states can supercharge the 

coordination skills of the swarm.  

Moreover, humans can employ empathy against an opponent — even if you 

have to dig back to the engineers, there is a human behind an enemy swarm, 

and our humans can use insight and instinct to exploit the flaws in that 

human’s thinking 

(Wassmuth and Blair, 2018) 

Secretary Work (2016) emphasised the U.S. advantage in human factors a number of 

times:  

I don’t believe that the commander who listens to the machine all the time is 

going to be the best commander [a commander should] never ever believe that 

the computer is always going to be right.. Trust your judgment  

He added: 

Look, I’m not willing to say we will have an enduring advantage in human 

capital over the course of this competition […] I believe we have a marked 

advantage as we start 

(Work, 2016) 

On the one hand then, this particular vision of human and machine deep integration 

was motivated by a claim toward the exceptionality of U.S. warfighters, and the 

advantage that their intelligence and training could provide against near peer or 

other adversaries. On the other, it is clear that the DoD was also exploring ways that 

machine integration could enhance or negate aspects of human cognitive and 
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emotional conditions with a view towards transcending the corporeal or cognitive 

limitations of a human warfighter.   
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8. Mosaic Warfare  and the Legacy of the Third 

Offset Strategy  

8.1. Introduction 
Earlier in this thesis, the CNAS 20YY report was presented as something of a 

prehistory to the announcement of the Third Offset Strategy. In much the same way, 

I will now to reflect on Mosaic Warfare  as a vision that was, in many ways, an heir 

to the legacy of the Third Offset Strategy. I note that this is not a unanimously 

accepted assessment of Mosaic Warfare ’s lineage, nor is it a universally agreed upon 

argument about the legacy, and afterlife, of the Third Offset Strategy. A range of 

different actors within the DoD and the broader defense ecosystem have argued in 

different ways about either the impact (or lack of impact) of the Third Offset or the 

component ideas that the DoD should seek to maintain or advance (see, for example: 

Deptula et al., 2019; Hoffman, 2021; Rodriquez & Letts, 2021). Some of these 

assessments are discussed in more detail in the concluding chapter of this thesis.  

In the meantime, I argue for Mosaic Warfare  as something of an heir to the 

Third Offset on the basis that it represents an effort to realise many of the visions 

that have been discussed in the thesis so far. Indeed, I argue that it was largely 

predicated on the same reconfiguration of the DoDs engagement with uncertainty 

that was discussed throughout Chapter Four; strongly driven towards distributed 

lethality and resilience, as discussed in Chapter Five; and sought to deliver much of 

this through advancements on human and machine symbiosis – as discussed in 

Chapter Six.  

While Mosaic warfare should be properly understood against the backdrop of a 

new Presidential administration. The Third Offset did survive, officially, the 

transition to the administration of President Donald J. Trump, who took office in 

January 2017. While some analysts have noted that the new Presidential 

administration was rather more predisposed to the idea of China as a competitor 
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state, there change of Secretary of Defense had a significant impact on the sustained 

focus and interest on the strategy. Secretary of Defense Carter was replaced by 

Mattis, and eventually Bob Work resigned his post as an Under Secretary. General 

Paul Selva (Chair of Joint Chiefs of Staff) did note on several occasions that the Third 

Offset still existed, but was often cagey about its exact status. Secretary Mattis 

described the programme as a ‘method to get at new capabilities that would allow 

new strategies to be built’ rather than as a strategy in its own right (Gentile et al., 

2021). The Third Offset itself then, seems to have been downgraded in terms of 

overall significance by the new administration. Many of the ideas of the Third Offset 

were embraced by Mattis and the DoD during the Trump Presidency, however, the 

label became generally disregarded over the first year of the administration (Gentile 

et al., 2021). While the Third Offset receded from view, many of its projects outlived 

it. The demise of the Third Offset, according Gentile et al, was primarily because 

many of the aims of the Third Offset were had been adopted in the 2018 National 

Defense Strategy.  

Ideas about technological proliferation, a rising condition of uncertainty and 

the absolute necessity of innovation reform and rapid technological enhancements 

all received prominent attention in the 2018 NDS. Mosaic Warfare remains an 

interesting case to study, among these legacies, for several reasons. While several of 

the initially liminal ideas of the Third Offset gained prominence and popularity 

through the period 2014-17, the core imaginaries studied in this thesis represented 

efforts to bring together both existing and speculative elements in visions of how the 

U.S. could succeed in an uncertain future. The futurity communicated by these 

imaginaries, and their unifying concern with addressing and mastering uncertainty 

in novel modes can be seen as continuing into the development of Mosaic Warfare.  

Mosaic Warfare also presents an interesting case study as it provides us with 

an example of a relatively ‘complete’ or ‘whole’ operating concept. It unifies within 

one approach, each of the imaginaries and technological projects that have been 
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discussed in the work to this point. It allows then, for a speculative study of what 

these programs would have culminated in, if the vision had been fully realised, as 

well as a consideration of how this operational concept can be seen as contrasting 

with or similar to its antecedent programs within the Third Offset era and beyond.  

At the same time, a study of Mosaic Warfare’s further development of the 

Third Offset imaginaries discussed prior, allows for a reflection on continuity and 

change over time within the larger case study. Many of the visions presented in the 

Mosaic concept reflect evolution rather than revolution of these core concepts and 

can be seen as iterative refinements of the very same types of experiment in thinking 

and doing warfare.  

This discussion in the following sections will explore Mosaic Warfare  both as a 

concept in its own right and as a culmination of the technological visions, ideas and 

concepts that have been discussed in the prior chapters, and consequently, of the 

imaginaries of the Third Offset-era.  

The Mosaic operating concept was first announced in 2017 by DARPA’s 

Strategic Technology Office (STO). The concept aspired to ‘acquire, field, and 

employ forces in a radically different manner from what [was] currently done in 

DoD’. The mosaic metaphor was laid out I the RAND report ‘Distributed Kill 

Chains’ (Donoughue et al., 2021, p. xi): 

Like the ceramic tiles that compose mosaics, DARPA’s Mosaic Warfare  

concept assembles individual warfighting platforms to make a larger picture 

or, in this case, a force package. 

The central argument of these sections is that, the imaginaries presented thus far can 

be seen within a broader context of their more mature realisation in the concept of 

Mosaic Warfare . The following excerpts provide a useful illustration of how the 

imaginary of distributed lethality, and its performance in advocacy for certain 

programs of institutional and technological innovation, evolved during the Third 
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Offset-era. It provides, also, a concrete exemplar of the technologies that were seen 

as crucial to achieving distributed lethality, their interaction with human 

commanders and warfighters, and their role within the development of a 

technologically enabled operating concept. A 2020 CSBA report (Clark et al., 2020, p. 

iv) on Mosaic Warfare  discusses the shift from a network-centric to a decision-

centric operational structure at the heart of the Mosaic concept 

Decision-centric warfare is intended to enable faster and more effective 

decisions by U.S. commanders while also degrading the quality and speed of 

adversary decision-making. The focus on both U.S. and adversary decision-

making distinguishes decision-centric warfare from preceding concepts such 

as Network-Centric Warfare, which focused on improving U.S. military 

decision-making by centralizing it. 

The commonalities between this and the pursuit of a technologically enabled coup 

d’oeil are immediately clear, while the efforts to realise a symbiotic enhancement of 

the human warfighter within a human-machine force is also possible to trace. As 

well as mobilising imaginaries of distributed lethality and its necessary predication 

on further distribution of capabilities and complexity (Hatfield, 2015), Mosaic was 

also predicated on the broader Third Offset drive to move away from a focus on 

developing exquisite, high cost systems, and towards the development of lower-cost, 

distributed capabilities that aim to harbour capability and to deliver effects at force 

level (Hammes, 2020). 

 The development of military capabilities that could ensure the maintenance of 

U.S. global leadership, at a lower cost, was a core aspect of what can be described as 

Obama’s grand strategy (see Chapter Two), and so these efforts to maximise the use 

of off-the-shelf and interoperable technologies, should be interpreted with that in 

mind. While it is unlikely that a linear path can be traced from a singular speech act 

expressing this desire through to the development of the Third Offset, we can 

reasonably interpret the significance of the material conditions that Obama’s drive 
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for reduced spending precipitated, as informing the coproduction of an imaginary 

wherein technological innovation would enable to DoD to do more with less whilst 

still securing an overmatch.   

 A 2019 Mitchell Institute report explored how the Mosaic Warfare  concept 

could meet the challenges of 21st Century warfare. Lt General David Deptula (2019, 

p. 1), the Dean of Studies at the Institute, stated in his foreword that:  

[Mosaic Warfare ] is a future force design that leverages the dynamic 

relationship between force structure and operational concepts to gain offensive 

initiative against any enemy while being highly adaptable across the spectrum 

of military operations. The objective of the mosaic force design is to exploit 

information networks to create a highly disaggregated kill web that minimizes 

targetable U.S. nodes while ensuring that the U.S. military enterprise remains 

effective in contested environments. 

The core tenets of Mosaic Warfare  represented, it was argued, alternatives to the 

more traditional focus on ‘high-capability, high-cost platforms, such as the F-35 

fighter, B-21 bomber, or Ford-class aircraft carrier’ (Donoughue et al., 2021, p. 1). 

Similarly, the Mosaic concept was often advocated for on the basis of a highly 

uncertain future operational and strategic environment, and the need to develop 

adaptable, non-platform specific, rapidly composable forces that were resilient to 

attrition of their constituent parts.  

In addition to tracing the presence and prominence of the imaginaries of the 

Third Offset in Mosaic Warfare  reports, it is also worth noting that many of its 

advocates sought to directly link the concept to programs that emerged during the 

Third Offset-era. The aforementioned RAND report, for example, draws a number of 

links between the potential realisation of Mosaic Warfare  and Third Offset projects 

such as Multi-Domain Battle and explicitly draws lessons from the Navy’s 
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Integrated Fire Control system (the Third Offset origins of which are discussed in: 

Eckstein, 2016).  

The table below illustrates the argument made in this RAND report that Mosaic 

Warfare  should best be pursued as an evolutionary strategy, moving from what it 

claims are current (partially realised) capabilities through a number of 

developmental phases towards the attainment of Mosaic.  

 

Figure V ‘The Pathway to Mosaic Warfare ‘ is excepted from the RAND 

report ‘Distributed Kill Chains’ (Donoughue et al., 2021, p. xii). The table 

shows the evolutionary/iterative development stages of Mosaic Warfare . 

Moving from left to right, the realisation of distributed capabilities and the 

adaptability and scalability of composable forces becomes more sophisticated.  

Chapter Four of this thesis presented a discussion of how leading advocates of the 

Third Offset Strategy often sought to locate it within a historical lineage of a 20th 

Century Offset programmes, while also seeking to contrast contemporary challenges 

with those that the DoD may have faced in previous decades.  
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I make the same argument here: That these historic accounts are significant 

not only because they demonstrate the actual coproduction of sociotechnical 

imaginaries and DoD operational concepts and technological capabilities; but also 

because they are performed in order to advocate for a particular trajectory of 

sociotechnical reform and in support of specific programs of technological 

innovation. The visions proposed in the imaginary of Mosaic Warfare  rest not just 

on the technological capabilities developed throughout the Third Offset, but also 

borrow heavily from its concepts, discourses and imagery in order to render 

themselves legible, coherent and persuasive.  

8.2. Decision Centric Warfare 
Much like the RAND report discussed above, a 2020 CSBA report entitled ‘Mosaic 

Warfare : Exploiting Artificial Intelligence and Autonomous Systems to Implement 

Decision-Centric Operations’ (Clark et al., 2020, p. iv) also locates its priorities for 

Mosaic Warfare  within a historic account of prior operational concepts:  

Network-Centric Warfare relies on theater commanders with unfettered 

situational aware-ness over wide areas and the ability to communicate with all 

forces under their command. Centralized decision-making, however, will likely 

be neither possible nor desirable during future conflicts in highly contested 

environments 

The authors go on to argue that the high degree of uncertainty, near-peer adversary 

parity and the rise of A2/AD capabilities will ‘constrain the ability of U.S. 

commanders to gain awareness or exert control over large groups of U.S. forces’ 

(Clark et al., 2020, p. iv), while also advancing that the concept ‘embraces the fog and 

friction inherent in military conflict’ (Clark et al., 2020, p. v). 

Decision-centric warfare improves the adaptability and survivability of U.S. 

forces by leveraging distributed formations, dynamic composition and 

recomposition, reductions in electronic emissions, and counter-C2ISR actions 
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to increase the complexity and uncertainty an adversary would perceive 

regarding U.S. military operations and degrade the decision-making of 

opposing commanders 

(Clark et al., 2020, p. iv) 

Within the excerpts above, it is possible to observe every aspect of the distributed 

lethality imaginary that has been discussed thus far. The authors also capture the 

centrality of embracing, rather than seeking to defeat, uncertainty, while also 

presenting a strong vision of how distributed, rather than centralised, command will 

be enabled by advanced technological capabilities. Adaptability and the 

interoperability of systems are foregrounded and the ability to rapidly develop and 

field capabilities to fit an evolving security environment were seen as key.  

In regards to the centrality of disaggregation, distribution of decision making 

and rapid adaptable composability, the following extract is particularly 

demonstrative of how visions of Mosaic Warfare  can be usefully understood as 

influenced by evolving but stable sociotechnical imaginaries of the future security 

environment and its possibilities. This extract is taken from the CSBA report (B. 

Clark et al., 2020, p. viii) discussion of Command and Control architectures:  

To fully exploit the value of a disaggregated and more composable force, 

Mosaic Warfare  would rely on a combination of human command and 

machine control. If the force design were implemented without changing the 

associated C2 process, commanders and their staffs would have difficulty 

managing the larger number of elements in a disaggregated force compared to 

a traditional force. Without automated control systems, commanders would 

also be much less able to take advantage of the decision-centric force’s 

composability in creating complexity for an adversary or recomposing in 

response to enemy defenses and countermeasures.  
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This passage is enlightening for the present analysis. It shows the continued 

prominence of the sociotechnical imaginaries discussed in the prior empirical 

chapters, whilst also advocating for the trajectories of sociotechnical reform – both 

changes to doctrine and process – and innovation programs – the development of fit-

for-purpose automated control systems – that were required to pursue to proffered 

vision. They further elucidate this C2 architecture in the following chart:  

 

Figure VI ‘Exemplary Context-Centric C3 Approach’ taken from the CSBA 

report ‘Mosaic Warfare : Exploiting Artificial Intelligence and Autonomous 

Systems to Implement Decision-Centric Operations’ (Clark et al., 2020, p. 

viii). The figure depicts the interaction between human and machine elements 

of decision-making and tasking at multiple levels within an operational setting 

– from ‘campaign-level’ to individual unit.  
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In this arrangement, human commanders ‘develop an overall approach to an 

operation that reflects their strategy’ before directing a ‘machine-enabled control-

system’ to implement ‘Context-Centric C3 by identifying the forces in 

communication that could be tasked while maintaining the commander’s span of 

control at a manageable size’ ‘ (Clark et al., 2020, p. iv-viii). The human and machine 

elements are shown to be in continual contact, with each reinforcing and enhancing 

the capabilities of the other in a manner that is responsive to evolving information 

and changing contexts (Clark et al., 2020, p. 35) . 

Again, I argue here that this demonstrates a further effort to realise the goals of 

distributed lethality, whilst also seeking to enhance the human warfighter – 

perfecting his or her ability to response optimally through deeper and more effective 

integration into a technologically advanced architecture. A further, more detailed, 

description of human and machine interaction in this decision making architecture is 

provided later in the report (Clark et al., 2020, p. 35) (emphasis added):  

During the C2 process […] human commanders develop an overall approach 

to an operation that reflects their strategy, applies operational art, and follows 

the intent provided by the commander’s superiors. The commander 

identifies the tasks to be completed for the machine-enabled control 

system via a computer interface and selects an estimate for the opposing 

force size and effectiveness.  

The machine-enabled control system would implement Context-

Centric C3 by identifying the forces in communication that could be 

tasked, from which the commander chooses the units to be made 

available for tasking. The machine-enabled control system would query 

each participating unit or force element regarding its ability to support the 

commander’s tasking. Units would respond with data such as their proximity 

to the operation, relevant capabilities to the task, and physical characteristics. 
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Using modelling and simulation of potential CONOPs, the machine-enabled 

control system would then propose one or more COAs to the commander. 

This combination of human and machine processing of operational data and 

decision making would result, the authors argue, in the ability for commanders to 

more ‘exhaustively assess combinations of force elements and tactics’ in a way that 

would facilitate them identifying ‘novel approaches that would not normally be 

considered by a human staff.’ This would yield a multitude of benefits, but primarily 

it would enable the DoD’s operational forces to effectively grasp the conditions of 

high uncertainty environments, and to exploit them by pursuing unexpected 

operational tactics (Clark et al., 2020, p. 36). They further develop this point, 

discussing the benefits of disaggregating traditional units into composable force 

elements (emphasis added):  

In theory, monolithic multi-mission units could create complexity for an 

adversary because all the units would be interchangeable. In practice, the 

complexity possible with traditional forces is constrained by the cost 

of monolithic multi- mission units, which limits their number. 

Furthermore, the co-location of all the kill chain elements in a single 

platform or formation constrains the number of independent paths and 

nodes possible in a force package. The high value of multi-mission units 

also requires they be protected, which limits the flexibility possible in the 

configuration of associated forces.  

The disaggregation of traditional units into composable force elements 

would create a more complex picture for an adversary to assess by 

increasing the variety of ways the units in a force package could 

combine to conduct a particular task or recompose to conduct a new task. To 

defeat such a force, an adversary would need to develop and field a wider 

variety of counter- measures. Alternatively, an adversary would have to 
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accept the risk that the disaggregated force could compose effects chains able to 

circumvent the defenses it is willing and able to establish. 

(B. Clark et al., 2020, p. 34) 

An example of how this may function in an airborne context is provided in the 

figure below, which also indicates the strategic motivations for a shift from a ‘linear, 

bundled kill chain’ – indeed, something that would well be characterised as an 

‘exquisite’ weapons platform – to an ‘adaptable kill web’:  

 

Figure VII ‘Monolithic Units versus Composable Force Packages’ taken from 

the CBSA report ‘Mosaic Warfare : Exploiting Artificial Intelligence and 

Autonomous Systems to Implement Decision-Centric Operations’ (Clark et 

al., 2020, p. 28). The figure displays a contrasting approach between a strike 
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fighter – characterised in the report as a ‘linear bundled kill chain’ and 

additionally in the present work as an exquisite weapons system – and an 

‘adaptable kill web’. The kill web is made up of multiple components and has 

its sense-decide-act capabilities distributed.  

Mosaic Warfare , the report proposes, represents a further step in developing and 

fielding ‘progressively more disaggregated and complex approaches’ to adaptive 

and distributed lethality (Clark et al., 2020, p. 29). The proposed deep and effective 

integration of human and machine elements additionally clearly echoes the 

imaginaries of human and machine teaming discussed in Chapter Six.  

8.3. Small, Scalable Systems 
The CSBA report highlighted that a shift towards Mosaic Warfare  would most likely 

have to be a case of evolution rather than revolutionary immediate change (Clark et 

al., 2020, p. 64). This point is further taken up in the RAND report, and is worth 

briefly focussing on. In the same way that the visions of distributed and 

disaggregated capabilities in Mosaic Warfare  demonstrated the coproduction, over 

time, of imaginaries of uncertainty, distributed lethality and human machine 

teaming along with the technological and institutional capabilities for attaining 

them; the proposals also reflected similar re-imaginings of how expedited and more 

risk-embracing innovation reforms could prepare the DoD for the future it faced. 

Crucially, proposals for Mosaic Warfare  also emphasised the importance of 

developing and fielding lower-cost, quicker to field and more adaptable 

technologies. The following two points are listed as priorities for enabling a Mosaic 

Warfare  concept (alongside a number of computational and doctrinal objectives):  

- Develop low-cost rapid manufacturing of platforms and payloads that will 

make up the Mosaic Warfare  system. 
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- Develop distributed manufacturing capabilities to construct the platforms 

and payloads that will make up the Mosaic Warfare  system close to where 

they are needed. 

 (Donoughue et al., 2021, p. 65) 

Elsewhere, former DARPA STO Director Thomas Burns spoke of how Mosaic sought 

to ‘send so many weapon and sensor platforms at the enemy that its forces are 

overwhelmed’ with the goal being to ‘take complexity and to turn that into an 

asymmetric advantage’ (DARPA, 2018). Burns stated that the Joint Forces could 

become ‘more lethal and a lot more survivable’ by developing a force that could 

‘attack in parallel across a wide front and [possess] distributed […] sense-decide-

and-act systems across a wide number of platforms’ (DARPA, 2018). 

Speaking about the need for attritable forces and resiliency as a function of 

mass, Burns (2018) stated that many, cheap armaments – such as swarming drones – 

would be crucial to Mosaic:  

You’ll be killed. But if you have large numbers of expendable platforms, you 

can fight in the open 

The shift towards a prioritisation of small and scalable systems then was also clearly 

connected to the earlier noted drive towards fielding lower-cost and off the shelf 

technologies in the place of high cost and sole-configuration systems. Again this 

demonstrated the interaction between contemporary material considerations and 

visions of technological possibility. At different points, sociotechnical imaginaries 

were mobilised in advocacy for an innovation program that might address, for 

example, financial constraints. At the same time, the image of fiscal hardship was 

advanced in order to support to vision of a distributed, agile and more adaptable 

force.  

This provides a clear illustration of why the innovation proposals – both 

organisational and technological – of the Third Offset are usefully understood as 
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sociotechnical reforms; and why they must be understood as contemporaneous and 

coproductive. Efforts to reform the innovation enterprise of the DoD during the 

Third Offset-era were directly intertwined with efforts to re-envision the means and 

modes of warfare in the 21st century.  

8.4. Biological Metaphors and Mosaic Warfare   
An alternative description of Mosaic is also presented in the figure below, taken 

from the 2021 RAND paper commissioned by DARPA, in direct comparison with the 

human immune response system: 
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Figure VIII ‘Comparison of the human immune system and Mosaic Warfare ‘ 

taken from the RAND ‘Distributed Kill Chains’ report (Donoughue et al., 

2021, p. 12). The table shows how Mosaic Warfare  compares with the human 

immune system across several measures, such as scalability, autonomy and 

heterogeneity. It demonstrates not only some of the core objectives of Mosaic 

concepts, but also the use of biological metaphor to make them legible, and to 

advocate for their development. 



318 

 

Again, this breakdown of the dimensions of Mosaic Warfare  demonstrates an 

indicative means of delivering upon the visions posed in the early 2000s, and also 

allows the tracing of a continuum of the prevalence of biological metaphor in 

shaping military operating concepts. Finally, it points towards the technological 

capability requirements for even making it possible to imagine such an operational 

environment – particularly AI, advanced, rapid communication and the ability to 

network human and non human combatants in an evolutionary and multi-nodal 

relationship.  

In a 2004 report authored for the National Defense University, Senior Fellow at 

CSBA, Barry Watts, explored biological concepts such as emergence and complex 

adaptive systems as means of engaging with what he saw as the inescapability of fog 

and friction in the conduct of warfare. With reference to Ernst Mayr’s work on 

emergence, Watts discussed how ‘in a structured system, new properties emerge at 

higher levels of integration which could not have been predicted from a knowledge 

of the lower-level components’ (Watts, 2004, p. 85), before going on to tell his readers 

about the application of the emergence concept to artificial life simulation:  

Emergence is also the fundamental concept of the relatively new field of 

artificial life. Typical experiments in this field involve setting up artificial 

worlds or environments inside a computer. These worlds generally contain 

‘agents, an environment, and rules that define and govern agent-agent, agent-

environment, and environment-environment interactions 

Artificial life experiments then consist of allowing the world to evolve in order 

to see what happens. Here, too, emergence refers to ‘the appearance of higher-

level properties and behaviours’ possessed by the ‘whole’ rather than by any of 

its individual parts, the point being that ‘an air molecule is not a tornado and 

a neuron is not conscious.’ 

(Watts, 2004, p. 85) 
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Finally, he argued for the usefulness of this concept as a guiding heuristic for a 

military operational concept: 

What this line of thought suggests is that the most general aim of combatants 

at every level of combat—tactical, operational, and strategic—is to achieve 

emergent effects at the next higher level. This formulation not only recognizes 

the inherent uncertainties of combat interactions between opposing polities, 

military forces, and individual combatants, but also may offer a more fruitful 

point of departure for constructing a positive theory of war 

(Watts, 2004, p. 85) 

A connected vision can be observed in the later mobilisations of imaginaries of 

distributed lethality and its necessary predication on further distribution of 

capabilities and complexity (Hatfield, 2015), and can be further traced in broader 

calls within the Third Offset to move away from a focus on developing exquisite, 

high cost systems, and towards the development of lower-cost, distributed 

capabilities that aim to harbour capability and to deliver effects at force level 

(Freedberg, 2015a). The prominence of these biological metaphors as operational 

heuristics has been explored in the preceding pages.  

8.5. Uncertainty and a Return to Clausewitz 
Uncertainty as a defining characteristic of the military endeavour did not suddenly 

emerge alongside the announcement of the DII in 2014. Uncertainty has a long 

history in strategy and has long been a focal point in the study of warfare. Indeed, 

Clausewitz – still a core element of military education at the War Colleges in the 

United States, and elsewhere –  is frequently cited by leading DoD figures for his 

contention that: 

War is the realm of uncertainty; three quarters of the factors on which action 

is based are wrapped in a fog of greater or lesser uncertainty 
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(Clausewitz, 2010, p. 101) 

Indeed this Clausewitzian formulation was invoked with an increasing regularity 

from around the around the mid-2000s, and can be seen as forming a central 

component of how Third Offset imaginaries of the role of uncertainty in future 

warfare were presented as differential to the Revolution in Military Affairs that 

preceded them. A 2004 McNair paper, authored by Barry Watts of the Centre for 

Strategic and Budgetary Assessments, emphasised the impermanence – or perhaps 

even the central folly – of the interpretations that read the DoD’s early experiences in 

Operation Enduring Freedom as a victory not only for the U.S. , but for technological 

capabilities more broadly as a means of eliminating the friction and fog of war 

(Watts, 2004). 

This vision of total dominance – wherein technology had truly lifted the ‘fog of 

war‘ was typified by the 1995 report ‘Dominant Battlespace Knowledge’ (Libicki and 

Johnson, 1995). The core principle of dominant battlefield awareness was that, by 

connecting largely existing sensors and shooters together via appropriate 

information and command-and-control systems, it should be possible to detect, 

track, and classify most (or all) of the militarily relevant objects moving on land, the 

surface of the ocean, through the air, or in space. 

While Watts argued, on the one hand, that ‘the U.S. military displayed levels of 

first-battle competence largely without precedent in prior American history,’ he was 

also at pains to emphasise the limitations of this success, and what it showed about 

the impossibility of total operational certainty. Quoting Antonia Echavarria, Watts 

(2004, p. vii) noted: 

The dominant ‘American way of war tends to shy away from thinking about 

the complicated process of turning military triumphs, whether on the scale of 

major campaigns or small-unit actions, into strategic successes.’ 
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Despite the apparent possibility of near-total omniscience and certainty of outcome 

suggested by the success of both the 1991 Gulf war and the first steps of the War of 

Terror in the early 2000s, the protracted failures to attain ‘long-term’ political ends 

after the cessation of the initially successful combat operations were a lesson, Watts 

argued, that technological superiority alone, could not overcome the fog and friction 

of war (Watts, 2004).  

In contrast to the ideas of developing a technologically secured omniscience, 

and capabilities through which absolute dominance of force would secure a certainty 

of outcome, the return to Clausewitzian conceptions of uncertainty in war marked a 

shift towards both an acceptance and embrace of the overarching condition of 

uncertainty in conflict, and contingency in the global security environment. To 

embrace uncertainty meant accepting that, as Clausewitz argued, there are elements 

of warfare that can be neither anticipated nor predicted – but also meant proposing a 

new mode of technological mastery wherein this endemic uncertainty became an 

opportunity to be leveraged.  

Watts suggested that one of the forms this could take would be for the DoD to 

shift away from a reliance on physics-oriented understandings of military 

organisation and interaction, instead developing strategic and operational heuristics 

based more strongly on biological, evolutionary and otherwise non-linear dynamics 

(Watts, 2004). While it would be erroneous to attempt to draw a causal chain 

between this research paper from the early 2000s and the later coalescing of various 

military technological imaginaries on the Mosaic Warfare  project, it is certainly far 

less controversial to argue that Watt’s contribution was indicative of a nascent 

reengagement with uncertainty and the formulation of a new imaginary of how it 

could be exceeded through technoscientific innovation. 

Indeed, these evolutionary and biological metaphors grew to be prominent 

visions of future operational concepts, and much of the advocacy for adaptive, 

distributed and resilient systems at the core of the Third Offset Strategy, was 
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performed with explicit reference to these sorts of biological and non-linear 

evolutionary models.  

Mosaic Warfare  exploited both the ability of advanced networks to seamlessly 

share information across an area of operations and recent developments in 

processing, computing, and networking.  

Functional capabilities, such as radar, fire control, and missiles, that once had 

to be hosted on a common platform, like a sophisticated combat aircraft, can 

now be disaggregated into their smallest practical elements. In the mosaic 

concept, platforms are ‘decomposed’ into their smallest practical functions, 

creating collaborative ‘nodes’ in a networked kill web that is highly resilient 

and can remain operationally effective, even as an adversary attrits some of the 

web’s elements.  

(Deptula et al., 2019, p. 4) 

As well as providing some initial models for answering the problematics posed by 

Watt’s 2004 paper – particularly those concerning the ‘possibility that the spatial-

temporal inaccessibility of certain information argues that human beings and their 

institutions can neither eliminate all uncertainty about the higher level effects of 

future combat interactions, nor substantially reduce the magnitude of such 

uncertainties beyond the limits set by dispersed information and tacit knowledge’ 

(Watts, 2004) – the above quote from Deptula et al also foreshadowed many of the 

other sociotechnical projects that were coproductive of the Mosaic concept in the 

intervening years.  

In the concluding remarks to his 2004 report, Watts (2004, p. 87) offers a few 

short quotations from the ‘Joint Vision 2020’ report: 

Friction is inherent in military operations. The joint force of 2020 will seek to 

create a ‘frictional imbalance’ in its favour by using the capabilities envisioned 

in this document, but the fundamental sources of friction cannot be 
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eliminated. We will win—but we should not expect wars in the future to be 

either easy or bloodless. 

Watts argues that the invocation of Clausewitzian friction is cause to be heartened. 

He sees it as indicative of an emergent, more prudent engagement with the reality of 

battlefield uncertainty and contingency. For the purposes of the present thesis, it 

provides another interesting touch point in demonstrating the evolution over time of 

a stable, but by no means static, imaginary of uncertainty in warfare, and its relation 

to capabilities and victory. Indeed, the same acceptance of the danger and lethality of 

warfare – a danger that might not only persist in the face of technological advance, 

but may in fact be exacerbated by it – is present in the opening paragraphs of the 

afore-noted precursor to the Third Offset, the Future Warfare 20YY (Work and 

Brimley, 2014, p. 9) report:  

Technology does not make war more clinical; it makes it more deadly. 

Precision does not make the battlefield more sterile, but rather makes it 

increasingly lethal. The technologies and trends explored in this report will 

make future battlefields more complex for defense leaders, and more dangerous 

for those in harm’s way. 
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9. Conclusions 
This thesis has examined the DoD’s Third Offset Strategy as a project of 

technological innovation and sociotechnical reform. The major original contribution 

to knowledge is the empirical investigation presented in the case study. Each of the 

empirical chapters details the evolution of a  particular sociotechnical project, and 

traces the significance of key sociotechnical imaginaries in informing their 

development. This empirical contribution has been enabled and enriched by the 

identification and tracing of a number of key sociotechnical imaginaries, that 

informed the development of technological innovations and sociotechnical reforms 

in the Third Offset era.  

The work has presented a study of the emergence and substantive impact of 

key sociotechnical imaginaries – of the future of warfare and of uncertainty – in 

shaping technological and doctrinal innovations of the Third Offset Strategy within 

the Department of Defense. The thesis ultimately argued that the Third Offset 

Strategy was greatly informed by the evolution of specific sociotechnical imaginaries 

related to uncertainty, human nature and its fallibility, the need to distribute 

decision-making for reasons of speed and effectiveness, and the overall embrace of 

novel forms of human-machine hybrids as solutions to an era of technological 

proliferation.  

The thesis has explored the interactions between historic and geopolitical 

structures and changes in scientific practice and modes of knowledge generation. It 

has argued that a fundamental shift in DoD conceptions of what could be known 

about the future, how risk could be measured and how possible hazards could be 

acted upon, was central in informing a number of sociotechnical imaginaries in the 

period under study. This shift – from a closed world to and infinite universe may well 

have brought forth the end of the DoD’s efforts to establish a ‘closed, finite and 

hierarchically ordered’ (Koyré, 1968, p. 34) world. Instead, Defense leaders in the 
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U.S. were left to first accept, then latterly embrace, the ‘infinite universe’ of 

potentialities that characterised the uncertainty of the coming decades.  

The articulation of an imaginary of uncertainty, and of innovation, adaptability 

and resilience as measures to respond to it, has been explored in detail. The 

sociotechnical imaginary of uncertainty represented the coalescing of a number of 

contemporary and recent historical concerns about the stability and ordering of 

world politics, and about the permanence of a particular (if extended) period 

geopolitical and economic order. DoD anxieties about technological proliferation in 

other parts of the world interacted with more generalised American disquiet at the 

possibility of losing their technological pre-eminence (Klein, 1988; McCarthy, 2021a; 

Peoples, 2009a). This dynamic was mediated through a uniquely American concern 

with the destabilising effect of non-synchronous developments, and the impositions 

they placed upon the global order that the U.S. was at the forefront of (Lawson, 

2011). Conditions of possibility, both in relation to erosions of America’s 

technological edge and to the potential for these erosions to harm American freedom 

of operation, were both shown to be imbricated in the Third Offset imaginary of 

uncertainty. In a very literal sense, the DoD was concerned above all else that it has 

lost the certainty that it could operate in any theatre of its choosing at any time of its 

choosing.  

Uncertainty imaginaries were also intertwined with securitising claims. The 

Third Offset mobilised the idea that technological development in a broad range of 

possible adversary states, posed a pervasive threat to the American security 

(McCarthy, 2021b; Lawson, 2011). U.S. perceptions of the capabilities of both ally 

and adversary states, and their articulation as urgent exigencies that demanded 

rapid and transformative innovation demonstrated the importance of inter-societal 

interaction. Characterisations of other states showed the ways that comparative 

relationality shaped the imaginaries of the DoD. Sociotechnical imaginaries  of 

uncertainty were also informed by a shift away from risk thinking and towards a 
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concern with the pervasive existence of unknowable and unpredictable 

contingencies.  

While this concern with instability and hazards that evade quantification 

(Katzenstein and Seybert, 2018) was partially influenced by recent events, the thesis 

has also shown that technological changes were important coproductive elements – 

with advances in computation and other technologies shifting the horizons of what 

was imagined as knowable (and how), and what types of possibilities could be 

prepared for (Cavelty, 2020; Wenger, Jasper and Cavelty, 2020).  

Alongside this generalised concern with an uncertain future, the technological 

projects studied were also conditioned by uncertainty at the operational level. The 

sociotechnical imaginary of uncertainty, then, was articulated across multiple scales. 

As well as being influenced by both structural and contextually specific factors, the 

imaginary itself was imbricated in coproductive developments of innovation 

ranging from individual warfighters through to the global. Chapter Six explores how 

an imaginary of distributed lethality envisioned a distribution of advanced 

capabilities to more localised forces, and an enhancement of force level resilience. 

These visions were posited as a means to account for, and overcome, the 

inextricability of uncertainty.  

Resilience and adaptability were imagined as attainable through the innovation 

of interoperable systems that were composable in a variety configuration. These 

imaginaries were intertwined with elements of Obama era grand strategy, and the 

drive to ensure U.S. hegemony, but with an increased emphasis on economy. 

Innovation imaginaries in the period also sought to engage more deeply with, and 

mirror the processes of, commercial technology businesses, and the experimentation 

with off the shelf, and non-exquisite technologies within the distributed lethality 

imaginary were clearly compatible with these goals. Cross-fertilisation of ideas and 

coproduction of visions occurred throughout the period under study.  
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Attaining a vision of distributed lethality posed the need to further empower 

smaller units and individual warfighters. The thesis has explored how imaginaries of 

human-machine symbioses articulated a vision of how distributed lethality could be 

attained. With the correct application of technology – communications, computers 

and unmanned elements – it was imagined that troops would be able to reconcile the 

conflicting requirements of distributed, agential decision making and the martial 

requirement that they embody compliance and bravery. On the topic of 

embodiment, the thesis has reflected that it was imagined that these distributed, 

technologically enmeshed systems would allow for warfighters to embody elements 

of America’s self-image, and to negotiate the requirements for moral certitude even 

in a chronically uncertain operational environment.  

Transhumanist elements of the strategy were further discussed in Chapter 

Seven, which explored imaginaries of human-machine symbioses in more detail. The 

relationality between humans and machines was at the core of the Third Offset, yet it 

is these imaginaries that most explicitly trouble the boundaries of where a body ends 

and a machine begins. The core if the symbiosis imaginary is the vision that human 

warfighters might be ultimately perfectible, in decision-making and execution of 

discriminate violence, through deeper integrations into sociotechnical systems. At 

the same time, this integration operates at the more macro scale and is imagined as 

making the DoD  more resilient and more lethal at force level.  

Again, in this context the thesis uncovered important relational coproductions 

of imaginaries and programs of reform. Development of human-machine capabilities 

required a persistent articulation of both necessity and difference, that characterised 

possible developments in near-peer states as inherently more reckless and more 

worrying. The exceptional character of American troops was again presented as a 

crucial reason to maintain the human involvement in technologised war systems – 

fostering creativity and heightening uncertainty for possible adversaries.  
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Overall, these imaginaries communicated a vision of how the DoD proposed to 

master uncertainty, and to do so on terms that were as compatible as possible with 

various aspects of America’s geostrategic goals and normative ideas about its role in 

the world. The Mosaic Warfare concept, finally, was explored and posited as a useful 

comparator case that demonstrates aspects of continuity of sociotechnical 

imaginaries across Presidential administrations. While there are other ways of 

understanding the legacy of the Third Offset, Mosaic provides a particularly useful 

site for analysis – it is future oriented, speculative and represents a complete 

operating concept that draws together each of the previously discussed imaginaries. 

This chapter further demonstrates the stability of imaginaries over time and the 

translation of elements of imaginaries across settings.  

As has been discussed already, these drives to distribute capabilities in 

response to operational uncertainty were contemporaneous to efforts to reshape 

aspects of the DoD’s innovation ecosystem. Innovation itself was imagined as both a 

normative good, and a particularly American characteristic. This imaginary was 

defined relationally, with possible adversary states often characterised as lacking 

some essential component of creativity or skill. At the same time, innovation 

imaginaries were also articulated at force level and creativity at the local level. In 

each instance, the imaginaries convey an immanence, or becoming the these 

characteristics. Realising the DoD’s full potential as an innovative actor requires it to 

be liberated from some of its own historical structures, and for it to more fully 

embrace technological transformation.  

Imaginaries of innovation were intertwined with parallel discourses of 

adaptability, of speed and of an acceptance of uncertain success. American cultures 

of innovation and its tight relation to national identity were reproduced through 

imaginaries of innovation in the Third Offset. However, the role of individual 

agency, and particularly the disruption-oriented Deputy Secretary of Defense, Bob 

Work, was crucial in catalysing these specific moments of innovation reform.  
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The work has also explored the temporal relationality in Third Offset 

imaginaries. Visions of possible futures are central to the articulation of imaginaries, 

but this research has also demonstrated the ways that memory and different 

invocations of the past are deliberately mobilised in order to advocate for 

sociotechnical change, or just as frequently, operate as important contexts that 

inform specific processes of coproduction. It aims to understand the proliferation of 

new ideas and the production of imaginaries in the Third Offset as both historically 

situated and contextually specific. Indeed, it is worth noting that the Third Offset (as 

is perhaps obviously signalled by its name) was one effort to re-think the DoD’s 

technological and strategic standing, amid a history of prior attempts and yet more 

that will likely succeed it. The thesis has endeavoured to locate its study of the 

period surrounding the Third Offset Strategy within this history, while also drawing 

attention to, and analysing, that which is particular and specific about it. Indeed, the 

work has at multiple points discussed how leading advocates for Third Offset 

programs sought deliberately to mobilise historical accounts of past offsets or 

reforms in order to make their proposals legible or to advocate for their necessity.  

There are multiple histories of the Third Offset that can be told: a 

straightforward technological perspective can inform us that the Strategy focused on 

AI, machine learning, human-machine collaboration, human-machine combat 

teaming, assisted human operations and network-enabled cyber-hardened weapons 

(Scott, 2018). This account might also bring to light the partial realisation of some of 

these goals in projects such as the effective formation of a centralised Cyber 

Command unit, and subsidiary Cyber Missions Teams across the joint forces; or in 

the Navy’s fielding of new surface combat shops and the shift towards a new ‘if it 

floats, it fights’ disposition; or in the testing of variously high and low sophistication 

modes of Human Machine teaming across both the Army and the Air Force.  

At the same time, an institutional history might tell us rather more about 

exactly how the DoD endeavoured, and at times succeeded, in fostering change and 
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embedding innovation throughout this era. Certainly, as the 2017 Congressional 

Research Service briefing notes, ‘Some analysts argue that the DIUx was the Third 

Offset Strategy’s real innovation’(Congressional Research Service, 2017). The projects 

and modes of innovation advanced by the Strategic Capabilities Office must be seen 

as similarly impactful. As well as forming new organisations, innovation from the 

private and commercial sector was actively solicited. Many of these reforms, and 

much of the rhetoric, surrounding the Third Offset are strongly indicative of a drive 

to imitate or foster the apparently creative, risk-embracing and agile innovation 

models of commercial technology business. Neither of these histories really capture 

the reality of what the U.S. Third Offset Strategy was, either in principle or practice.  

While it would have been more than possible to design a study more narrowly 

focused on a case study of a singular weapon system, this thesis has presented an 

historical case study of a larger sociotechnical project. In each instance, a narrower 

case study approach would neglect to attend to this larger whole –  the harder-to-see 

sociotechnical arrangements; the origins, contestation and extension of new ideas 

and beliefs; and the embedding of these, over time, into cultures, institutions and 

materialities. Institutional reform, wargaming the effects of low cost, distributed 

systems, and speculation about future threat environments are each pieces in the 

same puzzle and need to be analysed as such. What I have endeavoured to explore is 

the connection between presently embodied capabilities and characteristics and 

future potentialities that were imagines as attainable through desired trajectories of 

innovation and reform.  

I have argued that warfare is a deeply generative process, and preparations for war – 

practices of military innovation – are deeply imbricated in the production and 

maintenance of a particular ordering of global politics and the primacy of particular 

ways of understanding the world. Weapons are, as Ian Hacking (2000, p. 167) has 

argued, ‘making our world’:  
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Weapons are making our world, even if they are never exploded. Not because 

they spin off new materials, but because they create some possibilities, and 

delimit others, perhaps forever.  

When so much knowledge is created by and for weaponry, it is not only our 

actual facts and the content of knowledge that are affected. The possible facts, 

the nature of the (ideal) world in which we live become determined 

Just as the weapons and military infrastructures of the present will shape the 

future, the future is equally implicated in the construction of our present, and 

certainly in shaping the types of, and social relations with, technology through 

which the present will be enacted. Visions of which futures are desirable and which 

should be proscribed, and proposals as to how these visions can be attained have 

been shown to be coproductive of technoscientific capabilities and possibilities in the 

present.  

By developing the arguments in this thesis thematically, I have presented an 

exploration of how different imaginaries interact and how epistemic and ontological 

shifts – in, for example, how the nature of risk or uncertainty is conceptualised – can 

interact with and coproduce other visions about how technology should be 

developed and deployed, and how the future should come to look. At the same time, 

my focus on coproduction has endeavoured to show how these visions are co-

constituted by technological capabilities, scientific and technical knowledge, the 

military state of the art, and an array of contextual factors, such as geopolitical 

changes, political prioritisation and budgetary pressures.  

My efforts in this work have aimed to contribute to the growing body of war 

studies and security studies literature that engages productively with STS 

approaches. By providing a detailed interpretive case study of contemporary 

military technological reform; while also presenting an example of how the 

approaches and heuristics developed in science and technology studies can 
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interrogate the subjectivity and evolution of military technologies and military 

sociotechnical relations.  

As for the lasting influence, or the importance of the Third Offset, it is tempting 

to borrow the (probably apocryphal) words of Zhou Enlai, when asked for his 

assessment of the French Revolution: it is too early to tell. Still, while much remains 

unknowable, there is a good deal that can be more confidently surmised about the 

impact of the period. 

It is possible to think of the Third Offset Strategy as having ‘opened intellectual 

doors’ (Gentile et al., 2021, p. 4) for the further development of some of its core 

technological and institutional projects. While the Third Offset may have been 

discarded before any substantive material realisation of its objectives, the Strategy’s 

ideas were prominent in the 2018 National Defense Strategy. Most significantly, for 

the present work, I have traced the imaginaries of the Third Offset forward into the 

development of the Mosaic Warfare  concept, while also noting that the legacy of the 

Third Offset’s proposals also continue in the further development of Multi-Domain 

Warfare and in the institutions that were founded at its inception – most notably 

DIUx and the SCO.  

Geostrategic factors, the continuing rise of China as a major economic, political 

and military power, mean that the contested nature of the future is likely to remain 

prominent in the minds of U.S. political and military leaders, for whom American 

pre-eminence is prerequisite. The political drive to advocate  for particular desirable 

visions of the future, and how they might be realised through the technologies of 

war, is just as likely to remain. The future as a contested and uncertain object of 

politics is unlikely to recede from view.  
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