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INTRO/ABSTRACT

Quantum machine learning is a very new field of 

machine learning that utilizes quantum 

computing techniques to achieve a higher level 

of performance. This project explores several 

quantum models trained to solve cybersecurity-

related problems that suit those respective 

models. The project compares the 

performances of these quantum models to 

their classical counterparts to find ways to better 

understand and optimize quantum machine 

learning algorithms.

METHODS

The models tested include quantum naïve 

bayes, quantum neural network, and quantum 

SVM. The classical versions of these models 

were also implemented in order to compare 

their performance with that of the quantum 

versions. The models were evaluated on their 

performance time, accuracy, precision, and f1 

scores. Based on how the quantum models 

compared to the classic models, the quantum 

models were then optimized to gain knowledge 

on how to better optimize quantum models.
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The quantum models consistently had a poorer 

performance compared to their classical 

implementations. This was expected due to the 

quantum models being designed to take 

advantage of quantum computers. However, 

this experiment allowed for an opportunity to 

learn how to better optimize these algorithms on 

classical computers.
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