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This study presents a systematic approach toward the full system integration readiness assessment
(SIRA). In engineering practices, integration is often seen as combination of two or more components in
technical systems. Such a view represents the physical or structural integration. Next to the structural
aspects, the behaviour and function of products or systems need to be designed for integration. For
optimal results, a product needs to be integrated not only structurally but also operationally and

functionally across the full life cycle.
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1. Introduction

Three fundamental properties of every sys-
tem are function(s), structure, and behaviour
across the full lifecycle, and the complete per-
formance of such a system can be evaluated
against these properties. System functions
can be summarised as operate, maintain, or
manage the resources or as observe, orient,
decide and act according to Hitchins (2007).
System structure defines boundaries for a sys-
tem. The boundaries can be static or change
over time. They can be conceptual or physical.
The physical boundary defines a system as
a set of parts that are combined in order
to deliver the expected functions. System
behaviour indicates the state change for a
system, its response, or exchange of informa-
tion, energy, and resources. For delivering the
expected performances, all the fundamental
system properties must properly take place.
For the satisfactory technical-performance of
a system (TPM), system function, structure,
and behaviour need to be considered according
to Miller et al. (2010).

This study focuses on integration as the
subject of interest because integration issues
can impact project schedule and as a result
can lead to extra cost. The reasons for this
are many observations wherein a reliable tech-
nology or system fails to integrate with a
reliable operating system. Several examples
of integration issues for the rail transport are
presented in Rajabalinejad (2018).

The hypothesis for this study is that the full
integration is an important performance mea-
sure for systems of interest. In this context,
integration is beyond the technical combina-
tion of system parts. The study discusses sys-
tem structure, system behaviour, and system
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function with respect to integration maturity.
For integration, however, most of engineering
practices focus on structural aspects and less
attentions are being paid on functions or be-
haviour. Best practices recommend tools and
techniques for creating products or systems
which are properly designed, flawlessly inte-
grated, and the expected functionalities are
optimally delivered.

The paper aims to construct basis for eval-
uation of system integration as a key per-
formance indicator. As shown by Figure 1,
the underlying assumption for this study is
that the performance or maturity of systems
integration can be evaluated over three funda-
mental system properties which are structure,
function, and behaviour. The ingredients for
systems integration are people, system, and
its environment as discussed in Rajabalinejad
(2019D).

Section 2 explains the system structure and
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suggests several levels for clarifying the hier-
archical connection of a component to the en-
vironment. Section 3 reviews the system func-
tion and discusses several levels for functional-
wise integration of the system across its full
lifecycle. Section 4 explains the importance of
system behaviour in integration and suggests
seven levels for system behaviour & operation.

2. System Hierarchy

A hierarchy is an arrangement of items (ob-
jects, names, values, categories, etc.) in which
the items are represented as being “above,”
”below,” or ”at the same level as” one an-
other. Levels in a hierarchy may also represent
authority, control or ownership of lower lev-
els (command structure) according to Oxford
English Dictionary. The international com-
munity of systems engineers (INCOSE) ac-
knowledge the challenge of defining the system
structure with respect to the required level
of details. It observes system hierarchy as
organisational representation of system struc-
ture. It is important to note that the depth of
hierarchy is adjusted to fit the complexity or
nature of the system of interest, and a system
may have more focus on some levels and less
focus on some other levels.

The logical or conceptual hierarchy is used
in different disciplines such as risk assessment
or system governance as presented for example
by Leveson (2015). The logic of hierarchy is
closely related to logic of integration. In the
engineering practices, integration appears af-
ter creation. This is a logical approach where
first the functionalities are identified, the sys-
tems and subsystems are designed, and then
the components or subsystems are built and
then integrated. Systems engineering disci-
pline pays special attention to integration. It
defines the purpose of the integration process
as “to synthesise a set of system elements into
a realised system (product or service) that sat-
isfies system requirements, architecture, and
design”, see Walden et al. (2015). Further-
more, through its recommended V model,
widely used across different industries, the
right-half focuses on integration, verification,
and validation. In this context, integration
focuses on combining the system components
or subsystems.

Here in this paper, the sequence system,
sub-system, and component is used for refer-
ring to the breakdown of a system into smaller
parts. The word system and subsystem is in-
terchangeable used as practiced by EN (2015).
This section provides a conceptual overview of
system hierarchy aiming to present an organi-
sational (both internal and external) view for
the structure of the system of interest. This
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facilitates the view of integration maturity
beyond a specific level as the full hierarchi-
cal chain often requires considerations. This
conceptual overview helps understanding the
system as an integral whole which is composed
of components and interacts with the envi-
ronment. This provides a logical relation of
each component with the environment, and
it is different from the component lifecycle
perspective presenting that every component
comes directly back to the environment after
the end of his life.

Next subsections suggests a hierarchical
view for integration for seven levels which
are subsystem, system, human-system, system
of systems, socio-technical systems, political
system, and environmental system.

2.1. Subsystems Integration

Subsystems integration refers to combination
of two or more components. In other words,
integration of components leads to subsys-
tems. Both subsystems and components are
parts of a system and cannot independently
function. Components or subsystems integra-
tion are often the earliest action in physical in-
tegration. For example, the V model suggests
starting integration from this level. Integra-
tion of components occurs often in production
or assembly stage.

2.2. Systems Integration

Systems engineering community defines a sys-
tem as “an integrated set of elements, sub-
systems, or assemblies that accomplish a
defined objective. These elements include
products (hardware, software, firmware), pro-
cesses, people, information, techniques, facil-
ities, services, and other support elements”
according to Walden et al. (2015).

The SE handbook defines integration as a
technical process for integrating the elements
of a system. In this context, a successful sys-
tem integration leads to a system that works
and delivers the required functionalities with-
out any failure. The failure in this process is
seen as defect of a component or interface. At
this level, the focus is mainly on components,
subsystems, or interfaces. Through this ap-
proach, the integration of human and system
becomes an issue because it is not a completely
technical process. The SE handbook recog-
nises that integration of human and system
is not a technical process and recommends
focusing on human systems integration (HSI)
across the design or engineering of systems.

2.3. Human-Systems Integration

Human systems integration (HSI) is the inter-
disciplinary technical and management pro-
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cess for integrating human considerations
within and across all system elements accord-
ing to ISO 29148:2011. HSI focuses on the hu-
man, an integral element of every system, over
the system life cycle. It is an essential enabler
to SE practice as it promotes a “total system”
approach that includes humans, technology
(e.g. hardware, software), the operational
context, and the necessary interfaces between
and among the elements to make them all
work in harmony, see Walden et al. (2015).

Next to technical integration, the SE hand-
book highlights human system integration
(HSI) within the scope of the systems in-
tegration. HSI ensures consideration of the
human in the system capability definition and
system development. In this context, human
is considered as an element of the system, and
its integration with system must by fully con-
sidered. HSI considers domains such as human
factors engineering (human performance, hu-
man interface, user centred design), workload
(normal and emergency), training (skill, edu-
cation, attitude), personnel (knowledge, atti-
tudes, career progression), working condition
and health (ergonomics, occupational stan-
dards, and hazard and accident avoidance),
see Walden et al. (2015). In other words,
HSI aims to address the human expectations,
proper user interfaces, trained personnel, and
under-control performances.

2.4. System of Systems (SoS)
Integration

System of systems is a combination of two
or more independent systems. A “system of
systems” (SoS) is a system whose elements
are managerially and/or operationally inde-
pendent systems according to the systems en-
gineering handbook. As results, the interoper-
ability of the integrated systems or subsystems
usually is not achievable by an individual
system alone. The relations among a sys-
tem and other systems have been discussed
elsewhere for example by Mo Jamshidi in the
context of System of Systems, see Jamshidi
(2008). He considers integration as the key
viability of any system of systems. This means
that systems can communicate and interact
through different interfaces e.g. hardware,
software, etc. In this context, a system uses
services from other systems or delivers services
to other systems. This requires collaboration
among different organisations. For deliver-
ing optimal results, having shared objectives
among organisations, co-creation of desired
capabilities, and co-integration of interoper-
able services are key factors to success ac-
cording to Rajabalinejad and Dongen (2018);
Madni and Sievers (2014). The effects of
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a system and its behaviour on the related-
environment have been discussed through the
safety-related references which will be further
discussed through the next section.

2.5. Socio-technical Integration

System of systems needs to integrate with
the society in order to optimally deliver its
services. SoS requires to obey national or
international regulations in order to be able
to deliver its services. Besides, the cultural
aspects play a major role for its acceptance
within a society, see Woo and Vicente (2003).
For example, the communication language, ac-
cepted norms and value, or expected services
have impacts on system of systems and its
sustainable performance according to Davis
et al. (2013).

2.6. Political Integration

Socio-technical systems need to be controlled
by the government and follow the societal
values and policies. Organisational chains of
responsibility, authority, and communication
for executing measurement and control mech-
anisms to effectively drive the organisation
and enable people to perform roles their re-
spective roles and responsibilities, see Cantor
(2006).

2.7. Global Integration

Human societies have shared considerations
which can be presented through for example
international regulations or global expecta-
tions. Global considerations such as use of
green energy, reducing fossil fuels, and mini-
mal CO2 emission are among these. Proper
integration of SoS with the environment must
take into account these aspects, see White
(1988).

3. System Functions

Function is broadly used across different dis-
ciplines e.g.  engineering, finance, human
resources, etc. Function is the ability to
achieve a desired effect under specified (per-
formance) standards and conditions through
combinations of ways and means (activities
and resources) to perform a set of activities
according to ISO (2007). In systems the-
ory, a function is defined by transformation
of input flows to output flows delivering the
required performances. Therefore, the output
of functions contribute to system goals and
objectives. Function can be an action, a task,
or an activity for achieving a desired outcome
according to Hitchins (2007). In the context
of systems engineering, functional integration
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describes how a system is functionally inte-
grated both internally and externally. Such
a system requires to process information, en-
ergy, or other inputs to deliver responses. It is
important to note that functional integration
frequently relies on interconnectivity among
subsystems or systems.

This section reviews the chain of functions
which are in line with system hierarchy. The
fundamental assumption is that a system can
properly integrate with its environment if it
functionally integrates with human and with
its enabling, collaborating, or competing sys-
tems. It is therefore important to define
different states of the system from functional
perspective and in different levels of hierarchy
across its full lifecycle. A properly designed
system needs to carefully consider system mal-
functions, related safety functions, and tempo-
ral extra pressure on the system.

Next subsection describes system-related
functions at different levels of system hi-
erarchy. These functions are verifying
subsystems functionality, delivering required
system-functions, acting in compliance with
standards, interacting with other systems, de-
livering required services, and performing in a
resilient and sustainable way.

3.1. Sub-functional Integration

Subsystems require to deliver the expected
functions which are often called sub-functions.
Subsystems need to be tested and verified
against the requirements for sub-functions.
Any state of combining different pieces or
components e.g. assembly or production are
examples for this state. Subsystems, however,
can not function independently by definition.

3.2. Functional Integration

A functional system requires to perform as
intended and under the stated conditions. To
ensure system functionality over time, the
system needs to be reliable and well main-
tained. A majority of standards focus on
defining standard functionalities for systems
or subsystems or validating their quality as
discussed next.

3.3. Compliant Integration

A compliant system is in compliance with
relevant rules and (inter)national regulations
and offer services that meet (at least) min-
imal safety requirements. Regulations and
standards often target reliable services with
accepted level of quality, safety, or security.
For example, standards such as ISO 55000
focus on the quality control for performing

1845

functions, see ISO (2014). IEC 61508 a sem-
inal standard for functional safety delivered
in several parts. Part 1 of this standard
addresses issues on system safety validation
and system integration (tests) including ar-

chitecture, software, and PE integration tests,
see IEC (2010).

3.4. Robust Integration

Robustness is the inherent strength or resis-
tance in a system to withstand external de-
mands without degradation or loss of function-
ality according to Florin and Linkov (2016).
ISO/IEC/IEEE describes robustness as the
degree to which a system or component can
function correctly in the presence of invalid
inputs or stressful environmental conditions,
see IEEE (2017). This insightful definition
describes that the focus at this stage is beyond
the system and on the function of a system
in the context of its dynamic environment.
In other words, a system that is functional
and compliant requires to be robust and have
strength against changes in its environment
which includes the competing, or collaborat-
ing systems. At this level, a system should
be able to tolerate changes in its environment
and remain functional.

3.5. Resilient Integration

Resilient is the ability to adapt to changing
conditions and prepare for, withstand, and
rapidly recover from disruption according to
DHS (2010). INCOSE defines resilience as
the "ability to maintain capability in the face
of adversity”. When a system is serving the
society, there is a need for resiliency, see Florin
and Linkov (2016).

3.6. Sustainable Integration

When the system is in balance with its en-
vironment, it is a sustainable system. Sus-
tainable development considers the needs of
stakeholders, enabling systems, and future
generations, see Walden et al. (2015). Envi-
ronmental considerations can be incorporated
into the product/system life cycle through for
example eco design practices, see Pigossoa
et al. (2013). Sustainable development de-
mands for not only proper design theories and
practices but also power an political influence
according to Egelston (2013). From the design
perspective, human environment and usability
are keys for sustainable development, see Issa
and Isaias (2015).

3.7. Environmental Integration

The integration of environmental concerns
into design, continuous monitoring of the en-
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vironmental status, and analysis of disposal
impact are the key elements of success, see
Walden et al. (2015).

The United States Environmental Protec-
tion Agency (EPA) formulates the green engi-
neering practice in which the design, commer-
cialisation and use of processes and products
that are feasible and economical while they
reduce the generation of pollution and min-
imise the risk to human health and the envi-
ronment. An example application for future
design of green production system is provided
by Gabbar (2007).

4. System Operation

Operation is beyond the behaviour of the
technical system. Systems behaviour is a
change which leads to events in itself or other
systems. Thus, action, reaction or response
may constitute behaviour in some cases, see
Ackoff (1971). This definition associates be-
haviour with an emergent outcome of (com-
plex) deployed system, more analogue to hu-
man/animal behaviour. Taking this view, the
whole organism has behaviour but not any of
its element systems; e.g., cars have behaviour
(when driven by people), engines have func-
tions.

4.1. Suboperational Integration

Subordinate operation. The system is par-
tially operating, and therefore its services are
partially available.

4.2. Operational Integration

Availability is the probability that a repairable
system or system element is operational at
a given point in time, under a given set of
environmental conditions The system delivers
is available for delivering functions. The envi-
ronment in which systems are deployed. The
problem or opportunity in response to which
the system has been developed, exists in this
environment.

4.3. Safe Integration

Safety is “freedom from those conditions that
can cause death, injury, occupational illness,
or damage to or loss of equipment or property,
or damage to the environment” according to
DoD (2012). Safe integration is a level of
integration where the system, human, and
the environment of the system are properly
addressed. A safely integrated system is in
compliance with both national and interna-
tional regulations and offer services that meet
(at least) minimal safety requirements, see
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Rajabalinejad (2019a). Regulations and stan-
dards often target safe integration too (see
for example the European Directive for Rail-
ways). ISO 12100, the reference standard for
safety of machinery, pays special attention to
safety matters during assembly of a machine
or its integration with the surrounding envi-
ronment, see ISO (2010).

It is important to note that these conditions
are not limited to a specific period of time
when the system elements are synthesised.
Safe behaviour offers maximum predictable
protection to the operator by limiting hazards.

4.4. Interoperable Integration

Interoperability is one the characteristics of
system of systems, see Madni and Sievers
(2014). A dynamic configuration of re-
sources (people, technology, organisations and
shared information) that creates and delivers
value between the provider and the customer
through services according to IBM definition.
Interoperability becomes a key factor for suc-
cess for public services such as transportation
and mobility, see Rajabalinejad and Dongen
(2018).

4.5. Satisfying Integration

A system is successfully implemented when it
can satisfy its needs and objectives. Those
are not only technical goals but also include
stakeholders, organisational, and business ob-
jectives. System level objective include inter-
faces with other systems (system of systems)
and interoperable services that fit to user
requirements. User here include the primary
user of the system (customers or internal user)
and the user of other systems (external user).
At this level of system operation the needs of
both internal and external customers require
to be met. In other words, at the business level
operation the needs of internal as well as the
needs for external stakeholders (stakeholders
of other systems) have to be met. This fits into
the scope of a system fit-for-use and satisfying
customers and users according to Hitchins
(2007). Resiliency is important at this stage
because stakeholders need to avoid business
interruption, see Rose et al. (2007).

4.6. Economic Integration

Sustainable and consolidated businesses and
services are fundamental to sustain competi-
tive advantages across industries and form cir-
cular economy, see Pieroni et al. (2019). This
requires clear business goals and objectives,
and broad integration of process, workflow,
governance, business process, and social ser-
vices forming the ecosystem of services.
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4.7. Harmonic Integration

According to the definition of integration, a
system is properly integrated when it behaves
in harmony with its environment, see Raja-
balinejad (2019a). Harmonisation of the laws
at the global scale, but it will be very naive
to think that the technological risks are all
managed by the same means that they were
created, see North (2012). Happiness, health,
and wealth and the insights from cognitive
social science and behaviour are important
aspects for connecting humans to nature, and
these will not be achieved by technological
solutions only.

Organically inspired alternatives and their
integration with technology based solutions
can increase the accuracy and efficiency and
reduce risks leading to sustainable solutions,
see Hogue (2010).

5. Conclusions

Table 1 presents an overview for different
levels of integration hierarchy and the related
functional and operational aspects for a sys-
tem. This table lists the main aspects for
the full system integration readiness assess-
ment (SIRA). The underlying assumption for
SIRA is that a successful system integration
requires integration in the system structure,
function, and behaviour. In other words,
chain of structure (system hierarchy), chain
of functions, and chain of behaviour need to
be taken into account for a complete system
integration. Although the recommended prac-
tice is more complete than common practices
such as RAMS or RAMSSHEEP (standing
for reliability, availability, safety, security,
health, environment, economy, and politics),
comprehensiveness of the SIRA approach is
subject to further research.
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