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Abstract

There is a growing tendency toward the introduction of Big Data in police departments to improve the prevention and
investigation of crime. However, there is little systematic knowledge about the perspectives of professionals in police
forces regarding this technology. This article fills this gap by presenting a scoping review that systematizes empirical stud-
ies of the views of professionals in police forces about Big Data in the field of policing and criminal investigation. Fourteen
articles were analyzed following a descriptive—analytical method. Optimistic and oppositional views about Big Data among
professionals in police forces were then described. Optimistic views focused on the potential of Big Data to improve the
objectivity and efficiency of policing and better manage police resources by providing new capabilities and strategies by
which to perform crime predictions, risk assessments, criminal investigations, crime analysis, risk management, cooper-
ation and data exchange. Oppositional views related to the police’s awareness of Big Data’s biases, the lack of a regulatory
landscape, misuse of data, privacy threats, data security, misplaced trust in technology, the absence of major changes in
work practices, and practical barriers. Analysis of the co-presence of optimistic and oppositional views adds a compre-
hensive and interpretative argument that might contribute to critical reflections on the technological feasibility, societal
usability, and desirability of Big Data technologies in police departments.
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located (Brayne, 2017; Moses and Chan, 2014) or support-
ing criminal investigations after a crime has occurred (Joh,
2014; Lei, 2019; Pramanik et al., 2017; Simmler et al.,
2022). As Rowe and Muir (2021: 254) stated “the police
have begun to develop their capability to exploit Big Data
in a number of ways”. However, there is little systematic
knowledge of the perspectives of professionals in police
forces (hereafter “police professionals”) about Big Data
technologies. This scoping review fills this gap by system-
atizing and analyzing empirical studies on the views of
police professionals® regarding the use of Big Data in the
field of policing and criminal investigation.

In this context, Big Data has applications ranging from
predictive policing and mass surveillance to risk assess-
ment. Regarding predictive policing, based on existing
data, Big Data technologies make probabilistic inferences
about the place and time that a crime is most likely to
occur (Joh, 2014; Miré-Llinares, 2020; Moses and Chan,
2018; Shapiro, 2019), and which people are most likely
to be involved (Hardyns and Rummens, 2018; Meijer and
Wessels, 2019; Sandhu and Fussey, 2021). Big Data
might also be used in mass surveillance to detect criminal
threats in real time by combining digital data from
various sources, such as video surveillance systems, facial
recognition technologies, and electronic communications
(Brayne, 2017; Hu, 2015; Joh, 2014, 2016). Finally, Big
Data technologies are used in risk assessment to analyze
different data sets related to prosecuted offenders in order
to calculate their level of individual risk and the likelihood
of their committing other crimes (Berk, 2021; Brayne,
2018; Hannah-Moffat, 2019).

Big Data applications are expected to make policing
more cost-effective and productive (Hu, 2019; Joh, 2016;
Kubler, 2017; Ridgeway, 2018), support more efficient
criminal justice decisions (Brayne, 2017; Hu, 2019; Joh,
2014, 2016), and reduce crime rates (Marciani et al.,
2017; Plaksiy et al., 2018; Pramanik et al., 2017).
However, critical studies, mostly in the fields of law and
other social sciences, have highlighted concerns about the
potential impacts of Big Data on human rights, privacy,
and data protection (Miller, 2014; Richardson et al., 2019;
Rowe and Muir, 2021). In addition, there is a lack of an
adequate regulatory framework on the use of Big Data for
security and law enforcement purposes (Joh, 2014; Lei,
2019; Moses and Koker, 2017), and existing legislation
reveals inadequacies in handling the complex challenges
to the criminal justice system generated by Big Data tech-
nologies (Babuta, 2017; Ferguson, 2018; Henderson,
2017; Rich, 2016; Yang and Feng, 2021). Finally, some
studies provide evidence that Big Data does not produce
the expected benefits in terms of more efficient policing
(Babuta, 2017; Moses and Chan, 2018; Browning and
Arrigo, 2021; Chan and Moses, 2017), and has the potential

to reproduce social inequalities and racial bias (Brayne,
2017; Johnson and Rostain, 2020; Rowe and Muir, 2021).
Inspired by studies on the sociology of expectations
toward innovation processes (Borup et al., 2006; Konrad,
2006; Van Lente, 2012), this scoping review develops an
analysis focused on expectation dynamics evidenced in
empirical studies on the views of police professionals
regarding Big Data technologies. We assume that imagin-
ings, expectations, and visions shape the potential of
innovative technologies by guiding and motivating activ-
ities (Borup et al., 2006), with the power to inform the
development (or not) of technologies in policing and crim-
inal investigation contexts. Although much of the work
in this area has focused on optimistic future abstractions
(or hype), other studies have examined less-promissory
visions of the future (or small expectations, see Gardner
et al., 2015; Tutton, 2011) and critical studies have drawn
attention to the need to consider cautionary principles.
This scoping review explores the co-presence of opti-
mistic and oppositional views in empirical studies on the
views of police professionals regarding how Big Data tech-
nologies apply to the field of policing and criminal investi-
gation. Using this analysis, this article critically reflects on
the technological feasibility, societal usability, and desir-
ability of Big Data technologies in police departments.

Methods

To develop this scoping review, we followed the guidance
for descriptive reviews by Levac and colleagues (2010) and
adopted the methodological framework for scoping studies
proposed by Arksey and O’Malley (2005).

Stage |: Identifying the research question

The research question of this scoping review is: What are
the optimistic and oppositional views about Big Data in
the field of policing and criminal investigation of profes-
sionals of police forces?

Stage 2: Identifying relevant studies

A search of the publications on three electronic databases
(Web of Science, Scopus, and Annual Reviews) and via
Google Scholar was undertaken in June 2022, with no
restriction set for time of publication. We used the following
search expressions to identify relevant studies on the topic:
“Big Data” AND (“police” OR “policing” OR “crime
analys*”) AND (“views” OR “perspectives” OR “‘expecta-
tions” OR “opinions” OR “attitudes” OR “perceptions” OR
“understandings” OR “discourses” OR “culture”). In add-
ition, this search was followed by backward reference
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tracking, examining the references in the selected publica-
tions based on full-text assessment.

Stage 3: Study selection

The inclusion criteria allowed only original empirical
studies written in English reporting data on police profes-
sionals’ views about Big Data. Non-original full-length
studies (commentaries, editorials, notes, newspaper articles,
conference proceedings, and reports) were excluded. The
titles of 384 records were retrieved. After removing dupli-
cates, 378 articles were screened and assessed for eligibility.
The first two authors independently screened all the papers
based on the title and abstract, and subsequently based on
the full text. This was cross-checked and discussed in both
phases, and perfect agreement was achieved. The screening
process is shown in Figure 1. Based on the title and abstract
assessments, 344 records were excluded because they were
not related to the research question (rn =53) or not empirical
studies (n=291). Of the 34 fully read articles, 12 met the
inclusion criteria. Two articles were included following
backward reference tracking, and the final scoping review
was composed of 14 articles.

Stage 4: Charting the data

From the primary research, we developed a data charting
form to organize and synthesize all the relevant data.
Specifically, we created a document with descriptive data
to characterize the empirical studies included in this
scoping review. This document aggregates information
about the author(s), year of publication, country of study
origin, study aim, methods of data collection, participants
and sample.

Afterwards, we followed the “descriptive—analytical”
method (Arksey and O’Malley, 2005) to report information
from all the included articles. In particular, we mapped the
key findings presented in the selected studies in terms of
positionings of optimism or opposition by police profes-
sionals regarding Big Data technologies, applying the
frames suggested by Lavorgna and Ugwudike (2021) in
their review of multidisciplinary academic abstracts on
data-driven technologies in criminal justice systems.
According to the authors, “optimistic frames endorse tools
and their ostensible status as the panacea for cost-effective
and efficient crime control” (Lavorgna and Ugwudike,
2021: 2), sharing positive arguments about datafication
tools by encouraging their implementation as sustained in
ideas of efficiency and effectiveness. By contrast, “the
oppositional frames emphasize several harms of datafica-
tion and reject the view that data-driven tools constitute
the panacea for crime control” (Lavorgna and Ugwudike,

2021: 2), and are focused on the threats, harms, and conse-
quences of data-driven technologies.

The views of police professionals were considered opti-
mistic when the author(s) described their findings in terms
of police forces perceiving Big Data technologies as
an opportunity to enhance efficiency and effectiveness,
showing positive arguments for its application, and the
overall results conveyed views on the potential utility and
capabilities of Big Data. Oppositional views referred to
the results of empirical studies showing the concerns of
police professionals about the social impacts of Big Data
technologies, and views focusing on consequences, harms
and risks.

Stage 5: Collating, summarizing and reporting
the results

Table 1 presents information about the main characteristics
of the 14 included studies, ordered by year of publication.
The main empirical achievements of the studies on the opti-
mistic and oppositional views of police professionals
regarding Big Data are discussed in the second part of the
Results section.

Results

Study characteristics

The studies were published between 2015 (Sanders et al.,
2015) and 2022 (Chan et al., 2022; Neiva et al., 2022;
Simmler et al., 2022). Ten of the fourteen studies were con-
ducted in a single country, namely the United Kingdom
(Dencik et al., 2018; Fussey and Sandhu, 2020; Sandhu
and Fussey, 2021), Canada (Sanders et al., 2015; Sanders
and Condon, 2017), the United States (Brayne, 2017,
Brayne and Christin, 2020), Colombia (Barreneche,
2019), Australia (Chan and Moses, 2017), and
Switzerland (Simmler et al., 2022). The others four
studies derived from several countries: sixteen European
Union (EU) countries (Spain, Poland, France, Czech
Republic, Austria, Hungary, Slovenia, Sweden, Bulgaria,
Italy, Finland, Cyprus, Malta, Germany, Lithuania and
Latvia) (Neiva et al., 2022); Norway, Germany and
Switzerland (Kaufmann et al., 2019); Germany and
Switzerland (Egbert and Krasmann, 2020); Australia,
New Zealand, Canada, and the United States (Chan et al.,
2022).

All studies used a qualitative methodology, relying on
interviews; three studies also collected data by observa-
tion (Brayne, 2017; Brayne and Christin, 2020; Sanders
and Condon, 2017). Beyond police professionals (i.e.,
professional agents engaged in policing and criminal
investigation activities, intelligence officials and agents
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Figure 1. Flowchart for the search and screening process of the scoping review.

working in information technology departments oriented 2019; Chan and Moses, 2017; Kaufmann et al., 2019;
to crime analysis), samples were also composed of pro-
fessionals from technical organizations (Barreneche,

Sanders et al., 2015; Sandhu and Fussey, 2021), criminal

justice

officials

(Simmler et al.,

2022),

court



212

International Journal of Police Science & Management 25(2)

Table |I. Main characteristics of the empirical studies on the professionals of police forces views about Big Data (n = 14).

Author (year

Country of study

Methods for data

of publication) origin Aims collection Participants and sample

Chan et al. Australia, New Explore how datafication affects Interviews 63 analysts, managers of analytical
(2022) Zealand, which police intelligence units and field subject-matter

Canada and the practices are valued and what are experts (criminal intelligence
United States the barriers to change from one analysts working in tactical,
approach to another strategic and business intelligence
capacities, and analysts working in
patrol districts and specialty units)

Neiva et al. 16 EU countries®  Explore the expectations of Interviews 22 professionals involved in police
(2022) professionals involved in police cooperation, including law

cooperation about the enforcement and intelligence
application of Big Data officials

technologies in criminal

investigations

Simmler etal.  Switzerland Explore the reasons why and extent  Interviews 32 professionals working in the penal

(2022) to which such a smart criminal system and in the police corps
justice system has already been
established in Switzerland, and
the benefits perceived by users

Sandhu and United Kingdom  Understand how police officers Interviews 40 members of four major UK police
Fussey engage with predictive organizations (open-source
(2021) technologies intelligence units who collect data

from social media platforms;
anti-terror and general intelligence
units who manage data from
external parties, such as internet
service providers; predictive
policing software developers and
police officers in charge of
developing strategies for
implementing predictive
technologies as well as the
development of ethical guidelines
for predictive police work)

Fussey and United Kingdom  Analyze the adoption of innovative  Interviews 57 participants involved in digital
Sandhu technology into police surveillance practices within four
(2020) surveillance activities major UK police forces

Brayne and United States Assess the impact of predictive Ethnographic Following judges, prosecutors,
Christin technologies at different stages of observations clerks, court administrators, and
(2020) the criminal justice process and interviews data analysts in their daily activities

in the Los Angeles Police
Department (LAPD), including
arraignments and hearings, and in
two large criminal courts in
metropolitan areas on the East and
West coasts

Interviews with: 75 sworn officers
of various ranks (captains,
sergeants, and officers), civilian
employees working on patrols,
investigations, and crime analysis,
as well as individuals in specialized
divisions, and also with individuals
working at technology firms that
collaborate with the LAPD and the

(continued)
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Table I. Continued.

Author (year Country of study

Methods for data

of publication) origin Aims collection Participants and sample
Joint Regional Intelligence Center;
22 probation officers, judges,
defense attorneys, clerks, court
administrators, and technology
developers
Egbert and Germany and Show how current forms of Interviews 35 representatives of different police
Krasmann Switzerland predictive policing echo classical departments: crime analysis units,
(2020) modes of policing information technology
departments, police headquarters,
and beat officers
Barreneche Colombia Analyze the adoption of Big Data by Interviews One of the crime-mapping system’s
(2019) data collectors and the designers and a small group of
institutional cultures that police officers, including one
mediate its workings high-ranking officer in charge of IT
management
Kaufmann Norway, Understand how patterns come Interviews 48 police officers from Norway,
etal. Germany, about and how they influence Germany, and Switzerland
(2019) Switzerland policing and contextualize (strategic, tactical, and operative
descriptions of work done by level; police academy instructors),
police officers, software as well as programmers and
developers, and programmers representatives of software
alike companies from Europe, the
United States, and Australia
Dencik et al. United Kingdom Examine how social media data are Interviews 5 senior members of the British
(2018) collected and analyzed by the police force

Brayne (2017)  United States

Chan and
Moses
(2017)

Australia

Sanders and Canada
Condon

(2017)

police for the purposes of
policing domestic extremism and
disorder and how these analyses
come to inform police strategy

Examine the growth of surveillance
and the rise of Big Data, and
follow how certain technologies
were disseminated and
information was shared in a
police department

Understand how security agents
made sense of the capability and
value of Big Data and developed
technological frames that
envisaged how this new
technology could enhance or
change their practices

Explore the work of crime analysts
to understand how they police
through flows of data and how
their work informs policing
practices

Observations and

interviews

Interviews

Observations and

interviews

75 sworn officers of various ranks

and civilian employees working on
patrols, investigations, and crime
analysis; individuals in specialized
divisions—including Robbery—
Homicide, Information
Technology, Records and
Identification, Fugitive Warrants,
Juvenile, Risk Management, and Air
Support—and at the Real-Time
Crime Analysis Center; individuals
within the Los Angeles Sheriff’s
Department

38 stakeholders, including law

enforcement and intelligence
officials, oversight agency officers,
policymakers, computer
technologists, and officers in
relevant civil society organizations

42 crime analysts from 8 different

police services

(continued)
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Table I. Continued.

Author (year
of publication)

Country of study

origin Aims

Methods for data

collection Participants and sample

Sanders etal.  Canada

(2015) the construction of social

problems and how it is used to

construct and implement

solutions to future problems

Examine how Big Data is impacting

Interviews 24 crime/intelligence analysts, |
police chief, 3 superintendents, 2
staff sergeants, 26 patrol officers,
and 30 officers/civilians working
within police information
technology bureaus from 6

different police services

Spain, Poland, France, Czech Republic, Austria, Hungary, Slovenia, Sweden, Bulgaria, Italy, Finland, Cyprus, Malta, Germany, Lithuania and Latvia.

professionals (Brayne and Christin, 2020), and officers in
relevant civil society organizations (Chan and Moses,
2017).

Optimistic and oppositional views about Big Data
among professionals in police forces

The selected publications presented diverse framings of the
views of police professionals, suggesting the coexistence of
optimistic and oppositional positionings. These framings
were classified as techno-enthusiastic and techno-skeptic
(Simmler et al., 2022), permissive and cautious (Fussey
and Sandhu 2020), optimistic and skeptical (Sandhu and
Fussey, 2021), and perceived benefits and perceived risks
(Neiva et al., 2022).

Optimistic views. Police professionals who expressed opti-
mistic views about Big Data considered that it improved
the objectivity and efficiency of policing and allowed
better management of police resources by providing new
capabilities and strategies to perform crime predictions,
risk assessments, criminal investigations, crime analysis,
risk management, cooperation and data exchange
(Barreneche, 2019; Brayne, 2017; Brayne and Christin,
2020; Chan et al., 2022, Dencik et al., 2018; Fussey and
Sandhu, 2020; Neiva et al., 2022; Sanders and Condon,
2017; Sandhu and Fussey, 2021; Simmler et al., 2022).
According to Simmler and colleagues (2022: 4),
although Big Data was seen as a “no novelty” in the field
of criminal investigation and crime analysis by the police
professionals interviewed, they considered that this technol-
ogy anchored some positive changes in their work prac-
tices. For example, the police professionals interviewed
stated that Big Data supports the “pattern identification
and plan processes”, adds “value to structured approach
and standardization”, encourages ‘further reflections on
cases” because the results obtained by these technologies
(for example, risks assessments) required a justification to

be considered, so it promotes deeply reflections, and
allows the “linking of cases and series identifications”
(Simmler et al., 2022: 14).

These optimistic views were also described in the study
developed by Brayne and Christin (2020) where, in add-
ition, police professionals emphasized that Big Data can
be used at different times, both following investigations
and in predicting crime. Further, in other three studies
(Brayne, 2017; Fussey and Sandhu, 2020; Sanders et al.,
2015) Big Data technologies were perceived by participants
as providing new possibilities to carry out risk assessments,
merge data sources from different institutions, create new
guidelines to include more information in police databases,
develop predictive policing, and increase policing power
surveillance.

Regarding the capabilities of Big Data to improve trad-
itional methods of policing (Barreneche, 2019; Chan and
Moses, 2017; Dencik et al., 2018; Sanders et al., 2015,
Simmler et al., 2022), police professionals in the study con-
ducted by Barreneche (2019) in Colombia conceived this
technology as a benefit because it equipped them with geo-
graphic system information that enables access to statistical
information on crime, improving and transforming their
work practices. A positive change from reactive to pro-
active practices is also described by the participants in
Dencik and colleagues’ (2018) study. Because Big Data
allows the use of big social media data for policing purposes
in the United Kingdom, police professionals note that it
changes police practices to strategies that are focused
more on the prediction and prevention of social problems,
as well as real-time responses rather than reactive practices,
applied after the occurrence of a crime.

Police professionals mentioned other opportunities to
improve their work that were enabled by Big Data. First,
Big Data allows the construction of centralized databases
and the harmonization of previously different systems
(Sanders et al., 2015). Second, the integration of Big Data
technologies is seen as a signal of the scientification of
police work (Kaufmann et al., 2019; Sanders et al., 2015),
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providing new tools to analyze large amounts of data and
predict social problems (Kaufmann et al., 2019). For
example, in research conducted by Kaufmann et al.
(2019), police professionals stated that police departments
are now working with small data sets (for example,
their criminal databases used for particular purposes such
as investigation of a specific crime in some areas), Big
Data and information from themselves and other databases,
such as public administration. In addition, they buy com-
mercial data to improve their analyses, revealing that calcu-
lation is the new way of operationalizing policing, given
that all the information is converted to numbers to inform
police decisions (Kaufmann et al., 2019). Third, police pro-
fessionals included in the studies of Brayne (2017), Sander
and colleagues (2015), and Sanders and Condon (2017)
perceived Big Data as helpful in understanding and evalu-
ating policing strategies by aggregating and analyzing
digital police practices. In addition, some professionals in
the studies by Brayne (2017) and Sanders et al. (2015) con-
sidered that Big Data may confer legitimacy to change in
police departments (Brayne, 2017), given emerging con-
cepts about the implementation of Big Data as a signal of
increasing efficiency and accountability (Sanders et al.,
2015). Finally, participants in the study of Egbert and
Krasmann (2020) considered that the inclusion of algorith-
mic processing of crime data engenders feelings of product-
ivity, as well as the legitimacy of policing among the
general population.

The study by Neiva and colleagues (2022) also found
that police professionals’ cooperation in the EU showed
promising expectations about the role of Big Data in crim-
inal investigations by making use of DNA databases;
namely, in terms of its perceived capability to advance
cold criminal cases and strengthen the interoperability of
multiple data sets in ways that produce intelligence valuable
for criminal investigations. Chan and colleagues (2022)
draw similar conclusions: the interoperability of databases
enhanced by the integration of technological platforms
was conceived by the police professionals as an upgrade
to their work. Participants’ views were focused on the ben-
efits of Big Data in improving their intelligence work given
its capabilities to enhance access, storage, analysis and
sharing of different data.

Oppositional views. In addition to optimistic views, police
professionals in the included studies also revealed oppos-
itional views related with their awareness of Big Data’s
risks, fallibilities, errors, and biases; the lack of a regulatory
landscape; the misuse of data; privacy threats and data
security; misplaced trust in technology; the absence of
major changes in work practices; and some practical
barriers.

Most empirical studies showed that participants were
aware of Big Data’s risks, fallibilities, errors, and biases
(Barreneche, 2019; Chan and Moses, 2017; Dencik et al.,
2018; Neiva et al.,, 2022; Sanders et al., 2015; Sandhu
and Fussey, 2021). According to the selected studies,
police participants recognized that Big Data is not an
objective technology for two main observations. First,
when Big Data technologies guided their activities, police
were continuously patrolling the same areas, so the likeli-
hood of finding a suspect or crime in these areas was
higher (Chan and Moses, 2017; Sanders et al., 2015;
Sandhu and Fussey, 2021). Second, data used to make
future predictions are based on police officers’ past categor-
izations, potentially producing biased predictions (Chan
and Moses 2017; Sanders et al., 2015; Sandhu and
Fussey, 2021). Participants assumed that crime classifica-
tions are human constructs resulting from the interaction
between themselves and the technology (Dencik et al.,
2018; Sanders et al., 2015).

Police professionals also emphasized the importance
of human decisions, not only to interpret the data that
emerge from crime analyses, but also to verify errors pro-
duced by the software (Barreneche, 2019; Chan and
Moses, 2017; Dencik et al., 2018; Egbert and Krasmann,
2020; Kaufmann et al., 2019; Sanders et al.,, 2015;
Sandhu and Fussey, 2021; Simmler et al., 2022). For
example, the professionals interviewed by Simmler and col-
leagues (2022) were aware of the validity of the results pro-
duced by analyzing large amounts of data. Furthermore,
they were not convinced about the utility of these technolo-
gies in policing and criminal investigation activities, asking
for empirical evidence that proves the added value that Big
Data may have in their work activities.

Other studies indicated that police professionals were
concerned about the lack of a regulatory landscape addres-
sing Big Data (Fussey and Sandhu, 2020; Neiva et al.,
2022; Sanders and Condon, 2017). They often considered
that this lag produces news dynamics in which they act as
essential mediators in data applications, being obligated to
combine their interpretation of existing law, the manage-
ment of institutional aims, and their surveillance practices
(Fussey and Sandhu, 2020). In the absence of specific
rules, some professionals consider that applying Big Data
technologies may have unintended social consequences
(Sanders and Condon, 2017).

In some studies, police professionals mentioned con-
cerns in terms of the misuse of data, privacy threats, data
security, and misplaced trust in technology (Chan and
Moses, 2017; Neiva et al., 2022; Sanders et al., 2015).
Neiva and colleagues’ (2022) study revealed perceived dif-
ficulties associated with investigating large sets of data and
the potential to reinforce genetic discrimination; i.e., the
potential to reproduce wrong conclusions that may accuse
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innocent individuals based on their genetic predisposition
to criminal behavior.

A less-frequent argument used by those with oppos-
itional views is the absence of major changes in their
work practices with the incorporation of Big Data. Some
of the police professionals considered that Big Data is not
pushing new policing practices, but only intensifies previ-
ous and traditional pre-emptive strategies (Brayne, 2017)
by amplifying surveillance and control (Egbert and
Krasmann, 2020). They argued that the utilization of Big
Data is shaped by historical policing norms and values
(Sanders and Condon, 2017), and current Big Data analysis
applications in predictive policing echo classical policing
strategies based on past crime patterns (Egbert and
Krasmann, 2020). Other participants mentioned that
any significant changes occurred in work practices with
Big Data (Chan et al., 2022; Chan and Moses, 2017;
Sanders and Condon, 2017; Sandhu and Fussey, 2021),
basing their perceptions on three main arguments: first,
the belief that they do not have enough analytical knowl-
edge on this topic (Chan and Moses, 2017; Sanders and
Condon, 2017; Sandhu and Fussey 2021); second, officers’
awareness of the limitations of predictive policing technolo-
gies sustained their “reluctance” to use them (Sandhu and
Fussey, 2021: 66); and third, perceptions that Big Data is
not used and/or is not well integrated by their professional
organization (Chan et al., 2022; Chan and Moses, 2017;
Sanders and Condon, 2017; Sandhu and Fussey, 2021).
Further, the interviewees involved in the research under-
taken by Brayne and Christin (2020) perceived the imple-
mentation of Big Data as an answer to technical and
political pressures to use the latest technological innova-
tions in policing in order to maintain legitimacy among
the population, rather than an improvement in their work
practices because, in their view, the implementation of
Big Data has no practical effects on policing.

Lastly, practical barriers were also pointed out as ele-
ments of concern by police professionals involved in
some of the studies, in particular: (a) scarce economic
resources for implementation of the technologies, and the
non-interoperability with different databases (Chan et al.,
2022; Chan and Moses, 2017; Sanders and Condon,
2017); (b) a lack of professional training for police officers
(Chan and Moses, 2017; Sanders and Condon, 2017); and
(c) conflict and political tension between analysts and
police managers, as well as difficulties in accessing data
and resources (Chan et al., 2022).

Discussion

This scoping review analyzed existing empirical studies
focused on police professionals’ views about Big Data.
Overall, the analyzed studies revealed the co-presence of

optimistic and oppositional views which convey a broader
techno-optimism that Big Data will advance and improve
society, by ensuring public safety and improving the fight
against criminality. This techno-optimism is entangled
with oppositional views that serve to perform optimism as
a form of attachment to an object of desire offering a set
of promises that may or not be realized (Quinlan, 2020).

Oppositional views reported in the selected empirical
studies, expressed an acknowledgment, by police profes-
sionals, of the potential of errors of Big Data, the lack
of a regulatory landscape, the misuse of data, privacy
threats, data security, misplaced trust in technology, an
absence of major changes in work practices, and practical
barriers to the successful implementation of Big Data tech-
nologies also served to protect and legitimize police work,
in ways similar to those that studies of the sociology of
expectations towards innovation processes have shown in
other areas (see, for example, Tutton, 2011). The views of
police professionals reported in the empirical studies col-
lected for this scoping review reveal how the participants
engaged in anticipatory regimes “forced to tack back and
forth between pessimistic and optimistic forecasts of
equally conditional futures” (Tutton, 2011: 419).

Police professionals’ oppositional views have a per-
formative effect (Kerr et al.,, 2020), because articulation
of the hopes and fears around Big Data allows police pro-
fessionals to deal with future situations tainted by uncer-
tainty. Simultaneously, it demonstrates engagement with
social repertoires adopted by a larger collective (Konrad,
2006) to narrow or limit capacities for critique or resistance.
These views are accorded a “shared narrative of the future”
(Sartori and Theodorou, 2022: 6) and “commonly mirror
those of academics” (Burrell and Bull, 2011: 13) because,
as Neiva and colleagues (2022: 10) stated in their study
of police expectations of Big Data, “the recognition of
potential risks posed by Big Data are constitute of the
social repository on the subject”. In particular, the selected
empirical studies showed how police professionals reflected
on the lack of regulation of Big Data in law enforcement
contexts, such as policing (Fussey and Sandhu 2020;
Neiva et al., 2022; Sanders and Condon, 2017), and
expressed concerns regarding Big Data’s risks of data
misuse, privacy and data security (Chan and Moses,
2017; Neiva et al., 2022; Sanders et al., 2015).

Although police professionals expressed an awareness
of human rights challenges, privacy and data protection
issues, adopting values and normative positionings per-
forming ethical principles that Kerr and colleagues (2020)
found in their analysis of formal reports, public consulta-
tions and research programs in the area of artificial intelli-
gence, the professionals’ views came from “a certain
instrumental conception of the goal of criminal justice
that, in essence, agrees with the culture of control”
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(Mir6-Linares, 2020: 16) that it is the “police subculture”
(Javaid, 2015: 85). The emergence of oppositional views
from the police professionals is a way of co-producing
the implementation of future applications of Big Data tech-
nologies, because they only moderate the desirous visions
of a promising future for these technologies in policing
and criminal investigation.

The coexistence of optimistic and oppositional views is
in line with previous studies showing that feasibility and
utility statements about innovative technologies are fre-
quently quite futuristic. By contrast, the claims on desirabil-
ity often display a conservative, more skeptical stance
towards the future (Lucivero et al., 2011). The combination
of optimism and opposition has the potential to do “recali-
bration work” (Gardner et al., 2015: 1005); for example,
managing the tensions between the highly optimistic and
hyped visions of the future and the exigency in delivering
those innovations in concrete work settings within police
organizations.

This scoping review also highlights potential areas of
research that may address gaps in the literature, and some
methodological features. Only a relatively small number
of empirical studies conducted in few countries are avail-
able. White Western countries are over-represented in this
review sample, although police professionals use Big
Data in many countries worldwide. Regulations and
concrete work settings within police organizations vary
widely in issues such as cultural context, jurisdiction frame-
work, economic resources, technological systems, and insti-
tutional conditions that may impact the views of police
professionals. It will be interesting to explore police per-
spectives in other understudied countries. Furthermore,
the assessment of views about Big Data in policing and
criminal investigations activities among police profes-
sionals is centered on the predictive aims of this technology,
before a crime has been committed. Literature about the
police professionals’ views around the use of Big Data in
a post crime context remains scarce. Finally, a dynamic ana-
lysis of interactions between qualitative and quantitative
data would lead to a wider understanding of the factors
influencing optimistic and oppositional views about Big
Data.

Conclusion

Considering the speed with which Big Data is advancing in
the field of policing, and with police professionals increas-
ingly being asked to use such technologies, this scoping
review provides a timely and unique overview of the
co-presence of optimistic and oppositional views about
Big Data held by police professionals. This comprehensive
and interpretative line of reasoning helps us to critically
reflect on the feasibility, societal usability, and desirability

of Big Data technologies in police departments. Police
forces combined recognition of the societal usability of
this technology with limitations in its feasibility and desir-
ability. Mentions of the added value of Big Data technolo-
gies and their benefits in promoting the common good are
articulated with two main concerns. First, police forces
are aware that less is known about Big Data’s effectiveness
in the prediction and investigation of crimes. This argument
can be understood as part of a process in which police
forces want to attract investment and economic resources
to the innovation in their work settings. Second, police
forces revealed concerns with human rights breaches. The
adoption of normative positionings (i.e., expression of an
awareness of Big Data’s biases, the lack of a regulatory
landscape, the misuse of data, privacy threats, and data
security) allow them to perform ethical principles to
sustain the social image of police forces as sensitive to
data security and privacy threats, which serves to recalibrate
the desire to adopt recent innovations in policing and the
criminal investigation field.
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amounts of data proceeding either from police databases or
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2. “By professionals of police forces” or police professionals we
mean professional agents engaged in policing and criminal
investigation activities, intelligence officials and agents
working in information technology departments oriented to
crime analysis.
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