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Abstract—Protection performance is characterized by qualities
that include selectivity, speed, sensitivity and stability. Generally,
selectivity and speed present conflicting requirements on the
protection design, as do sensitivity and stability requirements. The
integration of distributed generation (DG), in particular at the
distribution level, further compromises satisfactory achievement of
these performance qualities. A recent paper by the authors
introduced a protection algorithm based on active power
differential and sensitivity analysis (APdSA) for the protection of
active distribution systems and microgrids. This paper investigates
the performance characteristics of this algorithm with respect to
selectivity, sensitivity, stability, and speed. It is shown that, with
an important modification to the protection zoning arrangement,
the APdSA algorithm is able to selectively clear faults in a DG-
integrated distribution system with high sensitivity, stability, and
speed, with more than 95% reach over a wide range of fault
resistances. The algorithm is also tolerant to
communication failure.

1. INTRODUCTION

Protection systems play an important role in the delivery of
electrical power from generating stations to consumers. No
matter how well designed a power network is, faults will
always occur [1] and protection must be installed to ensure
the power is delivered safely and reliably. The protection
must be sensitive in order to detect the smallest of fault,
ideally in the incipient stage. The protection must also
ensure isolation of only the faulted equipment or minimum
area in order to ensure power is not disrupted to the major-
ity of consumers. This means the protection must be select-
ive in its operation. This is achieved by dividing the power
network into zones and the protection must operate to iso-
late only the zone in which the fault has occurred. This in
turn requires that the protection must be stable and not
operate for out-of-zone faults. Once the fault is detected it

Keywords: protection algorithm, voltage based protection, wide area
protection, distribution system protection, microgrid protection, fault
detection algorithms, impact of distributed generation, protection
performance characteristics, sensitivity analysis, power differential
based protection

Received 9 December 2019; accepted 1 November 2020

Address correspondence to Patrick T. Manditereza, Department of
Electrical, Electronic and Computer Engineering, Central University of
Technology, Free State, South Africa. E-mail: pmandite@cut.ac.za

1378

Electric Power Components and Systems, 48(12-13): 1378–1389, 2020
# 2020 Taylor & Francis Group, LLC
ISSN: print / online
DOI: 10.1080/15325008.2020.1854389

http://crossmark.crossref.org/dialog/?doi=10.1080/15325008.2020.1854389&domain=pdf&date_stamp=2021-01-07
https://doi.org/10.1080/15325008.2020.1854389
http://www.tandfonline.com


must be removed quickly so that damage to equipment and
risk to power system stability is minimized.

The protection must, thus, exhibit the performance qual-
ities of speed, selectivity, sensitivity and stability [2].
However, these qualities present conflicting requirements
on the design of the protection and it could be difficult to
achieve correct balance between the required sensitivity
and stability [1], [3]. For instance, high sensitivity may
lead to instability [3], [4]. Fast relay operation may also
lead to loss of selectivity, and this is especially the case
with time-current based protection systems that are trad-
itionally used on the distribution system. The sequence of
the time-graded protection devices is designed to ensure
that only those relevant to the faulty zone complete the
tripping function [5]. The other devices then reset. This
means the protection must be intentionally delayed in order
to achieve selectivity. Similarly, the sensitivity needs to be
reduced so that the protection does not inadvertently trip
for out-of-zone faults.

In contrast, unit protection schemes used for the protec-
tion of important components and feeders, respond only to
faults occurring within the respective zone, thereby achiev-
ing high speed operation that is also very selective [6].
However, due to various constraints, the sensitivity of the
unit protection schemes cannot be set below a certain min-
imum level. For example, in a current differential scheme
line charging currents may cause significant differences
between the currents at the two ends of the line in the
absence of fault [6]. Similarly, due to the presence of some
false differential currents [7], the minimum required differ-
ential relay pick-up settings mean that the transformer or
generator differential protection, for example, is not able to
protect the entire winding [1]. Protection systems working
on different principles may be added to compliment the
differential scheme and provide protection for the entire
winding [1].

The integration of distributed generators (DGs) has been
shown to affect the short circuit current magnitudes and
direction of flow impacting the sensitivity and stability of
the protection schemes leading to possible loss of selectiv-
ity, especially at the distribution level [8], [9]. Hence, new
protection strategies are required that can selectively
remove faults in a distribution grid with distributed
architecture.

In a recent paper [10], the authors introduced a protec-
tion algorithm based on active power differential and sensi-
tivity analysis (APdSA) for the protection of active
distribution systems and microgrids. The APdSA algorithm
is applied over a protection zone that includes a busbar and

all feeders terminating at that node as explained in [11],
and referred to as Busbar Area Protection (BAP) zone. The
algorithm identifies a BAP zone over which it monitors
power flows. Some sensitivity-based fault detection indices
(FD-Indices) were identified that are generated when a
fault occurs within the respective BAP zone. The algorithm
is able to identify the faulted zone and subsequently,
through peer-to-peer communications with IEDs at neigh-
boring nodes, the specific faulted node or feeder in that
zone. An attribute of the APdSA algorithm that is not com-
parable to any existing protection is that it is reconfigurable
and provides economy by requiring only one primary relay
at a node irrespective of the number of feeders terminating
at that node.

This paper investigates the performance characteristics
of the APdSA algorithm. The performance is evaluated
with respect to selectivity, sensitivity, stability and speed
of operation. Other factors that impact the performance of
protection systems, such as fault resistance and communi-
cation failure, are also investigated. The major contribution
of this paper lies in the modification to the BAP zone that
excludes the load (or generator) from the protection zone,
removing the impact of load and generation variations on
the sensitivity of the APdSA algorithm. This makes protec-
tion based on the APdSA algorithm extremely sensitive
with pick-up setting of close to zero. This improved sensi-
tivity extends the reach of the APdSA algorithm to cover
more than 95% of the protected line, over a wider range of
fault resistances. The results from this study also show that
the APdSA algorithm is able to concurrently improve the
protection performance qualities of sensitivity, stability,
selectivity and speed which traditionally have been shown
to present conflicting requirements on the design of the
protection, and is tolerant to communication failure.

The remainder of this paper is organized as follows:
Section 2 analyses the operation of the APdSA algorithm.
Section 3 discusses the approach followed for the evalu-
ation of the performance of the APdSA algorithm. The per-
formance of the algorithm is demonstrated and discussed in
Section 4. Conclusions are drawn in Section 5.

2. OPERATION OF THE ACTIVE POWER
DIFFERENTIAL AND SENSITIVITY ANALYSIS
(APDSA) ALGORITHM

2.1. Fault Detection (FD) Indices

The APdSA algorithm achieves its protection function
through power flow and sensitivity calculations over a
BAP protection zone that includes a busbar and all feeders
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terminating at that node. Some of these BAP zones, identi-
fied as Zone8, Zone14 and Zone23, are shown in the modi-
fied IEEE 34 node test network in Figure 1. This network
is described in [12] and is used for the study presented in
this paper. The line and load data for the network is also
given in [13]. Three distributed generators (DGs) are
installed at nodes 21, 27 and 30. The DG ratings are given
in [10].

The changes in node voltage in a network are related to
the power flow changes by equation (1) [14]:
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where [J] is the Jacobian matrix.
Sensitivity based fault detection indices (FD-Indices)

were derived from the Jacobian matrix of the network
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where Pk, Qk, Vk, and dk are respectively the active power,
reactive power, voltage magnitude and angle at node k; Ykj
and dkj are the magnitude and argument of the element (k, j)
in the BAP segment’s admittance matrix.

Equations (2)–(3) give the FD-Indices Ck,P and Ck,F on
which the APdSA algorithm is based. As can be deduced
from (2)-(3), the algorithm is sensitive to real (active)
power flow changes (DPk) only and is not impacted by
changes to reactive power flows (DQk). The FD-Indices
Ck,P and Ck,F are calculated at each node of the network.
The algorithm requires, as inputs, the synchronized (PMU)
measurements of the fundamental voltage magnitude and
phase at the ‘home’ node k (where the relay is located), as
illustrated in Figure 2a, and at the nodes at the remote
ends of the feeders [10] through reliable communication
channels [15]. FD-Indices with positive magnitude are gen-
erated when a fault occurs within the respective BAP zone.
The FD-Indices at nodes that are outside the faulted zone
have zero or negative magnitude.

From (2)-(3) it is obvious that normal load changes also
generate Ck,P and Ck,F of certain magnitude. In [10] it was
shown that short circuits generated FD-Indices that were
much larger than those due to maximum change in load,
which is when the maximum load is switched in. The load
therefore imposed a limit on the sensitivity that could be

FIGURE 1. Modified IEEE 34-node test system based on
the concepts proposed by Manditereza and Bansal, 2018.
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achieved. In this paper, the sensitivity of the algorithm is
improved by modifying the BAP zone. In [10] the load
was included in the protection zone hence generating the
FD-Indices under normal operating conditions. In the pre-
sent work, therefore, the loads are removed from the pro-
tection zone. This is achieved by placing an additional
PMU at the secondary terminals of the load transformer, as
illustrated in Figure 2b, with the load transformer itself
remaining within the protection zone. Normal load changes
are therefore not visible to the algorithm meaning DPk is
zero and appears only under fault conditions. The pick-up
threshold for Ck,P and Ck,F can thus be set to zero. A simi-
lar re-arrangement is done at the generator nodes – the
generator transformer is placed within the protection zone
but with the generator itself external to the zone. Changes
to the generation therefore do not impact the power flow
balance within the BAP zone.

Inclusion of the transformer in the BAP zone needs spe-
cial consideration. The APdSA protection algorithm

performs calculations in the per unit system, hence, the
transformers are replaced by the equivalent reactance. The
additional phase shift between the primary and secondary
voltages resulting from the transformer winding connec-
tions needs to be included in the argument dkj of the trans-
former element in the BAP segment’s admittance matrix.

The use of measurements from multiple locations gives
the APdSA algorithm features of unit protection, enabling
the algorithm to have an overall view of the protected sys-
tem, thus overcoming the shortcomings of traditional OC
protection and is able to isolate faults quickly. OC protec-
tion uses only local measurements and is time-graded to
achieve coordination which may lead to long fault clear-
ance times. Impedance (or distance) based protection also
uses single-point measurements, but can clear faults
quickly using information received from the remote end.
As noted above, the pick-up of the APdSA relay can be set
to zero. That is, the sensitivity of the algorithm is not lim-
ited by load current. This contrasts with the traditional
overcurrent (OC) protection that is designed to pick-up for
faults above full load current. The APdSA is being pro-
posed as an alternative to OC protection in DG-integrated
distribution systems and thus offers a more sensitive and
faster option. Impedance protection has also been proposed
for application to the DG-integrated distribution system but
its sensitivity is also impacted by the load current, due to
load encroachment, and impedance measurement errors due
to current in-feeds, which is a result of single-point meas-
urements [16]. Current differential protection is another
alternative. However, the minimum setting current is lim-
ited by the line charging current thereby reducing the sen-
sitivity of the protection [6] [17].

Various protection techniques have been proposed by
other researchers that use multi-point measurements from
PMUs. The work reported in [17] [18] implements the sim-
ple current differential scheme but using wide area meas-
urement systems (WAMS) in order to overcome the
problems associated with conventional implementation of
current differential protection on long lines. Most of the
proposed techniques, though, use a centralized architecture
and are aimed at providing wide area backup protection.
The researchers in [16] [19] propose a current differential
scheme that utilizes wide area current data from PMUs
located at several busbars, a fault being indicated when the
sum of zero- and/or positive-sequence currents entering the
protected zone increases beyond a specified threshold. The
work in [20] applies Clarke transformation on the meas-
ured synchronized voltage and current phasors to generate
some fault detection indices. The authors in [21] proposes

FIGURE 2. Node 8 BAP zone, (a) The load inside the
BAP zone, and (b) Modified BAP zone with load external
to the zone.
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the use of a fault index which is similar in concept to the
Lyapunov exponent (LE). The index is calculated centrally
using the frequencies received from the PMUs across the
selected system. The work reported in [22] proposes a
method that uses fault detection indices based on network
power flows to identify transmission line faults. The works
reported in [23] [24] employ a centralized approach to
determine the fault zone, faulted busbar and faulted line, in
that order, using an optimized number of PMUs. The work
presented in [25] follows a similar approach but uses react-
ive power flows on lines terminating at a busbar to identify
the faulted transmission line. As can be deduced from the
above, most of the published papers propose fault detection
algorithms that use both voltage and current phasors. The
APdSA algorithm however, provides a different approach
that uses only voltage phasors. This approach is suitable
for the emerging DG-integrated distribution system operat-
ing environment in which the fault current magnitudes may
not be predictable. In fact, the fault currents may differ lit-
tle from normal load currents in distribution systems inte-
grated with mostly inverter-interfaced DGs [26].

2.2. Operation of the APdSA Algorithm

When a single phase to ground fault occurs at node 7 of
the study network in Figure 1, positive Ck,P and Ck,F FD-
Indices are generated at node 7, as shown in Table 1, indi-
cating fault at that node. Negative FD-Indices of very small
magnitude, of the order of 10�5 or smaller, are generated
at all other nodes, showing the fault discrimination capabil-
ity of the APdSA protection algorithm.

When a fault occurs along a feeder, two FD-Indices (of
Ck,P or Ck,F) are generated at the two nodes at the ends of
the feeder. The algorithm is able to identify a fault irre-
spective of fault type – whether single-phase to ground,
three-phase to ground, phase-to-phase, or double-phase to
ground. The fault indices are generated when (active)
power flow imbalance is detected across a BAP zone, no
matter the cause. The fault type can be determined from
the phase units that operate for the particular fault. For
example, a single phase-to-ground fault on the A-phase
will generate a fault index on the element monitoring the
A-phase only. A phase-to-phase fault will generate FD-
Indices on the two faulted phases; no fault indices are
detected on the healthy phase, as illustrated in Table 2 for
a phase-to-phase fault along Feeder 10-11. The coupling
between the phases has no impact on the algorithm since
the algorithm is sensitive to active power flow imbalan-
ces only.

2.3. Communication Requirements

The APdSA algorithm detects fault occurrence within a
specific BAP zone. That is, FD-Indices appearing at a node
simply indicate that a fault has occurred somewhere in the
respective zone – meaning at the node or along one of the
feeders in the zone. Subsequently, through peer-to-peer
communications between the IED and those located at
neighboring nodes, the protection algorithm is able to iden-
tify the specific faulted feeder in that zone. For example,
when a fault occurs along Feeder 14-23, the positive FD-
Indices generated at nodes 14 and 23 indicate fault some-
where in a region common to both Zone14 and Zone23
(Figure 1) which is the overlap zone represented by Feeder
14-23.

The relay at node 14, IED14, sends Request to Trip
(RTT) signals to its neighboring IEDs at nodes 13, 14, 23
and 27. The IED at node 23 has also seen the fault (in

Node Ck,P Ck,F

5 �2.867E-05 �1.366E-06
6 �2.463E-05 �7.375E-07
7 0.660 2.971
8 �3.136E-05 �4.746E-05
9 �3.393E-05 �1.868E-09
10 �3.342E-05 �1.822E-09
11 �3.367E-05 �3.871E-06
14 3.740E-09 6.537E-09
21 �5.65E-05 �1.067E-05
23 �4.457E-05 �6.637E-09
27 �0.000 �1.628E-06
30 �8.570E-05 �0.000

TABLE 1. FD-Indices at selected nodes with single phase-to-
earth fault at node 7 with RF ¼ 3 X.

Node

Ck,P

Faulted phase Un-faulted phase

5 �7.491E-09 1.241E-10
6 1.322E-08 6.115E-10
7 �2.233E-08 �1.42E-09
8 1.747E-08 1.167E-09
9 �1.119E-08 �1.02E-09
10 0.429 �2.59E-09
11 0.426 2.887E-09
14 �8.756E-09 1.498E-10
21 2.4462E-11 �8.54E-12
23 �1.304E-08 �3.58E-10
27 �2.892E-09 1.357E-10
30 �2.833E-10 6.982E-11

TABLE 2. Ck,p FD-Indices (in p.u.) for phase-to-phase fault at
mid-point of Feeder 10-11.
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Zone23). It trips its CB (on Feeder 23-14) and sends a
Permission to Trip (PTT) signal to IED14, which proceeds
to trip its local CB on Feeder 14-23. This logic ensures
that the correct faulted feeder, which is in the overlap zone
of Zones 14 and 23, is isolated. The remainder of the IEDs
at all the other nodes did not see the fault and their
respective feeders are not tripped.

3. PERFORMANCE EVALUATION OF THE
APDSA PROTECTION ALGORITHM

The theory underlying the APdSA fault detection algorithm
may be described as abstract as it involves the formulation
and use of some quantities that do not have physical mean-
ing, or it is difficult to attach physical meaning to them.
Performance evaluation based on analytical methods is there-
fore difficult. Modeling and simulations need to be used in
order to transform the abstract formulations into visually
identifiable quantities that can be easily understood. The sim-
ulations generate important results that are not apparent
using an analytical approach. The performance of the
APdSA protection algorithm is therefore evaluated through
simulations using the Digsilent PowerFactory software.

A good relay operating principle permits tripping when
called upon but blocks tripping when it is not required to.
In order to evaluate the performance of the APdSA algo-
rithm, the relay must be exposed to a set of disturbances
[5] [27]. In the work reported in this paper, the disturban-
ces include:
i. An in-zone fault which must trigger the relay.
ii. An out-of-zone fault which should not trigger the

relay. That is, the relay must remain stable. The
algorithm is differential in principle, but it is affected
by external faults. The form of this response to
external fault is important, especially for stability and
selectivity evaluation.

iii. The exposures are extended to include fault resistance
which can have an impact on the sensitivity of a relay.
As the fault resistance increases, the relay sensitivity
can be compromised.

iv. The protection should also be exposed to communication
failure. The algorithm employs peer-to-peer
communications between IEDs located at adjacent zones.

The speed of the relay measures the time between incep-
tion of fault and issuing of a tripping command by the relay.
For time-current based protection, the speed is influenced by
the time coordination requirements. However, for differential
protection systems that see only “in-zone” faults, the speed
depends on the measurement, communication, and computa-
tion load of the algorithm. As already discussed, the APdSA

algorithm is differential in principle and no intentional delay
needs to be introduced that might delay the triggering of the
relay. However, the algorithm is subject to inherent latencies
arising from the PMU measurement reporting delays, the
propagation delay of the physical communication medium
and the processing time of the algorithm [10].

4. RESULTS AND DISCUSSION

The modified IEEE 34 node test network was built in
Digsilent Powerfactory software. A series of faults (in-
zone and out-of-zone) of different fault resistances were
simulated and the relay performance evaluated in terms of
sensitivity, stability, speed, fault resistance and fault detec-
tion range.

4.1. APdSA Sensitivity

The algorithm must be sensitive to any fault occurring
within its BAP zone. In this paper, the sensitivity is
assessed by monitoring the magnitude of FD-Indices gener-
ated by fault in comparison to the fault pick-up threshold
settings. As explained in Section 2.1, with appropriate
placement of the PMUs, the load and generators can be
excluded from the BAP zone. This means that changes to
load and/or generation are not visible to the algorithm
meaning DPk in (2)-(3) is zero and appears only under
fault conditions. The pick-up threshold for Ck,P and Ck,F

can thus be set to zero.
When a fault occurs at the mid-point of a feeder, FD-

Indices with magnitudes above the pick-up threshold set-
tings (zero) are generated at the respective nodes, as dis-
cussed in Section 2.2. Of interest, though, are the FD-
Indices generated at the un-faulted nodes. It can be seen
from Tables 1-2 that when a fault occurs, the FD-Indices
at most un-faulted nodes drop to negative values. At a few
un-faulted nodes the FD-Indices have very small positive
magnitudes of the order of 10�5 or lower. The pick-up
threshold of Ck,P and Ck,F thus needs to be set slightly
above zero, for example to a value that is of the order of
10�4. As will become apparent in Section 4.5, this level of
sensitivity allows the reach of the APdSA algorithm to
extend to more than 95% of the protected feeder, over a
wide range of fault resistances.

4.2. APdSA Stability

The APdSA algorithm must remain stable under external
fault conditions. The stability is evaluated by monitoring
the magnitude of the FD-Indices at nodes external to the

Manditereza and Bansal: Performance Evaluation of Power Differential and Sensitivity Based Protection 1383



faulted zone. To demonstrate the stability of the algorithm,
single phase to ground faults of 1 X resistance are simu-
lated at several points external to Feeder 14-23 as shown
in Table 3. Feeder 14-23 is located in the overlap region of
Zone-14 and Zone-23 of the test network, as illustrated in
Figure 1. The corresponding Ck,F and Ck,P FD-Indices
generated at nodes 14 and 23 for the simulated faults are
also given in Table 3. Analysis of this table shows that
faults occurring at, for example, node 7 and along feeder
7-8 are not picked up by either IED at node 14 or 23, as
indicated by the very small (below pick-up threshold) or
negative magnitudes of the FD-Indices. A fault at node 8
is also not picked up as it lies on the boundary of Zone-23.
However, faults along feeder 8-23 are picked up by the
IED at node 23 as they are within Zone-23.

Similarly, faults at nodes 12, 13, and 15, and along
feeders 12-13 and 15-16, are external to Zone-14 and are
not detected. However, faults along feeders 13-14 and 14-
15 are detected by the IED at node 14 as they are within
Zone-14. But these are not picked up by IED at node 23 as
they are external to Zone-23.

In short, the FD-Indices generated at nodes 14 and 23
due to out-of-zone faults move in the negative direction
away from the pick-up thresholds. This drop to well below
the pick-up thresholds eliminates any risk of out-of-zone
tripping. That is, stability is assured for out-of-zone faults.

4.3. Selectivity and Speed

The results from Sections 4.1–4.2 show that the algorithm
operates for fault within the respective BAP zone only.
The algorithm does not see faults anywhere else. The
APdSA algorithm is therefore highly selective in its oper-
ation, providing some kind of ‘soft’ unit protection. ‘Soft’
in the sense that the impact of a fault is also felt in exter-
nal BAP zones but this results in negative or ‘blocking’
FD-Indices being generated. In conventional unit protection
an external fault is not seen at all providing, in comparison,
‘hard’ unit protection.

The APdSA protection is thus able to achieve fast fault
clearance times. The algorithm looks suitable for the mod-
ern and still evolving power system that incorporates
numerous DGs and requires protection that is both fast
and selective.

4.4. Impact of Fault Resistance

The impact of fault resistance on the fault detection is
illustrated in Figure 3, which shows the variation of Ck,P

and Ck,F with fault resistance. Figure 3a shows the FD-

Indices detected by the IED at node 10 for a single-phase
to ground fault at the mid-point of Feeder 10-11. Similar
FD-Indices are detected by the IED at the remote end,
node 11. It can be seen that detectable FD-Indices are gen-
erated over a range of fault resistances. The FD-Indices are
relatively small for fault resistances approaching zero.
However, the FD-Indices are relatively higher in the inter-
mediate range. With the theoretical pick-up setting of zero,
the relay can pick up faults with impedances of more than
1 kX. However, since a minimum pick-up slightly above
zero needs to be set as discussed in Section 4.1, the actual
fault resistance detection range may be reduced and faults
of resistances higher than 1000 ohms may become difficult
to detect, as evident from Figure 3b.

The FD-Indices generated at the two IEDs at nodes 10
and 11, for a phase-to-phase fault at mid-point of Feeder
10-11, are shown in Table 4. It can be seen that the

FIGURE 3. (a) Variation of FD-Indices (in p.u.) at node
10 with single phase-to-ground fault at mid-point of Feeder
10-11, (b) FD-Indices (in p.u.) at high fault resistances.
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algorithm is sensitive to faults over a range of fault resis-
tances. Insignificant FD-Indices are generated on the
healthy phase, as shown in Table 5.

4.5. Fault Detection Reach

The reach of the APdSA fault detection algorithm is illus-
trated in Figure 4, which shows the variation of Ck,F

detected by the IEDs at nodes 14 and 23, respectively, for
single phase-to-ground fault of various resistances occur-
ring at different distances along the Feeder 14-23, meas-
ured from node 14. Distances of 0% and 100% indicate
fault at node 14 or 23, respectively. It can be seen that
detectable FD-Indices are generated for faults occurring at
distances up to 95% from the relay location. However,
faults at the node itself are detected only by the IED at
that node. The remote IED does not see this fault which,
effectively, is at the boundary of its zone of protection. For
example, for fault at node 14, the Ck,F values generated at
node 23 are very small (in fact, negative) and below the
pick-up threshold. In this case, the busbar needs to be

FIGURE 4. (Continued)

FIGURE 4. Variation of Ck,F for single phase to earth faults at
different locations along Feeder 14-23 measured from node 14:
(a)-(b)Ck,F detected at node 14 (c)-(d)Ck,F detected at node 23.

Fault position
(RF ¼ 1 X) C14,F C14,P C23,F C23,P

Node 8 8.1E-09 1.9E-06 �7.7E-06 �0.003
Mid-point Fdr 8-23 1.7E-08 1.9E-06 0.267 0.667
Node 7 6.7E-09 1.4E-06 �5.0E-06 �0.002
Mid-point Fdr 7-8 3.4E-09 1.7E-06 �2.3E-06 �0.002
Node 13 3.9E-07 2.0E-06 �3.3E-05 �0.002
Mid-point Fdr 13-14 0.163 0.565 �3.5E-05 �0.003
Node 12 1.9E-07 1.9E-06 �2.7E-05 �0.002
Mid-point Fdr 12-13 2.7E-07 1.9E-06 �3.0E-05 �0.002
Node 15 2.2E-07 2.3E-06 �3.8E-05 �0.002
Mid-point Fdr 14-15 0.124 0.572 �4.4E-05 �0.002
Mid-point Fdr 15-16 1.9E-07 2.2E-06 �3.8E-05 �0.002

TABLE 3. Ck,F and Ck,P FD-Indices (in p.u.) for faults external
to feeder 14-23.
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isolated by tripping all the local CBs. Faults close-up
(within 5% range) to a node are also not seen by the
remote IED. Since a busbar and close-up fault cannot be
differentiated, inter-tripping is required to trip the remote
CBs of that zone, effectively isolating the entire zone.
However, successful re-closure may ensure quick restor-
ation of supplies.

4.6. Impact of Communication Failure

The algorithm is distributed and involves peer-to-peer com-
munications between neighboring nodes. The communica-
tion failure that must be considered in this context is that
between any two neighboring IEDs. If the algorithm were to
involve a centralized controller, then network-wide commu-
nication failure may need to be considered. In the distributed
context, this would amount to loss of communication across
all the peer-to-peer links. This scenario is not considered.

In the event of communication failure the IEDs should be
able to use only locally available measurements to detect and
isolate a fault. This scenario is tested for a fault along Feeder
15-28 of the test network. The peer-to-peer link between the
IEDs at nodes 15 and 28 is lost. It is assumed that the local
IED retains (in memory) the most recent measurements
received from the neighboring nodes immediately before the
loss of communication, meaning that the calculation of

the FD-Indices at node k then uses the pre-fault voltages at
the adjacent nodes and the post-fault voltage at node k.

Ck,F FD-Index with extremely large magnitude of
17� 103 (p.u.) was generated at nodes 15 in spite of the loss
of communication. Ck,P of negative magnitude of �48 (p.u.)
was also generated. Similar Ck,F and Ck,P FD-Indices are
generated at node 28. Hence, a fault can still be detected
when communication has been lost between two neighboring
IEDs. Ck,P is negative in this particular case of phase-to-
ground fault on line 15-28. However, further simulations
indicate that Ck,P may also take positive values for faults at
other locations. But the Ck,F is consistently positive with
very large values for fault at any location. This means when
loss of communication is detected, only Ck,F should be used
for detection of fault. In essence, the APdSA protection algo-
rithm is tolerant to communication failure.

4.7. Comparison with Distance and
Overcurrent Protection

The sensitivity and operating time of the APdSA relay to
short circuit faults of varying fault resistance was com-
pared to that of the conventional distance and overcurrent
relays selected from the PowerFactory in-built models.
The selected relay models are installed at Node 8 for pro-
tection of Feeder 7-8. The protection settings of the relays
are given in Table 6. Only the zone 1 of the distance relay
is included in the study. The results are given in Table 7.
The results show that the APdSA relay can protect up to
95% of the protected line. However, as the fault resistance
increases, the reach of the relay is reduced, as can be seen
in Table 7. The phase element of the distance relay also
fails to detect the high resistance faults when the imped-
ance presented to the relay moves out of the relay charac-
teristic, causing the relay to block.

The operating time of the APdSA relay is 5ms and that
of the distance relay model is 20ms. The overcurrent ele-
ments operated according to the inverse time-current char-
acteristics. The very long tripping times are due to the
small fault current infeed from node 8 toward the fault,
which is along Feeder 8-7 toward the main source/grid.
The infeed is therefore being supplied by the DGs at nodes
27 and 30.

The 5ms for the APdSA relay is only the processing
time of the algorithm. To this should be added the phasor
measurement and communication delays. Researchers in
[28] developed a method for determining the end-to-end
reporting latency of the PMU and the associated propaga-
tion and processing delays. The work reported a relay trip

Fault resistance (ohms)

0 10-4 1 10 100 1000

C10,P 0.368 0.368 0.403 0.275 0.042 0.0044
C10,F 0.022 0.022 0.002 0.028 0.000 1.0E-05
C11,P 0.363 0.363 0.400 0.276 0.042 0.004
C11,F 0.004 0.004 0.020 0.034 0.000 1.0E-05

TABLE 4. FD-Indices (in p.u.) with phase-to-phase fault at mid-
point of feeder 10-11.

Fault resistance (ohms)

0 10-4 1 10 100

C10,P 4.0E-10 4.0E-10 4.0E-10 4.0E-10 4.0E-10
C10,F 2.6E-19 2.6E-19 2.6E-19 2.6E-19 2.6E-19
C11,P �2.1E-10 �2.0E-10 �2.0E-10 �2.0E-10 �2.0E-10
C11,F �6.9E-20 �6.9E-20 �6.9E-20 �6.9E-20 �6.9E-20

TABLE 5. FD-Indices (in p.u.) on healthy phase with phase-to-
phase fault at mid-point of feeder 10-11.
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time of less than 60ms from fault inception for a current
differential scheme employing PMU data transferred over a
WAN. Researchers in [23] estimate wide area PMU report-
ing latency and communication time delay to be around
125ms, considering a telephone line channel. From the
above it can be seen that the proposed APdSA relay is still
able to provide faster tripping than OC protection even if
125ms delay is considered.

The distance relay uses single-point measurements and
can thus determine fault condition quicker. However,
delays are also introduced when communication is intro-
duced to achieve permissive or blocking schemes, leading
to distance relay operating times of up to 80ms (processing
and circuit breaker time) for the first zone and 500ms for
the second zone, as reported in [29].

5. CONCLUSION

This paper presented an evaluation of the performance of
a voltage-based protection algorithm that uses power dif-
ferential and sensitivity analysis to detect faults in active
distribution systems. The algorithm operates over a

protection zone that extends to include a busbar and all
feeders terminating at that busbar. The results show that
the algorithm is able to selectively differentiate between
in-zone and out-of-zone fault. The algorithm can achieve
this with high sensitivity, stability, and speed. The algo-
rithm is thus unique in that it can concurrently improve
the protection performance qualities of sensitivity, stabil-
ity, selectivity and speed which traditionally have been
shown to present conflicting requirements on the design
of the protection. The algorithm is sensitive over a range
of fault resistances and is tolerant to communica-
tion failure.
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