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Facial Recognition Law: Why Should We Care?
By: Xueyang Peng 

What if you are a lawyer and you would like to spend an evening enjoying your favorite artist’s concert at the Radio 
City Music Hall? Or a Knicks game at Madison Square Garden? The first thing you should check is not the ticket price, but 
rather whether you, or your law firm, has made the MSG blacklist. Even though for years, the owner of MSG has been using 
the blacklist to exclude its enemies (and their associates) from setting foot in any MSG-owned venue, the facial recognition 
technology (“FRT”) just brought this practice to a new level.[1]
            The FRT generally works in three steps: detection, analysis, and recognition.[2] Surveillance camera uses computer 
vision to detect people in images with much greater speed, accuracy, and efficiency than human levels. Then, artificial 
intelligence analyzes the image by mapping face geometry and facial landmarks, which are key to distinguishing a face from 
other objects. Finally, the FRT identifies a person by comparing the faces in more images and assessing the likelihood of a 
face match.[3] Therefore, MSG’s use of the FRT is extremely effective in enforcing the blacklist to keep its enemies at bay.

While it is difficult to be sympathetic when lawyers are being bullied by a corporation, the chilling effects of the FRT’s 
invasiveness are alarming. Lawmakers around the world are struggling to match the widespread use of the FRT. This article 
will examine the current facial recognition-related biometric legal frameworks in China and the US, and the implications on 
their respective societies. 
China’s Approach
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             China’s facial recognition law based its source on a few authorities, including the Civil Code, Cybersecurity Law, 
Court Opinion, etc. In 2021, China’s Supreme People’s Court published the “Provisions on Relevant Issues on the 
Application of Laws in Hearing Civil Cases Related to the Application of Facial Recognition Technology in Processing 
Personal Information” (“Provisions”).[4] The Provisions clarify that “facial information” is “biometric information,”[5] 
which is “sensitive personal information” for the purpose of the Personal Information Protection Law.[6]
            The Provisions apply to civil cases arising from information handlers’ use of FRT to process biometric information 
generated based on the FRT in violation of laws.[7] However, since the Provisions do not define “handlers,” the collective 
regulations seem to only regulate private businesses but leave out law enforcement and other governmental entities. As a 
result, China uses FRT extensively, from accessing the Health Code during the zero-Covid policy era to the pervasive 
surveillance networks – SkyNet.[8] This ambiguity led some scholars to go so far in suggesting that China does not have a 
facial recognition law.[9]

This article does not purport to settle the debate over China’s controversial use of FRT. However, this article highlights 
that in the absence of strict and clear regulations, the use of FRT will be abused. 
The US Approach
            While numerous bills have been proposed, there is currently no federal law regulating the FRT in the US.[10] 
Moreover, only two states passed laws to effectively protect people’s biometric information being collected through the FRT 
– Illinois and Texas.[11]
            In 2008, Illinois enacted Biometric Information Privacy Act (BIPA), which restricts how private entities collect, 
retain, disclose, and destroy biometric identifiers.[12] BIPA defines biometric identifiers to include retina or iris scans, 
fingerprints, voiceprints, and hand/face geometry scans.[13] BIPA requires informed consent and notice prior to collection, 
permits a limited right to disclosure, and mandates protection obligations and retention guidelines.[14] Illinois is the only 
state that allows a private cause of action for individuals harmed by BIPA violations.[15]
            In 2009, Texas enacted the Capture or Use of Biometric Identifier Act (CUBI) to regulate the capture, possession, 
sharing and retention of biometric identifiers.[16] For the purpose of regulating the FRT, CUBI is similar to BIPA in many 
aspects: CUBI defines biometric identifiers to include record of hand or face geometry;[17] CUBI prohibits organizations 
from capturing biometric identifiers for a commercial purpose unless they provide notice and obtain consent from the affected 
individual.[18] The most significant difference is that CUBI does not create a private cause of action for the violation.  
            Other jurisdictions like New York also have laws regulating biometric identifiers, which include scans of face 
geometry.[19] However, these laws do not require private companies to obtain consent from affected individuals. Instead, a 
clear and conspicuous sign notifying people that their biometric identifier information is being collected, retained, and shared 
satisfies the requirement.[20]
            Unsurprisingly, according to a report from the New York Times, MSG’s FRT-Blacklist practice can be found 
anywhere in the US where MSG has a venue, except Illinois and Texas.[21]
Conclusion
            From corporations’ use of FRT to settle personal grudges to law enforcement’s use of FRT to surveil the public, the 
lack of effective legal frameworks to match the ever-changing technology invites the abuse of power. 
In proposing and adopting federal or state laws on facial recognition, the US policymaker should consider the relevant 
regulations in the EU. The EU has recognized that the use of FRT has impacts on human’s fundamental rights and freedoms 
that may go beyond privacy and data protection.[22] While having strict regulations on FRT in place, the European Data 
Protection Board (EDPB) and the European Data Protection Supervisor (EDPS) jointly proposed a categorical ban on the 
FRT for remote identification in public places.[23]
            
Xueyang Peng is a Staff Editor at CICLR.
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