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"Now that the key issues have been addressed and national stan-
dards are developing, parties and their counsel are fully on notice of
their responsibility to preserve and produce electronically stored
information.."

I. INTRODUCTION

This stern warning is from a recent opinion in a case that has
spawned as many decisions concerning electronic discovery as
there are Star Wars movies. In Zubulake J,2 Zubulake H,3 Zubu-
lake III,' Zubulake IV,5 Zubulake V, 6 and Zubulake VP-all aris-
ing from the same case and all issued in the last two years-Judge
Scheindlin, of the Southern District of New York, set out her vision
for the management of electronic discovery. It is a sobering vision,
with clarified responsibilities for counsel; increasing the role of
electronic information will likely result in additional up-front ex-
penses as law offices will need to acquire the ability to facilitate
electronic discovery. Yet, the above quote relays the importance of
providing for the discovery of electronic information in today's liti-
gation, and adherence to such notice has the potential to reduce

1. Zubulake v. UBS Warburg LLC, 229 F.R.D. 422, 440 (S.D.N.Y. 2004) (emphasis
added).

2. Zubulake v. UBS Warburg LLC (Zubulake 1), 217 F.R.D. 309 (S.D.N.Y. 2003).
3. Zubulake v. UBS Warburg LLC (Zubulake II), No. 02 Civ. 1243(SAS), 2003 WL

21087136 (S.D.N.Y. May 13, 2003).
4. Zubulake v. UBS Warburg LLC (Zubulake Ii), 216 F.R.D. 280 (S.D.N.Y. 2003).
5. Zubulake v. UBS Warburg LLC (Zubulake IV), 220 F.R.D. 212 (S.D.N.Y. 2003).
6. Zubulake v. UBS Warburg LLC (Zubulake V), 229 F.R.D. 422 (S.D.N.Y. 2004).

Judge Scheindlin issued another opinion in the Zubulake matter; however, the decision did
not concern electronic discovery. See Zubulake v. UBS Warburg LLC (Zubulake VI), No.
02 Civ. 1243(SAS), 2005 WL 266766, at *4 (S.D.N.Y. Feb. 3, 2005) (denying UBS's motion
to amend its answer to include additional affirmative defenses).

7. See Zubulake v. UBS Warburg LLC (Zubulake VII), 382 F. Supp. 2d 536, 546-47
(S.D.N.Y. 2005) (discussing the defendant's failure to preserve backup tapes in the context
of a motion in limine). Judge Scheindlin issued another opinion in the Zubulake matter;
however, the decision did not concern electronic discovery. See Zubulake v. UBS Warburg
LLC (Zubulake VI), No. 02 Civ. 1243(SAS), 2005 WL 266766, at *4 (S.D.N.Y. Feb. 3, 2005)
(denying UBS's motion to amend its answer to include additional affirmative defenses).

2005]
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the frequency and intensity of discovery disputes concerning elec-
tronic information.8

Judge Scheindlin accurately noted that "[t]he subject of the dis-
covery of electronically stored information is rapidly evolving."9

While some states, including Texas,1" have procedural rules gov-
erning such discovery, both federal and state courts are just now
looking at similar additions and modifications to the Federal Rules
Civil of Procedure. The interpretation of new and revised Federal
Rules has, of course, not yet begun. However, even without revi-
sions to the Federal Rules, courts are beginning to fashion con-
structs to govern electronic discovery.

This Article discusses recent developments in several areas of
electronic discovery, including spoliation, cost shifting, and form of
production. It will then discuss recent developments in case law,
the Texas Rules of Civil Procedure, revisions to the Federal Rules
of Civil Procedure and local rules, and recommendations of the
American Bar Association regarding electronic discovery.

II. SCOPE OF DISCOVERY

It should come as no surprise that the scope of discovery has
expanded to include electronic information. For years, discovery
requests in state and federal cases have defined "document" to in-
clude data and other information stored magnetically. The Texas
Rules of Civil Procedure include electronic information as part of
the "documents and tangible things" discoverable in a lawsuit."
Federal Rule of Civil Procedure 34(a) was amended to make the
definition of document explicit and to include "other data compila-
tions from which information can be obtained. 1 2

8. See generally David K. Thornquist, Electronic Discovery Is Rewriting the Due Dili-
gence Rules, CYBERSPACE LAW., June 2004, at 9 (explaining the process to achieve due
diligence in electronic discovery). The increased emphasis on electronic discovery may
also impact the way that due diligence is performed. Id.

9. Zubulake V, 229 F.R.D. at 440.
10. See TEX. R. Civ. P. 192.3 (pertaining to the scope of discovery); TEX. R. Civ. P.

196.4 (providing rules relating to discovery of electronic or magnetic data).
11. TEX. R. Civ. P. 192.3; see also TEX. R. Civ. P. 166b (1990) (repealed 1998) (noting

that Texas's inclusion of such information is not recent).
12. FED. R. Civ. P. 34(a) (stating that documents would include: "writings, drawings,

... and other data compilations from which information can be obtained").

[Vol. 37:119
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Just what types and sources of information are covered by these
various rules and requests remains unclear; for example, are
backup tapes included? In some circumstances, requiring a com-
pany to search its backup tapes for information could bring the
company's operations to an abrupt halt. Generally, the backup
tapes would need to be laboriously restored onto a computer sys-
tem mirroring the on-line system-when in most cases, no such sys-
tem exists. Furthermore, would producing parties be required to
search all computer hard drives used by every employee of the
company that might contain relevant information? Are files de-
leted but otherwise recoverable from those same hard drives in-
cluded as well?

At least in Judge Scheindlin's court, the answer is "yes"-all of
the above examples would be discoverable electronic informa-
tion.'3 At the outset of the Zubulake litigation, Judge Scheindlin
identified five types of electronic data, all of which she held as
discoverable:

1. Active, on[-]line data: "On-line storage is generally provided by
magnetic disk. It is used in the very active stages of an electronic
records [sic] life-when it is being created or received and processed,
as well as when the access frequency is high and the required speed
of access is very fast, i.e., milliseconds." Examples of on[-]line data
include hard drives.
2. Near-line data: "This typically consists of a robotic storage device
(robotic library) that houses removable media, uses robotic arms to
access the media, and uses multiple read/write devices to store and
retrieve records. Access speeds can range from as low as millisec-
onds if the media is already in a read device, up to 10-30 seconds for
optical disk technology, and between 20-120 seconds for sequentially
searched media, such as magnetic tape." Examples include optical
disks.
3. Off[-]line storage/archives: "This is removable optical disk or mag-
netic tape media, which can be labeled and stored in a shelf or rack.
Off-line storage of electronic records is traditionally used for making
disaster copies of records and also for records considered 'archival'
in that their likelihood of retrieval is minimal. Accessibility to off-
line media involves manual intervention and is much slower than on-
line or near-line storage. Access speed may be minutes, hours, or

13. Zubulake v. UBS Warburg LLC (Zubulake 1), 217 F.R.D. 309, 318-19 (S.D.N.Y.
2003).
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even days, depending on the access-effectiveness of the storage facil-
ity." The principled difference between near[-]line data and off[-
]line data is that off[-]line data lacks "the coordinated control of an
intelligent disk subsystem," and is, in the lingo, JBOD ("Just a
Bunch Of Disks").
4. Backup tapes: "A device, like a tape recorder, that reads data
from and writes it onto a tape. Tape drives have data capacities of
anywhere from a few hundred kilobytes to several gigabytes. Their
transfer speeds also vary considerably ... [.] The disadvantage of
tape drives is that they are sequential-access devices, which means
that to read any particular block of data, you need to read all the
preceding blocks." As a result, "[t]he data on a backup tape are not
organized for retrieval of individual documents or files [because]...
the organization of the data mirrors the computer's structure, not the
human records management structure." Backup tapes also typically
employ some sort of data compression, permitting more data to be
stored on each tape, but also making restoration more time-consum-
ing and expensive, especially given the lack of uniform standard gov-
erning data compression.
5. Erased, fragmented or damaged data: "When a file is first created
and saved, it is laid down on the [storage media] in contiguous clus-
ters... [.] As files are erased, their clusters are made available again
as free space. Eventually, some newly created files become larger
than the remaining contiguous free space. These files are then bro-
ken up and randomly placed throughout the disk." Such broken-up
files are said to be "fragmented," and along with damaged and
erased data can only be accessed after significant processing. 14

Under these definitions, virtually all forms of electronic informa-
tion, from the highly accessible to the relatively inaccessible, are
discoverable. 15 Although Texas has addressed some aspects of

14. Id. (second, eighth, and ninth alterations in original) (footnotes omitted).
15. See Stephen M. Prignano & Stephen J. MacGillivray, Managing Instant Messenger

Litigation and Discovery, INTELL. PROP. TODAY, Feb. 2005, at 14-15 (discussing how broad
the scope of discovery is under these definitions; for example, the discovery of electronic
"instant messaging" transcripts is allowed). The informal feeling of "conversations" held
over instant messaging programs is often the attraction to users but could be the downfall
for litigators faced with producing instant messenger transcripts containing possibly flip-
pant remarks on sensitive corporate information. Id. at 14; see also Memorandum from the
Ninth Circuit Advisory Board on Proposed Model Local Rule on Electronic Discovery to
the Ninth Circuit and District Courts in the Ninth Circuit (May 26, 2004), http://www.krol-
lontrack.com/library/9thCirDraft.pdf (containing recommendations relating to electronic
discovery from the Ninth Circuit Advisory Board, a group of attorneys that advises the
Ninth Circuit) (on file with-the St. Mary's Law Journal). The Board suggested a "Proposed

[Vol. 37:119
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ELECTRONIC DISCOVERY

electronic discovery in its Rules of Civil Procedure, Texas courts
have yet to provide an in-depth analysis on what types of informa-
tion are covered under the Rules. As Texas courts delve deeper
into these and other issues surrounding the discovery of electronic
information, they may look for guidance to Judge Scheindlin's
comprehensive Zubulake opinions.

III. PRESERVING ELECTRONIC INFORMATION TO
AVOID SPOLIATION

A. Responsibilities of Counsel Under Zubulake V

Imagine the following situation: in-house counsel at your client
company tells you that the company has a reasonable apprehension
that it is about to be sued for infringing upon a competitor's patent.
You immediately ask the in-house counsel to send an e-mail to all
company personnel who might have information potentially rele-
vant to the patent claim, instructing them to retain the potentially
relevant information, including relevant electronic information.
Counsel complies, and the two of you follow up on three separate
occasions. Nevertheless, in defiance of your request, company em-
ployees destroy relevant, potentially liability-proving documents.
After the discovery period closes, you become aware that some
employees have maintained their own archives of electronic infor-
mation and, though the production is late, you produce relevant
information from those archives. Further still, you discover that in-
house counsel's instructions were not sent to the information tech-
nology (IT) people running the backup process, and several tapes

Model Local Rule on Electronic Discovery," which has a narrower definition of discovera-
ble electronic information:

Rule 2: The obligation to search for electronic data and documents shall be limited
to a search of active data that admits of efficient searching and retrieval. The preser-
vation or searching of non-active data and information such as disaster recovery
backup tapes; deleted, shadowed, fragmented or residual data or documents; or any
source other than active information shall not be required absent an order of the court
upon motion by the requesting party demonstrating a need for such preservation or
searching, the likelihood that relevant information not available from other sources
will be found in such media, and that the relevance of such information and data
outweighs the cost, burden, and disruption of retrieving and processing the data from
such sources.

Id. at 5.
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containing potentially relevant, liability-proving information were
written over during the backup process.

Based on facts similar to these, Judge Scheindlin in Zubulake V16
found that the defendant had willfully destroyed potentially rele-
vant information and, because the spoliation was willful, the lost
information was presumed to be relevant.' 7 The court levied a
number of sanctions, including (1) an adverse inference, and (2) a
requirement that the defendant pay both the costs of additional
discovery rising out of the spoliation, and the costs and attorneys'
fees for the making of the discovery motion.' 8  Obviously, such
sanctions should be avoided.

The Zubulake V court set out specific "steps that counsel should
take to ensure compliance with the preservation obligation."' 19 Ac-
cording to the court, counsel must communicate with the informa-
tion technology personnel to understand the company's overall
data storage and archiving procedures. Counsel must also work
with the key players in the dispute, whom are most likely the peo-
ple identified in the party's initial disclosures, to ascertain their
data storage and archiving procedures in the case that they are dif-
ferent or go beyond those of the company.2 °

16. Zubulake v. UBS Warburg LLC (Zubulake V), 229 F.R.D. 422 (S.D.N.Y. 2004).
17. Id. at 436.
18. Id. at 436-39; see Mosaid Techs., Inc. v. Samsung Elecs. Co., 348 F. Supp. 2d 332,

338-39 (D.N.J. 2004) (holding that an adverse inference instruction will be read to the jury,
and imposing a monetary sanction of $566,839.97 on a defendant that failed to impose a
"litigation hold" on regular destruction of electronic documents once litigation began);
Coleman (Parent) Holdings, Inc. v. Morgan Stanley & Co., No. CA 03-5045 AI, 2005 WL
674885, at *9-10 (Fla. Cir. Ct. Mar. 23, 2005) (opining that Morgan Stanley's conduct dur-
ing the discovery process provides an instructive example of the perils of electronic discov-
ery). Coleman, of camping equipment fame, sued Morgan Stanley for aiding, abetting, and
conspiring with Sunbeam Corporation in perpetuating a fraud. Id. at *1. Coleman alleged
Morgan Stanley, as Sunbeam's financial advisor, disguised Sunbeam's financial health in a
deal to sell Coleman's parent corporation's 82% share in Coleman to Sunbeam. Id. Flor-
ida state court Judge Elizabeth Maass authorized the issuance of an adverse inference in-
struction against Morgan Stanley as a result of its failure to produce e-mails in response to
discovery requests and a court order. Id. at *9-10; see also Susanne Craig, How Morgan
Stanley Botched a Big Case by Fumbling Emails, WALL ST. J., May 16, 2005, at 1 (discuss-
ing the judgment issued against Morgan Stanley); Landon Thomas, Jr., A Jury Assesses
Morgan Stanley $604 Million, N.Y. TIMES, May 17, 2005, at Al (reporting the findings
against Morgan Stanley).

19. Zubulake V, 229 F.R.D. at 433.
20. Id. at 432.
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It is not enough for counsel to simply initiate the litigation, hold,
and then hope that employees comply. "Counsel must take affirm-
ative steps to monitor compliance so that all sources of discovera-
ble information are identified and searched."'2 1  Furthermore,
counsel must communicate 22 with the client to ensure: "(1) that all
relevant information (or at least all sources of relevant informa-
tion) is discovered[;] (2) that relevant information is retained on a
continuing basis; and (3) that relevant non-privileged material is
produced to the opposing party.12 3

Judge Scheindlin summarized these requirements as follows:
First, counsel must issue a "litigation hold" at the outset of litigation
or whenever litigation is reasonably anticipated. The litigation hold
should be periodically [reissued] so that new employees are aware of
it, and so that it is fresh in the minds of all employees.
Second, counsel should communicate directly with the "key players"
in the litigation, i.e., the people identified in a party's initial disclo-
sure and any subsequent supplementation thereto.
Finally, counsel should instruct all employees to produce electronic
copies of their relevant active files. Counsel must also make sure
that all backup media which the party is required to retain is identi-
fied and stored in a safe place.24

21. Id.
22. See id. at 434 (according to Judge Scheindlin, "[ojne of the primary reasons that

electronic data is lost is ineffective communication with information technology
personnel").

23. Id. at 432.
24. Zubulake V, 229 F.R.D. at 433-34 (footnotes omitted); see Convolve, Inc. v. Com-

paq Computer Corp., 223 F.R.D. 162, 175-76 (S.D.N.Y. 2004) (stating that with "electronic
data, the preservation obligation is not limited simply to avoiding affirmative acts of de-
struction. Since computer systems generally have automatic deletion features that periodi-
cally purge electronic documents such as e-mail, it is necessary for a party facing litigation
to take active steps to halt that process."); see also Memorandum from the Ninth Circuit
Advisory Board on Proposed Model Local Rule on Electronic Discovery to the Ninth Cir-
cuit and District Courts in the Ninth Circuit (May 26, 2004), http://www.krollontrack.com/
library/9thCirDraft.pdf (noting that the Ninth Circuit Proposed Model Local Rule includes
a duty to investigate, a duty to notify, and a duty to meet and confer) (on file with the St.
Mary's Law Journal). The Proposed Model Local Rule imposes: (1) a Duty to Investigate
(Rule 1(A)), which requires counsel to "investigate their client's information management
system" no later than twenty-one days prior to a Federal Rule 26(f) conference; (2) a Duty
to Notify (Rule 1(B)), which imposes a duty requiring a party to notify the opposing party
that it is "seeking discovery of computer-based information" and "the categories of infor-
mation which may be sought" no later than twenty-one days prior to the Rule 26(f) confer-
ence; and (3) a Duty to Meet and Confer (Rule 1(C)), which requires the parties to discuss
electronic discovery at the Rule 26(f) conference. Id. at 4.
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These are significant new responsibilities, and counsel should be
aware of them, especially when practicing before the Southern Dis-
trict of New York. Texas courts have not yet issued a detailed writ-
ten opinion on a party's duty to preserve electronic information.
Again, however, courts in many jurisdictions-including state
courts-might look to Judge Scheindlin's opinions for direction
when formulating their own rulings.

B. Responsibilities of Counsel Under the ABA Civil Discovery
Standards

The American Bar Association's (ABA's) Civil Discovery Stan-
dards pertaining to the preservation of documents apply the fol-
lowing duties to counsel:

When a lawyer who has been retained to handle a matter learns that
litigation is probable or has been commenced, the lawyer should in-
form the client of its duty to preserve potentially relevant documents
in the client's custody or control and of the possible consequences of
failing to do so.2

C. Types of Electronic Data That Must Be Preserved Under the
ABA Civil Discovery Standards

Additionally, the ABA's Civil Discovery Standards provide com-
prehensive lists of the many possible sources of electronic informa-
tion and the various devices used to store such information.26

Under this standard, electronic data subject to preservation "may
include data that ha[s] been deleted but can be restored."27 In ad-
dition to all of the traditional locations, this standard also includes
the electronic information that may be found in cell phones, per-
sonal digital assistants, pagers and other electronic devices. Once
the electronic information type is identified and its source is found,
the question becomes how the information should be produced.

25. ABA CIVIL DISCOVERY STANDARDS, Standard 10 (Aug. 2004), http://www.
abanet.org/litigation/discoverystandards/2004civildiscoverystandards.pdf (on file with the
St. Mary's Law Journal).

26. See Appendix A (containing excerpts from the ABA Civil Discovery Standards).
27. Id. at Standard 29(a)(iii).
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ELECTRONIC DISCOVERY

IV. FORM OF PRODUCTION OF ELECTRONIC INFORMATION

As technology continues to evolve, traditional notions of hand-
ing over documents in response to requests from opposing counsel
become significantly more complicated. Modern computing capa-
bilities allow a responding party to provide electronic documents in
many different forms. For example, a document could be a simple
image file-what amounts to a digital photocopy of a document
(such as a PDF). On the other hand, a document could be a pro-
prietary database-type file that requires specialized software or
code to decipher it. Additionally, electronic documents may con-
tain "hidden" data, known as metadata, that provide certain infor-
mation-date, author, revision history, etc.-connected with the
document. However, this information is typically not available in
hard copy documents. Modern courts have, to varying degrees, ad-
dressed these issues, and modern litigants need to be informed of
their importance.

Form-of-production issues are not merely a phenomenon of the
twenty-first century. Rather, courts have struggled with these is-
sues for several decades. Although the modern business world in-
creasingly relies on a "paperless" model, form-of-production issues
have raced to the forefront of e-discovery law in recent years.
Whereas previous form-of-production issues involved relatively
niche conflicts, current rules and case law deal with issues familiar
to most, if not all, potential litigants.

A. The Texas Rules of Civil Procedure

Texas Rules of Civil Procedure 192.3 and 196.4 explicitly address
the production of electronic information. Rule 192.3(b) allows a
party to "obtain discovery of the existence, description, nature,
custody, condition, location, and contents of documents and tangi-
ble things (including papers, books, accounts, drawings, graphs,
charts, photographs, electronic or videotape recordings, data, and
data compilations) that constitute or contain matters relevant to
the subject matter of the action. '28

Although the Texas Supreme Court adopted Rule 192.3 in 1998,
parties in Texas courts could previously obtain discovery of elec-

28. TEX. R. Civ. P. 192.3(b); see TEX. R. Civ. P. 196.4 (delineating the rule for request
for production of electronic or magnetic data).
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tronic records under Rule 192.3's former version, Rule 166b.19 The
Texas Supreme Court revised the definition of "documents and
tangible things" to clarify that a party may discover "things rele-
vant to the subject matter of the action ... regardless of their
form."3 At least one Texas court has interpreted the "electronic
... recordings, data, and data compilations" language in Rule 192.3
to include backup tapes. 31

Rule 196.4 sets out the burdens of the parties seeking and re-
sponding to requests for electronic discovery and explicitly re-
quires a court to shift costs for "extraordinary steps" taken in
responding to discovery to the requesting party:

To obtain discovery of data or information that exists in electronic or
magnetic form, the requesting party must specifically request pro-
duction of electronic or magnetic data and specify the form in which
the requesting party wants it produced. The responding party must
produce the electronic or magnetic data that is responsive to the re-
quest and is reasonably available to the responding party in its ordi-
nary course of business. If the responsible party cannot-through
reasonable effort-retrieve the data or information requested or
produce it in the form requested, the responding party must state an
objection complying with these rules. If the court orders the re-
sponding party to comply with the request, the court must also order
that the requesting party pay the reasonable expenses of any ex-
traordinary steps required to retrieve and produce the information.32

Thus, a party seeking electronic information must not only serve
a request seeking relevant information but must also explicitly

29. TEX. R. Civ. P. 166b(2)(b) (repealed 1998). Rule 166b, in relevant part, allowed a
party to:

obtain discovery of the existence... and contents of any and all documents, (including
papers, books, accounts, drawings, graphs, charts, photographs, electronic or video-
tape recordings, and any other data compilations from which information can be ob-
tained and translated, if necessary, by the person from whom production is sought,
into reasonably usable form) and any other tangible things which constitute or contain
matters relevant to the subject matter in the action.

Id.; see City of Dallas v. Ormsby, 904 S.W.2d 707, 710-11 (Tex. App.-Amarillo 1995, writ
denied) (affirming sanctions for failure to produce the relevant record, in response to a
request for production, by supplying the requested information in a handwritten note in-
stead of securing a computer printout).

30. TEX. R. Civ. P. 192 cmt. 2.
31. See In re CI Host Inc., 92 S.W.3d 514, 516-17 (Tex. 2002) (concluding that the trial

court did not abuse its discretion in ordering the production of backup tapes).
32. TEX. R. CIv. P. 196.4.
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ELECTRONIC DISCOVERY

specify that electronic data be searched and produced, and must
specify the form of production.33 The Texas Supreme Court's com-
ments to the rule also suggest that the requesting party must spec-
ify the "extraordinary steps" necessary for retrieval and, if
necessary, translation.34 While "extraordinary steps" do not in-
clude retrieval of documents available in the ordinary course of
business, the additional steps which qualify as "extraordinary" re-
main to be seen.

B. The Federal Rules of Civil Procedure

Under the Federal Rules of Civil Procedure, two rules govern
the production of electronic documents: Rule 26 and Rule 34(a).
The initial disclosure requirements of Rule 26 provide that:

Except ... to the extent otherwise stipulated or directed by order, a
party must, without awaiting a discovery request, provide to other
parties.. . (B) a copy of, or a description by category and location of,
all documents, data compilations, and tangible things that are in the
possession, custody, or control of the party and that the disclosing
party may use to support its claims or defenses, unless solely for
impeachment.35

The Advisory Committee notes to Rule 26 state, in part:
Subparagraph (B) is included as a substitute for the inquiries rou-
tinely made about the existence and location of documents and other
tangible things in the possession, custody, or control of the disclosing
party. Although, unlike subdivision (a)(3)(C), an itemized listing of
each exhibit is not required, the disclosure should describe and cate-
gorize, to the extent identified during the initial investigation, ...
computerized data and other electronically-recorded information

36

While Rule 26(a)(1)(B) does not require a responding party to
provide copies of the electronic data-the explicit "or" allows for a
mere description-it does allow the adverse party to know what
documents are potentially available. 7 Parties can then request
these documents through Rule 34(a), which provides that "[a]ny

33. Id.
34. TEX. R. Civ. P. 196.4 cmt. 3.
35. FED. R. Civ. P. 26(a)(1)(B).
36. FED. R. Civ. P. 26 advisory committee's note.
37. FED. R. Civ. P. 26; FED. R. Civ. P. 26 advisory committee's note.
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party may serve on any other party a request... to produce ... any
designated documents (including writings, drawings, graphs, charts,
photographs, phonorecords, and other data compilations from
which information can be obtained, translated, if necessary, by the
respondent through detection devices into reasonably usable
form)."38 Since 1970, courts have interpreted the broad definition
of "document" to include electronic documents.39 Furthermore,
the 1970 Rules Advisory Committee's notes explained:

The inclusive description of "documents" is revised to accord with
changing technology. It makes clear that Rule 34(a) applies to elec-
tronics [sic] data compilations from which information can be ob-
tained only with the use of detection devices, and that when the data
can as a practical matter be made usable by the discovering party
only through respondent's devices, respondent may be required to
use his devices to translate the data into usable form. In many in-
stances, this means that respondent will have to supply a print-out of
computer data.n°

From the above discussion, it seems clear that electronic docu-
ments are fair game for discovery requests. Again, the question
remaining is whether these documents must be provided.

C. Electronic or Paper?

As discussed above, Rule 196.4 of the Texas Rules of Civil Pro-
cedure does not give the responding party the luxury of deciding
the form in which it will produce electronic information.41 Re-
questing parties can now state in their requests that a responding
party should produce all responsive documents in electronic form
and may choose to do so in part because the responding party
keeps such records in electronic format in the ordinary course of its
business.

At least one Texas court has recognized the value of receiving
information in the electronic format used in the ordinary course of
business. In a prescient decision under the predecessor rule to

38. FED. R. Civ. P. 34(a).
39. See, e.g., Nat'l Union Elec. Corp. v. Matsushita Elec. Indus. Co., 494 F. Supp. 1257,

1262 (E.D. Pa. 1980) (recognizing that the 1970 Advisory Committee Notes view the term
"documents" to include electronic data).

40. Id. (quoting the 1970 Federal Rules Advisory Committee's notes).
41. TEX. R. Civ. P. 196.4.
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Texas's current rules on electronic discovery, the Texas Court of
Appeals in Amarillo affirmed sanctions against the defendant, the
City of Dallas, for failing to produce computer records of a city
inspector's field notes on a roadway that was the scene of a fatal
car accident at issue in the case.42 The court noted that Rule
167(1)(f) of the Texas Rules of Civil Procedure (now Rule
196.3(d)) required the city to produce documents as kept in the
"usual course of business. '4 3 Thus, the city's production of a mem-
orandum summarizing the city's search of its inspection records
was insufficient when the city ordinarily kept such records in an
electronic database.4 4 In particular, the memorandum failed to ex-
plain the codes used by the city in grading roadways, thereby dis-
guising the inspector's poor rating for the roadway.45 As electronic
discovery becomes more common, Texas courts might follow this
line of reasoning and rely upon the "usual course of business" re-
quirement to bolster decisions requiring production in electronic
form over a responding party's objection.

Federal courts generally seem concerned not with the exact form
of the data but with the ability of the requesting party to make use
of it. Responding parties in federal court generally have the option
of producing the data in either electronic or paper form, or both.
Sometimes however, parties are specifically interested in the data
in electronic form. For example, in National Union Electric Corp.
v. Matsushita Electric Industrial Co.,46 the responding party pro-
vided the requesting party with printouts of the requested data.47

The requesting party, claiming that the paper version of the data
was overly difficult to analyze, moved to compel the production of
the data in electronic form.48 The court reasoned that although the
paper version of the data was "reasonably usable"-and indeed,
the requesting party conceded that it could manually create a
database from the printouts-electronic data was the preferred

42. City of Dallas v. Ormsby, 904 S.W.2d 707, 712 (Tex. App.-Amarillo 1995, writ
denied).

43. Id. at 710.
44. Id. at 710-11.
45. Id. at 710.
46. 494 F. Supp. 1257 (E.D. Pa. 1980).
47. Nat'l Union Elec. Corp. v. Matsushita Elec. Indus. Co., 494 F. Supp. 1257, 1258

(E.D. Pa. 1980).
48. Id.
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method of production, because this method would allow the data
to be directly readable by the requesting party's computers. 49 As
such, the court ordered the responding party to produce a com-
puter-readable tape containing electronic versions of the data that
had already been provided in paper form. 0

Similarly, in American Brass v. United States,"' the responding
party produced computer printouts of the requested data, but did
not provide the electronic analogues. 52 The court, after emphasiz-
ing that "data released in an unusable form are . . . the equivalent
of no data at all,"53 concluded that providing thousands of pages of
computer printouts was an unreasonable way of responding to a
discovery request and that the responding party was obligated to
instead provide the data in a form readable by the requesting
party's computers.54

National Union involved statistical data regarding monthly sales
figures, model numbers, and production numbers.55  The distinc-
tion between paper and electronic, however, is not limited to num-
ber crunching. Electronic versions of data are not only easier to
decipher (as is the case with large amounts of numerical data), but
they are often less expensive to produce. In In re Bristol-Myers
Squibb Securities Litigation,56 the requesting party had agreed to a
per-page price for photocopies of the relevant data.57 It turned out
that the responding party did not disclose the fact that it had
scanned the documents in preparation for trial, and was producing
the data in paper form for less money than it would take to pro-
duce photocopies. Mindful of the desire for the "just, speedy,

49. Id. at 1262; see also Am. Bankers Ins. Co. of Fla. v. Caruth, 786 S.W.2d 427, 436
(Tex. App.-Dallas 1990, no writ) (reiterating that electronic data is the preferred medium
for producing data when the paper version is overly difficult to analyze). On appeal, the
court upheld the trial court's sanctions against the defendant for its defiance of an order to
produce information from an active computer database, rather than simply pointing the
plaintiff to over 30,000 boxes of paper residing in a warehouse. Id.

50. Nat'l Union, 494 F. Supp. at 1262.
51. 699 F. Supp. 934 (Ct. Int'l Trade 1988).
52. Am. Brass v. United States, 699 F. Supp. 934, 935 (Ct. Int'l Trade 1988).
53. Id. at 936 (quoting Timken Co. v. United States, 659 F. Supp. 239, 240 n.3 (Ct. Int'l

Trade 1987)).
54. Id. at 936-38.
55. Nat'l Union, 494 F. Supp. at 1262.
56. 205 F.R.D. 437 (D.N.J. 2002).
57. In re Bristol-Myers Squibb Secs. Litig., 205 F.R.D. 437, 439 (D.N.J. 2002).
58. Id. at 439.

[Vol. 37:119

16

St. Mary's Law Journal, Vol. 37 [2005], No. 1, Art. 2

https://commons.stmarytx.edu/thestmaryslawjournal/vol37/iss1/2



ELECTRONIC DISCOVERY

and inexpensive determination of every action, '5 9 the court held
that the requesting party was only required to pay the lower,
"blow-back" rate for the paper documents, not the higher "photo-
copy" rate to which it originally agreed. 60  The court noted that
Rule 26 requires the responding party to disclose the existence of
electronic versions of the document.6' The responding party had
not done so, and the court held it was not unfair to lessen the origi-
nally agreed-on rate for per-page production.62 More importantly,
the court required the responding party to provide electronic ver-
sions of the requested documents.63

Drawing on the precedent established in National Union, courts
have focused on the costs and efforts associated with the distinc-
tion between paper and electronic documents. In other words, in
seeking just, speedy, and inexpensive resolution to disputes, courts
have been willing to require production of electronic records in
lieu of, or in addition to, paper versions of the same data.64 Con-
versely, some courts have been reluctant to require the production
of electronic documents in the absence of a demonstrable need.65

Additionally, requesting parties may occasionally prefer having
data in paper form, especially when the electronic versions are
overly complex, difficult to read, or both.66 In these situations,
courts will again evaluate the burdens and costs associated with

59. Id. at 441.
60. Id.
61. Id.
62. In re Bristol-Myers, 205 F.R.D. at 441.
63. Id. at 444.
64. See, e.g., Storch v. IPCO Safety Prods., No. 96-7592, 1997 U.S. Dist. LEXIS 10118,

at *6 (E.D. Pa. July 16, 1997) (holding that a responding party who does not provide "suffi-
cient reasons [for] why it can not provide [the requested data] on [a] disk" can be required
to provide electronic versions).

65. See Williams v. Owens-Ill., Inc., 665 F.2d 918, 932-33 (9th Cir. 1982) (denying a
request for computerized data to supplement paper production because mere claims of
difficulty and expense do not, by themselves, warrant the compelling of electronic data
when paper versions have already been provided), modified on other grounds, No. 79-4110,
1982 WL 308873 (9th Cir. June 11, 1982); McNally Tunneling Corp. v. City of Evanston,
No. 00 C 6979, 2001 WL 1568879, at *14-15 (N.D. Ill. Dec. 10, 2001) (mem.) (refusing to
require a producing party to provide electronic data because the requesting party's claim
that electronic data would "be better" was not a compelling or well-reasoned justification
for the motion to compel).

66. See Sattar v. Motorola, Inc., 138 F.3d 1164, 1171 (7th Cir. 1998) (noting that the
appellant sought printouts of over 200,000 pages of e-mails after the respondent provided
electronic versions in a difficult-to-read four-inch tape).
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requiring paper production.67 In Sattar v. Motorola, Inc.,68 the
court gave the parties three options.69 Specifically, Motorola
could: (1) supply Sattar with machinery and software to read the
tapes; (2) provide the documents in a more accessible format such
as a CD-ROM; or (3) split the costs of paper production with Sat-
tar.70 In adopting this common sense approach to form of produc-
tion, the court was more concerned with ensuring a just, speedy,
and inexpensive result than with the form of the data.71

The form of production is not always a requesting party's prerog-
ative. For example, Rule 196.4 of the Texas Rules of Civil Proce-
dure allows a party to object to the form of production, forcing the
requesting party to seek judicial intervention.72 Similarly, some
federal courts have stressed that "neither the letter nor the spirit of
Rule 34 mandates that a party is entitled to production in its pre-
ferred format. ' 73  In Northern Crossarm Co. v. Chemical Special-
ties, Inc.,14 the responding party produced approximately 65,000
pages of e-mails in paper form, after which the requesting party
asked for electronic versions.75 Because the responding party's at-
torneys reviewed the documents in paper form prior to handing
them over, the court held that paper production was a reasonable
method and denied the motion to compel.76

67. See Gregory S. Johnson, A Practitioner's Overview of Digital Discovery, 33 GoNz.
L. REV. 347, 352-58 (1997) (discussing court decisions regarding the practicality of paper
versus electronic discovery).

68. 138 F.3d 1164 (7th Cir. 1998).
69. Sattar v. Motorola, Inc., 138 F.3d 1164, 1171 (7th Cir. 1998) (proposing the parties

settle their discovery method dispute by agreeing on one of three solutions created by the
court).

70. Id.
71. Id. The court placed more emphasis on a reasonable resolution than how the

parties exchanged discovery data. Id.; see Nat'l Union Elec. Corp. v. Matsushita Elec. In-
dus. Co., 494 F. Supp. 1257, 1263 (E.D. Pa. 1980) (requiring that actions be "just, speedy,
and inexpensive" (quoting FED. R. Civ. P. 1)).

72. TEx. R. Civ. P. 196.4.
73. N. Crossarm Co. v. Chem. Specialties, Inc., No. 03-C-415-C, 2004 U.S. Dist.

LEXIS 5381, at *2 (W.D. Wis. Mar. 3, 2004).
74. No. 03-C-415-C, 2004 U.S. Dist. LEXIS 5381 (W.D. Wis. Mar. 3, 2004).
75. N. Crossarm Co. v. Chem. Specialties, Inc., No. 03-C-415-C, 2004 U.S. Dist.

LEXIS 5381, at *2 (W.D. Wis. Mar. 3, 2004).
76. See id. at *1-5 (denying the plaintiff's motion to compel the electronic form of

documents upon finding that the defendant had provided documents in an appropriate
paper format).
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D. Native or Generic?

Once there has been a determination that the electronic version
of documents must be produced, the next issue comprises what
form those electronic documents will take." On one end of the
spectrum are imaged files of electronic documents.78 In their most
common embodiment, these files are in PDF or TIFF format.79

Generally, these documents are not text-searchable and are essen-
tially electronic photocopies. 80  Non-searchable documents can
present particular challenges to requesting parties because finding
relevant information among masses of paper printouts can be un-
duly cumbersome without the ability to search the documents using
keywords. 81 Typically, a responding party has an obligation to pro-
vide a "meaningful and detailed document index" when it supplies
a mass of electronic, non-searchable (or paper) files. 82 As compa-

77. See Steven C. Bennett, E-discovery by Keyword Search, 15 PRAC. LITIGATOR 7, 9
(2004) (addressing the difficulties encountered in controlling the electronic form of
records).

78. See 5 JACK B. WEINSTEIN & MARGARET A. BERGER, WEINSTEIN'S FEDERAL EvI-
DENCE § 900.01[3], at 9 (Joseph M. McLaughlin ed., Matthew Bender 2d ed. 2005) (ex-
plaining the relevance of imaged documents in electronic discovery).

79. See Adobe, http://www.adobe.com/products/acrobat/adobepdf.html (last visited
Oct. 12, 2005) (explaining the invention, utility, and purpose of Portable Document For-
mats (PDF files)) (on file with the St. Mary's Law Journal); The TIFF Image File Format,
Introduction http://www.ee.cooper.edu/courses/course-pages/past-courses/EE458/TIFF/
(last visited Oct. 12, 2005) (explaining the invention, utility, and purpose of Tagged Image
File Formats (TIFF files)) (on file with the St. Mary's Law Journal).

80. See 5 JACK B. WEINSTEIN & MARGARET A. BERGER, WEINSTEIN's FEDERAL Evi-
DENCE § 900.01[3], at 9, 13 (Joseph M. McLaughlin ed., Matthew Bender 2d ed. 2005)
(discussing the nature and capabilities of such file formats). Note, however, that PDFs
created from Microsoft Word documents often have text-searchable capabilities, and also
that many "image" files can be converted via optical character recognition (OCR), into
text-searchable formats. Id.

81. See Steven C. Bennett, E-discovery by Keyword Search, 15 PRAC. LITIGATOR 7, 11
(2004) (noting the problems accompanying a text search through numerous documents and
the inherent benefits of the keyword search capability).

82. See FED. R. Civ. P. 34 (requiring parties to produce documents in the form of the
usual course of business or to organize or label them as requested); In re Lorazepam &
Clorazepate Antitrust Litig., 300 F. Supp. 2d 43, 46 (D.D.C. 2004) (quoting plaintiff's mo-
tion to compel discovery, which stated that defendants owed plaintiffs a "meaningful and
detailed document index"); 5 JACK B. WEINSTEIN & MARGARET A. BERGER, WEINSTEIN'S
FEDERAL EVIDENCE § 900.01[3], at 9 (Joseph M. McLaughlin ed., Matthew Bender 2d ed.
2005) (describing the complexity and difficulty involved in sorting through voluminous
amounts of computer-based data).
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nies begin to expand their use of electronic data,8 3 and conse-
quently decrease their reliance on paper production, they will
begin to rely less on detailed indices and filing processes and more
on the ability of computers to search for keywords.84 Courts have
apparently recognized the benefits of electronic data storage and
adapted their jurisprudence accordingly.85

While ease of searching alone may not be a compelling enough
reason to compel production of electronic documents versus pa-
per,86 it may present a convincing argument for producing a search-
able electronic document versus a non-searchable one, especially if
the information is stored in a searchable format in the normal
course of business.87 Federal Rule 34(b) of the Federal Rules of
Civil Procedure provides that "[a] party who produces documents
for inspection shall produce them as they are kept in the usual
course of business or shall organize and label them to correspond
with the categories in the request.18 8 As applied to electronic doc-

83. See Gregory S. Johnson, A Practitioner's Overview of Digital Discovery, 33 GONZ.
L. REV. 347, 352-58 (1997) (illustrating the ever-increasing use of computers and electronic
data among businesses and individuals). In 1998, some estimated that one-third of a typi-
cal modern American enterprise's business and technical data is stored in electronic form
and never becomes printed; in recent years this figure has likely increased considerably.
Id. at 348.

84. See generally Steven C. Bennett, E-discovery by Keyword Search, 15 PRAC. LITI-
GATOR 7, 7 (2004) (discussing the future propensity of the keyword search).

85. See Nat'l Union Elec. Corp. v. Matsushita Elec. Indus. Co., 494 F. Supp. 1257,
1262-63 (E.D. Pa. 1980) (recognizing the need for courts to adapt to increasing use of
electronic discovery); Gregory S. Johnson, A Practitioner's Overview of Digital Discovery,
33 GoNz. L. REV. 347, 352-53 (1998) (stating that the court granted the defendant's re-
quest to receive the electronic version of documents that the defendant already had in hard
copy form (citing Nat'l Union, 494 F. Supp. at 1260-61)); 5 JACK B. WEINSTEIN & MAR-
GARET A. BERGER, WEINSTEIN's FEDERAL EVIDENCE § 900.01[3], at 18 (Joseph M. Mc-
Laughlin ed., Matthew Bender 2d ed. 2005) (noting the continuous evolution of legal
procedures and practice in order to maintain effectiveness in an advancing technological
environment).

86. See McNally Tunneling Corp. v. City of Evanston, No. 00 C 6979, 2001 WL
1568879, at *3 (N.D. Ill. Dec 7, 2001) (discussing electronic production versus paper
production).

87. See Zakre v. Norddeutsche Landesbank Girozentrale, No. 03 Civ. 0257 (RWS),
2004 U.S. Dist. LEXIS 6026, at *3 (S.D.N.Y. Apr. 9, 2004) (holding that the defendant
fulfilled its production obligations when it provided over 200,000 e-mails in electronic, text-
searchable format, especially since the e-mails were being provided in the same format in
which they were kept "in the usual course of business").

88. FED. R. CIv. P. 34(b).
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uments, this provision may require a responding party to supply
text-searchable copies of e-mails and other documents.89

There are some issues to contend with under Rule 34(b). Data
stored "in the usual course of business '"90 sometimes incorporates
proprietary software or database systems. Responding parties may
be reluctant to hand over these proprietary systems to requesting
parties for fear of losing trade secrets or other intellectual prop-
erty. For example, in In re Honeywell International, Inc. Securities
Litigation,91 the defendant provided over 60,000 hard copies of
documents that were produced from data contained in the defen-
dant's proprietary computer systems. 92 In finding the paper pro-
duction insufficient, the court stressed that the defendant did not
produce the documents in the manner in which they were usually
kept. 93 The court rejected the defendant's argument about pre-
serving proprietary technology because adequate measures could
be or had been implemented to ensure the protection of the intel-
lectual property.94 The court also gave the defendant the option of
converting the information into a format that would be accessible
with commercially available software.95

The main issue in Honeywell seems to have been the ability of
the requesting party to access and decipher the produced docu-
ments. The court implied that the primary concern was the ability
of the requesting party to find the relevant information contained
in over 60,000 documents. The defendant in Honeywell did not
provide a meaningful index to the documents and had instead
given "hieroglyphic indices that render[ed] the workpapers essen-
tially incomprehensible. ' 96 While emphasizing that providing the
documents in an electronic, searchable form would cure such a de-

89. See Zakre, 2004 U.S. Dist. LEXIS 6026, at *3 (finding a party who provided
thousands of documents on a CD-ROM in a text-searchable format satisfied its discovery
obligations).

90. FED. R. Civ. P. 34(b).
91. No. M8-85 WHP, 2003 U.S. Dist. LEXIS 20602 (S.D.N.Y. Nov. 18, 2003).
92. In re Honeywell Int'l, Inc. Sees. Litig., No. M8-85 WHP, 2003 U.S. Dist. LEXIS

20602, at *2-5 (S.D.N.Y. Nov. 18, 2003).
93. Id. at *5.
94. Id. at *8 n.1.
95. Id. at *5 (implying the defendant could have produced PDF documents that would

have protected the integrity of the information, although the court did not explicitly rule
on this issue).

96. Id. at *6.
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fect, the court held that the defendant was "obligated to produce
its workpapers in electronic form '97 so that the requesting party
could find the relevant information.98

At the other end of the spectrum-the "opposite" of image
files-are situations where the requesting party is given access to
the responding party's computer systems. As in Honeywell, re-
sponding parties may dislike such an arrangement for fear of losing
trade secrets or other proprietary software. They may also fear dis-
closure of privileged or confidential information. Some courts
have come to the aid of responding parties by holding that an order
granting access to a party's computer system "must define parame-
ters of time and scope and must place sufficient access restrictions
to prevent compromising.., confidentiality and to prevent harm to
the computer and databases." 99

Another issue associated with producing electronic information
in its native format is that the producing party is unable to police
the produced documents in the manner that Bates-numbered pa-
per documents or TIFF images can be policed. When documents
are produced in native format as opposed to a stable, unalterable
format such as TIFF images, the potential for inadvertent or pur-
poseful alteration arises. In a deposition, how would counsel know
when his client is confronted with a Microsoft Excel spreadsheet
printed by opposing counsel from a produced native file that it is a
"true and correct copy" of what was produced? The same holds
true for trial exhibits, especially spreadsheets or other large data
compilations. For example, a formula could be changed in the
background of a spreadsheet to show a different result on a calcu-
lation in the courtroom than would have been the case with the
unaltered document. Counsel would be well advised to consider
these issues when negotiating whether electronic information
should be produced in native format.

97. In re Honeywell, 2003 U.S. Dist. LEXIS 20602, at *5.
98. Id.
99. S. Diagnostics Assocs. v. Bencosme, 833 So. 2d 801, 803 (Fla. Dist. Ct. App. 2002)

(per curiam) (quoting Strasser v. Yalamanchi, 669 So. 2d 1142, 1145 (Fla. Dist. Ct. App.
1996)).

[Vol. 37:119
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V. THE ROLE OF METADATA

Metadata is commonly known as "data about data." It is infor-
mation stored as part of the file that provides details such as who
authored or edited a document, as well as when and what revisions
have been made. As software becomes more advanced, increasing
amounts of metadata are being generated, causing numerous head-
aches for unwitting professionals. 100 Though there are many ways
to "clear" documents of their metadata, many people do not take
such steps, and the default setting in Microsoft Word is such that
this potentially revealing data is generated automatically.

Very few courts have addressed the issue of when metadata has
to be preserved during litigation. One court that addressed the is-
sue held that "when a party is ordered to produce electronic docu-
ments as they are maintained in the ordinary course of business,
the producing party [has an obligation to produce] metadata intact,
unless that party timely objects to production of metadata, the par-
ties agree that the metadata should not be produced, or the pro-
ducing party requests a protective order." 101  Commentators
suggest that courts will not require production of metadata unless
"a particularized need is shown. '"102

100. See Michael Faulkner & Eric Goldman, The Battle over UNIX: SCO v. Linux,
AIX and the Open Source Community, CYBERSPACE LAW., June 2004, at 3 (noting that an
enterprising journalist analyzed the metadata from a file associated with a lawsuit filed by
Caldera Systems, Inc., doing business as The SCO Group, against DaimlerChrysler in
which "it was discovered that SCO initially planned to sue Bank of America instead of
DaimlerChrysler"); Bradley J. Fikes, Attorney General Parrots Music Industry, N. COUNTY
TIMES, Mar. 23, 2004, http://www.nctimes.com/articles/2004/03/23/news/columnists/silicon-
beach/3_23_046_30 27.txt (discussing how the California attorney general was recently em-
barrassed when it was discovered that a letter he had written that railed against peer-to-
peer (p2p) networks had metadata that indicated the letter might have actually been writ-
ten by a representative from the Motion Picture Association of America) (on file with the
St. Mary's Law Journal).

101. Williams v. Sprint/United Mgmt. Co., No. Civ.A.03-2200-JWLDJW, 2005 WL
2401626, at *11 (D. Kan. Sept. 29, 2005). But see Momah v. Albert Einstein Med. Ctr., 164
F.R.D. 412, 418 (E.D. Pa. 1996) (requiring the production of information regarding the
dates that certain documents were created because it was reasonably calculated to produce
evidence that was relevant to the plaintiff's employment discrimination suit); Munshani v.
Signal Lake Venture Fund II, LP, 13 Mass. L. Rptr. 732 (Super. Ct. 2001) (admitting an
expert's report that indicated the plaintiff had fabricated e-mails and defrauded the court).

102. Anthony J. Marchetta et al., Electronic Data Production - Courts Begin to Set
Parameters - Part I, METROPOLITAN CORP. COUNS., Jan. 2004, at 8; see also The Sedona
Principles: Best Practices, Recommendations & Principles for Addressing Electronic Docu-
ment Discovery 41 (Sedona Conference Working Group Series 2004), available at http://
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VI. REVISIONS TO THE FEDERAL RULES AND THE CIVIL
DISCOVERY STANDARDS

The Federal Rules of Civil Procedure may be amended to re-
quire that the form of production be a subject of the Rule 26(f)
discovery conference. 10 3 In the May 17, 2004 Civil Rules Advisory
Committee Report, the Committee suggested amending Rule 26(f)
to require the parties to discuss "any issues relating to the disclo-
sure or discovery of electronically stored information, including the
form in which it should be produced."' 10 4

Further, the ABA's Civil Discovery Standards include a compre-
hensive outline of the topics to be discussed during a discovery
conference. 0 5 The outline directs practitioners to confer concern-
ing the scope of electronic discovery that will be necessary during
litigation. This discussion should be specific regarding the subject
matter, time periods, and identification of persons or groups from
whom discovery may be sought. The outline also provides a de-
tailed list of the types of responsive electronic data that could be
covered by a discovery request, including e-mail, graphics,

www.thesedonaconference.org/content/miscFiles/SedonaPrinciples2004Ol.pdf (suggesting
there should not be a duty to preserve or produce metadata unless it is known to be
relevant).

103. See FED. R. Civ. P. 26(f) (providing the rules for party conferences for the pur-
pose of developing a discovery plan).

104. Memorandum from the Honorable Lee H. Rosenthal, Chair, Advisory Commit-
tee on Federal Rules of Civil Procedure to the Honorable David F. Levi, Chair, Standing
Committee on Rules of Practice & Procedure (May 17, 2004), at 24, http://www.uscourts.
gov/rules/comment2005/CVAugO4.pdf (on file with the St. Mary's Law Journal); Memoran-
dum from the Ninth Circuit Advisory Board on Proposed Model Local Rule on Electronic
Discovery to the Ninth Circuit and District Courts in the Ninth Circuit (May 26, 2004), at 4,
http://www.krollontrack.com/library/9thCirDraft.pdf (on file with the St. Mary's Law Jour-
nal). See generally 28 U.S.C. § 2071 (1988) (explaining how the public comment process on
proposed amendments works); 28 U.S.C. § 2073 (1994) (stating that should the Standing
Committee approve the amendments, the next step will be to submit the rules to the Judi-
cial Conference for approval); see also U.S. Courts, Federal Rulemaking, http://www.us
courts.gov/rules/#judicial0905 (noting that the Judicial Conference met on September 20,
2005, and approved both the recommendations of the Committee on Rules of Practice and
Procedure (the "Standing Committee") and the proposed amendments to Rules 26, 34, and
45, among others) (on file with the St. Mary's Law Journal). Next in the rule amendment
process, the "proposed amendments will be transmitted to the Supreme Court with a rec-
ommendation that they be approved." Id. Specific information on these pending rules and
the status of other amendments can be found by selecting the "Pending Rules Amend-
ments Awaiting Final Action" hyperlink in the upper left corner of the web page. Id.

105. See Appendix A (containing excerpts of the technology section of the ABA Civil
Discovery Standards).
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voicemail and a host of other possible sources of information. Ac-
cess is a critical component of the outline, and it is suggested that
practitioners discuss where responsive electronic data may be
found, such as databases, networks, servers, archives, and a variety
of other locations.

As mentioned above, the Civil Rules Advisory Committee sug-
gested amending Rule 34(b) of the Federal Rules of Civil Proce-
dure1 0 6 to allow the requesting party to "specify the form in which
electronically stored information is to be produced."' 7 The Com-
mittee also suggested revising Rule 34(b) to provide that if the re-
questing party does not specify the form in which electronically
stored information is to be produced, the producing party "must
produce it in a form in which the producing party ordinarily main-
tains it, or in an electronically searchable form." 108

Similarly, the ABA's Civil Discovery Standards include provi-
sions regarding the form of production of electronic information.'0 9

The amendment suggests that a party should specify the format in
which they wish to receive the information, whether it be in hard
copy, electronic form or both. Moreover, the amendment includes
a discussion regarding the request of metadata, as well as the
software necessary to retrieve and understand the electronic data.

106. FED. R. Civ. P. 34(b).
107. See Memorandum from the Honorable Lee H. Rosenthal, Chair, Advisory Com-

mittee on Federal Rules of Civil Procedure to the Honorable David F. Levi, Chair, Stand-
ing Committee on Rules of Practice & Procedure (May 17, 2004), at 40, http://www.us
courts.gov/rules/comment2005/CVAugO4.pdf (containing the proposed amendment) (on
file with the St. Mary's Law Journal).

108. Id. at 41; see also Memorandum from the Ninth Circuit Advisory Board on Pro-
posed Model Local Rule on Electronic Discovery to the Ninth Circuit and District Courts
in the Ninth Circuit (May 26, 2004), at 5, http://www.krollontrack.com/library/9thCirDraft.
pdf (stating that Local Rule 3 requires "[e]lectronic documents [to] be produced in elec-
tronic form (including metadata) absent specific objection, agreement of parties, or order
of the court") (on file with the St. Mary's Law Journal). Additionally, Local Rule 4 re-
quires that "[e]ach response to a discovery request that includes data and documents re-
covered by such an electronic search shall include a statement identifying the electronic
media searched; the selection criteria; the methodology incorporated; and the technologies
(including the identity of the software) utilized." Id.

109. See Appendix A (containing excerpts of the technology section of the ABA Civil
Discovery Standards).
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VII. PAYING FOR DISCOVERY OF ELECTRONIC INFORMATION:
COST SHIFTING

The presumption under both the Federal Rules of Civil Proce-
dure and the Texas Rules of Civil Procedure is that the responding
party bears the expense for the cost of producing requested discov-
ery.110 This presumption can sometimes seem unfair, especially
when the electronic information being sought is difficult to retrieve
or is voluminous. The costs of conducting such discovery can be
significant. In fact, corporate counsel have reacted to this concern
in a survey on discovery of electronic information conducted by the
ABA, wherein approximately 10% of the 326 corporate counsel
responding reported settling a case rather than incurring the costs
associated with electronic discovery. 1 '

In cases involving particularly onerous electronic discovery re-
quests, federal courts, applying balancing techniques provided by
the Federal Rules of Civil Procedure, sometimes apportion the
costs between the parties using a procedure called "cost shifting"
under which some or all of the cost of production is shifted to the
requesting party.112 The proper way to request cost shifting is
through a motion for protective order," 3 including a particularized
showing of the cost to be shared." 4

110. FED. R. Civ. P. 26; TEX. R. Civ. P. 196.6; see Oppenheimer Fund Inc. v. Sanders,
437 U.S. 340, 358 (1978) (interpreting Rule 26 of the Federal Rules of Civil Procedure).

111. See Jason Krause, Some Cases Settle to Avoid E-Discovery Costs, ABA J. E-REP.,
Mar. 25, 2005, at 4 (reporting the surprising results of ABA's survey on e-discovery costs);
see also Greg Lederer, Proposed Amendments to the Federal Rules of Civil Procedure: E-
Discovery Is Not Limited to "Big" Lawsuits, E-DIsCOVERY STANDARD, Winter 2005, at 4, 9
(commenting on the disproportionate economic impact that electronic discovery has on
small businesses).

112. See Hagemeyer N. Am., Inc. v. Gateway Data Scis. Corp., 222 F.R.D. 594, 601-03
(E.D. Wis. 2004) (discussing the various methods used by federal courts to address the
issue of cost shifting).

113. Id. at 599 (treating an affirmative argument for cost shifting in response to a
motion to compel as a motion for protective order).

114. See Thompson v. United States Dep't of Hous. & Urban Dev., 219 F.R.D. 93, 99
(D. Md. 2003) (describing other measures, limited only by "the court's own imagination,"
that it could take to lessen the burden of discovery). The Thompson opinion reads:

The court can, for example, shift the cost, in whole or part, of burdensome and expen-
sive Rule 34 discovery to the requesting party; it can limit the number of hours re-
quired by the producing party to search for electronic records; or it can restrict the
sources that must be checked. It can delay production of electronic records in re-
sponse to a Rule 34 request until after the deposition of information and technology
personnel of the producing party, who can testify in detail as to the systems in place, as

[Vol. 37:119
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According to one court, "the most typical case in which elec-
tronic or digital discovery disputes arise involves the expense asso-
ciated with compliance, and the issue to whom that expense, if
production is ordered, should properly be allocated."'1 15 To that
end, Texas Rule of Civil Procedure 196.4 explicitly requires a court
to shift the costs "of any extraordinary steps required to retrieve
and produce information" to the requesting party in any case in
which the court orders a responding party to produce electronic
data over the responding party's objection.' 1 6

As mentioned in Part IV, the question of what activities qualify
as "extraordinary steps" under Rule 196.4 remains unresolved at
the time of this writing. Also unresolved is the question of whether
a court may shift attorneys' fees incurred by the responding party
in the process of completing any "extraordinary steps." However,
a recent case from the Texas Court of Appeals in Houston suggests
that courts may be inclined to answer "no." In BASF Fina Petro-
chemicals Limited Partnership v. H.B. Zachary Co.,117 BASF
sought reimbursement from H.B. Zachary Company for the costs
of producing documents in response to a subpoena. 118 BASF was
not a party to the underlying litigation and claimed that pursuant
to Rule 203.5(f) of the Texas Rules of Civil Procedure, H.B.
Zachary Company was obligated to compensate BASF for the rea-
sonable costs of its production-including its attorneys' fees. 19

The court of appeals affirmed the trial court's refusal to shift
BASF's attorneys' fees, noting, "Texas courts have consistently
maintained that, in the absence of any authority explicitly authoriz-
ing an award of attorneys' fees, such an award is not recoverable,

well as to the storage and retention of electronic records, enabling more focused and
less costly discovery. A court also can require the parties to identify experts to assist
in structuring a search for existing and deleted electronic data and retain such an ex-
pert on behalf of the court.

Id.
115. Cornell Research Found., Inc. v. Hewlett Packard Co., 223 F.R.D. 55, 74

(N.D.N.Y. 2003).
116. TEX. R. Civ. P. 196.4.
117. 168 S.W.3d 867 (Tex. App.-Houston [1st Dist.] 2004, pet. filed).
118. BASF Fina Petrochemicals Ltd. P'ship v. H.B. Zachary Co., 168 S.W.3d 867, 869-

70 (Tex. App.-Houston [1st Dist.] 2004, pet. filed).
119. See id. at 871-72 (describing how BASF argued that Rule 205.3(f) demanded

Zachary to reimburse all of BASF's reasonable costs of production, because BASF was a
nonparty); see also TEX. R. Civ. P. 205.3(f) (noting that "[a] party requiring production of
documents by a nonparty must reimburse the nonparty's reasonable costs of production").
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either against an opposing party or as a 'cost of production."12
Like Rule 203.5(f), Rule 196.4 does not "explicitly authoriz[e] an
award of attorneys' fees," and the BASF decision almost certainly
paves the way for a similar prohibition on shifting the costs of at-
torneys' fees incurred in the process of extraordinary measures
taken to produce electronic information.1 2 1  Such a ruling would
almost undermine the benefit of cost shifting, as attorneys' fees will
generally be far and away the greatest cost of producing electronic
information.

To understand the basis for cost shifting under the federal rules,
it is useful to review the rules governing production of electronic
information. Rule 26(b)(1) defines the scope of discovery "regard-
ing any matter, not privileged, that is relevant to the claim or de-
fense of any party . . . . Relevant information need not be
admissible at the trial if the discovery appears reasonably calcu-
lated to lead to the discovery of admissible evidence. 1 2 2

This broad scope of discovery is tempered by Rule 26(b)(2),
which provides:

The frequency or extent of use of the discovery methods otherwise
permitted under these rules and by any local rule shall be limited by
the court if it determines that: (i) the discovery sought is unreasona-
bly cumulative or duplicative, or is obtainable from some other
source that is more convenient, less burdensome, or less expensive;

120. BASF Fina, 168 S.W.3d at 873.
121. But see id. at 873 (leaving at least a narrow opening for a responding party to

distinguish the case for shifting attorneys' fees for extraordinary electronic-production
measures from the situation in BASF). The court's opinion noted:

[A]lthough [BASF], albeit prudently, sought legal advice regarding potentially privi-
leged or confidential documents, the expense of obtaining this advice was incurred to
protect the interests of [BASF], not to facilitate compliance with Zachary's subpoena
and the actual production of the documents in question. Such attorneys' fees were
not, strictly speaking, 'costs of production.'

Id. at 874. Because the law surrounding electronic discovery is so undeveloped, a respond-
ing party seeking reimbursement for attorneys' fees under Rule 196.4 of the Texas Rules of
Civil Procedure might argue that advice of counsel is necessary to ensure compliance with
document requests seeking electronic information. Id. One could possibly counter this
argument, however, by again pointing to the court's strict adherence to the precedent that
a rule must specifically provide for shifting attorneys' fees. See id. at 872-73 (noting that
attorney's fees cannot be recovered unless a contract between the parties or a statute al-
lows for such recovery); cf. id. at 874 ("We must presume that, had the Texas Supreme
Court intended for nonparties to recover their attorneys' fees as 'costs of production,' it
could have expressly provided for the recovery of such fees ... .

122. FED. R. Civ. P. 26(b)(1).
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(ii) the party seeking discovery has had ample opportunity by discov-
ery in the action to obtain the information sought; or (iii) the burden
or expense of the proposed discovery outweighs its likely benefit,
taking into account the needs of the case, the amount in controversy,
the parties' resources, the importance of the issues at stake in the
litigation, and the importance of the proposed discovery in resolving
the issues. The court may act upon its own initiative after reasonable
notice or pursuant to a motion under Rule 26(c). a2 3

Additionally, Rule 26(c) provides that a court "may make any
order which justice requires to protect a party or person from an-
noyance, embarrassment, oppression, or undue burden or
expense."

Federal courts have "attempted to fashion reasonable limits that
will serve the legitimate needs of the requesting party for informa-
tion, without unfair burden or expense to the producing party.''1 24

The courts have developed a number of analytical approaches. 25

The courts of the Southern District of New York have recently
considered both the issue of the proper analysis under the Federal
Rules of Civil Procedure for determining whether cost shifting
should be applied, and if so, the amount of cost that should be
shifted. The Zubulake I court developed a new construct for ana-
lyzing cost shifting for the production of electronic information by
applying the cost-shifting provisions from Rule 26.126 In Zubulake
I, the plaintiff had promulgated a document request for "all docu-
ments... by or between" the defendant's employees and the plain-

123. FED. R. Civ. P. 26(b)(2).
124. Thompson v. United States Dep't of Hous. & Urban Dev., 219 F.R.D. 93, 97-98

(D. Md. 2003).
125. See id. (citing McPeek v. Ashcroft, 202 F.R.D. 31 (D.D.C. 2001) (applying the

Federal Rule 26(b)(2) balancing factors and discussing other methods such as the "margi-
nal utility" analysis). The Ninth Circuit Proposed Model Local Rule 5 provides another
cost-shifting construct:

Rule 5: Absent a specific objection, agreement of the parties or order of the court, the
reasonable costs of retrieving and reviewing electronic data and documents from ac-
tive data files shall be borne by the responding party. Absent special circumstances,
the costs of retrieving and reviewing electronic data and documents from non-active
sources shall be borne by the requesting party.

Memorandum from the Ninth Circuit Advisory Board on Proposed Model Local Rule on
Electronic Discovery to the Ninth Circuit and District Courts in the Ninth Circuit (May 26,
2004), at 5, http://www.krollontrack.com/library/9thCirDraft.pdf (on file with the St. Mary's
Law Journal).

126. FED. R. Civ. P. 26.
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tiff.'27 The defendant responded by producing a few hundred
pages of documents.128 The plaintiff was not satisfied with this pro-
duction, and after a heated dispute, the defendant agreed to search
for additional e-mails for selected individuals. 129 The defendant
did not produce any additional e-mails, insisting that the 100 pages
of e-mails that it had already produced were the complete produc-
tion.1 30 The defendant did not, however, search for responsive e-
mails on its backup tapes,'3 1 and explained that it had not done so
because "the cost of producing e-mails on backup tapes would be
prohibitive (estimated at the time at approximately
$300,000.00). ' 132 The plaintiff, knowing that additional responsive
e-mails must exist, objected to the defendant's non-production, 33

and the court was faced with just the sort of analysis that Rule
26(b)(2) contemplated.

The Zubulake I court's analysis was in two parts: First, should
discovery of the defendant's electronic data be permitted? Second,
should cost shifting be considered?

A. Determining Whether Discovery of the Electronic
Information Should Be Permitted

1. Determining Whether the Requested Electronic
Information Is Covered by Rule 34(a)

First, the Zubulake I court considered whether Rule 34(a) con-
templates the discovery of electronic information and determined
that it does.13 4

127. Zubulake v. UBS Warburg LLC (Zubulake 1), 217 F.R.D. 309, 312 (S.D.N.Y.
2003).

128. Id. at 312-13.
129. Id. at 313.
130. Id.
131. Id.
132. Zubulake I, 217 F.R.D. at 313.
133. Id.
134. Id. at 316-17 (quoting Rowe Entm't, Inc. v. William Morris Agency, Inc., 205

F.R.D. 421 (S.D.N.Y. 2002)).
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2. Determining Whether the Requested Electronic
Information Is Relevant

Second, the Zubulake I court considered whether the requested
e-mails from the backup tapes were relevant to the plaintiff's
claims. The court determined that they were.135

3. Determining Whether Any Arguments Against Production
Prevail

Finally, the Zubulake I court considered the producing party's
arguments against production. Generally, the arguments of the
producing party can be grouped under the factors listed in Rule
26(b)(2). 36 Rule 26(b)(2) provides that a court may limit discov-
ery if "the [d]iscovery [s]ought is unreasonably cumulative or du-
plicative, or is obtainable from some other source that is more
convenient, less burdensome, or less expensive." '137

In Zubulake I, the defendant attempted to make the "cumulative
or duplicative" argument, claiming that it had already produced all
of the responsive e-mails. The court rejected this argument be-
cause: (a) the defendant admitted that it had not searched the
backup tapes and had no way of knowing whether they contained
additional responsive e-mails; and (b) the plaintiff, an ex-employee
of the defendant's, produced hundreds of responsive e-mails from
her own records that should have appeared in the defendant's
records as well.138

Similarly, in Rowe Entertainment, Inc. v. William Morris Agency,
Inc. ,139 another cost-shifting case, the producing parties argued that
important e-mails were printed out and saved in files that had al-
ready been produced for inspection.14 ° The court rejected this ar-
gument on the grounds that: (a) "nearly one-third of all
electronically stored data is never printed out"; (b) the producing
parties did not allege that they had a corporate policy defining
which electronically stored data are "important" and should be

135. Id. at 317.
136. Cf. TEX. R. Civ. P. 193.1, 193.2(b), 193.3(a), 196.4 (detailing the procedures con-

cerning requested discovery, including responding and objecting to discovery requests).
137. FED. R. Civ. P. 26(b)(2)(i).
138. Zubulake I, 217 F.R.D. at 317.
139. 205 F.R.D. 421 (S.D.N.Y. 2002).
140. Rowe Entm't, Inc. v. William Morris Agency, Inc., 205 F.R.D. 421,428 (S.D.N.Y.

2002).
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printed out; and (c) it was unlikely that any electronic document
that would be relevant to the requesting party's cause of action,
which had to do with "discriminatory or anti-competitive prac-
tices," would be printed out and stored in a file. 1 '

In Cornell Research Foundation, Inc. v. Hewlett Packard Co.,142 a
patent case, the responding party argued that it "would be unduly
cumulative" to produce electronic discovery because it had gone to
great expense to: (a) "produce the requested information in tangi-
ble, hard copy format," and (b) "answer any questions and allevi-
ate any concerns regarding missing information or unreadable
specifications by responding to supplemental requests directed at
such problems.' 1 43 The court agreed that Hewlett Packard had
"indeed gone to great expense and effort to provide the plaintiffs
with the sought-after information in a format which is understanda-
ble and complete. ' '144 Nevertheless, the court decided that some of
the requested information should be produced because it was "crit-
ical to the question of infringement. 145

Federal Rule of Civil Procedure Rule 26(b)(2) also provides that
a court may limit discovery when "the party seeking discovery has
had ample opportunity by discovery in the action to obtain the in-
formation sought; 146 or the burden or expense of the proposed dis-
covery outweighs its likely benefit.' '1 47

The producing parties in Rowe attempted to avoid production
under the above rule, claiming that a search of their e-mails would
be unlikely to produce responsive information because their em-
ployees did little business by e-mail. 48 The court rejected this ar-
gument as "undocumented and ... contradicted by data proffered
by" the same producing parties, both of whom offered indications
of substantial use of e-mail.

141. Id.; accord Murphy Oil USA, Inc. v. Fluor Daniel, Inc., No. Civ.A. 99-3564, 2002
WL 246439, at *5 (E.D. La. Feb. 19, 2002) (discussing the balanced approach that courts
have applied and the factors considered).

142. 223 F.R.D. 55 (N.D.N.Y. 2003).
143. Cornell Research Found., Inc. v. Hewlett Packard Co., 223 F.R.D. 55, 74

(N.D.N.Y. 2003).
144. Id.
145. Id.
146. FED. R. Civ. P. 26(b)(2)(ii).
147. FED. R. Civ. P. 26(b)(2)(iii).
148. Rowe Entm't, Inc. v. William Morris Agency, Inc., 205 F.R.D. 421,428 (S.D.N.Y.

2002).
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The producing parties in Rowe also argued that the requested
production violated the privacy rights of the corporate producing
party because the privacy rights of the corporation should out-
weigh the right of the requesting party to discovery. The court re-
jected this argument, reasoning that the privacy rights of the
corporate producing party were adequately protected by the confi-
dentiality order issued in the case. 14 9

Additionally, the producing parties in Rowe argued that the re-
quested production violated the privacy rights of the employees
within the corporate producing party. The court rejected this argu-
ment as well, reasoning that: (a) the privacy interests of employees
are "severely limited"; (b) the producing parties had made no ef-
fort to exclude from production paper records that invoked the
same privacy concerns; and (c) "an employee who uses his or her
employer's computer for personal communications assumes some
risk that they will be accessed by the employer or by others. 150

The producing parties in Rowe, Zubulake I, and other cases also
argued that the cost of the requested production would be prohibi-
tively expensive, claiming respective costs of $395,944,151
$247,000,152 $395,000,153 $403,000,154 $300,000,155 and $249,000.156
The Rowe court, Zubulake I court, and other courts have dealt with
the concern over production costs through cost shifting.

B. Determining Whether Cost Shifting Should Be Considered

1. Is the Producing Party Requesting Cost Shifting?

Typically, the answer to this question is clear. The requesting
party requests production of electronic information, and the pro-

149. Id.
150. Id.
151. Id. at 425.
152. Id.
153. Rowe, 205 F.R.D. at 426.
154. Id.
155. Zubulake v. UBS Warburg LLC (Zubulake I), 217 F.R.D. 309, 313 (S.D.N.Y.

2003).
156. Wiginton v. CB Richard Ellis, Inc., 229 F.R.D. 568, 570 (N.D. Ill. 2004) (involving

an original cost estimate of $46,000 to $61,000 to produce documents that was subsequently
revised to $249,000).
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ducing party asks the court to shift some or all of the cost of pro-
duction to the requesting party.' 57

In a less obvious example, the producing party offered to make
available the requested electronic information at its facility, com-
plete with an index and an engineer to help with the production.
The requesting party objected that the producing party was at-
tempting to improperly shift the cost of production. The court
agreed, ruling that "requiring [the requesting party] to travel to
[the producing party's] facilities to extract and copy the requested
[electronic information] amounts to cost-shifting in that ...(the
requesting party) would bear the cost of production. 15 8

2. Rowe: Cost Shifting Should Always Be Considered

Rowe has been read to require that cost shifting be considered
when discovery of electronic data is involved. 15 9 The court rejected
the bright-line rules that cost shifting should never be applied and
that it should always be applied. 6 ° Instead, it adopted a balancing
approach based on an eight-factor test that the court created.161

157. Id. at 571-72 (explaining that cost shifting does not describe shifting the costs to
the producing party, as the producing party is presumed to bear the cost of responding to
discovery requests).

[The responding party] discusses each factor in terms of whether it weighs in favor of
cost-shifting to itself. The presumption is, of course, that the responding party pays
for discovery costs, so the question for this [c]ourt is whether [the responding party]
has met its burden to prove that the factors weigh in favor of shifting costs to [the
requesting party].

Id. at 575 n.16.
158. OpenTV v. Liberate Techs., 219 F.R.D. 474, 476 (N.D. Cal. 2003).
159. See Rowe Entm't, Inc. v. William Morris Agency, Inc., 205 F.R.D. 421, 429

(S.D.N.Y. 2002) (suggesting that the retaining party should not "necessarily bear the cost
of producing" electronic information); cf. Zubulake v. UBS Warburg LLC (Zubulake I),
217 F.R.D. 309, 318 (S.D.N.Y. 2003) (citing Murphy Oil USA, Inc. v. Fluor Daniel, Inc.,
No. Civ.A. 99-3564, 2002 WL 246439, at *3 (E.D. La. Feb. 19, 2002)) (noting that other
courts have interpreted Rowe to mean that cost shifting should always be applied). But see
Multitechnology Servs., L.P. v. Verizon Sw., No. Civ.A. 4:02-CV-702-Y, 2004 WL 1553480,
at *1 (N.D. Tex. July 12, 2004) (explaining that Zubulake I "is a district court opinion
without binding authority"). The Multitechnology court applied the Zubulake I analytical
construct in determining whether cost shifting should be done. Id. at *2.

160. Rowe, 205 F.R.D. at 429.
161. Id.; see infra text accompanying note 173 (listing the eight factors Rowe

considered).
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3. Zubulake I: Cost Shifting Should Be Considered Only
When Data Is Inaccessible

The Zubulake I court followed a different course. The court
shifted the focus back to the Federal Rules of Civil Procedure,
holding that:

[C]ost-shifting should be considered only when electronic discovery
imposes an "undue burden or expense" on the responding party.
The burden or expense of discovery is, in turn, "undue" when it
"outweighs its likely benefit, taking into account the needs of the
case, the amount in controversy, the parties' resources, the impor-
tance of the issues at stake in the litigation, and the importance of
the proposed discovery in resolving the issues. "162

The Zubulake I court ruled that "whether production of docu-
ments is unduly burdensome or expensive turns primarily on
whether it is kept in an accessible or inaccessible format (a distinc-
tion that corresponds closely to the expense of production), ' 63 and
that "[w]hether electronic data is accessible or inaccessible turns
largely on the media on which it is stored. '164

The court then identified five different categories of data:
1. Active, on[-]line data;
2. Near-line data;
3. Off[-]line storage/archives;
4. Backup tapes; and
5. Erased, fragmented, or damaged data. 165

The court reasoned that the first three categories are typically
identified as accessible and the last two as inaccessible, where:

The difference between the two classes is easy to appreciate. Infor-
mation deemed "accessible" is stored in a readily usable format. Al-
though the time it takes to actually access the data ranges from
milliseconds to days, the data does not need to be restored or other-
wise manipulated to be usable. "Inaccessible" data, on the other
hand, is not readily usable. Backup tapes must be restored using a
process similar to that previously described, fragmented data must

162. Zubulake v. UBS Warburg LLC (Zubulake 1), 217 F.R.D. 309, 318 (S.D.N.Y.
2003) (citing FED. R. Civ. PROC. 26(c) and 26(b)(2)(iii)) (footnotes omitted).

163. Id.
164. Id.
165. Id. at 318-19.
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be de-fragmented, and erased data must be reconstructed, all before
the data is usable. That makes such data inaccessible. 66

Another court ruled that data is inaccessible when: (a) it is nec-
essary for the requesting party to inspect the data at the producing
party's facilities; and (b) the process of extracting each of 100 in-
stances of requested electronic information would require "be-
tween 1.25 and 1.5 hours," amounting to "between 125-150 hours
of work. ' 167 The court found "such time requirements to be un-
duly burdensome and potentially expensive, and thus contrary to
Rule 26(b)(2)(iii)," and consequently that "the requested elec-
tronic data is stored in an inaccessible format for the purposes of
discovery. ,168

The Zubulake I court ruled that it is appropriate to consider cost
shifting only if the electronic information is inaccessible. 169 This
holding might be seen as analogous to the limited mandate in Rule
196.4 of the Texas Rules of Civil Procedure to shift costs for "ex-
traordinary steps" taken for data retrieval. However, Texas courts
presumably retain discretion to shift costs for ordinary steps taken
for data retrieval when they deem such a move appropriate. 7 °

C. Applying the Cost-Shifting Analysis
1. Rowe Analytical Construct
The Rowe court was the first to create a construct to apply to

cost shifting. Rowe rejected the theory that the party that chooses
the method of storing data should be required to pay the cost of
retrieving that data. The court rejected the syllogism that the party
retaining information does so because that information is useful to
it, as demonstrated by the fact that it is willing to bear the costs of
retention, reasoning that:

With electronic media, however, the syllogism breaks down because
the costs of storage are virtually nil. Information is retained not be-

166. Id. at 320 (footnote omitted).
167. OpenTV v. Liberate Techs., 219 F.R.D. 474, 477 (N.D. Cal. 2003).
168. Id.
169. Zubulake 1, 217 F.R.D. at 320. See generally Xpedior Creditor Trust v. Credit

Suisse First Boston (USA), Inc., 309 F. Supp. 2d 459, 465 (S.D.N.Y. 2003) (noting that
previously accessible data can become inaccessible).

170. See TEX. R. Civ. P. 196.6 (permitting the court to order otherwise for good
cause).
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cause it is expected to be used, but because there is no compelling
reason to discard it. And, even if data is retained for limited pur-
poses, it is not necessarily amenable to discovery. Back-up tapes, for
example, are not archives from which documents may easily be re-
trieved. The data on a backup tape are not organized for retrieval of
individual documents or files, but for wholesale, emergency upload-
ing onto a computer system. Therefore, the organization of the data
mirrors the computer's structure, not the human records manage-
ment structure, if there is one.17 1

The court also rejected the bright-line rule that the requesting
party should pay the cost of production because, it concluded, such
a rule flies in the face of the well-established rule that the produc-
ing party should pay the costs of production, which might prevent
poor plaintiffs from seeking relief.172

Thus, under Rowe, the factors to be considered in determining
which party should pay the cost of production are:

(1) the specificity of the discovery requests;
(2) the likelihood of discovering critical information;
(3) the availability of such information from other sources;
(4) the purposes for which the responding party maintains the re-
quested data;
(5) the relative benefit to the parties of obtaining the information;
(6) the total cost associated with production;
(7) the relative ability of each party to control costs and its incentive
to do so; and
(8) the resources available to each party. 173

2. Zubulake I Analytical Construct

The Zubulake I court found "that there is little doubt that the
Rowe factors will generally favor cost-shifting. ' 174 The court rea-
soned that the Rowe analysis would be made more balanced by
including factors "specifically identified in the Rules. 1 75 In partic-
ular, the court ruled that the Rowe factors did not consider "the
amount in controversy, the parties' resources, the importance of

171. Rowe Entm't, Inc. v. William Morris Agency, Inc., 205 F.R.D. 421, 429 (S.D.N.Y.
2002) (citation omitted).

172. Id.
173. Id.
174. Zubulake 1, 217 F.R.D. at 320.
175. Id. at 321.
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the issues at stake in the litigation, and the importance of the pro-
posed discovery in resolving the issues. 176

The Zubulake I court also took issue with the Rowe court's con-
sideration of "the resources available to each party," holding that
the consideration should instead be "the total cost of production as
compared to the resources available to each party. 177

Additionally, the Zubulake I court held that two of the Rowe
factors should be eliminated. The court combined the "specificity
of the discovery request" factor with "the likelihood of discovering
critical information" factor. Further, the court discarded the "pur-
poses for which the responding party maintains the requested
data" as being "typically unimportant. 17

Accordingly, the Zubulake I court stated its own construct-a
modified Rowe construct-finding that "the following factors
should be considered, weighted more-or-less in the following
order":

17 9

(1) "The extent to which the request is specifically tailored to dis-
cover relevant information .... 18

- Cost shifting is not favored if the requests are appropriately
tailored.181

(2) "The availability of such information from other sources
"182

* Cost shifting is not favored if the requested information is not
available from another source. 8 3

(3) "The total cost of production, compared to the amount in con-
troversy .... 184

176. Id. (citing FED. R. Civ. P. 26(b)(2)(iii)).
177. Id.
i78. id.
179. Zubulake v. UBS Warburg LLC (Zubulake 1), 217 F.R.D. 309, 324 (S.D.N.Y.

2003).
180. Xpedior Creditor Trust v. Credit Suisse First Boston (USA), Inc., 309 F. Supp. 2d

459, 465 (S.D.N.Y. 2003) (quoting Zubulake 1, 217 F.R.D. at 324).
181. Id. at 465-66.
182. Id. at 466.
183. Id.
184. Id.
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" Cost shifting is not favored if the "cost of production is rela-
tively insignificant in comparison" to the amount in
controversy. 185

* Cost shifting is favored when the cost is "several hundred
thousand dollars for one limited part of discovery.' a8 6

(4) "The total cost of production, compared to the resources availa-
ble to each party ....

" Cost shifting is not favored if the assets of the producing party
"clearly dwarf" the assets of the requesting party.18 8

" Elements of this analysis may include an individual party's "fi-
nancial wherewithal to cover at least some of the cost of resto-
ration" and the fact that "it is not unheard of for plaintiff's
firms to front huge expenses when multi-million dollar recov-
eries are in sight.' '1 89

" Cost shifting is not favored where the "recovery in [the] case is
potentially high," and the producing parties' "resources are
large compared to the total cost of production."' 90

(5) "The relative ability of each party to control costs and its incen-
tive to do so .... 191

" This factor is neutral if the cost is fixed, and therefore known,
and the requesting party has promised to work with the pro-
ducing party to minimize costs. 192

" This factor is neutral because the producing party selected the
electronic discovery vendor, and the requested information
was stored in an organized fashion so that no further focusing

185. Xpedior, 309 F. Supp. 2d at 465; see also Zubulake v. UBS Warburg LLC (Zubu-
lake 111), 216 F.R.D. 280, 287-88 (S.D.N.Y. 2003) (indicating that factor was found to disfa-
vor cost shifting in a multimillion dollar case when the cost of production was $165,954.67);
Multitechnology Servs. L.P. v. Verizon Sw., No. Civ.A. 4:02-CV-702-Y, 2004 WL 1553480,
at *2 (N.D. Tex. July 12, 2004) (finding that this comparison did not favor cost shifting
when the amount in controversy was $1.6 million and the cost of the requested discovery
was $60,000).

186. Wiginton v. CB Richard Ellis, Inc., 229 F.R.D. 568, 575 (N.D. I11. 2004).
187. Xpedior, 309 F. Supp. 2d at 466.
188. Id.
189. Zubulake 111, 216 F.R.D. at 288 (finding, nevertheless, that this factor weighed

against cost shifting).
190. Wiginton, 229 F.R.D. at 576.
191. Xpedior, 309 F. Supp. 2d at 466.
192. See id. (explaining why the bankrupt company will work with the solvent com-

pany to minimize the solvent company's costs of production).
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of the discovery request could be done by the requesting
party.193

* This factor weighs slightly in favor of cost shifting because the
requesting party's "search must necessarily be broad, due to
the nature of the information for which [the requesting party
is] searching. 1 94

(6) "The importance of the issues at stake in the litigation .
This factor "will rarely be invoked." '195

For example, if a case has the potential for broad public impact, then
public policy weighs heavily in favor of permitting extensive discov-
ery. Causes of this ilk might include toxic tort class actions, environ-
mental actions, so-called 'impact' or social reform litigation, cases
involving criminal conduct, or cases implicating important legal or
constitutional questions.196
* In such cases, this factor would weigh in favor cost shifting.
* However, when "issues of important social concern" do not

predominate, such as issues related to manipulation of the se-
curities market in a contract dispute or racial or gender equal-
ity issues in a discrimination case, this factor is neutral.197

* In a patent-infringement case, this factor was found to be neu-
tral because there was "no indication that [the] case pre-
sent[ed] novel issues. '"198

(7) "The relative benefits to the parties of obtaining the informa-
tion .... 199

* Generally, the producing party does not benefit by obtaining
the information. 00

193. See Zubulake II1, 216 F.R.D. at 288 (stating that even though a less expensive
restoration company might have been found, once selected, the costs are not within either
party's control).

194. Wiginton, 229 F.R.D. at 576.
195. Zubulake v. UBS Warburg LLC (Zubulake 1), 217 F.R.D. 309, 321 (S.D.N.Y.

2003).
196. Id.
197. See Xpedior, 309 F. Supp. 2d at 466 (asserting that a contract dispute does not

implicate public policy issues that suggest cost shifting); see also Zubulake III, 216 F.R.D.
at 289 (providing that the factor was found to be neutral where the case "revolves around a
weighty issue[,]" but does not present "a particularly novel issue").

198. OpenTV v. Liberate Techs., 219 F.R.D. 474, 479 (N.D. Cal. 2003).
199. Zubulake 1, 217 F.R.D. at 321.
200. See Xpedior Creditor Trust v. Credit Suisse First Boston (USA), Inc., 309 F.

Supp. 2d 459, 466-67 (S.D.N.Y. 2003) (stating that it is rare for both parties to benefit from
production of the information).
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" The producing party may benefit, however, if the same infor-
mation must be produced in a related litigation.2 °' In such a
case, the factor is neutral.

" This factor favors cost shifting if the requesting party "stands
to benefit far more [than the producing party] from the re-
quested" electronic information, in spite of the fact that the
requested information would be useful to the producing party
in another aspect of the case.202

• In cases in which the producing party receives no benefit, such
as when, "absent an order, [the producing party] would not
restore any of [the requested] data of its own volition," the
factor weighs in favor of cost shifting.20 3

"The first two factors-comprising the marginal utility test-are
the most important. ' 204 In Zubulake III, the court analyzed these
two factors together, determining that the "marginal utility test tips
slightly against cost-shifting" in light of the following considera-
tions: (a) the requests in question were narrowly tailored; (b) direct
evidence of the offense in question might only be available through
costly reconstruction of electronic information; and (c) the exis-
tence of the evidence was speculative.20 5

"Requiring the responding party to restore and produce respon-
sive documents from a small sample of backup tapes will inform
the cost shifting analysis laid out above. ' 20 6 Indeed, one court has

201. See id. (commenting that requesting party benefits more unless the producing
party is involved in related litigation).

202. Open TV, 219 F.R.D. at 479 (presenting patent case in which the requesting party
argued that the requested electronic information would be useful to the producing party in
making noninfringement arguments).

203. Cf. Zubulake v. UBS Warburg LLC (Zubulake 111), 216 F.R.D. 280, 289
(S.D.N.Y. 2003) (describing requesting party's argument that producing party will benefit
from restoring the data).

204. Zubulake 1, 217 F.R.D. at 323.
205. See Zubulake II, 216 F.R.D. at 287 (requiring that the producing party prove

that cost shifting is warranted especially when the utility of data restoration is potentially
high); see also Wiginton v. CB Richard Ellis, Inc., 229 F.R.D. 568, 575 (N.D. 11. 2004)
(indicating that while the discovery request was focused, the "search also revealed a signifi-
cant number of unresponsive documents").

206. Zubulake 1, 217 F.R.D. at 324; see Hagemeyer N. Am., Inc. v. Gateway Data Scis.
Corp., 222 F.R.D. 594, 603 (E.D. Wis. 2004) (concluding that the court should use a sam-
pling of restored data from backup tapes to balance the burden versus the benefit); cf.
Toshiba Am. Elec. Components, Inc. v. Super. Ct. of Santa Clara County, 21 Cal. Rptr. 3d
532, 541 (Ct. App. 2004) (acknowledging the trial court's discretion to set the amount of
the demanding party's reasonable expenses).
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ruled that the analysis of the first factor changes "the likelihood of
discovering critical information" after a test case is run:

When the matter is initially brought to the court's attention, the ex-
tent to which the request appears to be specifically tailored to dis-
cover relevant information may help the court weigh this factor....
If a test run is ordered, as in this case, the actual results of the test
run will be indicative of how likely it is that critical information will
be discovered.2 °7

The Zubulake I court continued its ranking of factors three
through seven, finding that:

The second group of factors addresses cost issues: "How expensive
will this production be?" and, "Who can handle that expense?"
These factors include: (3) the total cost of production compared to
the amount in controversy, (4) the total cost of production compared
to the resources available to each party[,] and (5) the relative ability
of each party to control costs and its incentive to do so. The third
"group"-(6) the importance of the litigation itself-stands alone
and, as noted earlier, will only rarely come into play. But where it
does, this factor has the potential to predominate over the others.
Collectively, the first three groups correspond to the three explicit
considerations of Rule 26(b)(2)(iii). Finally, the last factor-(7) the
relative benefits of production as between the requesting and pro-
ducing parties-is the least important because it is fair to presume
that the response to a discovery request generally benefits the re-
questing party. But in the unusual case where production will also
provide a tangible or strategic benefit to the responding party, that
fact may weigh against shifting costs.2 08

The analysis of the seven factors "is not merely a matter of
counting and adding; it is only a guide. '2 0 9 In Zubulake III, the
court found that "[b]ecause some of the factors cut against cost[-
]shifting, but only slightly so-in particular, the possibility that the

Since it may be impossible to determine in advance whether or to what extent the
backup tapes will yield relevant material, the court should encourage the parties to
meet and confer about translating a sample of the tapes and to otherwise develop
information in order to inform the analysis of the extent to which [the requesting
party] should bear the expenses [the producing party] has claimed.

Id. at 541-42 (citation omitted).
207. Wiginton, 229 F.R.D. at 573 (citations omitted).
208. Zubulake I, 217 F.R.D. at 323; see also Zubulake III, 216 F.R.D. at 287-89 (refer-

ring to Zubulake I and weighing factors three through seven).
209. Zubulake 111, 216 F.R.D. at 289.
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continued production will produce valuable new information-
some cost-shifting is appropriate.., although [the producing party]
should pay the majority of the costs. 210

The producing party, which presumptively bears the cost of re-
sponding to a discovery request, bears the burden of proving "that
the factors weigh in favor of shifting costs to" the requesting
party.2 "

3. An Eighth Factor for the Zubulake I Test

One court ruled that an eighth factor should be added to the
seven-part Zubulake I analysis recited above. The court in
Wiginton v. CB Richard Ellis, Inc.,212 ruled that "the relative bene-
fits to the parties of obtaining the information" should be added
because it was "explicitly set forth in Rule 26(b)(2)(iii)" that "the
importance of the requested discovery in resolving the issues at
stake in the litigation" should be considered in the analysis.213

4. ABA Analytical Construct

The ABA, in its Civil Discovery Standards, sets out a much more
expansive list of factors for determining whether to compel produc-
tion of electronic information and how to allocate the costs. 214

D. The Share of the Costs That Should Be Shifted

Rule 196.4 of the Texas Rules of Civil Procedure mandates that
Texas courts shift to the requesting party all of the costs incurred
by the responding party in taking "extraordinary steps" to retrieve
electronic information.21 5 For other costs, however, the rule is less
clear. In Judge Scheindlin's court, the determination of "how
much of the cost should be shifted" is "a matter of judgment and

210. Id.
211. Wiginton, 229 F.R.D. at 575 n.16.
212. 229 F.R.D. 568 (N.D. Ill. 2004).
213. Wiginton v. CB Richard Ellis, Inc., 229 F.R.D. 568, 576 (N.D. I11. 2004).
214. See Appendix A, at 29(b)(iii) (containing excerpts of the ABA Civil Discovery

Standards, and listing the factors a court should consider when resolving a motion to com-
pel or protect against the production and allocation of costs of discovery for such elec-
tronic information).

215. TEX. R. Civ. P. 196.4.
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fairness rather than a mathematical consequence of the seven fac-
tors," and is a matter of discretion for the court.2z 6

In Zubulake III, the court ruled that 25% of the costs should be
shifted to the requesting party in that case because (a) the "seven
factor test requires that [the producing party] pay the lion's share,"
meaning that the requesting party's share should be less than 50%,
and (b) "the success of the search is somewhat speculative. '217

Another court shifted 50% of the costs to the requesting party
because doing so "balance[d] the benefit of the discovery for [the
requesting party] and provide[d] [the producing party] with incen-
tive to manage the costs it incurs in answering [the requesting
party's] interrogatories. "218

E. The Costs That Should Be Shifted
Federal courts, and the Texas Supreme Court (as expressed in

the Texas Rules of Civil Procedure), appear to generally agree that
not all costs of production are "shiftable" to the requesting party.
Again, Texas Rule of Civil Procedure 196.4 requires only that a
court shift the cost of "extraordinary steps" taken to retrieve
data-and only after the court has ordered production over the re-
sponding party's objection.21 9 Consequently, the production of in-
accessible (and therefore cost-shiftable) electronic data generally
falls into the following steps:

(a) restoration;
(b) search;
(c) reviews (for privilege and confidentiality); and
(d) printing (including Bates numbering).2 '
In Zubulake III, the court ruled that "only the costs of restora-

tion and searching should be shifted."'22' Restoration should be
shifted because it "is the act of making inaccessible material acces-
sible. '222 Because searching is "intertwined with the restoration

216. Zubulake v. UBS Warburg LLC (Zubulake 111), 216 F.R.D. 280, 289 (S.D.N.Y.
2003).

217. Id.
218. Multitechnology Servs. L.P. v. Verizon Sw., No. Civ.A. 4:02-CV-702-Y, 2004 WL

1553480, at *2 (N.D. Tex. July 12, 2004).
219. TEX. R. Civ. P. 196.4.
220. Zubulake III, 216 F.R.D. at 289-90.
221. Id. at 290.
222. Id.
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process," it too should be shifted.2 3 The court ruled, however, that
the responding party should always bear the cost of reviewing and
producing electronic data once it has been converted to an accessi-
ble form because "the producing party has the exclusive ability to
control the cost of reviewing the documents," and "the producing
party unilaterally decides on the review protocol. 224

F. Zubulake I's Summary of Cost Shifting

This excerpt from Zubulake I nicely summarizes the cost-shifting
exercise under the Federal Rules:

First, it is necessary to thoroughly understand the responding
party's computer system, both with respect to active and stored data.
For data that is kept in an accessible format, the usual rules of dis-
covery apply: the responding party should pay the costs of producing
responsive data. A court should consider cost shifting only when
electronic data is relatively inaccessible, such as in backup tapes.

Second, because the cost-shifting analysis is so fact-intensive, it is
necessary to determine what data may be found on the inaccessible
media. Requiring the responding party to restore and produce re-
sponsive documents from a small sample of the requested backup
tapes is a sensible approach in most cases.

Third, and finally, in conducting the cost-shifting analysis, the fol-
lowing factors should be considered, weighted more-or-less in the
following order:
1. The extent to which the request is specifically tailored to discover
relevant information;
2. The availability of such information from other sources;
3. The total cost of production, compared to the amount in
controversy;
4. The total cost of production, compared to the resources available
to each party;
5. The relative ability of each party to control costs and its incentive
to do so;
6. The importance of the issues at stake in the litigation; and

223. Id.
224. Id.; see also Wiginton v. CB Richard Ellis, Inc., 229 F.R.D. 568, 577 (N.D. Ill.

2004) (holding that "the discovery costs of restoring the tapes, searching the data, and
transferring it to an electronic data viewer" should be split 75/25 without the requesting
party bearing the largest percentage). Each of the parties was required to bear the costs of
"reviewing the data and printing documents," where necessary. Id.

2005]

45

Speight and Kelly: Electronic Discovery: Not Your Father's Discovery.

Published by Digital Commons at St. Mary's University, 2005



ST. MARY'S LAW JOURNAL

7. The relative benefits to the parties of obtaining the information.225

VIII. PROTOCOLS FOR PRODUCING ELECTRONIC INFORMATION

Another important consideration in the production of electronic
information is what the Rowe and Zubulake courts called the "pro-
tocol" for producing electronic information. For example, how
does a party ensure that the electronic information that it produces
does not get altered by the other party, intentionally or acciden-
tally, and then used at a deposition or at trial? The use of Bates
numbering provides some protection with paper documents. If a
party suspects that a document has been altered, the party can
compare the copy of the document with the copy produced at the
deposition or trial. However, such protections are not readily
available with electronically produced information unless the par-
ties take appropriate steps early in discovery.

Further, given the volume of electronic information that may be
produced in a given case, the question arises as to whether it is
necessary for the producing party to inspect all electronic informa-
tion for privilege and confidentiality before allowing the requesting
party to inspect. Again, this issue can be dealt with by agreeing on
a protocol for discovery of electronic information.

A. Rowe's Electronic Discovery Protocol
In Rowe, the court ordered the following electronic discovery

protocol:
" The producing party was to designate an e-mail production ex-

pert to isolate the e-mails and prepare them for production.
" The requesting party was given an opportunity to object to any

designated expert.
* The technical personnel of the producing party were to assist

and cooperate in providing the expert a "mirror image" of the
electronic information. The requesting party was to be al-
lowed the choice of reviewing all of the electronic information
or only a sample.

" The requesting party was to formulate a search procedure and
notify the producing party of the procedure.

225. Zubulake v. UBS Warburg LLC (Zubulake 1), 217 F.R.D. 309, 324 (S.D.N.Y.
2003).
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* The producing party was to be provided an opportunity to ob-
ject to the search procedure.

" The expert was to execute the search.226

At that point, the court provided two alternatives. In the first
option, the requesting party was to review all the documents and
the producing party was to review only the documents the request-
ing party requested for privilege and confidentiality. 7 In the sec-
ond option, the producing party was to review all the documents
for privilege and confidentiality and produce only non-privileged
documents already marked with a confidentiality designation. The
choice between the alternatives was left to the producing party.2 8

One disadvantage of the Rowe court's protocol is that, in the
end, the electronic information is exchanged in hard-copy form.
Such hard-copy productions are not searchable, which defeats one
of the major advantages of discovery of electronic information.
One court addressed this problem by requiring the producing party
to produce not only Bates-numbered hard copies, but also the
backup tape from which the hard copies were made.22 9

Another problem with the Rowe court's protocol is the possibil-
ity that the producing party will challenge the authenticity of any
documents produced in this fashion at trial.2 30 This problem would
seem to be even greater when the information is produced
electronically.

226. Rowe Entm't, Inc., v. William Morris Agency, Inc., 205 F.R.D. 421, 433
(S.D.N.Y. 2002).

227. Id.
228. Id. The alternatives available to the producing party included: (1) The requesting

party was to perform an "attorneys'-eyes-only" review of the documents in the form that it
chose (hard copy or on a screen) and provide copies of documents to be produced to the
producing party in hard-copy with Bates numbers; then the producing party was to review
the documents for confidentiality privilege. Id. (2) The producing party was to review the
electronic information identified by the requesting party and produce responsive docu-
ments marked with confidentiality designations as appropriate and with privileged material
redacted. Id. The producing party was also to produce a privilege log. Id.

229. Murphy Oil USA, Inc. v. Fluor Daniel, Inc., No. Civ.A. 99-3564, 2002 WL
246439, at *8 (E.D. La. Feb. 19, 2002). Note that some document-handling vendors pro-
vide a software package that allows e-mails, and perhaps other electronic documents, to be
electronically Bates labeled.

230. See OpenTV v. Liberate Techs., 219 F.R.D. 474, 478 (N.D. Cal. 2003) (noting that
the producing party offered to authenticate the electronic information produced).
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B. ABA Civil Discovery Standards' Electronic Discovery
Protocol

The ABA Civil Discovery Standards propose a protocol for the
discovery of electronic information:

Attorney-Client Privilege and Attorney Work Product.
To ameliorate attorney-client privilege and work product concerns
attendant to the production of electronic data, the parties should
consider stipulating to the entry of a court order:

a. Appointing a mutually-agreed, independent information tech-
nology consultant as a special master, referee, or other officer or
agent of the court such that extraction and review of privileged or
otherwise protected electronic data will not effect a waiver of priv-
ilege or other legal protection attaching to the data.
b. Providing that production to other parties of attorney-client
privileged or attorney work-product protected electronic data will
not effect a waiver of privilege or work product protection attach-
ing to the data. In stipulating to the entry of such an order, the
parties should consider the potential impact that production of
privileged or protected data may have on the producing party's
ability to maintain privilege or work-product protection vis-A-vis
third parties not subject to the order.
c. Providing that extraction and review by a mutually-agreed inde-
pendent information technology consultant of attorney-client priv-
ileged or attorney work-product protected electronic data will not
effect a waiver of privilege or work product protection attaching to
the data.
d. Setting forth a procedure for the review of the potentially re-
sponsive data extracted under subdivision (a), (b), or (c). The or-
der should specify that adherence to the procedure precludes any
waiver of privilege or work product protection attaching to the
data. The order may contemplate, at the producing party's option:

i. Initial review by the producing party for attorney-client privi-
lege or attorney work product protection, with production of the
unprivileged and unprotected data to follow, accompanied with
a privilege log; or
ii. Initial review by the requesting party, followed by:

A. Production to the producing party of all data deemed rele-
vant by the requesting party, followed by
B. A review by the producing party for attorney-client privi-
lege or attorney work product protection. Before agreeing to
this procedure, the producing party should consider the po-
tential impact that it may have on the producing party's abil-
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ity to maintain privilege or work-product protection attaching
to any such data if subsequently demanded by non-parties.
The court's order should contemplate resort to the court for
resolution of disputes concerning the privileged or protected
nature of particular electronic data.

e. Prior to receiving any data, any mutually-agreed independent
information technology consultant should be required to provide
the court and the parties with an affidavit confirming that the con-
sultant will keep no copy of any data provided to it and will not
disclose any data provided other than pursuant to the court's order
or parties' agreement. At the conclusion of its engagement, the
consultant should be required [to] confirm under oath that it has
acted, and will continue to act, in accordance with its initial
affidavit.
f. If the initial review is conducted by the requesting party in ac-
cordance with subsection (d)(ii), the requesting party should pro-
vide the court and the producing party an affidavit stating that the
requesting party will keep no copy of data deemed by the produc-
ing party to be privileged or work product, subject to final resolu-
tion of any dispute by the court, and will not use or reveal the
substance of any such data unless permitted to do so by the
court.2 31

IX. RETURNING INADVERTENTLY PRODUCED PRIVILEGED

ELECTRONIC INFORMATION

The problem of inadvertently-produced privileged documents
has always plagued the discovery process. A party that inadver-
tently produces a privileged document is in danger of having the
privilege associated with the documents, and potentially the subject
matter of the documents, waived. The Rowe and ABA protocols
both recognize the risk, and the Rowe protocol allows the produc-
ing party to choose between reviewing documents for privilege
prior to inspection by the requesting party or after the requesting
party has identified the documents it wishes copied.232 In recent
years, parties to the litigation have mitigated those risks by agree-
ing that if either party inadvertently produces privileged docu-

231. ABA CIVIL DISCOVERY STANDARDS, Standard 32 (Aug. 2004), http://www.
abanet.org/litigation/discoverystandards/2004civildiscoverystandards.pdf (containing the
approved amendments to Standard 32) (on file with the St. Mary's Law Journal).

232. Rowe Entm't, Inc., v. William Morris Agency, Inc., 205 F.R.D. 421, 433
(S.D.N.Y. 2002).
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ments, the documents can be retrieved under certain
circumstances.

These risks become even greater with the discovery of electronic
information. The increased volume of material and the difficulty
associated with reviewing the documents using the current technol-
ogy make inadvertent production of privileged information even
more likely. Recognizing this risk, the Civil Rules Advisory Com-
mittee proposed a revision to Rule 26(b)(5), requiring the produc-
tion of a privilege log that provides for the return of inadvertently
produced privileged information. Such provisions are now com-
monly referred to as "snap-back" or "claw-back" provisions:

(B) Privileged information produced. When a party produces infor-
mation without intending to waive a claim of privilege [the party]
may, within a reasonable time, notify any party that received the in-
formation of its claim of privilege. After being notified, a party must
promptly return or destroy the specified information and any copies.
The producing party must comply with Rule 26(b)(5)(A) with regard
to the information and preserve it pending a ruling by the court.233

X. PRACTICE Tips

Based on the preceding analysis, the following practice tips are
offered to assist practitioners and their clients with potential elec-
tronic discovery issues.

A. Document Retention
1. Create a document retention policy for electronic information

(not just e-mail) and police it.
2. Establish an ongoing working relationship between in-house

counsel and IT personnel. Learn the basics about the electronic
systems the company uses so that you can educate the court. Edu-
cate the IT personnel about any ongoing legal matters and the
need for preservation.

3. Consult with IT personnel when you are negotiating the terms
of document preservation and production. Know what is possible

233. Memorandum from the Honorable Lee H. Rosenthal, Chair, Advisory Commit-
tee on Federal Rules of Civil Procedure to the Honorable David F. Levi, Chair, Standing
Committee on Rules of Practice & Procedure (May 17, 2004), at 27, http://www.uscourts.
gov/rules/comment2005/CVAugO4.pdf (containing proposed changes to Rule 26(b)(5)(B))
(on file with the St. Mary's Law Journal).
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and what is not possible, and make sure that IT understands the
need to preserve promptly.

4. Outline a detailed protocol to preserve electronic documents
in the event of a claim, as well as a specific plan for suspension and
recycling of backup tapes if necessary.

5. Train an IT representative to act as a Rule 30(b)(6) witness to
present when electronic data storage and retention may be an
issue.

6. Encourage clear communication among IT, in-house, and
outside counsel.

B. Ensuring Compliance with Preservation Obligations

1. Respond as soon as possible to document preservation letters
(informing of a possible claim and the necessity to preserve docu-
ments) and be clear about what you will and will not do. Docu-
ment all communications in writing.

2. As soon as a reasonable apprehension of litigation exists, is-
sue a litigation hold and follow up to make sure that it is being
followed. Document the litigation hold and the follow up.

3. Identify and interview key players to understand their data
storage and archiving practices. Start with the people that will be
identified in the initial disclosures. Remind them of all the places
where such information might be stored (cell phones, personal dig-
ital assistants, etc.).

4. Contact IT immediately to preserve potentially relevant data
upon receipt of a document preservation letter or similar notice.
Document this contact as well.

5. Document all efforts to identify responsive material. It may
be needed in an affidavit to show the good faith efforts undertaken
in the review/collection process.

6. Consider and offer alternatives to onerous document re-
quests, such as sampling. This makes you look like the reasonable
party if a dispute goes to the judge.

7. Anticipate problems in gathering information that might
come from retired hardware, obsolete programs, switched hard
drives, and cubbyholes where "pack rats" of the IT (or paper) vari-
ety might hide documents.

8. Periodically reissue the litigation hold.
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C. Rule 26(f) Conference

1. Consider sending a notice to your opposing counsel, well
before the Rule 26(f) conference, that you intend to discuss discov-
ery of electronic information.

2. Consider using the ABA Civil Discovery Standards electronic
discovery topics as the agenda for discussing the discovery of elec-
tronic information.

3. Consider agreeing on a protocol for the discovery of elec-
tronic information.

D. Document Requests

1. Consider specifying the form of production in your requests
for production.234

2. Tailor your discovery requests to discover relevant
information.

E. Burdensome Document Requests

1. Consider moving for protective order requesting cost-shifting.
2. If you are in a Texas state court, be sure to follow the proce-

dures set out in Rule 196.4 to object to discovery requests seeking
documents not accessible in the ordinary course of business. 235

3. If a response to a document request appears to result in cost-
shifting for accessible or active data, consider moving for a protec-
tive order asking the court to prohibit the cost-shifting.

F. Inadvertent Production of Privileged Documents

Consider including a "snap-back" or "claw-back" provision in
the protective order governing the production of confidential
information.236

234. See TEX. R. Civ. P. 196.4 (indicating that a requesting party must specify the
format for production when seeking discovery of electronic information).

235. See id. (explaining that the party responding to a discovery request must state an
objection if they are unable to retrieve the data requested, through reasonable efforts).

236. See generally Kenneth K. Dort & George R. Spatz, Discovery in the Digital Era:
Considerations for Corporate Counsel, 20 COMP. & INT'L LAW. 11 (2003) (providing addi-
tional practice tips).
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XI. CONCLUSION

As Judge Scheindlin observed, "[t]he subject of the discovery of
electronically stored information is rapidly evolving. ' 237 The many
new insights recited in the Zubulake cases, the Rowe case, the Re-
port of the Civil Rules Advisory Committee, the ABA's Civil Dis-
covery Standards, and the other materials recited herein are likely
just the beginning of the efforts of the bar and the courts to gain
control of the discovery of electronic information. Litigation coun-
sel should watch for these developments as they will likely further
define procedures for managing the discovery of electronic
information.

237. Zubulake v. UBS Warburg LLC (Zubulake V), 229 F.R.D. 422, 440 (S.D.N.Y.
2004).
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APPENDIX A

ABA CIVIL DISCOVERY STANDARDS (Aug. 2004),
http:labanet.orgllitigationdiscoverystandards/2004civildiscovery
standards.pdf (relating to electronic discovery).

VIII. TECHNOLOGY
29. Electronic Information.

a. Identifying Electronic Information. In identifying elec-
tronic data that parties may be called upon, in appropriate
circumstances, to preserve or produce, counsel, parties and
courts should consider
i. The following types of data:

A. Email (including attachments);
B. Word processing documents;
C. Spreadsheets;
D. Presentation documents;
E. Graphics;
F. Animations;
G. Images;
H. Audio, video and audiovisual recordings; and
I. Voicemail.

ii. The following platforms in the possession of the party
or a third person under the control of the party (such
as an employee or outside vendor under contract):
A. Databases;
B. Networks;
C. Computer systems, including legacy systems (hard-

ware and software);
D. Servers;
E. Archives;
F. Back up or disaster recovery systems;
G. Tapes, discs, drives, cartridges and other storage

media;
H. Laptops;
I. Personal computers;
J. Internet data;
K. Personal digital assistants;
L. Handheld wireless devices;
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M. Mobile telephones;
N. Paging devices; and
0. Audio systems, including voicemail.

iii. Whether potentially producible electronic data may
include data that have been deleted but can be
restored.

b. Discovery of Electronic Information.

Document requests should clearly state whether elec-
tronic data is sought. In the absence of such clarity, a
request for "documents" should ordinarily be con-
strued as also asking for information contained or
stored in an electronic medium or format.

ii. A party should specify whether electronic information
should be produced in hard copy, in electronic form
or, in an appropriate case, in both forms. A party
requesting information in electronic form should also
consider:

A. Specifying the format in which it prefers to receive
the data, such as:

I. Its native (original) format, or
II. A searchable format.

B. Asking for the production of metadata associated
with the responsive data - i.e., ancillary electronic
information that relates to responsive electronic
data, such as information that would indicate
whether and when the responsive electronic data
was created, edited, sent, received and/or opened.

C. Requesting the software necessary to retrieve,
read or interpret electronic information.

D. Inquiring as to how the data are organized and
where they are stored.

iii. A party who produces information in electronic form
ordinarily need not also produce hard copy to the
extent that the information in both forms is identical
or the differences between the two are not material.

iv. In resolving a motion seeking to compel or protect
against the production of electronic information or
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related software, or to allocate the costs of such dis-
covery, the court should consider such factors as:

A. The burden and expense of the discovery, consid-
ering among other factors the total cost of produc-
tion in absolute terms and as compared to the
amount in controversy;

B. The need for the discovery, including the benefit
to the requesting party and the availability of the
information from other sources;

C. The complexity of the case and the importance of
the issues;

D. The need to protect the attorney-client privilege or
attorney work product, including the burden and
expense of a privilege review by the producing
party and the risk of inadvertent disclosure of priv-
ileged or protected information despite reasonable
diligence on the part of the producing party;

E. The need to protect trade secrets, and proprietary
or confidential information;

F. Whether the information or the software needed
to access it is proprietary or constitutes confiden-
tial business information;

G. The breadth of the discovery request;
H. Whether efforts have been made to confine initial

production to tranches or subsets of potentially
responsive data;

I. The extent to which production would disrupt the
normal operations and processing routines of the
responding party;

J. Whether the requesting party has offered to pay
some or all of the discovery expenses;

K. The relative ability of each party to control costs
and its incentive to do so;

L. The resources of each party as compared to the
total cost of production;

M. Whether responding to the request would impose
the burden or expense of acquiring or creating
software to retrieve potentially responsive elec-
tronic data or otherwise require the responding
party to render inaccessible electronic information
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accessible, where the responding party would not
do so in the ordinary course of its day-to-day use
of the information;

N. Whether responding to the request would impose
the burden or expense of converting electronic
information into hard copies, or converting hard
copies into electronic format;

0. Whether the responding party stores electronic
information in a manner that is designed to make
discovery impracticable or needlessly costly or
burdensome in pending or future litigation, and
not justified by any legitimate personal, business,
or other non-litigation related reason; and

P. Whether the responding party has deleted, dis-
carded or erased electronic information after liti-
gation was commenced or after the responding
party was aware that litigation was probable and, if
so, the responding party's state of mind in doing
SO.

v. In complex cases and/or cases involving large volumes
of electronic information, the court may want to con-
sider using an expert to aid or advise the court on
technology issues.

vi. The parties are encouraged to stipulate as to the
authenticity and identifying characteristics (date,
author, etc.) of electronic information that is not self-
authenticating on its face.

31. Discovery Conferences.

a. At the initial discovery conference, the parties should con-
fer about any electronic discovery that they anticipate
requesting from one another, including:
i. The subject matter of such discovery.
ii. The time period with respect to which such discovery

may be sought.
iii. Identification or description of the party-affiliated per-

sons, entities or groups from whom such discovery
may be sought.
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iv. Identification or description of those persons currently
or formerly affiliated with the prospective responding
party who are knowledgeable of the information sys-
tems, technology and software necessary to access
potentially responsive data.

v. The potentially responsive data that exist, including
the platforms on which, and places where, such data
may be found as set forth in Standard 29(a).

vi. The accessibility of the potentially responsive data,
including discussion of software, hardware or other
specialized equipment that may be necessary to obtain
access.

vii. Whether potentially responsive data exist in searcha-
ble form.

viii. Whether potentially responsive electronic data will be
requested and produced:
A. In electronic form or in hard copy, and
B. If in electronic form, the format in which the data

exist or will be produced
ix. Data retention policies applicable to potentially

responsive data.
x. Preservation of potentially responsive data, specifi-

cally addressing (A) preservation of data generated
subsequent to the filing of the claim, (B) data other-
wise customarily subject to destruction in ordinary
course, and (C) metadata reflecting the creation, edit-
ing, transmittal, receipt or opening of responsive data.

xi. The use of key terms or other selection criteria to
search potentially responsive data for discoverable
information.

xii. The identity of unaffiliated information technology
consultants whom the litigants agree are capable of
independently extracting, searching or otherwise
exploiting potentially responsive data.

xiii. Stipulating to the entry of a court order providing that
production to other parties, or review by a mutually-
agreed independent information technology consult-
ant, of attorney-client privileged or attorney work-
product protected electronic data will not effect a
waiver of privilege or work product protection.
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xiv. The appropriateness of an inspection of computer sys-
tems, software, or data to facilitate or focus the discov-
ery of electronic data.

xv. The allocation of costs.
b. At any discovery conference that concerns particular

requests for electronic discovery, in addition to conferring
about the topics set forth in subsection (a), the parties
should consider, where appropriate, stipulating to the entry
of a court order providing for:
i. The initial production of tranches or subsets of poten-

tially responsive data to allow the parties to evaluate
the likely benefit of production of additional data,
without prejudice to the requesting party's right to
insist later on more complete production.

ii. The use of specified key terms or other selection crite-
ria to search some or all of the potentially responsive
data for discoverable information, in lieu of produc-
tion.

iii. The appointment of a mutually-agreed, independent
information technology consultant pursuant to Stan-
dard 32(a) to:
A. Extract defined categories of potentially respon-

sive data from specified sources, or
B. Search or otherwise exploit potentially responsive

data in accordance with specific, mutually-agreed
parameters.
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