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Background
• FY21 effort identified that datasets were summarized 

into reports or documents.

• Documents accumulate over time and have to be 
stored and searched over time.

• There are various formats namely PDF, Word, 
PowerPoint, images and plaintext.

• A Document store architecture has to consider front-
end, middleware and back-end.

• NPS team studied the technology challenges taking 
into consideration scaling, costing and DoD licensing. Top flow shows the Document load process and the bottom shows 

the Document search.
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Findings / Challenges

• Building a sandbox to evaluate architecture.

• Choice of language critical (Python vs. Java).

• Porting codebase from laptop to phone.

• Extracting keywords from binary files.

• Algorithms recalculate on each document load.

• Topic Sponsor made aware of the system 
needed.

Future Work
• Data scaling using HDFS.

• Building a Terabyte size repository.

• Involving a community for user interface 
testing.

• Better understanding of DoD licensing for 
software.

• Evaluating in-house expertise versus 
contracting.

• Research prior work done in DoD/DoN IT.
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Topic Sponsor: N2/N6 – Information Warfare

3-Tier Architecture.

Technology

The picture on the left is on the laptop while that on the right is the 
phone, for the same application.

NRP Project ID: 
NPS-22-N207-A 

Load

Get File path, detect file type.
Upload file information to FILENAMES table, generate 

new file-ID.
Upload file data into FILES Table.

Run file OCR, get preprocessed text, store in TEXT 
table.

Search

Get user Query.
Pull preprocessed text from database..

Run text and query through TF-IDF vectors
Match query by calculating cosine similarity and 

return top 3 results.
Ask user which document they would like to open.

Use file-ID to get the file data from FILES.
Ask user if they would like to open another file. 

Data Flow

User Interface

Upload Files to Flask via Web 
browser

Flask processes 
the files using the 

OCR

Database stores 
processed text 
and original file

User searches for 
document via Web 

Browser

Flask 
Application 

requests texts 
from Database

Flask Application 
returns relevant 
documents after 
creating TF-IDF 

matrix

Database send 
processed text 

to Flask 
Application

• Backend Store: Oracle Database.

• Middleware: FLASK Python Framework.

• OCR: OPENCV Libraries.

• OCR Training Model: Tesseract.

• Ranking Documents: TD-IDF vector Algorithms.

‒ Cosine Similarity.

• Jython: Running Python code via Java on phone.

• Browser: JavaScript/HTML5.

Architecture
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