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Abstract

Higher education institutions are facing unprecedented security challenges due to the increasing recognition of

the importance of integrating technology into the core business of teaching and learning. This study sought to

investigate the determinants of security innovation for data processing centers of higher educational institutions.

Studies related to security innovation of higher educational institutions are limited considering the vast amount

of data processing centers deployed for academic operations. In all, 300 respondents were selected from higher

education institutions to participate in a survey to test the proposed model by using multinomial logistic

regression. The study found out that four predictor variables; relative advantage, complexity, board approval,

and IT competencies were significant and hence the model was suitable for studying security innovation at the

organizational level.
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1. Introduction

The discovery and advent of the internet, software and hardware have compelled academic institutions to focus

on acquiring computer network infrastructure in order to achieve their educational technology objectives. Many

academic institutions, particularly universities are increasingly depending on Information Technology (IT),

which is considered a key catalyst for changing any service industry of which education is not an exception

(Alexei & Alexei, 2021; Ashrafi et al., 2020). Data Processing Centers (DPC) in Higher Education Institutions

(HEI) has become a chosen paradigm to store large quantities of personal and educational information on

students, instructors, and course records that function constantly, to obtain data from a large number of users

(David & Anbuselvi, 2015). A data processing center defines everything ,virtual or physical, which assists

institutions with underlying functions to process, serve, and store data that is essential for the survival of that

company by providing information and networking required (Miah, Miah & Shen, 2020).

Educational data processing center focuses on the control of the operational IT processes and encompasses

all activities which are necessary to maximize the utility of the provided IT services. Educational data processing

center operations offer computerization to improve learning environments; provide a telecommunication

networks to communicate with external informational spaces as well as the connection between structural

departments; enhance related administrative services and improve staff teamwork (Binyamin, Rutter & Smith,

2017; Hansen et al., 2020).

Innovative technologies have rapidly changed the service sector, as well as the existing seller–buyer

relationship (Jeon et al. 2020). Expansion, adoption, and appliance of technological innovations can lead to

better productivity, increased employment rates, and reduced environmental pollution, but it can also lead to

changes in the behavior of the existing societies and reduce social disparities among people (Kusuma et al.,

2020).

The continuous development and use of data processing center technology in HEIs has resulted in security

problems, particularly those who seek to benefit competitively via innovation. A secure educational data

processing center denotes adhering to regulations that permit the protection of private information while

collaborating and partnering with other organizations to achieve shared objectives. Educational data processing

centers serve a large amount of critical and sensitive data flow where any loss of corporate data as a result of

breaches will have a significant negative impact.

1.2 Motivation

A secure data processing center for educational institutions enables its users to concentrate on their primary tasks

of conducting research, imparting knowledge, and facilitating learning rather than the hassles and anxiety

associated with losing important and private data. However, educational data processing centers emerge as

intriguing targets where hackers can profit both personally and financially. The rate of criminal attacks and
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intrusions into computers and data processing centers in HEI is spreading swiftly, without regard to location

(Alexei & Alexei, 2021). Organizational awareness and development of adequate control mechanisms against

current security risks are lacking because there is inadequate research that focuses on information security

innovation related to the data processing centers of HEI (Ulven & Wangen, 2021; Singar & Akhilesh, 2020).

Most importantly, HEI’s are unaware of the elements encouraging or impeding the implementation of such

innovative information security controls that can protect their assets.

1.3 Research Objective

Predict and explain the factors affecting the acceptance of security innovations at higher education institutions

for their data processing centers

1.4 Research Question

What are the determinants of security innovations at higher education institution’s data processing centers; and

how are they determined?

1.5 Scope of Research

This paper aspires to study the determinants of security innovation in higher education. Security is a very broad

concept comprising diverse themes of which this study may not be able to cover. This study will focus on themes

such as governance, privacy, identity, access, physical, and personal security associated with educational data

processing center.

Furthermore, the study will focus on security innovation at the macro or organizational level. It intends to

understand how and why innovative security practices are accepted or denied/rejected at the organizational

(macro-level)

1.6 Significance of the study

Academics and others interested in exploring additional data processing center security themes, educational

technology, and innovation adoption may find the study's findings and outcomes helpful. This should inspire the

creation of fresh concepts for a deeper comprehension of the elements that either encourage or restrict security

innovations in educational organizational contexts.

2. Literature Review

2.1 Data Processing Centers in HEI

Information Technology is now regarded as an integral and central part of HEI and not a separate entity due to

its vast utilization (Pegu, 2014). Complex IT infrastructure is the backbone of educational research and services

which in the long run determines the institution’s performance. HEIs boast of an increase in enrolment and

reduction in expenditures due to a potent IT infrastructure which leads to enhanced decision making, competitive

advantage, and faster reaction to the latest innovation adoption (Pinho, Franco & Mendes, 2018). Data

processing centers offer judicious use of scarce resources to provide timely deliverables and guarantee persistent

communication among units and departments with the aim of transforming educational service delivery (Pinto et

al., 2012).

2.2 Educational processes and DPC alignment

Educational processes and DPC alignment concern how the strategies, goals, and aspirations of educational

services are in harmony with IT services. The greater the use of IT in HEI, the higher the rate of performance

improvement (Sakala & Chigona, 2020). IT empowers educational institutions by ensuring that specifications in

terms of processes are met and hence the shaping of educational and business strategies (Utomo, Bon &

Hendayun, 2017).

2.3 Improving Educational Processes

IT is more beneficial when it delivers collective services as opposed to standalone or single components

technologically. This allows IT to assume the position of a service provider with both user and technical

perspectives in a rapidly changing environment (Raja & Nagasubramani, 2018; Sakala & Chigona, 2020). IT has

the tendency to provide customer and service-oriented management that corresponds to educational strategies

(Tatili et al., 2016). IT offers a clear distinction between services that are deemed vital to the educational process

and those that are not, as well as how those services can be designed and implemented to fit business needs. IT

can be seen as addressing complex educational structures that thwart the development of Integrated IT standards

(Ghavifekr & Rosdy, 2015)
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2.4 Innovation

The construct of innovation is deemed a complex one that has motivated studies from diverse schools of thought

in multiple contexts and measured with varying analysis levels. Innovation is considered generating and using

new behavior or ideas (Hisrich et al. 2017). Others see the concept of innovation as the practice an organization

uses for the first time irrespective of whether different organizations have utilized that technology or practiced it

before. Innovation is regarded as a specified tool for entrepreneurs, and the avenues through which changes are

exploited as the basis for opportunities and services that are diverse (Viswanathan & Sreekumar, 2019).

Similarly, Porters (1990) contend that competitive advantage can be achieved through acts of innovation by

an approach in its widest sense, using technological advances and creative ways of accomplishing tasks.

Moreover, innovation is perceived as the vital systematic processes of incorporating problem solving notions that

are new to be used.

2.5 Innovation Adoption

An innovation, more specifically in security by an organization such as HEIs is an ongoing phase-based

procedure that unfurls over time (Nam et al., 2019 ). From the view of technological diffusion, adoption

describes the organizational campaign to spread IT innovation across its departments (Puklavec et al., 2018).

According to Rogers (1995), the innovation adoption begins with a first cognition, consciousness, and

assessment of innovation by a firm. The preliminary levels or initial phases include identifying the needs or

problems and determining potential innovations to help address that problem (Rogers, 1995). The initiation

phase involves design and schedule leading to a decision of adoption. The final stage is implementation, which

in the views of Rogers (1983) is the vent decisions, actions involved in implementing innovation.

2.6 Research Model

The TOE framework underpins this study (Tornatzky & Fleischer, 1990) as it depicted in Figure 1 where three

contexts; technological, organizational, and environmental factors have an organizational impact on

technological innovation. The technological relevance in this context refers to both internal and external

technological developments within an organization. The organizational context illustrates how corporate

characteristics affect whether an innovation is adopted or not. The external environment is the platform on which

a firm runs its operations. (Tornatzky & Fleischer, 1990).

2.6.1 Technological Context

Tornatzky and Klein (1982) reported on ten variables that adoption studies most often address, which include

complexity, cost, compatibility, relative benefits, communicability, divisibility, profitability, observerability,

social approval and trialability. Just three of the total characteristics of innovation were, however, consistently

and significantly correlated with innovation adoption, according to a meta-analysis of 75 innovation research.

They include complexity, compatibility, and relative advantages. As a result, our study will now concentrate

solely on the three constructs under the technological context.

Relative advantage is the degree to which an innovation is preferred to the concept it replaces (Rogers, 1995;

Panchal and Krishnamoorthy, 2019). In this research, relative advantages rest in asset management to determine

whether innovative security solutions are more appropriate in HEIs than the outdated technology they intend to

replace (Gangwar 2018; Narwane et al., 2019; Pan & Pan, 2019). It looks at the benefits of new technology in

HEIs compared to security technologies already in use. I, hypothesize that;

H1– High levels of perceived relative advantage positively affects DPC security innovation

Compatibility will focus on how the new security innovations should adhere to current processes and procedures

at HEIs. It needs to be consistent and logical with adopting organizations ' ethics and technological requirements

(Verma & Bhattacharyya, 2017; Ahmad & Siraj, 2018). There is a likelihood of a positive impact if the new

technology is considered being highly compatible with the technologies already utilized at HEIs (Tornatzky and

Fleischer, 1990; Dubey et al., 2016). We hypothesize that;

H2–Compatibility of current technologies with what is required positively affects DPC security innovation.

Complexity relates to how difficult users perceive to understand and use an invention (Rogers, 2003). Adoption

of an innovation will be less likely if it is perceived as more challenging to utilize. Emerging innovations need to

be user-friendly and simple to use in order to enhance adoption rates at HEIs (Verma & Bhattacharyya, 2017;

Ramanathan et al. 2017; Ahmad & Siraj, 2018). We hypothesize that;

H3–Complexity in using technologies negatively affects DPC security innovations

2.6.2 Organizational Context

The organizational context studies the mechanisms and structure of an organization, which either restricts or

enables innovative adoption and implementation (Lai et al. 2018). The approval from board members at HEIs is

essential as they provide the resources necessary for innovation to happen (Lautenbach et al., 2017; Raguseo,

2018; Khan et al., 2020; Najib & Fahma, 2020). The willingness to invest in security in terms of training,

logistics, and regulations will show a strong level of support from the HEI board. We hypothesize that;



Journal of Education and Practice www.iiste.org

ISSN 2222-1735 (Paper) ISSN 2222-288X (Online)

Vol.14, No.7, 2023

10

H4–Board approval for improved security positively affects DPC security innovations

IT competency deals with the capabilities of the infrastructure already in place and the knowledge of how to use

new technologies (Ghasemaghaei et al., 2018; Braganza et al. 2017; Kim & Eunil, 2020). IT competencies is an

important factor in the successful adoption of innovation by HEIs as the availability of financial, technological,

and human resources influences whether they plan to acquire new technology. We hypothesize that;

H5–Competencies in IT positively affects DPC security innovations

2.6.3 Environmental Context

The Environmental contexts are the domains where the firm is in charge of running its business (Tornatzky &

Fleischer, 1990). Organizations can develop and offer new products in response to competition (Gangwar, 2018;

Chen et al., 2015; Igwe et al., 2020). HEIs will innovate due to the pressing necessity to outperform rivals in the

market. We hypothesize that;

H6–Pressure from rivals positively affects DPC security innovations

Again, regulatory compliance can influence competitive pressures for organizations either unfavorably or

positively. The availability of different information security rules and regulations frequently forces businesses to

act and invent in order to maintain credibility and conformity with governmental agencies or departments (Dutta

& Bose, 2015; Igwe et al., 2020). We hypothesize that;

H7–Regulatory Compliance positively affects DPC security innovations.

Figure 1. The research model

3. Methodology

The two major approaches for conducting research are inductive and deductive approaches. Using the inductive

approach, one or more results based on a particular observation should be generalized. Conclusions drawn from

induction should be followed by testing through experiment and deduction. An inductive approach enables more

versatility in the design of research as well as to explore the topics and entries emerging from the data. Because

of the less organized nature of the research design, the above approach can lead to criticism, which can

necessitate a degree of uncertainty (Saunders et al., 2009). In this study, a deductive approach will be used. The

use of a deductive approach improves research generalization and the use of tailored quantitative questions will

also enhance the reliability and validity of the data.

3.1 Research Design

The research will be designed in a descriptive way with data collection used to answer questions regarding the

present state of the subject under study. There are two categories; qualitative and quantitative for the research

methods. Quantitative is frequently used to synonymize any data gathering method such as from a questionnaire

or a process of statistical analysis like charts or statistical analysis that generates or uses numerical data

(Saunders et al., 2009). Qualitative, on the other hand, is commonly used for the synonym of all methods of data

recollection, along with interviews or data analysis, such as the categorization of non-numerical data produced or

used. (Saunders et al., 2009).
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3.2 Population

The accessible population for the study consists of management staff and IT support staff at three HEIs in Ghana,

namely, the University of Education, Winneba (UEW), Kwame Nkrumah University of Science and Technology

(KNUST) and the University of Cape Coast (UCC). Due to their continuous engagement with IT-related

equipment and services where security is crucial, IT support staff were included. Management staff are taken

into account since they affect the adoption of IT and security innovations at their respective HEIs and are seen as

policy implementers.

3.3 The Sample and Sampling Procedure

The selection of sample sizes was based on the recommendation of Krejcie & Morgan(1970) on determining the

sample size of a given population.

Table 1. The determination of the population’s sample size

Source: (Krejcie & Morgan, 1970)

The sample size of the target population of 1,400 was 300, based on Krejcie and Morgan's (1970) claim as

depicted in Table 1. Probability sampling was used because it offers equivalent opportunities of selection for

each group in the population as well as improving generalization from data collected from a population. The

bigger the size, the smaller the probability of error for the public generalization (Saunders et. al, 2009).

3.4 Data Analysis

The Statistical Package for the Social Sciences (S.P.S.S) software version 23 was used to analyze the data. The

majority of the variables in this study comprised of items of the type Likert, and therefore, the coefficient alpha

of Cronbach was used to assess the consistency of the items. Multinomial Logistic Regression (MLR), which is a

multivariate analysis technique, was utilized to test the predicted model. The use or relevance of multinomial

logistic regression is that it takes into account two or more dependent classification outcomes due to its extension

of binary logistic regression. Due to its failure to adhere strictly to normality, homoscedasticity, and linearity,

multinomial logistic regression most often is a preferred tool to be used in data analysis.

4. Results

The study sought to investigate the determinants of security innovations of DPC in HEIs. For the goal of

gathering data, a series of questionnaires were given to 159 IT Support workers and 141 management staff of the

chosen institutions. The question guiding the study was; what are the determinants of security innovations at

higher education institutions; and how are they determined.

In order to ascertain the importance of the model predictors, the results of the likelihood ratio tests in Table

2 can be used (Field, 2009). Complexity, Board approval, IT competencies and relative advantage were the four

predictor variables significant at (p< 0.05.). The test of likelihood ratio is a general statistic that shows which

determinants predicted the results significantly, but does not tell the particular results specifically (Tabachnick &

Fidell, 2011).
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Table 2. Likelihood ratio test

Effect

Model Fitting Criteria Likelihood Ratio Tests

-2 Log Likelihood of Reduced.

Model. Chi-Square. Df. Sig.

Intercept. 610.560 4.332 2 .115

Relative Advantage 614.119 7.891 2 .019

Complexity 611.552 5.324 2 .040

Board Approval 614.096 7.869 2 .020

Pressure from Rivals 609.472 3.244 2 .198

Compatibility 610.308 4.080 2 .130

IT Competencies 620.353 14.125 2 .001

Regulatory Compliance 608.029 1.801 2 .406

Regarding the assumptions presented here, it is apparent that the HEIs ' decisions on security innovation for

DPC are influenced by relative advantage, board approval, complexity, and IT competencies. Table 3 offers a

summary of the accepted and rejected hypotheses.

Table 3. The summary of hypotheses

Technological

H1:Relative Advantage

Accepted

H2:Compatibility Rejected

H3:Complexity Accepted

Organizational

H4: Board Approval Accepted

H5: IT Competencies Accepted

Environmental

H6: Pressure from Rivals Rejected

H7: Regulatory Compliance Rejected

Two major MLR applications exist. First, to anticipate group membership by calculating the chances that an

organization will be in one of the phases of assimilation, initiation, acceptance, or implementation. Second, the

offer of an understanding of the connection and strength between variables (Field, 2009). Table 4 summarizes the

results of multinomial logistic regression, including the significance level, �-coefficient (B) and the

Experimental �-coefficient Exp (B). The related advantage, complexity, board approval, and IT competencies

out of the seven independent variables are closely linked to the decision for HEI's adoption for security

innovation.

In the model, based on Wald statistics, Relative Advantage, board approval, complexity, and IT

competencies were defined as the only significant factors which can be established on the basis of the sign of the

coefficient (B). Relative Advantage (β=.290, p<0.05), Complexity (β=-.168, p< 0.05.) Board Approval (β=161,

p< 0.05.) and IT Competencies (β=-.248, p< 0.05) which is positive with the value of Exp (B > 1).

Table 4. Parameter estimates for multinomial logistic regression

First Model Second Model Third Model

Initiation Verses Adoption-decision Initiation Verses

Adoption-decision verses Implementation Implementation

B. Exp(B). Sig. B. Exp(B). Sig. B Exp(B) Sig

Intercept -4.899 .052 3.856 - - 1.042 - -

Relative Advantage. .198 1.219 0.58 0.92 1.097 .367 .290 1.079 .008

Complexity. -.134 .874 0.76 -0.34 .967 .663 -.168 .723 .035

Board Approval 0.22 1.022 .727 .139 1.149 0.27 .161 1.039 .010

Pressure from Rivals -0.33 .967 .696 .149 1.160 0.88 .116 .947 .183

Compatibility .092 1.097 .373 -.213 .808 0.46 -.121 .716 .266

IT Competencies 0.82 1.085 .398 -.330 .719 .001 -.248 .648 .009

Regulatory

Compliance .120 1.128 .212 .100 .905 .309 0.20 .844 .833

Table 5 summarizes the major findings with regard to the stated hypothesis and each factor is discussed in

relation to the context of technology, organization and environment exhibited throughout the study model.
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Table 5. Findings from the hypothesized model

First Model Second Model Third Model

Initiation Verses Adoption-decision Initiation Verses

Adoption-decision verses Implementation Implementation

Hypothesis

HO1 Relative Advantage Not Supported Not Supported Supported**

HO2 Compatibility Not Supported Not Supported Not Supported

HO3 Complexity Not Supported Not Supported Supported*

HO4 Board Approval Not Supported Not Supported Supported*

HO5 IT Competencies Not Supported Supported** Supported**

HO6 Pressure from Rivals Not Supported Not Supported Not Supported

HO7 Regulatory Compliance Not Supported Not Supported Not Supported

*Significant level at 0.05, **Significant level at 0.01

5. Discussion

5.1 The Technological Context

This study posits that complexity; relative advantage and compatibility will encourage the adoption of DPC

security at HEIs. The findings related to the constructs under the technological context are analyzed below.

5.1.2 Relative Advantage

The result shows that the relative advantage and use of DPC security innovation is in a significant positive

relationship as it can be observed in Table 5, relative advantage is significant in model 3. This implies that HEIs

perceived benefit of innovating with security are more prevalent at the stage of implementation in comparison to

the stage of initiation and adoption. It can be explained that the benefits of data security mechanisms may not be

evident at onset. However, they will be able to harness the full potential of security innovation technologies

when they are fully implemented. These findings are supported by Studies that have found relative advantages as

drivers (Oliveira et al., 2014; Alshamaila et al., 2013; Borgman et al., 2013) for innovation adoption. However,

this finding contrasts other studies (Small et al., 2011), which indicated that relative advantage had a negative

impact on the development of innovation in Taiwan's high-tech industry, and had no support for the relative

advantage.

5.1.3 Compatibility

Rogers (2003) reports that technology innovation is typically rapid if organizations realize that innovation is

compatible with their requirements and established practices. Decision-makers at HEIs therefore prefer to make

sure new ICT utilities are compatible with employee responsibility and worldviews. The results indicated that

compatibility is not an influence on DPC security innovation as illustrated in Table 5. This result is different

from other publications (Alshamaila et al., 2013; Chen et al., 2015; Verma & Bhattacharyya, 2017) as it has

suggested that compatibility is an integral component of Information System innovation and hence there is a

greater likelihood of innovation adoption by HEIs if they are compatible with current working practices. This

inconsistent result is consistent with former research in the area of innovation adoption (Borgman et al., 2013;

Alshamaila et al. 2013). The insignificance of compatibility may arise from the fact that HEIs expect existing

standalone systems to be simply replaced by similar systems. Again, the level of conformity between innovation

and the desires of potential adopters may not always be sufficiently obvious before adoption.

5.1.4 Complexity

Scholars have suggested that when firms eventually acquire an innovation, it is perceived to be significantly

more complex than expected, which inhibits its implementation in turn. This study found complexity to be

significant in implementation as it is illustrated in table 5 in line with (Acheampong & Moyaid, 2016; Pan & Pan,

2019; Ghobakhloo & Ching, 2019) who achieved similar results but contrasts with the findings of Yoon et al.

(2014), who discovered inconsistent outcomes with complexity. These results can be exacerbated by the fact that

various HEIs have real worries concerning how convenient such systems can function because they are not

simple to use, adopt, and implement. This means that HEIs consider DPC security technology more difficult to

comprehend and use during adoption decision-making than during the implementation phase. Another plausible

explanation for this outcome could be that HEIs underestimate the function of complexity before their adoption

at the initiation stage and are overconfident about technological usability. As a result, when they ultimately

acquire the technology, they consider it to be much more complex than anticipated, thereby inhibiting

implementation. According to this analysis, the initial misconception about the complexity of innovative security

technology can lead to an assimilation gap if the widespread technology acquisition does not follow with the

widespread implementation.

5.2 Organizational Context

The institutional metrics that affect DPC security innovation at HEIs in terms of its adoption and implementation
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are deliberated in the organizational context. Board approval and IT competencies form the major characteristics

of the organizational context

5.2.1 Board Approval

Management involves executive leadership incorporation because organizational policies and processes can

indeed be influenced by the top management of a respective organization. The approval from HEIs board of

management is liable for improved corporate strategy leading to advantageous contexts and innovation. This is

essential since decision-making on security innovation depends not only on the views of IT personnel, but on the

need to persuade the board or management for their approval. The results from table 5 are congruent with earlier

studies which demonstrated that senior management had an indirect effect on innovation acceptance (Alshamaila

et al., 2013; Dubey et al., 2016; Lautenbach et al., 2017; Gangwar, 2018; Khan et al., 2020; Najib & Fahma,

2020). The ability of the board or management of HEI to allocate or assign resources in the procurement of

cutting-edge security technologies is one potential explanation for the significant findings.

5.2.2 IT Competencies

Knowledge and skills are essential for technological adoption, which requires that organizations fully understand

the underlying technology and alignment with the ambitions and specifications of the organization. More efforts

need to be made to provide the expertise to run this technology at the workplace level. From Table 5, it can be

observed that IT competency were significant in model 2 and model 3, that is, at the phases of adoption decision

and implementation. The availability of resources in the form of infrastructure and staff at various HEIs that can

accommodate security advances when the necessity arises may be one explanation for this finding. This shows

that additional talents and resource availability expedite the decision to adopt and implement security

innovations.

Alternatively, these outcomes suggest that insufficient IT competencies act as a barrier for implementing

security innovation. This implies that HEIs may be postponing adoption decision and implementation, rather

than acquisition, until they are sufficiently ready in terms of technology. This is congruent with previous research

which has shown that technological-competent organizations are more likely to embrace emerging technology

(Olexova, 2014; Pan & Pan, 2019; Najib & Fahma, 2020). Furthermore, empirical evidence exists that supports

the view that organizations with staff with previous Information Systems knowledge will use innovative

technology more frequently.

5.3 Environmental Context

Competitive pressure and regulatory compliance are the major constructs discussed under the environmental

context. The study posited that both constructs determine the acceptance of DPC security innovation of HEI and

are discussed below.

5.3.1 Pressure from Rivals

Security innovations can transform organizations to be more competitive and simplify the development process

that matches rivals. The results from Table 5 indicate that competitive pressure inhibits the adoption of security

innovation in HEIs. Previous studies had significance outcomes for competitive pressure (Borgman et al., 2013;

Lautenbach et al., 2017; Igwe et al., 2020). This outcome is consistent, however, with other studies (Jeon et al.,

2006; Alshamaila et al. 2013) that also discovered that competitive pressure in small to medium-size businesses

was not a significant determinant for cloud computing innovation. One of the possible explanations for the

insignificant result is the lack of competition among HEIs, which may require restructuring and updating of

security protocols to gain a competitive edge over rivals. This implies that the competitive pressure is not

stronger enough for HEIs to feel compelled to adopt innovations in DPC security preemptively to avoid a future

disadvantage in competition. In this regard, DPC security technology cannot be seen as a strategic need by HEIs.

Again, a potential reason can be attributed to the fact that the percentage of innovating in security in Ghanaian

universities is low and is still at an early stage.

5.3.2 Regulatory Compliance

Standards and government regulations may have an adverse effect on the environment for the implementation of

HEI security technologies. Table 5 indicates that there was no support for regulatory compliance in regard to

DPC innovative security adoption. A possible explanation for this finding is the substantial transaction costs

incurred when HEIs wish to properly comply with security benchmarks. Since many institutions have limited

resources, finding additional funding to address security issues may be a difficult undertaking for them. Another

possible reason for this outcome is that in difficult times the use of security technology and practices is not

supported by rules or regulations from the government. In addition, government support is required to establish

appropriate regulations or review their operating regulations in order to conform to the requirements of

recommended practices in security. These outcomes were in line with previous studies, in which the factor has

no direct effect on the use of innovative technology (Borgman et al., 2013; Igwe et al., 2020).
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6. Conclusion and Recommendations

This study examined the determinants of security innovation in HEI data processing centers. Specifically, the

study spelled out to; predict and explain the elements affecting the acceptance of security innovations of data

processing centers by HEI. The theoretical framework for research has been the Technology Organization and

Environment theory because of its appropriateness in explaining the constructs under study. Valid arguments

were made for a deductive approach and its suitability for positivist research. The survey strategy was used with

justification for its appropriateness for the study. The Quantitative stance was chosen due to the argument made

against other methods. The study population was made up of management staff and IT support staff at selected

HEIs in Ghana. 300 participants made up the study's sample, which was gathered using the probability sampling

technique. The research instrument employed was a questionnaire which was adapted from innovation adoption

researchers and previously published papers. The questionnaire was administered consisting of 25 items.

Data analysis was performed using SPSS version 23 and the questionnaires were checked for reliability

(Cronbach’s alpha was above 0.7). As the research is a predictive one, the hypothesis was tested using a

multinomial logistic regression analysis. The research model showed a good fit, with Cox and Snell(0.508) and

Nagelkerke(0.618) with 76.3 percent accuracy predictability.

6.1 Research Limitations

A few constraints, in particular regarding the research methodology and results, can be identified from this study.

Due to the limited scale of research, it was difficult to integrate all variables of security innovation presented in

previous literature.

Secondly, the methods used to achieve the research objectives have been confined to quantitative (survey)

methods due to the limited time and costs. Even though this study analyzed the data through a powerful

multivariate tool, other studies may use alternative methods, such as case studies, through the conduct of

interviews with individuals within the same organization. Finally, this study was mainly confined to Ghana's

public universities. It may therefore not be suitable that the entire population is generalized to all cycles of

education in Ghana.

6.2 Implications for Theory and Practice

Many studies suggested different adoption frameworks, although very few studies addressed the adoption of

security innovations across multiple contexts by offering a model for organizational security innovation. This

study endeavored to fill both gaps by proposing a general security innovation model highlighting the important

role organizations play in adopting innovative security technology, particularly for HEIs. While there is a need

for further research into security innovation at HEIs, this research work has taken the first step to filling that gap

through tangible and practical literature contributions. This model may also by coincidence be applied to other

innovations rather than security. This is achieved by developing the model from a widely used framework for

technology adoption, such as the TOE found in literature.

Organizations that want to adopt security innovations can implement the model with all factor-specific

considerations, making decisions on innovation more easily and quickly. In addition, organizations can use the

model and findings from this study after initially adopting innovative security technologies to mitigate potential

problems which may arise during the innovative process.

6.3 Recommendations

Additional research is required to determine the factors influencing security innovation at other higher education

institutions to deliver numerous contextual views due to the wide variety of DPCs they deploy in the

performance of their primary functions of teaching, learning, and research. Again, there are additional factors

that can be considered as drivers for innovative adoption decisions, thereby extending the seven factors used in

this study. This will give the adoption of innovations a wider perspective while also giving the phenomenon a

concrete understanding.

In addition, the results of this study indicate that more research on the adoption of security innovation

within HEIs is urgently needed. The model can then be improved on the basis of its application results.

Furthermore, it can develop and explain the adoption of other innovations by a streamlined or adapted model.
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