
Fig. 1. Internal architecture of a sensor node [2]
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Fig. 2. Sensor nodes Scattered in a sensor filed [2]
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Fig. 7. Comparison for total energy (transmission and
encryption/decryption) for Public Key Cryptographic Algorithms
Ntru, Rabin's scheme and ECC variants ECMV and ECDSA at
Data Rate D = 250 Kbps

Fig. 5. Comparison for total energy (transmission and
encryption/decryption) for Public Key Cryptographic algorithms
Ntru, Rabin's scheme and ECC variants ECMV and ECDSA at
Data Rate D = 25 Kbps

Fig. 6. Comparison for total energy (transmission and
encryption/decryption) for Public Key Cryptographic Algorithms
Ntru, Rabin's scheme and ECC variants ECMV and ECDSA at
Data Rate D = 100 Kbps

Fig. 8. Measured range in unobstructed outdoor environment as a
function of output power of the reader [4]

Fig. 3. Comparison for transmission energy for Public Key
Cryptographic algorithms Ntru, Rabin's scheme and ECC
variants ECMV and ECDSA at Data Rate D = 250 Kbps

Fig. 4. Comparison for encryption energy for Public Key
Cryptographic algorithms Ntru, Rabin's scheme and ECC
variants ECMV and ECDSA.
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