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NATURE OF THE ACTION

1. This case presents a simple question: Does the public have the right to
access public data?

2. The answer is so obvious, it is almost tautological. But Meta — known
to most as Facebook — says no, threatening to sue Bright Data for doing just that,
and nothing more. Because Meta does not have the right to block Bright Data from
searching purely public information that Meta expressly says it does not own, Bright
Data brings this declaratory judgment action.

3 The internet is the largest public repository of information ever
assembled. It has changed our way of life. There is hardly a person in America that
does not use the Internet on a daily basis to obtain information of interest to them.
Just ask Siri. Though theoretically accessible by anyone with internet access, much
of the information online is unusable simply because of its sheer volume. It is a
problem of information overload.

4. Google— the largest scraper on the planet — has helped solve part of that
problem. Its bots crawl millions of websites, including Meta’s websites, collecting

information about the contents of each. Take a look:
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When users type in a search query, Google analyzes its vast databases and points
users to the most relevant websites. Google has revolutionized the Internet.

B Bright Data — a leading web data company — is also revolutionizing the
Internet, in much the same way as Google. It has developed best-in-class
technologies to provide solutions and access to that public data. Bright Data is
founded on the fundamental premise that making publicly available web data
accessible is an essential benefit to all. It protects democracy, keeps people
informed, and fosters competitive markets. Bright Data’s services are used by over
10,000 customers worldwide, including Fortune 500 companies, academic
institutions, and small businesses. All of these customers rely on Bright Data to
retrieve and synthesize public Internet data.

6.  With over 3,300 granted patent claims, Bright Data has developed
unrivaled technology to access the Internet. Using the largest proxy network in the

world, Bright Data and its customers can search for relevant public data posted



anywhere on the Internet. For example, customers can use Bright Data’s network to
gather real-time data to focus their marketing efforts, help identify influencers, and
analyze other important trends. Other customers can use Bright Data’s network to
obtain up-to-date information concerning product pricing or availability, helping to
foster more competitive markets. Still other customers use the Bright Data network
to search social media for signs of hate, manipulation, and political deception in an
attempt to anticipate trends that might escalate to domestic or global violence.

7. Because many of Bright Data’s customers have similar information
needs, Bright Data also searches the Internet using its own proxy network, and
compiles public information in useable format. So — just like when a person types a
question into Google, and Google provides the answer, rather than just directing the
user to a website — Bright Data will provide the same types of information the user
could obtain through its own industrious efforts. In doing so, Bright Data only
accesses purely public data. It does not search for, compile, or sell data that is
protected by a paywall, password, or login page. Even so, vast amounts of useful
public, non-proprietary information is available, and it 1s valuable to consumers and
companies alike.

8.

e
Redacted



9. Home to the world’s largest online social networks, Facebook and
Instagram, Meta’s platforms and websites are themselves a vast repository of public
data. Users post information publicly on Facebook or Instagram that can be accessed
by anyone, including non-members. As Mark Zuckerberg has said, “Our mission is
to make the world more open and connected. We do this by giving people the power
to share whatever they want....” And “by giving people the power to share, we’re
making the world more transparent.” “Some of the most basic information we
suggest that people leave public” and “we’re just going to keep on moving more and
more in the direction” of openness. Facebook tells its users that “public information”
— “called your Public Profile” and information “you choose to share ... with Public”
—“can ... show up on another search engine” and “can be seen by anyone,” including
“people off of Facebook.”

10.  Meta’s decision not to put all information behind a log-in screen was
intentional. It does not want to become the next MySpace. As a network, its success

— and its continued dominance as a social media platform — depends on having as

| Redacted



many users as possible visit and post information to the site. Restricting the
information users can post publicly reduces both the number of visitors to the site
and the willingness of some users to post information, all of which reduces the size
of the network and would place the network at risk of being supplanted by another
network that does not restrict access to users” own information.

11.  Meta does not claim ownership over any of its users’ data. It claims no
copyright or other proprietary interest in wholly-public information. Indeed, Meta
spectfically disclaims ownership. Meta’s Facebook service, for example, tells users
that they “retain ownership of the intellectual property rights™ in any content they
“create and share on Facebook.” Its Instagram service similarly states that Instagram
does “not claim ownership of [its users’] content that [they] post on or through the
Service.” Both platforms provide that it is entirely the user’s decision what to post
and to whom — that is, the user decides whether information is public or behind a
password and accessible to members only.

12, The decision not to seek proprietary rights in its users’ information was
also intentional — a choice made for both legal and economic reasons. Economically,
if Meta sought ownership of users’ data, many users would likely refuse to post
information to the site. Legally, Meta seeks the protection of Section 230 of the
Communications Decency Act, which protects it from liability for information users

post to its platform. Under the Act, “[n]o provider or user of an interactive computer



service shall be treated as the publisher or speaker of any information provided by
another information content provider.” 47 US.C. § 230. The insulation from
liability is premised on the notion that the platform is not the author, owner, or
publisher of the information that users post, but merely a host for it. For these and
other reasons, the information that Meta makes available for the world to see on its
websites is not Meta’s information.

13. Despite the fact that Bright Data only accesses publicly available
information, and the fact that Meta does not claim any ownership in such data, Meta
sent a cease and desist email to Bright Data on November 29, 2022. That email
purported to memorialize a call that Meta’s Director of Privacy and Data Policy,
Allison Hendrix, had requested a few hours earlier. During the call, Ms. Hendrix
explained that Meta was fine with Bright Data searching other third party sites

‘ |~'_--_w|:|._'|-¢iq
| . In short, Meta made clear that it was
seeking to wrest control over public data it does not own. She demanded that Bright
Data “[rlemove and cease the selling of any user data obtained from Meta’s family
of apps,” and “stop scraping and facilitating the scraping of Meta users’ data” by
Bright Data’s own customers. Meta gave Bright Data “48 hours™ to accede to its

demands, and stated that “refusal to cooperate within the deadline provided may

result in enforcement action.”



14.  In asserting the power to stop Bright Data from searching for publicly
available information, Meta pointed solely to the Facebook and Instagram Terms of
Service. But Bright Data has not agreed to those terms. As Bright Data explained

to Meta on December 5, 2022,

“[1]n response to our request to identify contracts that incorporate the
Meta terms of service, you directed us to “the accounts [Bright Data
created” on Facebook and Instagram, which you say provided Bright
Data with access to Meta’s “products and services.” Those accounts,
of course, are not used in connection with, and are completely unrelated
to, the activities you have complained about, and it was a surprise to us
that you would be relying on them now.

But because you have identified them as the source of your potential
contract claims, we have exercised our right to terminate those accounts
and are no longer a “user” of Meta’s products and services and are not
now subject to Meta’s user terms,

To be clear, as of now at least, you are on notice that Bright Data
affirmatively rejects and has not consented to any agreement to your
user terms in any context for any reason. Nor will there be any future
contract — or “meeting of the minds” — between the parties relating to

the activities at issue absent a written agreement physically hand-signed
by both parties.”

This lawsuit, thus, focuses on current and forward-looking activities, for which there

is no, and can be no, contract claim.?

* During the November 29" call and her follow-up email, Ms. Hendrix’s threats also
“include[d] terminating [its] agreements with™ Bright Data. Of course, terminating
the agreements Meta threated to sue under would paradoxically moot any request
for future injunctive relief because there would no longer be an operative contract to
enforce. But this nuance was lost on Meta, as its real purpose in making this threat
was to exert business leverage. Unwilling to be extorted in this way, as noted above,
Bright Data terminated the contracts Meta identified as the basis for their complaints



15.  Bright Data does not use an Instagram or Facebook account to search
for and use public data posted on those sites. Because Bright Data only searches
public information — and does not access or collect any private information on
Facebook or Instagram, such as profile information that is only visible when signed
in as a member — it is not required to, and has not, clicked “accept” or otherwise
agreed to Meta’s terms. Put simply, Bright Data does not enter Meta’s walled
garden, nor does it seek entry. It collects only what it can see from the outside.

16.  Nor has Meta offered any consideration to Bright Data in exchange for
any acceptance to its terms. Because Meta’s users have made their information
available publicly, the public — including Bright Data — has the right to search that
data. Meta cannot co-opt that data and convert it to its own personal property. Nor
does Meta have standing to sue on behalf of its users, even if they retained any
property rights in information they chose to make publicly available.

17.  As such, Bright Data secks declaratory relief under the Delaware
Declaratory Judgment Act, 10 Del. C. §§ 6501, et seq. As a result of Meta’s
demands, Bright Data’s right to collect public information on Meta’s sites is directly

threatened, and Meta has created an actual, definite, and justiciable case and

before filing this suit. This action, therefore, focuses solely on Bright Data’s right
to search and use public information posted on Meta’s sites currently and in the
future.



controversy. Bright Data seeks a declaration that Bright Data and its users have
every right to search and use wholly public information posted on Meta’s websites.

18.  Such a declaration is also in the public interest.* There is no reason to
create different, more restrictive rules for virtual billboards — like Meta’s — than for
physical billboards that dot the nation’s highways. The rule is simple: public means
public. [If this Court were to set the precedent that public online data is not truly
public and cannot be used by the public — or at least not by Internet companies who
want to use it — many businesses and modern endeavors would grind to a halt. There
would be no Google; there would be no price comparison services; there would be
no Artificial Intelligence (because there would be no data to train those systems on);
and there would be no way to monitor and stop bad online actors who seek to
perpetuate malevolent activities. That is not the world we want to live in; and it is
not the world this Court should endorse.

THE PARTIES

19, Bright Data Ltd. is an Israeli company with a principal place of
business at 4 Hamahshev St., Netanya 4250714, Israel. Customers throughout the

United States contract directly with Bright Data Ltd. for services, including the

* Other jurisdictions have reached similar conclusions. Indeed, on January 4, 2023,
the European Union fined Meta $400 million for including unconscionable
provisions in its User Terms that stripped away users’ rights as a condition of using
the platform. https://www.nytimes.com/2023/01/04/technology/meta-facebook-eu-
gdpr.html.



ability to use Bright Data’s proxy network to search the Internet (including on Meta
websites) and access data that Bright Data has compiled from its own Internet
searches.

20.  Bright Data is a steward of the public information it gathers. It
maintains a robust, rigorous, and unrivaled compliance system to ensure its network
remains safe and the public information it and its customers search are put to
approved uses, such as price comparisons, brand protection, business intelligence,
and research. It does not use the data in ways that could be harmful or embarrassing
to others, and it takes steps to ensure that its customers do not do so either.

21.  Bright Data recognizes the value and utility of public data, and makes
its network and services available for free to over 600 organizations, including
NGOs, academic institutions, and public bodies, so that public online information
can be used to social benefit. These customers use Bright Data’s network to, for
example, fight human trafficking and other violence, address climate change, narrow
the digital divide, promote diversity, and bring transparency to social media
algorithms. For example, the New York Times recently used public data that Bright
Data collected from Twitter to analyze changes in Twitter’s content moderation
decisions.

22, Meta Platforms, Inc. is a publicly traded corporation organized and

existing under the laws of the State of Delaware and 1s registered to do business in

10



the State of Delaware. Meta’s headquarters are at 1601 Willow Road, Menlo Park,
California 94025.

23.  Imstagram, LLC is a subsidiary of Meta Platforms, Inc. and is a
Delaware limited liability company with its principal place of business in Menlo
Park, California.

24.  Meta Platforms Inc. and Instagram, LLC are referred to collectively
herein as “Meta.” Meta owns and operates the Facebook and Instagram websites.

JURISDICTION

25. This Court has jurisdiction over this declaratory judgment action
pursuant to 10 Del. C. §§ 65(11 , el seq. In addition, this 1s a commercial dispute, the
value of which is in excess of $1,000,000. Plaintiff has accordingly designated this
matter for this Court’s Complex Civil Litigation Division.

26.  This Court has personal jurisdiction over Defendants because they are
incorporated in Delaware and have engaged in substantial business within this
district.

COUNT 1

DECLARATORY JUDGMENT THAT BRIGHT DATA IS NOT
LEGALLY BARRED FROM SEARCHING AND USING
PUBLIC INFORMATION POSTED ON FACEBOOK

27.  Bright Data incorporates each and every paragraph of this Complaint

as if fully set forth herein.



28.  An actual controversy exists between Bright Data and Meta concerning
Bright Data’s legal right to search for and use public information that Meta’s users
post on the Facebook website. Meta, through its demands and threats of
“enforcement action”, has directly threatened Bright Data’s right to search and use
public information on Facebook, and Bright Data has a real and reasonable
apprehension that it will be subject to liability if it continues to search for and use
such information.

29.  Meta does not own the information its users post on Facebook. It is not
protected by any claim of copyright, intellectual property, or other property interest
possessed by Meta.

30.  The information that Meta’s users post publicly is public information.
Alternatively, Meta lacks standing to enforce any copyright, intellectual property, or
property interest possessed by the Meta users who publicly post information to the
Facebook website.

31.  Bright Data is not a party to any contract that prohibits Bright Data from
searching and using public information posted on Facebook’s website. Bright Data
has not agreed to, and is not subject to, Facebook’s Terms. It did not check a box or
click a button indicating consent to the Terms. It is not a party to any contract with
Meta incorporating the Terms. It does not log-in or create a Facebook account in

order to collect public information on Facebook.

12



32, Altemnatively, any contract that purports to prohibit Bright Data from
searching and using public information posted on Facebook’s website is void for
lack of consideration. Meta does not own any legally protectable interest in the
public data posted on the Internet, including information that Meta hosts. Just like
information that is posted on a public billboard or bulletin board is public
information regardless of who owns the billboard or bulletin board, information
posted publicly on the Internet is public information regardless of the company that
hosts the information on its computer servers.

33.  There are no other grounds on which Meta can legally bar Bright Data
from searching for and using public information posted on Facebook’s website.

34.  Even if Meta would otherwise have the right to bar Bright Data from
searching for and using public information posted on Facebook’s website, Meta is
barred under the doctrine of laches from enforcing those rights or obtaining an
injunction against Bright Data to prevent Bright Data from searching for and using
public information posted on Facebook’s website. Meta has known that Bright Data
has searched for and used public information posted on Facebook’s website, has not
previously taken action to prevent such conduct, and has allowed, acquiesced, or
expressly or impliedly consented to such activities. Bright Data reasonably relied

on Meta’s lack of enforcement in continuing to build its business. An injunction



barring Bright Data from continuing to engage in these activities would be
prejudicial to Bright Data and not in the public interest.

35.  Even if Meta would otherwise have the right to bar Bright Data from
searching for and using public information posted on Facebook’s website, Meta is
barred under the doctrine of unclean hands from enforcing those rights or obtaining
an injunction to prevent Bright Data from searching for and using public information

posted on Facebook’s website.

| Redacted

[t would be inequitable and unconscionable to allow Meta to block Bright
Data from searching and using information publicly posted on Facebook while

continuing to allow Meta to i Redacted

COUNT 11

DECLARATORY JUDGMENT THAT BRIGHT DATA IS NOT
LEGALLY BARRED FROM SEARCHING AND USING
PUBLIC INFORMATION POSTED ON INSTAGRAM

36. Bright Data incorporates each and every paragraph of this Complaint

as if fully set forth herein.
37.  An actual controversy exists between Bright Data and Meta concerning

Bright Data’s legal right to search for and use public information that Meta’s users

14



post on the Instagram website. Meta, through its written demands and threats of
“enforcement action” has directly threatened Bright Data’s right to search and use
public information on Instagram, and Bright Data has a real and reasonable
apprehension that it will be subject to liability if it continues to search for and use
such information.

38.  Meta does not own the information its users post on Instagram. It is not
protected by any claim of copyright, intellectual property, or other property interest
possessed by Meta.

39.  The information that Meta’s users post publicly is public information.
Alternatively, Meta lacks standing to enforce any copyright, intellectual property, or
property interest possessed by the Meta users who publicly post information to the
Instagram website.,

40.  Bnght Data 1s not a party to any contract that prohibits Bright Data from
searching and using public information posted on Instagram’s website. Bright Data
has not agreed to, and is not subject to, Instagram’s Terms. It did not check a box
or click a button indicating consent to the Terms. It is not a party to any contract
with Meta incorporating the Terms. It does not log-in or create an Instagram account
in order to collect public information on Instagram.

41.  Alternatively, any contract that purports to prohibit Bright Data from

searching and using public information posted on Instagram’s website is void for

15



lack of consideration. Meta does not own any legally-protectable interest in the
public data posted on the Internet, including information that Meta hosts. Just like
information that is posted on a public billboard or bulletin board is public
information regardless of who owns the billboard or bulletin board, information
posted publicly on the Internet is public information regardless of the company that
hosts the information on its computer servers.

42, There are no other grounds on which Meta can legally bar Bright Data
from searching for and using public information posted on Instagram’s website.

43.  Even if Meta would otherwise have the right to bar Bright Data from
searching for and using public information posted on Instagram’s website, Meta is
barred under the doctrine of latches from enforcing those rights or obtaining an
injunction to prevent Bright Data from searching for and using public information
posted on Instagram’s website. Meta has known that Bright Data has searched for
and used public information posted on Instagram’s website, has not previously taken
action to prevent such conduct, and has allowed, acquiesced, or expressly or
impliedly consented to such activities. Bright Data reasonably relied on Meta’s lack
of enforcement in continuing to build its business. An injunction barring Bright Data
from continuing to engage in these activities would be prejudicial to Bright Data and

not in the public interest.

16



44.  Even if Meta would otherwise have the right to bar Bright Data from
searching for and using public information posted on Instagram’s website, Meta is
barred under the doctrine of unclean hands from enforcing those rights or obtaining
an injunction to prevent Bright Data from searching for and using public information

Redacted

posted on Instagram’s website.

It would be inequitable and unconscionable to allow Meta to block
Bright Data from searching and using information publicly posted on Instagram
while continuing to allow Meta to Redacted
COUNT 111
DECLARATORY JUDGMENT THAT BRIGHT DATA IS NOT

OBLIGATED TO MONITOR AND BLOCK ITS CUSTOMERS FROM
SEARCHING AND USING INFORMATION POSTED ON FACEBOOK

45.  Bright Data incorporates each and every paragraph of this Complaint
as if fully set forth herein.

46.  An actual controversy exists between Bright Data and Meta concerning
Bright Data’s legal right to make its proxy network available to its customers for any
lawful purpose, regardless of whether some customers may use the Bright Data

network to search for and use information posted on Facebook. Stated otherwise,



Bright Data has no legal obligation to prevent its customers from searching for and
using public information posted on Facebook. Meta, through its written demands
and threats of “enforcement action” has directly threatened Bright Data’s right to
make its network available to its customers for this and other lawful purposes, and
Bright Data has a real and reasonable apprehension that it will be subject to liability
if it continues to access, search for, and use such information.

47.  Bright Data is not a party to any contract with Meta that would require
Bright Data to prevent its customers from searching and using public information
posted on Facebook,

48.  Bright Data 1s not legally responsible for preventing its customers from
searching and using information publicly posted on Facebook. Such customers are
not an agent of Bright Data, are not acting under Bright Data’s direction or control,
and are not acting for the benefit of Bright Data. Rather, Bright Data’s service is
simply a tool, like a computer, a browser, or an Internet Service Provider that its
customers use.

49.  Bright Data is not aware of any customers that are parties to any
contract that prohibits them from searching for or using information posted on

Facebook’s website.
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50.  Any contract between Meta and any customer of Bright Data’s service
that purports to prevent such customer from accessing information posted on
Facebook is void for lack of consideration.

51. There are no other grounds on which Meta can impose on Bright Data
the obligation to monitor and block users from searching for and using information
posted on Facebook’s website.

52,  Metais barred under the doctrine of laches from obtaining an injunction
imposing on Bright Data the obligation to monitor and block customers from
searching for and using information posted on Facebook's website.

53. Meta is barred under the doctrine of unclean hands from imposing on
Bright Data the obligation to monitor and block customers from searching for and
using information posted on Facebook’s website.

54.  Any immjunction seeking to impose the obligation on Bright Data to
monitor and block customers from searching for and using information posted on
Facebook’s website would be prejudicial to Bright Data and contrary to the public

interest.
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COUNT IV

DECLARATORY JUDGMENT THAT BRIGHT DATA IS NOT
OBLIGATED TO MONITOR AND BLOCK CUSTOMERS FROM
SEARCHING AND USING INFORMATION POSTED ON INSTAGRAM

55. Bnght Data incorporates each and every paragraph of this Complaint
as 1f fully set forth herein.

56.  An actual controversy exists between Bright Data and Meta concerning
Bright Data’s legal right to make its proxy network available to its customers for any
lawful purpose, regardless of whether some customers may use the Bright Data
network to search for and use information posted on Instagram. Stated otherwise,
Bright Data has no legal obligation to prevent its customers from searching for and
using public information posted on Instagram. Meta, through its written demands
and threats of “enforcement action™ has directly threatened Bright Data’s right to
make its network available to its customers for this and other lawful purposes, and
Bright Data has a real and reasonable apprehension that it will be subject to liability
if it continues to search for and use such information.

57. Bright Data is not a party to any contract with Meta that would require
Bright Data to prevent its customers from searching and using public information
posted on Instagram.

58.  Bnght Data 1s not legally responsible for preventing its customers from

searching and using information publicly posted on Instagram. Such customers are
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not an agent of Bright Data, are not acting under Bright Data’s direction or control,
and are not acting for the benefit of Bright Data. Rather, Bright Data’s service is
simply a tool, like a computer, a browser, or an Internet Service Provider that its
customers use.

59.  Bright Data is not aware of any customers that are parties to any
contract that prohibits them from searching for or using information posted on
Instagram’s website.

60.  Any contract between Meta and any customer of Bright Data’s service
that purports to prevent such customer from accessing information posted on
Instagram 1s void for lack of consideration.

61. There are no other grounds on which Meta can impose on Bright Data
the obligation to monitor and block customers from searching for and using
information posted on Instagram’s website.

62. Meta is barred under the doctrine of laches from 1mposing on Bright
Data the obligation to monitor and block customers from searching for and using
information posted on Instagram’s website.

63. Meta 1s barred under the doctrine of unclean hands from imposing on
Bright Data the obligation to monitor and block customers from searching for and

using information posted on Instagram’s website.
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64.  Any injunction seeking to impose the obligation on Bright Data to
monitor and block customers from searching for and using information posted on
Instagram’s website would be prejudicial to Bright Data and contrary to the public
interest.

COUNT V

PROMISSORY ESTOPPEL

65.  Bright Data incorporates each and every paragraph of this Complaint
as if fully set forth herein.

66. Meta made clear promises to the public that its users control who can
access their information, including what information is publicly accessible.

67. Meta’s course of dealing towards Bright Data led Bright Data to believe
that Meta would continue to allow Bright Data to access, use, and facilitate access
to public data on Meta platforms. Meta thus created an enforceable promise. Meta

was fully aware of Bright Data’s activities for years | Redacied |

. And Meta never once objected. This course of conduct

led Bright Data to believe that Meta had no complaints about Bright Data’s activities.
68.  Bright Data reasonably relied on Meta’s promises. Bright Data
expended significant time and resources to build data sets of public information on

Meta’s platforms, and to build patented tools its customers could use to utilize public
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information on Meta’s platforms. Meta should reasonably have expected its actions
to induce detrimental reliance.

69.  Meta is therefore estopped, under the doctrine of promissory estoppel,
from preventing Bright Data or its customers from searching for or using public
information posted on Meta’s websites.

PETITION FOR RELIEF

70.  WHEREFORE, Plaintiff Bright Data prays for judgment against
Defendants as follows:

a. A declaration issued pursuant to 10 Del. C. §§ 6501, et seq. that Bright
Data is not legally barred from searching and using public information
posted on Facebook.

b. A declaration issued pursuant to 10 Del. C. §§ 6501, et seq. that Bright
Data is not legally barred from searching and using public information
posted on Instagram.

¢ A declaration issued pursuant to 10 Del. C. §§ 6501, et seq. that Bright
Data is not obligated to monitor and block its customers from searching
and using information posted on Facebook.

d. A declaration issued pursuant to 10 Del. (. §§ 6501, et seq. that Bright
Data is not obligated to monitor and block its customers from searching
and using information posted on Instagram.

e. A judgment that, under the doctrine of promissory estoppel, Bright Data
has the right to search for and use, and to allow its customers to search
for and use, information publicly posted on Meta websites.
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Dated: January 6, 2023
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Respectfully submitted,
[s! David E. Wilks

David E. Wilks (Del. Bar # 2793)
WiLks Law LLC

4250 Lancaster Pike Suite 200
Wilmington, DE 19805
Telephone: (302) 225-0850
Email: dwilks@wilks.law

Colin R, Kass*

PROSKAUER ROSE LLP

1001 Pennsylvania Ave., N.-W.
Washington, D.C. 20004
(202) 416-6890
ckass(@proskauer.com

David A. Munkittrick®
PROSKAUER ROSE LLP
Eleven Times Square

New York, NY 10036

(212) 969-3000
dmunkittrick@proskauer.com

Attorneys for Bright Data, Lid.

*pro hac vice motion forthcoming



