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ABSTRACT
This paper explores trust in online-only-collaboration, where a
team was gathered to organise a COVID-19 online hackathon with
only three days notice. The study is based on the thematic analy-
sis of ten in-depth interviews with the hackathon organisers. The
findings report how trust among the organisers was encapsulated
in 1) the shared big goal, 2) the significance of real-life networks,
3) a strong lead organiser on the collaboration forming on the fly,
and 4) the lack of face-to-face contact in relation to becoming famil-
iar or staying unknown. Technology related findings showed that
the collaboration platforms were selected based on familiarity and
ease of use. The chosen communication channels created a split be-
tween age groups, and transparency of the communication suffered
somewhat from one-to-one communications in the background
and divided application use. However, trust between the organisers
helped them to overcame the transparency challenges. The findings
are applicable to societal crisis situations in which technologies are
used to build collaboration in aim to address shared challenges.

CCS CONCEPTS
• Human-centered computing→ Empirical studies in collabora-
tive and social computing.

KEYWORDS
COVID-19, pandemic, crisis, online collaboration, collaborative
technologies, hackathon, trust
ACM Reference Format:
Mari Karhu, Maria Karampela, and Jonna Häkkilä. 2022. Collaborating in a
Crisis: Perspectives on Trust and Technological Framework in Organising a
COVID-19 Online Hackathon. In Mensch und Computer 2022 (MuC ’22), Sep-
tember 4–7, 2022, Darmstadt, Germany. ACM, New York, NY, USA, 5 pages.
https://doi.org/10.1145/3543758.3547538

1 INTRODUCTION
The COVID-19 pandemic created a global emergency in Spring
2020. Alongside the explosive infection and death rates, the world
had to rapidly adopt social distancing practices, resulting in work-
ing from home [7, 16] often balanced with the demands of the
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co-located family [19], increasing social media use [22, 24], and
spending generally more time looking at screens [25]. A multitude
of businesses and communities struggled to keep their daily op-
erations running in the conditions where face-to-face meetings
were restricted or forbidden. Versatile initiatives, such as online
hackathons, were launched to bring people together in an aim to
find solutions addressing the shared crisis.

Online hackathons gained a new momentum during the pan-
demic times [4], and there has been a large diffusion of events
addressing COVID-19-related challenges [34]. Online hackathons
provide time-bounded spaces where participants collaborate to-
gether to explore and develop solutions to a predefined problem
[8]. Though these spaces can connect people to a competitive en-
vironment providing an opportunity to exchange ideas, they have
also been criticised for the lack of concrete solutions and experts’
feedback [13]. While online hackathons have been organised for
various purposes, such as addressing challenges in healthcare [31],
education [3], participatory urban development [26], or to trigger
startup acceleration [10], it has been noted that research studies on
online hackathons are still largely missing [20]. Due to COVID-19,
there have been recent attempts in various fields of research to fill
this gap. These endeavours have explored, e.g. an implementation
road map for conducting an online hackathon [6], challenges and
best practices in online hackathons [31, 37], fostering co-production
with governments and citizens [14], as well as the team-building
and innovation processes of hackathon participants [35], and the
hackathon outcomes [18, 23, 31].

The present study explores a case in which a team is gathered
to organise a COVID-19 online hackathon with only three days
notice. It addresses a research question about how trust appears in
online-only-collaboration when it is viewed from both social and
technological perspectives.

2 POSITIONING AGAINST RELATEDWORK
When organisations’ motivations for running hackathons have
been researched in pre-pandemic times, engagement and aware-
ness of the topic as well as the value of networks and relationship
building have been regarded as pervasive motivational factors [30].
In Spring 2020, numerous COVID-19 focused online hackathons -
including e.g. BuildForCoVID-19 (global), EUvsVirus (EU), and a se-
ries of Hack The Crisis hackathons (country specific) - were rapidly
arranged. However, research on these events [4, 6, 23, 27, 31, 33, 37]
has not addressed the organisers’ motivations for organising the ac-
tivities on such a short notice. While recent studies on (COVID-19)
online hackathons have paid attention to the processes [6, 31, 35, 37]
and outcomes [18, 23, 31] of these events, they have only briefly
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touched on the event organisers’ mutual collaboration in the sud-
denly changed circumstances.

Prior research on broader online collaboration has identified
trust as a crucial factor for collaboration [2, 12, 21, 29, 36]. Nev-
ertheless, empirical studies with a detailed focus on the role of
trust in online collaborations are still lacking (see e.g. [2, 11, 15]). It
has also been indicated that trust in online collaboration involves
both interpersonal evaluations and evaluations of the systems that
enable the interactions [12, 28], but research that incorporates both
of these aspects is still scarce [12].

Also, there were no best practices, general guidelines or models
of how to proceed, as this was not the original way of organising
hackathons [20]. Organisers ended up deploying various technolo-
gies - e.g. Slack, MS Teams, Zoom, WhatsApp, DevPost, and Miro -
to facilitate these events [4, 35]. This resulted in disoriented user
experiences, as participants needed to manage multiple online plat-
forms [4].

This paper provides novel insights to an initiative in which an
infrastructure for collaborative crisis-solving was created in an ad
hoc manner. It contributes knowledge about the interplay between
social and technological trust in online collaboration (about social
and technological trust, see e.g.[17]) in circumstances where the
pandemic challenged the familiar ways of collaborating both in
terms of human interaction as well as the technological framework.
The organisers’ experiences offer a micro level point of view to
online collaboration at the time when people had just retreated to
their homes, but online collaboration was still new to the majority
of people on this scale.

3 RESEARCH SETTING, METHOD, AND DATA
3.1 COVID-19 Online Hackathon
Hack The Crisis Finland was part of a larger movement, which
started in Estonia, where the first Hack The Crisis hackathon (13–15
March, 2020) focused on sparking solutions to the crisis caused by
the outbreak of coronavirus [1]. A week later (20–22 March, 2020),
Hack The Crisis Finland was run by local companies, startups and
technology communities, and supported by the Finnish government.
Anyone with an idea related to any of the three challenge categories
(’save lives’, ’save communities’, ’save businesses’) was welcome
to join. The event was organised completely online with What-
sApp (organisers’ mutual collaboration), an open Slack workspace
(main communication platform during the event), and Junction App
(registration and project submissions) as its main platforms. Over
1,600 people participated by teaming up and created altogether 230
solution proposals. [32].

3.2 Data Collection and Analysis
In order to gain an in-depth understanding of the nature of the
crisis collaboration, the technological choices made, and the expe-
riences in using them, thematic interviews were conducted with
the organisers of the Hack The Crisis Finland. Altogether ten semi-
structured interviews were conducted, the participants included
representatives from the field of technology events (P7, P8), busi-
ness development (P1, P6), venture funds (P9, P10), communications
and marketing (P4, P5), ICT industry (P2), and city administration
(P3). The interviews were conducted by phone or Microsoft Teams,

each lasting for ca. 45 minutes. Five themes were discussed with
the interviewees: 1) background and organisation of collaboration,
2) platforms and tools for collaboration, 3) the advantages and pos-
itive aspects of collaboration, 4) challenges of collaboration, and
5) crisis pressure as a part of collaboration. The interviews were
audio recorded and transcribed.

The dataset was subjected to thematic analysis [9]. The initial
codes and emerging themes were first identified by one researcher,
who established a codebook by searching, reviewing, refining and
naming the themes. The reliability of the analysis was enhanced
by a second researcher who independently analysed the dataset by
grouping the responses according to the developed themes. A third
researcher then arbitrated any conflicts.

4 FINDINGS
4.1 Perspectives on Trust
4.1.1 Confidence in the Shared Big Goal. The organisers of Hack
The Crisis Finland had confidence in the shared big goal: to create
a platform for sparking solutions to the COVID-19 crisis with only
three days’ notice. The shared big goal was enabled by the combi-
nation of the sense of urgency: "What made this possible at all was
our sense of urgency, which was extremely good for all people at
that early stage of the crisis. We realised that things had to be done
now" (P1), and the scope of the crisis: "If we had talked about any
crisis of a smaller class, we would not have had such a clear shared
goal and common ambition" (P10). This confidence in the shared
big goal got the organisers to act for the common good pro bono: "I
was extremely pleased that he [the lead organiser] did not ask for
any funding. [...] Every organiser donated his own time and effort
pro bono to this cause" (P3). The organisers had a benchmark from
a similar COVID-19 online hackathon, and that made the goal more
tangible: "This had been successfully implemented in Estonia and a
lot of good experiences had been gained" (P5).

4.1.2 The Significance of Real-life Networks. According to the in-
terviews, assembling the organising team was to a large extent
based on the real-life networks of the lead organiser, who turned
to people he trusted: "I started calling certain trusted people and
testing my thoughts. And I immediately realised that also others
had a strong need to do something" (P1). The trust was verbalised to
be mutual: "He [the lead organiser] called the people he trusted and
vice versa. If there had been someone I didn’t trust, then I wouldn’t
have gone along" (P3).

Dealing with the significance of the real-life networks, the in-
terviewees highlighted how pre-proven competences played a key
role in the organisers’ mutual trust. The organisers trusted in their
own experience and capabilities, as well as those of the others: "We
brought the skill of organising hackathons into this [...] Not a lot
of people have organised hackathons on the same scale as we are"
(P8). "Organisers involved real professionals [...] people who were
the top in Finland in all areas - I dare to say" (P5).

4.1.3 Strong Lead Organiser, Collaboration Forming on the Fly. The
hackathon organisers highlighted the role of the lead organiser
within the organising team, e.g. "I had a clear responsibility to get
the whole thing through [...] In a way, my vision was trusted all
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the time" (P1) and, "He [the lead organiser] took care of it. In a way,
he was the prime engine. I was there helping what I could" (P6).

Otherwise, the collaboration formed on the fly: "We didn’t have
such clear roles in that group. Such that we would have said ’this
is your area of responsibility’. Everyone gave all their skills and
anything else they could" (P1). The organisers spontaneously took
on different tasks: "We came up with an idea that this should be
accompanied by a mentoring program [...] The structures formed
very randomly in there" (P10). Collaboration formed in an ad hoc
manner without prior agreements: "Not knowing exactly where I
am involved, what we are committing to, how much it will cost,
who others are involved - these things will never happen if one does
not join in" (P2). "There was no prior manual [...] but we constantly
applied things on the fly" (P5).

4.1.4 The Lack of Face-to-Face Contact: Becoming Familiar, or Stay-
ing Unknown. The interviewees discussed the effects caused by the
lack of face-to-face contact, as most of the organisers did not know
each other but only knew the lead organiser beforehand. There
were interviewees who felt that the other organisers remained
unknown: "Despite such a sprint, the people remained pretty un-
known to each other even in the organising group [...] that depth
may evolve differently in a face-to-face contact" (P10). The lack of
physical contact was also commented to bring challenges in terms
of building trust: "Building trust with other people and other actors
is more challenging without a physical encounter. [As now] when
for the most part there are people you have never heard of" (P7).
In contrast, there was a feeling among some of the interviewees
that the organisers merged into one solid group during the first
arrangement sprint. As one of the organisers described: "Sometimes
I had a feeling that we have always known each other. I haven’t
met that person ’live’ at all, but he’s like an old acquaintance. [...] It
was great to see that people can, under pressure, quickly merge into
one group together with previously unknown people" (P5). Overall,
it was evident that the exceptional circumstances created an excep-
tional way to collaborate, e.g. "Without these circumstances that
forced us into these digital channels [...] this could have not been
accomplished without getting people to meet each other" (P7).

4.2 Perspectives on Technological Framework
4.2.1 Deployability and Scalability vs. One-to-One Compatibility
with the Operations. The organisers made a decision to deploy
existing platforms and tools instead of ’custom fit’ solutions in
preparing and running through the hackathon, stating e.g. "After
all, it’s not worth starting to build up tools. Pick the ones that work
and move on with it" (P6). The interviewees highlighted how the
existing platforms and tools offered scalability for the purposes at
hand, e.g. "We had not tried it [open Slack workspace] on this scale
ourselves. The similar event in Estonia had used Slack and from
there we benchmarked that it works just fine" (P8).

A flip side of utilising existing platforms and tools was that
they were not one-to-one compatible with the operations, e.g. "We
had a few challenges with it [Junction app] as it was primarily
designed for on-site hackathons. Pretty quick changes were made
to make it to work online. Of course, not everything was one-to-one
compatible" (P7), and "But the fact that nothing was done for that

purpose left quite a lot of things that I hoped would work differently
or a better together" (P10).

4.2.2 Familiarity and Ease vs. Adherence to a Single Platform. The
choice of platforms and tools was also guided by how familiar, and
thus easy to use, they were to the organisers, e.g. "It [WhatsApp]
was probably the most familiar, and the closest, and the lowest-
threshold, communication tool" (P4). The significance of familiarity
was emphasised because organisers with various backgrounds were
involved. "There is no need to adopt any new technology if it is not
familiar. [...] Not nearly all of those organisers and partners were
in any way tech-oriented" (P4).

Related to the adherence on a single platform, the interviews
revealed how the organisers selected different platforms according
to what they were individually used to, e.g. "The production crew
separated for a natural reason because they were used to use Slack.
So they started to work there then" (P1). Interviewees’ comments
highlight organisers’ conflicting preferences: "When we made the
Slack workspace available to [hackathon] participants, we aimed to
move the communication between organisers [...] there too. Some
organisers adapted to it really well. But some did not send any
messages in there but stuck using WhatsApp" (P7). The organisers
searched for explanations for this division based on the varying
familiarity with specific applications, e.g. "That communication
was divided. Saying it straight, that older age group was easier to
reach from WhatsApp, while these people from Junction could be
caught up with Slack much faster" (P10).

As a consequence, blind spots occurred due to the collaboration
and communications being split between different platforms: "A
great deal of the work was based on [anonymised person] calling
different people in person and drawing lines together. [...] It was a
challenge, an information imbalance" (P7), and "[One did not hear]
those messages that did not go through via a common channels
such as WhatsApp. Of course, it made organising difficult that some
information was left only between some people" (P8). This posed
certain challenges in terms of transparency, e.g. "Transparency was
a little weak at times. But because of the very hectic nature of the
arrangements, [. . . ] we did not make it an ego question like ’why
we have not been told or where this has been decided’" (P7). "

4.2.3 Speed and Straightforwardness vs. Organised Communication.
Organisers also advocated certain platforms and tools because they
simply considered them fast and real-time: "WhatsApp was, of
course, the fastest communication tool" (P5), "WhatsApp ran all
the time, the conversation didn’t stop at any point" (P3). This was
emphasised due to the short time allotted for arrangements. The
platforms and tools made collaboration very straightforward, e.g.
"I sent WhatsApp messages like ’Will we get a high-profile patron?
Aiming for the president or prime minister.’ [...] People picked it up
from there: ’Hey, I’ll catch that. Then it happened right away" (P1).

On the other hand, collaborating mainly through instant messag-
ing applications resulted in disorganised communication that was
not always easy to follow: "Things drown really easily on What-
sApp. You are not really able to search for those messages, and the
threads get mixed" (P8). As one of the interviewees crystallised,
what was won in the speed was lost in the structure.
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5 DISCUSSION
It is clear that COVID-19 with its recurring waves is not the only nor
the last societal crisis that will require technology-enabled large-
scale collaboration. Therefore, it is important to have a retrospective
as to how a collaborative infrastructure was created in an ad hoc
manner in the rapidly changed circumstances.

The organisers were united behind the shared goal, and there
the study supports previous research findings about how goal con-
gruence enhances trust in virtual teams [12]. It all started from
the lead organiser who created the organising team by contacting
from his existing networks the people who he trusted, and who
trusted him. This reveals how online mediated collaboration did not
emerge from scratch but was heavily based on real-life contacts and
networks. Overall, the importance of ’super-networked’ people as
initiators and implementers of such projects becomes emphasised.
It also poses further questions about how real-life and virtual net-
works may layer, support and complete each other in societal crisis
situations. The study points out the role of the lead organiser in
other terms too. Even if people worked flexibly as a highly respon-
sive ’task force’, the hackathon would not have been completed
without strong leadership personified in the lead organiser. Overall,
it became evident that people’s previously demonstrated competen-
cies built mutual trust. Similar findings have been reported from
prior studies [12, 15]. More broadly, the question of competences
describes how different skills are harnessed in technology-enabled
collaboration during societal crisis situations. Further elaborated,
the organisers worked somewhere in the border between of their of-
ficial organisations and leisure, interestingly illustrating a blurring
line between formal and informal.

The organisers did not meet face-to-face, and their mutual col-
laboration was carried out mainly through WhatsApp messages.
Therefore, a certain depth in interaction was felt to be absent and
trust building was not considered unproblematic. This finding is
well-aligned with prior research which has reported that trust is
a challenge when collaboration takes place without a face-to-face
contact [2], faces the most difficulties when text chat is used instead
of audio or video as computer-mediated communication channels
[5], and is weaker or develops more slowly in virtual teams [21, 36].
The study sheds light on the aspects of technological trust in other
terms too. The findings underline how the deployed platforms and
tools were picked up from the existing offering instead of building
’custom-fit’ solutions. As one of the organisers described, why to
spend time in building something from the scratch when you can
use the available ones that work ’well enough’ for the purposes at
hand. The existing platforms and tools had a certain flexibility as
they were shaped by practical needs along the way. But still, they
were not a 100 percent fit with the operations.

Deploying existing platforms and tools also highlights the signif-
icance of people being familiar with certain technology, as it lowers
the threshold to participate and enables engaging with people that
are not ’tech-savvy’. But what is familiar to one may not be to
another. The study even surprisingly reveals how the organisers
split to use either WhatsApp or Slack according to their previous
experience. Therefore, it cannot be assumed that people will stick
to a particular platform. This kind of platform-related division may
cause several challenges in terms of communication, organisation,

efficiency and transparency – to name a few aspects. In this study,
we have only touched upon this interesting theme paving the way
for further investigation. However, it seemed that the trust between
the organisers helped them to overcome the technological chal-
lenges. The study indicates how social trust compensates for gaps
in technological trust.

6 CONCLUSION
The findings highlight the significance of the organisers’ confidence
in the shared big goal enabled by the sense of urgency and the
scope of the crisis. Virtual and real-life networks were layered as
the group of organisers did not know each other but knew only the
lead organiser, who proved to be a super-networked link within
the team. Pre-built trust in the lead organiser as well as in each
others’ demonstrated knowledge, skills and competences enabled
collaborationwhich evolved on the fly, without advance agreements.
Existing virtual platforms and tools were chosen and combined to
a set which offered deployablity and scalability, familiarity and
ease of use. Different age groups utilised different communication
tools and one-to-one communications in the background. However,
trust between the organisers helped to overcame transparency
challenges.
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