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Abstract--- Mobile Adhoc NETworks (MANETs) usually present 

challenges such as a highly dynamic topology due to node mobility, 

route rediscovery process, and packet loss. This leads to low 

throughput, a lot of energy consumption, delay and low packet 

delivery ratio. In order to ensure that the route is not rediscovered 

over and over, multipath routing protocols such as Adhoc 

Multipath Distance Vector (AOMDV) is used in order to utilize 

the alternate routes. However, nodes that have low residual energy 

can die and add to the problem of disconnection of network and 

route rediscovery. This paper proposes a multipath routing 

algorithm based on AOMDV and genetic mutation. It takes into 

account residual energy, hop count, congestion and received signal 

strength for primary route selection. For secondary path selection 

it uses residual energy, hop count, congestion and received signal 

strength together with mutation. The simulation results show that 

the proposed algorithm gives better performance results 

compared to AOMDV by 11% for residual energy, 45% 

throughput, 3% packet delivery ratio, and 63% less delay.  

Key words: Mobile Ad – Hoc Networks; AODV; AOMDV; Ant 

– AODV; Genetic Mutation; Residual energy; Packet Delivery 

Ratio; Throughput; End – to – end delay 

I. INTRODUCTION 

MANET is a collection of mobile nodes that have routing 

capabilities via wireless links. In this autonomous setup, each 

node can be a router and can communicate with neighbouring 

nodes within its transmission range[1]. One prominent attribute 

about MANET is that nodes can change locations dynamically 

and this causes the topology to change dynamically as well. 

Other features of a MANET include automatic self-

configuration, self-maintenance, lack of fixed infrastructure or 

centralized administration[2]. There have been several standard 

technologies that support MANETs, like, IEEE 802.15.4, 

ultrawideband, IEEE 802.15.3, IEEE 802.11 and Bluetooth[3]. 

Due the features MANETs have, they are finding popular 

applications in coal mining networks [4], military, emergency 

communications[5], as well as, 5G wide area coverage and 

ultra-dense network scenes[6]. Routing protocols are the key 

aspect of enhancing network performance and ensuring that 

communication is taking place[7], at the same utilizing network 

resources as much as possible. One of the major challenges in 

MANETs is having a routing protocol that is dynamic[2] and 

can sustain the route (s) efficiently during transmission with 

better performance and less overhead.  

Routing protocols can be categorized into either proactive 

(table-driven), reactive (on demand) and hybrid [2], [8]–[10]. 

Proactive protocols search for routes before the need to transmit 

and maintain those routes through periodic updates e.g., 

Destination-Sequenced Distance-vector (DSDV) and 

Optimized Link State Routing (OLSR) protocols. With reactive 

protocols, when there is a need to transmit, a node applies a 

route discovery mechanism and creates connections for a route 

to the destination e.g., Dynamic Source Routing (DSR) and Ad 

Hoc On Demand Distance Vector (AODV) protocols. Hybrid 

routing protocols combine the best attributes of both proactive 

and reactive protocols e.g., Zone Routing Protocol (ZRP). 

Reactive routing protocols have challenges in high mobility 

environments and since they use single path, it becomes prone 

to route breakage and rediscovery, thus, degrading the 

performance of a MANET[2], due to consuming of network 

resources. In order to improve the single path challenges, 

various multipath routing mechanisms have been developed to 

replace the single path mechanisms[11]– [18]. These 

mechanisms focus on energy awareness, greedy forwarding, 

genetic mutation, dynamic source routing, receiver – based 

route discovery, and concurrent transmission.  
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AOMDV mainly uses the hop count metric to determine the 

most optimal routes, then it transmits packets through the route 

with the minimum hop count[15]. Taking into consideration 

that energy consumption, congestion and bandwidth wastage 

are caused by not having node and link disjointedness[16], it is 

an important idea to put them into account together with node 

residual energy, as well as received signal strength. After 

multiple routes have been identified based on the above metrics, 

a fitness function based on Genetic Algorithm can be applied 

on the routes in order to optimize the best routes from source to 

destination. 

This paper proposes a routing algorithm based on node residual 

energy, hop count, congestion, and received signal strength; 

with the routes having link and node disjointedness and finally 

the routes are optimized through a genetic mutation operator. 

The performance of the algorithm is considered on Packet 

Delivery Ratio (PDR), Residual Energy, Delay and Throughput 

compared against node speed and number of nodes used in the 

simulation.  

II. RELATED WORKS 

AOMDV as an advancement of AODV has the capability of 

searching for multiple paths which are loop – free and have link 

disjointedness. This enables the reduction of route discovery 

process since there is a pool of already existing routes which 

can be used either as back – up routes or for load balancing. 

This is why AOMDV as a multipath routing algorithm provides 

the benefit of reducing the end – to – end delay and resource 

wastage i.e., energy and bandwidth. Multipath routing in 

MANETs is mostly supported by AOMDV mechanism[15]. 

When a node needs to transmit, it will have to first check 

whether there exists a route between itself and the destination 

in its routing list[16]. If the route is not available, a route request 

is initiated and after routes have been found, route selection is 

executed based on minimum hop count. Multipath routing 

algorithms bring about the benefits of fault tolerance, load 

balancing and bandwidth aggregation [19]; through the use of 

multiple routes, where information can be divided into several 

streams and routes used as back – up after the primary route has 

failed. This is towards the goal of fulfilling Quality of Service 

(QoS).  

Genetic algorithm simulates the natural process of survival for 

the fittest [20], by finding the optimum route for packet 

transmission within a specified time so as to satisfy feasibility 

and quality of service. According to [7], genetic algorithm is an 

artificial intelligence Mechanism with powerful search ability 

for route planning, task allocation, etc; that is why it becomes a 

popular solution in a resource constrained scenario like a 

MANET.  

[21] implemented an adaptive MANET multipath routing 

algorithm based on simulated annealing approach, whereby, 

performance metrics included remaining energy, network 

throughput, packet loss probability and traffic load distribution. 

It worked by estimating current link status through distance and 

remaining energy, then proportionally loading traffic to each 

route according to its adaptability. The algorithm did not 

however put into consideration end – to – end delay, which is 

an important factor in the overall performance of a MANET. 

[22] proposed an energy efficient multipath routing algorithm 

based on AOMDV with fitness function (FF – AOMDV), 

whereby the fitness function finds the most optimum route from 

source node to destination node so as to reduce energy 

consumed in multipath routing. In order to improve network 

lifetime, the algorithm did not consider bandwidth, which is an 

important resource in prolonging network lifetime. An energy 

efficient congestion control for multipath routing algorithm was 

developed by [23], whereby a weight distribution vector is 

obtained as a near – optimal solution, then congestion windows 

are adjusted based on the acquired vector to schedule packets 

over each route. The algorithm puts into consideration energy 

efficiency, round – trip time and path loss rate so that it is 

possible to adjust the increment of the congestion window when 

an acknowledgement is received. However, the algorithm did 

not consider different factors such as delay and packet delivery, 

which are also important resource factors. [24] formulated a 

genetic based routing design, however, it was only based on hop 

count in getting the optimum route. A Mobility Aware Routing 

Algorithm was designed by [2], whereby, it allows mobile 

nodes to rebroadcast or discard received broadcasted messages 

based on node speed, distance between nodes, and residual 

energy of the nodes, during route request and route reply 

processes, in order to reduce link breakage and broadcast storm 

problems. The algorithm did not, however, factor in link quality 

and routing loads, which are important performance metrics 

and can adversely affect energy consumption and increase 

congestion, which can affect the overall network performance 

in terms of lifetime and throughput. [25] came up with a new 

crossover operator to design a hybrid genetic algorithm. A 

multipath routing protocol using genetic algorithm that uses a 

fitness function of shortest route, maximum residual energy, 

and less data traffic was implemented by [15], with the use of 

TCP Congestion Control Enhancement for Random Loss (TCP 

CERL) in the fitness function for optimization. Although the 

protocol showed improved performance, it introduced 

increased end – to – end delay and routing overhead. [26] 

proposed a Genetic Algorithm based – Location Aided Routing 

(GALAR), which adds the transmitting node location 

information to the packet and selecting the transmitting node to 

carry the packets to their destination. The algorithm did not, 

however, consider the energy levels of nodes in the selection 

criterion and this contributes to the reduction of network 
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lifetime. [4] introduced a Physarum – inspired optimization 

model in the routing process to predict the congestion and 

availability of the link and is used to calculate the conductivity 

among neighbours and recalculate the flow value to find an 

optimal route for data transmission. The downside to this 

algorithm is that it is single path. [27] proposed an enhanced 

technique which combined AODV and Ant Colony 

Optimization (ACO), whereby, before a node sends data 

packets it will have to find a route to the destination. In this case 

the biological analogy of ants spreading out to search for food 

and when they find the food source, they deposit pheromone on 

their way back so that others can be aware of that path. This 

analogy is applied in the protocol whereby RREQ messages are 

broadcast throughout the network and they go collecting 

information about the paths discovered like end – to – end, 

congestion along the route, residual energy along the route and 

length of the route. After receiving RREQ message, the 

destination calculates the pheromone count of the route using 

the parameter measures provided by the RREQ and sends back 

the RREP. The route with the highest pheromone will be 

selected for transmission. The challenge with this scheme is that 

it a single path reactionary routing protocol and it would be 

prone to failure due to mobility and since it is a single path 

routing algorithm, a route search would be initiated in order to 

update the new route again and that uses resources like power 

and bandwidth as well as causing delay. 

The motivation in this study is to design a solution that has a 

mechanism covering all these challenges. The proposed 

algorithm is focused on selecting multiple routes for 

transferring data in MANET that are link disjointed, short (hop 

count), residual energy is higher, less congestion, and minimum 

delay; then mutation operation is applied to get the most 

optimal routes.  

III. PROPOSED ROUTING ALGORITHM  

Multipath routing algorithms that have been designed come up 

with multiple routes whereby traffic load is split and 

transmitted through two or more routes simultaneously for load 

balancing, or traffic is sent through one route, and the other 

routes are used as a backup in case of route-link breakage.  In 

this paper we propose a new multipath routing algorithm for 

optimum route selection based on node residual energy, 

congestion, hop count and delay; with genetic mutation, to 

ensure that the best primary route is selected and also the best 

secondary route(s) is availed for backup.  

The algorithm modifies the routing table for the Route Request 

(RREQ) and Route Reply (RREP) packet structures to have an 

added field known as the Link Status (LS). When the RREQ is 

initiated, the LS is set at 0 and the value is added as packet is 

propagated over the network on intermediate nodes. When it 

reaches the destination, the packet’s LS field determines the 

connectivity level of that route. When the destination node 

receives the RREQ packet, among the multiple RREQs 

received, then it sends back the RREP through the paths that 

have been discovered to the source. When nodes receive RREQ 

for a destination, there would be two ways to respond; one is 

that the receiver is the destination itself and it can increment the 

destination sequence number itself. The second response is that 

the particular node is an intermediary and it has already saved 

the sequence number that was generated by the destination node 

when it received the route, so it will simply copy the earlier 

learnt sequence number and does not generate a new one.   

During path selection when nodes are forwarding the route 

request to the destination, the nearest node is not always 

preferable because of factors such as congestion and residual 

energy not reaching threshold and bandwidth constraints. The 

enhanced AOMDV uses the LS value for selecting the next hop. 

For instance, if a node s has a link to node d, the link LS for the 

link LSsd is calculated as follows;  

𝐿𝑆𝑠𝑑 =
𝑅𝑛𝑠𝑑×𝐸𝑛𝑑

𝐶𝑛𝑑×𝐻𝑛𝑠𝑑
   (1)  

     

Equation 1: calculating the Link Status Metric 

Where Rnsd is the received signal strength at node d from node 

s,  

End is the residual energy of the node d,  

Cnd is the congestion in node d,  

Hnsd is the number of hops that the route request has traversed 

from the original node to node d via node s.  

This will be used to determine the next hop that gives the best 

value.  

Received Signal Strength Metric (RSSM) 

This metric is used for each link to determine the reliability of 

the link to tell whether the link can break during transmission 

or not. Received Signal Strength (RSSix) from neighbour node 

I at a distance x can be expressed as; 

 𝑅𝑆𝑆𝑖𝑥 =
𝐺𝑒×𝐺𝑡×𝑆𝑡

(4𝜋×𝑥
2⁄ )2  (2) 

Equation 2: Calculating Received Signal Strength Metric 

Where Gt is transmitting antenna gain,  
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St is utmost transmission power of transmitting antenna,  

λ is the wavelength used in the MANET.  

From that received signal strength, a Threshold (Td) is 

calculated in the neighbouring node j as given by [28] as 

follows; 

𝑇𝑑 =
𝐺𝑟 × 𝐺𝑡 × 𝑆𝑡

4 × 𝜋0.9054𝑅
𝜆⁄
 

Where Gr is receiving antenna gain, and R is the range of the 

antenna. Depending on the threshold value (Td), RSSM of the 

link (s, d) is calculated. The value of Received Signal Strength 

Metric at node j for the link (s, d) is 0 if RSSsd is less than Td or 

is equal to  

(1 – Td/RSSsd) if RSSsd is greater than or equal to Ts.   

Congestion Metric (CM) 

This can be determined by the buffer occupancy [29] and the 

TCP Congestion Control Enhancement for Random Loss (TCP 

CERL) method [30]. TCP CERL uses the Bandwidth (BW) and 

the Round-Trip Time (RTT) to get the Queue Length (L) as 

shown in the following equation: 

 𝐿 =  (𝑅𝑇𝑇 − 𝑇)𝐵𝑊  (3) 

Equation 3: Calculating the Congestion Metric 

Where T is the smallest RTT observed by the sender 

L is updated with the latest RTT measurement every time a new 

RTT value is received. 

In order to determine the congestion status of a particular link, 

TCP CERL sets a dynamic queue length of N based on: N = 

A*Lmax 

Where Lmax would be the largest value of L detected by the 

sender and A would be a constant between 0 and 1. If L>N then 

it would mean that packets will be dropped at the particular 

node because there would be traffic congestion.  

The number of packets in the buffer of each node forms the 

queue length and this queue length keeps on changing as a 

number of packets keep on entering and leaving the node. It is; 

Buffer - which is the number of packets in a node = Packets sent 

– Packets dropped    

Congestion Metric N = λt 

N = total number of packets arriving in a node in a 

specified period of time 

λ = the rate at which the packets arrive 

t = time taken for a certain number of packets to arrive  

According to [29], the queue length is used to determine the 

congestion in a node. So, when the queue buffer is full to 

capacity the next incoming packets will be dropped till the 

queue has space.  

Residual Energy Metric (REM) 

An energy model is used to represent the energy levels of nodes 

in the network[27]. At the start a node has initial energy and it 

loses some amount of energy for every packet transmitted or 

received, hence, the node energy keeps on decreasing and what 

remains after every transmission or receipt of a packet is the 

residual energy. When the residual energy is too low to transmit 

a packet towards destination, transmission will not be 

successful and it is calculated as follows [27]; 

 𝐸𝑖𝑟𝑒𝑠(𝑡) = 𝐸𝑖
0 − 𝐶𝑡   (4) 

Equation 4:Calculating the Residual Energy Metric 

Where Eires (t) is the residual energy at time t 

Ei
0 is the initial energy at the node i 

Ct is the energy consumption of the node i until time t 

Hop count Metric (HCM) 

This metric calculates the number of hops a packet has to go 

through to get to a destination d from a source s, which is 

incremented by 1 (one) when a packet proceeds to the next hop.  

The best route will be achieved by summing up the LS of each 

of the routes discovered between source S and destination D as 

shown below; 

∑ 𝐿𝑆𝐷
𝑆       (5) 

In the mutation process, the initial population will be created 

during route request and route reply. The routes which have 

been identified as either the primary route or secondary routes 

form the chromosomes. The LS value of each route will be the 

genes (in DNA) which will be used to select the best route via 

mutation algorithm, thus, saving on route re – discovery and 

resource wastage. This can be exemplified as follows; 
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Figure 1:MANET 

In figure 1 above, all the links have been shown with their 

corresponding LS. Using AOMDV, the possible routes 

discovered are; 

 

Table 1: Discovered Routes 

 

From the above table 1, the primary route will be 7, because it 

has the best link status value of 18. It will be selected for 

transmission. In case the selected route breaks, routes 1, 3, 6, 

and 8 will be the population for applying mutation algorithm in 

order to get the next best route for transmitting. Roulette wheel 

selection is used because an individual is picked depending on 

the percentage of contribution to the total population fitness, a 

string is selected for mating to form the next generation. In 

order to evaluate the fitness f(x) of the selected routes, the 

formula 

 𝑓 (𝑥) = 𝑥2,      

     (6) 

x being the LS of the routes selected 

 

Evaluating the fitness of each link 

𝑃𝑥 =  
𝑓𝑥

𝑓𝑥

∑ 𝑓𝑥
𝑛
𝑓=1

⁄
   (7) 

𝑓𝑥 is the fitness for string x in the population 

𝑃𝑥 is the probability of string x being selected  

n  is the number of individuals in the population  

n*p is the expected count  

The parent selection will be carried out as shown in table 2 

below; 

 

 

 

 

 

Table 2:Evaluating the fitness of each link 

As the algorithm moves on to the next stage of applying 

crossover operator, the least favourable route 6 will be removed 

from this step and replaced with the most favourable one 8 in 

the mating pool of parents. The crossover point will be on the 

third binary digit and the new off springs will look like the ones 

shown in the table below; 

 

The last stage is applying the mutation operator to each child 

after crossover. The bits will be changed from 0 to 1 or vice 

versa at randomly chosen potions for randomly selected routes. 

In this case since applying a mutation operator may not get us 

a better route than the existing route 8 or the newly generated 

route 1 (S – A – C – F – B – D). The best route favoured still is 

8 because of the number of hops to the destination.  

Proposed Algorithm pseudocode 

//Source with the intention to transmit checks for a path to the 

destination. If a path exists, transmission takes place. If the path 

doesn’t exist, route discovery is initiated by broadcasting a 

RREQ packet. 

Begin: 

  if (hub A has route to Sink B) then 

  for each RREQ packets send do 

  <GAOMDV_Compute_link_status> 

  // received signal strength multiplied by the residual 

energy of the node 

  New_RSS = RSSM * REM   

  //Output is divided by the congestion (CM) in the 

node and the number of hops (HCM) the route request has 

traversed from the source. 

  Traversed_Hops = New_RSS/CM 

  end if 

 Route Link Status 

1 S – A – K – C – F – B – D 14 

2 S – K – C – F – F – B – D 11 

3 S – E – K – C – F – B – D  13 

4 S – E – K – C – F – D 8 

5 S – E – G – F – D 9 

6 S – E – G – J – D 12 

7 S – E – G – J – H – D 18 

8 S – A – C – B – D  15 

Route  LS(fx) Binary 𝒇𝒙

=  𝒙𝟐 

𝑷𝒙 Expected 

Count 

1 14 1110 196 0.27 1.08 

3 13 1101 169 0.23 0.92 

6 12 1100 144 0.20 0.8 

8 15 1111 225 0.31 1.24 

SUM   734 1.00 4.04 

Route  Mating 

pool 

Crossover 

point 

Offspring 

after 

crossover 

n 

value 

Fitness  

1 1110 3 1111 15 225 

3 1101 3 1100 12 144 

8 1111 3 1111 15 225 

8 1111 3 1111 15 225 

SUM     819 
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  //If the link status is okay (meaning the node can be 

used in routing) a reverse entry is made. If the link status is not 

okay broadcast of the RREQ packet continues. 

   

 if (link_status == active) then 

 for each RREQ packets send do 

 <GAOMDV_Initiate_Reverse_Entry> 

 else 

 <GAOMDV_Broadcast_Packets> 

 end if 

  //If the node is not the destination and the link status 

is okay, add the ID in the route and broadcast the RREQ. This 

process continues until you reach the destination. 

  if (! Sink B and link_status == active) then 

  add Route_ID and Broadcast RREQ 

  while (Sink B == true) then 

  <GAOMDV_Broadcast> 

  end while 

  end if 

  //Once at the destination a RREP is generated 

containing the route list and sent back to the source. once the 

source is found transmission begins. If it’s not found the RREP 

is broadcast.  

  if (RREP in Destination) then 

  <GAOMDV_generate_routelist> 

  else 

  RREP_Broadcast 

  end if 

//Route Repair 

  if(route_fails) then 

  <GAOMDV_check_another_route> 

  if(route_exists) then 

  <GAOMDV_send_packets> 

  else 

  <GAOMDV_perform_local_repair AND 

Generate_RREP with new_route_list> 

  end if 

  end if 

  //If the local repair time has ended, initialize the 

mutation algorithm based on the secondary routes and transmit 

the packet. 

  if (local_repair_time > 0) then 

//GAOMDV Initiate Mutation Algorithm and Retransmit 

Packets 

 Foreach (all_given_secondary_routes) do 

While (P (Probability That Node Will Mutate)) do 

 Crossover (Given from fittest routes) 

 Mutation (mutate from children’s routes) 

 NodeFitness(Select the fittest route)  

End 

Foreach (N (set of fittest routes selected)) do 

 If (N (set of fittest routes selected) > 0) then 

<Transmit packet towards destination> 

End 

End   

End 

 

The new algorithm is represented in the flowchart showed in 

figure 2 below, and works in the following order; 

i. Source with the intention to transmit checks for a path 

to the destination. If a path exists, transmission takes 

place. If the path doesn’t exist, route discovery is 

initiated by broadcasting a RREQ packet. 

ii. Intermediate node receives the RREQ packet and 

calculates the link status. 

 Check the received signal strength (RSSM) 

multiplied by the residual energy (REM) of 

the node 

 Output is divided by the congestion (CM) in 

the node and the number of hops (HCM) the 

route request has traversed from the source.   

iii. If the link status is okay (meaning the node can be used 

in routing) a reverse entry is made. If the link status is 

not okay broadcast of the RREQ packet continues. 

iv. If the node is not the destination and the link status is 

okay, add the ID in the route and broadcast the RREQ. 

This process continues until you reach the destination. 

v. Once at the destination a RREP is generated 

containing the route list and sent back to the source. 

once the source is found transmission begins. If it’s not 

found the RREP is broadcast.  

vi. During transmission if a route fails, check if another 

route exists. If it exists send the packets through that 

route.  

vii. If the route doesn’t exist, perform a local repair and 

broadcast the local repair packet to the intermediate 

nodes to perform the route repair and generate a 

RREP with a new routing list. Send the RREP to the 

originator of the repair packet and make a forward 

entry.  

viii. If path to destination doesn’t exist send the RREP 

packet to the originator of the repair packet as long as 

it is within the local repair time. If path to destination 

exists, transmit the packets 

ix. If the local repair time has ended, initialize the 

mutation algorithm and transmit the packet. 

 Mutation will be performed on the secondary 

routes using Received Signal Strength 

(RSSM), Residual Energy (REM), 

Congestion (CM), Hop Count (HCM) and 

Link Status (LS) as the genes (in DNA) which 

will be used to select the best route. 
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Figure 2:Mutation Based Hybrid Routing Algorithm 

IV. EXPERIMENTAL RESULTS AND DISCUSSION  

Simulation 

Simulator:   NS2.35 

Language:  C++ , TCL and Python  

Operating system: Linux   

 

 

 

 

 

 

 

 

 

Table 3:Simulation Parameters 

Simulator  NS2 

Simulation nodes 70 

Interface type Phy/wireless/phy 

Channel Wireless channel 

MAC type 802.11 

Queue type Queue/DropTall/PriQueue 

Queue length 201 packets 

Antenna type Omni antenna 

Propagation type TwoRay ground 

Size of packet 512 

Protocol/algorithm AODV 

Traffic TCP 

Initial energy  100 J 

Compared protocols AODV, AOMDV, Ant-AODV, 

GAOMDV 

Experimental Results and Discussion  

The results are posted after running each simulation 10 times 

then finding an average of the outputs.   

Throughput 

The performance analysis of throughput for AODV, AOMDV, 

Ant-AODV and the proposed Enhanced GAOMDV is shown 

in considering 70 nodes and varying the node speeds.  

Table 4: Throughput against number of nodes 

Nod

e 

Spee

d 

AVG 

Throughp

ut AODV 

AVG 

Throughp

ut - 

AOMDV 

AVG 

Throughp

ut - Ant 

AODV 

AVG 

Throughp

ut 

Enhanced 

GAOMD

V 

0.5 

Ms 

154.212 282.784 291.068 363.129 

1.5 

Ms 

150.328 275.328 279.048 359.664 

2.5 

Ms 

134.094 256.407 264.132 347.505 

3.5 

Ms 

122.226 196.808 266.616 341.200 

4.5M

s 

118.760 188.941 251.739 336.950 

Table 4 above shows that there is a 46% better performance for 

the proposed protocol against AOMDV and a 29 % better 

performance against Ant – AODV when it comes to throughput. 
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Figure 3 : Comparison of AODV, AOMDV, Ant-AODV and 

proposed Enhanced GAOMDV for throughput with speed 

From the figure 3 and table 4 above, As the speed of nodes 

increases Throughput reduces as a result of loss of connectivity 

and degradation of routes. The proposed protocol outperforms 

the other protocols. This is because of the route selection novel 

method which puts in to consideration the received signal 

strength, residual energy, congestion, and link status metrics. 

The protocol enables the ability to select best which are 

sustained for long period of time due to the novel routing metric 

taken into account and mutation. It will also be sending data 

packets through a route that has the highest average of residual 

energy and the shortest distance to the destination thereby 

ensuring more life or route sustainability.  

Figure 4 below compares throughput against the number of 

nodes where ENHANCED GAOMDV outperforms AODV and 

AOMDV as the number of nodes is increased from 10, 20, 30, 

40, 50, 60, and 70 nodes, since with the increase of the number 

of nodes there is a likelihood of having more stable routes and 

alternatives except for AODV. This shows that the proposed 

protocol adapts to topological change better when the number 

of nodes increases beyond 30 nodes. The general trend of 

throughput decreasing as the number of nodes increases is due 

to the MAC sublayer protocol for Wi-Fi which increases the 

chances of collisions in the network.    

 
 

Figure 4:Comparison of Throughput against number of nodes 

 

Packet Delivery Ratio 

The PDR impact is being shown in figures 5 and 6 whereby 

when there is an increase in the number of nodes or an increase 

in in node speed, there is an effect as shown below. 

 

 
 

Figure 5: Comparison of PDR against node speed 

 

As the speed of the nodes increases the PDR drops for all the 

protocols. This is due to the fact that with increase in speed, 
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node mobility increases which in turn affects the topology. 

Frequent topological changes mean that packet drop rate 

increases. The proposed enhanced GAOMDV has 

outperformed the other three protocols. Here enhanced 

GAOMDV has outperformed the other protocols meaning that 

there is a reduced number of retransmissions required because 

of either node mobility or congestions.  

 
 

Figure 6:PDR compared against number of nodes 

 

From the figure 6 above, in regard to the tested protocols, 

Enhanced GAOMDV has been able to outperform them, with a 

3% better performance than AOMDV and Ant – AODV, as 

shown in table 5 below. As the number of nodes increases from 

10, 20, 30, 40, 50, 60, and 70, the PDR is on the inverse. This 

is attributed to the fact that as the number of nodes increases, 

congestion would be more likely to occur hence packet drop 

rate increasing.  

Table 5:PDR compared to number of nodes 

 

 
Residual energy  

The energy model in ns2 had the initial energy set at 100. Since 

one of the main goals of the routing algorithm is to reduce 

energy consumption, or be energy efficient, the results for 

residual energy are shown below against speed and number of 

nodes.   

 
 

Figure 7: Residual Energy compared against node speed 

 

From the figure 7 above, Enhanced GAOMDV protocol 

performed better in comparison to the other protocols that were 

simulated. From table 7 below, the proposed protocol has a 12% 

better energy consumption than AOMDV and 7% better than 

Ant – AODV. This is a good indicator that the proposed 

protocol is able to increase the network lifetime since, 

cumulatively, the nodes do not consume a lot of energy bot with 

increasing speed of node movement as well as increasing 

number of nodes. 

Table 6:Residual energy against node speed 
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Table 7:Residual energy against number of nodes 

 
 

 
Figure 8: Average residual energy compared to number of 

nodes 

 

From the figure 8 above, at a constant speed of 4.5 Ms and the 

number of nodes growing from 10 to 70, Enhanced GAOMDV 

protocol outperforms the other three protocols it compares with 

due to the fact that after the initial route search, the proposed 

protocol is able to optimally maintain the route and reduce 

routing updates which is the main goal of this protocol.  

Average end – to – end delay 

The analysis here is for comparing the average end – end – to – 

end delay for the number of hops for AODV and AOMDV. [30] 

proposes using distance and energy protocols under 

consideration. Conventionally, hop count has been used as the 

metric for evaluating distance [27] and the best route would be 

the one with the least metrics hence the processing time 

becomes longer. The proposed protocol uses hop count, 

residual energy, congestion, and bandwidth. 

 

 

Figure 9 Average end- to - end delay compared against node 

speed 

 

From the figure 9 above, the proposed protocol has a 

remarkably lower delay in comparison to the three protocols it 

is compared with. As the node speed increased, the average end 

– to – end delay increased for all the protocols.  

In figure 10 below, the proposed protocol, enhanced 

GAOMDV performs well in comparison with the compared 

protocols AOMDV, AODV, and Ant AODV. This is because 

when there is reduced number of route updates then it means 

the time taken for transmission is less as compared to the other 

protocols.  

 

 
Figure 10: End - to - end delay compared against number of 

nodes 
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V. CONCLUSION 

This paper addresses the problem of routing in MANETs. The 

performance of the proposed protocol has been compared with 

two other reactive protocols, one single path and the other 

multipath. The simulation results were evaluated in terms of 

packet delivery ration, throughput, end – to – end delay and 

bandwidth.  

The proposed algorithm has made an integration of the AODV 

and AOMDV mechanisms as the basis for routing and then the 

Genetic Algorithm (GA) for optimization and minimizing 

routing updates. This has been made possible by avoiding 

routes which are congested or have less residual energy. This in 

a way may affect the route selection process in that not just the 

shortest route is selected but the fittest. The proposed protocol 

has outperformed the other protocols in terms of Throughput, 

PDR, Residual energy, and End – to – end delay; both in terms 

of node speed and number of nodes.   

More research can go into the algorithm being used with data 

streaming communications (multimedia) traffic due to 

delay/jitter variations. This is because if a communication is 

moving from a point a to b in a multi-hop environment, 

different packets will take different durations due to 

transmission delay, propagation delay and processing delays, 

hence, it becomes difficult for streaming data.  

Future research may focus on looking into the performance of 

this protocol in regard to position of the nodes, when sources 

and destinations are close to each other or when they are far 

apart in the simulation scenario and determine whether the 

performance is affected based on the same metrics.   

VI. DATA AVAILABILITY 

Research data and summarised findings can be found at 

http://dx.doi.org/10.17632/3hdc7rxxnn.1 
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