©
2017 2020

loT

A partitioning framework for loT devices using embedded microcontroller.
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In this research, we have developed a partitioning 0S and security mechanism
that enables an embedded system with a microcontroller to be connected to a network while ensuring
reliability and safety.With these functions, it is possible to make an 10T device that connects to a
network without significantly changing the software mechanism of the existing embedded system.By
using a hardware security mechanism for small-scale microcontrollers, we have succeeded in reducing

the execution overhead of this partitioning OS and security mechanism.
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