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ABSTRACT In this article, we present the results of a long-term analysis of Wireless Local Area
Network (WLAN) frequency band and channel distribution development. To the best of our knowledge,
no similar research has been published in recent academic publications. Overcrowding of the limited
frequency space on the 2.4 GHz band has become a significant issue in WLAN networking. Due to the
overabundance of devices operating at 2.4 GHz, avoiding network performance degrading interference
has become impossible in densely populated environments. Although the latest 802.11 WLAN standard
amendments have emphasised the wider and less congested 5 GHz band, the 2.4 GHz band has stayed as the
dominant frequency band. To observe the evolvement of WLAN frequency band and channel utilisation,
data collected on nine WLAN surveys conducted between May 2019 and January 2022 was analysed.
Furthermore, a simple linear regression model was produced to forecast the future development of WLAN
frequency band utilisation. It was hypothesised that there would be an increase in 5 GHz frequency band
utilisation as devices compliant with the latest 802.11 standard amendments become widely adopted. The
survey results show a significant increase in 5 GHz frequency band utilisation.While the number of networks
operating at 2.4 GHz saw a modest 42% increase, the number of networks operating at 5 GHz more than
doubled during the survey period. At the end of the study, 35% of all detected networks operated at 5 GHz,
compared to 25% at the beginning of the study. Based on the produced linear regression model, the portion
of 5 GHz networks in the survey area is expected to reach the level of 2.4 GHz networks by the autumn
of 2025.

INDEX TERMS IEEE 802.11, interference, wardriving, wireless LAN, wireless networking.

I. INTRODUCTION
Wireless Local Area Network (WLAN) technology, com-
monly known by its marketing name Wi-Fi, is undoubtedly
one of the most used and well-known wireless networking
technologies. The original IEEE 802.11WLAN standard was
ratified in 1997, and three years later in 1999, Apple became
the first manufacturer to provide built-in support for WLAN
networking in laptop computers [1]. Since then, WLAN net-
works have become a household commodity.

AsWLAN technology has become increasingly affordable
over time, various sorts of devices have been introduced into
our wireless networks. This outpouring of WLAN capable
Internet of Things (IoT) technology has turned our living and
working environments into hotbeds of WLAN networking.
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It has been estimated that the number of in-home WLAN
devices will increase up to 17 billion worldwide by the
year 2030 from an estimate of 5 billion in-home devices in
2019 [2]. In their 2021 report [3], theWi-Fi alliance estimates
that the global economic value ofWi-Fi products will increase
by almost 3 trillion dollars from an estimated 1.96 trillion in
2018 to 4.9 trillion in 2025. The economic value of Wi-Fi in
the 27 European Union countries alone is estimated to grow
up to grow to 637.2 billion dollars by 2025 from an estimated
457.6 billion in 2021.

The great advantage of WLAN networking is the con-
venience of connecting a multitude of devices wirelessly,
making it possible to seamlessly move devices to another
location and create new or expand existing networks. The
wireless nature of WLAN communication makes it a com-
promise of convenience over performance. Because the com-
municated information propagates through the air in Radio
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Frequency (RF) waves, instead of being confined to wires,
the communication is highly susceptible to various forms
of interference and degradation that lower the overall per-
formance of the network. Furthermore, as there is only a
limited amount of radio frequency spectrum available for
all the devices to operate in, getting access to the spectrum
resource can become highly competitive.

WLAN devices communicate on three different segments
of the radio frequency spectrum: 2.4 GHz, 5 GHz and 6 GHz.
As the use of the 6 GHz frequency band has not yet been
allowed in several countries, and very few devices sup-
porting communication on the band are available in the
consumer market, it has been excluded from this research.
In WLAN networking, the frequency bands are further
divided into 20 MHz wide segments known as channels. The
2.4 GHz band holds 14 channels, whereas the higher 5 GHz
band is divided into 25 channels. Because the 2.4 GHz
band has less overall frequency space than the 5 GHz band,
channels on the 2.4 GHz band are packed tightly together
with only 5 MHz between each channel’s centre frequency,
causing the channel frequencies to overlap.

In a densely populated urban environment where hun-
dreds of uncoordinated WLAN Access Points (APs), WLAN
clients and various other wireless devices operate on the same
frequency band, the shared wireless medium gets congested,
limiting the performance of WLAN networks. As more
devices occupy the same narrow wireless channels, more
often the communicating devices will have to defer from
sending data or the sent data gets corrupted because of the
interfering signals of other transmitting devices. This has
become a significant issue in the 2.4 GHz band where the
limited frequency space has become increasingly crowded.
Because of the overpopulation of the 2.4 GHz band, the newer
amendments of the 802.11 standard shifted their emphasis to
the less crowded 5 GHz band. Yet despite the efforts to guide
users toward the 5 GHz band, the 2.4 GHz band has kept its
place as the dominant frequency band.

In this article, we present the results of a long-term analysis
of WLAN frequency band and channel distribution develop-
ment. For the study, data collected on nine WLAN surveys
betweenMay 2019 and January 2022was analysed to observe
changes in frequency band and channel utilisation. Further-
more, a simple linear regression analysis was performed to
forecast the future development of WLAN frequency band
utilisation. We hypothesise that there will be an increase
in 5GHz frequency band utilisation as devices compliant with
the latest 802.11 amendments become increasingly afford-
able and widely available on the consumer market. The study
presents valuable and unique data on the evolvement of
WLAN frequency band and channel usage. To the best of our
knowledge, no similar survey data about recent changes in the
WLAN frequency band utilisation has been published.

II. BANDS AND CHANNELS IN 802.11
WLAN networks must share the limited frequency space
on the 2.4 GHz frequency band with multiple wireless

communication technologies as well as many other radio
frequency applications. While WLAN devices capable of
communicating on the 5 GHz band have been available since
the early 2000’s, to this day, the 2.4 GHz frequency band
has stayed dominant in WLAN communication. When an
overabundance of various wireless devices on the 2.4 GHz
band operate within range, interfering transmissions degrade
the performance of WLAN networks. While modern WLAN
AP’s are often capable of communicating on both 2.4 GHz
and 5 GHz frequencies, past regulation, lower manufacturing
costs, and the demand for affordable WLAN-enabled IoT
devices operating at 2.4 GHz have further increased conges-
tion on the frequency band.

Despite the significance of the issue, very few of the
published WLAN survey studies cover frequency band and
channel usage. For instance, in his works, Nisbet analyses
the evolvement of WLAN security in four separate locations
within New Zealand based on surveys conducted in 2004,
2011 and 2013 [4], [5]. The reported survey results disclose
WLAN deployment, encryption protocol use and channel
utilisation on the 2.4 GHz band but do not further elaborate on
frequency band utilisation. Similarly, Sarrafzadeh and Sathu
report on a wide variety of WLAN properties but do not
disclose channel or frequency band utilisation [6].

In their study, Valchanov, Edikyan and Aleksieva [7] sur-
veyed over 11,000WLAN networks in Varna, Bulgaria but do
not report on channel or frequency band usage. Leca [8] col-
lected data from a total of 100,000 WLANs in Romania and
is the only one to report channel utilisation on both 2.4 GHz
and 5 GHz frequency bands. Dobrilovic et al. [9] compared
differences in WLAN security and abundance between the
capital cities of Hungary and Serbia, briefly reporting on
changes in channel usage on the 2.4 GHz band.

Although frequency band and channel utilisation have been
neglected in past WLAN survey studies, various algorithms
and schemes for optimising WLAN channel selection and
utilisation have been proposed to mitigate the effects of
interference on the 2.4 GHz band. Haochao et al. [10] pro-
pose a new architecture for the Medium Access (MAC) and
Physical (PHY) layers to allow devices to effectively contend
for the wireless channels in multi-user Multiple-Input and
Multiple-Output (MIMO) environments, improving channel
utilisation up to 470%. Maturi, Gringoli and Renato [11] suc-
cessfully propose a scheme for AP’s to dynamically select the
least occupied channel and migrate the AP and the connected
client devices onto the chosen channel.

Saliba, Imad and Houcke [12] present an algorithm
for channel load estimation on the 2.4 GHz band to
aid in channel selection based on the measured channel
load. Mhatre et al. [13] introduce an algorithm for trans-
mit power control that assigns higher transmit power for
highly congested networks and networks with poor sig-
nal conditions over less congested neighbouring networks,
improving throughput in congested networks. Similarly,
Akella et al. [14] present a power control algorithm for
congested WLAN deployments, attempting to minimise
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interference by automatically reducing the transmission
power of wireless APs when possible. Haidar et al. [15] pro-
pose a WLAN channel-assignment algorithm that assigns
AP’s the least congested channel based on Signal to Inter-
ference Ratio measured by the proposed algorithm.

A. THE 802.11 FREQUENCY BANDS AND CHANNELS
In a wired Local Area Network (LAN), the communicated
signal is bound to the wires that physically connect the
communicating devices. In WLAN communication, data is
encoded into RF signals that travel through the air between
transmitting and receiving devices. As signals propagate
between communicating devices, they must often travel rel-
atively long distances through space and matter as well as
contend against other signals. The travelled distance, obstruc-
tions and interfering signals cause the signal to attenuate and
distort so that it can no longer be detected or interpreted by
the receiving device. The majority of current 802.11 WLAN
devices operate on the 2.4 GHz and 5 GHz radio frequency
bands. Devices compliant with the 802.11b/g/n/ax amend-
ments of the 802.11 standard can operate on the 2.4 GHz
frequency band between 2.401 GHz and 2.495 GHz. The
2.4 GHz frequency band is the middle frequency of the
licence-free Industrial, Scientific, and Medical (ISM) fre-
quency bands. The 2.4 GHz ISM band is utilised by various
other applications and wireless communication systems such
as Bluetooth and ZigBee and is therefore highly congested.
Because there is only roughly 100 MHz of frequency space
to fit large quantities of varying devices, RF interference is
prevalent on the 2.4 GHz band.

802.11a/n/ac/ax compliant devices can transmit on the
higher 5 GHz frequency band. The band is divided into four
sub-bands: the first two 100 MHz wide bands span from
5.150 GHz to 5.250 GHz and 5.250 GHz to 5.350 GHz,
the third 255 MHz wide band spans from 5.470 GHz to
5.725 GHz, and the fourth band spans 125 MHz wide from
5.725 GHz to 5.850 GHz. Depending on the regional regula-
tory bodies, the four bands can have different designations.
In literature, the sub-bands are often referred to as the Unli-
censed National Information Infrastructure (U-NII) bands:
U-NII-1, U-NII-2A, U-NII-2C, and U-NII-3, defined by the
United States Federal Communications Commission (FCC).
For the sake of clarity, we will use these designations when
referring to the 5 GHz sub-bands.

The designated frequency bands are divided into 20 MHz
segments known as channels. These 20 MHz wide chan-
nels are used for the data transmissions between devices.
An 802.11 channel is a range of frequency with a des-
ignated centre frequency and 10 MHz of space on both
sides of the centre frequency, making up one 20 MHz chan-
nel. For instance, channel six on the 2.4 GHz band spans
from 2427 MHz to 2447 MHz with a centre frequency
of 2437 MHz. The original 802.11 standard and the now
legacy 802.11b amendment defined 22 MHz wide channels
on the 2.4 GHz band due to the application of a different
modulation technique.

The 802.11 standard divides the 2.4 GHz frequency band
into 14 channels, numbered from 1 to 14, each channel des-
ignated by its centre frequency (Fig. 1). The 5 GHz band
is divided into 25 channels: the U-NII-1 and U-NII-2A fre-
quency ranges both hold four 20MHz channels, theU-NII-2C
range holds 12 channels in total, and five channels reside
on the U-NII-3 range. The channel numbering scheme on
the UNII bands increments the channel number by four:
U-NII-1 and U-NII-2A hold channels 36 to 64, U-NII-2C
channels 100 to 144, and U-NII-3 channels 149 to 165
(Table 1).

Local regulatory bodies, such as the FCC in the US and the
European Telecommunications Standards Institute (ETSI),
define which channels are available for use. In most regions,
channels either from 1 to 11 or 1 to 13 are permitted on the
2.4 GHz band. Japan is the only region that has permitted the
use of channel 14, although only for 802.11b communication.
Channel use and availability on the 5 GHz band are consider-
ably more regulated and can greatly differ depending on the
local regulations. Many of the regulations consider transmit
power limitations as well as restrictions on channel indoor
and outdoor use. Furthermore, in many regions, devices oper-
ating on the U-NII-2 frequency ranges must use Dynamic
Frequency Selection (DFS) to avoid interferencewith varying
radar systems operating on the frequency band. DFS allows
WLANdevices to operate on theU-NII-2 frequencies without
causing harmful interference. When a DFS capable WLAN
access point operating in the U-NII-2 frequency range detects
a radar, it halts its operations and migrates to a non-DFS
channel to avoid interference. 802.11 operations are not lim-
ited to the 20 MHz wide channels. 802.11n/ac/ax compatible
devices can be set to operate on 40 MHz wide channels by
bonding two 20 MHz channels, doubling the frequency band
available for transmissions. In addition, the 802.11ac amend-
ment introduced 80 MHz and 160 MHz channel widths. Just
as a 40 MHz channel is created by bonding two 20 MHz
channels, an 80 MHz channel bonds together two 40 MHz
channels and so on. Because of the limited frequency space,
the use of 40 MHz channels is not generally recommended
on the 2.4 GHz band.

The channel centre frequencies on the 2.4 GHz band are
spaced only 5 MHz apart, causing the channel frequencies to
overlap. Channel 14 is an exception to this as its designated
centre frequency is 12 MHz apart from channel 13’s centre
frequency. The channel centre frequencies on the 5 GHz
band are spaced 20 MHz apart and are all considered non-
overlapping. The 802.11 standard dictates that channels on
the 2.4 GHz band are considered non-overlapping if their
centre frequencies are separated by 25 MHz, leaving room
for three non-overlapping channels. Channels 1, 6 and 11 are
commonly referred to as the three non-overlapping channels
on the 2.4 GHz band, although other combinations are pos-
sible in regions where 13 channels are available. When mul-
tiple networks within range operate on the same or adjacent
channels, network performance degrades due to interfering
transmission.
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FIGURE 1. Channel designation on the 2.4 GHz frequency band. Non-overlapping channel frequencies in red.

TABLE 1. The 5 GHz frequency band channel designation.

B. INTERFERENCE
WLAN networks are half-duplex, meaning that devices can-
not transmit and receive data simultaneously and only one
device at a time can transmit on the medium. Simultane-
ous transmissions in the shared frequency band corrupt the
transmitted signals, resulting in data loss. To avoid colliding
transmissions, WLAN devices use the Carrier Sense Multi-
ple Access with Collision Avoidance (CSMA/CA) medium
access scheme to contend for the wireless medium. When a
transmitting WLAN device has determined that the medium
is idle, it will choose a random backoff value. The device will
then wait for a period of time, based on the backoff value,
before transmitting. The device keeps physically monitoring
the medium during the backoff time to ensure that no other
device begins to transmit. The backoff time value decreases
only if the medium is inactive, otherwise, the value is main-
tained. When the backoff time is depleted, and no activity
is detected on the medium, the device can start transmitting.
If the medium is active after the timer is depleted, the process
resets and a new backoff time is calculated.

Despite the CSMA/CA mechanism, collisions do still
occur. Because the transmitting device cannot detect if a col-
lision has occurred, the receiving device must acknowledge

the transmitting device that the transmission was successfully
received. After a successful transmission, the receiver sends
an acknowledgement frame (ACK) to the transmitting device.
If the transmitting device does not receive the acknowledge-
ment, it will assume that a collision has ensued and retrans-
mits the original frame, repeating the CSMA/CA procedure.

The 802.11 WLAN standard defines technologies for the
bottom layers of the Open Systems Interconnection (OSI)
network model: the Physical (PHY) layer and the Medium
Access Control (MAC) sublayer of the Data Link layer.
The MAC sublayer acts as an interface between the bottom
802.11 PHY layer and the higher layers of the OSI model.
The MAC layer operations are responsible for upper-layer
data encapsulation, medium access control, security, and data
integrity. When an upper-layer data unit is passed to the
MAC layer, the upper-layer data is encrypted and encapsu-
lated between the MAC header and Frame Check Sequence
(FCS). The FCS is used for data integrity validation, whereas
the MAC header contains addressing information as well as
frame and sequence control information.

In addition to data transmission, the 802.11 PHY layer
operations sense the wireless medium for RF activity and pre-
pare the upper layer data for transmission. Before transmit-
ting the data frame, the transmitting device physically senses
RF activity on the medium. If the medium is deemed idle
by the transmitting device and its back-off time has depleted,
a preamble is sent to the receiving device to synchronise the
devices for the incoming transmissions. Data is then trans-
mitted over the wireless medium as series of ones and zeroes
modulated onto an RF signal. A receiving device reverses the
process and encapsulates data from the demodulated signal
for the MAC layer, which in turn passes the data to the upper
layers.

Most of the issues that degrade WLAN network perfor-
mance are related to PHY layer complications, which in turn
affect the MAC layer operations. Degradation of RF signals
on the PHY layer due to distance, obstacles and interfering
signals leads to a situation where the MAC layer frames
are retransmitted repeatedly, causing the network’s overall
throughput to degrade. For instance, If a non-WLAN device
operating on the WLAN frequency band is transmitting a
strong signal, the interfering RF signal will corrupt WLAN
transmissions, leading to excessive frame retransmissions.
Furthermore, poor signal conditions force communicating
devices to downgrade the used modulation scheme, lowering
the network data rate. If a strong enough signal is emitted by
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an interfering device, WLAN devices will sense the signal
during CSMA/CA procedures and defer from transmitting
altogether.

When nearby WLAN networks are set to operate on
overlapping frequencies, they cause Adjacent Channel Inter-
ference (ACI). As discussed in the previous section, there
are only three channels on the 2.4 GHz band with non-
overlapping frequencies.WLAN networks operating on over-
lapping adjacent channels cause devices to defer from
transmitting and corrupt transmission due to RF interference,
leading to unnecessarymedium contention, frame retransmis-
sions, and low data rates. ACI is generally not an issue on
the 5 GHz band as the channel centre frequencies are farther
apart, although channel frequencies will overlap if channel
bonding is used.

On the other hand, setting neighbouring networks to oper-
ate on the same channel causes Co-Channel Interference
(CCI), leading to unnecessary medium contention. When
devices hear a transmission on the wireless channel, they
must defer from transmitting. Even though the devices are
operating as dictated by the CSMA/CA mechanisms, the
increased channel contention can severely degrade network
performance. Although the effects of CCI could be reduced
with proper channel coordination and planning, it is simply
unavoidable in densely populated environments when oper-
ating on the 2.4 GHz band.

Interference caused by overpopulation of the limited fre-
quency space on the 2.4 GHz band is one of the major causes
of poor WLAN performance. Despite the efforts to guide
users toward the less congested 5 GHz band, 2.4 GHz has
kept its place as themost used frequency.When amultitude of
devices operate on the limited frequency space, the possibility
for collisions and signal corruption increases, causing exces-
sive MAC layer frame retransmissions that degrade network
throughput. Moreover, in a highly congested environment,
more time it takes for a single device to get its turn to transmit
due to the CSMA/CA medium access procedures, further
decreasing network performance. This can become a problem
in urban environments where vast numbers of WLAN APs
and client devices operate in close proximity.

III. METHODOLOGY
The WLAN survey methodology used in this article is based
on a passive wireless network scanning method known as
wardriving. The survey system (Fig. 2) is built on common
off-the-shelf hardware and freely available software. A com-
prehensive description of our WLAN survey methodology
is presented in our previous work [16] where we discuss in
detail the different stages of the WLAN survey process, the
required hardware and software and the legality and moral
aspects of wardriving. Here we will briefly introduce the
principles of wardriving and describe the usedWLAN survey
methodology.

The term wardriving is derived from the ‘‘wardialing’’
technique introduced in the movie Wargames in 1983 [17].
The lead character in the movie used his computer to

detect other network-enabled computer systems by automat-
ically dialling phone numbers in an increasing sequence.
In the 1980s, computer networking from remote locations
was managed by modems utilising the traditional telephone
system. This kind of connectivity made it possible to iden-
tify network-enabled computers simply by dialling phone
numbers and assessing whether there was another modem
responding to the phone call or not. Wardriving takes the
method to the modern ages: instead of dialling phone num-
bers, one can use a WLAN-enabled computer to detect all
nearby wireless networks.

To put it simply, wardriving means moving around some
chosen geographical region and recording data of the dis-
covered WLAN devices and networks while moving. The
gained results are then gathered into databases for statistical
purposes. It is also common to visualise the locations of the
surveyed networks on a map based on GPS location data.
There are two main ways of surveying WLAN networks:
passive methods and active methods. With active methods,
the scanning system always interacts with the target networks
it is surveying. The active interaction may include techniques
like sending probe request frames and gathering data from
probe responses from the nearbyWLAN routers. Thismethod
is analogous to the traditional telephone wardialing where an
attempt to discover remote systems is made by progressively
dialling sequential telephone numbers and storing informa-
tion for each number where a modem picks up the call.

In passive wireless network scanning, the scanner does not
interact with the surrounding networks. The network scan-
ner simply listens to the wireless traffic and extracts infor-
mation from the wireless networking frames. For example,
WLAN devices broadcast beacon frames at regular intervals
to announce their presence to other surrounding devices.
These frames carry varying information such as the wireless
network Service Set Identifier (SSID), supported encryption
protocol, usedwireless channel, and the deviceMAC address.
For the wireless network scanner to be able to scan the entire
WLAN wireless spectrum, the Wireless Network Interface
Controller (WNIC) must be set to monitor mode. While in
monitor mode, the WNIC can utilise channel hopping to scan
all wireless channels available in the spectrum for WLAN
devices and networks. In this process, the frames broadcasted
by nearby systems can be harvested for information regard-
ing the network they are connected to. The passive WLAN
scanning process is analogous to performing a scan of the FM
frequency to find broadcasting radio channels.

The term wardriving may sound intimidating to some and
thus, the activity may be interpreted by some as malicious
with an aim to intrude wireless networks. It is however, quite
the opposite: while wardriving could be a part of an attempt
to break the security of WLAN networks, it is not per se
a criminal act. In fact, wardriving itself is harmless to the
surveyed networks, and security professionals as well as hob-
byists commonly use it legitimately as a tool for research and
analysis. Obviously, while legal, some moral questions still
arise concerning the privacy and consent of WLAN network
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FIGURE 2. The WLAN survey scheme.

owners, and these should be taken into consideration in the
process.

We divide the WLAN survey process into three stages:
planning and preparation, data collection and data analy-
sis. During the planning and preparation stage, the survey
location, mode of transportation, hardware and software are
chosen and prepared. Furthermore, as laws and regulations
can differ between regions, the legality of surveying WLAN
networks is ensured in the planning stage. During the data
collection stage, the wardriver surveys the surrounding wire-
less networks within the predetermined area. After the area
has been thoroughly surveyed, the collected data is further
processed and analysed. During the data analysis stage, the
collected survey data is compiled into databases and refined
into statistics. If the wardriving process is accompanied with
location (GPS) data collection, the geographical locations of
the detectedWLANs can be visualised in services likeGoogle
Earth or WiGLE.net.

A. THE WLAN SURVEY SYSTEM
The hardware used in our system is composed of a PC
laptop, a USB powered WNIC with dual-band capabil-
ity, and an Android phone for receiving location data
(GPS). In this study, we used the TP-Link AC600
Archer T2UH as the WNIC. The WNIC chipset was
Mediatek MT610U.

As the survey platform, we have used the Debian based
Kali Linux operating system running as a virtualised guest
host on top of the laptop’s main Windows 10 operating sys-
tem. VMware Workstation Player was used as the hypervi-
sor software to virtualise the guest operating system. From
the Kali Linux software library, the open-source wireless
network detector Kismet was used as the WLAN survey
software [18], [19]. To incorporate GPS location data with
the survey results, the Global Positioning System Dae-
mon (GPSD) was used for collecting GPS location data dur-
ing the survey sessions [17].

B. SURVEY DATA ACQUISITION AND ANALYSIS
For this article, data from nine WLAN surveys carried out in
May 2019, February 2020, June 2020, October 2020, January
2021, March 2021, June 2021 and October 2021 and January
2022 was analysed. The surveys were conducted in the city
of Salo, located in southwestern Finland, 155 kilometres
west of the capital Helsinki. We chose three different areas
within the city to carry out the surveys. By surveying three
distinct locations within the city, it is possible to form a more
comprehensive picture of the city’s WLAN landscape. The
three survey locations: the industrial district, the city centre,
and the suburb were chosen to represent different locations
for typical WLAN deployment and usage.
• Industrial district route (2.9 km): along this route,
there are very few private homes. The buildings in the
area mostly host commercial operators ranging from
gyms, technology start-ups and automotive dealerships
to metal workshops

• City centre route (3.7 km): the city centre buildings
host private homes as well as administrative officials.
In this survey area, in addition to private homes, there
are service sector businesses such as restaurants, clubs
and florists, and also the market square, a police station
and the town hall reside on this route.

• Suburban route (2.2 km): in this area, there are only
detached houses and small condominiums that are pri-
vate homes. The area is considerably more scarcely
populated than the city centre.

During each survey session, the locations have been sur-
veyed three consecutive times to ensure the best possible
results. After each survey session, the collected data has been
imported into SQLite databases. Data from the databases has
then been parsed into.csv files and turned into spreadsheets
for further statistical analysis.

To forecast frequency band utilisation evolvement in the
survey area based on the collected data, a simple linear regres-
sion model was produced. Linear regression models are used
to establish if there is a statistically significant relationship
between two variables. The simple linear regression model
y = β0 + β1x can be used to forecast the future values
of the dependent value y based on the known values of the
independent variable x. The y-intercept of the regression
model β0 and the slope of the model β1 are produced by the
following formulas where y is the dependent value, x is the
independent value and n is the number of observations:

β1 =
n

∑
xiyi − (

∑
xi)(

∑
yi)

n
∑
x2i − (

∑
xi)2

, β0 =

∑
yi − β1

∑
xi

n

IV. RESULTS
In the following we present the results of the long-term
WLAN survey study on the evolvement of WLAN frequency
band and channel usage. The overall network deployment in
the survey region increased by 64% from 1067 detected net-
works at the beginning of the survey in May 2019 to 1753 in
January 2022 (Table 3). An average of 40 networks per survey
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TABLE 2. Frequency band utilisation in the survey areas.

TABLE 3. Overall frequency band utilisation in the survey region.

session were omitted from the survey results due to missing
channel information. The missing channel information could
be a consequence of frame loss or misinterpretation due to
poor signal conditions during the survey.

The survey results show a 132% increase in 5 GHz utilisa-
tion from the start of the survey, increasing from 266 networks
in May 2019 to 616 in January 2022 (Table 3). A major
increase in the number of 5 GHz networks occurred between
October 2020 and January 2021, when the number of net-
works increased by 38% from 328 to 453. Network deploy-
ment on the 2.4 GHz band was relatively modest, increasing
by 42% from the start of the survey. At the end of the study,
35% of all detected networks operated at 5 GHz, compared to
25% at the beginning of the study (Fig. 3). Of the three survey
areas (Table 2), the greatest change was observed in the
industrial district, where 5 GHz band utilisation and network
deployment increased by over 234% and 83%, respectively.
In the city centre, utilisation of the 5 GHz band increased
by 119%, and the overall network deployment increased by
63%. While the growth in 5 GHz band utilisation was steady
in the industrial district and city centre areas, results in the
suburb varied during the survey period. The number of 5 GHz
networks in the area peaked at 58 in October 2021, doubling
from 29 networking in May 2019.

A simple linear regression model was produced to forecast
the utilisation of the 2.4 GHz and 5 GHz frequency bands
(Fig.4). For the model, time t in months was used as the inde-
pendent variable and the percentages of 2.4 GHz and 5 GHz
networks presented in Fig. 3 were used as the dependent
variable. The linear regression equation for the forecasts
on the 2.4 GHz band was ŷ = −0.00344t + 0.7733 and

FIGURE 3. Frequency band utilisation evolvement during the survey
period.

ŷ = 0.03442t+0.2266 for the 5GHz band. The statistical sig-
nificance of the regression model was proven by evaluating
the coefficient of determination value R2 = 0, 8144. Based
on our regression model, the portion of 5 GHz networks was
predicted to reach the level of 2.4 GHz networks by autumn
of 2025.

Fig. 5 shows the average number of devices per channel at
2.4 GHz and 5 GHz. Unsurprisingly, the majority of networks
operating on the 2.4 GHz band were set on the three non-
overlapping channels 1, 6 and 11, channel one being the most
popular of the three (Fig. 5a). On average, roughly two-thirds
of the detected networks on the 2.4 GHz band operated on the
three non-overlapping channels. Similarly, nearly two-thirds
of the detected networks operating on the 5 GHz band were
set on the U-NII-1 sub-band channels 36-48, a clear majority
operating on channel 36 (Fig. 5b). On average, 167 networks
operated on channel 36, while an average of 40 networks
utilised the second most popular channel 52.

V. DISCUSSION
Our survey results show a significant increase in 5 GHz band
utilisation, confirming our hypothesis. At the beginning of the
survey, networks operating on the 2.4GHz band outnumbered
networks on the 5 GHz band three to one, when at the end of
the study, the ratio was two to one. The number of networks
operating on the 5 GHz band more than doubled during
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FIGURE 4. Frequency band utilisation forecast. Forecast values on the
dotted line.

FIGURE 5. Average number of devices per channel.

the survey, while network deployment on the 2.4 GHz band
saw a 42% increase. Of the three individual survey areas,
the greatest change was observed in the industrial district,
where 5 GHz band utilisation tripled. The substantial growth
of 5 GHz band utilisation can be attributed to the fact that
devices compliant with the latest 802.11 standard amend-
ments are replacing outdated WLAN devices. This change

also contributes to the increased 2.4 GHz band utilisation as
most current AP’s are capable of operating simultaneously on
both frequency bands.

Analysis of WLAN channel utilisation on the 2.4 GHz
band did not present any abnormalities. On the 2.4 GHz
band, the majority of the detected networks operated on
the non-overlapping channels 1, 6 and 11. On the 5 GHz
band, channel 36 was the most populated. The popularity
of channels 1, 6, 11 and 36 is to be expected as it is com-
mon for manufacturers to set devices on these channels as
default due to availability in all regions. The high utilisation
of the three non-overlapping channels on the 2.4 GHz is
a positive result as the effects of co-channel interference
are preferable over adjacent channel interference. On the
5 GHz band, the clear overpopulation of channel 36 can cause
unnecessary co-channel interference as there are multiple less
crowded non-overlapping channels available. Devices oper-
ating on the higher frequency band should be more evenly
divided between channels to mitigate the effects of interfering
transmissions.

The increase trend in 5 GHz utilisation is believed to
be even higher than we have predicted based on the data.
As higher frequency signals are more susceptible to attenu-
ation when passing through solid objects, several networks
operating on the 5 GHz band were potentially left unde-
tected during the survey. Although an increasing number
of networks are operating on the 5 GHz band, it does not
mean that the number of devices operating on 2.4 GHz will
decrease. While most WLAN AP’s compliant with the latest
802.11 amendments operate on both frequency bands, many
of the current client devices operate only at 2.4 GHz due to
lower manufacturing costs, further consolidating the band’s
popularity. To decrease congestion on the 2.4 GHz band,
it would be advisable to migrate 5 GHz capable devices onto
the higher frequency band and utilise the 2.4 GHz band for
low data rate applications.

VI. CONCLUSION
Because of severe overcrowding of the 2.4 GHz fre-
quency band, WLAN performance degrading interference
has become unavoidable in densely populated environments.
Despite the efforts to guide users’ toward the wider less con-
gested 5 GHz band, the 2.4 GHz band has retained its position
as the primary frequency band in WLAN communication.
Evident solutions to the problem would be to migrate all
capable devices over to the 5 GHz frequency band and proper
channel selection.

The long-term analysis and data of WLAN frequency band
and channel utilisation evolvement we have presented in this
article is unique, and to the best of our knowledge, no simi-
lar studies have been previously published. Our survey data
shows a significant increase in 5 GHz band utilisation in the
survey region, indicating that older WLAN AP’s are being
replaced by the common consumer. Still, although 5 GHz
utilisation more than doubled during the survey, at the same
time, the number of 2.4 GHz networks increased by 42%.
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Furthermore, at the end of the study, the number of networks
operating at 2.4 GHz still outnumbered 5 GHz networks
two to one. Based on our simple linear regressions model
forecast, the portion of 5 GHz networks in the survey region
is predicted to reach the level of 2.4 GHz by late 2025.
Despite the increasing trend in 5 GHz band utilisation, to ease
congestion on the 2.4 GHz band, more efforts should be
put into increasing user’s awareness and acceptance of the
higher frequency band. In our future work, we will continue
to follow the long-term evolvement of the WLAN landscape
and examine the types and features of the detected WLAN
devices in more detail.
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