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Abstract 

Numerous studies have raised concerns over the limited scalability of blockchain 
technologies and, in particular, Bitcoin. Layer 2 technologies have emerged as an 
advanced array of complementary innovations designed to solve this problem. Despite 
the growing optimism around layer 2 technologies, however, there is little evidence to 
show how they impact blockchain’s long-term success. This paper argues that the use and 
expansion of layer 2 technologies have a positive impact on the adoption and security 
levels of the underlying blockchain systems. Building on the Bitcoin and Lightning 
Network case, we use a time-series model based on 1,494 daily observations to 
demonstrate that the growing activity on the Lightning Network precipitates increased 
use and better security for Bitcoin. These results highlight the importance of layer 2 
technologies for blockchain systems and suggest several further research avenues in this 
nascent domain of inquiry. 
Keywords: Blockchain, Layer 2 technologies, Bitcoin, Lightning Network, Adoption, 
Security  
 

Introduction 
Bitcoin has been a resilient cryptocurrency and network since it was envisioned in 2008 as a protocol to 
enable the peer-to-peer exchange of money without financial intermediaries (Nakamoto 2008). Bitcoin is 
also the first and most well-known application of blockchain. The growth of Bitcoin has been extraordinarily 
successful and has inspired thousands of developers since its appearance. Nonetheless, Bitcoin and 
blockchain remain heavily scrutinized by scholars of Information Systems, Computer Science, Economics, 
Finance, Law, and Sociology (Holub and Johnson 2018).  
Many of the perceived problems with Bitcoin, and with blockchain in general, relate to scalability – that is, 
the number of transactions the network can handle per second. Studies have proposed a range of solutions, 
including new consensus mechanisms for validating transactions, such as Proof-of-Stake (Bartoletti et al. 
2017), Proof-of-Space (Ateniese et al. 2014), and Proof-of-Activity (Bentov et al. 2014), as well as optimized 
block space, aimed at enhancing its 1 megabyte capacity (Gao et al. 2020), and alternative cryptographic 
algorithms (Courtois et al. 2014).  
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Bitcoin also has other problems relating to its geometrically decreasing coin release policy, which raises 
concerns about the anticipated security challenges once the 21,000,000 bitcoin limit is reached (Carlsten 
et al. 2016). Given that miners will not be able to receive new Bitcoins as a reward, they will have to rely on 
transaction fees as the main source of payment for validating transactions (Kaskaloglu 2014). This means 
that unless the mining costs could be drastically reduced, the transaction fees could become prohibitively 
high or the security prohibitively weak.  
Against the backdrop of these concerns, the so-called “layer 2 technologies” have emerged as an advanced 
array of complementary blockchain innovations (Sguanci et al. 2021). This new generation of technologies 
can interface with the first-layer infrastructure without modifying the core blockchain protocol. Specifically, 
they use the underlying blockchain to cryptographically validate entire bundles of transactions as a single 
settlement, thereby unloading the blockchain from intermediate exchanges of money between parties 
(Sguanci et al. 2021). Some have argued these layer 2 technologies can improve scalability without 
corroding the positive aspects related to blockchain security (Del Monte et al. 2020).  
In the context of Bitcoin, a central protocol belonging to the layer 2 solutions is the Lightning Network. This 
protocol was proposed by Poon and Dryja (2016) with the core objective of making Bitcoin a scalable and 
secure medium of exchange. In the original paper, the authors envisioned a new network on top of the first 
Bitcoin layer, in which parties could charge payment channels with bitcoins and proceed to transact until 
transmission of the final settlement to the blockchain, thereby saving block space by recording just one 
entry, instead of multiple entries, over the Bitcoin blockchain (Poon and Dryja 2016). Use-cases of this layer 
2 solution include the government-driven El Salvador experiment in 2021 (Gorjón Rivas 2021) and the 
Lugano Plan B project by Luxochain. Both of these examples allow citizens to use Bitcoin as a legal currency 
to buy physical products, pay taxes and receive subsidies. Despite the growing optimism around layer 2 
technologies, there is little evidence to show how they impact blockchain’s success in terms of popularity 
and network security. Such evidence is important because there are reasons to believe layer 2 technologies 
may not be as successful as first envisioned.  

For example, two of the central ideological pillars of Bitcoin are its decentralization and its non-
discrimination between individuals or groups. The Lightning Network arguably challenges these principles 
(Lee and Kim 2020), as benefits mostly accrue to those users making payments often and forming lasting 
payment sub-networks with other participants. This means that regular users may experience lower costs 
and more secure transactions than new or casual users. In other words, the Lightning Network creates a 
two-tier system that some users may find ideologically unappealing. Thus, this study aims to empirically 
explore the early effects of layer 2 technologies upon blockchain. Specifically, we ask: What is the effect of 
layer 2 technologies on the adoption and security of blockchain? 
This research question is not only of empirical interest but also of theoretical and practical significance. 
One of the major developments in the open-source software field – arguably the largest decentralization-
focused sociotechnical movement before blockchain – was that a formative ideological fixation on 
decentralization gradually gave way to pragmatic concessions in the interest of the common good 
(Fitzgerald 2006). As a technology, blockchain has followed a similar tendency, with businesses developing 
hybrid distributed ledger systems for a wide range of commercial settings that limit decentralization 
(Labazova 2019). However, there is evidence that decentralization remains a major aspect of interest for 
many cryptocurrency users (Cohen 2017; Fisch et al. 2021; Renwick and Gleasure 2021), raising doubts 
about whether the same pattern of pragmatic concessions is likely.   
Subsequently, to explore this question, we rely on an econometric analysis of time-series data for Bitcoin 
and the Lightning Network. We selected Bitcoin and the Lightning Network for two major reasons. First, 
Bitcoin is the cryptocurrency market leader, accounting for 42% of the entire market in May 2022 
(Coinmarketcap, 2022). Second, a fundamental prerequisite for the development of significant time-series 
analysis is the availability of large amounts of data. As the oldest cryptocurrency, Bitcoin offers a longer 
timeline to study than any other blockchain. The same reasoning also applies to the Lightning Network, the 
oldest and most diffused of Bitcoin’s layer 2 technologies (De Rossi et al. 2022). The next section provides 
the theoretical background, describing Bitcoin together with its bottlenecks, and culminates in two 
hypotheses that link the growing expansion of the Lightning Network with improved use and security in the 
Bitcoin network. We then present the method for the study, including how we gathered data and 
operationalized variables. Following this, we present the results of the analysis, which show support for 
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both hypotheses. Finally, we provide concluding remarks on the contributions to both literature and 
practice, starting from these new insights. 

Theoretical Background 

The Bitcoin Protocol 

The Bitcoin protocol was proposed by Satoshi Nakamoto as a “purely peer-to-peer version of electronic 
cash” that “would allow online payments to be sent directly from one party to another without going 
through a financial institution” Nakamoto (2008, p1). Bitcoin built on concepts that were already present 
decades before its creation, such as encryption tools, digital signatures, timestamping, synchronicity of 
broadcast, and fault tolerance, ultimately creating an immutable distributed ledger of transactions. 
Specifically, Bitcoin proposed a system of electronic coins, using chains of digital signatures to confirm the 
exit and the receipt of the transactions via hash-based verification mechanisms (Ramaswamy 2020). Each 
coin, therefore, carries the whole timeline of its owners, and, in order to be exchanged via a transaction, the 
network must adhere to a single, validated version of the timeline for all coins in the network. The Proof-
of-Work (PoW) mechanism is used to regularly validate the transactions and append the block to the chain, 
at which point it is broadcasted to all participants on the network.  
New coins are awarded to the miners, i.e., the users who make the effort to validate transactions. This means 
there is a gradual increase in the supply of bitcoins in the network. The number of coins awarded to miners 
is reduced over time, halving every 210,000 blocks or roughly four years to account for the greater 
computational capabilities available to miners. This process will continue until the network hits its hard-
coded limit of 21 million bitcoins that can be produced.  

Miners also receive transaction fees as an incentive. Transaction fees are fees that users may pay when 
making a payment over Bitcoin. Payments that pay higher transaction fees are more likely to be processed 
quickly, as miners tend to prefer blocks composed of higher fees. After 2140, the year in which Bitcoin is 
expected to reach the 21 million supply limit, transaction fees will play a crucial role in the participation 
levels of the users in the blockchain environment (Easley et al. 2019).  

The Popularity and Security of Bitcoin  

Since its creation, Bitcoin has been able to draw the public’s attention, with a current average of 1 million 
users actively transacting over the network daily. During August 2022, Bitcoin reached 500,000 daily 
Twitter mentions; almost double the number of mentions of any other cryptocurrency (The Block, 2022). 
Bitcoin has been praised as a sustainable asset class with mean reverting returns (Uddin et al. 2020) and 
as a form of money that can enhance the performance of time, security, and decentralization at the same 
time (Tanner 2020). Hence, Bitcoin users often include both ideological supporters and investors trying to 
gain from pure speculation, for many of whom the first cryptocurrency is seen as one of the biggest wealth 
generation opportunities of the century (Hackett and Wieczner 2018).  

A wide range of solutions has been proposed to enhance Bitcoin’s potential as a trading platform and a 
medium of exchange (Hafid et al. 2020). In fact, if we operationalize scalability as the capacity of a system 
to handle greater amounts of work, it becomes clear that Bitcoin’s high congestion is a major problem in 
the network. With an average processing capacity of between 3.3 and 7 transactions per second and long 
confirmation times, Bitcoin loses the possibility of functioning as a method of trade (Poon and Dryja 2016). 
As fees are positively correlated, and congestion is negatively correlated, with Bitcoin returns, the negative 
relation between the level of congestion and Bitcoin’s price level confirms the idea that the possibility of 
working as a medium of trade is hindered by the increasing transaction fees (Kim 2020).  

The Lightning Network  

To enable improvements in Bitcoin’s processing capacity, the mere increase in block size is not a viable 
solution, as it could lead Bitcoin towards greater levels of centralization in the mining ecosystem and lower 
security, thereby disrupting two of the three elements of the blockchain scalability trilemma (Altarawneh 
et al. 2020). Other solutions, including looking for higher throughput, greater storage, lower cost, and 
shorter latency, all refer to enhancements that can take place at an upper level with respect to the 
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blockchain. Effective blockchain scalability solutions can be implemented either on the first layer, such as 
sharding and Proof-of-Stake, or on the second layer, such as the Lightning Network, which is theoretically 
capable of handling billions of transactions per second (Hafid et al. 2020).  
With regards to the Lightning Network, the layer 2 solution was created as a reaction to the scalability 
problem of Bitcoin in 2016, and its main implementations were developed starting from the BOLT protocol 
and Bitcoin’s SegWit upgrade, rendering it the most viable solution for Bitcoin’s problems to the present 
day. Through the creation of a layer composed of payment channels on top of the blockchain, the Lightning 
Network was intended to free Bitcoin’s mempool, where idle transactions waited for confirmation, by 
processing most of the activities off-chain and recording just the final output over the main 
blockchain. Even with the criticism related to the risk of Lightning leading to more centralization of the 
Bitcoin network (Lin et al. 2020) and the potential hackability of the systems in terms of the public 
information it provides (Kappos et al. 2021), there are predictions that the Lightning Network could become 
a crucial element, if Bitcoin is to become a well-established currency and an accepted medium of exchange 
(NYDIG 2022).  

The theoretical ground for the Lightning Network was first laid in the whitepaper titled The Bitcoin 
Lightning Network: Scalable Off-Chain Instant Payments, published in 2016. Born as a decentralized 
system able to deal with micropayments transacted off-chain over an upper-level network, it was the first 
layer 2 solution proposed for Bitcoin (Poon and Dryja 2016). Having observed that a simple increment in 
block size for Bitcoin would not have been a viable solution, the authors proposed to offload the transactions 
by creating a network of micropayment channels between couples of parties that, upon loading money over 
the channel, have to broadcast the transactions on the Bitcoin blockchain, used as a timestamping system. 
The micropayment channels are created when two parties agree to open a 2-of-2 multisignature address 
and start using it as a parallel solution to the normal blockchain. The two participants create an unsigned 
funding transaction, charging the channel with money, and both parties need to agree to spend from the 
initial transaction, also called the “Funding Transaction”. Having created the unbroadcasted Funding 
Transaction, the parties sign and exchange an initial “Commitment Transaction”. Such Commitment 
Transactions spend money from the output of the Funding Transaction. The Funding Transaction is 
broadcasted to the network, but the next Commitment Transactions are not recorded onto the blockchain 
until the closing of the micropayment channel and the payment of the updated balance to each party.  
The initial problem with the simple system of updated Commitment Transactions is that, when both parties 
agree to sign a new Commitment Transaction, any of the previous Commitment Transactions could 
potentially be broadcasted because they are all validly signed by both parties during the exchange process. 
This setting gives the incentive to the party with the lowest balance to claim that the true, valid, transaction 
is a transaction giving that party more money than it could actually claim.  

To cope with the problem of asynchronous and false broadcasts, the parties involved establish a system of 
commitments and penalties (enforcing the original commitments). If one party decides to deviate, that 
party loses all the money initially funded to the channel. Penalties are enforceable via a mechanism of 
unique identification of the Commitment Transaction: each party has a version of the Commitment 
Transaction that is signed by the other party, and one party can just broadcast its own version of the 
Commitment Transaction, thereby making it easier to identify the faulty node. Additionally, as this partial 
solution is able to apportion blame, the possibility of revoking a Commitment Transaction is also included. 
The main element used for the Revocable Transactions (i.e., the revocable version of the Commitment 
Transactions) is the so-called “Revocable Sequence Maturity Contract” (RSMC), a Bitcoin script used to 
express the present balance of a channel without having to broadcast transactions to the Bitcoin blockchain 
and without having to trust the counterparty. By allowing the aggrieved party to sign a superseding Breach 
Remedy Transaction that gives them all the funds in case of contract breach, RSMCs are a disincentive for 
either party from broadcasting the wrong, old, transactions. If instead, both parties agree on the final 
transaction, the RSMC is needed to deliver the Revocable Delivery Transaction, to claim their share of 
Bitcoins.   

If both parties decide jointly to close a channel, they take the balances in the most recent Commitment 
Transaction and spend from the Funding Transaction with another type of transaction called Exercise 
Settlement Transaction, which is recorded onto the Bitcoin blockchain. Finally, the Hashed Timelock 
Contract (HTLC) enables the secure transfer of funds across two parties that are not directly linked via a 
channel but whose connection is characterized by multiple hops across the network. Though the use of 
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cryptographically secured time-based escrows, funds are ensured to reach the final destination: if the 
claiming party is not the owner of the right private key associated with the linking hashed public key, or 
does not claim the funds within the timeframe, the funds are sent back to the origin. 

The Impact of the Lightning Network on Bitcoin’s Popularity and Security 

The reasons why users adopt Bitcoin are varied. In principle, the different types of users can be ideologically 
divided into two main groups: the “hodlers”, setting limits and floors, and the “speculators”, creating 
upsides and attracting new users (Loi 2017). While both groups are able to generate a virtuous circle in 
terms of involvement, the first keeps their Bitcoins irrespective of the price due to either a strong belief in 
Bitcoin’s ability to function as a store of value or trust in the underlying principles and technology, while 
the latter try to gain from the volatile behavior that has been characterizing the currency up to the present 
(Loi 2017). Moreover, there are users who actually perceive the potential of Bitcoin as an alternative method 
of payment, although the latency of the network is considered a major problem in this sense (Baur et al. 
2015). More recently, Bitcoin’s adoption has acquired an additional, more bureaucratic dimension related 
to its introduction as a form of legal tender. The example provided by El Salvador is foreseen to be followed 
by other emerging economies, thereby bringing the layer 2 technology (or, its unit of account) closer to its 
realization in everyday life (Arcane Research 2021).  
This setting has provided motivation for the design and implementation of the Lightning Network. This 
layer 2 technology allows the Bitcoin system to scale to a point at which it can be widely applicable as a 
medium of exchange (Hoogendoorn 2019). Bitcoin can presently process about 3.3–7 transactions per 
second (Nakamoto 2008). In contrast, Visa can process around 2,000 transactions per second and reached 
a peak of 47,000 during the holiday period in 2013 (Poon and Dryja 2016). PayPal achieves a more modest 
average of 193, while Ethereum, the direct competitor of Bitcoin, can process about 20 transactions per 
second  (Mechkaroska et al. 2018). This has led some to conclude that Bitcoin simply cannot compete in the 
domain of payment platforms with its current capacity limitations (Misra 2018). 
Thus, despite the aforementioned criticisms of the Lightning Network protocol potentially causing higher 
centralization of the network (Lee and Kim 2020), the Lightning Network addresses Bitcoin’s seemingly 
critical issue of low capacity, which appears to be a serious concern for potential users (Hinzen et al. 2022). 
With Lightning Network’s fees remaining negligible (Khan and State 2019) and, eventually, proportional to 
the square root of channel capacity, an improved balance may be reached between paths, fees, and capacity, 
allowing for higher sustainability of the Lightning off-chain operations (Jun Ren et al. 2019). Based on these 
practical benefits of the Lightning Network, we hypothesize that more users will be attracted to the Bitcoin 
network than repelled by it. 
H1: The expansion of the Lightning Network has a positive impact on the adoption of Bitcoin. 
Transaction fees are, together with block rewards, the unique source of revenue for the miners in the PoW 
distributed consensus mechanism, which, by definition, requires intensive computational resources to solve 
(Nakamoto 2008). The presence of a satisfactory recompense for miners is crucial to the network, making 
it economically unprofitable for the security providers to append a fallacious block to the chain (Ciaian et 
al. 2021). Empirical research has demonstrated that, given a fixed block capacity (i.e., a limited number of 
transactions to be included in the next space on the chain), fees should remain essentially high to keep the 
levels of security stable (Houy 2014).  
The Lightning Network can perform secure instant payments without actually relying on the Bitcoin 
blockchain (Poon and Dryja 2016). For this reason, the Lightning Network appears to reduce the number 
of blocks mined on the Bitcoin blockchain, with estimated reductions of 25 blocks in January 2019 growing 
to reductions of 332 blocks in July 2021 (Arcane Research 2021). The effect this could have on security is 
not clear. It is conceivable that the reduction in actual mining could diminish security, as the act of mining 
is essential to the security of decentralized blockchains. However, there is evidence that the Lightning 
Network should not lose funds to malicious players and can be run side by side with other protocols (such 
as the Bitcoin layer 1) without compromising security requirements (Kiayias and Litos 2020). This could 
mean a net improvement in security, as the more transactions that can be bundled in mining tasks, the 
more value is created, and thus the higher is the acceptability of growing transaction fees. Thus, we 
hypothesize that the growing use of the Lightning Network will maintain the level of security of Bitcoin. 
H2: The expansion of the Lightning Network has a positive impact on the security of Bitcoin.  
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Data Collection 

Data Gathering 
We retrieved online data using Python 3.8 and the Requests and Selenium libraries, combined with simple 
‘GET requests’ and other advanced web-scraping techniques. These techniques were adopted to efficiently 
automate the process of data retrieval from the publicly available datasets for Bitcoin and the Lightning 
Network. We retrieved data for the number of active addresses using the Crypto Compare website, which 
offers an API service with historical data. We retrieved data for the Lightning Network via web-scraping of 
the Bitcoin Visuals website. Finally, we retrieved data for the Fee Ratio Multiple (FRM) from Glassnode, a 
website that provides subscribers with detailed on-chain and financial metrics. For the analysis, we used E-
Views 12. Complete daily data were available for the entire time period from the 26th of January 2018 to the 
28th of February 2022.  

Measurement 

Variable Measures Description Source 

Expansion of 
the Lightning 
Network 

Number of Public 
Channels 

Total number of visible public channels over the 
Lightning Network 

Bitcoin 
Visuals 

Channel Capacity  Total balance in USD made available for a certain 
channel in the Lightning Network 

Bitcoin 
Visuals 

Adoption of 
Bitcoin  

Number of Active 
Addresses 

Number of addresses with at least one transaction 
per day 

Crypto-
compare 

Security of 
Bitcoin  FRM Distance to cover in order to sustain current 

security levels through transaction fee revenue Glassnode 

Table 1. Overview of Measures 

 
Expansion of the Lightning Network. This variable relies on two measures. The first is the total 
number of visible public channels over the Lightning Network. Users that open a Lightning Network 
channel first finance the channel with money, thereby committing to the usage of the channel, and then 
proceed to send and receive money via a series of Commitment Transactions. The second measure is the 
average Lightning Network channel capacity. Differing from the number of channels opened, the capacity 
of a channel can be an effective measure to understand how many channels are actually used to exchange 
money. Channel capacity indicates the total balance made available for a certain channel. The total amount 
of satoshis deposited (and, therefore, locked) in the channel is the sum of the balance associated with every 
user participating in the channel and remains the same for the whole lifespan of the channel. Note that 
opening a lightning channel or changing its capacity does not mean an inactive account is considered ‘active’ 
for the purposes of measuring Bitcoin use. Rather, the use of the Lightning Network constitutes a structural 
change among active users, which may or may not encourage subsequent use.   
Adoption of Bitcoin. The use of Bitcoin is measured by the total number of active end users. In Bitcoin, 
end users are represented by a specific cryptographic fingerprint, called an address, used in the same way 
as the beneficiary’s name on a check. The distinction between dormant and active addresses is based on the 
number of transactions made per day: active addresses correspond to users who have completed at least 
one transaction per day (De Rossi et al. 2022).  
Security of Bitcoin. This variable is measured with the Fee Ratio Multiple (FRM), an index that measures 
the distance PoW chains have to cover to sustain current security levels solely through transaction fee 
revenue (Leibowitz 2018). The FRM index builds on the concept of a ‘Fee Ratio” statistic (Carter 2020) that 
represents the level of block rewards and transaction fees paid to miners that are necessary to secure the 
chain. Leibowitz (2018) proposed FRM to calculate the multiple of existing transaction fee revenue that 
would be required to reach the Fee Ratio statistic. Low levels of FRM mean that an asset can maintain its 
current security budget without relying on inflationary subsidies, while high levels of FRM suggest that an 
asset will require heavy inflation via block reward subsidies to maintain its security budget (Leibowitz 
2018). Thus, the FRM indicates the health of the network in terms of security (Easley et al. 2019). 
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Data Analysis  
We performed the analysis following three main steps. The first step in the analysis applied the Vector 
Autoregressive analysis (VAR) model (Asteriou and Hall 2007; Guidolin and Pedio 2018), which is used to 
define and explore the relations between our variables, assuming they are endogenous (Guidolin and Pedio 
2018). 

The second step applied the Granger Causality Test (GCT) (Granger 1969; Granger and Newbold 1974), 
which allows us to identify directed Granger-causal relationships. Note that Granger causality does not 
necessarily imply ‘true’ causality (Maziarz 2015). Hence, we use the term ‘Granger-causes’, rather than 
‘causes’ in this study. This is because Granger causality belongs to the branch of causal discovery, rather 
than causal inference (also known as treatment effect estimation) (Moraffah et al. 2021). As such, the GCT 
allows common causes to be ruled out in favor of ‘faithful’ temporal sequences, allowing for causal 
prediction without necessarily ruling out other causal paths or accommodating factors (Granger 1969; 
Holland 1986).  
Finally, following the recommended practice (Enders 1995; Stock and Watson 2001), we complemented 
our time series analysis with Impulse Response Functions (IRFs) (Guidolin and Pedio 2018). IRFs act over 
the error term that is already included in the simultaneous equation. IRFs can thus simulate how the system 
may respond when one of its variables is shocked. Note that we do not speculate on the cause of the shock, 
only that such shocks are possible due to external events.   

Vector Autoregressive Analysis  

The VAR model is intended to deal with variables that are not only explanatory variables for a certain other 
variable but are influenced, and explained, by that same variable. For example, assuming a simple bivariate 
model, with the variables 𝑦! and 𝑦" influencing one another, the mathematical representation of the 
equations composing the co-dependent system are as follows: 

 𝑦!,$ = 𝛽!,% − 𝛽!,"𝑦",$ + 𝛾!,!𝑦!,$&! + 𝛾!,"𝑦",$&! + 𝑢!,$ (1) 

 𝑦",$ = 𝛽",% − 𝛽",!𝑦!,$ + 𝛾",!𝑦!,$&! + 𝛾","𝑦",$&! + 𝑢",$ (2) 

This illustrative bivariate VAR(1) includes two equations, one for each variable, whose regressors are the 
variables included in the system lagged by the number of periods indicated for the VAR (in this case, one). 
Additionally, the assumptions behind the system of variables represented in Equations (1) and (2) are that 
both 𝑦!,$ and 𝑦",$ are stationary processes and that 𝑢!,$ and 𝑢",$ are uncorrelated white-noise errors. The 
same reasoning applies for multivariate VAR(p) models, where a number of different simultaneous 
variables can be included, lagged by a number 𝑝 of periods.  
The simultaneous dependent variables of the VAR system constructed starting from our theoretical model 
are the Number of Public Channels, the Channel Capacity, the Number of Active Addresses and the FRM, 
which could be seen as 𝑦!,$, 𝑦",$, 𝑦',$ and 𝑦(,$ in light of the previous specification.  

The lag order selection criteria suggest a different number of lags for the VAR, with the AIC and the FPE 
criterion pointing at a value of 21 lags and the SC indicating 7 lags. For parsimony and consistency, the 
number of lags selected for the model is 7, leading to the final estimation of a VAR(7) containing four 
endogenous variables and an exogenous constant C. As the number of included lags is chosen to be 7, the 
right-hand side of each equation will contain the equation-specific constant, its white noise error, and the 
lags from 1 to 7 of each of the four variables. In total, the final estimation of the VAR will contain 116 
parameters: four sets of 28 coefficients each, and four constants. The sample for this VAR(7) considers the 
1,494 daily observations from the 26th of January 2018 to the 28th of February 2022.  

Before applying VAR and GCT, some preliminary analyses of the data are required. In fact, Engle and 
Granger (Engle and Granger 2015) demonstrated that using these models in the presence of non-stationary 
variables can lead to spurious results. Therefore, the first step in the analysis was to determine whether the 
four series were stationary. We tested for the presence of a unit root through the Augmented Dickey-Fuller 
(ADF) test. The results suggest that all the variables present non-stationary time-series. In the case of non-
stationarity, a typical approach used to obtain stationarity is called differencing (Granger and Joyeux 1980). 
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Thus, we calculated the first difference of the variables and re-examined the outcome using the ADF 
stationarity test. The results suggested these transformed variables were stationary. 

Table 2 presents the results of the VAR(7) estimation. In this case, all the variables are treated as 
endogenous, and no ordering is assumed for the estimation step. The Number of Public Channels is deemed 
to be influenced by its past values, except for its fourth, sixth and seventh lags; by the Channel Capacity, by 
its second lag; and by the FRM by its first lag. The regression for the Number of Public Channels does not 
display any passive effects from the Number of Active Addresses over the Bitcoin main network, as the 
coefficients are not significant at this confidence level. Moreover, as shown by the other variables, the effects 
they have over the Number of Public Channels have a rather synchronous effect, with lags greater than three 
having a reduced impact over the dependent variable. Despite the significance of a great part of the 
regressors included, the model is well-behaved, with an adjusted R2 of 0.19.  

 

   Expansion of the Lightning 
Network 

Adoption of 
Bitcoin 

Security of 
Bitcoin 

Variable Measures Lags Number of 
Public Channels 

Channel 
Capacity  

Number of 
Active Address FRM 

Expansion of 
the Lightning 
Network 

Number 
of Public 
Channels 

1 0.13*** 0.28*** -0.17 0.85* 
2 0.06** -0.02 -0.01 -0.37 
3 0.16*** -0.11 0.24 0.16 
4 0.05 0.07 -0.12 0.11 
5 0.05* -0.04 -0.02 -0.24 
6 0.04 -0.04 0.09 -0.93** 
7 0.00 -0.17** 0.05 0.77* 

Channel 
Capacity  

1 0.02 -0.01 0.17*** -0.27* 
2 0.02* 0.01 0.15*** -0.36*** 
3 0.00 -0.02 0.19*** -0.08 
4 -0.01 0.03 0.07 -0.01 
5 0.00 0.02 0.07 -0.16 
6 0.00 0.04 0.06 -0.10 
7 0.00 -0.02 0.02 -0.17 

Adoption of 
Bitcoin 

Number 
of Active 
Address 

1 0.00 0.02 -0.61*** 0.15* 
2 0.00 0.01 -0.57*** 0.32*** 
3 0.00 0.03 -0.48*** 0.48*** 
4 0.00 0.03 -0.40*** 0.51*** 
5 0.00 0.03 -0.41*** 0.70*** 
6 0.00 0.02 -0.33*** 0.38*** 
7 0.00 0.00 0.08*** -0.37*** 

Security of 
Bitcoin FRM 

1 0.01*** 0.00 -0.05*** -0.17*** 
2 0.00 0.00 0.01 -0.26*** 
3 0.00 0.00 0.01 -0.10*** 
4 0.00 0.01 0.02 -0.10*** 
5 0.00 0.00 0.04*** -0.09*** 
6 0.00 0.01 0.02* -0.01 
7 0.00 -0.01 -0.07*** 0.17*** 

Adjusted R2 0.19 0.01 0.55 0.39 

Confidence levels: *95%, **97.5%, ***99%  

Table 2. Vector Autoregressive Analysis, Results 

 
Channel Capacity is not sufficiently explained by the other endogenous variables, even when considering 
their past values. With an adjusted R2 of 0.01, the significant model coefficients are the first and seventh 
lags of Channel Capacity itself and the intercept.  
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The third result is the OLS-estimated equation for the Number of Active Address, the measure for the 
adoption of Bitcoin. Although the Number of Public Channels does not have a strong impact on the Number 
of Active Addresses, the coefficients for the present and past values of Channel Capacity (from lag 1 to 3), 
together with past values of the Number of Active Addresses itself (from lag 1 to 7), are able to direct and 
explain the continuously compounded growth of the dependent variable. The FRM shapes such growth 
when accounting for the fifth, sixth, and seventh lags, increasing the growth in the number of Number of 
Active Addresses in an asynchronous way, impacting it with its past values rather than the most recent ones. 
With an adjusted R2 of about 0.55, the regression variance is well explained by past values of the 
endogenous variables belonging to the theoretical model envisioned.  
Finally, the last endogenous dependent variable included in the VAR(7) model is the FRM. With an adjusted 
R2 of 0.39, the model is influenced by past and present values of all endogenous variables in different 
fashions. While the coefficients representing the values of both the Number of Active Addresses and the 
FRM itself are significant in all the periods considered, the Number of Public Channels has significant 
coefficients at lags 1, 6 and 7, and Channel Capacity has significant coefficients for lags 1 and 2.   

Granger Causality Test  

An interesting feature of the VAR model is that it enables testing for the direction and the presence, if any, 
of causality between the different endogenous variables of the simultaneous equation system. The concept 
of “causality” has been introduced by Granger (1969) in the context of time series econometrics to represent 
the idea that the cause must happen before its effect in time. A variable 𝑦",$ is said to Granger-cause another 
variable 𝑦!,$ if past values of 𝑦",$ help in predicting 𝑦!,$, given the past values of 𝑦!,$. 

 

 Variables Measures  Chi-sq df p-value 

Expansion of the 
Lightning 
Network 

Number of 
Public Channels 

Channel Capacity  8.53 7  0.29 

Number of Active Addresses  2.66 7  0.91 

FRM  20.29 7  0.00*** 

Channel 
Capacity 

Number of Public Channels  22.73 7  0.00*** 

Number of Active Addresses  7.36 7  0.39 

FRM  7.06 7  0.42 

Adoption of 
Bitcoin 

Number of 
Active 
Addresses 

Number of Public Channels  5.41 7  0.61 

Channel Capacity  47.70 7  0.00*** 

FRM  142.01 7  0.00*** 

Security of 
Bitcoin FRM 

Number of Public Channels  14.46 7  0.04* 

Channel Capacity  19.27 7  0.01** 

Number of Active Addresses  225.13 7  0.00*** 

* p < .05, ** p < .01, *** p < .001 

Table 3. Granger Causality/Block Exogeneity Wald Test 

 
Table 3 contains the results of the tests performed on the dataset used to estimate the VAR(7) model 
presented before. The null hypothesis of the test is that lagged values of a given excluded variable do not 
explain (or, more precisely, do not Granger-cause) the variation of the dependent variable. Table 3 is 
composed of four sub-tables, each having a dependent variable of interest and the remaining three 
endogenous variables as regressors. Given the dependent variable, each of the three excluded variables 
occupies a row, in which the p-value of the Granger Causality test is provided.  
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According to the output of the Granger Causality tests performed over the VAR(7), Number of Public 
Channels Granger-causes FRM, and Channel Capacity Granger-causes Number of Active Addresses and 
FRM. Moreover, we identified two other interesting relationships. First, FRM Granger-causes both Number 
of Public Channels and Number of Active Addresses; second, Number of Active Addresses, in turn, Granger-
causes FRM, together with Channel Capacity. 

Impulse Response Functions (IRFs) 

IRFs to Cholesky one standard deviation innovations are used to understand how the previously tested 
Granger-causal relationships shape the interaction between the variables in a more applied setting. IRFs 
simulate the response to a standard deviation shock in the error term of a given equation of the estimated 
structural VAR. Using the Cholesky transformation to enable the identification of the model, the 
relationships between the endogenous variables are transformed following a transformation of the matrix 
of contemporaneous effects of the estimated model into its lower-triangular version. As a consequence, the 
ordering of the variables is of crucial importance, together with the related assumption that some shocks 
might hit certain variables in a synchronous way, while impacting the remaining variables in subsequent 
time periods.  
Given the necessity to order the variables from the most exogenous to the most endogenous, the sequence 
assumed for the channel-level IRFs specification is first the Number of Public Channels, second the Channel 
Capacity, third the Number of Active Addresses and, lastly, the FRM. This assumption is formed based on 
both the theoretical background and the GCT results. The Number of Public Channels affects the average 
channel capacity. The Lightning environment influences, in turn, the activity over Bitcoin, as transactions 
over the blockchain are needed to open and close Lightning payment channels (Poon and Dryja 2016). 
Finally, the levels of the FRM depend on the health of the Bitcoin network, which is causally influenced by 
and algorithmically tied to the Lightning protocol.  For this reason, the ordering assumed for the channel-
level IRFs specification is first the Number of Public Channels, second the Channel Capacity, third the 
Number of Active Addresses and, lastly, the FRM. 

Figure 1 represents the accumulated response of the Number of Active Addresses to a one standard 
deviation shock in the Channel Capacity. 
 

 

 

 
 
95% confidence 
band 
 

 
 
Accumulated 
response 

Figure 1. Accumulated Response of Number of Active Address to Cholesky One 
Standard Deviation Shock in the Channel Capacity 

 
The accumulated response of the Number of Active Addresses to a one standard deviation shock in the 
Channel Capacity is strictly positive and significant. With an oscillatory behavior, the response peaks within 
the first few days, reaching a level of 0.014, and then remains around an average of 0.011 for the following 
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periods. The reduced numbers are a consequence of using the differencing of the variables, which also 
means that the results can be read in terms of the continuously compounded growth rate of the Number of 
Active Addresses following a one standard deviation shock in the continuously compounded growth rate in 
the Channel Capacity. This finding can be translated into the simple affirmation that, following the 
increasing growth in adoption of the Lightning Network, continuously positive growth can also be expected 
in the future for the adoption of Bitcoin.  
Figure 2 represents the accumulated response of the FRM to a one standard deviation shock in the Average 
Channel Capacity.  

A similar situation, with opposite consequences, can be found when analyzing the accumulated response of 
the FRM to a one standard deviation increase in the Channel Capacity. With the actual levels of the impact 
being interpreted in terms of continuously compounded growth rate, an increase in the growth of the usage 
of the Lightning Network results in sustained decreasing growth of the FRM. The long-term level of 
convergence of growth can be identified at -0.028. The first periods are characterized by oscillatory trends, 
with the impacts for periods 5 to 8 not being significant yet remaining consistently negative in the 
projection.   
These results suggest that an increase in the growth rate of the Number of Active Addresses results in an 
initial decrease in the FRM, followed by an increase. The activity over the main network first increases the 
demand for transactions, creating general positive feedback of the mining network (proxied by the fees), 
improving the network security and resiliency in turn. The relationship between the FRM and the Number 
of Active Addresses is due to the hard-coded rules of the protocol: fees increase when demand for 
transactions is high, leading to a decrease in demand when the fee level reaches a threshold that is not 
deemed acceptable for the demand side of the fee market.  

 

 

 
 
95% confidence 
band 
 

 
 
Accumulated 
response 

Figure 2. Accumulated Response of FRM to Cholesky One Standard Deviation Shock in 
the Channel Capacity 

 

Discussion 
Research about blockchain has intensified in recent years, and a central area of concern has been how 
blockchains will adapt to address issues with scalability (Zhou et al. 2020). Moreover, regarding Bitcoin, 
there are concerns that miners will require higher transaction fees as their main source of revenue 
(Kaskaloglu 2014), and this could mean that fees could become prohibitively high. The Lightning Network 
has been proposed as a complementary technology that should be able to address these cost and scalability 
issues of Bitcoin without compromising on security. While there are numerous theoretical arguments in 
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support of these benefits, this paper presents what we believe to be the first empirical study of Bitcoin that 
scrutinizes these claims.  

The results are encouraging for proponents of the Lightning Network. First, the analysis suggests that when 
we see an increase in the use of the Lightning Network as a platform for exchange, we should expect a 
subsequent increase in the number of active users across the Bitcoin main network. Second, the analysis 
suggests that when we see an increase in the use of the Lightning Network as a platform for exchange, we 
should expect a decrease in FRM growth. This implies that when the Lightning Network is used more 
intensively, the main network becomes both more popular and more secure.  

Relating these results to other general technology trends, we argue that the observed patterns are consistent 
with the classic theory of complementary externalities, which predicts that the adoption of one technology 
depends on the adoption of its complementary technologies (Dewan et al. 2010). The value of 
complementary externalities is one of the reasons why digital platforms have become such an important 
part of the digital landscape, as they provide a compelling socio-technical foundation where the value of the 
system increases with each new participant and each new functionality (Cusumano et al. 2020) 
Nonetheless, it is here that emerging systems with a strong ideological element, such as Bitcoin, face a 
dilemma, assuming they wish to enact systemic change and become one of these influential digital 
platforms.  

When describing revolutionary systemic changes, Lyytinen and Newman (2008) argue that the presence of 
distinct, non-mainstream values allows experimental “building systems” to find new configurations of 
technologies, structures, actors, and tasks. For Bitcoin, this means the desire for absolute decentralization 
provided the impetus for a range of related innovations, such as ways to validate transactions and ways to 
maintain pseudoanonymity.  

As a building system becomes more mainstream, it starts to challenge the status quo for dominance. Such 
a challenge is based on the building system’s ability to address gaps and tensions among system components 
in the status quo and/or gaps and tensions with the deeper structures supporting the system. For Bitcoin, 
this may conceivably include concerns regarding fees for international payments or frustrations with 
perceived corruption in large financial institutions, for example. However, the building system will 
inevitably create new tensions and gaps if it reaches mainstream adoption, given that it evolved within a set 
of deep structures and socio-technical elements that were necessarily distinct from the mainstream system. 
Some of the obvious examples for Bitcoin include its inability to process transactions sufficiently quickly 
for general commerce and its high energy consumption of mining protocols (Cousins et al. 2019). The key 
to addressing these gaps and tensions appears to be for Bitcoin to compromise the degree of 
decentralization demanded by complementary technologies – in this case, the Lightning Network.  
These findings resonate with observations regarding the evolution of open-source software. That movement 
also began within a community dedicated to open participation and a non-consumerist attitude to systems 
development, before later becoming more permissive and pragmatic, as open source tools and projects 
became mainstream and commercial institutions and entrepreneurs became active and useful participants 
(Fitzgerald 2006; Medappa and Srivastava 2020). The result was a movement away from a single 
archetypical open-source license to a range of licenses, many of which facilitate restrictions on participation 
and dissemination activities (Sen et al., 2008).  

Despite these similarities with other technological trends, the willingness of Bitcoin users to accept a less-
decentralized layer 2 technology like the Lightning Network is nonetheless a significant observation, given 
that issues related to blockchain decentralization have produced polarized views in the past (Beck et al. 
2017) and that Bitcoin is often seen as the standard bearer for maintaining decentralization (Mattke et al. 
2021). We have limited basis from our study design to explain why this concession appears to be effective. 
This is because our focus in this study was to perform causal discovery related to prediction, rather than 
explanation (cf. Gregor 2006); that is, we wanted to explore whether rather than why the adoption of layer 
2 technologies is likely to increase the adoption and security of Bitcoin. We argue that the next step is 
therefore to theorize more substantively around the causal mechanisms that would explain why the 
Lightning Network, and perhaps layer 2 technologies in general, appear to have a positive impact on these 
variables.  
For example, perhaps long-term users and new users alike are encouraged by the ability of system 
developers to react to technological concerns. This could be explained by theories of “signaling”, in which 
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information recipients look for signs of unobservable qualities in others (Connelly et al. 2011), such as 
innovativeness or technology competence in this instance. Alternatively, perhaps the Lightning Network is 
alienating long-term users of Bitcoin who are committed to system decentralization, but this number is lost 
in the shadow of a larger number of new performance or sustainability-driven users drawn to Bitcoin by the 
Lightning Network. This could represent a form of “mavenism”, where products or services both attract and 
lose users, due to associated changes in status consumption and creative choice counterconformity 
(Goldsmith et al. 2006). Whatever the explanation, more explicit theorization and measurement are needed 
to expand on the results in this study. This may require methods more amenable to causal inference, such 
as natural experiments, quasi-experiments, and instrumental variables (Angrist and Pischke 2009). 

Practical Implications  

First, the role of layer 2 technology suggests that the success of a blockchain is likely to rely heavily on the 
inclusion of new additions to the technological stack. This conclusion is important because it mitigates 
concerns that the blockchain trilemma cannot be solved. This multi-layer approach is similar to the one 
adopted to develop the technological protocol of the so-called “Internet” (Loshin 2003). Nowadays, most 
people understand the potential of the Internet and take it for granted. Indeed, for many people and 
organizations, the Internet has become a necessary infrastructure as the electricity grid and 
telecommunication network. But even the most basic Internet operations require a number of layers of 
infrastructure, protocols, and APIs that have been developed over more than forty years. From a technical 
perspective, the Internet is known as the Transmission Control Protocol/Internet Protocol (TCP/IP), i.e., a 
stack of protocols. This stack includes (i) the Link layer, (ii) the Network layer, (iii) the Transport layer, and 
(iv) the Application layer—each layer responsible for a different facet of the communication (Stevens and 
Wright 1996). The future development of blockchain is likely to rely on a similar stack-based architecture. 
Undoubtedly, there are still numerous standards, protocols, and services needed for the smooth functioning 
of blockchain infrastructure.  
Second, the role of Bitcoin within the blockchain field may change in the next few years. Most of today’s 
classes of decentralized applications (DApps) – such as Decentralized Finance (DeFi), Non-Fungible-
Tokens (NFT), and Self-Sovereign Identity (SSI) – were developed on top of other blockchain protocols, 
especially the Ethereum blockchain (Stockburger et al. 2021). Moreover, most cryptocurrencies have been 
developed to overcome some of Bitcoin’s technical limitations, especially in terms of scalability. The 
Lightning Network may boost the diffusion of Bitcoin through the Lightning Applications (LApps) that can 
enable services, such as micropayments, decentralized securities transfers, and token exchanges, to name 
a few (Miraz and Donald 2019). The Lightning Network is especially promising for developers, given that 
the growing use of the Lightning Network appears to precipitate Bitcoin becoming faster, cheaper, and more 
private without entailing its security levels.  

The findings also suggest that layer 2 technologies generate positive network effects. To date, most of the 
efforts analyzing layer 2 technologies have taken a technical perspective, focusing on specific features such 
as scalability, security, decentralization, privacy and fees (Gudgeon et al. 2020; Sguanci et al. 2021). While 
it is widely accepted that layer 2 technologies have the potential to enable blockchains scalability in a private 
and secure way, the findings of this study suggest that layer 2 technologies can improve blockchain’s utility 
and enhance the overall network’s value, which in turn may have a positive impact on the general adoption 
of blockchain. These results suggest that there are positive network effects enabled by layer 2 technologies 
(Luther 2016; Stylianou et al. 2021). The network effects and complementary externalities of layer 2 
technologies should be studied in further detail.   

From a research perspective, the aforementioned time-series model could represent a starting point for 
further investigating the role of layer 2 technologies in the cryptocurrency field and in blockchain in general.  

Challenges and limitations  

Blockchain is an accelerating force of innovation that offers radical openness of dynamic repositories on a 
global scale (Avital et al. 2016). This analysis shows the value in considering the longevity of blockchain 
technologies according to the capacity for complementary developments, rather than just the technologies 
themselves. Executives interested in long-term investments in cryptocurrencies may wish to prioritize those 
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blockchain projects complemented by promising layer 2 technologies or more active development 
communities.  

The findings from this study also raise interesting questions about whether blockchain will eventually be 
subject to a winner-take-all dynamic, whereby a small number of cryptocurrencies will eventually become 
the dominant players due to the high network externalities involved (De Rossi et al. 2022). The prevailing 
assumption regarding most maturing systems is that over time they become increasingly rigid and, in turn, 
obsolete, because new and better socio-technical systems replace them (Christensen 1997; Lyytinen and 
Newman 2008). The act of facilitating such novel technology stacks arguably transforms Bitcoin from a 
technology to a platform, and such platforms tend to follow different trajectories, in which the incumbent 
tends to benefit from both longevity and monopoly (Cusumano 2022).  
This study has some limitations. First, other variables could be used as proxies: node-level data rather than 
channel-level series and hash rate as a general measure for the security of the network, among others. 
Future research may also consider the expression of sums of money in terms of Bitcoin rather than US 
Dollars. Second, the model has not been applied nor generalized to other cryptocurrencies or other layer 2 
technologies, thus making it infeasible to provide general implications for other prominent crypto 
ecosystems, such as Ethereum. We call for future research to make these comparisons and add more nuance 
to our collective understanding of layer 2 technologies and their implications.  

Conclusion  
We began this paper by highlighting the need to understand how layer 2 technologies impact the long-term 
prospects of blockchain. Subsequently, we created an original database of 1,494 daily observations on 
Bitcoin and the Lightning Network. Based on this data pool, we developed a time-series model to observe 
relationships between the expansion of the Lightning Network, the adoption of Bitcoin and its overall 
security levels. In view of the scarce IS research on the Lightning Network, this study demonstrates the 
relevance of this research topic and how it may be instrumental to determine the future of Bitcoin. Finally, 
we demonstrate that growing activity on the Lightning Network precipitates increased use of and security 
for Bitcoin. We hope that future related research will focus on developing robust consolations of layer 2 
technologies that take into consideration high-impact everyday life use-case scenarios. 
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