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Chapter One 

Introduction and Overview of the Study  

1.1 Introduction  

In a complex yet partially integrated advancing world, no single national intelligence service 

can effectively address matters of peace and security that transcend beyond borders alone. 

Contemporary security challenges that transcend state borders have rendered international 

intelligence sharing unavoidable (Boatner, 2000, p. 83; Soeters & Tresch, 2010, p. 272; Soeters 

& Goldenberg, 2019, p. 37). Hence, intelligence cooperation has graduated to become the 

most significant dimension of intelligence (Svendsen, 2009, p. 700). It has become an integral 

part of the pursuit of peace and security at various levels. A collective pursuit of similar goals – 

within various dimensions – commonly drives it because the more significant the perceived 

common danger, the more likely an effective liaison (Johnson, 2003, p. 17). Consequently, 

intelligence cooperation has been pursued at bilateral and multilateral levels within regional 

and continental organisations. Intelligence cooperation gave rise to multilateral security 

operations dependent on the cooperation of national security intelligence services. A classic 

example is the Five Eyes.1 Thus, albeit aged in most Western countries, the formalisation and 

institutionalisation of intelligence cooperation are novel to Africa with acute relevance to 

globalisation and its effects. 

Correspondingly, regional and continental intelligence cooperation boasts multiple hidden 

dynamics (Svendsen, 2012a, p. 16), functioning as a partially ‘fenced-off mystery’ (Herman, 

1996, p. 215). Thus, the methodological processes and characteristics of intelligence 

cooperation tend to be constrained. Through sensitivities and classifications, the inherent 

nature of intelligence systems obscures how they are studied.2 Consequently, intelligence 

cooperation and its contributions to regional and continental peace and security frameworks 

continue to be an unevenly researched area. However, the need to learn about regional and 

continental intelligence sharing perseveres, and it is necessitated by the growing urge to 

 
1 Five Eyes was established in 1946 through a multilateral agreement of cooperating signal intelligence between 
the United States of America (USA), the United Kingdom (UK), Australia, Canada and New Zealand (see Pfluke, 
2019).  
2 Intelligence cooperation is a closely kept secret and available literature consistently shows that it only takes 
place under stringent confines and always enveloped in caution and ambivalence (Johnson, 2003, p. 17). 
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examine and evaluate (Scott, 2004, p. 338) their roles and contributions to peace, security and 

stability. Inspired by the need to prevent and mitigate conflict, security intelligence has become 

an essential component of furnishing decision-makers with an extensive range of options. With 

a primary goal of collective security, intelligence cooperation furnishes decision-makers with a 

decision advantage.3 However, some scholars posit that when intelligence is utilised, it is 

almost often to affirm pre-existing policy views rather than provide decision-makers with 

information (Steele, 2014, p. 71).4 Hence, it does not contribute much to crafting new policies. 

Nevertheless, its emerging significance and the limited availability of academic literature 

stimulates and encourages exploratory research – where little is known. Therefore, although 

Intelligence cooperation is not a new phenomenon (Reveron, 2006, p. 467; Crawford, 2010, p. 

3784; Walsh, 2014, p. 290), its study in academics is (Goodman, 2006, p. 57).  

Contextualisation is helpful to fully comprehend and appreciate the impel behind the regional 

and continental surge5 in intelligence sharing. Hence, the study is situated within Africa – 

where multilateral intelligence cooperation between the Member States is novel – as a result 

of several security initiatives, frameworks and processes which were launched to manage 

better security threats, risks,6 hazards and the formulating of responses. The conditions of 

peace and security in Africa have been scarce (Makinda & Okumo, 2008, p. 75).  Therefore, the 

launching of the African Peace and Security Architecture (APSA) raised hopes, opportunities 

and ambitions to collectively and promptly address insecurity effectively. It raised hopes for a 

practical peace and security framework, opportunities for implementing African centred 

solutions and grand ambitions for a peaceful and prosperous Africa. It represented a collective 

acknowledgement of the need for a peace and security structural framework across Africa and 

an endeavour towards achieving peace and security 

Collectively, the focus of the study is on examining and evaluating the contributions of security 

intelligence to the APSA. Examining how intelligence cooperation initiatives function to 

contribute to the APSA is critical. The contributions of regional and continental intelligence 

 
3 See Sims (2010). 
4 Also see Davis (1986); Pillar (2011); Garland (2012).  
5 The exponential development of intelligence cooperation has been the subject of a recent wave of research that 
has focused almost entirely on empirical investigation (see Aldrich, 2001, 2002, 2005, 2009; Lefebvre, 2003; 
Svendsen, 2008, 2010, 2012; Walsh, 2006, 2007, 2008).  
6 Intelligence has long been seen as an instrument for decision-makers to manage risk and reduce uncertainties 
(see Wheaton & Beerbower, 2006; Warner, 2014). 
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cooperation initiatives are evaluated by looking at intelligence institutions and processes that 

aid in the operationalisation of the APSA. Therefore, the study examines the Committee of 

Intelligence and Security Services of Africa (CISSA) and the Continental Early Warning System 

(CEWS) despite the latter not being a formal intelligence structure (Cline, 2016, p. 449). 

However, similarities can be drawn from formal intelligence entities and early warning 

information dissemination, considering how they are both knowledge products resulting from 

the detection, collection, evaluation and interpretation of data to influence decision making 

(see chapter 4). Furthermore, the study thoroughly inspects the operationalisation of the APSA 

through strengthening the security intelligence cooperation in the Sahelo-Saharan and East 

and Horn of Africa regions – commonly known as the Nouakchott and the Djibouti Processes, 

respectively.  

1.2 State of the art  

1.2.1 Global Intelligence Services  

Intelligence has an unsettled epistemological status (Rønn & Høffding, 2013, p. 696). There is 

no universally accepted definition of intelligence7 because there is no single comprehensive 

theory of intelligence that is satisfactory, formally articulated and widely accepted8 (Marrin, 

2018, p. 481; Gill & Phythian, 2018, p. 467).9 The available theoretical fragments fundamentally 

differ on the epistemological frameworks and the ontological foundation they employ to 

understand intelligence. The available definitions are a static representation of the more 

dynamic and foundational conceptual representation of intelligence found in intelligence 

theories (Marrin, 2018, p. 481). Consequently, no definition has been able to assert authority 

on a shared basis of defining intelligence.10 

 
7 See Agrell (2006). 
8 On 15 June 2005, the Office of the US Director of National Intelligence funded the RAND symposium which was 
themed ‘Toward a Theory of Intelligence.’ A panel of 40 renowned intelligence academics and professionals were 
unable to concur on the conceptualisation of intelligence, an intelligence theory and suitable beginning points for 
theory development. According to the final workshop report, participants were split on the possibility of 
developing a theory of intelligence in any form and claimed that a theory of intelligence is at best ambiguous and 
disconnected (Treverton et al., 2006, p. 7). 
9 It is impossible to categorise intelligence since it is unique to each political system and thus cannot be 
collectively classified. A regime's norms and values are organically connected to its intelligence practises, which 
in turn reflect the worldwide variety of available political systems. Because of this, it is unlikely that there can be 
one explanation that would do credit to the variations of intelligence around the world (see Laqueur, 1985; 
Bozeman, 1988; Phythian, 2014). 
10 See Herman (2001); Lowenthal (2002); Scott & Jackson (2004); Warner (2014).  
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Before World War I, intelligence meant conducting espionage to steal secrets from rival 

countries (Wheaton & Beerbower, 2006, p. 320). With the technological changes of the 19th 

and 20th centuries, changes to intelligence became most noticeable (Dulles, 1963, p. 17). World 

War II radically altered the breadth, scale and functions of intelligence. Information was no 

longer enough. It had to be intelligent and analysed. After World War II, some governments 

decided that intelligence services created out of wartime necessity should not be disbanded 

but should be used for a peacetime role as guarantors of national security. Regardless of such 

a transition, there is still a deficit on a universal definition of intelligence (Gill & Phythian, 2018, 

p. 468).  Lowenthal (2002, p. 4) defines intelligence as the process where vital information to 

national security is requested, collected, analysed and provided for policymakers. Lowenthal 

further states that intelligence is a “product” disseminated through secure multilateral systems 

of intelligence communities to distribute information to the government. Hence intelligence 

encompasses several processes from information, activities and as performed by legal entities.  

Most definitions of intelligence point to situational awareness (Johnson, 2010, p. 5). Warner 

(2002, p. 3) posit intelligence as the prelude foreknowledge and knowledge to decision and 

policymaking. In this vein, the normative epistemic function of intelligence is knowledge.11  

Intelligence’s function is to provide information to policymakers, illuminating their decision 

options, thereby reducing the uncertainty of government decision-makers. Expressed 

differently, intelligence is “decision support” (Steele, 2014, p. 72). In this case, intelligence 

refers to tangible information or data about events or personalities around the globe 

communicated to policymakers to bring them up to date on current events or a specific topic. 

Thus, it is a guide to policy and decision-makers. Nevertheless, intelligence is more than mere 

information (Osborne, 2006, p. 10; Ratcliffe, 2008, p. 92) and knowledge (Rønn & Høffding, 

2013, p. 706). To be helpful, it must be timely, accurate, relevant, unbiased and actionable 

(Wheaton & Beerbower, 2006, p. 320).  

Johnson (2010, p. 6) cautions that intelligence can refer to more than an information product. 

Kent’s (1965, p. xxiii) classical descriptive theory on intelligence also echoes the differentiated 

interpretation of intelligence as a triad of organisation, activity and knowledge. Therefore, the 

 
11 Other theorists posit that intelligence is concerned with foresight rather than knowledge (Wheaton & 
Beerbower, 2006, p. 321) because it includes the capacity to warn (Gill, 2004, p. 481).  
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term intelligence can describe information, processes, set of missions and institutions.12 

However, the segmented interpretation of intelligence haunts its precise definition. Kent’s 

classical triad definition of intelligence was restructured by Dearth (1995, p. 98) to include 

intelligence cycles and outputs, the organisational norms, individual work, the organisation 

itself and the politics that influence assessments and interpretations. The progression into 

typologies provides a comprehensive apprehension of “different kinds of conceptualisations of 

intelligence” (Marrin, 2018, p. 481), thereby providing a platform for developing a variety of 

distinct epistemological frameworks (Rønn & Høffding, 2013, p. 695). Accordingly, the 

definition of intelligence adopted by the study is moulded from Kent’s (1965, p. xxiii) classical 

triad and Dearth’s (1995, p. 98) remodelling. Hence, while intelligence is primarily vital 

information – knowledge – it may also refer to the institutions and institutional norms behind 

this knowledge. Furthermore, it also refers to how the information is organised, collected, 

interpreted and assessed.  

Various theoretical explanations have been tabled regarding the emergence of intelligence 

cooperation. Sims (2006, p. 203) assert that the incentive to engage in intelligence sharing is 

rooted in the sudden and fundamental changes in the global system. Therefore, some scholars 

perceive the emergence of intelligence cooperation as a result of how beneficial it is 

(McGruddy, 2013, p. 219), while others perceive it as a mere manifestation of the results of 

“globalisation”, inter-state organised crime and terror (Protopapas, 2014, p. 49). The Canadian 

Security Intelligence Service (CSIS, 2002, p. 11) postulate that globalisation has necessitated 

intelligence cooperation where “isolation is no longer an option for intelligence services of a 

democratic country, but rather a recipe for failure.” In the same line of reasoning, Svendsen 

(2008, p. 132) assert that the globalisation of intelligence has led to the emergence of 

intertwined informal and formal global intelligence sharing platforms. According to Wane et 

al. (2010, p. 142), failures to mitigate conflicts in the post-Cold War era and intelligence 

failures13 in the Iraq War14 epitomised the need to reinforce security mechanisms such as Early 

 
12 The processes refer to the action of gathering data, its analysis and dissemination whereas the missions – in 
some instances – include counterintelligence, thwarting hostile operations directed against a nation-state or its 
intelligence institutions. The institutions or organisation are a cluster of people that carry out the “missions of 
collection and analysis; counterintelligence and covert action” (Johnson, 2010, p. 6).  
13 For a detailed discussion on intelligence failure, see Betts (2009).  
14 The normative, historical and political deliberations of ‘intelligence failure’ over Iraq paints an opaque picture. 
Some apologists contend that the blame lies with political leaders rather than institutions of intelligence. Hence, 
it is failure in perspective not intelligence. Their argument is intelligence reports are policy neutral. Hence, they 
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Warning Systems (EWS) involving multiple countries. Cooperation in the analysis and 

dissemination of intelligence in the Western world can be traced back from 1941 – informally 

– during World War II and formally in 1946. However, it was only after the 9/11 attacks in the 

United States that intelligence cooperation became significant (Lefebvre, 2003, p. 528; Rudner, 

2004, p. 193; Sims, 2006, p. 195; Manjikian, 2015, p. 692). As a result, the transatlantic 

intelligence and security cooperation expanded considerably.  

Historically, intelligence was – and still is in some instances – perceived as a strategic tool to 

be kept secret (Soeters & Goldenberg, 2019, p. 38) and utilised to preserve the privilege and 

influence of those who have the information (Moore & Tumin, 1949, p. 788). Thus, it was – 

and still is – shared on a need-to-know basis. Intelligence is a source of “symbolic power” 

(Bourdieu, 1984, p. 251; Bigo, 2019, p. 381), and efforts to limit its availability come easily to 

people who take pleasure in being in charge of it (Boatner, 2000, p. 82). Over the years, secrecy 

has been a perfected practice and mode of power (de Goede & Wesseling, 2016, p. 258). The 

once protected traditional approach is, however, increasingly becoming challenged by 

intelligence sharing. Consequently, emphasis is diverted from the adage ‘knowledge is power’ 

to ‘sharing is power’ (Soeters & Goldenberg, 2019, p. 42). However, some scholars like Bigo 

(2019, pp. 379-380) opine that ‘shared secret information’ – intelligence cooperation – is not 

a new phenomenon. What has increased is the scale of sharing secret information (ibid.). 

Notwithstanding, the mushrooming of intelligence cooperation amongst countries has created 

a bridge between intelligence’s nature of being secret to open, a development seen by some 

as a challenge to its existence.15 Aldrich (2002, p. 50) describes these collaborations as 

‘dangerous liaisons.’ On the other hand, Lander (2004, p. 481) outline them as an ‘oxymoron.’ 

Hence, the very nature of intelligence cooperation is contradiction in terminis. It is commonly 

assumed that intelligence services are allies but not friends. Consequently, they instinctively 

detest sharing and pooling (Aldrich, 2011, p. 153), thereby making intelligence cooperation a 

“hesitant affair” (Tuinier, 2021, p. 124) which can only be attained when self-interest and 

reciprocity intersect. Cross (2013, p. 338) assert that trans-governmental sharing of 

 
do not seek to sways those in power towards a certain course of action. The Iraq war suggest predate political 
agendas of those in power. Therefore, policy-makers rather than intelligence institutions are to blame (see Cohen, 
2003; Aldrich, 2005; Prados, 2008; Scott & Hughes, 2009). 
15 See Warner (2014). 
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intelligence has been necessitated by security circumstances that have little to do with the 

willingness of participants to cooperate.   

Therefore, sharing intelligence emerged and brought about specific collective benefits that 

outweighed the disadvantages of cooperating intelligence (Lefebvre, 2003, p. 529; Clough, 

2010, p. 602). Despite official intelligence sharing emerging in 1946, the beginning of the 21st 

Century saw global and international connections of threats to peace and security requiring a 

responsive mechanism structured in the same connectedness to address emerging challenges 

to regional stability. The increase in global and international peace and security threats at 

regional levels incapacitated individual states to address these challenges alone, increasing the 

need for more intelligence cooperation (Collier, 2015, p. 39). Hence, in Africa, the growth of 

transregional threats to peace fostered the emergence of regional security pursuits. However, 

evidence of the above has prompted questions on what has led to closer intelligence 

cooperation in Africa.  

The 1941 Atlantic Charter led to agreements between the USA, UK and the latter’s former 

territories. The Atlantic Charter laid out the goals of the two countries post World War 2, 

leading to the May 1943 BRUSA Agreement. According to Sims (1997, p. 30), the BRUSA 

Agreement led to the “Anglo-American cryptanalytic partnership” as a pact to facilitate and 

communicate intelligence. In 1946 BRUSA was formalised and officially signed as the UKUSA 

Agreement. Events within and post the Second World War facilitated cooperation of 

intelligence between the USA and the UK, which led to the aftermath UKUSA agreement. 

Sharing vital information between the USA and the UK was necessary to enhance their war 

efforts. The UKUSA Agreement transformed into the Five Eyes through a multilateral 

agreement of cooperation of signals intelligence (SIGINT)16 after Canada, New Zealand, and 

Australia joined in 1948, 1956 and 1956, respectively. The Five Eyes has been operational since 

then, utilising an infrastructure of complementary surveillance with a global reach where: the 

UK monitors Europe, Western Russia, Middle East and Hong Kong; the USA oversee Middle 

East, China, Russia and the Caribbean; Australia monitors South and East Asia; New Zealand 

oversee Southeast Asia and the South Pacific, and Canada monitors Latin America and parts of 

 
16 For amore detailed analysis on SIGINT see Pasricha (1984); Friedman (1991); Krebs (2001); Richards (2014). 
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China and Russia. Since its establishment, the Five Eyes has been widely perceived as the 

epitome of significant intelligence cooperation.17 

McGruddy (2013, p. 219) opines that intelligence cooperation mushroomed along regional 

lines beneficial to the Member States. The provision of comprehensive and in-depth 

intelligence was economically viable (ibid.). The rate of function for intelligence cooperation 

has slowly been on the rise resulting from the necessity of countries to safeguard and secure 

common interests and goals towards peace and security through a network of global reach. 

Hence, security and risk are being developed to be treated globally rather than at the state 

level (Gibson, 2005, p. 31). In the wake of terrorism, the United Nations Security Council 

(UNSC)18 adopted Resolution 1373 on 28 September 2001 to intensify the exchange of 

intelligence towards peace and security. The Resolution acknowledged both domestic and 

international law, and it was structured to promote intelligence cooperation while preventing 

terrorist acts. In pursuit of peace and security through intelligence cooperation, various 

continental organisations were formed. The functions of these multiple establishments vary, 

but a trend of shared interests around peace and security is a common manifestation.  

In Africa, intelligence was shared during the liberation movements starting in mid-1950 and, 

later, among the Southern African Frontline States (FLS) (Angola, Botswana, Mozambique, 

Tanzania, Zambia and Zimbabwe).19 Past these historical events, intelligence cooperation has 

transformed from bellicose jingoism to pro-defensive, leading to institutionalised, formalised 

and multilateral security cooperation to pursue collective peace and security in Africa. The 

transformation and integration of intelligence services to an international organisation like the 

African Union (AU) demonstrate the emerging centrality of intelligence to policy.  

 
17 The 1946 UKUSA agreement is well known but little attention has been focused on the 1976 – and still presently 
active – western parallel alliance for signal intelligence called the Maximator – named after a beer brand in 
Bavaria, a south-eastern state in Germany. It is comprised of Denmark, France, Germany, Sweden and the 
Netherlands. The alliance was an initiative of Denmark. Prior, it only had three countries. The Netherland joined 
the alliance in 1978 and France in 1984 after being invited to (see Jacobs, 2020).  
18 The UNSC is one of the six principal organs of the United Nations (UN) mandated with ensuring and securing 
international peace, security and stability.  
19 Through the Coordination Committee for the Liberation of Africa, the Organisation of African Unity (OAU) 
supported the emancipation of African territories that were not yet independent from white colonial rule. 
intelligence was shared to liberate black Africans from colonial rule and to fight apartheid in South Africa and 
South-West Africa, now Namibia (see Khadiagala, 1994).  
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1.2.2 Intelligence Services in Africa 

Before examining intelligence cooperation and the AU, there is a need to first look at the 

intelligence services in Africa. The African intelligence community has been growing but not 

necessarily better. The critical responses and perceptions to intelligence services in Africa have 

registered ambivalence and disappointment considering that the line of service does not 

always encourage the development of finer human and professional qualities (Lelyveld, 1985, 

p. 192). Their legacies are more often than not controversial. According to Africa and Kwadjo 

(2009, p. 1), a shared public perception of African intelligence services is that they are mere 

extensions of authoritarian leaders, and in some cases, they have been the path to power 

(Pateman, 1992, p. 570). Concerns have been raised about how African intelligence services 

have metamorphosed from protector to predator and have been misused and abused 

(Hendricks & Musavengana, 2010, p. 3) by those in power and used as political police 

(Makumbe, 2011, p. 7) to generally function as repressive state apparatuses (Althusser, 1971, 

p. 90). Therefore, the dominant narrative is that intelligence services in Africa have often been 

seen as a political paradox of power and vulnerability. Consequently, they are furnished with 

limitless political power, impunity and zero accountability to address their fragile basis and 

potential vulnerability to manipulation and marginalisation. In this line of argument, the 

intelligence services in Africa are portrayed as chiefly vulnerable to the disposition of their 

political overloads.  

Through the Security Sector Reform (SSR),20 some intelligence services in Africa have evolved 

to embrace human security – the interconnectedness between security, development and 

democracy – as of paramount importance to their roles and functions. Policy-wise, efforts have 

been made – albeit limited – to professionalise intelligence services and redirect their interest 

to the public from the executive of the state (Gill & Phythian, 2018, p. 470). The need to 

revolutionise the methodology and focus of global intelligence services has been noted 

elsewhere around the globe. For example, according to Lahneman (2007, p. 2), the need to 

radically transform or revolutionise “intelligence affairs is either imminent or already in 

 
20 Also known as security sector governance, transformation, review and development, the SSR refers to the 
process by which countries formulate or re-orient the policies, structures, and capacities of institutions and 
groups engaged in the security sector, in order to make them more effective, efficient, and responsive to 
democratic control, and to the security and justice needs of the people.  
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progress.” The relatively recent failures in intelligence,21 the quest for effectiveness and the 

changing nature of threats22 worldwide has necessitated calls for the transformation of 

intelligence services. Hence, the exercise to reform intelligence services has not been limited 

to Africa and Africa alone.  

In some instances, despite being aligned towards the human security approach, the function 

of intelligence services in Africa has largely remained state-centric. For example, Southern 

African countries like Angola, the Democratic Republic of Congo (DRC), Mozambique and 

Zimbabwe have undergone processes of the SSR but remain plagued by previous 

configurations (Hendricks & Musavengana, 2010, p. 2). Consequently, questions emerge on 

the actual meaning of state and national security. The objective of national security should be 

understood as sustaining the stability of the state and the physical and psychological stability 

of the citizenry. In this case, national security becomes security for value outcomes desired by 

those who comprise the adequate political base. However, other questions emerge on who 

comprises the adequate political base, the electorate or the elected officials? Is it not essential 

to try and balance the genuine needs of national security and the protection of civil liberties?  

Subsequently, the fraught relationship of power and vulnerability is sustained by the neglect 

and omission to describe and state the legitimate role and scope of intelligence services in 

Africa (Hutchful, 2009, p. iii). As a result, the intelligence services in Africa remain relatively 

dysfunctional, unreformed and mystified (Pulkol, 2006, p. 6). The mystery and clandestine 

dynamics have obscured the studying and analysis of intelligence services in the African States. 

The academic debates, literature and analyses on intelligence and intelligence cooperation 

studies are limited (Hendricks & Musavengana, 2010, p. 1), thereby making intelligence and 

intelligence cooperation the least studied instruments of national security. Few studies have 

paid little attention to the role and contributions of intelligence services to the nation-state or, 

in this instance, the collective security of the African continent.  There are considerable debates 

over the objectivity of their analyses due to sanitised and conflicting versions between 

advertised and actual contributions. Inevitably, the nature of how African intelligence services 

operate has resulted in their potential contributions and importance as instruments of security 

 
21 The 9/11 attacks and the inaccurate description of Iraq’s weapons of mass destruction are widely perceived as 
a paragon of intelligence failure (see Goodman, 2003; Goldberg, 2004; Kean & Hamilton, 2004; Zegat, 2007).  
22 See Barger (2005).  
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not being matched by a corresponding amount of reliable information and comprehensive 

studies on neither their structure, mandates, nor contributions.  

Intelligence sharing in Africa rose from a common need to pursue similar interests in reducing 

risk and mitigating overarching security threats. The practice and processes of intelligence 

sharing, bilateral or multilateral, were realised when security deficiencies were brought to 

light. Wippl (2012, p. 5) states that intelligence sharing is optimal in addressing collective 

security challenges. Interestingly, the circumstances conflict with the conventional operational 

processes of intelligence as a competitive struggle or political instrument used to maintain or 

advance a superior position against other sovereignties (Warner, 2014, p. 2). Intelligence 

cooperation also goes against the common understanding of intelligence as a secretive yet 

competitive source of power (Wheaton & Beerbower, 2006, p. 320). Consequently, 

irregularities emerge when reconciling traditional ontological operational procedures of 

intelligence services to contemporary realities.  

Svendsen (2008, p. 129) posits that “intelligence is evolving beyond its traditional operating 

parameters in order to confront the challenges posed by globalisation.” Thus, the operational 

changes of African intelligence services from individualistic to collective were influenced by a 

shifting conception of security globally. These global and regional processes inspired partial 

transformation from the traditional way of being narrowly state-centred to being prospectively 

comprehensive and human-centred (Bah et al., 2014, p. 21).  On the other hand, the regional 

integration mantra persuaded states to materialise an interestingly “new intelligence order” 

(Roberts, 2006, p. 135) where secrets are shared. Therefore, the emergence of intelligence 

cooperation in Africa is best understood within the historical context of similar security 

experiences and the evolution of the Organisation of African Union (OAU) to the AU.  

1.2.3 Intelligence Cooperation and the AU 

Hutton (2013, p. 23) posit that the APSA results from a specific historical context. Various 

circumstances and developments – within and without Africa – have had a critical causal 

influence on forming and institutionalising a potentially comprehensive security framework in 

Africa – the APSA. The historical evolution of the AU from the OAU23 in July 2002 ushered in 

 
23 The idea of an AU was first brought under discussion in 1999 in Sirte Libya. On 11 July 2000, the Constitutive 
Act of the African Union was signed in Lomé, Togo. 
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the APSA as a long-term structural response to addressing changes and contemporary 

challenges to peace and security in Africa (ECA, 2018, p. 2). According to Bah et al. (2014, p. 

21), the transformation from OAU to AU “is attributable to the changes in political, peace, 

security and socio-economic needs in the context of broader global changes.” Thus, the 

transformation was not limited to institutional names only. It went beyond to include 

institutional and normative changes (Dersso, 2010, p. 3). It transposed and upgraded the 

continental body from a primordial version to a contemporary establishment synchronous with 

emerging security challenges. Equally significant, it changed the institutional norms, and new 

forms of intelligence sharing and intelligence-led policing eventuated. 

The Mechanism for Conflict Prevention, Management and Resolution (OAU Mechanism)24 

formulated in 1993 in Cairo was futile in addressing emerging security challenges. The 

borderless nature of contemporary crimes catalysed the need to prevent or defend the region 

by and through collective security measures. Despite varying degrees of success made towards 

conflict resolution and peacebuilding by the AU, serious security challenges continue to 

manifest on the continent (AU Assembly, 2011, para. 3). The culmination of the 20th Century 

witnessed the diminution of conflicts in Africa (Gleditsch et al., 2002, p. 616; Dersso, 2010, pp. 

1-2). However, the emergence of the new millennium brought with it novel and complex 

security challenges. 

The need for peace and security culminated in the adoption of the Protocol Relating to the 

Establishment of the Peace and Security Council (PSC Protocol), a standing decision-making 

Organ of the AU, on 26 December 2003 (see chapter 3). The PSC Protocol brought the birth of 

the APSA, an institutional framework devised to ensure regional development, integration and 

coordination against a common threat to peace and security. The anticipation and prevention 

of violent conflict, as underscored in Article 3 of the PSC Protocol, is stressed as one of its 

primary purposes (AU PSC, 2013a, para. 5). Ackermann (2003, p. 339) opines that preventing 

destructive and violent conflicts is a significant challenge in the 21st Century. However, the 

anticipation of conflict cannot be fully initiated without prior comprehension of its root causes 

(Tiruneh, 2010, p. 9). Thus, the AU was determined to enhance its capacity in addressing “the 

scourge of conflicts on the continent and to ensure that Africa, through the AU, plays a central 

 
24 The OAU’s Mechanism for Conflict Prevention, Management and Resolution used to be an operational body 
mandated to make decisions on matters of peace and security in Africa.  
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role in bringing about peace, security and stability on the continent” (African Union, 2002, § 

Pre.). Hence, it became operational as norms, institutions, instruments and practices designed 

to manage and resolve violent conflicts within Africa contemporarily.   

The Constitutive Act of the AU (OAU, 2000, §3 (f)), as well as the PSC Protocol (African Union, 

2002, §2), lay down the legal basis for the APSA. Eight Regional Economic Communities (RECs)25 

recognised by the AU, Regional Mechanisms (RMs)26 and their Member States became 

mandated to play a role in the APSA by contributing to peace and security. According to the 

African Union handbook (2019a, p. 75), the signing of the ‘Memorandum of Understanding 

(MoU) on cooperation in the area of peace and security between the AU, the RECs and the 

Eastern and Northern African RMs on 28 January 2008 in Addis Ababa, Ethiopia guides 

collaboration between the AU, RECs and RMs on peace and security matters. The 

establishment of the AU in 2002 brought instrumental ways of progressing towards peace and 

security. Security and intelligence cooperation through CISSA, the Nouakchott and the Djibouti 

Processes became the following significant steps taken. Despite their challenges, the security 

frameworks mentioned above – amongst others – have been celebrated as optimal epitomes 

of harmonising approaches, decision making and responses to continental insecurity (AU PSC, 

2020b, para. 5). Interestingly, intelligence cooperation now acts – to some extent – “as a driver 

in changing political relations” (Scott & Hughes, 2009, p. 9) within complex and dynamic 

political relationships. 

CISSA is a continent-wide and unique forum for multilateral cooperation on security 

intelligence mandated to address Africa's security challenges (African Union, 2019a, p. 181). 

When it was established in 2004 and endorsed in 2005, a communication channel for 

intelligence sharing was formalised between the Secretariat of CISSA, the Intelligence and 

Security Committee (ISC) to the AUC. Hutton (2013, p. 179) posits that CISSA is structured to 

assist the AUC and its institutions by providing strategic intelligence27 (see chapter 5). The 

 
25 These are Arab Maghreb Union (UMA); Common Market for Eastern and Southern Africa (COMESA); 
Community of Sahel-Saharan States (CEN-SAD); East African Community (EAC); Economic Community of Central 
African States (ECCAS); Economic Community of West African States (ECOWAS); Intergovernmental Authority on 
Development (IGAD) and; Southern African Development Community (SADC). 
26 RMs are African Regional Mechanisms for Conflict Prevention, Management and Resolution.  
27 The concept of strategic intelligence is often used to describe the relationship between strategy and 
intelligence. The latter is concerned with problems such as the evaluation of socio-economic and political trends, 
intents, and motives. These assessments are helpful in formulating security strategies, international and national 
policies. Information that may be gathered is usually political, technical, diplomatic and military intelligence. The 
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Nouakchott and the Djibouti Processes were devised to enhance security intelligence 

cooperation and the implementation and operationalisation of the APSA in the Sahelo-Saharan 

and East African regions (see chapter 6). An examination and analysis of these processes and 

how they function shed light on regional and continental intelligence cooperation primarily 

because they function as security intelligence sharing interfaces and mechanisms.  

Despite these developments, there is an intellectual vacuum on the contributions of collective 

security intelligence to the African Union Commission (AUC) and specifically to the APSA. The 

sparsity of academic literature on CISSA, the Nouakchott and the Djibouti Processes is an 

enormous limitation to an objective and comprehensive apprehension of the contributions of 

these security intelligence entities to the framework of the APSA. Furthermore, although 

intelligence cooperation between the AU Member States, the AU, RECs and RMs is generally 

known, the protocols, processes and procedures of sharing intelligence remain insufficiently 

researched. The following section outlines questions that the study set out to answer. 

1.3 Research Question 

Deducing from the aforementioned literature gap, the core research question is: how does 

intelligence and security services of Member States to the AU and established regional and 

continental security intelligence organisations collectively contribute to the implementation of 

the APSA? The study empirically reconstructs – descriptively, functionally and analytically – the 

mechanisms, magnitude and processes of intelligence cooperation at the regional and 

continental level within the framework of the APSA.  

In line with the above, the study answers these research questions:  

i. What are the contributions of the CEWS, as a form of open-source intelligence outfit, 

to the APSA? 

ii. Second, what are the roles and contributions of CISSA to the AUC with particular 

reference to the APSA? 

iii. Third, how does the Nouakchott and the Djibouti Processes contribute to implementing 

the APSA?  

 
developments in these categories are then analysed in conjunction with specific information regarding the state, 
territory, or development in question (Hughes, 2014, p. 51). 
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Acknowledging that intelligence cooperation is strategically poised, the interest of this study is 

directed towards identifying, examining and evaluating established institutions and 

frameworks and their respective processes of intelligence cooperation. The narrative inevitably 

necessitates a critical evaluation and juxtapositioning of the peace and security ideals of the 

AUC and the APSA. The following subsection outline methods and techniques used to answer 

the main research question.  

1.4 Research Design  

Historically, the study of the processes of globalisation shows a compromise between 

sovereign and collaborative goals – a dual effect on the nation-state.28 The discourse on the 

approach taken becomes a historical product considering the confrontation of the nation-state 

with global conditions. Therefore, although the study is focused on understanding 

contemporary events, it, however, does so by reflecting on the historical development of the 

research problem. It collocates the causes, origins, examination and analyses of intelligence 

cooperation. The diachronic comparison enables the understanding of the historicity of 

intelligence cooperation vis-à-vis new discourses. A description is instrumental when 

researching a secretive and mysterious phenomenon beyond ordinary reach (Dittmer, 2015, 

p. 607). Consequently, the study is primarily exploratory and descriptive because it explores an 

unfamiliar area, discussing and analysing the mechanism of intelligence cooperation.  

The study is positioned in a broad field of Global and Area Studies which seek to reconstruct 

social dynamics that are transregionally interlinked. The study investigates an emerging 

interconnectedness in the pursuit of peace and security in Africa. The rise in regional and 

continental cooperation of security intelligence can be explained through the synchronicity of 

a global security crisis. Hence, intelligence cooperation is a collective effort to address these 

overarching challenges. The study is anchored on a purpose that empirically reconstructs 

regional historical events regarding intelligence cooperation in Africa. The main research 

question has the adverb ‘how,’ which questions the modus operandi of sharing intelligence. 

 
28 As a historical and a social process, globalisation has brought the transformation of the nation-state from its 
classical version. By basing its legitimacy on the principle of classical sovereignty, the nation-state now struggles 
to maintain that legitimacy in the globalization-induced dynamics. The result is a contingent and multilateral 
relation shaped by mutual interactions between the nation-state and processes of globalisation (see Duman & 
Seyrek, 2011).  
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The purpose of the study and interpretivism are well suited considering how the latter is a 

“science in search of meaning” (Porta & Keating, 2008, p. 25). The forms of knowledge sought 

are delimitated to specific organisations underscored in the aim of the study. The above aligns 

with interpretivism that outlines the significance of contextual knowledge in research. 

Meanings and knowledge are acts of interpretation. Hence, objective and subjective reality are 

intrinsically linked. Interpretivism allows the researcher to access reality and empirically 

construct how intelligence cooperation is realised through shared meaning, consciousness and 

common goals.  

The interpretive approach is underpinned by interpretation and analysis. Interpretation makes 

the meaning of data by drawing inferences from abstract patterns. In line with the above, 

interpretivism stresses the need to analyse, explore and reconstruct reality into meaningful 

actions contextually. The reconstruction and analysis of texts, in line with the interpretivism 

relativist ontology, helps in the adoption of multiple interpretations of the regional processes 

of intelligence cooperation. Multiple interpretations allow the researcher to synergise various 

perspectives, thereby gaining a deeper understanding and the complexity of the arrangements 

and processes of intelligence cooperation. Ontologically, interpretivism believes in a reality 

that is multiple, subjective and socially constructed. In support, Hammersley (2013, p. 11) 

states that emphasising multiple interpretations provides the researcher with diverse ways of 

addressing the research problem through different contexts.  

As mentioned previously, the study is situated within Global and Area Studies. One of the three 

methodological categories, within the discipline, on the intersection of the processes of 

globalisation and research, outlines how globalisation is an agentic product of human effort. 

People, institutions and organisations actively create and contribute to the processes of 

globalisation. People, be collective or otherwise, are positioned not only as active connectors 

(Dietze & Naumann, 2018, p. 415) but also as producers of the same processes. Similarities can 

be drawn between the above position and interpretivism. The later approach perceives reality 

as socially constructed by human actors. It gives pre-eminence to action over the structure. 

Therefore, the agentic nature of human actors shows the motive and meaning behind 

interactions.  

Pursuing motive and meaning is a qualitative aspect that promotes contextual depth of 

knowledge. Epistemologically, interpretivism believes in the construction of knowledge within 
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the social context. In the realm of Weber’s interpretive sociology, combining causal analysis 

and ‘verstehen’ will aid in a historical understanding of intelligence cooperation as a product 

of human action. The use of ‘verstehen’ by interpretivism is meant to understand human action 

and intention (Chowdhury, 2014, p. 435). Hence, interpretivism aid in our understanding of 

contemporary global processes such as regional and continental intelligence cooperation. The 

compatibility of the research approach and the discipline under which the research is being 

conducted is of prime importance in addressing the main research question. According to 

Thanh and Thahn (2015, p. 26), interpretivism “prefers using qualitative methods.” In the 

following sub-section, the description and rationale of the methodology will be outlined. 

1.4.1 Methodology   

The study utilised a qualitative methodology because the methodology is endlessly creative 

and interpretive (Denzin & Lincoln, 2017, p. 16). Creswell (2009, p. 4) states that “qualitative 

research is a means of exploring and understanding the meaning individual or groups ascribe 

to a social or human problem.” While intelligence cooperation is not a social problem, it rose 

out of one and was coordinated to address insecurity issues in Africa. As an epitome of 

globalisation processes, it is a regional collective effort to mitigate conflict through the pursuit 

of peace and security. The adopted methodology aligns with the principal research question. 

‘How’ is an adverb used to find the manner, way and or by what means the APSA is 

implemented. It questions how intelligence is shared; the conditions and qualities of the 

cooperation, and measures the extent of the cooperation. Denzin and Lincoln (2017, p. 5) 

argue that methodologically, interpretivism use tools that secure an in-depth understanding 

of the research problem.  Therefore, in pursuit of the above, qualitative methodology is best 

suited.  

According to Liamputtong (2007, p. 250), a qualitative methodology optimally examines 

experiences in a sensitive topic. It provides a holistic approach, allowing the research agenda 

to be shaped by the researcher and the researched. The methodology employed does not 

assume prior knowledge of processes and procedures. However, it allows the development of 

these as participants express reality. The broad research questions were designed to 

understand, explore and interpret processes of intelligence cooperation. Since part of 

conducting a qualitative study is emergent and shaped by data as it is collected, it was at first 

impossible to lay out precisely how the entire study would be conducted. Regardless, 
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prospective methods were explained, and the methodology was chosen in consideration of the 

research question. The aim was to understand how intelligence is cooperated and then 

interpret and analyse the processes. Most contemporary studies of security intelligence are 

positioned towards knowledge generation in intelligence services. They study how intelligence 

is gathered, generated and utilised (Scott, 2004, p. 322). 

Nonetheless, the study's prime aims are intellectual, academic and practical. The practical 

goals were to address the intellectual vacuum of the contributions of security intelligence 

cooperation to the APSA framework and the peace and security landscape of Africa. Therefore, 

understanding the implementation of the APSA, gaining insight into the processes and 

addressing the literature gap legitimise the methodology adopted. The qualitative 

methodology was to understand the meaning attached to the numerous series of actions to 

achieve a secure Africa. By comprehending the above, the study simultaneously examines 

institutions and frameworks involved and their contributions to continental peace and security.  

The interpretive and exploratory dimensions of qualitative research enabled the researcher to 

gain information about an area where little is known (Liamputtong & Ezzy, 2005, p. 31). The 

qualitative methodology adopted provides a rich and detailed picture of answering the 

research question. The study examines current intelligence cooperation frameworks and the 

reasons behind their establishment. The peace and security situations in Africa are specific to 

its location. Qualitative research is also helpful in understanding a particular context and how 

the context influences actors. Intelligence cooperation, globally, was born out of different 

needs and obligations. Intelligence cooperation in Africa is a regional and continental process. 

Therefore, a qualitative methodology helped yield thick and rich descriptions considering the 

emphasis on understanding processes and mechanisms of intelligence cooperation. In line with 

the above, the theoretical position of interpretivism was adopted to provide a context for the 

methodological processes.  

1.4.2 Methods 

1.4.2.1 Hermeneutics   

Through hermeneutics, collective regional peace and security histories, intentions and 

experiences are interpreted. According to Crotty (1998, p. 111), “included in much 

hermeneutic theory is the prospect of gaining an understanding of the text that is deeper or 
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goes further than the author’s own understanding.” Therefore, globalisation processes of 

intelligence cooperation in regional Africa are conceptualised in a hermeneutic circle where 

intelligence cooperation and the implementation of the APSA, as a whole, is divided to grasp 

the parts. Porta and Keating  (2008, p. 25) argue that interpretation in various forms has long 

characterised the study of history. The historical analysis of the development of intelligence 

cooperation and the current implementation of the APSA draws on interpretivism – an 

approach mostly used to reinterpret the past on political agendas of the present. The use of 

historical hermeneutics allows the researcher to examine and analyse archival documents. It 

also permits mediating the past developments and present projections.  

The study utilises hermeneutics since the research aim is to interpret the processes of 

intelligence cooperation and evaluate their contributions. According to Crotty (1998, p. 90), 

hermeneutics is the ‘science’ of text ‘interpretation.’ Thus, interpretation and understanding 

underpin hermeneutics. According to Vieira & de Queiroz  (2017, p. 8), text hermeneutics 

consider interpretation and understanding as significant elements in the reflection and analysis 

of textual and content elements. Hermeneutics allowed going beyond descriptive content 

analysis to make it possible to find textual indicators that go unnoticed in mere descriptive 

analysis. The processes of intelligence cooperation are sensitive and at most confidential. The 

researcher anticipated challenges when recruiting participants and accessing data due to the 

processes being closely guarded. The study utilises written sources relating to the past and 

present endeavours of intelligence cooperation to address this challenge. The contributions of 

Intelligence cooperation to the AUC and APSA are examined and analysed through the mental 

process of interpretation that is influenced by examination and analysis of texts and global 

processes.  

1.4.2.2 Interviews 

For verification and filling in gaps only, the study utilised interviews. The study adopted 

individual and group interviews with experts from CISSA and the AUC to accentuate written 

sources.29 According to Liamputtong (2007, p. 250), most researchers on sensitive topics 

 
29 There is relatively little primary source material accessible regarding intelligence sharing. The fact that so much 
of what is available is selectively provided on a case-by-case basis by governments or organisations may be a 
further disincentive. This is because it is not every detail that is included in reports, communiqué or press 
statements. The vast majority of academics have begun exploring other research paths, including interviews with 
former officials, retiree memoirs, and the encounters of the researchers themselves. 
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choose qualitative design utilising in-depth interviews as their preferred data collection 

method. The primary aim is to collect data on how intelligence is shared from the Member 

Services of CISSA to the CISSA Secretariat, the ISC and then the Chairperson of the AUC and 

institutions of the AUC. In this case, experts are defined as those directly involved, in the past 

or present, having direct knowledge on how CISSA and its Member Services collectively collate 

and relay intelligence. In-depth interviews significantly helped with the flexibility of the 

research. Data gathered plus analytic developments during the interview process stirred the 

alteration, reflection and focus of the interviews towards significant emergent data. The 

research exploited the rapport built with participants to affect their willingness to take part in 

the research and open a part of their profession that they ordinarily would keep closed 

1.4.3 Sources and Materials 

The type of data sought supports the use of text interpretation. The study gathered data from 

primary sources such as conference proceedings, communique, publications, records, 

archives, speeches and research data of the APSA, AUC, CISSA, Nouakchott Process and the 

Djibouti Process. The sources consulted were in line with the research questions. Primary 

sources represent original thinking which shares new information. Hence, they are perceived 

as authoritative. The direct and first-hand data enable the researcher to get as close as possible 

to essential data. Hence, primary data is collected for a specific research problem at hand using 

procedures that fit the research problem best. It allowed the researcher to address issues 

specific to the core objectives of the study. 

Secondary data sources are obtained from relevant scholarly literature such as books, working 

papers, journals and periodicals. Data obtained from existing manuals and policies are also 

considered. Secondary sources help provide interpretation and analysis of primary sources. 

The accessibility of secondary sources helps the researcher source and organise data more 

efficiently. A series of secondary sources allowed the feasibility of bringing out the evolution 

of intelligence cooperation within the AUC and its affiliated regional and continental 

institutions with a specific objective of underscoring how intelligence is organised, shared and 

acted upon. Secondary sources help generate new insights from previous analyses since 

reanalysing data lead to unexpected discoveries. Considering that the processes of intelligence 

cooperation are mainly classified, secondary sources help provide easily accessible data. 
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1.5 Organization of the thesis 

The study is organised into six chapters. Albeit different, the chapters are sequenced to 

systematically address the research questions and reflect on the purpose of the study. Chapter 

1 introduces the study, outlines the research problem, methodology, sources and materials.  

Chapter 2 reviews the available and relevant literature. The chapter gives an overview of the 

academic debate around intelligence cooperation. It traces how the debates have changed 

over time and their major proponents. The chapter will attempt to present academic debates 

on the emergence and processes of intelligence cooperation in international, continental and 

regional organisations. The changing nature of regional and continental organisations towards 

intelligence cooperation has renewed debates on the landscape of the African security 

collective. By evaluating dominant theoretical interpretations, the chapter examines scholarly 

sources to situate the current study with relevant literature.  

Chapter 3 delineates the APSA as an elaborate and diverse continental security framework. 

The APSA chapter lays out the foundation of the subsequent chapters because they are 

interlinked. Chapter 3 looks at the institutional structures of the APSA, its responsibilities and 

interrelations. The chapter details the APSA’s strategic priorities and its operational 

convergence with RECs. The chapter empirically reconstructs the configurations of the APSA 

and conceptualise the function and service roles of each pillar in a descriptive, functional and 

analytical lens.  

Chapter 4 is an offshoot of the previous chapter as it comprehensively looks at one of the pillars 

of the APSA – the CEWS. The CEWS is a fundamental component of the APSA functioning as a 

conflict prevention tool and a mechanism for regional and continental intelligence 

cooperation. Chapter 4 underscores the inseparable divide between early warning and security 

intelligence by examining the institutional setup of the CEWS, its mandates and the information 

processes involved. The chapter comprehensively reconstructs the operationalisation and 

institutionalisation of the CEWS and further examine its methodology and how it aligns early 

warning to decision making and early action. 

Chapter 5 empirically reconstructs an essential and unique epitome of intelligence cooperation 

in Africa which is CISSA. As an independent organ within the framework of the APSA, the 

chapter describes and analyses how CISSA was created as a platform for security intelligence 
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cooperation by intelligence and security services of Africa. From its genesis to its contemporary 

structures, the chapter analyses how CISSA has matured into existence with its membership 

and objectives constantly changing. Chiefly, the chapter attempts to address the roles and 

contributions of CISSA to the AUC with particular reference to the APSA. It details how 

intelligence is shared within CISSA. From CISSA to the ISC, then the AUC and its institutions. 

Chapter 6 provides extensive analysis and reconstruction of the operationalisation of the APSA 

through intelligence cooperation in the Sahelo-Saharan, East and Horn of Africa regions 

through the Nouakchott Process and the Djibouti Process, respectively. The timeframe is 

demarcated between 2013 to 2020. It examines the contributions made by regional security 

and intelligence cooperation to the operationalisation and implementation of the APSA. It 

underscores how the Nouakchott and the Djibouti Processes are platforms where security is 

collectively defined, redefined and constructed by Member Countries. Similar to the previous 

chapter, it examines how intelligence is cooperated by Member Countries in these regional 

security frameworks. 

Chapter 7 concludes the study by synopsising and reflecting on the research questions and the 

study. It provides a sense of closure by connecting to the introduction and outlining the 

significant contributions of the study.  
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Chapter Two 

Intelligence Cooperation in International and Regional Organisations  
 

2.1 Introduction 

The emergence of intelligence cooperation in international and regional organisations has 

been academically debated for years. Various scholars state differing positions on when it 

occurred, how it occurred and why it occurred. The literature review unearths academic 

discussion around the issue by looking at various academic debates and how they have 

changed over time. Intelligence cooperation has attracted academic debates because of how 

it influences international security. Despite the relatively wide readership, there are 

deficiencies in the realm of intelligence cooperation and theory development. According to 

Tuinier (2021, p. 119), “intelligence cooperation has long been considered the forgotten 

dimension with an already peripheral academic discipline.”30 The considerable shortage in 

theoretical analysis can be explained by the deficit of a generally established theory or 

theoretical framework for analysing intelligence cooperation. 31 

The haphazard theorising and or lack of theorisation of intelligence cooperation in academic 

debates also stems from how intelligence studies, as a whole, are disconnected from multiple 

academic disciplines.32 Globally, only two hundred and seventy-four journal publications on 

intelligence cooperation have been issued from 1990 to 2019 (Tuinier, 2021, p. 120). Hence, it 

remains partially integrated. The academic categorisation of intelligence cooperation remains 

challenging to fit in any particular level considering methodological problems associated with 

the lack of a specific site and intense secrecy. The intersection of intelligence and international 

 
30 There are certain aspects of intelligence studies that are conceptually underdeveloped, while others have 
benefited from significant theory development. The development of surveillance as a societal phenomenon, as 
well as the associated problems of surprise attack and deception, may be mentioned as examples of the 
intelligence dimensions which have received academic attention over the years (see Foucault, 1977; Beninger, 
1986; Handel, 2001; Ball & Webster, 2003; Fägersten, 2010). 
31 Albeit there are several books on intelligence, only a handful specifically looks at intelligence cooperation 
extensively (see Aldrich, 2001; Svendsen 2008, 2010, 2012a, 2012b; Tuzuner, 2010).  
32 The field of intelligence cooperation is notably detached from the field of international relations. It also seems 
to be isolated from other potentially helpful bodies of theoretical work on a variety of topics, including law, 
sociology, international history and strategic studies. Intelligence sharing incorporates or contains a complicated 
mix of many other ideas and events that are known to conventional international relations academics, such as 
bargaining, alliances and diplomacy among others. Therefore, intelligence cooperation accurately describes a 
complicated partnership of all of these characteristics, which are mainly present to different degrees (see 
Melissen, 2005; Eriksson & Giacomello, 2007; Svendsen, 2009).  
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organisations has long been obscure and challenging for researchers and academics. Before 

the 9/11 attacks in 2001, neither intelligence nor intelligence cooperation studies were at the 

centre of academic debates. Its scope intensified and developed post this period onwards. 

However, Sims (2020, p. 175) states that the available literature “takes a historical rather than 

analytical perspective.” 

Intelligence cooperation is viewed as expansive where the term and process are 

interchangeably used with available literature to mean intelligence liaison, intelligence 

collaboration, intelligence sharing, intelligence alliance, intelligence pooling and intelligence 

exchange. As shall be explained in the following sections, intelligence cooperation is theorised 

as diverse and dynamic. Svendsen (2010, p. 167) theorises and differentiates eight levels of 

intelligence cooperation which are ideological, theoretical, strategic, policy, operational, 

tactical, individual/professional, and personal level. Therefore, intelligence cooperation has 

multiple characteristics that have multi-functional uses for various stakeholders. It is both 

bilateral and multilateral.  

According to Svendsen (2012b, p. 15), intelligence cooperation is at all stages, from collection 

to analysis. In contrast, Hitz (2004, p. 157) argues that “except between the oldest and most 

independent allies, the working principle will most often boil down to a quid pro quo exchange 

in the context of ‘what have you done for me lately?’ The argument by Hitz is sustained by 

Reveron (2010, p. 105), who contends that intelligence cooperation is mutual among friendly 

multinational capabilities, operations, and organisations. Svendsen (2012b, p. 15), however, 

cautions that intelligence cooperation is not only mutual and between friends. Svendsen cites 

the US-Syria intelligence relationship as an epitome of “adversarial liaison” (ibid.). Thus, the 

cooperation of intelligence can raise moral and ethical questions. However, the difference in 

definition and origins has to be traced back to ensure that scholars are conversing to one and 

all, not past each other. Hence, to fully appreciate intelligence cooperation, contextualisation 

is helpful.  

2.2 Intelligence Cooperation in International Organisations  

Intelligence cooperation within international organisations has been academically debated and 

traced to different epochs. The academic debates position intelligence cooperation during 
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World Wars I and II, the Cold War, going forward to the 9/11 attacks and the ‘War on Terror.’33 

The main argument raised by the first school of thought is that with war looming in the 1930s 

and tension rising, intelligence agencies began cooperating across national borders. In a book 

on National Security Intelligence, Johnson (2010, p. 42) states that after World War I, Western 

intelligence services began talking to each other. The result of the war had shown the Allied 

powers the strength in numbers and the power they wielded by working together. In this vein, 

international intelligence cooperation rose due to a need to address a common threat out of 

the incapacity of individual nations. The above position is underscored by Warner (2014, p. 

82), who states that the cooperation “came about because the individual services remained 

small.” A point of departure is Svendsen (2012a, p. 18) argument that the roots of intelligence 

cooperation can be effectively traced during not after the First World War with the 

development of technical intelligence (TECHINT) and signals intelligence (SIGINT) from 1914 to 

1918.34 While the above positions intelligence cooperation within the First World War, the 

proceeding sections will show how the idea of intelligence and international organisations has 

changed over time. This analysis suffers inadequacies by being fixed to one epoch and one 

epoch alone. More sophisticated, formal and institutionalised forms of intelligence 

cooperation were devised later. 

Hitz (2004, p. 44) explains the need and rise of cooperated intelligence in Europe and North 

America. Hitz argues that the formation of the Bolsheviks35 in January 1912 and their rise to 

power in March 1917 presented a challenge to Western capitalist governments regardless of 

Russia being part of the Allies in the First World War. Western countries perceived the 

difference in ideology as idling tension waiting to cause conflict. In support, Warner (2014, p. 

102) posits that the revolutionary movement in Moscow during that time was not something 

 
33 The ‘War on Terror’ rose out of the 9/11 attacks which incentivised intelligence cooperation. However, 
terrorism did not come into existence with 9/11, the ‘War on Terror’ did. The vast history of modern terrorism is 
documented elsewhere (see Crenshaw, 1998). 
34 The benefits of modernization have been credited for facilitating and aiding the professionalisation of 
intelligence and its cooperation. In an era where military technology was transformed and retransformed in a 
single generation, intelligence agents were equipped with advanced and developed machinery. Thus, there was 
now a need of institutions to defend and track the prospective of these threats. This led the British government 
to establish a professional intelligence and security service – the Secret Service Bureau – in the early years of the 
20th Century. In 1910 the Bureau was split into two division. The Security Service (MI5) structured to be domestic 
and the Secret Intelligence Service (MI6) structured to be foreign.  
35 Founded by Vladimir Lenin and Alexander Bogdanov, the Bolsheviks were later known as the Communist Party 
of the Soviet Union. It was a revolutionary Marxist, far left and radical faction which came into power in Russia 
during the October Revolution of 1917 and forming the first Marxist state in the world.  
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“any nation’s domestic or foreign service could handle alone.” To Hitz, the cooperation of 

specific Western intelligence services began as a defence against the rising Bolshevism. It 

deepened and widened after the Treaty of Versailles. Warner argues that (2014, p. 83), “there 

had never been anything like this coalition intelligence effort in peacetime. It paid dividends 

during the coming war and would pay even more in the war that followed.”  

The diverging academic debate between Johnson (2010, p. 42) and Hitz (2004, p. 44) stems 

from when they trace intelligence36 and how it began to be shared. The outlined standpoints 

fail to acknowledge forms of intelligence cooperation that transpired before the rise of the 

Bolsheviks. It fails to acknowledge the cooperation of intelligence within the Central and Allied 

Powers during the First World War. While the two scholars provide sufficient reasons for the 

need that facilitated the rise of intelligence cooperation, they also fail to underscore its 

significant influence in the events that transpired later.  

Goodman (2007, p. 3) argues that ideological warfare during the 1930s aided in intelligence 

cooperation. The theoretical standpoint of Goodman follows up on Hitz’s argument where the 

former argues that the rise of Soviet Communism and German fascism threatened the 

presence of Western Countries. In line with this position, sovereignties collaborated through 

sharing intelligence gathered to mitigate perceived potential threats. Correspondingly, Hitz 

(2004, p. 44) argues that the spread of Communism meant a collective intelligence effort had 

to be harnessed. Through Communism, the Soviets engaged in massive ideological recruitment 

abroad. Marxism became a global force reaching similar allies in China through aid and 

ideology. The theoretical position argued by Goodman partially explains the emergence of 

intelligence cooperation in international organisations. It provides a mere explanation of 

developing world factors that watered seeds of intelligence cooperation already sown during 

the First World War. In the same line of thought, Warner (2014, p. 107) maintains that the rise 

of Hitler, Mussolini and Mao Zedong further deepened intelligence cooperation which had 

 
36 The practice of intelligence gathering has existed since time immemorial. The imperative to employ secret 
means in pursuit of interests, guiding the future, and mitigating potential disasters can be traced back from as far 
as ancient Egypt, Greece and China. Authors in ancient times and kingdoms like Sunzi (Sun Tzu) in China and 
Kautilya in India concisely outlined how espionage was conducted during their own time. The basic understanding 
and craft of the art gathering intelligence continued from the Early, Medieval and Later Kingdoms up to the 
Modern state. Thus, for centuries, intelligence – in its various forms – has functioned without much academic 
scrutiny. However, longevity does not imply understanding (see Griffith, 1963; Rangarajan, 1992; Warner 2014).  
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begun modestly after the First World War among Western countries. Questions arise, 

therefore, on the conception of intelligence cooperation. Can the First World War and the Rise 

of Bolshevism account for the emergence of intelligence cooperation? Were they not long-

term factors that facilitated the rise of an institutionalised form of intelligence during and after 

the Second World War?  

Warner (2014, p. 93) approaches intelligence cooperation as an accumulative process that did 

not transpire during one historical epoch. Theorists and scholars sustaining this line of 

argument perceive intelligence and international organisations as epitomes of historical global 

processes. These processes, in their multiple forms, are interlinked but dispersed within time. 

According to Warner (2014, p. 93), the advent of World War II on 1 September 1939 when 

Germany invaded Poland and the fall of France on 22 June 1940 had the effect of encouraging 

Britain to coordinate its “institutionally scattered intelligence efforts and analyses” to other 

neutral countries to avoid any attack from Germany. Hence intelligence was now being shared 

between Britain and the few remaining neutral sovereignties for defence and 

counterintelligence purposes. Isaacson and Thomas (1986, p. 183) contend that in a bid to stop 

Germany from controlling the eastern side of the Atlantic, the USA under President Roosevelt, 

through Congress, authorised the supplying of arms to Britain on 11 March 1941. The duo adds 

that this agreement became known as the Lend-Lease but was officially titled An Act to 

Promote the Defense of the United States. Warner (2014, p. 98) theorises that this 

subsequently led to secret cooperation of “technical and intelligence data, inaugurating a 

strategic partnership that still endures.” The cooperation was further deepened, strengthened 

and formalised with the remaining sovereignties within the Allied powers when the USA joined 

the war on 7 December 1941. Propositions made by the second school of thought outlines 

intelligence cooperation as a motional dynamic and ever-changing result of global processes.  

In his monograph, The Secret History of MI6, Jeffery (2010, p. 68) traces the emergence of 

intelligence cooperation between the USA and Britain to the signing of the Lend-Lease 

Agreement. At this juncture, the liaising of intelligence had reached its zenith. While Jeffery’s 

theoretical position can be challenged utilising extensive evidence of what transpired in the 

subsequent decades, his claims endeavour to show how the strategic partnership and sharing 

of intelligence, at that time, had enormous and multiple effects not only on the war but future 

partnerships that followed. The above analysis echoes the same sentiments of perceiving 
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intelligence cooperation as a global and motion process. The formal cooperation of intelligence 

by Britain and the USA far surpassed the proficiencies of World War I as it was superior in 

information sharing and processing, analysis and technical intelligence. It epitomised an 

effective model of coordinated efforts. Despite differences in its emergence, one strain of 

similarity is that most theorists position the UK and the USA at the forefront of championing 

intelligence cooperation (Boatner, 2000, p. 82). Therefore, the product of the agreement – the 

Five Eyes – has been celebrated and referred to as a paragon of intelligence sharing (Munton 

& Fredj, 2013, p. 670; Dittmer, 2015, p. 616). 

According to Warner (2014, p. 101), compared to World War I, with the rise in technology and 

the number of countries involved, World War II upped intelligence cooperation. It laid the roots 

for various forms of intelligence cooperation that followed post-World War II, Cold War and 

into the millennium.37 Prior to World War I, intelligence meant conducting espionage to steal 

secrets from rival countries (Wheaton & Beerbower, 2006, p. 320). With the technological 

changes of the 19th and 20th centuries, changes to intelligence became most noticeable (Dulles, 

1963, p. 17). World War II radically altered the breadth, scale and functions of intelligence.38 

Information was no longer enough. It had to be intelligent and analysed. After World War II, 

some governments decided that intelligence services created out of wartime necessity should 

not be disbanded but should be used for a peacetime role as guarantors of national security. 

The processes of globalisation have been accredited for re-shaping the nature of intelligence 

and advancing its cooperation. The environment and processes of globalisation provide a 

conducive environment to share and strengthen intelligence cooperation (Cross, 2013, p. 400). 

Aldrich (2009, p. 892) contends that intelligence cooperation developed as an extension of a 

weak global governance system. Despite varying timeframes on the emergence of intelligence 

cooperation in academic debates, challenges, problems and pursuits have often been credited 

 
37 An informal agreement known as BRUSA was signed on 17 May 1943 as a British and USA Communication 
Intelligence Agreement. A formal agreement was later signed on 5 March 1946 as the UKUSA agreement where 
intelligence signals would be shared. The agreement included USA’s State, Army and Navy Communications 
Intelligence Board (STANCIB) and Britain’s Foreign Office, Admiralty, War Office, Air Ministry and the London 
Signal Intelligence (SIGINT). It superseded all previous agreements between British and the USA authorities in the 
Communication Intelligence field (See British-U.S. Communication Intelligence Agreement, 2010).  
38 The sharing of intelligence reaped fruits such as the Ultra- an intelligence project that tapped Germany’s heavily 
encrypted communications. With the help of Canada as well, the ‘Manhattan Project’- research and development 
of nuclear weapons- was conceived. The product of these collective efforts was to later change and influence the 
Second World War as the Western Allies gained a decisive advantage over the Axis (see Goodman, 2007).  
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for initiating intelligence cooperation. Arguably, global institutions such as the United Nations 

(UN) played a vital role in formalising intelligence cooperation due to the seemingly 

insurmountable global security challenges. Indirectly, Article 51 of the UN, which reaffirms the 

inherent right of independent countries to collective or individual self-defence, endorsed the 

formation of the North Atlantic Treaty Organisation (NATO)39 on 4 April 1949. There was a 

limited relationship between the UN and NATO. However, this changed in 1992 due to the 

intensifying conflict in western Balkans. This crisis led to practical cooperation between NATO 

and the UN (Janka, 2008, p. 2). In 1992, NATO’s foreign ministers expressed their readiness to 

support peacekeeping operations under the authority of the UN Security Council. In December 

1995, after signing the General Framework Agreement for Peace in Bosnia and Herzegovina, 

NATO was given the mandate by the UN to implement military aspects of the peace agreement. 

These were implemented under the UNSC Resolution 1031. Such cooperation extended in 

1998 in Kosovo; 2000 in Serbia; 2001 in North Macedonia; 2003 in Afghanistan; 2004 in Iraq; 

2005 in Sudan and in Somalia between 2007 and 2008. 

On the other hand, Boatner (2000, p. 84) argues that it has been “difficult” and “distasteful” 

for the UN, as an international organisation, to admit to using intelligence since it has long 

maintained that it does not engage in intelligence operations but information needs. The 

difficulty was despite a study produced by the UN Protection Force (UNPROFOR)40 in 

Yugoslavia. It maintained that peacekeeping against active opposition “demands an 

intelligence function” (Johnson, 1997, p. 103). However, after investigating the attacks on UN 

personnel in Somalia, the report concluded that “the need to satisfy the UN’s requirement for 

reliable information and intelligence gathering capability is important if peaceful operations 

are to be successfully carried out” (Ramsbotham, 1995, p. 162).  

 
39 NATO has grown to include 30 members. In 1949 there were only 12 founding members. These were Belgium, 
Canada, Denmark, France, Iceland, Italy, Luxembourg, Netherlands, Norway, Portugal, UK and the USA. These 
counties resolved to unite their efforts for collective defense and the preservation of peace and security. The 
treaty outlines collective solidarity as it commits partner countries to protect each other. See the North Atlantic 
Treaty, 1964.  
40 UNPROFOR was the first UN peacekeeping force During the Yugoslav Wars in Croatia and Bosnia and 
Herzegovina. The force was established in February 1992 and its mission was completed in March 1995, when 
the peacekeeping mission was split into three separate forces. 
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Consequently, in 1993, the UN established a Situation Centre41 in the Department of 

Peacekeeping Operations. It is operational twenty-four hours a day. Member countries 

assigned personnel to the Situation Centre. Abilova and Novosseloff (2016, p. 2) posit that most 

intelligence units comprise intelligence personnel seconded from France, Russia, the UK and 

the USA. Slow developments followed after that with the UN integrating different forms of 

intelligence in their operations in the Democratic Republic of Congo from 2005 to 2013 and 

from 2013-2016 to neutralise warlords in Eastern DRC; 2006 anti-gang operations in Cite Soleil, 

Haiti and 2007 in Lebanon (Abilova & Novosseloff, 2016, p. 2). In 2012 the Secretariat called 

on the Member States to help provide ‘intelligence capacity’ to the UN’s Multidimensional 

Integrated Stabilization Mission in Mali. The call resulted from increased pressure on UN peace 

operations to have a more remarkable ability to deal with target attacks. The All-Sources 

Information Fusion Unit (ASIFU) was formed through the efforts of the Netherlands and other 

European countries. Abilova and Novosseloff (2016, p. 2) argue that this is the most sufficient 

and robust intelligence structure in a UN mission to date. Even though there has never been a 

systematic structure of dealing with intelligence at the UN, the roles played by available islands 

of information – through the global institution – paved the way for contemporary intelligence 

cooperation at the regional and continental level.  

Aldrich (2009, p. 37) opines that the ‘Global War on Terror’42 – from 2001 onwards – 

accelerated the scale and scope of intelligence cooperation at the international level. In the 

1990s, the growth of Al Qaeda was interwoven with “globalisation.” Gerges (2005, pp. 13-15) 

explains how Al Qaeda was different from ‘national jihadist’ as it sought to internationalize the 

jihad and ally with groups around the world against Western Countries. Therefore, the 

theoretical standpoint of Aldrich and Gerges outlines the cooperation of intelligence as rising 

out from ‘hot peace’ post-Cold War characterised by violent transnational groups and 

problematic sub-state actors. While these academic claims by Aldrich and Gerges fail to pay 

specific attention to the emergence of intelligence cooperation, they bring to light reasons for 

 
41 The UN Situation Centre keeps track of global peacekeeping operations and facilitates the sharing of 
information between the headquarters of the UN and UN field missions around the world. 
42 Careful deliberations of a ‘Global War on Terror’ or ‘War on Terror’ depict the challenges of studying intelligence 
from the perspective of one polity. The appropriateness of the catchphrase is highly contested. The lexicon used 
is at fault as it mistaken a bundle of American policies to ‘global’ (see Gray, 2003; Roberts, 2005; Howards, 2008; 
Reese & Lewis, 2009; Scott & Hughes, 2009). Nevertheless, the Bush administration attested, in 2003, that one 
hundred and seventy countries were taking part in the ‘War on Terror’ (Reveron, 2006, p. 454). 
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and the formalisation, institutionalisation and internationalisation of intelligence cooperation. 

On a critical note, it has to be pointed out that the transformation of intelligence cooperation 

rose to address challenges brought about by global processes and consequences.  

The aforementioned separate analysis by Aldrich and Gerges accurately describes a segment 

of events that necessitated the rise of international intelligence cooperation. By solely focusing 

on the ‘Global War on Terror’, they neglect other factors that led to the rise of intelligence 

cooperation. Denécé (2014, pp. 28-29) makes an effort to analyse the causal issues involved 

comprehensively. The culmination of the Cold War brought new threats and new enemies. 

These manifested through radical Islam terrorism, transnational criminal organisations, the 

proliferation of weapons of mass destruction (WMD), increased economic competition 

between developed countries, the rise of new violent activists and new unpredictable events 

– disrupters (Lander, 2004, pp. 483-484; Denécé, 2014, pp. 28-30). The role of the Soviet Union 

as a single opponent was suddenly replaced by a myriad of international security challenges 

that cut across national borders. Security challenges post the Cold War have primarily 

transformed from state-oriented to transnational (Boatner, 2000, p. 83; Clough, 2010, p. 602) 

in both source and effect. Therefore, cross-border security challenges compelled the 

emergence of cross-border intelligence cooperation (Lledo-Ferrer & Dietrich, 2020, p. 444).  

In his work Understanding the Globalization of Intelligence, Svendsen  (2012b, p. 1) defines the 

complexities of Western Intelligence cooperation as dynamic processes of the “globalisation 

of intelligence.” Svendsen (2012b, p. 1) theorises that intelligence cooperation is but the 

“globalization of intelligence” which is accomplished through heightened information and 

intelligence sharing “which is conducted in a focused, directed and purposeful manner in 

various overlapping multifunctional operational contexts across the glove.” Svendsen 

underscores the role of globalisation-related factors such as boundaries between sovereignties 

increasingly becoming blurred.43 On the origins of intelligence cooperation, Svendsen argues 

that intelligence cooperation is a “continuum with expansion” implemented and connected 

through various degrees of synthesis (ibid.). In this vein, intelligence cooperation cannot be 

attributed to one epoch alone.  

 
43 On globalisation and borders, also see Shiraz & Aldrich (2014). 
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Aldrich (2009, p. 55) states that the change from sovereign intelligence to borderless 

intelligence cooperation resulted from pressure from “globalisation.” In contrast to Svendsen, 

Aldrich presents a different understanding of globalisation where he presents a singular, not 

multiple, process of “globalisation.” Aldrich theorises that intelligence of the new millennium 

is different from the passive one in Cold War as it has been “placed in the frontline, not only 

against terrorism but also organised crime, warlordism and other globalized threats” (2009, p. 

55). In contrast, Lefebvre (2003, p. 527) argues that “no one should surmise that international 

intelligence cooperation did not exist prior to” 9/11 and the rise of globalisation. However, the 

transnational nature of several terrorist organisations could be successfully addressed 

globally.44 

The diverse and dynamic nature of intelligence cooperation has prompted scholars to theorise 

about the concept in the current international environment to be understood. Svendsen 

(2012b, p. 28) posits that contextualisation helps understand the reasons behind bilateral and 

multilateral intelligence sharing. The reasons often define the nature and level of cooperation. 

According to Aldrich (2005, p. 333), the end of the Cold War signalled an end from a secretive 

government to a protective government. Intelligence cooperation became an effort to manage 

haphazard threats, risks and responses. In support of Aldrich, Svendsen (2012b, p. 29) 

maintains that the pursuit of “public safety” was “energized after the 9/11 attacks” and 

became necessary “after the Madrid bombings of 11 March 2004.”45   

Across the academic debate of intelligence cooperation, most scholars agree that at this 

juncture, the reconfiguration of intelligence towards cooperation became critically needed. 

Laidler (2008, p. 4) states that there was a need to adopt a more sophisticated surveillance 

approach towards informing, warning and decision making. In an article published in 

Intelligence and National Security Journal, Aldrich  (2009, p. 37) claims that “the events of 9/11, 

 
44 In order to survive and thrive, transnational terrorist organisations take full use of the forces, trends, and 
technologies of globalisation. These include transnational trade, low-cost intercontinental travel and global 
information and communications technology. Terrorists, like any multinational entities, take use of globalisation 
in order to enhance their production effectiveness. They also take advantage of the geopolitical climate and the 
collapse of national borders as a consequence of globalisation (Pollard, 2009, p. 119). 
45 For instance, the European Council, in the Declaration on Combatting Terrorism which was adopted following 
the 11 March 2004 Madrid attacks, encouraged its Member States to enhance the role of Europol in countering 
terrorism by strengthening its counter-terrorist capacities and reinstating the Counter Terrorist Task Force. Most 
importantly, it ensured that security services cooperate and exchange relevant information and strengthen the 
EU's capability in counterterrorism (European Council, 2004, p. 9). 
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the invasion of Afghanistan and Iraq together with the ‘Global War on Terror’, presented cross-

cutting issues that could only be properly understood in the context of liaison.” Therefore, the 

changing nature of intelligence to suit contemporary problems accelerated and improved 

international intelligence cooperation. 

In her book chapter on Foreign Intelligence Liaison: Devils, Deals and Details, Sims (2020, p. 

175) asserts that intelligence cooperation has taken centre stage in the global ‘War on Terror.’ 

The academic debate on intelligence cooperation is intertwined with globalisation and 

terrorism, success and failures. West (2011, p. 2) states that digital technology,46 the internet; 

digital and social media; globalized media; and global information flows can provide 

organisations and governments with the ability to perform “faster, smarter, and more 

efficiently.” West  (2011, p. 8) asserts that digital technology has broken down barriers and 

encouraged people, governments and international organisations to cooperate. In support, 

Svendsen (2012b, p. 79) maintains that networked trends, time constructs and shrunk spaces 

– spatially geographically and territorially – have “necessitated some further intelligence 

change and transformation.” Hence, intelligence practices and processes have gone through 

intense mutation due to digitalisation (Bigo, 2019, p. 384) – the application of technology.  

Retrospectively, however, scholars such as Latour (1987, p. 138) and Orlikowski (2009, p. 128) 

demonstrated the role of technology in facilitating information sharing. They underscore that 

technology is intertwined with human activities. Denécé (2014, p. 27) acknowledges that 

fundamental technological changes in the early 1990s ushered in ‘revolutionary’ 

transformation in the military and intelligence affairs, but it was not only limited to technology. 

It also included the economic, social and political changes witnessed. For instance, the 

geopolitical upheaval necessitated the formation of NATO and the Warsaw Pact as cooperation 

frameworks. In this vein, intelligence cooperation rose as a consequence of wide-ranging 

global changes. Thus, the intelligence revolution experience resulted from an amalgamation of 

“changes in international politics, information technologies and socio-political context” 

(Denécé, 2014, p. 28). These factors, therefore, enabled the structuring, institutionalisation 

and bureaucratisation of “command, control and communications” systems (Rathmell, 2002, 

p. 90) that enhanced the sharing of intelligence.  

 
46 Also see Schaefer (2018). 
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Therefore, contrary to the simplification of aligning intelligence cooperation with challenges 

and changes ushered by globalization processes, Gerges (2005, p. 21), argues that intelligence 

cooperation has also been pursued out of similar interests in international diplomacy and 

politics. The UK-USA agreement on cooperating signal intelligence is a case in point. The 

centrality of intelligence cooperation within the available literature can be firmly 

demonstrated. According to Svendsen  (2012b, p. 79), “in the contemporary globalized era … 

these networks need to be better connected and exploited through their enhanced 

facilitation.” 

2.3 Intelligence Cooperation in Regional Organisations  

Regional organisations and intelligence cooperation debate, in academic literature, is deeply 

rooted in highly contested concepts of regionalism and globalism. However, scholars tend to 

differ in framing these concepts or if they mean the same thing. Questions, therefore, arise 

about regional organisations vis-à-vis concepts of regionalism and globalism. Are these 

concepts incompatible and contradictory, or are they mutually supporting each other? Hurrell 

(2007, p. 131) argues that regionalism must be understood within the global production and 

reconstruction of power. Juxtaposing regions to international order, Hurrell (2007, p. 136) put 

forward four characteristics of regionalism which are  

regions as containers for diversity and difference; regions ad poles of power; 

regions as levels in a system of multilevel global governance; and regions as 

harbingers in the character of international society. 

Furthermore, Hurrell contends that at the centre of the theory of regionalism are the links 

between economic integration, institutions and identity. He juxtaposes regionalism and 

economic globalisation as existing in the same epoch where the former is seen as a critical part 

of the political economy of globalisation and strategies adopted by countries in the face of 

globalisation. To Hurrell (2007, p. 130), regionalism can be explained as an endeavour to 

“maximise bargaining power” and or “reassert political control” amidst the proliferation of 

economic globalisation. Svendsen (2008, p. 132) cautions that in some cases, regionalisation 

of intelligence is witnessed, and it is not necessarily globalisation. Regarding Africa, Hurrell 

(2007, p. 140) distinctively cautions that African regionalism is different as it was established 

on the back of multiple socio-economic and political crises. However, what is evident is that 
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regional organisations are both collective actors and arenas where the Member States interact 

(Duffield, 2007, p. 22).  

Hettne and Söderbaum (1998, p. 2) contend that contemporary regionalism is a renewed trend 

in the international system. The duo contrast old regionalism, from the 1950s to 1970s, to new 

regionalism spanning from the mid-1980s onwards. It helps explain why the OAU was 

transformed into the AU in 2002. Hettne and Söderbaum further state that the current waves 

of regionalism have been inspired by contemporary transformations and comprehensive 

multidimensional and multifaceted processes. They compare historical regionalism dominated 

by bipolar Cold War structures dominated by specific and narrow arrangements.  

In the same line of reasoning, Akokpari (2008, p. 88) adds that the new regionalism is 

multidimensional as it provides a more holistic rationale for integration. Hence, the end of the 

Cold War ushered in a new wave of regionalism distinguishable from the old wave. However, 

Hettne (1999, p. xix) argues that regionalism and globalism are two different, complicated 

terms with an “intricate relationship.” Hettne (1999, p. xx) further states that processes of 

globalisation do not come under regionalism, considering how the two processes are going on 

simultaneously. Regions are, simultaneously, driving, modifying and resisting globalisation 

processes. However, Hettne (1999, p. xxi) cautions that “regionalism can, then, intentionally 

or unintentionally also be a road to globalism.” Therefore, regionalism and globalism are 

bounded within global structural transformation with a dialectical rather than linear 

development outcome. 

Badmus (2015, p. 1) states that the end of the Cold War ushered new geopolitical changes 

which “allowed the ignition of many armed conflicts in different parts of the world but 

especially in Africa.” According to Bah et al. (2014, p. 21), these changes were influenced by a 

shifting conception of security globally and regionally to being comprehensive and human-

centred compared to the narrow, state-centred and traditional way. Gumedze (2011, p. 191) 

concurs that the global system dictates innovative ways to address contemporary challenges. 

In the same line of reasoning, Ismail and Sköns (2014, p. 8) aver that the interconnected and 

transnational dimensions of contemporary regional security are interlocked with processes 

and interests of Western countries as it was influenced by “the global security landscape 

following the 11 September 2001 terrorist attacks.” Therefore, these global events have had 

significant security implications for Africa.  
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The pursuit of intelligence cooperation has been placed within a context of African countries 

failing to address conflicts individually. Intelligence cooperation, therefore, was established to 

provide a collective and concrete peace and security action from Cape to Cairo. Thus, it was 

widely accepted as a solution to pullulating security challenges. Amin (1991, p. 54) states that 

regional integration is an efficient response to the challenges of a continuously deepening 

polarization generated by the capitalist globalization process. Therefore, while Bah et al. (2014, 

p. 21) perceive globalisation as a new solution to the ‘traditional ways’, through intelligence 

sharing and regional organisations, Amin (1991, p. 54) argues that globalisation processes are 

the problems, not solutions, which are necessitating regional intelligence cooperation – as a 

solution. 

In contrast, some scholars like Wirtz (1993, p. 95) maintain that “intelligence cooperation is no 

panacea.” However, Wirtz observation must be understood within the context in which he was 

writing and the geographical demarcation of his study, which is the domestic dimension of 

intelligence sharing in the USA. Therefore, his analysis of how intelligence cooperation brings 

more vulnerability than solutions cannot be unreservedly replicated elsewhere.   

According to a report by the Southern African Development Community (SADC) (2010, §1 (2)), 

the emergence of intelligence cooperation in regional organisations has to be understood 

within the historical context, processes and experiences. Omari & Macaringue (2008, p. 48) 

cautions that when attempting to understand the relationship between conflict and 

intelligence cooperation in Africa, the relationship is inversely mutual. Various scholars have 

attempted to explain the emergence of intelligence cooperation in Africa dating back to the 

Liberation War Movements. Intelligence was shared during the liberation movements starting 

in mid-1950 and, later, among the Southern African FLS (Angola, Botswana, Mozambique, 

Tanzania, Zambia and Zimbabwe). The signing of the OAU Charter on 25 May 1963 established 

the regional body.47 Subsequently, through its Coordination Committee for the Liberation of 

Africa (Liberation Committee), the OAU supported African territories that were not yet 

independent from white colonial rule.48 According to Yousuf (1985, p. 55), the Liberation 

 
47 With an initial number of 32 signatory and independent governments, the OAU was established as an 
intergovernmental organisation. The OAU charter mandated the regional body and was subsequently replaced 
by the Constitutive Act of the AU.  
48 Ghana is officially known to be the first country to gain independence in Sub-Saharan Africa in 1957 but six 
countries in continental Africa had gained independence before this point in time. These were: Liberia, 26 July 
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Committee, based in Dar es Salaam, Tanzania, was an organ of the OAU designed to serve the 

objectives of the African liberation movement. Though it was not a clearly defined intelligence 

cooperation between states, the mechanisms involved suggest otherwise. The Liberation 

Committee channelled financial and material assistance in training, rear guerrilla bases and 

intelligence to Liberation movements and the FLS. El-Khawas (1978, p. 19) posit that the OAU 

was formed to alter the national liberation movement from regional to continental-wide 

efforts by giving legitimacy, the machinery of material assistance, soliciting international 

support and presenting a unified African policy against colonisation. 

According to Evans (1984, p. 1), the FLS emerged, made up of the first five countries, in 1976 

to manage the Rhodesia-Zimbabwe war. The conflict resolution resulted in Zimbabwe 

becoming the sixth FLS in 1980. The FLS, as an alliance against minority rule, influenced the 

regional security of Southern Africa. As averred by Khadiagala (1994, p. 11), “opposition to 

minority regimes provided the most powerful rationale for the Frontline States.” Evans adds 

that the FLS were at the forefront of establishing the Southern African Development Co-

ordination Conference (SADCC).49 It would function as a regional order where intelligence was 

shared. Also, it was an opposing regional entity to the Constellation of Southern African States 

(CONSAS).50 It sought to liberate black Africans from colonial rule and fight apartheid in South 

Africa and South-West Africa, now Namibia.  

Furthermore, Zwi, Marks & Andersson (1988, p. 661) argue that SADCC was established as an 

organisation committed to diminishing economic and political dependence on South Africa. 

The FLS engaged in cooperated military intelligence endeavours by pooling military intelligence 

and frequent intelligence meetings to strengthen Frontline security ties and shape ideological 

destabilization, conflict and security strategies. Omari & Macaringue (2008, p. 48) observe that 

 
1847; Egypt, 28 February 1922; Libya, 24 December 1951; Sudan, 1 January 1956; Morocco, 2 March 1956 and; 
Tunisia on 20 March 1956. 
49 Formed on 1 April 1980 in Lusaka, Zambia, SADCC was later transformed from being a coordinating conference 
into a developmental community – SADC – on 17 August 1992 in Windhoek, Namibia.  
50 CONSAS was initiated by the then Prime Minister of South Africa, P.W. Botha on 22 November 1979 as an 
alternative and counter to the dangers of a ‘Marxist order.’  It was a programme that sought to re-establish the 
regional dominance of an apartheid regime through organised meetings of businessman and politicians 
developing mutual relationships and extending cooperation in the areas of regional economic development 
cooperation transcending border; the promotion of small business enterprise and; the establishment of a 
multilateral bank of Southern Africa.  
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conflict patterns in Southern Africa made it possible for sustained defence, security and 

intelligence cooperation among the FLS.  

According to Francis (2006, p. 3), the FLS are vital in understanding contemporary intelligence 

cooperation to pursue peace and security in Southern Africa. The formation of the FLS was 

facilitated by pre-existing cooperation between Tanzania and Zambia through the Mulungushi 

Club.51 According to Omari and Macaringue (2008, p. 51), the origins of the FLS can be traced 

to the Mulungushi Club, where Julius Nyerere and Kenneth Kaunda were founders. 

Shamuyarira (1978, p. 18) adds that the emergence of the FLS can be partly traced to the 

Lusaka Declaration drafted by Tanzania and Zambia and signed by fifteen Central and East 

African States on 16 April 1969 and the Mogadishu Declaration of 1971. The OAU mandated 

the FLS to work towards the liberation of Southern Africa (Omari & Macaringue, 2008, p. 52). 

They played a significant security role through the Defence Staff Committee, which later 

became the Inter-state Defence and Security Committee (ISDSC). The latter cooperated with 

the Liberation Committee of the OAU and active liberation movements. Past these historical 

events, intelligence cooperation has been steadily transformed.  

A significant trend points to cooperation as a collective goal to address the region's challenges. 

According to Gumedze (2011, p. 40), conflict prevention, management and resolution are at 

the centre of what prompted intelligence cooperation in Africa. Levitt (2001, p. 46) contends 

that it is helpful to define conflict management, prevention and resolution in operational and 

political terms. According to Levitt (2001, p. 46), “while the primary purpose for establishing a 

conflict maintenance system is to avert conflict, the underlying aim of conflict aversion is to 

safeguard the rights of people by minimising the effects of conflict upon them.” Peace and 

security towards creating the welfare of people in Africa have been a recognised drive in the 

AU and its subsidiary organisations. According to Bah et al. (2014, p. 21), protracted violent 

conflicts stress peacekeeping aims within African sovereignties. The violence, in different 

forms, directly affects not only the stability of a country but of the region. To cushion from the 

above, effective and collective mechanisms on peace and security had to be established. 

 
51 The Mulungushi Club was the antecedent of the Frontline States before Mozambique and Angola were 
independent in 1975. Made up of Tanzania, Uganda, Zaire and Zambia, it sought to mobilise Heads of States to 
support the Liberation War Movement. The overthrow of Milton Obote on 25 January 1971 in Uganda resulted 
in the club splitting, being short-lived and replaced by the Frontline States.  
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While intelligence cooperation in regional organisations for conflict prevention, management 

and resolution rose out of a need to achieve peace and security, reasons behind these security 

needs vary in the literature. However, some are common. According to Gumedze (2011, p. 57), 

intelligence cooperation in Africa is “an endeavour to enhance the coordination and 

harmonising of continental efforts to prevent and combat terrorism.” In support, Collier (2015, 

p. 31) states that Africa faces rising and particular security threats such as radical Islam. 

Cavatorta (2005, p. 36) argues that the “War on Terrorism” is vague regarding its enemy and 

objectives. While the world has experienced violence through radical Islam, it would be a 

miscarriage of facts to perceive all terrorism as influenced and caused by Islam. In the same 

line of reasoning, the PSC acknowledges and emphasizes that radicalisation, extremism and 

terrorism cannot be exclusively attributed to a single religion alone (AU PSC, 2018a, para. 5).  

Though the distinctiveness and peculiarity of radical Islam to Africa is questionable, the threat 

is accurate as it is a global phenomenon experienced elsewhere in the world. The UNSC state 

that multiple forms and manifestations of terrorism represent some of the pre-eminent 

security challenges to global peace (UNSC, 2014b, p. 1). According to a special report on 

terrorism in Africa by the United States Institute of Peace (USIP, 2004, p. 1), following the 9/11 

attacks in the USA, sharing intelligence in Africa was seen as an effective way of thwarting 

terrorism. According to Ismail and Sköns (2014, p. 8), the ‘global war on terrorism’ altered 

geopolitics in ways that disturbed previous definitions of national security and brought 

increased attention to the growing interconnection of security challenges and threats. These 

threats have manifested in countries like Burkina Faso, Central African Republic, Chad, Kenya, 

Mali, Mozambique, Nigeria, Somalia, Tanzania, to mention a few. 

Fulgence (2015, p. 5) contends that intellectual exchange through security intelligence 

cooperation could detect and dismantle terrorist operations. The creation of a joint regional 

endeavour was to address these security challenges. Hence, security cooperation became the 

next significant step to take. Multiple scholars agree that cooperation structures mirrored 

bilateral and multilateral intelligence sharing in Europe and America. McCarthy (1994, p. 3) 

states that regional integration sequentially started in Western Europe, Latin America, and 

Africa. In support, Gumedze (2011, p. 187) avers that African regional integration is not a new 

phenomenon as it has been borrowed from other continents. According to Collier (2015, p. 

39), the threats required enhanced security cooperation and regional hegemony since one 
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country could not address these challenges. Thus, joint operations through networks of 

intelligence cooperation became based on common goals, objectives and mutual 

commitments.  

Ognimba (2010, p. 93) avers that “one of the strategic questions the AU faces and has faced 

since the end of the Cold War is that of peace, security and stability.” Engel and Gomes-Porto 

(2009, p. 82) contend that Africa is undergoing a significant transformation of its governing 

institutions to address peace and security challenges. Ognimba says that the intensification 

and proliferation of violent conflicts in the region resulted in regional organisations striving to 

create regional mechanisms for restoring peace and stability, for instance, through the APSA 

launched in 2002. The collective need resulted in frameworks sustained through intelligence 

cooperation. Therefore, there seems to be a consensus on the reasons behind establishing 

regional organisations and intelligence cooperation in Africa. The persistent insecurity has 

sustained continental norms and instruments put in place primarily for this specific purpose. 

However, it has also fostered the emergence of additional security measures to deal with 

‘growing’ manifestations of insecurity (AU PSC, 2020a, p. 1).  

According to Engel and Gomes-Porto (2009, p. 82), intelligence cooperation in regional 

organisations rose from the change in norms to govern peace and security interactions. The 

new institutions were therefore designed to monitor, regulate and enforce. Ognimba (2010, p. 

95) further explains that the need for change in norms and institutions also rose out of the 

need to address a new wave of mushrooming coups d’état. Hence the new regional 

organisations were established to replace and address the shortfalls of the old. However, 

Landsberg (2004, p. 159) cautions that the “establishment of regional security is complex and 

has various dimensions” from social, economic, political and international. Hence, the 

formation of international organisations and regional intelligence cooperation cannot be 

entirely explained by peace and security factors alone. Concurring, Ognimba (2010, p. 96) avers 

that conflict experienced in Africa for the last twenty years “differ from one another and stem 

from various, often contested causes”, therefore, illustrating the multiple dimensions of 

African conflicts. The global powers and processes have produced anomalies and 

complications epitomising external and internal regional concerns. For instance, resource-

based conflicts have many dimensions and actors such as rebels, armies, warlords, insurgents, 

private security companies and multinational corporations.  
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In support, Ismail and Sköns (2014, p. 2) argue that the participation by external actors in 

African security dynamics is not new. The historical and contemporary security dynamics of 

“African states remain influenced by a range of external actors, including other states,52 

international organizations, non-governmental organizations and private companies” (Ismail & 

Sköns, 2014, p. 1). The duo argues that actors’ interests have evolved from the Berlin 

Conference, the Cold War and post-Cold War, but a common trend has continued to manifest. 

The trend is shaping African security, dually, by supplying ammunition, fuelling conflicts, 

funding and signing security agreements. With regards to the latter, the AU relies on funding 

from foreign countries and continuously make appeals in that respect (AU Assembly, 2004, 

para. 3). Engel (2018, p. 52) states that ownership of the African peace and security regional 

organisations is undermined because of “high levels of dependency on donor and international 

partners.”53 Concurring, the World Peace Foundation (2016, p. 53) avers that the 

implementation and ownership of African peace and security activities are neither sustainable 

nor independent from external interference. A picture of the security dynamics of Africa shows  

the overarching involvement of external actors in a catalogue of security-related 

activities across the continent, including funding, training and supporting 

technical cooperation and assistance; engaging in joint exercises; participating 

in intelligence gathering and sharing. (Ismail & Sköns, 2014, p. 1)  

The interference runs simultaneously with Africa’s efforts to shape regional and sub-regional 

institutions to address a myriad of the regions’ peace, security and stability challenges. 

However, Engel (2020, p. 221) argues that the AU has been at the forefront, as the most 

important actor in the last decade, in strategizing regional peace and security objectives. 

 
52 Tracing back to as far as the Liberation War Movement, African States have received support from nation-states 
like the Soviet Union, the People’s Republic of China and Cuba. Relating to the current period of time, the security 
dynamics of the AU and some of its Member States, collectively and or individually, remain influenced by foreign 
countries and regional bodies.  
53 Financial contributions of the EU to the AUC and other regional institutions towards conflict prevention have 
been functional since 2004 through the African Peace Facility (APF). The fund was created by the EU as a response 
to the call by the AUC for external support. Thus, the APF is a financial reserve that assists the AUC and its 
institutions in conflict prevention, capacity building and peace support operations. In its commencement €3.5 
billion was allocated to the fund but by end of 2019, the EU had disbursed €2.7 billion (African Peace Facility, 
2020, p. 3).  As part of its overhaul of its foreign policy finances, the EU will phase down this facility by 2021. 
Instead of operating via the fund, the EU will offer financial assistance towards continental peace and security 
through development aid and defence and military operations.  The proposed initiative has some potential 
drawbacks. It may undermine the AUC's role in peacekeeping on the continent (International Crisis Group, 2021, 
p. i).  
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Regardless, the regional organisations are a “hybridized site of contestation over the power of 

Member States and the legitimacy of continental politics” (Engel, 2020, pp. 221-222). Hence, 

regional organisations and intelligence cooperation, through regional security, have become a 

polarised system of international and regional concerns.  

Williams (2007, p. 236) argues that scholars have offered a variety of perspectives to explain 

the security dynamics of Africa. He contends that a policy change from non-interference in the 

OAU to non-indifference in the AU initiated new ways of addressing internal conflicts through 

interventions. Dersso (2010, p. 4) contends that the right to intervene principle is one of the 

most engrossing elements of the Constitutive Act of the AU because it signifies a complete 

break by the AU from the OAU’s old normative orders. Hence, as stated by Engel and Gomes-

Porto (2014b, p. 139), recurring and ongoing African conflicts require swift harmonised and 

cooperated approaches to address the security challenges. Realising the need for a change in 

African politics facilitated regional organisations and intelligence cooperation. Engel (2013, p. 

188) furthermore states that the transformation from the OAU to the AU changed inter-African 

relations on territorial integrity, national sovereignty and non-interference. The dissolution of 

non-interference to non-indifference rose out of a purpose to reform and refine the security 

dynamics of Africa. The inability of the UN to successfully solve Africa’s internal violent conflicts 

catalysed “the need for Africa to take primary ownership of and provide solutions to its 

conflicts and guarantee the continent’s security” (Badmus, 2015, p. 4) 

Goldgeier and McFaul attempt to explain (1992, p. 475) the security dynamics of Africa in 

Realist terms. The duo perceives Africa as part of a global periphery where  

shared norms do not exist … since many regional security systems consist of 

states with radical different governments, economies, cultures, ethnic groups 

and religions (1992, p. 478). 

Their argument dismisses the collective challenges faced by Africa as a continent. However, 

Engel (2013, p. 198) reiterates similar sentiments by pointing to a growing divide between the 

AU Member States regarding good governance, democracy and human rights issues, as 

evidenced by the sluggish ratification of the African Charter on Human and Peoples Rights 
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(ACHPR).54 In a critique of the above, Buzan and Wæver (2003, p. 40) state that regional 

organisations are dependent on the actions and interpretations of actors, not just reflection 

processes of the distribution of power. Hence, regional security complexes are crucial in 

understanding the regional security dynamics. On the contrary, Williams (2007, p. 254) argues 

that the above realist narrative is empirically and conceptually flawed to analyse the security 

dynamics of contemporary Africa. Hence, while scholars like Goldgeier and McFaul (1992, p. 

475) or Buzan and Wæver (2003, p. 40) explain Africa’s regional organisations as caught up in 

the regionalisation of international security, they ignore indigenous regional parallel challenges 

influencing the need to establish security organisations functioning to cooperate intelligence.  

Buzan and Wæver (2003, p. 219) argue that the postcolonial state and rapid decolonisation lie 

at the centre of African problems necessitating regional organisations and intelligence 

cooperation. The incompatibility resulting from transplanting Westphalian international 

relations created weaknesses that have remained vital in Africa’s political, social and economic 

authority. Hence, according to Buzan and Wæver (2003, p. 219), Africa’s security failure largely 

hangs on the failure of the postcolonial state. Writing in fundamental opposition to Buzan and 

Wæver, Abass (2010, p. 249) argue that Africa faces “mammoth crises” which cannot be 

explained by one factor and one factor alone. However, Abass (2010, p. 248) acknowledges 

that regional organisations were formed when most African countries were just coming from 

colonisation. The political mood was to consolidate political power. The consolidation of 

political power later challenged the region's stability by generating insecurities through 

dictatorship, civil wars, armed conflicts and anarchy. The above helps explain why the OAU was 

commonly accused of being a dictators’ club suffering from bureaucratic paralysis and 

indifference. Therefore, Buzan and Wæver (2003, p. 220) maintain that the weakening of 

African states necessitated the shift of authority and the remaking of regional organisations to 

address contemporary ills through coordination and cooperation. 

2.4 Intelligence Cooperation Typologies  

International intelligence cooperation has been academically categorised into different types. 

Theorists have evaluated the nature of cooperation based on the agreement signed between 

 
54 Also known as the Banjul Charter, the ACHPR is an international human rights treaty aimed at promoting and 
protecting human rights and fundamental freedoms on the African continent. A protocol to the ACHPR was 
adopted in 1998 but it came into effect in January 2005.  
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parties. As a major proponent, Sims (2020, p. 176 ) categorises intelligence cooperation into 

simple and complex, symmetric and asymmetric, adversarial, and bilateral or multilateral. First, 

simple intelligence cooperation involves intelligence collection capabilities and sharing only 

among concerned parties. Sims avers that a limited and symmetric liaison is when a devised 

cooperation is fixed on a single target important to both parties. On the other hand, complex 

intelligence cooperation involves fusing political, economic, military and or operational 

benefits. Sims states that in such an arrangement, one party might receive the benefits 

mentioned above in exchange for providing intelligence. In support, Richelson (2008, p. 312) 

states that ‘small nations’ benefit from access to technology and the intelligence produced. 

Second, according to Sims (2020, p. 177), symmetric intelligence cooperation involves a 

balanced exchange of intelligence between parties over time, while in asymmetric 

cooperation, one party benefits more. In symmetric, the cooperation remains consistently 

balanced over time. Sims added that the symmetric relationship is characterised by equity 

measured with direct gains, costs and losses. In contrast, Lefebvre (2003, p. 529) cautions that 

multiple variables and coincidence influence the breadths and depths of cooperation. 

Therefore, one party tends to benefit more than the other. 

Consequently, the relations of intelligence sharing are derived and sustained by a partnership, 

not equality (Wippl, 2012, p. 4). Svendsen (2008, p. 133) adds that international intelligence 

cooperation reflects an “uneven and combined development in action.” Intelligence 

cooperation is often described as a quid pro quo exercise, implying, therefore, that, in an 

instance, intelligence sharing is seldom fair (Clough, 2010, p. 601). In the long run of the liaison, 

equitable mutual benefits can be reaped (ibid.). However, regarding the asymmetric 

relationship, Sims (2020, p. 178) avers that partner countries cooperate based on some degree 

of specialisation. Sims outlines that asymmetric intelligence cooperation is, to some extent, 

characterised by shifts in allies or partners. Bigo (2019, p. 385) contend that “exchange has 

never meant equality of situation,” implying, therefore, that intelligence cooperation is highly 

differentiated.  

Third, Sims (2020, p. 179) theorise adversarial intelligence cooperation and defines it as the 

cooperation of intelligence between parties who have different interests. This category 

involves joint collection on behalf of a neutral third party, betraying allies and forceful 
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asymmetrical cooperation.55 Sharing intelligence is not considered partnering but a time-based 

compromise to forestall military or political action. Sims added that the adversarial cooperation 

could result from bargaining, blackmailing, back-scratching or where intelligence is exchanged 

under some degree of duress. Adversarial intelligence cooperation is tactical and risky (Aldrich, 

2002, p. 51; Clough, 2010, p. 602) but not unusual. Also, it can exist for years. Sims (2020, pp. 

179-180) cites the Warsaw Pact,56 USA-Syrian and Israel-Arab States intelligence cooperation57 

as epitomes of the above category. In support, Lefebvre (2003, p. 533) states that Israel has 

developed improbable ties with Arab and Muslim intelligence Agencies such as Jordan. Sims 

(2020, p. 180) underscores that adversarial cooperation of intelligence can stem from an 

asymmetric relationship and ineffective management of the cooperation.  

Fourth, Sims (2020, p. 180) develops an argument on bilateral and multilateral intelligence 

cooperation where the former is between two parties and the latter accommodates three or 

more parties. Within these categories, intelligence cooperation is driven by political necessity 

and challenging circumstances that require a collective defence. Lefebvre (2003, p. 533) argue 

that bilateral cooperation arrangements define the intelligence world. The development can 

rise out of a tactical deficiency of one party needing a compliment to fill the void. According to 

Richelson (2008, p. 308),  “intelligence cooperation can be differentiated along a number of 

dimensions which impact on the extent of potential benefits and costs associated with 

intelligence cooperation.”  

 
55 The risk of forceful asymmetrical cooperation and betraying allies lead to carefully negotiating the parameters 
of intelligence cooperation. States may influence the risks and benefits of intelligence liaisons. The conditions 
include the kind and degree of information to be provided, the status of people and facilities, and how intelligence 
will be utilised and safeguarded after it has been transferred. However, since intelligence liaisons are infused with 
both cooperative and competitive motivations, adherence to these conditions is seldom guaranteed. For instance, 
Israel manipulated its asymmetrical relationship with the US to effectively use the latter’s apparatus to its 
advantage by targeting, in 1981, Osirak nuclear reactor in Iraq (Sims, 2006, p. 204; Sepper, 2010, p. 165; 
Manjikian, 2015, p. 698). Another example is the US and Ethiopian intelligence cooperation. Ethiopia has stymied 
US intelligence collecting efforts inside its borders, removed Ethiopian liaison personnel from cooperative 
intelligence operations and utilised shared information in ways that contradict US expectations. The US 
has responded through a combination of compromises aimed at maintaining the liaison and warnings aimed at 
constraining tendencies of its ally – Ethiopia (See Odinga, 2017).  
56 The Warsaw Pact was a counter system of technical intelligence collection between the Soviet Union and its 
allies. It was signed on 14 May 1955 as the Warsaw Treaty of Friendship, Cooperation and Mutual Assistance 
between the Soviet Union and Albania, Bulgaria, Czechoslovakia, East Germany, Hungary, Poland and Romania. 
The Soviet Union orchestrated the Warsaw Pact as a reaction against the integration of West Germany into NATO. 
The result was the establishment of the Warsaw Treaty Organization.  
57 The adventurism of Iran, as well as several other regional security developments, have resulted in a historic 
convergence of security interests between Israel and the Persian Gulf Arab States. Consequently, premonitions 
of brewing insecurities have pushed some Arab States and Israel into closer cooperation of security.  
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Lefebvre (2003, p. 537), on the other hand, argues that multilateral arrangements are not so 

popular as they are “mostly neglected” because of “security reasons.” Richelson (2008, p. 308) 

contends that bilateral or even multilateral agreements, in some cases, may intersect. Cases in 

point are the UKUSA and the Commonwealth SIGINT Organisation agreements. Lefebvre 

(2003, p. 537) outlines that multilateral intelligence cooperation is primarily political and highly 

formal, supporting “agreed-upon policy objectives” between nations. 

2.5 Intelligence Cooperation Methodologies  

The use of viable methods is championed by Svendsen (2012a, p. 83) to provide a 

comprehensive insight towards studying intelligence cooperation effectively. Svendsen 

(2012a, p. 5) assert that intelligence cooperation is “under-researched and under-theorised” 

because of methodological shortcomings and challenges. To address the shortcomings, 

Svendsen applies a combined methodological tool of in-depth presentation of primary sources 

followed by thorough analysis. Svendsen (2012a, p. 83) asserts that “in the ‘rawness’ of their 

presentation, they directly communicate several detailed insights.” The use of open sources 

and archival documents provides textual exploration, insights, analysis and disclosure, which 

help fill and bridge perceived imbalances and gaps. Svendsen (2012a, p. 16) asserts that 

intelligence cooperation might seem technical, but much is meant considering how it is 

associated with ‘epistemologisation’ and ‘professionalisation’ of the dynamic processes of the 

intelligence community in the contemporary world. Svendsen further states that intelligence 

has evolved from informal to formal, legitimate and institutional practices. The substantial 

change and transformation, through international institutions, facilitated the cooperation of 

intelligence. In this vein, international intelligence cooperation is but a product of the evolution 

of intelligence.  

Furthermore, Svendsen (2012a, p. 44) asserts that scholars researching intelligence 

cooperation face several limitations and challenges in examining its professionalization and 

globalization. These challenges are mainly attributed to the secretive nature of intelligence in 

general and “official active discouragement of researching intelligence liaison” (Svendsen, 

2012a, p. 49). Research in intelligence cooperation is challenged by a wide range of official 

rules and guidelines. Svendsen states that scholars face challenges of studying intelligence 

cooperation coming from one particular fixed theoretical position. Intelligence cooperation 

studies overlap with various academic disciplines extending deeper into a contemporary 



48 
 

 

historical context. Intelligence cooperation dynamics and ethics also affect how it is studied as 

some areas remain fenced off. Svendsen (2012a, p. 50) states that most intelligence 

researchers are faced with the challenge of drafting a practical research question as there is a 

deficit of sources depicting intelligence cooperation underway in real-time. The sources are 

usually leaked to the media or made available after they have been declassified in decades.  

In support, Gerges (2005, p. 277) states that the persistent lack of declassified documents, 

source verification and information management can significantly complicate the research 

process. According to Svendsen (2012a, pp. 52-53), this helps explain why most literature on 

intelligence liaison is long-term and historically oriented after archived documents have been 

declassified and made available.58 Therefore, because of the intersection of these challenges, 

intelligence cooperation is under-researched and under-theorized or haphazardly theorised 

(Svendsen, 2012a, p. 45).  

Svendsen (2012b, p. 75) critiques contemporary intelligence cooperation methodological 

approaches by stating the need for an applied form of intelligence studies that are active and 

purposeful. The methodological operationalisation of intelligence cooperation into operational 

intelligence will help position intelligence cooperation as proactive rather than reactive and 

following events as they transpire. Marrin (2011, p. 8) reiterates the above by underscoring 

the need to operationalise and strategize contextual action research within intelligence 

cooperation, which is compatible with the complexity of globalisation processes. The 

reconfiguration is essential, bearing in mind the dynamic nature of intelligence cooperation 

and the central role taken by intelligence in leadership and decision making.  

Hughes et al. (2008, p. 2) state that “interpretation of the archival record … lies at the heart of 

historical enquiry.” They add that the study of intelligence cooperation raises many of the same 

epistemological and methodological problems challenging the study of globalization. There are 

difficulties associated with searching, interrogating and accessing primary sources such as 

archives. In support of the above, Svendsen (2012a, p. 52) contends that researchers lack 

access to primary sources. This lack often leads researchers to  

 
58 In the 1980s, both the UK and the USA declassified a large number of intelligence files from WWII, including 
battlefield signals intelligence records. The data available to scholars on both sides of the Atlantic increased 
dramatically, and practitioners were able to draw on previous instances of intelligence operations and institutions 
to demonstrate general themes about the field (see Warner, 2014; Johnson, 2014).  
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increasingly depend upon sources such as official strategy documents released 

for public consumption, think-tank and media output, and their own semi-

structured (‘elite’) interviews they have conducted … (p. 53).  

The above-outlined methods offer much practical use when drawing history and theory 

together.  

The dominant standard method for studying intelligence cooperation in the available literature 

and debates is archival research. Hugh et al. (2008, p. 13) caution that while the use of archival 

material is significant, it, however, faces significant limitations from the paucity of available 

sources. While the scarcity of archives is underscored in the reviewed literature, Aldrich (2001, 

p. 6) cautions researchers for seeing archives as an “analogue of reality.” The academic 

argument is that official records are written, classified and declassified for a purpose as sources 

reflect the misperception and bias of the author. Rosenbaum (1998, p. 225) quotes the British 

historian Hugh Trevor-Roper who demanded three questions to be asked on each document. 

These are: is it genuine; was the document written by a well-informed person; and why does 

it exist? Hugh et al. (2008, p. 27) maintain that researchers must interrogate archives with 

scepticism to avoid simply ‘parroting’ the archival record in a vain attempt to understand the 

past. Scarcity and relative truths limit the utilisation of archives as an exclusive representation 

of the present reality or the past. Despite the limitation, Hugh et al. (2008, p. 26) aver that 

documentary records remain by far the best available primary sources. Therefore, a researcher 

should devise a conceptual and philosophical framework in archival research.  

2.6 Chapter Summary  

Africa’s security-related debates on security challenges, intelligence cooperation and global 

peace have attracted regional and international attention. The changing nature of regional 

organisations towards intelligence cooperation has renewed debates not only on African 

security but also on processes of regionalisation and globalism. The chapter has attempted to 

present academic debates on the emergence, causes and processes of intelligence 

cooperation in international and regional organisations. Reviewing a range of previous studies 

has set a background for investigating the study's objectives. Sources reviewed are current and 

balanced. However, some of them do not specifically address the problem of intelligence 

cooperation. Though some of the reviewed literature has attempted to trace and debate the 
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inception of intelligence cooperation, it has not been done in particular reference to any 

theoretical framework.  

Multiple scholars have explored, analysed and debated the institutions and dimensions of 

security dynamics in Africa. Nevertheless, hardly any have focused explicitly on the 

contributions of intelligence cooperation to the African peace and security landscape. 

Consequently, there is an undersupply of academic literature on intelligence sharing 

contributions to regional and continental organisations. Also, questions arise regarding its 

cooperation and implementation. While its existence and the cause of its existence are public 

knowledge, its implementation remains shadowy. There is a need, therefore, to examine the 

contributions of intelligence cooperation to the implementation of the APSA. Therefore, the 

subsequent chapter reconstructs the APSA by examining the relations and arrangements of 

the pillars. In so doing, it explores and discusses in detail the contributions made by various 

forms of intelligence to the implementation of the APSA.  
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Chapter Three 

The African Peace and Security Architecture 

3.1 Introduction  

The APSA is a crucial operational structure of the AUC for ensuring peace and security. For it 

to retain efficacious results, it has to be effectively implemented. Implementation of the APSA 

follows a holistic approach (AU PSC, 2015a, para. 5) where issues relating to the promotion of 

a peaceful and stable Africa are linked together to anticipate, prevent, manage, and or resolve 

conflicts. The underlying basis for APSA is primarily derived from the 2000 Constitutive Act of 

the AU (OAU 2000, §3 (f)) and the 2002 PSC Protocol (African Union, 2002, §2). It is also 

partially underscored in the AU and RECs 2008 MoU (African Union, 2008, §3) and the 1999 

Tripoli Declaration on the Elimination of Conflicts and the Promotion of Sustainable Peace 

(African Union, 1999, para. 1-24). 

As an ambitious comprehensive framework, the APSA guides the PSC in its mandated 

endeavours. The pursuit of peace and security involves, but is not limited to, peacekeeping and 

enforcement missions, mediation, and post-conflict reconstruction and development. Despite 

the broad gamut of responsibilities, the PSC was requested by the AU Assembly to “put a 

particular emphasis on conflict prevention and post-conflict reconstruction” (AU Assembly, 

2006b, para. 3). Thus, in its entirety, the APSA – and other AUC instruments – primarily function 

as a tool for preventive diplomacy (AU PSC, 2015a, para. 2). This chapter outlines the 

implementation of the APSA through descriptions and analysis. The descriptions of the 

structure and framework of the APSA are necessary for conceiving an overall understanding of 

how it functions. The historical descriptions help reconstruct processes and procedures as they 

transpired and the reason behind their emergence. Implementation can be loosely translated 

into the performance of an obligation where a tool is used to put a plan into effect. The 

obligation mirror objectives of the APSA and what it seeks to achieve or sustain, while APSA, in 

itself, is the tool to materialise and achieve the set objectives.  

The general area of study has a few academic sources and fewer sources. Much emphasis has 

been placed on describing and analysing the structures of the APSA. However, this has been 

done without looking at how these contribute to implementing the APSA through intelligence 

cooperation. The nature of the available primary sources, reports and conference proceedings 
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(African Union, 2015a; African Union, 2019; World Peace Foundation, 2016) fails to examine 

critically, outline and contribute to the academic debate.  

3.2 Structure of the APSA 

Vanheukelom and Desmidt (2019, p. 4) contend that regional intergovernmental organisations 

in Africa prioritise matters relating to peace and security. Through the APSA, the AU ensures 

the management and prevention of conflict in the African continent. The APSA was established 

when the OAU (established in 1963) was transformed to the AU in 2002 (Desmidt, 2016, p. 4). 

Hence its foundation and operations are rooted within AU. Principally, the APSA was 

established as a “standing decision-making organ for the prevention, management and 

resolution of conflict” (African Union, 2015a, p. 12) in pursuant of: 

i. early warning and conflict prevention; 

ii. peace-making, peace support operations, peacebuilding and post-conflict 

reconstruction and development; 

iii. promotion of democratic practices, good governance and respect of human rights; and 

iv. humanitarian action and disaster management. 

 
Institutional structures of the APSA are the PSC, CEWS, Panel of the Wise, African Standby 

Force (ASF) and Peace Fund. Desmidt (2016, p. 5) describes the APSA as “a set of institutions 

and bodies with different mandates, objectives and compositions” while Koerner and 

Gebrehiwot (2013, p. 195) define these pillars as the APSA institutions. Also, the World Peace 

Foundation (2016, p. 20) states that APSA is a body of norms and instruments. According to 

Döring (2019, p. 61), the word architecture in the APSA “bears imagination of a fixed space”, 

but it advances past the simplified five pillars depiction. The five pillars have different sets of 

objectives but with the specific intent of furthering the maintenance and management of 

peace and security in Africa. Therefore, despite their operational differences, the five pillars 

possess many of the same fundamental objectives of the overall framework. 

According to Albuquerque (2016, p. 7), the PSC Protocol underscores two major principles 

against which the creation of the APSA should be understood. The two principles can be traced 

to creating African solutions for African problems and the AU having the right to intervene in 

extreme regional security issues or when asked to do so by a Member State. Hence, creating 
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the APSA was an endeavour to address underlying peace and security challenges and equip the 

AU with the capabilities and capacities to realise these goals. As an institutional infrastructure, 

the APSA has two connected layers consisting of its five original pillars, eight recognised RECs, 

two RMs59 and one independent and silent pillar – CISSA. Therefore, the relationship between 

these entities is central to the implementation and development of the APSA, whose functions 

underscore the importance of interdependence and cooperation between the pillars (Fisher 

et al., 2010, para. 50). 

Figure 1: Components of the APSA 

 

Source: European Court of Auditors (2018, p. 5). 

The MoU signed between AU and RECs in January 2008 epitomised the will of the APSA to 

realise its goals of stability, peace and security in Africa. However, according to a report by 

ACCORD (2013, p. 12), the implementation of the APSA’s instruments needs to be enhanced. 

The key is to implement commitments already undertaken by all involved stakeholders, from 

the Member States, RECs up to the AU. In support, Koerner and Gebrehiwot (2013, p. 96) 

outline the slow implementation of the APSA. Recurring conflicts in the Sahel, Horn of Africa, 

Great Lakes and West Africa, particularly Mali and Nigeria, prove the existence of the APSA’s 

implementation challenges to address conflict effectively. The implementation of the APSA has 

 
59 The North African Regional Capability (NARC) and the Eastern Africa Standby Force Coordination Mechanism 
(EASFCOM) 
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been reviewed twice in 2010 and 2014. The results indicate remaining challenges on the 

vertical integration of the APSA with the AU and the RECs and the coordination with and 

between other pillars (African Union, 2015a, p. 12). Without solid coordination of efforts on 

the established entities, the sustainability and implementation of the APSA and its subsidiarity 

translate into more questions.  

According to Fisher et al. (2010, para. 198), there is a general feeling that the APSA, in its 

current configuration, is neither comprehensive nor coherent as there are several security-

related developments that do not fall within the APSA mechanisms. Henceforth, the 

presentation of the APSA as comprehensive remains an imaginative prospect. Thus, when 

assessing the progress made by the APSA institutions, there is a need to look at the gap 

between set and met objectives. The APSA faces multiple constraints and challenges ranging 

from insufficient funding, institutional incapacity, administrative failures, inadequate skilled 

human resources, poor planning, poor coordination, lack of political will, and so on (Paterson, 

2012, p. 13). A capacity gap remains one of the significant challenges facing the APSA. For 

instance, the African led interventions have been undertaken against limited human, financial 

and logistical capacities. (Kuwali, 2018, p. 55). The simultaneous combination of these 

challenges incapacitates the APSA’s ability to conduct peace operations in Africa.  

Kuwali (2018, p. 55) argues that the APSA is a “two-legged tripod” because it has early warning 

mechanisms – CEWS – and early response mechanisms – ASF – but lacks adequate preventive 

mechanisms. The conceptual development of preventive action has not been matched to the 

political will of the Member States. Too often, responses by the PSC to African conflicts have 

been reactive (AU PSD, 2006c, para. 4), constituting mid and or post-conflict interventions. 

Therefore, by being reactive, the APSA lacks the required tools and capacity to deal with 

underlying causes of conflict. Although the PSC has continuously acknowledged the existential 

gap between early warning and early response for years (AU PSC, 2015b, p. 1), the disjunction 

between the two continues to be observed. The chain of challenges has prompted scholars like 

Bellamy et al. (2011, p. 308) to suggest that RECs might be better equipped to respond 

effectively and efficiently to peace and security threats. Unfortunately, the reality of their 

argument is yet to be practically verified. The following subsections question, assess and 

appraise the pillars of the APSA.  
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3.2.1 Peace and Security Council 

The PSC Protocol was adopted on 9 July 2002 in Durban, South Africa, entered into force on 26 

December 2003 and was fully operational on 16 March 2004 (African Union, 2019, p. 70). The 

PSC Protocol, the PSC rules of Procedure and the AU Constitutive Act provide operational 

guidance to PSC activities. The PSC Protocol underscored the strong will to strengthen the AU’s 

“capacity to address the scourge of conflicts on the Continent and to ensure that Africa, 

through the AU, plays a central role in bringing about peace, security and stability on the 

Continent” (African Union, 2002, §3). Through Article 5 (2) of the Constitutive Act of the African 

Union (OAU 2000, §5(2)), a decision was reached to establish a practical and operational 

framework to implement action plans and operational decisions relating to conflict prevention, 

peace-making and peace support operations and interventions. Through this operational 

structure, the PSC engages in peacebuilding and post-conflict reconstruction. However, 

despite the PSC's responsibilities, the AU Member States have the primary responsibility of 

undertaking conflict prevention endeavours (AU PSC, 2013a, para. 9). Commendable as one of 

the PSC mandates on conflict prevention may be, the body still has a long way to go in 

“examining potential crises situations before they degenerate into conflict” (AU Assembly, 

2006a, para. 4). 

According to William (2009, p. 604), the PSC did not emerge as part of the AU Constitutive Act. 

Instead, it was created for a particular purpose. Therefore, the PSC became a successor to the 

OAU Mechanism,60 which used to be an operational body mandated to make decisions on 

peace and security in Africa (African Union, 2019, p. 70). The move to replace the OAU 

Mechanism raised hopes on transforming peace and security efforts from being purely reactive 

to proactive (AU PSD, 2006c, para. 4). Also, the initiative gave the AU the power and jurisdiction 

to create and control peace and security pursuits rather than respond to emerging conflicts. 

Therefore, the launch of the PSC transformed efforts towards peace and security in Africa as it 

 
60 Salim Ahmed Salim, the then-Secretary-General of the OAU, first proposed the notion of a Mechanism for 
Conflict Prevention, Management, and Resolution in Dakar, Senegal in 1992. The inadequacies of the OAU's 
improvised security strategies sparked the idea. As a result, a new security agenda was needed, as well as an 
institutional framework to address insecurity. The Mechanism for Conflict Prevention, Management, and 
Resolution was adopted by Member States in Cairo in 1993, based on the recommendations of the OAU and 
International Peace Academy funded consultations. Eritrea and Sudan, on the other hand, expressed 
reservations. (See Muyangwa & Vogt, 2000). 
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solidified international engagement in the maintenance and pursuit of peace in Africa (Amani 

Africa, 2019, p. 1).  

The mechanism of intelligence cooperation within the APSA goes beyond the simplification of 

intelligence cooperation. The continental framework is constructed on structures, systems and 

arrangements (Tuinier, 2021, p. 116) beyond the predominant simplification. The interface of 

these entanglements implies intelligence cooperation and information exchange. It also 

illuminates its pursuit by the AUC and its various security institutions and frameworks. In its 

numerous communiqués, the PSC has ceremoniously reiterated how collaboration and 

cooperation between the AUC, RECs, Member States and other AU mandated entities is an 

essential prerequisite towards achieving peace and security on the continent (AU PSC, 2018a, 

para. 8; AU PSC, 2020b, para. 7). However, the PSC remains an “understudied institution in an 

undervalued part of the world” (Williams, 2009, p. 604) regardless of it being, arguably, “one 

of the AU’s effective entities” (Aning, 2013, p. 39).  

According to Article 3 of the PSC Protocol (African Union, 2002, §3), the objectives of the PSC 

are to:  

a. Promote peace, security and stability in Africa, in order to guarantee the 

protection and preservation of life and property, the wellbeing of the African 

people and their environment, as well as the creation of conditions 

conducive to sustainable development; 

b. Anticipate and prevent conflicts. In circumstances where conflicts have 

occurred, the Peace and Security Council shall have the responsibility to 

undertake peace-making and peacebuilding functions for the resolution of 

these conflicts; 

c. Promote and implement peacebuilding and post-conflict reconstruction 

activities to consolidate peace and prevent the resurgence of violence; 

d. Co-ordinate and harmonise continental efforts in the prevention and 

combatting of terrorism in all its aspects; 

e. Develop a common defence policy for the Union, in accordance with article 

4 (d) of the Constitutive Act. 
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f. Promote and encourage democratic practices, good governance and the rule 

of law, protect human rights and fundamental freedoms, respect for the 

sanctity of human life and international humanitarian law, as per efforts for 

preventing conflicts. 

The PSC is the central pillar of the APSA (African Union, 2015a, p. 53), acting as a standing 

decision-making organ. The PSC comprises 15 Member States where five runs for a three-year 

term and ten for a two-year term. Membership to the PSC is selected based on the principle of 

equitable regional representation and rotation and meeting all required constitutional 

governance and financial obligations (Fisher et al., 2010, para. 56).  

The function of the PSC relates to forecasting and mitigating human security concerns at a 

continental and regional scale. The PSC is the focal point for making decisions relating to 

managing or preventing insecurities in Africa as it provides a leading role in addressing conflict 

and crisis (African Union, 2015a, p. 54). To implement the above functions, the PSC strongly 

relies on intelligence. Hence, intelligence is shared between established regional and 

continental entities to materialise the objectives of the PSC. As the ‘main pillar of APSA’, the 

PSC furthers the objectives of the APSA by enhancing institutional capacities in peacebuilding 

through assisting in the restoration of the rule of law (African Union, 2002, §14(1)), thereby 

maintaining peaceful political and social environments. According to the APSA handbook 

(2015a, p. 14), the international community sees the PSC as “the centre of major decision-

making on peace and security on the continent.”  

However, the aforementioned ornate and fanciful description of the APSA is contradicted by 

Aning (2013, p. 216), who argues that  

the effectiveness of the PSC has constantly been called into doubt and critical 

questions were raised about its ability to perform beyond the institutional 

straight jacket within which the Commission seeks to place it.  
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The February 2005 Togo61 and August 2008 Mauritania62 coups d’état epitomises the 

challenges on the effectiveness of the PSC. Aning (2013, p. 220) further states that power 

wrangles between the PSC and the AUC weakens not only the effectiveness of these 

institutions but also how they implement their set objectives. Despite the progress made in 

setting up the APSA and its subsidiaries, a deficit remains on enforcement and compliant 

decision-making mechanisms. For Aning (2013, p. 212), the focus should be drawn to “the 

extent to which state compliance (Member States) with regime requirements (PSC) can be 

reconciled.” The PSC lacks an enforcement mechanism to ensure that the Member States 

comply with its decisions.  

Fisher et al. (2010, para. 58) posit that the PSC’s decision-making powers are vested in the 

Permanent Representative Committee (PRC).63 The PCR is obligated to meet twice a month, 

but it has been meeting more than five times since 2006. The Executive Council (EC)64 and 

Heads of States and Governments are other organs of the PSC that are mandated to meet at 

least once a year. As the central pillar of the APSA, the PSC has been the most visible 

component holding multiple meetings and authorising the deployment of peacekeepers to the 

Union of the Comoros (AMISEC),65 Sudan (AMIS)66 and Somalia (AMISOM).67 However, Fisher 

et al. (2010, para. 68) posit that there is a significant gap between the PSC’s political will to 

authorise the deployment of peacekeepers and the ability of the AU to implement them. The 

 
61 After the death of the President Gnassingbe Eyadema his son Faure Gnassingbe was named president by the 
army against the constitutional provisions which positioned the Speaker of Parliament to be made a provisional 
leader pending the presidential elections. The move was condemned as a military coup d’état (see Banjo, 2008).  
62 On 6 August 2008 Sidi Mohamed Ould Cheikh Abdallahi – Mauritania’s first democratically elected president – 
was deposed by the former chief of staff of the Mauritanian army General Mohamed Ould Abdel Aziz (see N’Diaye, 
2009).  
63 The PRC is made up of Permanent Representatives to the AU and other plenipotentries of the Member States. 
It is mandated to carry out day to day duties of the AU on behalf of the Assembly of Heads of State and 
Government and the Executive Council. 
64 Answerable to the Assembly of the AU, the EC is made up of foreign ministers or other authorities appointed 
by Member States. It takes decisions and coordinates on policies in areas which are of common interest to the 
Member States.  
65 The African Union Mission for Support to the Elections in Comoros (AMISEC) was deployed between April and 
May 2006 at the request of the government of the Union of the Comoros. AMISEC was made up of 462 military 
and police personnel with three quarters of the personnel drawn from South Africa. Its mandated period ended 
on 9 June 2006 (see Svensson, 2008).  
66 The African Union Mission in Sudan (AMIS) was operationalized in June 2004 with an initial force of 150 soldiers 
to perform peacekeeping operations in the western region of Darfur. In the second half of 2005, the number of 
the personnel had increased to 7700. AMIS was replaced when the United Nations – African Union Mission in 
Darfur (UNAMID) assumed operational control by the end of 2007 (see Luqman, 2012).  
67 The African Union Mission in Somalia (AMISOM) was created in January 2007 as a regional peacekeeping 
mission and it has been active and operational since February 2007 with a multinational force of 22 000 personnel 
(see, Williams, 2009; 2018).  
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monthly rotational chairpersonship of the PSC burdens the Secretariat. It comprises four 

professional staff and creates challenges to the PSC, possibly affecting its effectiveness.  

According to ACCORD (2013, p. 53), the AUC and PSC need to strengthen their political 

instruments to implement and enhance peace missions. In the same line of argument, Williams 

(2009, p. 609) states that the PSC is not entirely devoted to preventing conflict or addressing 

structural issues encouraging bad governance. It has been proven by the PSC’s actions of 

addressing conflict after it manifests. The PSC is reluctant to address authoritarian regimes. A 

case in point is how it ignored, for years, the human rights violations and political conflicts in 

Zimbabwe spearheaded by Robert Mugabe and the Zimbabwe African National Union-Patriotic 

Front (ZANU-PF).68 Also, never has the PSC been confronted by a situation that looks like 

Rwanda today. The alleged genocide in Tigray, the northern region of Ethiopia, is also a case in 

point. Ethiopia experienced a civil war from 4 November 2020 to 28 June 2021 between the 

Ethiopian Federal Government and Tigray People's Liberation Front (TPLF), yet the AU and the 

PSC have been quiet about it.69 This is regardless of how the AUC has the mandate to address 

these issues and how it is headquartered in the same country where the alleged crimes are 

being committed. The silence is being exercised despite “persistent and credible reports of 

grave violations” (OHCHR, 2021, p. 1) issued by reputable entities like the UN,70 International 

Crisis Group71 and Amnesty International.72   

Therefore, human rights violations continue to take place in regional Africa even though the 

PSC forms a vital part of Africa’s human rights system enshrined in article 19 of the PSC Protocol 

where the PSC “shall seek close cooperation with the African Commission on Human and 

Peoples’ Rights” (African Union, 2002, §19). Reproaches made by Williams need to be 

evaluated considering the time-lapse from the date of publication to contemporary realities. 

In between, intelligence cooperation agreements, like the Nouakchott Process (2013) and the 

Djibouti Process (2015) (see chapter six), have been implemented, impacting, therefore, the 

overall function of the PSC. 

 
68 ZANU-PF is a political organisation and a ruling party in Zimbabwe since 1980.  
69 Interview, Head of CPEWD, Addis Ababa, 2 August 2021. 
70 See UN High Commissioner for Human Rights Press Statement (2021) 
https://www.ohchr.org/EN/NewsEvents/Pages/DisplayNews.aspx?NewsID=26838&LangID=E. 
71 See International Crisis Group (2021) https://www.crisisgroup.org/africa/horn-africa/ethiopia/b171-ethiopias-
tigray-war-deadly-dangerous-stalemate. 
72 See Amnesty International (2021). 

https://www.ohchr.org/EN/NewsEvents/Pages/DisplayNews.aspx?NewsID=26838&LangID=E
https://www.crisisgroup.org/africa/horn-africa/ethiopia/b171-ethiopias-tigray-war-deadly-dangerous-stalemate
https://www.crisisgroup.org/africa/horn-africa/ethiopia/b171-ethiopias-tigray-war-deadly-dangerous-stalemate
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Williams (2013, p. 8) devises a framework for evaluating the PSC where three dimensions of its 

activities can be used. Williams utilises the PSC’s working methods, collective actions and the 

content of its official statement, therefore, allowing the PSC to be evaluated “as both an actor 

and a political arena” (ibid.). While evaluating the performance of the PSC, he focuses on how 

relevance, productivity, appropriateness and efficiency can be measured. According to Levitt 

(2003, p. 116), the PSC seems to be “more democratic than its UN counterpart”, considering 

how it does not have permanent membership or any veto power. However, the 

implementation of the APSA must also be traced from decisions made, action plans and results 

achieved. Despite being established alongside the AU, there have been urgent calls to finalise 

the operationalisation and acceleration of the processes of the APSA (AU Assembly, 2011, para. 

4). On the other hand, the efficacy of the PSC has continuously been doubted (Aning, 2013, p. 

216), and many African states do not take the PSC seriously (Williams, 2009, p. 618), evident 

through a perpetual and chronic deficit in human and financial support. The failure to generate 

such commitment has been the most fundamental source of many problems faced by the PSC 

(Williams, 2013, p. 18). 

The AU Assembly has celebrated the PSC as a credible body playing a crucial role in realising 

the “mandate entrusted to it” (AU Assembly, 2006a, para. 1). However, Aning (2013, p. 25) 

contends that to fully evaluate the functioning of the PSC, the secrecy of how it works need to 

be publicly assessed objectively. It remains a “young organisation” (Aning, 2013, p. 24) trying 

to position itself. On the other hand, the lack of resources hampers the PSC’s ability to realise 

its objectives. Beyond its capacities, the PSC remains ill-equipped to lead peace missions 

requiring large numbers of personnel (Williams, 2009, p. 622). The PSC is but one of many 

underfunded continental institutions. However, the duties and obligations of the PSC 

cooperate with various entities. Therefore, the PSC’s failures cannot be attributed to the PSC 

and the PSC alone. Notwithstanding, it is expected to play a leading role in coordinating Africa’s 

peace and security efforts.  

3.2.2 Panel of the Wise 

As a component of the APSA, the Panel of the Wise was established under Article 11 of the PSC 

Protocol (African Union, 2002, §11) and inaugurated in 2007 as a politically independent 

advisory mechanism. According to the AU Handbook (2019, p. 76), the Panel is one of the 

critical pillars of the APSA. It was devised as a conflict prevention instrument. The Panel was 
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established to support conflict prevention efforts of the PSC and the Chairperson of the 

Commission. The Panel is a group of five highly respected African personalities from various 

segments of society who have made outstanding contributions to the cause of peace, security 

and development of the continent” (African Union, 2002, §11 (2)). The Panel reports to the 

PSC and the Assembly through the PSC. The Panel also advises, mediate and engages in 

preventive diplomacy. It is mandated to:  

• support and advise the effort of the chairperson of the commission and the 

AU, PSC, in the area of conflict prevention; 

• Advise both the Commission and Council on issues that are necessarily 

considered by the policy organs of the AU such as the issues of impunity, 

justice and reconciliation as well as, women and children in arms conflicts 

and its impact on the most vulnerable ones; 

• use its good offices to carry out conflict mediation and broker peace 

agreements between warring parties; and 

• help the AU Commission in mapping out threats to peace and security by 

providing regular advice and analysis and requesting the Commission to 

deploy fact-finding or mediation teams to specific countries (African Union, 

2019, p. 76) 

Each member is selected from one of the five regional groups of the AU (African Union, 2019, 

p. 76) by the AU Assembly on the recommendation of the Chairperson of the Commission.  The 

PSC Protocol states that, at the request of the PSC or its initiative, the Panel “shall undertake 

such action deemed appropriate to support the efforts of the PSC and those of the Chairperson 

of the Commission to the preventions of conflicts” (African Union, 2002, p. 11). According to 

Bah et al. (2014, p. 55), the clause diversely mandates the Panel to interfere in any situation 

on the continent. In the pursuits of peace – from July 2002 to the present – the Panel has been 

implemented only once. Although Article 19 of the OAU Charter established the Commission 

of Mediation, Conciliation and Arbitration (CMCA)73 in July 1964, it was never made operational 

(African Union, 2014a, p. 34). The OAU Mechanism later replaced it in 1993. Hence, the Panel 

 
73 The CMCA was established as a mechanism to settle disputes among Member States by peaceful means.  
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did not evolve from the previous OAU. It was a new initiative established under the PSC 

Protocol.   

The mandate of the Panel especially advising the PSC and the AUC Chairperson or facilitating 

channels of communication between the two concerning parties involved in a conflict shows 

how instrumental the panel is in implementing the APSA. According to Fisher et al. (2010, para. 

166), the Panel has mainly focused on three peace and security themes which are Women and 

Children in Armed Conflicts in Africa, Election-Related Conflicts, and Justice and National 

Reconciliation. Regarding monitoring elections, related electoral violence and disputes, the 

role played by the Panel since 2008 has been celebrated (AU Assembly, 2015, para. 172). 

However, the Panel has a shortfall of focusing on mushrooming consequences of election 

disputes instead of addressing related electoral violence before it erupts. The operational lapse 

suggests a weak interconnection between the Panel and its sources of predictive intelligence, 

such as early warning. On Women and Children on Armed Conflict, the Panel recommended 

establishing FemWise-Africa - Network of African Women in Conflict Prevention & Mediation 

(see sub-section 3.2.2.2).  

Despite mediation being one of its roles, Gomes-Porto and Ngandu (2014, p. 184) caution that 

there is a significant misapprehension of perceiving the Panel of the Wise as a mediating body. 

These functions were elaborated in the Modalities for the Functioning of the Panel of the Wise 

adopted in November 2007 where, under the Modalities of Action, it was explicitly outlined 

that the Panel is not a mediating body (Fisher et al., 2010, para. 156). Its central role is to bring 

emerging issues relating to conflict prevention to the attention of the PSC. To inform itself on 

these peace and security developments, the Panel utilises and rely on information sourced 

from the CEWS. Operationally, the Panel's Secretariat is within the Conflict Management 

Division (CMD) of the AUC, where it has an inadequate staff of two secretaries and one 

administrative assistant. Therefore, there is a “mandate-resource gap” (Fisher et al., 2010, 

para. 171) on the objectives and functions of the Panel.  

Based on the modalities of collaboration between the PSC and the Panel, the former can 

request the latter to meet at any given time. The Panel is expected to have one joint meeting 

with the PSC per year, but it was later decided in 2009 that the two structures must aim to 

meet three times a year (Abdellaoui, 2013, p. 63). The Panel is expected to select, prioritise 

and monitor three conflict situations per year. As part of its mandate, the Panel can make 
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pronouncements on issues of relevance and select its theme of the year. Panel members are 

not expected to hold political office. The Panel is required to give detailed reports to the PSC 

about its activities and bi-annual reports to the Assembly. Apart from the PSC and the 

Chairperson of the AUC, there are no other public records of cooperation between the Panel 

and other AU organs (Abdellaoui, 2013, p. 62).  

Nathan et al. (2014, p. 53) contend that despite the good working relations with the PSC, the 

operational roles of the Panel are unclear as there is no evident epitome on the type of advice 

the PSC requires the Panel to provide. On its role of conflict prevention, there is no clear 

emphasis on what stage the Panel should start the prevention process (Fisher et al., 2010, para. 

167). Therefore, questions arise as to whether the Panel is for advocacy or, as misconceived, 

mediation. The APSA Assessment Report74 of 2014 recommends that the AU decide whether 

the Panel should become a mediating body or support preventive diplomacy initiatives. 

Nevertheless, the former is problematic considering how the Panel is not a standing body. The 

former position may not suit the Panel, considering how “it has only met twice a year in the 

seven years since it was created” (Albuquerque, 2016, p. 13). These challenges may help 

explain why the Panel has recorded modest results in its core functions. 

3.2.2.1 Pan-African Network of the Wise  

The Pan-African Network of the Wise (PanWise) was conceived as a subsidiary of the Panel of 

the Wise during their retreat in Ouagadougou, Burkina Faso, in May 2013 following a decision 

of the AU Assembly (African Union, 2019, p. 78). PanWise was officially endorsed as a 

subsidiary of the Panel of the Wise during the AU summit on 29 July 2017. It was established 

to create a mediation network and a greater degree of collaboration in conflict mitigation and 

prevention between the AU and the RECs. It was established as a collective framework to 

harbour mediation actors and mechanisms such as the Panel of the Wise, AU Hight-Level 

Representatives and Special Envoys, Friends of the Panel of the Wise, Committee of Elders 

from COMESA, Panel of Elders from ECOWAS, Panel of the Wise from SADC, IGAD Mediation 

Contact Group, ECCAS, EAC, UMA and CEN-SAD (African Union, 2019, p. 78). Hence, PanWise 

comprises eminent personalities from the AU’s Panel of the Wise and similar mechanisms in 

the RECs.  

 
74 The report evaluates the progress made by the AU, RECs, RMs in the operationalisation of the APSA.  
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The establishment of PanWise deepened the functions and thematic reflections of the Panel 

of the Wise as it focused on key issues of concern (Gomes-Porto & Ngandu, 2015, p. 19). The 

cooperation of the Panel with similar regional mechanisms endeavoured to strengthen, 

harmonise and collaborate in addressing causes of conflict and its prevention under one 

collective effort. PanWise was mandated to work towards conflict prevention by utilising 

preventive diplomacy and expanding the peace and security agenda in Africa. The 

establishment of PanWise represented an excellent opportunity for developing and improving 

cooperation in the framework of peace and security in Africa (African Union, 2015a, p. 15). 

However, cooperation between the Panel and RECs has been outlined as "tentative” but 

effective (ibid).  

The uncertainty brought by the provisional nature of the collaboration brings to question the 

sustainability of results attained. With the rotational term nature of the Panel, coordinating 

efforts can be overlapping hence duplicating the preventive diplomatic processes. Inadequate 

interaction between the PSC, Panel of the Wise, the Chairperson of the AUC and Panel 

members in the AU led structured mediation engagements have been presented as challenging 

(African Union, 2015a, p. 17). It impacts the pace of processes and often results in a slow 

process of operationalisation.  

3.2.2.2 FemWise-Africa (Network of African Women in Conflict Prevention & Mediation) 

In 2010, after a long-term study and action plan to address sexual violence in armed conflicts, 

the Panel recommended establishing a formal network of women in mediation to monitor and 

influence decision making (FemWise-Africa, 2018, pp. 1-2). Consequently, the then AU Peace 

and Security Department (PSD) collaborated with the United Nations Entity for Gender Equality 

and the Empowerment of Women,75 the African Centre for Constructive Resolution of Disputes 

(ACCORD)76 and PanWise to convene a workshop in Constantine, Algeria, in December 2016 

under the theme “Silencing the Guns by 2020: Women’s Inclusion in Pre-Conflict Mediation, at 

the Peace table and Social Cohesion” (Makan-Lakha & Ngandu, 2017, p. 29). Over eighty 

women from twenty-four African countries took part in sharing experiences and identifying 

 
75 Also known as UN Women, the entity was established on 2 July 2010 to empower women and it became 
operational in January 2011.  
76 Formed in 1992, ACCORD is a South African based civil society working across Africa to formulate African 
solutions to insecurity and conflict on the continent.  
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“challenges and barriers to women’s active participation and discuss strategies to accelerate 

women’s agency in these efforts” (FemWise-Africa, 2018, p. 2).  

From this workshop, an idea of a formal and feminine legal network was formed. On 13 March 

2017, the AU PAPS endorsed the modalities of FemWise-Africa. During an Arria-formula 

meeting in New York on 27 March 2017, FemWise-Africa was endorsed by the UNSC (Makan-

Lakha & Ngandu, 2017, p. 30). On 4 July 2017, in line with the AU’s Assembly decision, 

FemWise-Africa was established as a network of African women in conflict prevention and 

mediation (African Union, 2019, p. 78). FemWise-Africa is located within the APSA as a 

subsidiary of the Panel with objectives of (FemWise-Africa, 2018, pp. 4-5): 

i. professionalizing the role of women in preventive diplomacy and mediation 

at Tracks 1,2 and 3 levels; 

ii. ensuring a channel for women’s meaningful and effective participation in 

peace processes, including as heads of official high-level mediation missions; 

iii. initiating women’s action that will catalyse and mainstream the 

engagement of women in mediation in line with the African Union’s “Agenda 

2063” and the global Sustainable Development Goals (SDGs); 

iv. bridging the gap between Tracks 1,2 and 3 mediation and synergising efforts 

towards inclusive peace processes with sustainable outcomes; 

v. strengthening the mediation intervention of FemWise-Africa with the 

facilitation of Quick Impact Projects and the establishment of local and 

national peace infrastructures as foundations and Launchpad for medium 

and longer-term initiatives that will ensure that stability and development 

take root. 

According to Makan-Lakha and Ngandu (2017, p. 30), the structure of FemWise-Africa includes 

a Steering Committee, the Assembly and the Secretariat. The Steering Committee includes 

female members of the AU’s Panel of the Wise, women representatives from the RECs, ten 

women from regional Africa representing the civil society and relevant directorates from the 

AUC. The Steering Committee advises on the network's activities, gives strategic guidance to 

the Secretariat, and reviews the network's annual work plans and membership accreditation 
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applications (ibid.). The Assembly is made up of all FemWise-Africa’s members. Its duties are 

to approve annual work plans and provide a platform for deliberations. The Assembly is obliged 

to meet once a year or conduct any other ad hoc meetings. The Secretariat is based in 

Ethiopia’s capital Addis Ababa at the AUC headquarters. Apart from coordinating activities of 

the network and implanting communication and outreach strategies, the Secretariat monitors 

and report on the activities of the network. It liaises between FemWise-Africa and other AU 

structures such as the African Governance Architecture (AGA)77 and the AU Gender 

architecture78 (Makan-Lakha & Ngandu, 2017, pp. 30-31).  

As a network, African women with different expertise, experiences, professions, and 

backgrounds were brought together for strategic advocacy, capacity building and networking 

aimed at actualising women’s role towards peace in Africa. Membership to FemWise-Africa is 

open to women who “have served and aspire to serve in the conflict preventative actions and 

mediation activities” (Makan-Lakha & Ngandu, 2017, p. 31). The establishment of FemWise-

Africa promotes, encourages and engages women in conflict mitigation, prevention, and 

resolution. According to the AU (African Union, 2019, p. 78), the initiative was also aimed at 

addressing deficits to a “gender-sensitive and inclusive approached to mediation and conflict 

prevention.” Thus, through FemWise-Africa, the marginal role of women and the gender 

dimension of the conflict or post-conflict reconstruction were narrowed (FemWise-Africa, 

2018, p. 1).  

The establishment of FemWise-Africa realises the aims of the UNSC Resolution 1325 of 2000. 

Its objective is to increase women's participation and incorporate gender in peace and security 

efforts (UNSC, 2000, §1 (6)). To realise the vision of a secure and peaceful Africa, FemWise-

Africa collaborates with multiple actors. As a legal extension and instrument of the APSA, 

FemWise-Africa simultaneously strengthens the role of women in peace while contributing to 

and implementing the objectives of the APSA in advocating and formulating the commitment 

of women in peace and security in Africa. 

 
77 The AGA serves as a forum for discussion among the different stakeholders charged with promoting good 
governance and bolstering democracy in Africa. It aims to put into practise the African common values enshrined 
in the Constitutive Act of the AU and the African Charter on Democracy, Elections, and Governance (ACDEG). 
78 The AU Gender Architecture is entrenched in the 2009 AU Gender Policy, and it encompasses legal mechanisms 
and policies that deal with the mainstreaming of gender, peace, and security.  
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3.2.3 Continental Early Warning System  

The CEWS was established as part of the APSA under Article 12 of the PSC Protocol (African 

Union 2002, §12). The CEWS is utilised as a conflict prevention tool. It was positioned to 

anticipate conflicts and facilitate their prevention by providing timely intelligence about 

evolving violent conflicts (African Union, 2002, §12 (1)). Therefore, the CEWS was devised as 

“an instrument of choice for the development of preventive options and the deployment of 

preventive action” (Wane et al., 2010, p. 94). The CEWS collects and analyses multiple variables 

related to conflict outbreaks in the AU Member States (Albuquerque, 2016, p. 13). Gathered 

information given to the AUC Chairperson advises the PSC on threats to peace and security in 

Africa and possible courses of action. Under Article 12 (7) of the PSC Protocol, 

The Chairperson of the Commission shall, in consultation with the Member 

States, the Regional Mechanisms, the United Nations and other relevant 

institutions, work out the practical details for the establishment of the Early 

Warning System and take all the steps required for its effective functioning.  

According to Wane et al. (2010, p. 92), the CEWS is an open-source system79 that utilises the 

information collected from different sources but mostly use the information generated by the 

AUC itself. Collected information is open-sourced from RECs EWS, early warning officers, 

liaison offices, AU field mission, governmental and intergovernmental actors, et cetera. As one 

of the pillars of the APSA, the CEWS is positioned as a centre to monitor, collect and analyse 

data. The CEWS consists of an observation and monitoring centre, known as “The Situation 

Room”, located at the Conflict Prevention and Early Warning Division (CPEWD) of the Union 

(African Union, 2002, §12 (2)) and monitoring and observation units of the Regional 

Mechanism linked to the Situation Room.  

The objectives of the CEWS rotate around timely advice on the emergence of conflicts and 

threats to peace and security. Data and information are sourced and coordinated from RECs 

such as IGAD, ECOWAS, and SADC. Each of these regional entities has Early Warning Systems 

EWS within specific functions at the regional level and coordinating intelligence with the CEWS. 

 
79 Open-source systems generate Open-source Intelligence (OSINT). The latter is Information that is derived from 
publicly accessible sources, gathered, processed, and distributed in a timely way to decision-makers for the goal 
of meeting an identified intelligence need. For a more detailed analysis on OSINT see Shulsky & Schmitt (2002); 
Pringle (2003); Gibson (2014); Hribar et al. (2014); Miller (2018); Evangelista et al. (2021). 
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The CEWS operates 24/7 to monitor information and collect data on ongoing and potential 

conflict situations in Africa (African Union, 2019, p. 78). The main goal of the CEWS is to provide 

early warning intelligence to the PSC on the state of affairs that can escalate into conflict for it 

to act preventively. The system analyses collected data and collaborate with other relevant 

international organisations, research centres, academic institutions, et cetera (African Union, 

2015a, p. 26) with the objective intent to advise the PSC on potential threats and conflicts to 

peace and security in Africa. The sourced information is presented daily or weekly and 

sometimes immediately, considering the severity of the matter (Albuquerque, 2016, p. 13). 

Hence, through early reporting and information analysis, the CEWS advances the 

implementation of the APSA.   

Albuquerque (2016, p. 13) cautions that although the CEWS has made progressive 

developments since its inception in 2002, “… experts suggest that two core issues are currently 

limiting its effectiveness.” The acquisition and distribution of information are inadequately 

worsened by the low connectivity between the continental and regional early warning systems. 

EAC, ECOWAS and SADC are the only RECs that have their EWS connected to the CEWS. The 

deficit limits the system's reach to broadly obtain information related to crucial conflict 

variables across the continent (Nathan et al., 2014, p. 12).  

The second issue limiting the effectiveness of the CEWS is the disconnection between early 

warning and early response (ibid). In a similar line of argument, Kuwali (2018, p. 49) contends 

that the CEWS continues to lack the capacity to analyse conflict-related raw data as it has a 

limited number of experienced and highly trained analysts. Challenges remain to be vigorously 

addressed, including the weak linkage between early warning and early response by decision-

makers” (African Union, 2015a, p. 16). The adoption of the Framework for the 

Operationalisation of the CEWS in December 2006 enabled the CEWS to provide up to date 

and reliable information on the conflict in the region (Fisher et al., 2010, para. 83). However, 

its full operationalisation is yet to be achieved as it is understaffed and underequipped.  

For more on the CEWS, see chapter four.  

3.2.4 African Standby Force 

The ASF was established as AU’s conflict management tool in 2002. The principle of 

intervention underscored in the Constitutive Act of the AU (OAU, 2000, §4 (h) (j)) was the basis 
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to which the idea of the ASF was established as an intervention instrument of the PSC. To a 

certain extent, therefore, the ASF is simultaneously a critical instrument of the PSC and a critical 

pillar of the APSA because it typifies ‘boots on the ground’ for continental peace, security and 

stability.  Thus, the directive of the ASF is inseparably tied to the objectives of the PSC (Dersso, 

2010, p. 6).  

Under Article 13 of the PSC Protocol, the concept to the ASF was initiated as a multidisciplinary 

standby contingent with civilian and military components derived from Member States (African 

Union, 2002, §13 (1)) through five mapped out territorial regions. Döring (2019, p. 71) cautions 

that the ASF must be perceived from its interconnections beyond the “territorial like 

imagination.” The five regional standby forces of the ASF are drawn from sub-regional brigades. 

These are the: Southern African Standby Force (SAFS), Eastern Africa Standby Force (EASF), 

ECOWAS Standby Force (ESF), North African Regional Capacity (NARC), and Central African 

Standby Force (CASF). Döring (2018, p. 32) avers that these make up the “ASF geography.” 

The Policy Framework for the Establishment of the ASF was adopted by Chiefs of Staff and 

Member States’ Ministers of Defense in January 2004 and approved by African Heads of State 

in July 2004. The PSC is responsible for policy guidance and supervision of the brigades of the 

ASF (Fisher et al., 2010, para. 105). Furthermore, it is the responsibility of RECs to prepare the 

readiness of Regional Standby Capabilities. The PSC has the primary authority to recommend 

the deployment of the ASF for Peace Support Operations. During the 7th Ordinary Session of 

the Executive council in Sirte, Libya, in 2005, calls were made effectively to implement and 

operationalise the ASF and other pillars of the APSA (Fisher et al., 2010, para. 110). While 

progress has been registered, it remains proportionally relative. The ASF was intended to 

become operational in 2010. However, it missed the deadline and was moved to 2015 to be 

missed again. Since its establishment, there have been interminable calls to fully operationalise 

the ASF (AU PSC, 2020b, para. 3). 

The roles and functions of the ASF enable the PSC to perform its responsibilities concerning 

the deployment of peace support missions (Kuwali, 2018, p. 50). The initial concept of ASF was 

that of a quick reaction force to respond to the human security crisis by participating in peace 

support missions decided by the PSC or interventions authorised by the AU Assembly (African 

Union, 2015a, p. 36). Article 13 (1) and (2) of the PSC Protocol outline that (African Union, 

2002, §13 (1-2)): 
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1. In order to enable the Peace and Security Council to perform its 

responsibilities with respect to the deployment of peace support missions 

and interventions pursuant to article 4 (h) and (j) of the Constitutive Act, an 

African Standby Force shall be established. Such Force shall be composed of 

standby multidisciplinary contingents, with civilian and military components 

in their countries of origin and ready for a rapid deployment at appropriate 

notice. 

2. For that purpose, the Member States shall take steps to establish standby 

contingents for participation in peace support missions decided on by the 

Peace and Security Council or prevention authorised by the Assembly. The 

strength and types of such contingents, their degree of readiness and 

general location shall be determined in accordance with established African 

Union Peace Support Standard Operating Procedures (SOPs), and shall be 

subject to periodic reviews depending on prevailing crisis and conflict 

situations.  

The duties of the ASF revolve around strengthening the capacity of regional brigades for peace 

support operations (Nagar, 2018, p. 67). As a result of the slow operationalisation of the ASF, 

the AUC underscored the need for sub-regional brigades and RECs to redouble their 

operationalisation efforts (AU PSC, 2020b, para. 3). The efforts of ASF collectively help 

implement the APSA by performing functions in the following areas (African Union, 2002, §13 

(3)):  

a. observation and monitoring missions;  

b. other types of peace support missions; 

c. intervention in a Member State in respect of grave circumstance or at the 

request of a Member State in order to restore peace and security, in 

accordance with Article 4 (h) and (j) of the Constitutive Act; 

d. preventive deployment in order to prevent (i) a dispute or a conflict from 

escalating, (ii) an ongoing violent conflict from spreading to neighbouring 
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areas or States, and (iii) the resurgence of violence after parties to a conflict 

have reached an agreement; 

e. peace-building, including post-conflict disarmament and demobilisation; 

f. humanitarian assistance to alleviate the suffering of the civilian population 

in conflict area and support efforts to address major natural disasters; and 

g. any other functions as may be mandated by the Peace and Security Council 

or the Assembly.  

Therefore, to effectively implement the APSA, the practical operationalisation of the ASF 

require further improvement. The rapid deployment capability of the ASF has been on a 

promenade amble. The bureaucracy involved in deployment limits the operationalisation of 

ASF (Albuquerque, 2016, p. 17).  The PSC has the right to deploy the ASF, with express authority 

from the UNSC (Vines, 2013, p. 3).  However, ASF can only intervene with the authorisation of 

the AU Assembly. Albuquerque (2016, p. 18) argues that the subject of who has the directive 

to deploy the ASF is critical to AU’s conflict management endeavours. On another note, the 

ASF, as an instrument of peace operations, neglects – in design – other emerging security 

concerns such as piracy (AU Assembly, 2009a, para. 1), terrorism and code of conduct 

governing (AU Assembly, 2003, para. 4) security forces in the Member States. In this vein, 

Fisher et al. (2010, para. 188) aver that ASF is “confronted by a conceptual challenge” on 

managing and addressing conventional and emerging conflicts.  

The ASF framework outlined that by 2010 each of these five sub-regions must mobilise a 

capacity of 5,000 civilian, military and police personnel. From 13 to 29 November 2010, the 

capacities of the ASF and the AUC “to undertake multidimensional peace support operations” 

(AU Assembly, 2011, para. 3) were evaluated through the Amani Africa exercise. Though the 

ASF was declared operational during the 9th Ordinary Meeting of the Specialised Technical 

Committee on Defence, Safety and Security (STCDSS) held on 4 June 2016, the reality on the 

ground suggests otherwise. The report underscored that “the ASF has gained Full Operational 

Capability (FOC), following the successful conduct of the Amani Africa II Field Training Exercise” 

(AU STCDSS, 2016, para. 4 (c)). Despite being perceived as operationally effective on multiple 

levels, Rees (2015, p. 1) cautions that there is more to the ASF FOC “than getting boots on the 

ground.” It was further asserted in the 705th meeting of the PSC held on 26 July 2017. Though 
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the AU STCDSS declared the ASF to be at FOC, the AU Assembly (2016, para. 23) mandated the 

AUC to facilitate an evaluation mission to verify the FOC of the ASF. The verification headed by 

Professor Ibrahim Gambari (AU PSC, 2017b, para. 5) revealed that even though noteworthy 

headways have been made, North and Central African regions were straggling behind (Ani, 

2018, p. 1). The Gambari Report identified financial, logistical and capacity drawbacks to the 

FOC of the ASF, particularly with the Civilian and Police elements of the ASF (African Union, 

2018a, para. 8). Rees (2015, p. 2) assert that the logistics of peace or war are intricately 

complex.  

Therefore, despite the blurred FOC of the ASF and the experience gained during peace support 

operations in countries such as Somalia, Burundi and the Central African Republic, the ASF has 

not been deployed (Ani, 2018, p. 1). The delays in the operationalisation of the ASF can be due 

to multiple reasons, including broader challenges to regional building and integration (Nagar, 

2018, p. 70). Member States have multiple overlapping memberships in RECs. For instance, 

twenty-six African countries are members of two different RECs; twenty are members of three 

and the DRC belong to four. Consequently, the plurality of membership challenges the ability 

of regional brigades to mobilise the required capacity. A country like DRC will have to make 

contributions to fours RECs, which is highly unlikely. If a contribution is made to one REC, a 

contribution gap remains on the other RECs.  

Concerns have also been raised on the need for adopting and establishing legal arrangements 

between the AU and the five sub-regional organisations regarding troop deployment. The 

dependence of ASF on troops pledged slows its response time and operational capability. 

Utilising the ASF Policy Framework, Apuuli (2013, p. 71) notes that the ASF has attained the 

initial operational capability to conduct missions 1 to 4 but cannot still perform missions five 

and six that require rapid deployment capability. On the other hand, Döring (2018, p. 41) 

underscore that the ASF geography has been impacted by the African Capacity for Immediate 

Response to Crises (ACIRC)80 and other security initiatives that transcend beyond conventional 

regional demarcations. Such new security endeavours challenge the geographical structure of 

 
80  Established in May 2013, the ACIRC is a rapid deployment tool for the AU which seeks to improve Africa’s 
ownership of violent conflict management on the continent by temporarily filling a military capacity gap. Ideally, 
the ACIRC was established as a transitional arrangement and an interim mechanism until the ASF’s rapid 
deployment capacity was operationalized. The ACIRC obtains its military personnel through voluntary 
contributions from African nations (See Brosig & Sempijja, 2015; Döring, 2018).  
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the ASF and simultaneously address any issues of late deployment. The late deployment is a 

consequence of ineffective control, logistics and command. Thus, the ASF desperately need 

effective support systems, control and command (Marshall, 2009, p. 2). 

Deploying the ASF depends on the political will of the Member States since they are a 

microcosm of the macrocosm that is the collective ASF. The conceptualisation of the ASF was 

instituted nineteen years ago through Article 13 of the PSC Protocol. It may be “outdated” (Ani, 

2018, p. 2) to address emerging contemporary security challenges such as organised crimes 

and terrorism. Plausibly, revising the ASF might position it on par to deal with emerging security 

threats. However, it will hardly expedite its optimisation. Summarily, Dersso (2010, pp. 8-16) 

identified four key themes decelerating the FOC of the ASF. These are organisational, 

operational, technical, legal and political issues. Deductively, to ensure the implementation of 

the APSA, the functions of ASF need to be recalibrated to ensure that bureaucratic hurdles are 

made flexible and the deployment efficient.  

3.2.5 Peace Fund 

Article 21 of the PSC Protocol established the Peace Fund as a standing reserve for 

unanticipated priorities and crises in pursuing peace and security in Africa. Hence, the Peace 

Fund financially supports peace operations, mediation, preventive diplomacy, institutional 

capacity and other operations related to peace and security issues (Nathan et al., 2014, p. 74). 

As one of the critical pillars of the APSA and a legally approved financial tool, the Peace Fund 

can appropriate funds from the regular AU budget (African Union, 2019, p. 79). Its operations 

are governed by relevant financial regulations of the AU (Fisher et al., 2010, para. 173). The 

Peace Fund, through the AUC Chairperson, is mandated to mobilise resources to meet the 

APSA commitments. The Peace Fund is mandated to provide the necessary financial resources 

for peace support missions and other operational activities related to peace and security; raise 

and accept voluntary contributions from sources outside Africa, in conformity with the 

objectives and principles of the Union; and establish a revolving Trust Fund within the Peace 

Fund (African Union, 2002, § 21 (1-4)).  

Within the Peace Fund is a revolving Trust Fund, with an amount determined by relevant Policy 

Organs of the AU upon recommendation by the PSC (Fisher et al., 2010, para. 175). An Audit 

carried out at the AU in 2007 exposed a cause for concern regarding the funding of peace 

operations in Africa. The Peace Funds remains “small and precarious” (ibid.) despite being a 
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standing reserve that can be called upon by the AU or RECs to fund unanticipated peace and 

security challenges. The budget allocated to the Peace Fund does not sufficiently cover the 

implementation of the APSA’s peace and security objectives and obligations.  According to 

Nathan et al. (2014, p. 79), only one of five African-led peace operations from 2009 to 2015 

was funded through the AU budget. The failure by the Member States to meet their financial 

obligations also delay and jeopardise not only the reserves of the Peace Fund but also the 

operations of the APSA.  

The sustainability of the APSA heavily depends on its financial resources as these are crucial in 

realising and implementing its mandate. The above is supported by a special report by the 

European Court of Auditors on the APSA (2018, p. 27). It argues that the main risk to the 

sustainability of the results achieved in building the APSA’s capacity is rooted in the weak 

financial, institutional and operational capacity of the AU and the lack of political commitment 

by several AU Member States. The Tripoli Summit of November 2010 encouraged the Member 

States to meet their financial obligations as it is critical to the Union's functioning and the 

sustainability of its results. The shortfall in mandatory financial contributions to the Peace Fund 

leaves the APSA underfunded.  

Funding and partnership have been a significant issue of controversy and concern – as a 

significant resource for operationalising the APSA. Although there has been an increase in 

activities, from 41.8 per cent in 2009 to 72.7 per cent in 2015, the operational budget has 

constantly decreased from 58.2 in 2009 to 27.3 in 2015 (Engel, 2015, p. 15). The failure to 

sustain the AU’s finances has rendered it an ambitious project as the Member States are 

forfeiting their financial contributions to the regional organisation (Engel, 2015, p. 5). Engel 

adds that the failure by the Member States has resulted in the AU’s dependence on external 

donors, particularly in the pursuit of peace and security that falls into three categories which 

are peace support operations, operationalisation of the APSA and Early Response Mechanism 

(p. 22). Therefore, by being primarily donor-funded,81 the Peace Fund’s capability is limited to 

small observer missions, not large peacekeeping operations (Cilliers, 2005, p. 68). In 

 
81 On external funding see International Crisis Group (2017); African Peace Facility (2020); (International Crisis 
Group (2021). 
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considering the financial limitations, Jentzsch (2014, p. 12) suggests adopting alternative 

funding sources.  

Fisher et al. (2010, pp. 9-10) aver how bilateral and multilateral actors have raised questions 

on the predictability, sustainability and ownership of the APSA. The European Union (EU), as 

an essential financial partner, contributes the main per cent of funding to operationalise the 

APSA. Some countries like Denmark, Germany, Netherlands, Sweden and the UK also 

independently provide funding. The World Peace Foundation (2016, p. 53) avers that the 

implementation and ownership of African peace and security activities are not sustainable and 

independent because of external interference and a lack of financial autonomy. The same 

sentiments have been recalled by the AU Assembly (2015, § 24) on  

the urgency and imperative of mobilization of increased resources at the 

continental level, commensurate with the challenges, to help finance the AU 

Peace and Security Agenda STRESSES that the ownership and leadership of the 

peace efforts to which the continent and its people so legitimately aspire cannot 

be achieved as long as the bulk financial burden relating thereto is supported by 

international partners. 

Against this background, there is a need for the Member States to step up, reset priorities and 

realise their financial obligations to the Union. Considering the funding gap, Nathan et al. 

(2014, p. 156) contend that the PAPS budget provides more funding to the APSA than the Peace 

Fund. The continual dependence on funding from external partners is as risky as it is 

unsustainable.  

3.3 APSA’s Strategic Priorities 

In a broad frame of peace and security in Africa, the APSA was installed to pursue a set of 

strategic priorities. Since its inception, The AU has adopted a holistic approach to peace and 

security. The adaptation can be traced to a 1992 report titled Agenda for Peace which the then 

UN Secretary-General Boutros Boutros-Ghali popularised. Boutros-Ghali (1992, p. 822) 

stressed the need to pursue preventive diplomacy, peace-making and peacekeeping post-Cold 

War. Assimilating the above to suit its regional peace and security issues, the AU pursued 

conflict prevention, crisis/conflict management; post-conflict reconstruction and 

peacebuilding; strategic security issues, and coordinating and partnerships.  
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First, the strategic priority of conflict prevention involves a direct and operational focus of 

intervening before violence occurs and a systematic, strategic focus of addressing the room, 

proximate and structural causes of conflict (African Union, 2015a, p. 23). According to Brune 

et al. (2015, p. 4), conflict prevention can be defined by identifying its unique conceptual 

attributes. The APSA’s conflict prevention strategy is sub-divided into six objectives which are 

enhanced capacity of early warning; intelligence cooperation between regional the CEWS and 

national EWS; engaging the CEWS/EWS with decision-makers; collaborating the CEWS/EWS 

with external stakeholders; capacitating structural prevention of conflict and; capacitating 

deployment and preventive diplomacy. The prevention of conflict of regional conflict is made 

possible through the timely cooperation of intelligence. In retrospect, by utilising this strategy, 

the APSA has managed to prevent conflict. However, looking at the current conflict map of 

Africa, the APSA has also been criticised for ignoring early warning signs, thereby failing to 

prevent emerging conflict.  

The purpose of utilising timely intelligence cooperated from regional Africa is defeated if the 

APSA fails to act on the intelligence on time and decisively (Albuquerque, 2016, p. 17). The 

delegation of conflict prevention to RECs with a mandate of structural conflict prevention 

requires a well-coordinated and actionable response. A loose translation of intelligence 

cooperation becomes challenging to implement. While acknowledging the progress made, the 

APSA admits that “there is still quite some way to go in terms of systematic collaboration on 

data collection, early warning analyses and other activities” (African Union, 2015a, p. 25). 

Previous noticeable failures resulted from the coordination between the CEWS and EWS that 

has not been fully achieved due to the ever-changing dynamics of conflict. The APSA has also 

cited inadequate data collection tools, limited EWS reports, insufficient human resources, a 

deficit in structural coordination between the CEWS and RECs EWS and bureaucratic red tape. 

Without usable tools for gathering and analysing data and the capacity to produce early-

warning intelligence, the objective of the APSA to prevent conflict in Africa comes into question 

as a pipeline dream. The interaction has been limited to “modest engagement” within the 

structural framework (African Union, 2015a, p. 25). The various pieces of the APSA are not 

conjoined together to achieve the set objectives fully.  

Second, crisis or conflict management is one of the strategic objectives of the APSA. Peace 

support operations are deployed to manage conflict within Africa. According to de Coning et 
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al. (2015, p. 4), Africa faces complex conflicts that place high demands on Africa’s peace 

infrastructure and operations. Therefore, this has given rise to mediated interventions in Africa 

through complex preventive diplomacy (AU Assembly, 2006a, para. 3) and enhanced 

coordination and collaboration of highly qualified expertise. Within an occurring conflict, the 

AU, through the APSA, acts as a third party in mediating or supporting mediation led by 

recognised entities. The use of mediation through special envoys, mediators and or special 

representatives has been utilised in Burundi, Central African Republic, Comoros, the Great 

Lakes Region, Guinea, Guinea-Bissau, Liberia, Madagascar, Mali, Niger, Somalia and Sudan. The 

AU Chairperson appoints Special Representatives and Special Envoys to conduct structured 

mediation processes. Timely and well-coordinated are vital points to be underscored for 

effective management of conflict to materialise.  

For an adequate response, conflict management is divided into six objectives which are the 

political or legal decision-making mechanisms; the Planning Elements (PLANELMs); mission 

support systems and mechanisms; standby capabilities and capacities; capacity to monitor 

mediation interventions and; coordination of mediation interventions (African Union, 2015a, 

p. 37). According to Nagar (2018, p. 67), PLANELMs was developed as a framework to guide 

the operationalisation of the ASF. The political and legal decision mechanisms are structured 

to legitimise and operationalise the ASF in the appropriate framework. Consultation with 

various stakeholders such as the UN, the AU, RECs, and troop-contributing countries is 

facilitated by utilising streamlined policies.  

The “PLANELMs serves as the strategic level” for operations (African Union, 2015a, p. 33). The 

responsibility extends to managing, sustaining and liquidating pre-deployment, deployment 

and post-deployment. The AU has been criticised for not playing a decisive and more assertive 

role in leading and guiding the implementation of the ASF. The implementations of PLANELMs 

continuously get affected by red tape, indecisive decisions and loosely coordinated efforts. In 

the case of Mali, French troops were deployed first through French Operational Serval before 

the African-led International Support Mission to Mali (AFISMA).82 AFISMA was later deployed 

between January and June 2013 to support the government of Mali in combatting the rebel 

 
82 AFISMA is a UNSC and AU authorized mission which deployed between January and June 2013 to support the 
government of Mali in combating terrorism and restoring security. It was quickly replaced by MINUSMA on 1 July 
2013. 
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coalition that had captured Northern Mali and was pushing towards the south. The above is 

the epitome of the slow implementation of PLANELMs in particular and the APSA in general.  

Coordination and collaboration are significant and decisive factors in mediation interventions 

as they yield collective efforts to pursue regional peace and security. The number of involved 

stakeholders makes the coordination necessary for information sharing, technical support 

collaboration and the alignment and strengthening of mediation processes. The mission 

support systems and mechanisms are in place to position “effective mission support strategies” 

(African Union, 2015a, p. 34) during peace support operations. Cooperation and coordination 

in the region are facilitated through logistical support and existing formal agreements. These 

are implemented through the framework, processes and mechanisms of the ASF. The standby 

capacities and capabilities are made readily available through the African Standby Capacity 

(ASC). The ASC is a “continental roster that can be utilised to support the recruitment 

deployment needs for African peace support operations” (African Union, 2015a, p. 35). 

Capabilities are enhanced through harmonised training standards of personnel and the use of 

the ASC as an approved recruitment tool. The implementation of these specific objectives has 

had challenges ranging from funding, inadequate structures, unprofessional mediation and 

deficit in professional support. The lack of these compromises the efficient operationalisation 

of mediation interventions. 

Third, Post-Conflict Reconstruction and Development (PCRD), as a strategic priority, is centred 

around consolidating peace in countries emerging from conflict. The AU Assembly adopted it 

in 2006. However, its roots can be traced to Articles 3(c), 6(e) and 14(1) of the PSC Protocol. 

These clauses mandate the PSC to participate in post-conflict situations and PCRD mandates 

(AU PSC, 2015c, p. 1). The PCRD is a wide-ranging and multifaceted procedure seeking to create 

social cohesion by addressing the root causes of conflicts (AU Assembly, 2015, para. 57). It is 

perceived “as a useful tool for consolidating peace, prevent relapse of violent conflict and to 

help address the root cause of conflict” (AU PSC, 2015c, p. 1).  

The PCRD has a standing committee responsible for providing support and monitoring affected 

countries. This objective is central in maintaining a peaceful and secure political environment 

across Africa. It has six indicative elements that are “security; humanitarian/emergency 

assistance; socio-economic reconstruction and development; political governance and 

transition; human rights, justice and reconciliation; and gender” (African Union, 2015a, p. 39). 
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These six pillars were adopted to implement effective strategies and regional policies. The 

capacity to implement these pillars has been questioned as some RECs are still struggling to 

develop a regional PCRD policy framework. Also, suggestions have been made by the PSC to 

mandate RECs to forefront executing activities of the PCRD (AU PSC, 2015c, pp. 1-2). However, 

implementing interventions and stabilisation strategies in the early recovery phases is slow as 

there is a lack of clearly defined roles and responsibilities between the AU and the RECs. PCRD 

programmes are also affected by financial resources. The PCRD utilises programs such as the 

Disarmament, Demobilisation and Reintegration (DDR) for ex-combatants to reintegrate and 

accommodate them as a way of encouraging peace and security in war-torn societies.  

Fourth, strategic security issues are a planned priority of the APSA where critical challenges to 

human security such as terrorism, organised crime; improvised explosive devices (IED’s); and 

the illicit flow of Small Arms and Light Weapons (SAWL) are identified. The APSA is tasked to 

address these transnational threats and incorporate cushions against violence for vulnerable 

groups. The slowness in implementation of the fourth strategic priority has been credited to 

the lack of capacity from the Member States to comprehensively monitor, for example, the 

circulation of illegal SALW and or coordinate regional cooperation to facilitate cooperation. 

The challenges range from limited capacity to a deficit in technical assistance. Cooperation 

mechanisms such as Africa’s Integrated Maritime Strategy (AIM Strategy)83 and AFRIPOL84 are 

weakly integrated into the APSA under strategic security issues.  

From the OAU Convention on the Prevention and Combating of Terrorism (OAU, 1999) and its 

related Protocol to the obligations and commitments of the Plan of Action of the African Union 

for the Prevention and Combating of Terrorism (African Union, 2002), scourges of terrorism 

continue to escalate and worsen (AU Assembly, 2010, para. 2; AU PSC, 2010, para. 2). The surge 

communicates how the devised measures to counter-terrorism have been unsustainable and 

severely ineffective. Moreover, it underscores how the available instruments of the AUC are 

continuously being undermined (AU PSC, 2020b, para. 1). In contrast, the PSC holds firm that 

the previously adopted instruments are still relevant (AU PSC, 2016d, para. 4) but fails to 

 
83 The AIM Strategy was adopted in January 2014 as a multilayered and long-term framework of coherent, 
concerted and overarching objectives of the AU towards maritime security and viability.  
84 AFRIPOL was established on 30 January 2017 through the signing of the Statue of the African Union Mechanism 
for Police Cooperation. With the support of the AU, it was established as a framework for strategic, operational 
and tactical police cooperation between the AU Member States (African Union, 2015a, pp. 52-53). 
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explain the surge in terrorist activities amidst the various mechanisms. The AUC and the PSC 

must renew their efforts towards implementing necessary measures to address the security 

challenge. Thus, concrete and practical measures must be adopted (AU Assembly, 2010, para. 

6; AU PSC, 2010, para. 3).  

The misfiring can be attributed to a myriad of internal and external factors. Regarding internal 

factors and enhancing the effectiveness of already established operational and normative 

frameworks, the PSC must close existing gaps related to implementation and follow-ups (AU 

PSC, 2014d, para. 16). Furthermore, concerns have been raised by the PSC over external 

influence by non-African states sponsoring terrorism in Africa. This has resulted in the surge of 

Foreign Terrorist Fighters (FTFs) (AU PSC, 2018b, para. 7; AU PSC, 2020a, para. 1-2). Regardless 

of the factors heightening its emergence, terrorism presents itself as a consequential threat to 

the collective African security (AU Council, 2005a, para. 2-7; AU Assembly, 2015, para. 176). 

Therefore, old or new operational and normative frameworks must be revised or implemented 

to enhance their effectiveness.  

Fifth, coordination and partnership make the last strategic priority of the APSA. The priority 

underscores how “the implementation of APSA is based on effective collaboration and 

coordination of several actors” (African Union, 2015a, p. 54). Thus, the enhanced effectiveness 

of the operationalisation of the APSA is grounded on collaboration and coordination. Through 

intra and inter-departmental collaborations, cooperation actors include the AU, RECs, Member 

States, financial and technical partners, et cetera. The cooperation is also facilitated by MoU’s 

between the AU and the RECs through policies and strategies. The AU Liaison Offices are part 

of the fifth priority. They play a significant role in the implementation of the APSA by 

coordinating efforts. However, the limited interaction between the AU-PSC and RECs has been 

a cause of concern. Considering how the APSA functions through cooperated efforts and 

intelligence, the limited interaction implies reduced cooperation and coordination that can 

cripple the functionality of the APSA. Thus, a more predictable support system for coordinated 

regional efforts is urgently needed (de Coning et al., 2015, p. 6). 

3.4 APSA and RECs 

Security intelligence cooperation is at the centre of the APSA, where efforts are coordinated 

and collaborated with RECS. Cooperation has emerged as a significant feature to operationalise 



81 
 

 

the APSA (Fisher et al., 2010, p. 9). According to Desmidt & Hauck (2017, p. 13), there is a wide 

array of cooperation between the AU and RECs. Kuwali (2018, p. 46) further says that the APSA 

is built on and around RECs/RMs. The relationship between the AU and the RECs is a critical 

component of the APSA. RECs are geographical and voluntary groupings of African states set 

to facilitate regional economic integration. In pursuit of more comprehensive African 

integration, the Lagos Plan of Action for the Economic Development of Africa85 and the Treaty 

Establishing the African Economic Community86 of 1980 facilitated the creation of RECs. The 

AU recognised eight RECs: UMA, COMESA, CEN-SAD, EAC, ECCAS, ECOWAS, IGAD and SADC. 

The RECs serve as AU’s building blocks.  Desmidt & Hauck (2017, p. 13) add that the AU and 

RECs have established International Contact Groups (ICG) to coordinate efforts on mediation 

and preventive diplomacy. While acknowledging the existing cooperation, Fisher et al. (2010, 

p. 9) contend that there is limited coherence between and among the APSA components and 

the RECs. Hence, a lot still needs to be improved. 

Albuquerque (2016, p. 23) opines that RECs are an essential part of the APSA through regional 

cooperation. The relationship between the AU through the PSC and RECs is mutual and 

complementary. According to Article 7 of the PSC Protocol, implementation of peace and 

security requires integration through “continental and regional conventions” to “harmonise 

and coordinate efforts at regional and continental levels” (African Union, 2002, p. 9). The 

relationship structure is enabled through a coordination framework stipulated in the Protocol 

on Relations between the AU and RECs. Article 16 of the PSC Protocol underscores that  

Regional Mechanisms are part of the overall security architecture of the African 

Union, which has the primary responsibility for promoting peace, security and 

stability in Africa (African Union, 2002, p. 23).   

The association between the AU and RECs is aimed at consolidating peace and security efforts 

and partnering with regional stakeholders. The association principle refers to the delegation of 

responsibilities in peace and security operations. The association is mandated by the AU 

Constitutive Act and the Abuja Treaty. In 2008 an MoU was signed between the AU, RECs and 

 
85 The Lagos Plan of Action (LPA) was a model for long-term economic growth of the African continent that was 
conceived and implemented by fifty African countries in Lagos, Nigeria, in 1980. 
86 Also known as the Abuja Treaty. It was signed on June 3, 1991, and went into effect on May 12, 1994. The treaty 
called for the establishment of an African Economic Community through a system of progressive 
integration, incremental coordination and harmonisation. 
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coordinating mechanisms of the regional standby brigades of Eastern Africa and Northern 

Africa on Cooperation in the Area of Peace and Security (African Union, 2008, §1 (1)). The 2008 

MoU reiterates that the PSC shall promote close harmonisation, coordination and cooperation 

between Regional Mechanisms and the Union to promote and maintain peace, security and 

stability in Africa (African Union, 2002, §7 (10)). The collaboration was out of realising the need 

to collaborate and promote collective security and durable peace. Despite the noticeable 

collective efforts, there is a need to strengthen the institutional linkage between the AU and 

the RECs (Fisher et al., 2010, para. 208)  

Article 5 of the 2008 MoU projects objectives related to cooperation between the APSA and 

RECs. Article 6 outlines the operationalisation of the APSA. Regarding the former, a set of 

objectives were agreed and these are (African Union, 2008, §5 (1-9)):  

i. the operationalization and functioning of the African Peace and Security 

Architecture, as provided for by the PSC Protocol and other relevant 

instruments; 

ii. the prevention, management and resolution of conflicts; 

iii. post-conflict reconstruction and development 

iv. arms control and disarmament 

v. counter-terrorism and the prevention and combating of trans-national 

organized crime; 

vi. border management; 

vii. capacity building, training and knowledge sharing; 

viii. resource mobilization 

ix. any other areas of shared priorities and common interest as may be agreed 

to by the Parties. 

Within article 6, parties resolved to set up, utilise and share intelligence through the CEWS to 

network the implementation and operationalization of the APSA. Within the framework, RECs 

would install regional brigades that collectively constitute the ASF (African Union, 2008, §6 (3)). 
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The cooperation between AU and RECs, under article 15, materialise through the exchange of 

information; meetings; institutional presence; and joint activities and coordination  

The 2008 MoU on Cooperation in the Area of Peace and Security expressed the desire of the 

involved parties to  

collectively address the scourge of conflicts and ensure the maintenance of 

peace and stability … in accordance with the authority conferred by the Protocol 

Relating to the Establishment of the Peace and Security Council of the African 

Union (African Union, 2008, §Pre.).  

According to Fisher et al. (2010, para. 200), multilateral and bilateral actors constitute a 

significant feature in operationalising the APSA. Intelligence cooperation became regionally 

institutionalised and strengthened towards two shared goals of laying a foundation for 

sustainable security and eliminating a plethora of continental scourges to achieve peace. 

Article 3 of the MoU officialise intelligence cooperation as a mandatory “regular exchange of 

information” (African Union, 2008, §3 (2)) between involved parties. The MoU underscores 

how its objectives aim to contribute “to the full operationalization and affecting the function 

of the African Peace and Security Architecture.” Therefore, RECs are to be understood as an 

arm of the APSA. They aid in its implementation through the pursuit of peace and security in 

Africa. The APSA has provided a framework for increased coordination and cooperation 

between the AU and RECs (Desmidt & Hauck, 2017, p. 15).   

However, Albuquerque (2016, p. 25) argues that the hierarchical relationship between the 

APSA and RECs implies that the latter need authorisation first from the AU before engaging in 

any regional operations. Döring (2019, p. 57) posit that there are vertical and horizontal 

features of spatial relations between the APSA and RECs where the horizontal relations signify 

subsidiarity.  The existence of hierarchies between the AU and RECs becomes inconsistent with 

how the latter organisations are independent entities. Despite the lack of hierarchical 

application in practical terms, RECs appear to accept and recognise their subsidiarity to the AU 

(Fisher et al., 2010, para. 196). Lamont (2012, p. 20) avers that RECs like ECCAS and ECOWAS, 

in their legal structures, consider themselves not legally bound to seek approval from the AU 

to intervene in their Member States. In the same line of argument, Ndiaye (2016, p. 63) 

contends that SADC also perceives itself in the same manner of not being obligated to ask the 
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AU for permission to intervene in its Member States. Ndiaye adds that some RECs perceive 

themselves as having independent authority to launch peace operations and not being legally 

subordinate to the AU when deploying their regional standby brigades or making decisions. 

Adebajo (2010, p. 34) expresses similar sentiments, as he argues that RECs such as ECOWAS 

and SADC established peace and security mechanisms before the AU and “often feel that the 

AU has more to learn from them than vice versa.” 

Fisher et al. (2010, para. 69) argue that there is a potential disconnection between the AU and 

RECs specifically on electing members to the PSC despite it being the latter’s obligations. The 

election of members into the PSC, in some RECS, has been made permanent, therefore, going 

against the PSC’s five- and three-years rotational membership. Consequently, in this context, 

the gap between the AU and the RECS has created legal and operational impasses. Jentzsch 

(2014, p. 31) perceive the complication as brought about by duplication of administrative and 

organisational structures. Therefore, there is a need to solve the hierarchical squabbles by 

developing a less ambiguous relationship between the RECs and the AU. Ndiaye (2016, p. 63) 

suggests the drafting of a new AU-RECs/RMs MoU to address the modalities involved during 

peace operations specifically.  

3.5 Chapter Summary  

The implementation of the APSA, through its pillars and cooperative efforts with other 

partners, has registered varying degrees of operational progress since its inception. Within the 

achieved relative progress are also challenges and constraints which have affected its efficiency 

and effectiveness in realising its set objectives. The implementation of the APSA is both 

operational and technical. Therefore, understanding the various levels of cooperation between 

the APSA and other regional entities provides an attainable instrument to measure the 

processes, challenges and gaps of intelligence cooperation. Fisher et al. (2010, para. 186) 

underscore that the ASF and the CEWS, compared to the PSC and the Panel of the Wise, have 

made progress on facilitating operationalisation.  

The sustainability of the implementation of the APSA will continue to be of significant concern 

if the operationalisation of the APSA continues to depend on external support heavily. 

Peacekeeping missions in Darfur and Somalia are a case in point (Fisher et al., 2010, para. 195). 

The unpredictability of the financial support rendered limits the development of new concepts 
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as the APSA will be operating on a strict budget. The AU’s regional peace and security 

endeavours are arguably linked to the social-economic and political conditions of its Member 

States ranging from funding challenges, lack of political will and latent national interests. As a 

result of emerging novel security developments, the operationalisation of the APSA requires 

some reconfigurations to improve its implementation by adequately addressing broad African 

peace and security concerns.  

Apart from the CEWS and the ASF, there appears to be limited coordination between the other 

pillars of the APSA. Without proper coordination, the operationalisation of APSA is remarkably 

challenged considering how it is built on the cooperation of its pillars with RECs and other 

regional and international entities. The following chapter reconstructs one of the pillars of the 

APSA. It examined the contributions of the CEWS, as a form of open-source intelligence outfit, 

to the APSA.  
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Chapter Four 

The CEWS, Intelligence cooperation and the APSA 

4.1 Introduction  

The AU uses different systems to generate early warning signs on peace and security threats 

and generate response options to decision-makers. The two most important ones are the 

CEWS – one of the five pillars of the APSA – and the CISSA. The main difference between them 

is that the former strictly works based on open sources while the latter is an intelligence-based 

continental network. Retrospectively, the two reflect on the competing perspectives about the 

origins of early warning that are military and humanitarian. At their very best, the two entities 

are expected to complement each other. However, instances have been noted where the two 

institutions seem to compete rather than support each other. To fully understand the 

intelligence community's role in the APSA, one first needs to grasp the mandate and operations 

of the CEWS. 

Security intelligence, by definition, entails early warning of some sort to forecast, predict, build 

scenarios and respond to potential security threats in real-time. It is essentially about 

collecting, evaluating, and formulating response options based on generated information 

intelligence. Despite multiple definitions of intelligence, most underscore it as a political tool 

employed to provide comprehensive and actionable insight into reducing risks, mitigating 

threats and enhancing situational awareness in real-time. Lowenthal (2002, p. 4) defines 

intelligence as the process where vital information to national security is requested, collected, 

analysed and provided for policymakers. Therefore, it is a ‘product’ (Johnson, 2010, p. 5) 

disseminated through secure multilateral systems of intelligence communities with the intent 

to distribute vital information to decision-makers. To be helpful, it must be timely, accurate, 

relevant, unbiased and actionable (Wheaton & Beerbower, 2006, p. 320).  

Consequently, the inseparable divide between intelligence and early warning necessitates this 

chapter on intelligence cooperation through the CEWS. The inseparable divide can be traced 

through three things which are information processes, a set of missions and institutions. The 

processes refer to gathering data, its analysis and dissemination. At the same time, the 

institutions are a cluster of people and or institutions that carry out information collection, 

analysis and cooperation (Johnson, 2010, p. 6). Although intelligence is primarily vital 
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information, it may also refer to the institutions behind it and how it is organised, collected 

and cooperated. Therefore, similarities can be drawn from intelligence cooperation and early 

warning information dissemination, considering how they are both knowledge products 

resulting from the detection, collection, evaluation and interpretation of data to influence 

decision making. However, Cilliers (2005, p. 1) cautions a dissimilarity between early warning 

as a conflict prevention tool and orthodox state security intelligence. This chapter will primarily 

focus on the CEWS, one of many institutions cooperating strategic and operational early-

warning intelligence to the AUC, because its functions are vital to the overall implementation 

of the APSA.  

Attaining and cooperating early-warning intelligence is as competitive as it is secretive because 

it is a source of power (Wheaton & Beerbower, 2006, p. 320). The AUC utilises intelligence 

sourced from various institutions. Therefore, intelligence cooperation, occasionally, is a 

juxtaposition of competing and complementary flow of information. Lander (2004, p. 481) 

argues that the competitive nature of intelligence works makes intelligence cooperation an 

oxymoron. The CEWS competes and complements other sources and institutions that produce 

early warning information used by the AUC and other relevant AU decision-makers. For 

instance, having a broad mandate, the African Centre for the Study and Research on Terrorism 

(ACSRT)87 coordinates with 53 National Focal Points and RECs to gather, manage and share 

intelligence. The secure communication of threats, national responses and capacity needs 

makes the ACSRT an “honest broker” (Cline, 2016, p. 449) in cooperating early warning 

counterterrorism intelligence.88 

On the other hand, CISSA also provides early warning intelligence gathered from its current 

fifty-two Member’s intelligence and security services. It shares intelligence on common 

security threats and provides the PSC with the necessary data and intelligence to ensure 

regional and continental security. Therefore, these institutions compete and contribute to the 

 
87 The ACSRT is a specialised security institution of the AUC which was established through Decision 82 (IV) of the 
Executive Council in 2004 to prevent and combat violent extremism and terrorism. The foundations of the 
institution are also traced to the 2003 Algiers Plan of Action on the Prevention and Combatting of Terrorism and 
constituted in the AU. As a support organ of the AUC, the ACSRT primarily functions as a terrorism research centre, 
data bank and capacity building training centre (AU Council, 2004; AU Council, 2005b).  
88 Intelligence significantly contributes to counterterrorism objectives at least in four ways. Intelligence is used to 
comprehend the danger, warn of enemies' intents and capabilities, locate and dislodge the enemy, and assess 
the success (or ineffectiveness) of counterterrorism operations, strategy and policy. For a more detailed analysis 
on counterterrorism and intelligence see Pollard & Sullivan (2014). 
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knowledge production of early warning information used by decision-makers to anticipate and 

prevent conflict (Engel, 2018a, p. 4) within the various institutional dimension of the AU. 

Notwithstanding the competition, the CEWS has been acknowledged by the PSC as “the most 

important tool to achieve conflict prevention in Africa” (AU PSC, 2016c, p. 1) because it is a 

fundamental component of the APSA functioning as a conflict prevention tool and a 

mechanism for regional and continental intelligence cooperation. The CEWS is an open-source 

system that utilises the information collected from various baskets (Wane et al., 2010, p. 92). 

It uses a combination of Information Technology (IT) tools to monitor and collect data, analyse 

conflict and conduct Peace and Conflict Impact Assessments (PCIA)89 (Engel, 2018b, p. 578). As 

a hybrid system, it combines automated data collection and monitoring with human-based 

analysis. From the onset, it has to be pointed out that the system enables the APSA to be 

implemented in the bracket reach of anticipating and facilitating conflict prevention. The CEWS 

is mandated to provide timely intelligence on potential and developing conflict situations 

around Africa.  

The CEWS functions to fulfil the mandates of the APSA in conflict prevention, management and 

resolution. The role it plays is critical to the functioning of critical institutions of the AUC and 

other components of the APSA. The system channels and cooperates with relevant information 

that is vital to the implementation of the APSA. The information gathered is given – through 

the Commissioner for Peace and Security – to the AUC Chairperson and used to advise the PSC 

on threats to peace and security in Africa and the possible courses of action. Hence, decisions 

made are informed by the intelligence gathered. Collected and cooperated intelligence is 

open-sourced from RECs EWS, early warning officers, liaison offices, AU field mission, 

governmental and intergovernmental actors, et cetera.  Therefore, intelligence cooperation is 

at the centre of regional and continental security endeavours. This chapter will look at the AU 

CEWS as an active institution in continental intelligence cooperation, its contribution to the 

implementation of the APSA and how intelligence communities relate to open-source 

generated information. Open-source intelligence collection relies on and is produced from 

 
89 PCIA functions as a tool with the potential to improve the quality of development work in conflict zones. It is 
employed to evaluate and anticipate the effects of developmental programs on the processes, structures and 
prospects of strengthening peacebuilding or worsening conflicts.   
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publicly available sources. It overtly collects and manages data to produce actionable 

intelligence.  

To understand the contemporary background of the CEWS and how well intelligence 

cooperation systems in Africa function, first, the study will refer back to the OAU Mechanism 

established under the OAU Cairo Declaration of June 1993 and made functional in 1994. 

According to Cline (2016, p. 448), Africa’s efforts for intelligence cooperation predate most 

tracing back to 1992 as an offshoot of Pan-Africanism and its desire for regional security. The 

early warning system was established as part of the OAU Mechanism to identify and gather 

information on impending violent conflict situations regionally. The gathered information was 

utilised to inform decision-makers on implementing appropriate response actions to anticipate 

and prevent the occurrence or escalation of conflict. Therefore, the AU CEWS has roots in OAU 

(Noyes & Yarwood, 2013, p. 44), considering how its early warning functions started within the 

OAU Mechanism. The almost similar replication of mandates between the APSA and OAU 

Mechanism is also noticeable through the existence and evolution of departments like the 

Conflict Management Division (CMD), the Peace Fund and the early warning system. In general, 

intelligence outlines vital information before initiating a course of action hence the early 

warning. 

4.2 Intelligence Cooperation, Early Warning and the OAU 

According to Makinda and Okumo (2008, p. 75), peace and security remain the “scarcest 

commodities in Africa.” Although the continent has witnessed a decrease in violent conflict 

over the years, several countries are still grappling with “vicious cycles of violence” (AU PSC, 

2013a, para. 4). Conflicts manifest a failed integration process in all aspects of life and the 

consequences of the monopolisation of power. The end of the Cold War witnessed 

mushrooming violent conflicts worldwide where the international community failed to, 

justifiably, address these concerns. The emergence of these conflicts caught states and 

international organisations by surprise. According to Aning and Salihu (2014, p. 9), “the security 

landscape of post-independence Africa is replete with conflicts and other security threats.” 

Cases of the African security predicament are epitomised in the infamous civil wars in Somalia, 

Sudan, Nigeria, Mozambique, Liberia and Rwanda. The failure to project the emergence of 

these violent conflicts later underscored the need to develop conflict prevention mechanisms 

through early warning systems.  
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In design, the anticipated conflict prevention mechanisms were expected to be holistic and 

systematic in addressing fundamental causes of conflict (AU PSC, 2013a, para. 4). Efforts to 

address mushrooming threats led to the reconsideration of how intelligence, through early 

warning, can be used and cooperated between regional, continental and international 

organisations in pursuit of peace (Chesterman, 2011, p. 140). While the evolution of early 

warning systems was motivated by emerging conflict, it was also driven by advances made in 

analytical tools (Nyheim, 2009, p. 14). Qualitative and quantitative analytic tools provide strong 

predictive capabilities towards violent conflicts and rich contextual analysis, respectively (ibid.). 

Thus, the end of the Cold War, to some extent, distinctively influenced the creation and 

operationalisation of conflict prevention frameworks globally and regionally because it 

heralded a new era of novel security challenges and opportunities (Clough, 2010, p. 607).  

Intelligence cooperation has primarily been driven by diplomatic and political issues (2016, p. 

460) because the “personalities of leaders and their relationships with each other can impact 

heavily upon the shape of regional security cooperation” (Fisher, 2014, p. 11). Also, the 

relationship between intelligence and diplomacy outline how the former is used to influence 

processes of dialogue. Hence, early warning plays a significant role that underpins preventive 

diplomacy (Scott, 2004, p. 330).  

The pursuit of early warning mechanisms, from OAU to AU, transpired within an international 

debate of preventive diplomacy. In retrospect, the debate was ushered in and supported by 

the UN through its then secretary-general Boutros Boutros-Ghali from Egypt (1992-1996) and 

Kofi Annan from Ghana (1997-2006) (Engel, 2018b, p. 575). Although early warning systems 

have been previously used in military intelligence, the concept of early warning in human 

security emerged with Boutros Boutros-Ghali through his An Agenda for Peace 90 report (Noyes 

& Yarwood, 2013, p. 42). Preventive diplomacy represented early warning, fact-finding, 

demilitarised zones, preventive deployments and information exchange and monitoring 

agreements (ibid.). Therefore, despite the context of emerging regional conflicts, the pursuit 

of conflict prevention in Africa was also influenced by international organisations, norms and 

trends.  

 
90 The report underscored how the UN should be responding to emerging conflicts post the Cold War particularly 
through preventive diplomacy, preventive deployment, regional arrangements, peacekeeping and post conflict 
peacebuilding.  
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Nathan (2007, p. 49) posits that “the need for early warning became a mantra” through the 

UN, which “seemed poised to play a more assertive role in preventing and resolving conflict.” 

In the same line of argument, Engel (2018b, p. 574) states that the prominence of conflict 

prevention as an international norm is spread worldwide through international organisations. 

These international organisations persuade other organisations or states to adopt the “new 

norms through socialization, institutionalization and demonstration” (ibid.). Therefore, the 

OAU Mechanism became a glocalised effort to address African problems using African 

solutions. The non-intervention principle resulted in the conflict management arena of Africa 

being “dominated by foreign, mostly European, concerns, interest and initiatives” (de Coning, 

1997, pp. 2-3).91 The reliance on external conflict management solutions was not sustainable 

in the long run.  

Nhara (1998, p. 1) avers that the dynamics of African conflicts should be viewed in a specific 

historical context considering how they result from a complex and a dialectical relationship 

between internal social factors and the external political environment. Although international 

affairs and movements had a bearing on events within Africa, regional developments also 

necessitated the need to devise mechanisms for conflict prevention. Developments seldom 

occur in isolation. In its first thirty years, the OAU experienced regional struggles for 

independence (Muyangwa & Vogt, 2000, p. 5) which consequently affected intra-state stability 

through violent conflicts and civil wars. Newly independent African countries found themselves 

locked in conflicts over inherited colonial aspects of nation-building and borders. The source 

of these emerging conflicts is the results of power struggles, governance issues, resource 

 
91However, the contemporary security developments noted through terrorism in Cabo Delgado, Mozambique, 
also echoes domination by foreign parties. For instance, when cases of terrorism mushroomed in its northern 
province in 2017, the Mozambican government chose to rely on Russian mercenaries through the Wagner Group 
and the DAG Group (Faria, 2021, p. 3). The insurgents exposed the lack of political will by the Mozambican 
government, for instance, to address the problem through pan African channels. It was only in 2021 when other 
African countries like Rwanda deployed troops, and the regional body SADC approved the deployment of the SASF 
at the request of Mozambique. The prior reluctance by President Filipe Nyusi to welcome SADC and the AU on 
the basis that “Mozambican sovereignty impedes it from requesting military help” and that “Mozambique alone 
would decide on the terms and conditions of any international aid it may need” (Svicevic & Walker, 2021 p. 2) is 
common rhetoric used by most African governments. However, the authentic interpretation of pan Africanism is 
sovereignty enhancing. Rather from being seen as a shield against outside intervention, sovereignty must now be 
viewed as a charge of duty, in which the state is held responsible to both local and international constituents. 
There are specific obligations that come with sovereignty, and governments must be held responsible for these 
obligations. Governments have responsibilities to their national constituents and also to the global community. 
Therefore, a state may legitimately claim protection for its national sovereignty if it is successful in fulfilling its 
duties for good governance. The idea of providing collective regional and human security should transcend the 
rhetoric of sovereignty and non-interference (see Deng et al., 1996). 
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allocation and identity conspiring with the problems of state sovereignty and personality cults 

in politics (Nhara, 1998, p. 1). The results of these challenges heavily impacted the security and 

stability of the continent. Despite the successful efforts made by the OAU to address some of 

these security challenges, the mushrooming conflicts exposed the limitations of the OAU “in 

dealing with the full range and scope of conflicts in Africa” (Muyangwa & Vogt, 2000, p. 6). The 

ineffectiveness primarily resulted from the limitations of the OAU non-interference mandate 

enshrined in chapter three of the Charter. The impact was evident in the intrastate violence in 

Nigeria, Ethiopia, Somalia, et cetera. 

Despite the limitations resulting from the non-interference clause, the OAU was incapacitated 

by multiple limitations with various dimensions. First, existing institutions of the OAU could not 

address conflict effectively because the OAU Members lacked political will. Member States 

seldomly used the OAU institutions to solve conflict as they “did not have much respect for the 

machinery that the OAU had established for purposes of conflict management” (Muyangwa & 

Vogt, 2000, p. 6). Consequently, the OAU had to plead to the Member States to recognise and 

acknowledge its ability in resolving conflicts. Regardless, the OAU Commission never received 

a single case for resolution (ibid.). Second, the capacity and experience of the OAU in conflict 

management were limited. The Chad civil wars exposed the incapacity of the OAU in conflict 

prevention.  

Third, lack of financial resources plagued the OAU as the Member States did not contribute to 

the organisation, reflecting, therefore, a profound contempt of the organisation (Muyangwa 

& Vogt, 2000, p. 7). Fourth, the OAU was affected by international politics through proxy wars 

where African countries were active participants in the Cold War between Russia and the USA. 

The fight for strategic and ideological dominance between the two superpowers devastated 

the Horn of Africa and southern Africa through financial and military resources that prolonged 

the violent conflicts in these regions (Muyangwa & Vogt, 2000, p. 7). The demise of the Cold 

War left Africa proliferated with intrastate violence forcing the OAU to take drastic and 

sustainable measures to ensure the security and stability of the continent.    

During the 1990 OAU summit, Member States raised concerns about the prevalence of violent 

conflicts and the devastation they had on regional politics and the economy. Violent conflicts 

were eroding the social fabric of African societies. Urgent operational and structural measures 

had to be put in place. Significant discussions were held in Kampala in 1991 on Security, 
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Stability, Development and Cooperation. The general conclusion emphasised the need to 

develop new African security institutions and mechanisms (Muyangwa & Vogt, 2000, p. 8) and 

cooperation would sustain these institutions. In June 1992, at its 28th Meeting in Dakar Senegal, 

Salim Ahmed Salim, the then OAU Secretary-General, argued that existing OAU institutions and 

approaches had proven inadequate. Therefore, there was an urgent need for OAU to adopt a 

new security agenda and a practical institutional framework. The Assembly of the OAU decided 

to establish the OAU Mechanism. The decision to establish the OAU was reached out of a 

realisation that Africa could not improve its socio-economic development alongside rampant 

stability and security challenges (Nhara, 1998, p. 2). The OAU Mechanism was established 

under a security turmoil “partly evidenced by the fact that in 1993 there were 5.2 million 

refugees and 13 million internally displaced persons in Africa” (Muyangwa & Vogt, 2000, p. 11). 

Following the decision, through the Cairo Declaration of June 1993, the OAU Mechanism was 

adopted and functional in 1994.  

The OAU mechanism, at its core, was to function as a tool to collect, organise and disseminate 

information with the intent to prevent or manage potential and current conflicts. In practice, 

it would also share intelligence to realise its mandates. It was mandated to anticipate and 

prevent situations of potential conflict from developing into full-blown conflicts; undertake 

peace-making and peace-building efforts if full-blown conflicts should arise; and undertake 

peace-making and peace-building activities in post-conflict situations (Muyangwa & Vogt, 

2000, p. 9). The OAU Mechanism was subdivided into the Central Organ and the CMD. The 

Central Organ was the operational arm of the mechanism with sixteen Member States who 

formed the Bureau of the Assembly of the Heads of State and Government. The CMD was the 

centre that had the function of cooperating the overall function of the OAU Mechanism and 

developing policy options. According to Cilliers (2005, p. 3), by establishing the Central Organ 

and the CMD, the OAU demonstrated its yearning to reduce the risk of violent conflict erupting.   

The Central Organ was derived from Africa’s five regions and chaired by a troika. It provided 

oversight and political direction of the OAU Mechanism giving legal authority and operational 

strategies (de Coning, 1997, p. 3). However, the Central Organ had a primary objective of 

anticipating and preventing conflicts, undertaking peace-making and peacebuilding functions 

in circumstances where conflict has occurred. It reserved the obligation to deploy civilian and 

military missions of observation and monitoring. The CMD was established under the Political 
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Department of the OAU with two sections, The Conflict Resolution, Defence and Security 

Section (CRDS) and the Conflict Prevention and Research Section (CPRS). The overall design of 

the OAU Mechanism was based on the cooperation of parties to a conflict. The OAU could not 

interfere in internal affairs. Thus, its participation was based on an invitation to resolve conflict. 

However, this seldom transpired. The CPRS was mandated to monitor and evaluate potential 

conflicts, prepare response options and coordinate and support observer missions. The 

instruments at the disposal of the OAU Mechanism were fact-finding missions, mediations, 

peace support missions and regionally coordinated peacekeeping.  

In retrospect, the OAU made relative contributions to conflict prevention and resolution in 

Africa in multiple ways. First, fact-finding missions and mediation were used to inquire about 

facts to recommend ways the OAU could assist. Despite the non-intervention principle, OAU 

missions were seldom refused (de Coning, 1997, p. 6). The 1993 OAU peace mission in DRC is 

a case in point. It successfully negotiated a ceasefire from mounting political tension fuelled by 

ethnicity and armed militias. Second, the OAU used Peace Support Missions as one of its tools 

working towards resolving conflict and the restoration of peace and security. The missions 

were primarily funded by donor countries leading to diminished control over missions (de 

Coning, 1997, p. 6). However, Cilliers (2005, p. 4) argues that the assistance from the donors 

expanded, capacitated and enabled the CMD to establish necessary infrastructures usable in 

the materialisation of its overall mandate and objectives resulting in the CMD being the most 

critical arm of the OAU by 2000.  

According to de Coning (1997, p. 2), the OAU principle of non-interference resulted from a 

colonial legacy. The non-intervention principle, however, resulted in the implementation of 

the OAU Mechanism being problematic. While the mechanism could anticipate conflicts, 

working on its prevention was constrained. The legal framework governing all Member States 

of the OAU underscored the significance of sovereignty where the AU’s Member States could 

not violate this agreed principle. Whilst the Cairo Declaration established institutions that later 

became instruments of the APSA, “… it did not explicitly provide for the establishment of a unit 

for early warning” (Cilliers, 2005, p. 4) as it would violate the standing principle. Therefore, this 

effectively precluded collective action from addressing civil wars and other internal conflicts in 

Africa by the OAU (de Coning, 1997, p. 2). The establishment of an early warning system was 
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only made in the Yaoundé Declaration of July 1996, where Heads of States – sought to address 

the violent conflicts and the negative image portrayed by these conflicts – endorsed the 

creation of an early warning system (OAU, 1996, § 25 (2)). The early warning system was to be 

positioned within the OAU Mechanism to improve further the pre-emptive and swift efforts of 

the OAU towards mushrooming African conflicts.  

Consequently, a unit staffed with civilian and military officers was then equipped with 

communication resources, including a situation room, a small library and a documentation 

centre. The limited reach and resources of the Central Organ made it fail to effectively predict, 

plan, prevent and manage numerous complex conflicts in the region (Cilliers, 2005, p. 5). With 

a failing Central Organ, the core function of the mechanism was constrained. The OAU 

Mechanism faced numerous challenges, chiefly a lack of political will to intervene, logistical 

means and financial resources. The overall performance of the mechanism  

demonstrated that the scale and scope of conflict, juxtaposed against the 

organization’s lack of capacity, resources and experiences, is such that the OAU 

does not, at this time, have the capacity to defuse and resolve conflicts in Africa 

by itself  (Muyangwa & Vogt, 2000, p. 15). 

The OAU Mechanism failed to prevent, manage or resolve conflict as noticeable by increasing 

intra-state violent conflicts. Looking back on past experiences, the AU was determined to 

furnish a system with the capacity and ability to predict and pre-empt conflict before it 

emerged. While the Cairo Declaration established the OAU Mechanism and a conservative 

Situation Room, it proved insufficient. Therefore, there was a need to design an entire early 

warning system with the capacity to map early action. 

Old ways had to be revised, and new ways devised to keep up with the mushrooming trends 

of violent conflicts. According to Engel (2018c, p. 651), violent conflicts epitomised global 

challenges in the economy and development, peace and security, environment and humanity. 

These challenges affected a change in the nature of violent conflicts (Engel, 2018c, p. 656). In 

the same line of argument, Aning and Salihu (2014, p. 10) contend that although old security 

threats are on the decline, they have been replaced by new security threats scilicet the 

proliferation of SAWL, sectarian violence, food insecurity and poor socio-economic conditions. 

Therefore, emerging violent conflicts relayed an important message of a need to design a more 
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proactive approach to conflicts in Africa. The continual emergence of regional conflicts and 

other operational hurdles would later influence the complete overhaul of the OAU to the AU 

in 2002. The effects of violent conflicts were enough testament for most African states to 

address these challenges, prop up development stalled by violent conflicts and further 

integrate Africa. The dynamics during this period led to the collective expression of the need 

to transform the OAU. 

The transformation of the OAU to the AU brought new shared expectations that underscored 

“a general consensus on the right to intervene in the internal affairs of member states” (Engel 

& Gomes-Porto, 2014a, p. 190). One of the core objectives of the AU became centred on 

promoting peace, security and the stability of the continent (African Union, 2000, §3 (f)). 

Therefore, it was designed as comprehensive human security permeating various security 

strata such as personal, community, environmental, food, economic, health and political. The 

transformation of the OAU into the AU brought new institutions and operational norms  (Engel 

& Gomes-Porto, 2014a, p. 190). Through Article 5 (2) of the Constitutive Act of the AU (OAU, 

2000, §5 (2)), a decision was reached to establish an effective and operational framework to 

implement action plans and operational decisions relating to conflict prevention, peace-

making and peace support operations and interventions. Therefore, the CEWS was established 

as one of the pillars of the APSA. 

4.3 The PSC Protocol and the CEWS 

The CEWS was established as part of the APSA under Article 12 of the PSC Protocol to facilitate, 

anticipate and prevent conflicts (African Union 2002, §12 (1)). Its functions aimed to anticipate 

conflicts and facilitate their prevention by providing timely intelligence on potential and 

evolving violent conflicts (African Union, 2002, §12 (1)). Its formation became the realisation 

of once a pipeline dream of the OAU. With the establishment of the CEWS, the PSC Protocol 

strengthened the AU’s capacity to predict, prevent, manage, monitor and resolve regional 

conflicts. Article 3 of the PSC Protocol that underscores the anticipation and prevention of 

conflict is stressed as of prime significance and “one of the main objectives of the” PSC Protocol 

(AU PSC, 2013a, para. 5). Consequently, the anticipation of conflict is a principle of the PSC, 

where the CEWS collects and analyses information on multiple variables related to conflict 

outbreaks in the AU Member States (Albuquerque, 2016, p. 13). Therefore, the CEWS was 
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devised as “an instrument of choice for the development of preventive options and the 

deployment of preventive action” (Wane et al., 2010, p. 94).  

In design, the PSC Protocol underscores the CEWS consisting of two strategic entities. The 

Situation Room functions as a centre to observe and monitor events as they transpire. 

Observation and monitoring are followed by – through appropriate Indicators Module – 

collecting and analysing data (African Union, 2002, §12 (2a)). The collection and analysis of 

data feed the early warning mechanism and contributes to the overall mandated function of 

the system, that of conflict prevention. The CEWS is strategically poised at the centre of Africa’s 

early warning. The situation room also functions as an information conduit siphoning 

information from a similar mechanism within RECs. The information sourced from RECs is 

already processed. It is channelled to the CEWS via “appropriate means of communication” 

(African Union, 2002, §12 (2b)). Hence, on its level, the CEWS is at the centre of sharing, 

networking and coordinating information with similar mechanisms in RECs.  

Monitoring and analysis help develop pre-emptive and preventive real-time response options 

(AU PSD, 2006a, para. 45). Therefore, it articulates multiple courses and principles of action 

using the obtained information to prevent or resolve conflicts. Within this specification, the 

CEWS coordinates and works jointly with established RECs EWS to realise a conflict prevention 

collective continental framework. The cooperation is made possible through the Situation 

Room, which serves as a focal point of information concerning early warning. The monitoring 

and analysis outputs involve Early Warning Reports obtained from regular close observation 

and Flash Reports92 obtained from regular monitoring (AU PSD, 2006a, para. 44). 

Information used by the CEWS is shared, collected and organized from multiple sources. These 

sources include government and inter-governmental actors, international and non-

governmental organisations, the media, academic and think tanks, AU field offices, Member 

States, RECs and RMs. Data and information are also sourced and coordinated from RECs such 

as IGAD, ECOWAS, and SADC. Each of these regional entities has Early Warning Systems (EWS) 

within specific functions at the regional level and coordinating intelligence with the CEWS. The 

sourced information is presented daily or weekly and sometimes immediately, considering the 

 
92 Flash reports are issues in the event of an emergency incident requiring an immediate attention and response 
of relevant and key AU personnel.  
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severity of the matter (Albuquerque, 2016, p. 13). The cooperation of the CEWS with these 

entities is underscored in article 12 (3) of the PSC Protocol (African Union, 2002, §12 (2)). The 

sub-section below will focus on the mandates and objectives of the CEWS.  

The cooperation of information is not limited to RECs. It also involves multiple entities which 

are indirectly mandated to ensure the effective functioning of the CEWS. The 

institutionalization of the CEWS is tied to other international agencies and organisations, 

research and academic institutions, RECs, et cetera (African Union, 2002, §12 (2)). Therefore, 

the effective functioning of CEWS is enhanced by financial, academic and strategic cooperation 

from various actors. The operationalisation of the CEWS is based on information collection, 

strategic analysis, reporting and engaging with decision-makers, coordination and 

collaboration. The primary source of information comes from the public domain in soft and 

hard copies. These sources include private and public newspapers, electronic news sites, 

satellite tv channels, formal and informal sources on the ground (African Union, 2003, para. 

64). The gathered information is administered and forwarded, through the unions’ intranet, to 

responsible premier staff.  

The CEWS is mandated to collect, organize, archive, manage and distribute information (AU 

PSD, 2006a, para. 41). The compilation of information is done through an automated public 

news clipping service. The information is sourced from chiefly African media sources in 

different dialects. It is compiled, indexed and presented through graphics and trends. The 

compiled information is also accompanied by structures and scaled options on possible 

responses. The obtained information is used to make situation reports continuously updated 

and compiled over time to make “internal country profiles, with sub-national detail” (African 

Union, 2008, p. 17). The reports are then used for internal information exchange and mapping 

options. This is done in three ways which are daily situation reports, daily news highlights and 

country profile resources.  

The analysis of the collected data is done through an early module. The module is equipped 

with multiple “clearly defined and accepted” (African Union, 2002, §12 (4)) indicators that are 

employed to follow, assess and report on developing events. These procedures represent the 

core functioning of the CEWS as enshrined in the PSC Protocol. Dissemination of analysed 

information is restricted to the AUC Chairperson, the PSC and the Commissioner of Peace and 

Security. However, in practice, the Panel of the Wise also has limited access to the information. 
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The information is also utilised to inform policy and strategies for the Pan-African Parliament 

(PAP),93 ACHPR and other AUC relevant departments (African Union, 2008, p. 16). The function 

of the information is to timely advise and “recommend the best course of action” (African 

Union, 2002, §12 (5)). Therefore, the exchange of intelligence information between and within 

the AU institutions, RECs and other relevant entities, to some extent, defines intelligence 

cooperation. Although seemingly minute, the mapping of early action defines the functions of 

the CEWS and any other early warning mechanism. The prevention of conflict is done through 

a combination of early warning and early response. The combination of these two is a 

benchmark of any successful early warning mechanism.  

The CEWS’s ability to monitor is designed to precise specification using designed early warning 

modules. This operational module of the CEWS aligns with accepted and conventional political, 

economic, social, military and humanitarian indicators. Continuous monitoring is designed to 

conform to clearly defined and accepted indicators (African Union, 2002, §12 (4)). Situations 

and incidents are monitored to provide clear early warnings using clearly defined and accepted 

indicators, trends and the structural context. The structural context functions to arrange and 

compile firmly established grievances, relations, elements or parts that may cause conflict. 

Trends are manifestations of these deep-seated issues, hence, the need to look at the 

dynamics of these trends within their socio-political, economic and humanitarian situations. In 

line with these indicators, the CEWS analyse regional conflicts and recommend the best course 

of action (African Union, 2002, §12 (4)).  

4.4 The Operationalisation of the CEWS 

Even though the idea and legal basis of establishing the CEWS are underscored in the PSC 

Protocol, its operationalisation took longer. The delayed operationalisation of the CEWS 

exposed operational, technical and political challenges that confronted the AU (Behabtu, 2013, 

p. 45). To some extent, the lack of political will from some Member States who were still vibrant 

on the concept of state sovereignty also contributed to the delay and operational challenges 

(Noyes & Yarwood, 2013, p. 34). Consequently, to address these challenges, Heads of States 

and Governments, during the AU’s 2003 Summit in Maputo Mozambique, invited the AUC to 

 
93 PAP – also referred to as the African Parliament – is a legislative body and an organ of the AU which was 
established in March 2004 by Article 17 of the Constitutive Act of the AU. Its establishment can also be traced to 
the Abuja Treaty of 1991. PAP has consultative, advisory and budgetary oversight powers within the AU.   
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plan on the operationalisation of the CEWS and mandated it to take necessary steps towards 

the establishment of the CEWS. Therefore, the operationalisation of CEWS can be traced to 

four epochs which are 2003, 2005, 2006 and 2008.  

In 2003, an expert workshop was put in place to map the way forward. The workshop was 

organised by the commission to put in place the basic structures and mechanisms of the CEWS.  

The workshop was held in Addis Ababa from 30 to 31 October 2003. Experts within conflict 

prevention, management and resolution were invited alongside regional and international 

research experts (African Union, 2003, p. 2). The workshop was implemented to help the AUC 

materialise ideas detailed in Articles 2(2) and 12 of the PSC Protocol. Therefore, the 

practicalities, steps and modalities required to operationalise the CEWS were discussed 

compared to existing regional and international established early warning systems.  

During the workshop, a clear idea of the CEWS was raised as to its objectives and functions. 

The conceptual clarifications aimed to address the targets for early warning such as armed 

conflict, violence, terrorism, pastoral raids, state failure, et cetera. The functionality of the 

CEWS required objectivity through precise analysis and diagnosis. It was assumed that 

impartiality would produce reliable and value-free results. The ultimate goals of the CEWS were 

debated, and it was found that there is a need for a clear-cut purpose of the CEWS. Issues were 

raised on who or what it serves to protect. That is from individuals or groups, public or private 

assets, national or interstate interests (African Union, 2003, p. 15 (4)). As a result, the 

operationalisation of the CEWS raised more questions on data ownership, objective 

evaluations and aligning expectations with the system's actual capabilities. 

The AUC organised consultative workshops between the AU, RECs and other partners to draft 

a Roadmap in July 2005. The draft was based on recommendations obtained from these 

consultative meetings. The drafted Roadmap underscored how the CEWS should provide 

timely advice on potential conflict and threats to peace and security. It laid out the functions 

of the CEWS from information collection, strategic analysis of data, early warning reports to 

coordination and collaboration between the AU and RECs, et cetera. (African Union, 2008, p. 

13). The draft outlined a timeframe for the operationalisation of the CEWS. The timeframe 

served to plan the timely implementation of the CEWS. 
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During the 57th Meeting of the PSC held in Addis Ababa on 21 June 2006, reports were made 

on the progress made towards the operationalisation of the PSC Protocol. The meeting 

endeavoured to hasten the operationalisation of the CEWS (African Union, 2008, p. 13). The 

first issue of the Roadmap on the operationalisation of the CEWS laid out the legalities and 

methodological functions of the CEWS. Technical documents were drafted to support the first 

issue of the Roadmap before it was issued to Member States, RECs and other partners. These 

technical documents were on Participation of Civil Society and the Indicators Module. There 

AUC also drafted papers on the Development of Information Technology, Conceptual and 

Methodological Issues in the Development of Early Warning Indicators and Status of 

Implementation of Early Warning Systems in the RECs (African Union, 2008, p. 14). 

Recommendations on the operationalisation of the CEWS were made in the Roadmap. 

First, the operationalisation of the CEWS required the development of a systematic framework 

of analysis. The strategic analysis would be country-specific and defined by a limited number 

of indicators (Hailu & Abdulkadir, 2009, p. 8). The indicators were designed to focus on both 

underlying structural causes of conflict and emerging human security threats. The indicators 

are standardised and partly mentioned in the PSC Protocol. The PSC Protocol does not detail 

these indicators comprehensively, but it states that the CEWS “shall develop an early warning 

module based on clearly defined and accepted political, economic, social, military and 

humanitarian indicators” (African Union, 2002, §12 (4)). The use of standardised indicators 

would ensure quality control and strengthen CEWS’s capacity to adjust to country-specific 

analyses (ibid.). Consequently, the strategic analysis framework systematises the functions of 

the CEWS and bonds the human efforts to the functions of the system.  

Through strategic analysis, collected information would be continuously analysed and 

monitored. Priority was given to the design of easy to control and less costly indicators (AU 

PSD, 2006a, para. 15). While the indicators were designed to focus on violent conflicts, they 

were also programmed to focus on fundamental structural causes of conflict. The indicators 

were designed separately but required endorsement from the Member States. Matveeva 

(2006, p. 45) states that political styles and ideologies influence any early warning system the 

same way they do conflict prevention and peacebuilding. Therefore, “it may be more honest 

to acknowledge that agendas behind the early warning can exist rather than regard it as 

‘scientific’ and ‘apolitical’” (ibid.).  
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Second, the ability of the CEWS to collect, organise and disseminate data “beyond the AU and 

its Filed Mission’s sources” was highlighted (African Union, 2008, p. 72). For the CEWS to 

effectively function as a collective continental early warning system, it was also supposed to 

utilise data generated by public and private entities such as civil society, universities and 

research institutions. The AUC acknowledge and perceive civil society as playing an essential 

role in furthering the prevention of conflict (AU PSC, 2013a, para. 15). The civil society has the 

capacity to complement the system as comprehensive and meet the mandate stated under 

Article 12 (3) of the PSC Protocol. Recommendations were made for the CEWS to develop 

mechanisms to track trending issues, grade sources and make use of automated public news 

clipping systems.  

The collection of data and its analysis is central to the CEWS’s operationalisation. Although 

data is collated and solicited from open sources, this is designed to be done through 

“appropriate early warning indicators” (African Union, 2008, p. 15). However, Matveeva (2006, 

p. 44) argues that depending on open sources can result in missing important information or 

being misled depending on how democratic or authoritarian a country is. The efficient 

management of information is outlined as integral and inclusive of data collection, compilation, 

management and distribution. The situation room functions as the centre for all collection, 

analysis and distribution of information. The roadmap recommended using automated data 

gathering and processing systems, the use of African information sources and strengthened 

“country profiles through the introduction of subnational detail” (African Union, 2008, p. 17). 

The complexity of collecting, managing and disseminating data requires an automated system. 

Therefore, it was recommended that the Situation Room be upgraded and furnished with such 

technologies. 

Third, considering that some RECs had established EWS, it was recommended not to replace 

these systems. However, the systems required optimisation and automation in line with 

indicators of the CEWS. Installed EWS in RECs were acknowledged as accomplished and viable 

initiatives for early warning (African Union, 2008, p. 45). These EWS are used to support the 

functions of the CEWS. The EWS is a microcosm of a macrocosm – the CEWS. Therefore, they 

are positioned to support the CEWS while the CEWS is designed to supplement the regional 

EWS. By complementing the functions of EWS, the CEWS was positioned to be the continental 

framework of information collation, organisation and analysis. By contributing extra features 
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and designing an independent yet EWS affiliated with the CEWS, the collective efforts to 

achieve peace and pursue security and stability would have been strengthened at regional and 

continental levels.  

Fourth, recommendations were made regarding the cooperation between the CEWS and RECs. 

It was agreed to establish focal points on EWS within the AUC, eight RECs and all Member 

States (African Union, 2006, para. 16 (d)). Within this framework, a collective procedure would 

be developed on how to handle and secure classified information. The devised procedure 

would ensure a safe yet regular exchange of early warning reports and briefs. The cooperation 

between the CEWS and RECs would extend beyond information sharing to include exchanging 

personnel, joint training and capacity building. The coordination and collaboration are 

underscored as a division of labour where RECs sub-national data would be utilised to add 

information on the AU’s protected website. The indications of the subsidiary roles of RECs are 

in line with the 2008 MoU between the AU, RECs and Coordinating mechanism (African Union, 

2008, §4 (4)). 

Fifth, it was suggested that personnel from early warning and decision making needed to work 

together (African Union, 2008, p. 79). The engagement between the two enhances response 

options. The generated options provide a diverse yet unified effort. Bridging the cooperation 

of data gathering and decision-making personnel integrates other entities such as civil 

societies, academic institutions and research centres to the decision-making process. The 

integration of policy initiates also extends to the Panel of the Wise, the Pan-African Parliament 

and the ACHPR. Therefore, collective efforts would provide contextual reports detailing 

occurring and emerging conflicts from various perspectives. 

The modalities of engagement mandate the Chairperson of the AUC to use his or her initiative, 

when requested by the PSC, “to prevent potential conflicts, resolve actual conflicts and 

promote peacebuilding and post-conflict reconstruction” (African Union, 2002, §10 (2)(c)). 

Therefore, the relationship between the CEWS and AUC Chairperson requires a particular form 

of engagement where the latter is to be furnished with regular reports addressing overall 

peace and security situations in all regions of Africa (African Union, 2008, p. 74). These reports 

include early warning information and analysis structured as Security, Humanitarian and 

Human Rights Situations. The cataloguing of these reports ensures the development of 

appropriate response options (ibid.).  
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The third phase of the operationalisation of the CEWS included a series of meetings held 

between 17 to 19 December 2006. The meetings were held in Kempton Park, South Africa. It 

brought together governmental experts and representatives from the AU, RECs, UN, academic 

institutions, research centres, NGOs and other international organisations. The meetings were 

conducted to review the progress on the operationalisation of the CEWS and “implement the 

observations and recommendations made in the draft Roadmap within a timeframe of three 

years” (African Union, 2008, p. 14). The meeting sought to make all participating stakeholders 

agree on the final steps to operationalise the CEWS. Looking at the previous delays, the timely 

operationalisation of the CEWS became important. Therefore, measures were put in place to 

ensure the CEWS was fully operational by 2009. The Executive Council endorsed these 

measures as a Framework for the Operationalisation of the CEWS (African Union, 2008, p. 14).  

The framework was adopted after examining international experiences of early warning. Engel 

(2018b, p. 574) argues that the preferred utilisation of conflict prevention mechanisms by the 

AU and RECs is a mirror image of the rise in conflict prevention mechanisms internationally. 

Therefore, while borrowing specific processes, procedures and components, the CEWS was, 

however, designed to fit into the context of Africa and its conflict prevention endeavours. It 

became a glocalised mechanism representing the ability of local and regional actors, as creative 

agents, to adapt, innovate and manoeuvre within a globalised world. It was recommended that 

the CEWS be designed to the specific needs of its users, such as the AUC, PSC, Panel of the 

Wise, et cetera. CEWS will have limited value if its outputs are not precisely designed to meet 

their needs (Nathan, 2007, p. 51). Tailoring information dissemination to specific recipient 

needs strengthens information flow and enhance the ability of the CEWS to provide a diverse 

analysis. Improved primary tools for engaging with decision-makers were outlined as Flash 

Reports, Situation Reports, News Highlight, Mission Reports and Early Warning Reports. The 

production and dissemination of these conform to a certain standard that cuts across the 

tailored requirements of multiple recipients.  

On Indicators Module, four modules were proposed on the system design guidelines. The first 

module focused on automated news “clipping” services. Automated daily searches for open-

source news reports on the Member States would support the archiving, indexing and 

distribution of these news reports (African Union, 2003, para. 49). Module two sought to 

address the objectives of the CEWS by collecting information using an automated news “Early 



106 
 

 

Warning” system. The module would provide an interactive analysis to release timely updates 

(African Union, 2003, para 55). Module three was designed to support the exchange of 

information through an automated information exchange system service. The cooperation 

would be between the AU and other authorised entities. This model was functionally 

equivalent to collecting and organising information from RECs (African Union, 2003, para. 56). 

The fourth module was designed as an enhanced version of the third version. It would function 

as an automated situation reporting and incident management system where the web-based 

situation room would be linked to field offices by developing similar frameworks of indicators 

and parameters. The interactive system would support the comparison and exchange of 

collected and analysed data. 

The fourth stage of the operationalisation of the CEWS transpired in 2008 through the signing 

of an MoU on Cooperation in the Area of Peace and Security between the AU, RECs, 

Coordinating Mechanism and Standby Brigades of Eastern African and Northern Africa. It 

involved the incorporation of RECs and RM into collective continental efforts towards early 

warning. The first issue of the Roadmap emphasized the need to operationalise the CEWS and 

RECs EWS simultaneously. The comprehensive function of the CEWS would be unattainable 

without EWS aiding its function. Therefore, recommendations were made on how to position 

the CEWS, promote its establishment and enhance its intended objectives of data collection, 

strategic analysis, reports and collaboration and coordination with RECs and other coordinating 

mechanisms. For more on the CEWS and RECs, see section 4.7.  

Competing epistemologies on conducting early warning led to the reconstruction of knowledge 

transfers from conflict prevention to early warning (Engel, 2018b, p. 578). Therefore, the 

design and development of the CEWS, as a tool for data gathering, analysis and cooperation, 

was achieved through a series of cooperation and collaborative efforts with various 

stakeholders regionally and globally. However, it was reconstructed to suit the needs of the 

AU. The journey towards the operationalisation of the CEWS began in 2002 with the PSC 

Protocol providing the functions, utility, constitutive components, collaboration framework 

and system requirements. However, it took more expert meetings, consultative workshops and 

four years to develop considerable progress on the operationalisation of the CEWS. Although 

the CEWS became functional in 2009, it continued getting developed operationally. For 

instance, on preventive diplomacy in 2013 and structural conflict prevention in 2014.  
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4.5 The Institutionalisation of the CEWS 

The PSC Protocol strategically position the CEWS within the CMD of the AU (African Union, 

2002, §12 (2a)). The CEWS operates 24/7, monitoring information, collecting data and sharing 

intelligence on current and potential conflict situations in Africa (African Union, 2019, p. 78). 

The main goal of the CEWS is to provide early warning intelligence to the PSC on the state of 

affairs of conflict-prone situations for the PSC to act preventively. The CEWS coordinates crisis 

information. Structured early warning information is also used to assess the AU and its other 

interventions. This is done on every crisis through the monitoring and analysis of dynamics and 

developments. However, the organizational structures have evolved due to the merging of 

existing departments and emerging of new departments.  

See section 4.10. 

4.5.1 The Situation Room  

The Situation Room was conceptualised and established in 1998 under the OAU Mechanism. 

However, an internal report in 1999 underscored that it lacked the capacity to conduct in-

depth analysis (Noyes & Yarwood, 2013, p. 44). Under the newly founded AU, it was under the 

CMD, then subsequently the CPEWD. The Situation Room is located in the CPEWD of the PAPS 

and comprises an observation and monitoring centre with monitoring and observation units of 

the RECs linked to the Situation Room. Its main tasks include, 

i. Information monitoring and data collection on simmering, potential, actual 

and post-conflict initiatives and activities in Africa, in an effort to facilitate 

timely and informed decision-making; 

ii. Serving as a point of contact and communication room for the Peace and 

Security Department; 

iii. Providing the AU headquarters with a 24/7 mission-wide information 

gathering and dissemination capacity; 

iv. The Situation Room operates 24/7, with ten Assistants, two Communication 

Assistants and a Coordinator; 

v. It produces various reports, among them; Daily News Highlights, Daily 

Reports, Flash Reports, updates on potential and conflict situations and 

Weekly updates to provide a weekly overview of the political, military, 
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humanitarian, human rights and other developments in Africa (African 

Union, 2018b, pp. 2-3). 

The functions of the Situation Room are categorised into five. First, it monitors, collect, process 

and validate information through a comparison of state and non-state sources. Second, it 

assesses situations by evaluating actual conflict scenarios and potential conflict emergence in 

regional Africa. Third, the processed information is systematically distributed to executives and 

reports are generated on prepared briefings of each conflict situation. Fourth, the Situation 

Room, through options evaluation, plan and layout possible action plans for potential and 

transpiring conflict situations. The plans and layouts also extend to resources in response to 

crises. Fifth, the Situation Room manage databases that are important to conflict prevention 

and peacekeeping activities. These include, but are not limited to, standby roosters and 

logistics. Overall, the functions of the Situation Room are to collect, organise and analyse data 

through the early warning indicators module.  

The Indicators Module function is, arguably, the backbone of early warning. As a core and 

integral element of the CEWS, the AU developed the indicators to monitor potential conflict 

reflected events systematically. According to Engel and Gomes-Porto (2014a, p. 195), the 

CEWS utilises an amalgam of qualitative and quantitative conflict analysis techniques. The 

monitoring is reinforced through an analysis of events and their underlying structural causes 

of conflict. Therefore, the CEWS is an intelligent system and intelligence gathering mechanism 

with the capacity to gather, analyse and disseminate information through an embedded 

internet connection. The disseminated information is up to date and valuable to the overall 

implementation of the APSA. Therefore, the functions of the CEWS are vital, not only to 

prevent conflict but, to monitor its patterns and devise context-specific possible solutions as 

well.  

Amongst other primary functions, the Situation Room is purposefully designed to share 

intelligence and coordinate activities. It serves as a continental instrument equipped, 

capacitated and connected to regional EWS to share information, coordinate activities and stay 

abreast and updated to sub-regional events. It provides a point of contact and serves as the 

main point of contact between the AU and multiple entities (AU PSD, 2006a, para. 25). The 

functions of the Situation Room are – but are not limited to – the collection of data, its 

management and analysis. Intelligence information is shared from pre-existing RECs through 
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the Situation Room. The collection of data and strategic analysis requires constant and timely 

monitoring of conflict development by mainly focusing on humanitarian, social, political, 

economic and military indicators. Within the Situation Room, early warning is parallel to 

conflict prevention. However, the collection and analysis of data are conducted separately.    

4.5.2 The African Media Monitor  

According to Hailu & Abdulkadir (2009, p. 156), various tools and software of conflict 

prevention have been developed by the AU and other parties to enhance its efforts of data 

analysis and collection through the CEWS. The tools designed for dynamic events data 

collection and analysis include the Africa Media Monitor (AMM). The AMM was developed in 

collaboration with the European Commission’s Joint Research Centre (JRC) and modelled after 

the European Media Monitor (EMM). The interface is used for advanced web information 

extraction. The information extraction is made possible through monitoring and subscribing to 

online news. Therefore, the application to open-source information and electronic media 

monitoring addresses keeping updated on news reports and issue alerts. The AMM can 

conduct textual analysis and process ten thousand new articles every ten minutes in four 

different languages (ibid.). The system scans one thousand four hundred sites 24/7, detects 

new articles and filters them into fewer keywords. The JRC developed the textual analysis 

software aligned with the CEWS collaborative efforts with research centres underscored in 

article 12 (3) of the PSC Protocol. Therefore, AAM advances and contributes to the CEWS’ 

efforts to monitor and process vast amounts of online sources. AMM can generate alerts 

through emails and Short Message Service (SMS). The AMM has three interfaces which are the 

Africa News brief, NewsDesk and Live Mon  

NewsDesk is a “key tool” in informing executives about critical current events through daily 

briefs, email alerts, SMS, to mention a few (Hailu & Abdulkadir, 2009, p. 157). It functions as a 

collaborative editorial tool that uses pre-defined reporting templates to guide the Situation 

Room analysts to work within the set parameters. It is located within the situation room and 

comprises Situation Room staff, editors and workgroup managers. The duties of the staff are 

to feed the NewsDesk analysis through article selection, notification delivery and managing 

newsletter layout (ibid.). The duties of the editors are to review and publish the analysed 

reports while workgroup managers allocate resources, manage user accounts and reserve 

access rights. The NewsDesk functions as a user customised interface which facilitates the day-



110 
 

 

to-day operationalisation of the Situation Room. The NewsDesk enables the situation room “to 

undertake information feeds monitoring, reports generation and notifications delivery” (ibid.). 

Generally, it represents the CEWS’s ability and capacity to collect, organise and distribute 

information.  

The function of the Africa News Brief (ANB) is to cluster and present live Breaking African news 

through the ANB page. The ANB display categorised live news using themes, quote extraction 

and named entity recognition (African Union, 2018b, p. 7). The page is updated every ten 

minutes and has access to all topic areas. The selection of newly received information about 

an occurring or developing situation is made through an algorithm that identifies keywords 

unusually mentioned several times. The ANB and NewsDesk have an automated information 

collation and analysis system used in news pages and other open sources. It is applied through 

gathering, filtering and classification, aggregation, presentation and visualisation, trend 

detection and user alerting, and distribution (Hailu & Abdulkadir, 2009, p. 157).  Information 

gathered through AMM can be filtered, clustered, statistically analysed and immediately 

disseminated.  

The Live Monitor (LiveMon) is a customised web-based content delivery system for geo-coded 

display of live news from Really Simple Syndication (RSS). The RSS software is used to organise 

a list of headlines for easy reading and distribution. Like the AMM, LiveMon was developed in 

collaboration with the EU’s JRC. The delivery system is installed in offices of the Bureau of the 

Chairperson, the Deputy Chairperson, Commissioner for Peace and Security and Director for 

Peace and Security (Hailu & Abdulkadir, 2009, p. 159). The information is fetched through the 

designed RSS feed that converts the files into up-to-the-minute updates. The feeds are sourced 

from a variety of sources which include the AMM and presented through computer graphics 

of live news articles on the African map. Therefore, current news is presented through regional 

mapping of geo-localised contents.  

4.5.3 Africa Reporter 

Utilising a predefined Incident and Situation report template, the Africa Reporter’s (AR) 

function is to gather information from the AU Field Missions and Liaison Offices. The AR is an 

online-based analytical tool designed to fit into templates and indicators of the CEWS (Hailu & 

Abdulkadir, 2009, p. 158). It is through these templates that the AR enables the submission of 

incident and situation reports from Liaison Offices and AU Field Missions. Incidence reports 



111 
 

 

document instability and other security related issues such as potential and occurring conflicts 

within the Member States. The AR has a built-in capability to analyse and summarise through 

maps and graphs. It also functions to manage data and graphically display events or trends 

over time (African Union, 2018b, p. 7). The sequential documentation, through submitted 

incidents reports, can form a baseline area of reporting that can be manipulated by the system 

to produce patterns of occurrence. By utilising incident and situation reports, the AR ensures 

that collected data is comparable and analysed qualitatively and quantitatively (Engel, 2018a, 

p. 6). 

4.5.4 Africa Prospects  

To realise its mandate of providing early warning, the CEWS utilises the Africa Prospects (AP) 

to evaluate the structural vulnerability of the AU’s Member States to conflict. The AP is a tool 

within the CEWS used to forecast and assess the susceptibility of Member States to conflict 

escalation (African Union, 2018b, p. 7). The AP uses sources from the Indicators and Profile 

Module (IPM) to calculate how vulnerable are countries to conflict using statistical regression 

analysis (Engel, 2018a, p. 7). Within the AP is the Fuzzy Analysis of Statistical Evidence (FASE) 

model, an algorithm that is employed to forecast the vulnerability of countries. The FASE model 

integrates multiple variables with the Possibility theory, logic and statistics. Hailu & Abdulkadir 

(2009, p. 162) avers that AP identifies “underlying influences and constraints embodied in a 

set of structural indicators.” These structural indicators are then juxtaposed with the countries 

associated with violent conflicts and known violence. These evaluations are systematically 

conducted periodically through a set of designed structural indicators.  

Structural Vulnerability Assessment (SVA) is an integral component of the AP which is used to 

support specific context designed “structural prevention and mitigation options” (ibid.). The 

SVA is also used to identify recurring structural drivers of conflict specific to every Member 

State. These structural drivers are then triangulated with country, regional and global data to 

predict the structural vulnerability results of a country towards conflict. The SVA, through 

structural Indicator Profiles, can predict the intensity of conflict and pick up associations 

between these indicators and the expected levels of conflict.  

4.5.5 Indicators and Profile Module  

The CEWS utilise the IPM for structural data collection and analysis. The IPM is used as a 

repository for structural data (Hailu & Abdulkadir, 2009, p. 156) organised into country 
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background briefings and country profiles (Noyes & Yarwood, 2013, p. 45). The structural data 

profiles every Member State in relation to peace and security issues. The effective functioning 

of the CEWS is made possible through an efficient and continuous data collection framework. 

The Profiles Module of the CEWS IPM is used for actor-oriented data collection (Hailu & 

Abdulkadir, 2009, p. 156). The actor-oriented data collection approach is primarily 

implemented manually. Actors manually gather information for analysis.  

The system was regionally developed to be “a set of web-based applications, with multiple 

functionalities.” The four sub-modules are management, indicators, profiles and documents. 

The management sub-module is used to upload documents, manage users and update 

structural and profiles data. Also, its function is to utilise the CEWS Indicators to extract 

structural data and analyse data based on specified variable indicators. The Profiles sub-

module, through top-level indicators, deliver comprehensive data on all Member States, 

deliver summary profiles for the AU and the RECs and automatically scrap “profiles data from 

different sources” (Hailu & Abdulkadir, 2009, p. 160). The function of the Documents Archival 

module is to enable access to documents drawn from multiple sources.  

4.5.6 The CEWS Portal  

The CEWS is an instrument not only for early warning but cooperation with other sub-regional 

mechanisms. The portal is a “one-stop-shop for making relevant information as well as data 

collection and analysis tools accessible to the CEWS and other early warning systems of the 

RECs”  (Hailu & Abdulkadir, 2009, p. 160). It was developed to function as a web portal for 

sharing information with regional EWS. Therefore, the CEWS Portal is used to harmonise 

cooperation between the system and RECs. The portal functions as a document archive in 

multiple ways. First, it facilitates cooperation through the exchange of information between 

the PAPS, CEWS and RECs. Second, through an integral database, it stores and reserves all 

African peace agreements. Third, it serves as an election database for Member States’ 

previous, current and upcoming elections.  Fourth, it functions as a communication channel 

and information sharing on imperative regional events. Therefore, the portal functions as an 

umbilical cord connecting the AU to RECs.  
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4.5 The CEWS Methodology  

The CEWS operates twenty-four hours a day utilising structural, dynamic and actor data 

collection and analysis to monitor indicators and identify flashpoints (Noyes & Yarwood, 2013, 

p. 44). Nyheim (2009, p. 15) cautions that there are no best indicators or methodology but 

good practice in analysis designed to address the contextual and specific needs of an 

institution. The CEWS analytical framework matches information sourced from a potential 

conflict situation against an already established early warning indicators framework. The 

analysis of data during this stage is driven by observing indicators and monitoring change over 

time.  

4.5.1 Information Collection and Monitoring  

As an open-source, the CEWS collects, compiles, manages and distributes information 

collected from various public, independent, and AU affiliated sources. These procedures are 

critical to the effective operation of the CEWS. Therefore, information collection and 

monitoring involve “the continuous monitoring of political, economic, social, environmental, 

military and humanitarian indicators at multiple levels of analysis…” (African Union, 2008, p. 

48). These indicators are underscored in Article 12 (2(a)) of the PSC Protocol. The 

establishment of continental parameters allows the Situation Room Staff and RECs to regularly 

collect, monitor and manage information.  

The processes of information collection and monitoring are complex as they are done at 

regional and continental levels. The Situation Room, Early Warning Unit and Desk Officers 

cooperatively monitor and manage information (Wane et al., 2010, p. 100) through a 

framework of variables, indicators and parameters. These also function to guide how 

information is collected and monitored. The processes at this stage are clustered into three 

activities anchored on data-driven analysis. These are information collection and monitoring 

on Context and Structural Information on AU Member States and regions; Actor Attribute 

Information on key individuals and Groups; and Information on behaviours and events as they 

evolve (African Union, 2008, p. 48). 
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Figure 2: The CEWS Methodology 

 

Source: African Union (2008, p. 75). 

The alignment of information collection and monitoring to data-driven analysis allows 

processed information to be presented in a time series measure of indicators as they evolve 

(Wane et al., 2010, p. 101). The baseline function is dual. First, it represents the gradually 

dynamic structural indicators of countries. Second, it exemplifies how swift human action and 

behaviour swiftly changes. The data-driven analysis commences with the selection of 

indicators and their continuous monitoring over time. To be able to trace changes over time, 

the monitoring is continuously carried out. 

Yearly, the CEWS compiles three types of structural indicators which are AU Member States 

data sets, time series data-based indicators and supplement data. Data sets cover numerous 

domains, and they are provided by the Member States, monitored annually and assembled by 

“CEWS as an official data source for structural indicators” (African Union, 2008, p. 49). Unlike 

the Member States data sets, time-series data are publicly available through international 

organisations such as the UN. Time series data are based on numerous indicators. They are 

most helpful in producing temporal and cross-national data. Supplemental data makes the 

third type of structural indicators surveyed periodically and compiled by the CEWS to 

complement analyses and not well-established indicators such as governance and human 

rights.  
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Structural indicators precede dynamic or behavioural indicators. The latter indicators 

complement the former as they outline essential event parameters used to describe the 

unfolding of events, justification, location, time and actors. The combination of structural and 

behaviour indicators is essential to early warning and early response as it allows analysts to 

track or anticipate changes and assess risks that may escalate conflicts (African Union, 2008, p. 

49). The maintenance and use of historical and current baselines help observe and test 

indicators over time (ibid.). 

Through baseline analysis, conflict dynamics can be traced and compared to previous scenarios 

(African Union, 2008, pp. 45-46). The evolution of events is interpreted as it develops. The 

comparison of baselines over time adds to the effective operationalisation of the CEWS. It is 

through the baselines that inflexions systematically reflect a deviation from standard structural 

conditions and events. Therefore, undesirable inflexions in baselines indicate an early response 

initiative to prevent conflict and assess the risk of violent conflict.  

For instance, the potential for conflict can be presented as high if inflexion in the baseline 

escalates, while de-escalation represents otherwise. The continuous monitoring of events has 

a pre-defined threshold used to measure the intensity of a conflict and generate automatic 

alerts. Through contingency plan exercises, the CEWS analysts are automatically presented 

with pre-defined response options. Therefore, risk assessments enable the CEWS to evaluate 

conflict tendencies of all AU Member States and functionally provide early warning.  

4.5.1.1 Context and Country Profile  

As an early warning system devised to provide local solutions to local problems, the CEWS was 

designed to integrate local structural indicators. Such a development deviates from the 

indicators underscored in article 12 (2(a)) of the PSC Protocol. Regardless, it offers a contextual 

understanding of African conflicts which are not limited to pre-defined international early 

warning indicators. Conflicts in Africa are diverse, with interwoven yet unique justifications for 

their causes. The Country Profile is a web-based relational database used to store and update 

structural country data. It enables the CEWS to develop structural baselines that are specific 

to each country. These are devised into various baskets.  
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Figure 3: Structural Country Profile Baskets and Indicators 

 

Source: African Union (2008, p. 51). 

The collection and collation of contextual structural information baselines functionally provide 

continental and regional early warning staff with an “invaluable resource for the development 

of risk assessment” (African Union, 2008, p. 50). It is through these risk assessments that early 

warning is derived and dispatched to decision-makers for early response. The significance of 

Country Profiles is not only limited to risk assessment. It also includes valid contextual data 

such as governance systems, geographical coordinates and the primary spoken languages.  

4.5.1.2 Actors and Networks  

Under information collection and monitoring, the Actor attribute functions to identify the main 

protagonists in the conflict. These are identified as relevant and influential to the CEWS 

mandate. The protagonists vary in form as they may be individuals, groups and institutions. 

Parameters for individual actors include basic biographical, educational, professional and 

sometimes political affiliation information (African Union, 2008, p. 51). The actor’s networks 

of influence or political affiliations are also monitored using group actor parameters that 

examine the group's size and objectives. Justification is made for selecting specific parameters 

accompanied by sources and a note on the logistics involved to gather and update the 

information. Analysts equip the CEWS with a list of individual parameters significant to monitor 

given cases of actors at the national level. Analysts monitor actor-network baselines for 

inflexions and deviations because shifts in the actor-network and profiles baselines may be an 

indication of the escalation of a conflict’s potential 
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4.5.1.3 Behaviour and Event Baselines  

Behaviour and Events Baselines are conducted through the continuous monitoring of a set of 

pre-defined parameters. Inflations that deviate from historical patterns indicate a possible 

occurrence of conflict, consequently resulting in the generation of an early warning alert 

(African Union, 2008, p. 52).  

Figure 4: Early Warning Baseline Analysis  

 

Source: African Union (2008, p. 52).  

Therefore, the CEWS can carry out real-time baseline monitoring and immediately dispense 

alerts to decision-makers. Pre-defined early response options accompany the generation of 

early warning alerts to decision-makers. The effectiveness of these contingency response 

options can be certain if only they are continuously updated to suit the nature of occurring 

conflicts.  

Events baselines may be generated from field or news reports with a daily to a weekly interval. 

Field reports are conducted by regional offices, AU Missions and extensively by RECs. Situation 

Reports allows monitor pre-cursors to conflict and cooperation, ensure continuity in the data 

stream and provide timely contextual data (African Union, 2008, p. 53). The baseline visualises, 

in graphs, the development of dynamic events within a potential conflict situation. The short 

term and rapidly changing nature of Behaviour baselines make them significantly useful. 

Employing basic event parameters, indicators utilised in event analysis focus on “who did what 

to/with who, when, where, why and how” (African Union, 2008, p. 53). It is through the 

contextual descriptions of these events that specified information is collected. 
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4.5.2 Conflict and Cooperation Analysis  

Step two involves strategic conflict and cooperation analysis. The conflict and cooperation 

analysis is conducted on a Member State whose current event development matches the 

indicators. It is based on baseline data and information (African Union, 2008, p. 57). It 

generates a general summary of the changes and developments of an unfolding violent 

conflict. Therefore, it involves analysing conflict and cooperation by identifying structures and 

root causes acting as the source for tension and the escalation of violent conflict. The design 

of addressing underlying conditions and root causes of conflict has been partially targeted at 

countering violent extremism, radicalisation and terrorism (AU PSC, 2020b, para. 2). Structural 

sources are multilateral and permeate through various levels. The above analysis is therefore 

used to justify the magnitude or intensity of monitoring events within the Member State using 

indicator-building information, also known as ‘type A-data.’  

The efficacy of the conflict and cooperation analysis has been hailed as “reliable and robust” 

(AU PSD, 2006b, para. 17). However, minor and partial changes were made for it to recognise 

structural root causes. Wane et al. (2010) aver that the model of SCA adopted by the CEWS is 

used for stand-alone analysis and is carried out on conflicts that have already begun. Hence, 

changes were aimed to customise the CEWS and equip the conflict and cooperation analysis 

with comprehensive abilities to address the challenges of monitoring the causation, action and 

dynamics of conflict. The conflict and cooperation analysis is conducted in three stages which 

are Structural Analysis, Actor Analysis and Dynamic Analysis. 

4.5.2.1 Structural Analysis 

Structural Analysis involves a methodical and detailed examination of structures. The root 

cause analysis involves examining structural issues such as governance, political climate and 

the imbalance of opportunities (AU PSD, 2006, para. 19). In this context, structural factors 

regarded as long-term influences underlying violent conflict are identified. These underlying 

factors are then used to nurture grievances and mobilise violence. Structural Analysis can be 

conducted using a broad contextual analysis. The latter traces the conflict history to present 

features pertinent to conflict analysis (African Union, 2008, p. 58). The analysis is made by 

positioning a situation in both a historical and contemporary timeline to identify broad 

underlying features over time (African Union, 2008, p. 55). The Timeline, therefore, orders 

patterns of conflict in sequential order as it transpired, changed or remained the same over 
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time. The timeline, as a tool, offers a unique capability of clarifying and distinguishing the 

overall outlook and position of conflict. It helps analyse complex conflicts which are 

simultaneously taking place in different locations and involving numerous actors.   

The CEWS utilises the Timeline to identify essential events of a conflict and document multiple 

conflict perspectives. The conflict line reflects subjective perceptions of the conflict (African 

Union, 2008, p. 58). Perspectives vary depending on the interest and affiliation of the local 

population. The analysis of structural factors is made to identify critical sources causing or 

having the potential to cause conflict. Underlying factors or agreements that may escalate the 

emergence of violent conflicts are also looked into. However, methodological challenges are 

faced on how to differentiate between structural and proximate causes. To address this 

challenge, they are developed before the commencement of conflict and cooperation analysis.  

4.5.2.2 Actor Analysis  

Analysts examine actors’ relations interests and capacities. The Actor Analysis is also called 

stakeholder analysis (African Union, 2008, p. 60). The examined actors can make or break and 

be the factor that decides the success or failure to prevent violent conflict. Analysts examine 

and evaluate an actor’s potential for conflict and cooperation (African Union, 2008, p. 57). 

Hence, interest is placed on both the capacity of the actor to cooperate or fuel potential 

conflict. By being stakeholders, they are directly or indirectly involved in the situation being 

analysed. These actors include but are not limited to individuals, groups, institutions, political 

leaders, armed and security forces, trade unions, political parties and regional and 

international humanitarian organisations. Actor analysis does not provide a historical overview. 

Unlike Structural analysis, actor analysis chiefly focuses on a relatively immediate analysis of 

actors comprehensively.  

A set of questions are positioned to examine actors. These are on interests, relations capacities, 

peace agendas and incentives (African Union, 2008, p. 60). A clear analysis of these factors will, 

therefore, produce a diagrammatic representation known as Conflict Mapping. Conflict 

Mapping is done to understand actors’ interests, relationships, conflict issues and parties 

involved directly involved in the conflict. Therefore, through conflict mapping, the CEWS’s 

analyst will be able to map all stakeholders directly or indirectly involved having the potential 

to cause conflict or cooperate to prevent it. The analysis will also furnish the analyst with more 
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details about “patterns of power, alliances, neutral third parties” (ibid.) – also possible actors 

who can be influenced.  

The focus of Conflict Mapping on a specific problem should be guided by what exactly it intends 

to show when the analysis should relate and from whose perspective. (African Union, 2008, p. 

61). The formulation of response options heavily depends on the influence and capacities of 

different actors to cooperate to prevent conflict. An understanding of existing and potential 

capacities for peace are useful in understanding the peacebuilding capacity of a Member State 

(ibid.). As an integral part of actor analysis, Conflict Mapping is also used for a few things. It is 

employed to comprehensively understand conflict by appreciating the various stakeholders 

and identifying potential partners. In some cases, it is also used to bracket one’s own bias and 

compare it by juxtaposing the conflict situation to the broader aspect of conflict management.  

4.5.2.3 Dynamic Analysis  

The analysis of conflict dynamics investigates and explores aggravators, triggers, responses and 

inhibitors of violent conflict. Horizontal and Vertical factors that may lead to violent conflict 

are analysed. Horizontal factors imply conflict spreading to other regions, while vertical factors 

increase the number of parties or actors involved (AU PSD, 2006b, para. 20). Proximate causes 

may contribute to a climate conducive to the further escalation of violent conflict. Horizontal 

factors may be socio-economic, political and cultural factors. These may entail cultural 

discrimination, economic hardships, unstable states and political tension (African Union, 2008, 

p. 59). These factors are analysed to measure how they are being used to increase rapidly or 

make less severe the potential of conflict (ibid.). These factors involve examining: the role of a 

Member State’s government on conflict escalation or prevention, existing structures for 

addressing conflict; how people voice their concerns; how groups or people can avoid being 

part of the conflict; and how interests of international organisations act for or against conflict. 

The analysis of these factors can show long-term and short-term causes of conflict.  

Single acts or events that set off or escalate violent conflicts are Triggers. However, sometimes 

a conflict has more than one identifiable Triggers. To mention a few, lections, coup attempts, 

assassinations, the discovery of new mineral resources (African Union, 2008, p. 62) are 

epitomes of Triggers. Underscored as a “serious political regression” (AU Assembly, 2009b, 

para. 4), the resurgence of coups in Guinea, Mauritania and an attempted coup in Guinea 

Bissau, all in the year 2008, paints a bleak picture of the reversal of constitutional gains. 
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Recurring election-related conflicts, for instance, in Kenya (AU Assembly, 2008, para. 7) and 

Zimbabwe (AU Assembly, 2009c, para. 1-4) exemplify the above. On the other hand, working 

against the escalation of conflict and violence are factors called inhibitors (Wane et al., 2010, 

p. 104). These factors stem from underlying interests and prospects that can only be rewarding 

in a non-conflict situation. Hence, working against the escalation of violent conflict. Dynamic 

Analysis investigates and takes into account responses of international actors such as 

international organisations and development actors. 

Differentiating conflict driving and conflict inhibiting factors are done through Determining 

Conflict Balance (AU PSD, 2006b, para. 18). Information collected from stages one and two of 

structural conflict analysis is reconciled. By utilising open-source “baskets of information” (AU 

PSD, para. 22), as enshrined in Article 12 (3) (7) of the PSC Protocol, available information is 

further analysed. The baskets of information are organised in sequential order of priority. 

Basket One is made of the AU Field Mission Reports, and Basket Two comprises information 

derived from RECs and the Member States. Service reports or news agencies make Basket 

Three and submissions from civil societies and academics, et cetera, make Basket Four. The 

submissions above from civil society underscore how civil society plays an immeasurable role 

in conflict prevention in Africa (AU PSD, 2006c, para. 1). Basket Five is made up of online 

newspaper articles. The use of open sources on this stage serves to “enable the analyst to 

identity case-specific indicators of violent conflict” (AU PSD, 2006b, para. 23).  

4.5.3 Formulation of Options  

The methodological processes of the CEWS are continuous, iterative and interactive (African 

Union, 2008, p. 65). They are connected because one process feeds into or trigger the other 

processes. The generation of early warning alerts is twofold. It notifies and provides evidence 

of how something imminent, positive or negative, is likely to happen. Regardless of their 

nature, negative or positive alerts are contextually and timely evaluated. Response options are 

formulated from actor specific and contextualised “negative and positive polarity conditions 

or scenarios” (ibid.). Therefore, the formulation of responses begins with specifications of 

alternative scenarios representing a worse case, best case and default status condition (Wane 

et al., 2010, p. 105). Specifying alternative paths leading from the current conditions to the 

desired state follows soon after the specification of alternative scenarios. This guides the 

formulation of response options.  
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4.5.3.1 Scenario-Building  

The primary functions of the scenarios are planning and decision making. Given a set of 

assumptions, scenario planning is generally employed to inspect and project a distinct, 

plausible and possible future condition (Clark, 2004, p. 173). As a result of the uncertainty of 

the future, various distinct and plausible outcomes are modelled. Therefore, several scenarios 

are constructed. Scenarios are built by defining the problem, identifying fundamental forces, 

identifying actors and identifying possible solutions (Clark, 2004, p. 177). The analyst produces 

scenarios in line with possible conflict dynamics. These dynamics underscore if a conflict is 

likely to escalate, de-escalate or remain at the same level of intensity (African Union, 2008, p. 

65). A demonstration scenario analyst describes an imaginative yet plausible course of events 

and outcome (Wane et al., 2010, p. 105). The identification of decisive and critical events along 

the path is known as the branch-point. These events are significant to scenarios building by 

mapping out possible paths a potential conflict situation can take. Brach-point enables the 

generation of situation-specific response options towards a desired course of action. 

Formulating response options around demonstration scenarios require a worst-case scenario, 

a continuation of the status quo and a best-case scenario (African Union, 2008, p. 66). A worst-

case scenario represents the escalation of a conflict situation. The continuation of the status 

quo represents the conflict situation in the original state identified through the conflict and 

cooperation analysis. The best-case scenarios are the de-escalation of a potential conflict to a 

desired and attainable situation. A preliminary outline of strategies, denoting the kind of 

activities and actors, is matched to the case description. Subsequently, recommended courses 

of action are attached to the three scenarios. These are derived from mandates, instruments 

and the political will. Alternative path specification outlines the variables necessary to achieve 

desired outcomes.  

4.5.3.2 Formulating Response Options  

Response options are formulated using the likelihood, probability and projections of an 

occurrence of a scenario. The formulation of response options begins after developing the best 

case and worst-case scenarios. It is informed by a data-driven analysis (African Union, 2008, p. 

67). Alternative paths function to mark progress and guide the formulation of response 

options, starting with existing situations and highlighting choice points along the way (ibid.). 

Past experiences and principal response options influence the formulation of options. Principle 
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response options are underscored in the PSC protocols through the mandates and duties of 

the AUC Chairperson, PSC and Panel of the Wise. For instance, the AUC Chairperson brings the 

issue to the attention of the PSC and the Panel of the Wise. The PSC convene a meeting and 

map the best way forward. Subsequently, the Panel of the Wise advise the PSC and review the 

potential conflict situation.  

4.5.3.3 Validation  

Validation entails testing the recommended and formulated Course of Action. Dynamic 

analyses are tested by comparing devised response options to a similar past situation. The 

purpose of the validation is to gain insight into the success levels or failures of formulated 

response options (African Union, 2008, p. 68). Past interventions are used to evaluate the 

strengths and weaknesses of a Course of Action. The validation process juxtaposes previous 

response action to the outcome of the conflict to evaluate the efficacy of recommended 

Course of Action.  

4.5.4 Responses  

Reporting and interaction with decision-makers is the last methodological step of the CEWS. 

Analysed information produced by the CEWS is distributed to decision-makers as early warning 

information to anticipate and prevent conflicts (African Union, 2008, p. 71). Therefore, written 

reports are the primary tool in which the CEWS engages the relevant AU decision-makers. 

These reports serve to inform or update decision-makers on emerging and or occurring violent 

conflicts. Complementing standardised News Highlight, Situation Report and Mission Report 

are the Early Warning Report and Flash Report developed by the CEWS to enable end-users to 

“take appropriate political action” (AU PSD, 2006b, para. 27). Also, the CEWS issues a Daily 

Report at 3 p.m. from Monday to Friday, accounting for a compiled list of daily situations 

received from the AU Field Missions. As an information dissemination instrument, the Daily 

Report is a critical tool that keeps the AU updated on current issues. Daily Reports are 

summarised to form the Weekly Update that focuses on high priority peace and security issues. 

The Flash Report is distributed when a conflict situation that needs the attention of the 

decision-makers develops. These reports are distributed to a limited number of the AU staff as 

alerts and indicators prompting early action. It is briefly descriptive and may be followed up by 

other additional reports as they become available. On the other hand, the Briefing Note, also 

known as the Background Note, communicates the contextual breakdown (African Union, 
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2008, p. 73) of ongoing conflict to relevant AU decision-makers. Using the Country and Actor 

Profiles, the CEWS staff produces Briefing Notes.  

The Early Warning Report was made possible after introducing real-time and comprehensive 

monitoring function (African Union, 2008, p. 73). This report is issued as an alert by the 

Situation Room and analysed, interpreted and developed as an Early Warning Report by the 

CEWS staff. To transform an alert into an Early Warning Report, the analyst examines 

deviations and the incident's significance in its context. Furthermore, the analyst examines any 

possible courses of action to be undertaken by the AU. The distribution of the CEWS reports 

for appropriate action is affected by multiple variables such as time, storage, reporting 

methods and retrieval systems. The aforementioned methodological steps relate to the overall 

mandates of the CEWS of information gathering, analysis and distribution.  

4.6 Early Warning, Decision Making and Early Action  

The mechanism of early warning is designed to provide an alert. On the other hand, intelligence 

is supposed to generate action (Ratcliffe, 2008, p. 98). However, the generated action is 

supposed to be ‘early.’ According to Matveeva (2006, p. 7), early warning is a political 

instrument for engagement, and the degree to which it contributes to conflict prevention or 

mitigation ultimately determines its worth. The predictive early warning underlines the 

capability of any early warning mechanism. Alert is central to any early warning mechanism. 

However, for it to be helpful, it must be complemented by early action response to prevent 

and mitigate violent conflicts.94 The implementation of the APSA is guided by direct and 

structural prevention of conflict through collaboration between its various pillars and affiliates. 

The conflict prevention responsibilities of the CEWS are to provide high-level decision-makers 

at the AU, PSC and AUC Chairperson with early warning information. However, more often 

than not, early warning information is not followed by early action due to multiple human and 

structural challenges emanating from different issues.  

The gap lies, partially, with the fact that the Member States constantly invoke sovereignty 

anytime information is channelled to their capitols through their embassies in Addis Ababa.95 

The gap is also nourished by the denialism of some Member States that tend to deny what is 

 
94 For a detailed analysis on early warning and decision, see Wohlstetters (1962).  
95 Interview, Head of CPEWD, Addis Ababa, 2 August 2021. 
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transpiring within their boundaries. Hence, the early warning and early action dichotomy are 

nurtured by the absence of a political will, the glaring disjuncture between institutional 

expectations and institutional capacity, and competing contradictory norms justifying 

multilateral actions. The PSC contend that to close the gap between early warning and early 

action, the relevant structures of the AUC must “act effectively on early warning information 

provided to them regarding potential conflicts and crises” (AU PSC, 2015b, p. 1). Although 

there is more to it than just acting effectively, taking appropriate action on received early-

warning intelligence is an imperative kick-off towards closing the early warning and early action 

gap.  

Early warning information can only be effective if it is timely on analysis and response action. 

The functions of early warning system systems are to “close the gap between ‘early warning’ 

and ‘early action’ (Engel, 2018b, p. 576) as its primary purpose revolves around preventing 

conflict rather than simply forecasting its occurrence. The early warning serves to mobilise 

swift responses to emerging and occurring conflicts. However, this is constantly faced with 

challenges. The effective implementation of the CEWS is challenged by bureaucratic red tape 

that slows down and defeats the whole purpose of early warning. Despite more mechanisms 

and instruments devised to prevent conflict, they have failed to translate into better responses. 

The CEWS is faced with a weak structural linkage between early warning, decision-makers and 

early action. For it to be vibrant, early-warning intelligence and conflict prevention between 

the CEWS and the AUC must be horizontally integrated (AU PSC, 2015b, p. 2). Vigilant early 

warning information should correspond with early, timely and decisive action responses 

(Kuwali, 2018, p. 58).   

The functional connection between early warning on violent conflicts and response continue 

to be weak (Nyheim, 2009, p. 16). Early warning is expected to be transformed into early action 

to prevent the occurrence of conflict. According to Behabtu (2013, p. 52), the red tape is a 

“natural impediment to clear communication and timely decision making.”  There is a need to 

revise and implement structures and methodologies that support the concept of early warning 

as current ones erode the base and lessen the effectiveness of early warning. The sustainability 

of the CEWS must not only depend on timely, useful and effective results. It should also depend 

on institutional infrastructure that allows and speedily acts on the information. The 

infrastructure can be technical, financial or otherwise (African Union, 2008, p. 77). In the same 
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line of thinking, Kuwali (2018, p. 49) avers that the CEWS, as an early warning framework, 

crucially require an “early action mechanism” to complement devised preventive mechanism. 

Consequently, there is a need to bridge the gap between early warning and early response (AU 

PSC, 2015a, para. 2). Conflict prevention is not in its “infancy any longer” (Ackermann, 2003, 

p. 341). Therefore, there is no justifiable clarification to the deficit of an early action 

mechanism.  

Bridging early warning with early action has faced political and practical difficulties. According 

to the former UN Secretary-General Boutros Boutros-Ghali, on the Supplement to an Agenda 

for Peace (United Nations, 1995, para. 27), 

Experience has shown that the greatest obstacle to success in (preventing 

conflict) is not, as widely supposed, lack of information, analytical capacity or 

idea for United Nations initiatives. Success is often blocked at the outset by the 

reluctance of one or other of the parties to accept the United Nations help. 

While the statement outlined the political processes involved within the UN, the experiences 

are not unique to the AU. Nathan (2007, p. 58) opines that “it is naïve to believe that” the 

CEWS will “lead to more assertive, effective and timely preventive action by the AU”, 

considering how it has substantial political constraints on early action. 

While the relationship between early warning and early action might seem simple, there are 

multiple variables to consider. These are strategic analysis, tactical information, operational 

and structural perspectives. These variables serve to match early warning to appropriate early 

response. The magnitudes of conflict are enormous. Hence, response options ought to be 

tailor-made for a specific violent conflict. Nathan (2007, p. 51) opines that a sound early 

warning system must be accurate, credible, relevant, timely and analytical. The challenges 

involve the “accuracy in anticipating a conflict, the credibility attached to the prediction 

formulated, the decision by relevant players to act on the information provided” (Affa’a-

Mindzie, 2012, p. 8). These characteristics ensure the efficacy of responsible authorities in 

using informative data to make decisions on early action. An early warning must be diversified 

to meet its diverse needs. Implementing collective regional peace and security involves 

multiple practicalities that require multiple early warning information and analysis. The 
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information provided to decision-makers must be designed to initiate and oversee different 

responses required at each operational level.  

To close the gap between early warning and early action, Nathan (2007, p. 52) recommends 

some operational procedures. The significance of the CEWS, as a system, cannot be measured 

through its functions alone but also how decision-makers utilise it. Nathan recommends that 

the CEWS must be designed and utilised “as an early warning/action system.” To bridge the 

practical gap between early warning and early action, first, there is a need to perceive the 

CEWS as a combination of early warning and early action. Each of these stages ought to be 

connected with early warning functionally complementing early response. An early warning 

mechanism that manages to aggregate the two as two sides of the same coin will become 

helpful in generating early warning reports that match the needs of decision-makers to 

implement early action. 

The PSC Protocol emphasise how the CEWS is expected to “facilitate the anticipation and 

prevention of conflicts” (African Union, 2002, §12 (1)). Apart from preventing conflicts, little 

regard has been focused on early action. While early action might be linked to the idea and 

mechanisms of preventing conflicts, the objective and functions of the CEWS should not be 

limited to the anticipation and prevention of conflict. Early warning and early response are 

equally important in managing or resolving conflict (Nathan, 2007, p. 52). The structure of the 

CEWS as a system should resonate with the agency of decision-makers. The relationship 

represents a ‘duality’ and dialectical interplay where the two cannot be separated from each 

other although their functions are somewhat different. The functions of the system are 

complemented by human action. Through this interaction, the conditions that will make the 

CEWS comprehensive will also link early warning to early action. 

As a conflict prevention mechanism, the CEWS is expected to function simultaneously as “a 

direct and operational focus of intervening before violence occurs as well as a systematic, 

strategic focus of addressing the root, proximate, and structural causes of conflict” (African 

Union, 2015a, p. 23). However, considering how the nature of violent conflicts have been 

changing (Engel, 2018c, p. 656), it is necessary to timely upgrade the function of the CEWS to 

meet particular and contextual rather than general needs (Nathan, 2007, p. 53). The re-

assessment of the adequacy of available tools to prevent conflicts such as the methodology, 

data collection tools and human resources facilitates conflict prevention mechanisms. It also 
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accelerates data gathering, analysis and sharing tools, and the production of early warning 

reports. The system's flexibility to the nature of contemporary violent conflicts provides a 

dynamic relationship between early warning, decision-makers and early action. In this 

instance, early warning information can facilitate the prospect of bridging the gap towards 

early action through clearly specified information and adapted needs.  

The confidential and sensitive nature of early warning reports leads to compartmentalisation 

which inhibits free discussions. By being politically sensitive, early warning reports inhibit 

deliberations among low-level decision-makers despite these deliberations having the 

potential to add more optional action responses to potential or occurring violent conflicts. 

Considering the level difference between early warning staff and decision-makers, “the 

difference in seniority inhibits a productive two-way flow of communication” (Nathan, 2007, 

p. 54). Nathan further states that high-level officials are sometimes not convinced that early 

warning technicians can add value to what they already know. Therefore,  

the gap between early warning staff and decision-makers will inevitably be large 

if the early warning system is designed only to provide outputs and contains no 

procedures for a two-way flow of communication. (Nathan, 2007, p. 54) 

The potential disconnection (Fisher et al., 2010, para. 69) between early warning staff and 

decision-makers create operational impasses that make it impossible to bridge the gap 

between early warning and early action.  

Noyes and Yarwood (2013, p. 45) contend that the CEWS faces a “perennial problem of 

translating an early warning into an effective response” resulting from insufficient levels of 

communication and unsystematic coordination and information sharing. The limited capacity 

to respond early to violent conflicts defeats preventive initiatives and separates early warning 

from early action. Consequently, instead of being proactive, the AU has been reduced to 

reactive (AU PSD, 2006c, para. 4), with the APSA functioning to lessen or end current violent 

conflicts rather than prevent their occurrence. While the AU remains a work in progress by 

simultaneously operationalising and implementing the pillars of the APSA, some challenges, as 

stated before, are the results of human error and interest-driven politics. Reports from the 

CEWS are “often held hostage to political considerations” (Noyes & Yarwood, 2013, p. 46), 
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thereby rendering them unusable. Quoting a senior level AU and CEWS official, Noyes and 

Yarwood (2013, p. 46) further state that, 

issues of sovereignty, personal rivalries, high-level political disagreements 

among member states, and a preference for consensus-based decision-making 

at the PSC frequently stifle swift any cohesive preventive action, no matter how 

timely and incisive the early warning of CEWS. 

Therefore, to bridge early warning and early action, the intentions of decision-makers should 

be purely incentivised and driven by a need to prevent violent conflicts rather than materialise 

affiliations or settle personal scores.  

The consensus-based decision-making process was used during the OAU’s Central Organ 

meetings. The same procedural system has been absorbed into the CEWS without looking at 

its effectiveness. Although it is commendable to resort to a consensus when planning to 

undertake an intervention, it may cause delays and further distancing early warning from early 

action. The practical step of regular early warning briefings to the PSC members (African Union, 

2016, para. 7) through clearly established communication channels can function as a panacea 

to the gap between early warning and early action. The modalities for mobilising early action 

require heightened connections. These linkages have to be developed between early warning 

information and early response by the PSC.  

Some of the challenges faced partly arise from contested epistemological preferences and 

knowledge transfer on employing early warning to meet our security needs and using which 

methods (Engel, 2018b, p. 576). There is the persistence of political denials in conflict situations 

by decision-makers (African Union, 2016, para. 7) over methods used, information obtained or 

planned strategic action. The above is in line with the observation by Bean (2009, p. 479) that 

organisational culture96 shape how the entire organisation strategizes, conceptualise and 

enact necessary procedures. Hence, the political denials are challenges to the functionality of 

the APSA in general and the CEWS in particular. The CEWS continuously faces a deficit of 

enhanced structural conflict prevention. The challenge presents itself in ineffective response 

capacities to early warning.  

 
96 See Riad (2005). 
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Indirect solutions to bridging early warning and early response, like improving the quality of 

data gathered, can improve the relationship between the two. The quality of information can 

be measured using its relevance, verifiability and timeliness. The relevance and verifiability of 

the information produced by the CEWS can help decision-makers reach a timely consensus 

hence, early response. To yield quality data, existing instruments of the CEWS should 

continuously be customised, upgraded, tested and implemented. There is a need to highlight 

adopted methodologies and data collection tools used in the report and increase the frequency 

of early warning notifications (African Union, 2015a, p. 24).  

To address the gap between early warning, decision making and early action, the AU PSD 

initiated informal breakfast sessions with ambassadors of members of the PSC.97 The informal 

meetings bypass the bureaucratic red tape, and it is a good way to encourage representatives 

of Member States to engage effectively. Also, the CPEWD interacts with African embassy 

technicians in Addis Ababa by supplying them with as enough information as possible so that 

they can influence their respective governments.  

On the other hand, the leadership style of the Chairperson of the AUC can also widen the gap 

between early warning and early action.98 For instance, the current AUC Chairperson Moussa 

Faki tend to tread discretely and carefully by refraining from putting the Member States in the 

limelight. The attitude of Member States also widens the gap between early warning and early 

action. This uncooperative behaviour partly explains why the AUC has shut its eye, for instance, 

on the security situations in Ethiopia,99 Cameroon100 and Mozambique.101 However, some 

 
97 Interview, Head of CPEWD, Addis Ababa, 2 August 2021. 
98 Ibid.  
99 Ethiopia experienced a civil war between the Ethiopian government and the TPLF in the country's northern 
Tigray region. The war began on November 4, 2020, when Ethiopian Prime Minister Abiy Ahmed authorised a 
military assault against Tigrayan regional troops. More than two million people have left their homes in Tigray, 
which has a population of six million people. Hundreds of thousands have sought shelter in Sudan, which is only 
over the border. Ethiopia's government announced a unilateral ceasefire on June 28, 2021, and withdrew the 
majority of its soldiers from Tigray. The ceasefire is expected to continue through September, the conclusion of 
the farming season, and is designed to help agricultural output and assistance distribution (see Annys et al., 2021).   
100 Cameroon's two English-speaking (minority) districts, the North-West and South-West, are in the midst of a 
devastating civil war, yet it has got no attention from the AUC.  The Anglophone crisis began in late 2016 when 
state security personnel used fatal force to disperse peaceful demonstrations by teachers and lawyers opposing 
marginalisation by the country's majority Francophone administration. As a result, over thirty armed separatist 
groups emerged to fight for a new Republic of Ambazonia - an independent country. Over 4,000 people have died 
due to the fighting, which has displaced 765,000 people in Nigeria, including 60,000 refugees (see Cynthia et al., 
2020). 
101 The 2017 assaults in the district of Mocimboa da Praia in Cabo Delgado province by the militant Islamist group 
Al-Shabaab against police stations, local government facilities, and civilians signalled the start of a violent 
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countries like Ghana102 are always happy to engage with the AUC, whereas some are highly 

sensitive and completely refuse to engage the continental body.103 

Hence, the limitations of the early warning information are not limited to the competencies of 

the CEWS alone. It is not the mandate of the CEWS to make final decisions and implement early 

action. Hence, suggestions to optimise early warning information should not be limited to the 

CEWS alone. It must involve a complete overhaul of all departments and partners involved. The 

fact that the CEWS has successfully produced early warning reports of emerging conflict and 

has not missed a single one104 is a testament to its efficiency. However, if the CEWS system is 

efficient, one must ask where things are going wrong. Consequently, to trace the origins of the 

early warning and early action gap, one must look beyond the CEWS to include the 

Commissioner of Political Affairs, Peace and Security (PAPS), PSC, Chairperson of the AUC and 

the AU Member States. Therefore, to address the gap between early warning, decision making 

and early action, information must effortlessly flow from the origins of the information – CEWS 

– to its intended beneficiaries.    

4.7 The CEWS and RECs 

The cooperation between the CEWS and RECs is an epitome of how the AU can employ 

complex relations between globalisation, governance and security to its advantages (Makinda 

& Okumo, 2008, p. 89). Early warning is an integral and functional unit of implementing the 

APSA. Therefore, the development and implementation of Africa’s continental and regional 

EWS capability have been a priority of the AU (African Union, 2015a, p. 23). Consequently, the 

functions of the CEWS – as an early warning intelligence gathering and sharing mechanism – 

capacitate the APSA to anticipate, prevent or mitigate conflicts.  

The CEWS has a network of regional early warning systems. These are COMESA and 

COMWARN; EAC and EACWARN; ECCAS and the Early Warning Observation and Monitoring 

System for Central Africa (MARAC); ECOWAS and ECOWARN; IGAD and CEWARN; and SADC 

 
insurgency in Mozambique. The number of assaults increased steadily from October 2017 to February 2021, 
indicating a long-term increasing trend. In November 2020, the assault became more violent, murdering fifty 
individuals and kidnapping many women and children. What began as a single act of banditry sparked by an 
Islamist group has turned into a jihadi war that has created a zone of severe conflict and a breeding ground for 
organised crime, with regional and global ramifications (Faria, 2021, p. 6). 
102 ibid 
103 Ibid. 
104 Interview, Head of CPEWD, Addis Ababa, 2 August 2021. 
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and the Regional Early Warning Centre (REWC). The early warning of SADC is intelligence-based 

(African Union, 2015a, p. 15), and it functions as a “closed intelligence system” (Tiruneh, 2010, 

p. 4). Despite the plural existence of early warning in the aforementioned regional entities, 

Tiruneh (2010, p. 4) further states that the aforementioned regional EWS performs at different 

levels – with IGAD and ECOWAS being the most progressive. The vertical aligning of early 

warning and early action between the CEWS and RECs is appreciated as fundamental in 

enhancing collaboration and harmonising efforts (AU PSC, 2015b, p. 2). However, despite the 

progress made regarding the implementation of data collection, management, analysis and 

sharing tools, the full operationalisation of early warning systems at continental and regional 

levels are yet to be fully achieved.  

The cooperation between the CEWS and RECs is enshrined in the PSC Protocol and the AU and 

RECs 2008 MoU (African Union, 2002, §12 (7); African Union, 2008, §6 (2)). Before the signing 

of the 2008 MoU, Article 12 of the PSC Protocol mandated the coordination. The PSC Protocol 

acknowledges that RECs are essential in implementing the APSA (African Union, 2002, §16 (1)) 

and collective regional security. Therefore, the PSC and AUC are tasked to match efforts and 

consult with RECs towards peace, security and stability (African Union, 2002, §16 (1a)). 

Consequently, this results in uniform endeavours to ensure effective partnership (African 

Union, 2002, §16 (1b)) between the CEWS and RECs. The partnership of the CEWS and RECs is 

not only limited to conflict prevention but extends beyond “circumstances where conflicts 

have occurred” (African Union, 2002, §16 (2)), such as peace-making and peacebuilding.  

The significance of RECs for conflict prevention, management and resolution to the CEWS has 

been reiterated numerously (African Union, 2002, §12 (2), §16 (1)). RECs are invaluable 

components, through coordination and harmonisation, of the collective pursuit of peace and 

security. Therefore, regarding the practical modalities of collaboration, RECs “shall collect and 

process data at their level and transmit the same to the Situation Room” (African Union, 2002, 

§12 (2b)). The cooperation between the CEWS and RECs strengthens the need to devise a 

collective framework to prevent and manage conflict. Amongst other limitations, Noyes and 

Yarwood (2013, p. 42) argue that the cooperation and information sharing between the CEWS, 

RECs and other AU organs focusing on peace remain constrained through unsystematic 

coordination and human resource limitations. Despite progress made between the CEWS and 

RECs, the synergy regarding its implementation and coordination is still lacking. 
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It is underscored that the APSA and RECs shall work together to operationalize the CEWS. In 

2008 the AU and eight RECs signed an MoU to coordinate this cooperation in relation to 

continental peace and security. The cooperation between the PSC and RECs, through the 

CEWS, has been reiterated as an essential component of the overall peace and security 

architecture of the AUC (AU PSC, 2020b, para. 4). The coordination harnesses the efficiency of 

the CEWS to function effectively and attain its goals. While the MoU underscores the 

significance of creating, promoting and protecting democracy, its main prescriptions outline 

that the AU and RECs should cooperate (Striebinger, 2016, p. 16). To materialize, the AU and 

RECs regularly exchange information and personnel. The implementation of the MoU is guided 

by adherence to comparative advantage, complementarity and subsidiarity (African Union, 

2008, §4 (4)). The MoU, sometimes, has, however, been interpreted differently on precedence 

and modalities of interaction between the signatory parties, thereby defeating the notion of 

subsidiarity.  

The mechanism for harmonisation, coordination and cooperation between the CEWS and 

regional EWS is based on a bilateral and optimal division of labour that requires interoperability 

and periodic consultations (African Union, 2008, p. 56). Although collecting and monitoring 

information is centralised around the CEWS, it is also done at the regional level. Regional EWS 

contribute to the provision of data, its analysis and the formulation of response options. Also, 

the CEWS manages the basket of indicators while RECs contribute to it through field 

information collection and monitoring. Beyond the development and operationalisation of 

continental and regional early warning systems, the latter systems are a microcosm of a 

macrocosm – the CEWS. Functions performed at the regional level are almost similar to those 

at the continental level. They only differ on the reach, scope and intensity of operations. 

The relationship between the CEWS and RECs is not limited to early warning intelligence 

cooperation alone. It also includes harmonised data collection, instruments, methodologies 

and other relevant aspects (African Union, 2018b, p. 5). A licensing agreement between the 

CEWS and RECS have been facilitated to enhance cooperation on data collection tools software 

developed and acquired by the AU (ibid.). While regular information sharing between the 

CEWS and RECs is regular, technical meetings are done twice a year. Technical support 

programmes and staff exchange visits are continuously done to strengthen and enhance the 

collaboration between the continental and regional early warning systems (African Union, 



134 
 

 

2015a, p. 15). The collaboration of early warning mechanisms is not limited to vertical 

cooperation but also horizontal coordination. REC to REC cooperation on early warning has 

also been developed between CEWARN, EACWARN and COMWARN (ibid.). The information 

cooperation of the CEWS is not limited to RECs. The system also collaborates with the UN’s 

cluster on conflict prevention, EU Joint Research Centre and World Bank (ibid.).  

The efforts of the AU to establish the CEWS are supplemented by EWS in the RECs. Although 

the cooperation between the CEWS and RECs has increased since its inception, a lot still needs 

to be improved regarding data collection and analysis (African Union, 2015a, p. 25). These 

challenges are both methodological and technological. The varying stages of operationalisation 

also hinder the collective efforts to implement the CEWS and regard it as sourcing data from 

all RECs. There is a need to improve the connection status between the CEWS and EWS. 

According to Fisher et al. (2010, para. 233), the AU should work with RECs to advance and 

guarantee the connectivity of EWS to the CEWS’ Situation Room at all times. The all-level 

connection would improve the quality of analysis and available policy options through 

broadened information sharing.  

4.8 The CEWS and other Early Warning Mechanisms  

Several security instruments, norms and principles mandated and deployed by the AUC 

considerably echo the reduction of violent conflict through the practice of observing socio-

political and economic developments in the Member States (AU PSC, 2013a, para. 6). The 

African Peer Review Mechanism (APRM), AUC Inter-Departmental Taskforce on Conflict 

Prevention (IDTFCP), African Governance Architecture (AGA), ACSRT, CISSA, Continental 

Structural Conflict Prevention Framework (CSCPF), FemWise-Africa, et cetera contribute to the 

knowledge production of early warning information used by decision-makers to anticipate and 

prevent conflict. Correspondingly, some of the aforementioned mechanisms provide early 

warning tools by monitoring governance issues related to the occurrence of conflict (AU PSC, 

2014a, para. 8). The relationship between these institutions is complex and competitive yet 

based on collaboration and complementarity. To achieve a comprehensive and holistic 

approach towards early warning, the PSC encourages constant interaction and coordination 

between, for instance, the CEWS and the IDTFCP (AU PSC, 2015b, p. 1). Acknowledging the 

cooperation and the potential results it can produce, the right question, therefore, will be the 
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intensity of the cooperation (Lander, 2004, p. 490) that is, if it is enough and if it can it deliver 

more. 

Numerous multilateral intelligence cooperations have “developed in the fields of early warning 

and conflict prevention” (Engel, 2018a, p. 5). The CEWS is positioned, as an early warning tool, 

in parallel to other regional and continental entities and mechanisms performing almost similar 

roles of conflict anticipation and prevention. These organisations and mechanisms can be 

differentiated from the CEWS through subject interest and methodology employed. 

Regardless, they produce early warning information used by the AUC and the AU decision 

making processes (Engel, 2018a, p. 4).  

The 360th and 463rd PSC meetings held in 2013 and 2014, respectively, stressed the need to 

strengthen existing institutions rather than adopt new ones (AU PSC, 2014a, para. 9). The 

communiqués acknowledged established mechanisms such as the APRM, CEWS, et cetera 

underscoring that the use of these instruments can reduce the risk of violent conflicts in Africa. 

Therefore, it is assumed that the operationalisation of strong institutions with capabilities to 

enhance compliance can improve the quality of governance and prevent conflicts (AU PSC, 

2016a, p. 1). Fragile states experiencing structural vulnerabilities in Africa are common and risk 

experiencing violent conflict (AU PSC, 2014b, para. 14-15; AU Assembly, 2015, para. 46). It was 

expected that this would balance social, economic, political and cultural opportunities in all 

segments of society, thereby strengthening democracy, governance institutions and societal 

reconciliation (AU PSC, 2014a, para. 10). The structural prevention of conflict encompasses 

human security, a move from a traditional understanding of security. Consequently, direct and 

preventive operational measures, policies, tools and instruments were put to address 

structural factors catalysing violent conflicts.  

4.8.1 Continental Structural Conflict Prevention Framework  

The CSCPF was established within the framework of the CEWS.  It was adopted in 2014 and 

fully endorsed by the PSC on 29 April 2015. Its function is to facilitate a coordinated approach 

to structural conflict prevention (AU PSC, 2015a, para. 7). CSCPF was established to facilitate a 

“commission-wide coordinated approach to structural conflict prevention” (African Union, 

2015d, p.1). The CSCPF was designed to address numerous issues of structural conflict 

prevention such as socio-economic development, human rights, governance, democratisation, 

disarmament and the fight against corruption (African Union, 2015a, pp. 27-28). Addressing 
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these would yield structural stability, an aim sought to be achieved through these endeavours. 

Departing from the traditional national security approach, in line with the AU Constitutive Act, 

the CSCPF is an epitome of reintegrating the human security approach towards regional 

collective security. It functions to strengthen the mandate of the AU’s, through the APSA, to 

directly prevent actions that may lead to conflict within the Member States. This is done by 

identifying the structural vulnerability of the AU’s Member States to conflict at an early stage 

(AU PSC, 2014b, para. 15).   

The CSCPF was developed out of a need to hasten the implementation of the APSA, strengthen 

and materialise the cooperation between the AU and RECs, mainstream conflict prevention 

activities, and systematically address structural causes of conflicts in Africa (African Union, 

2015d, p. 2). It was designed to provide sustainable solutions to the causes, manifestation and 

impact of fragility on continental stability, peace and security. As an interlocking institution, it 

is designed to develop effective policy response options and the capacity to address disruptive 

developments (AU PSC, 2014a, para.8; AU PSC, 2014b, para 15(ii)). Therefore, the CSCPF 

function to reinforce AU response options to structural vulnerability and ensure effective 

strategies towards implementing comprehensive and consolidated stability, peace and security 

efforts. 

Furthermore, the CSCPF is a standard model employed to guide the AUC and the Member 

States in their endeavours for structural conflict prevention. The AUC, IDTFCP and the AGA 

support the CSCPF. The latter was adopted through the 2007 African Charter on Democracy, 

Election and Governance (African Union, 2015a, p. 28). AGA is mandated to address various 

dimensions of structural vulnerability to conflicts such as good governance, the rule of law, 

democracy and human rights, service delivery and transparency in managing public funds, et 

cetera (ibid.). Country Structural Vulnerability Mitigation Strategies (CSVMS) and the Country 

Structural Vulnerability and Resilience Assessments (CSVRA) are the two tools of the CSCPF.  

The CSVMS is a crucial output of the CSCPF that focuses on medium to long-term strategic 

measures to explore various dimensions in which the AU can assist Member States to address 

root causes of violent conflicts (African Union, 2015d, pp. 3-4). As a structural conflict 

prevention initiative, this is run at an early stage (AU PSC, 2015a, para. 7). The function of the 

CSVRA is to strengthen the capacity of the AU Member State in identifying and addressing 

structural vulnerabilities to conflict (AU PSC, 2014b, para. 15). It focuses on relevant strategic 
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and structural drivers useful in identifying drivers to violent conflicts. The CSVRA relies on the 

CEWS methodology to forecast structural vulnerabilities through AP. Ghana was the first 

country to utilise the CSVRA with the support of the CPEWD in 2017. The CSCPF has the 

potential to assist the AU to link early warning approaches to long-term responses (de-

Carvalho, 2017, p. 6), consequently strengthening the structural prevention of conflicts.  

Country Structural Vulnerability Assessment (CSVA) can be utilised as a tool to bridge the gap 

between early warning and early action (AU PSC, 2014b, para. 15). The CSVA is an assessment 

tool used “to facilitate the identification, at an early stage, of a country’s structural vulnerability 

to conflict” (African Union, 2018b, p. 6). Although not yet functional, the CSVA can be utilised 

to forecast conflict-prone countries and necessitate immediate action before the conflict 

erupts. By looking at structural issues, CSVA also helps provide long-term and sustainable 

solutions to peace that are tailor-made to fit a particular context. The timely provision of 

underlying causes to the conflict has the potential not only to bridge early warning and early 

action but also, to realise sustainable peace solutions. However, due to various challenges, 

structural conflict prevention at continental and regional levels remains at an incipient stage 

(African Union, 2015a, p. 27). 

Implementation of CSCPF is faced with resource challenges such as human and financial 

(African Union, 2015a, p. 27). The tenuous cooperation between the departments and 

mechanisms within the AU, AUC, APSA, AGA and RECs challenges the vital realisation of the 

CSCPF. Communication and collaboration are vital to the realisation of the CSCPF as a 

mechanism for structural conflict prevention. Therefore, there is a need to deepen the link 

between these institutions to harmonise their effort. There is a need also to fully operationalise 

the related policies, functions and strategy of the CSCPF, APSA, AGA, CSVA and Country 

Structural Vulnerability Mitigation Strategies (CSVMS). Considering how the pursuit of peace 

and security in Africa is coordinated at regional and continental levels, the AU association with 

RECs, in this context, is of paramount importance. The realisation of full potential functions 

and enhanced cooperation of information and coordination of efforts consequently enhance 

the capacity of these entities to assume structural vulnerability assessments. 

4.8.2 African Peer Review Mechanism and Conflict Prevention  

The APRM was established in 2003 as an independent entity functioning through an MoU with 

the AU Member States. It was designed as a voluntary self-monitoring conflict prevention 
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mechanism under the New Economic Partnership for Africa’s Development (NEPAD). It was 

through the AU Assembly Decision 527 in June 2014 that the APRM was integrated into the AU 

system as an autonomous body. In January 2017, the roles of the APRM were widened for it to 

function as a conflict prevention tool. The progress of the implementation of the integration 

was welcomed in January 2018 by the AU Assembly. As of July 2020, the APRM has thirty-seven 

AU Member States voluntarily participating, and twenty-three have gone through review. As 

an early warning tool for conflict prevention, the APRM operates in harmony with the APSA 

and the AGA (African Union, 2019, p. 140). 

The APRM is an AGA Platform Member (Wachira, 2017, p. 36) that brings the PSC and other 

actors together constructively encourage and or leverage AU Member States to adopt and 

implement the AU decisions. The APRM is mandated to reinforce and promote high 

governance standards through a voluntary process of assessing governance performance. 

Member states accede to review their compliance with established regional and international 

commitments independently. This is done through a systematic analysis of structural problems 

within a country. A country’s performance and progress are measured through democracy and 

political governance, economic governance and management, corporate governance, and 

socio-economic development.  

According to Grimm et al. (2009, p. 9), the aspirations of the APRM are not limited to these 

four thematic areas. They broadly encompass some areas like education and development 

cooperation. As a voluntary arrangement, the APRM reviews governance at the peer level of 

the Head of State “in order to promote political stability, accelerated sub-regional and 

continental economic integration, economic growth and sustainable development” (African 

Union, 2019, p. 140). The results of the analysis are used to inform responses before a crisis 

manifest. Therefore, the APRM analysis can be utilised as an early warning mechanism to 

inform and recommend conflict preventive measures. 

The organisational structure of the APRM is on regional and country levels. First, on the 

continental level, the APRM has four bodies which are the African Peer Review (APR), APR 

Panel, APRM Focal Point Committee and the APR Secretariat. The APR is a high decision-making 

authority and committee of Heads of State and Government participating in the voluntary 

APRM. The APR Panel comprises five distinguished persons taken from Africa’s five regions and 

appointed to the Forum, on a four-year term, to ensure the independence of the mechanism, 
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credibility and professionalism (African Union, 2019, p. 141). The APRM Focal Point Committee 

is a ministerial body made of personal representatives of the Heads of State of the participating 

AU Member States. The body performs administrative and budgetary functions and 

intermediates between the APR Forum and the APRM Secretariat. The latter’s functions are to 

provide administrative, coordinating and technical support duties to the APRM. Second, on the 

national level, the APRM has three country structures which are the National Focal Point, 

National Commission and the National Secretariat.  

The implementation of recommendations formulated from the APRM review remains a 

challenge (Affa’a-Mindzie, 2012, p. 2) due to the voluntary nature of the APRM participation. 

Voluntary participation reduces the impact of the Mechanism “since states requiring review 

can deliberately avoid peer evaluation” (Kuwali, 2018, p. 58). Despite the shortfall of limited 

implementation of its recommendations, including national plans and actions (Wachira, 2017, 

p. 36), the APRM is perhaps the most comprehensive and robust review process. It brings 

together actors provides an opportunity to exchange ideas and technical support towards 

conflict prevention and the AU Shared Values.  

4.8.3 Horizon Scanning  

The AUC has been seeking ways to popularise and enhance ownership of its existing 

instruments and their provisions amongst the civil society (AU PSC, 2013a, para. 11; AU PSC, 

2014b, para. 15 (iv)). In an initial statutory meeting conducted on 18 December 2007, members 

of the Panel of the Wise, observing their mandate to advise, mediate and engage in preventive 

diplomacy, agreed to consult with civil society, experts and academics on emerging threats. 

The consultation with civil society towards early warning and conflict prevention was 

effectuated through a meeting hosted by the PSD in the previous year between 17 to 19 

December 2006 in Kempton Park, South Africa (AU PSD, 2006c, para. 3). The initiative 

underlines, therefore, that the PSD was committed to seeing through Article 12(3) of the PSC 

Protocol that underscores collaborating with various civil societies to “facilitate the effective 

functioning of the Early Warning System” (African Union, 2002, § 12 (3)). Thus, consultations 

were employed to optimise early warning and conflict prevention.  

Yearly thematic reports are designed to enhance the ability to materialise their objectives and 

simultaneous advice on potential or emerging violent conflicts. Known as Horizon Scanning, 

these thematic reports monitor and reflects threats to peace and security. It pronounces these 
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to the relevant AU institutions. The conceptualisation and implementation of Horizon Scanning 

followed the need, underscored in the 29th Assembly of Heady of States of African Union, to 

go beyond vulnerability assessment and incorporate effective structural preventive diplomacy 

(AU DPA, 2017, §2). Therefore, Horizon Scanning functions are not about predicting what will 

happen in the future but offering early warning intelligence. The thematic reports used to be 

the sole mandate of the CPEWD. However, with the ongoing departmental restructuring, the 

thematic reports are now collected by the CPEWD from desk officers of Africa’s five regions.105 

The CPEWD, therefore, collect and collate the information as a presentation for the PAPS 

Commissioner.106   

In essence, Horizon Scanning, as a method, is employed to detect early warning signs to 

anticipate better and prevent violent conflicts. It functions as early awareness and alert system 

of threats to peace and security in Africa. It is done through a systematic examination of 

potential threats, their effects and a collective view for their development and direction. The 

Horizon Scanning has been adopted and mainstreamed by the PAPS as an additional tool to 

help yield a comprehensive approach to structural preventive diplomacy. It is also utilised by 

the PSC to enhance its conflict prevention capacity (AU PSC, 2017e, para. 2). The CEWS has 

provided regular horizon scanning briefings to the PSC twice a year since February 2016 

(African Union, 2018b, p. 5). It conducts periodic briefings to the PSC on regional peace and 

security affairs through Horizon Scanning  (African Union, 2018b, p. 5). When used effectively, 

Horizon Scanning can assist in identifying needs, gaps and developing policy options. It offers 

a unique opportunity of bringing experts in different fields to focus, discuss and formulate 

viable options necessary to the stability of the continent. 

4.9 Challenges to the CEWS 

Albuquerque (2016, p. 13) cautions that although the CEWS has made progressive 

developments since its inception in 2002, “experts suggest that two core issues are currently 

limiting its effectiveness.” The acquisition and distribution of information are inadequately 

worsened by the low connectivity between the continental and regional early warning systems. 

EAC, ECOWAS and SADC are the only RECs that have their EWS connected to the CEWS. The 

deficit limits the system's reach to broadly obtain information related to crucial conflict 

 
105 The five regions are, Central Africa, East Africa, Northen Africa, West Africa and Southern Africa.  
106 Interview, Head of CPEWD, Addis Ababa, 2 August 2021. 
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variables across the continent (Nathan et al., 2014, p. 12). The second issue limiting the 

effectiveness of the CEWS is the disconnection between early warning and early response 

(ibid).  

In a similar line of argument, Kuwali (2018, p. 49) contends that the CEWS cannot analyse 

conflict-related raw data as it has a limited number of experienced and highly trained analysts. 

There is a need, therefore, to increase the personnel of not only the CEWS but also the PSC 

(AU PSC, 2015b, p. 2). Challenges remain to be vigorously addressed, including the weak 

linkage between early warning and early response by decision-makers (African Union, 2015a, 

p. 16). The adoption of the Framework for the Operationalisation of the CEWS in December 

2006 enabled the CEWS to provide up to date and reliable information on the conflict in the 

region (Fisher et al., 2010, para. 83). However, its full operationalisation is yet to be achieved 

as it is relatively understaffed and underequipped (Wulf & Debiel, 2009, p. 15; Hutton, 2010, 

p. 127).  

Various recommendations were made by Fisher et al. (2010, para. 33-40) on the 2010 APSA 

Assessment Study. While these were put forward a decade ago, some have been improved and 

others have not yet been. Therefore, it is imperative to outline these recommendations here. 

As mentioned in the previous chapter, the AU continuously face financing challenges. The 

financial problems present an overall challenge to the implementation of the APSA.  According 

to Fisher et al. (2010, para. 34), there is a need to strengthen the CEWS and similar structures 

in RECs through human and financial resources. Changes have been made to increase both the 

human and financial resources of the Commission. For instance, the gradual increment of the 

PSD budget and staffing levels (Cilliers, 2005, p. 8). While acknowledging the changes made to 

the financial and human resources of the PSD, it has to be pointed out that there are still 

immense shortages. The available staff remains inadequate to cover all functions of the CEWS 

and regions of Africa (Fisher et al., 2010, para. 92). More qualified analysts should be recruited 

to strengthen the analytical capacities of the CEWS.  

There is a need to broaden recipients of early warning reports (Fisher et al., 2010, para. 38) to 

include other operational divisions. While the information gathered is highly confidential and 

shared with a few executives with access privileges, there is a need to involve other actors. 

Attaining collective regional security is a mammoth task that requires cooperation with various 

entities. The cooperation will, in return, increase and strengthen collaboration with these 
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entities. The relationship between the CEWS and RECs need to be further reinforced by 

upgrading technology and expanding connectivity to the situation room (Fisher et al., 2010, 

para. 35). The CEWS’s methodology recognises the role of international, regional and 

community-based organisations. It includes these entities as primary sources of information, 

response partners and experts on analysis. However, while the PSC Protocol allows the 

participation of entities involved or interested in a particular conflict situation (African Union, 

2002, §8 (10c)), this can only be done on the invitation of the PSC. The provision of such 

considerations is technical and may further delay the implementation of early action. 

Therefore, there is a need for the CEWS to integrate these entities systematically. The 

systematic and continued cooperation will yield swift responses to conflict prevention.   

To maintain the methodological quality of the CEWS, peer and periodic reviews should be 

done. The assessments bring to light the underperformances of the system that can be 

improved. Independent assessments are preferable to peer review as they systematically and 

objectively “address questions of operational developments and sustainability of the CEWS” 

(African Union, 2008, p. 77). The last comprehensive assessment of the CEWS was done in 

2010. The use of independent reviews strengthens objectivity and contributes to timely and 

progressive institutional adaptation based on current technology and its implementation. 

Although there is still room for improvement, the capabilities to respond to violent conflicts 

and instability have evolved significantly. Furthermore, institutional mandates have 

strengthened and funding has, relatively, increased towards mechanisms and operational tools 

(Nyheim, 2009, p. 16) for conflict prevention.  

The PSC has been accused of lacking the political will to act on early warning information. 

According to Kuwali (2018, p. 49), “the PSC does not always act on warnings about imminent 

crises.” The lack of political will hamper the operationalisation of the CEWS and the overall 

implementation of the APSA. Early warning can be seen as a mechanism meddling with political 

activities of Member States, a “tension resulting from AU’s mandate and its responsibilities” 

(Behabtu, 2013, p. 52).  Regardless of its mandate to intervene in the affairs of its members, 

the AU continuously face challenges in addressing violent conflicts and human rights violations. 

The challenges are perpetuated by sovereignty issues that date back to the days of the OAU. 

Faced with such a predicament, the AU tends to put the interest of the Heads of Government 

before its early warning and early response mechanism (ibid.). This defeats the overall 
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objective of the CEWS that is aimed at creating sustainable peace and protecting human lives 

(Nyheim, 2009, p. 14). As a collective system, the CEWS has vast challenges. However, some 

are exacerbated by human action that impedes or slows down its functions. An effective 

operationalisation of the CEWS heavily rely on the political will from the Member States to fully 

commit to the prevention of violent conflict, particularly within their sovereignties and 

generally in Africa as a continent.  

The CEWS must broaden its indicators from the violent conflict to include as well the cause of 

such conflicts. The system is politically positioned to one specific task, that of providing early 

warning information on potential violent conflicts while neglecting other existential risks 

associated with collective human security (Schnabel & Krummenacher, 2009, p. 1254). In 

particular, the CEWS does not incorporate and provision climate change early warning 

intelligence (AU PSC, 2021, para. 13) despite the established association between climate 

change effects and conflict (UNSC, 2018, p. 4).  

Thus, although the PSC sermonise ‘holistic approaches’ (AU PSC, 2015a, para. 5; AU PSC, 

2020b, para. 2; AU PSC, 2021, para. 1), there is no clear definition of what these entails. 

Without covering potential sources of violent conflict such as climate change and issuing early-

warning intelligence related to its effects, it is plausible to state that some of the available 

security instruments of the AUC – such as the CEWS – are not functioning at their full potential.  

Using the Indicators Module based on a framework of generic indicators derived from 

previously adopted OAU and AU Assembly documents is wise but inefficient. It fails to achieve 

maximum use of the CEWS. The Indicators Module and the generic indicators are adopted from 

past violent conflicts. The emphasis being on the past, for a new generic indicator to be 

included in the CEWS, it has to be sourced from the AU Assembly documents. New indicators 

are sometimes impossible to adopt considering the uniqueness of the conflict that fails to fit 

into a specific historical template. Therefore, the processes conducted to approve the set 

parameters before they are used to make sure they are collectively acceptable and 

conventional indicators (African Union, 2002, §12 (4)) delay the functions of early warning and 

conflict prevention.  

The role of analytic evidence in determining response strategies remain limited (Nyheim, 2009, 

p. 16). The full utilisation of the system is below maturity with unclearly defined strategies. The 
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prevalence of limited strategic thinking, arguably, cannot address the mushrooming, 

unconventional and complex nature of post-Cold war violent conflicts in regional Africa. The 

fusion of the humanitarian crisis with religious, political, economic and social situations 

requires a consolidated and multisectoral EWS that can predict and prevent the occurrence of 

multi-layered violent conflict. Aning and Salihu (2014, p. 10), the security problems facing 

Africa “can be traced to multifaceted and interlocking historical, political, economic and socio-

cultural factors.” The security problems are embedded within weak African states and a deficit 

in institutional capacity to address these challenges (ibid.). Hence, there is a need to fully 

operationalise the CEWS to predict and track security challenges emanating from state and 

institutional weakness. 

The CEWS require enhancement in information collection and monitoring, conflict and 

cooperation analysis, formulation of options, and responses. The absence of a fully developed 

and well connected CEWS produces incoherent and uncoordinated strategic frameworks 

(ibid.). Utilising cases of the AU Peacekeeping, this may explain why France, through Operation 

Serval, deployed its military-first within a week to halt the southward advance of Islamic 

insurgents, in comparison to the AFISMA. According to Engel and Gomes-Porto (2014a, p. 194), 

these missions “exposed a major gap between the PSC’s willingness to authorise such missions 

and the AU’s ability to implement them.” Therefore, political dynamics, situational dynamics, 

analytical capacity, human factors and institutional capacities impede the overall utilisation of 

the CEWS.  

The bureaucratic delay and high stakes interest-driven politics associated with the UNSC 

debate on conflict intervention and peacekeeping deployment has adverse effects on the 

overall operationalisation of the CEWS and the implementation of APSA. Under Article 53 (1) 

of Chapter VII of the Charter UN (United Nations, 1945), it is stated that regional arrangements 

require authorisation from the UNSC to undertake peacekeeping and the maintenance of 

international peace and security. According to Clark (2014, p. 279), Africa has been left out on 

the overall goal of the UN of maintaining international peace and security in the world as 

conflict prevention and resolution in Africa “has proved to be one of its least important 

activities.” Section VII, Article 53 (1) make the AU and its RECs to be just agencies dealing with 

such matters. Excessive adherence to formalities and operational disengagement presents a 
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paradox of having an early warning and late deployments, as witnessed by how the 2004 AMIS 

was largely unsuccessful and later fused with a UN mission in 2007 to create UNAMID.  

While the responsibility of the CEWS is limited to specific mandates, the PSC must enable the 

system to operate at an optimal level. Nyheim (2009, p. 16) propose six ways to reach such a 

level. First, there is a need to comprehend the reasons for the emergence of violent conflicts 

fully. The architects of peace cannot address what they do not know. Understanding a 

particular violent conflict provides contextual evidence helpful in providing a base for analysis. 

Second, the fusion of general concerns and grievances implies diversity in the causes of 

conflict. Hence, responsible authorities ought to ensure that responses to violent conflicts are 

as diverse as the causes. The multiplicity of responses can equip the CEWS and the PSC with 

sustainable, flexible and diverse options.  

Third, to address the inefficiencies of attaining early responses, the CEWS need to invest more 

resources and time in strategic planning. The availability of adequate resources conditions 

better responses to regional conflict (Affa’a-Mindzie, 2012, p. 8), and strategic planning can 

help enhance early responses to early warning. Fourth, while creating a value-free CEWS and 

the PSC is admirable, the AU in general needs to be conflict-sensitive on deficiencies in 

democratic governance, rampant human rights violation and insecure multi-ethnic societies. 

The union should strive to represent the people and not the representatives of the people. 

Fifth, technical solutions must not be pushed into political problems. Africa faces massive 

political problems which require political solutions. Sixth, acknowledging the cooperation 

between the CEWS and RECs, it is crucial to balance this cooperation with swift responses and 

financial ownership of regional conflict prevention.  

Tiruneh (2010, p. 10) underscore that conflict prevention requires a vigilant in-depth 

understanding of all conflict dynamics and levels. The CEWS must invest more into identifying 

and monitoring underlying issues (AU PSC, 2006, para. 16 (a); (AU PSD, 2006b, para. 19 (b)) 

which are complex, intricate and entangled. Taking action only after the manifestation of a 

conflict presents a challenge to materialising Article 12 of the PSC Protocol that emphasize the 

anticipation and prevention of conflict (African Union, 2002, §12 (1)). On the other hand, it also 

illuminates on subsequent effects of being reactive rather than being proactive.  
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Examples of these are financial costs, loss of livelihoods and life (Ackermann, 2003, p. 339; 

Tiruneh, 2010, p. 10). According to Döring (2019, p. 55), “interventions affect the intervener”, 

for instance, through high financial costs. Therefore, although the CEWS has the configurations 

for conflict prevention, it must be realigned and fully utilised to its capacity and potential. Early 

warning intelligence must be used to underpin and reinforce the functions of the PSC and the 

AUC.  

4.10 The Evolution and Future of the CEWS  

The future of the CEWS is uncertain because of the new AUC structure implemented in 2021 

that has engendered the restructuring, disintegration and integration of previous departments 

and their functions. From inception, the division under which the CEWS is has gone through a 

transformation, aligning its objectives, mandates and incorporating new functions and sub-

divisions. Before the establishment of the CEWS, the CMD, the Situation Room and technical 

staff existed under the OAU Mechanism. These represented the heart of the CEWS.  

The CMD was a unit under the PSD in charge of managing the CEWS and its overall functions 

of conflict prevention. CMD was initially established within the OAU Mechanism, where it was 

later renamed the Conflict Management Centre (CMC). It harboured the early warning system 

unit mandated to “gather information and provide the OAU with advance notice of impending 

conflicts” (Muyangwa & Vogt, 2000, p. 26).  

Figure 5: PSD Organigram – 2002 

 

Source: African Union (2008, p. 20). 
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With the operationalisation of the APSA under the newly founded AU, the centre was renamed 

the Conflict Management Division in 2002. In 2011 it was transformed into the PSD made up 

of the Panel of the Wise, CEWS and the AU Border Programme (AUBP). CPEWD was designed 

to help operationalise key APSA goals and monitor potential and current conflicts for 

prevention and mitigation.  

The organisational structure of the CEWS, in relation to RECs, did not change much. The 

noticeable changes were but the incorporation of new regional EWS into the main continental 

framework. Before the establishment of the CEWS, ECOWAS and IGAD had functional and 

developed early warning units. Back then, other RECs like SADC expressed interest in early 

warning but slowly initiated establishing and operationalising the EWS. Therefore, the 

comprehensive integration of the remaining EWS from RECs broadened the scope, reach and 

functions of the CEWS.  

Following the AU reforms proposed by President Paul Kagame of Rwanda on 29 January 2017 

to drive and achieve Africa’s Agenda 2063 vision, the AU is expected to go through institutional 

reforms. The institutional reforms seek to address challenges such as the highly fragmented 

focus areas of the AU and its complicated structure. Hence, the AU has to reposition itself to 

ensure institutional capacity and capabilities. Five key areas were recommended. These were 

institutional realignment, focusing on fewer priority areas, sustainable financing, operational 

efficacy and connecting with African citizenry.  

The institutional structures of the AUC, APSA and the CEWS are of significance to bridge early 

warning and early action. The reconfiguring of the AUC structure to facilitate a comprehensive 

and focused structure indirectly provides solutions to the bureaucratic red tape and perhaps, 

improve how the AU responds to early warning information.107 It shapes and defines response 

actions to emerging and ongoing conflicts (ISS, 2017, p. 2). Regardless of the current structural 

flaws of the AUC, questions arise on the future direction of the CEWS and how its continental 

mandated functions may be entirely entrusted, displaced or delegated to RECs.  

 

 
107 Scholars such as Betts (2009, p. 87) posit that the application of intelligence is determined less by 
organisational bureaucracy and more by the proclivities and preferences of those in positions of authority.  
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Figure 6: An overview of EW related offices-2019 

 

Source: Engel (2019). 

Acknowledging that the proposed and partially implemented departmental restructuring of 

the AUC is necessary and aimed at enhancing the organisation's operational effectiveness (ISS, 

2017, p. 1), the integration of strategic and operational levels may create challenges of strategy 

taking over policy. The 2021 new AUC structure, which has already begun to be implemented, 

has moved early warning into regional desks. These are the West and Central Regional Desk, 

East and Southern African Regional Desk and North Africa Regional Desk. Each of the regional 

desks has five working members.   

The CPEWD has diversified to include, for instance, the Arab League, Commonwealth, UN 

system, regional security mechanism.108 Nevertheless, the scope of the CPEWD has become 

humongous. Considering the limited human capital of the division (Hutton, 2010, p. 127), the 

CPEWD may not cover all the regions it is mandated to effectively.109 On the other hand, the 

change goes against the APSA framework, and it raises the question of the sustainability of the 

CEWS as one of the pillars of the APSA, considering that the CEWS and the APSA have been 

positioned under two separate departments. Early warning is now under Conflict 

Management, while the APSA is positioned under Governance and Conflict Prevention. 

 
108 Interview, Head of CPEWD, Addis Ababa, 2 August 2021. 
109 Ibid.  
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However, the collective also mainstreams the structural prevention of conflict by addressing 

critical drives such as governance, democracy and elections.  

The evolution of the CEWS must not be limited to the reconfiguration of names, divisions and 

departments alone. The conflict prevention institution must also evolve in its operational scope 

and fundamental norms. Currently, the CEWS is restricted to its current mandates of conflict 

prevention and anticipation. The operation of the CEWS is not supposed to be limited to non-

escalators, escalators and the early stages of conflict. It must also include post-conflict stages 

(Ackermann, 2003, p. 341). In this vein, the broadening of conflict prevention pre-empts the 

re-eruption of violence and makes a strong case for the comprehensive practice of conflict 

prevention (Lund, 2002, p. 159). Therefore, the future operational parameters of the CEWS 

must be more structural than immediately operational to deal with the complex interaction of 

the causes of conflict. Generally, early warning has gained traction with the global normative 

climate changing in its favour (Moolakkattu, 2005, p. 2). Therefore, whichever trajectory the 

CEWS takes going forward, it must realise its obligation towards continental peace.  

4.11 Chapter Summary  

The role of early warning intelligence cooperation between the CEWS and RECs, as well as its 

provision to the AUC, guides the implementation of the APSA by fulfilling a mandate which the 

outcome is security. The roles of the CEWS, particularly in the APSA and CPEWD in general, are 

critical considering its functions. It provides a mechanism for collecting, analysing, and 

distributing information to decision-makers to anticipate and prevent conflicts. The use of early 

warning for conflict prevention has gained precedence (Engel, 2018b, p. 573) because of its 

use advantages. The CEWS gives the APSA and the AU the ability to achieve comprehensive 

peace and security, ability to prevent, monitor, resolve and manage potential or actual conflict 

situations in Africa. The notion of comprehensive human security is at the centre of the APSA. 

Hence, the development, institutionalisation and operationalisation of the CEWS have been 

actively pursued to materialise this objective. Since its inception, the AU has pursued an 

expansive and broader approach to human security (Tiruneh, 2010, p. 7). The full 

operationalisation of the CEWS took a long time. However, some of the structural, technical 

and financial hurdles challenging the operationalisation of the CEWS have been addressed. The 

evolution of violent conflicts, particularly in Africa and the whole world in general, is a 
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testament to a continuous need to develop and further strengthen early warning and early 

responses.  

Different stakeholders can utilise the CEWS to understand better the conflict dynamics in 

Africa, the anticipation of violent conflicts and the planning of early responses. Equally 

important, reports, briefings and alerts should be understood as part of the system. Alerts 

given to the Member States must be tactfully directed to conflict prevention, not its escalation, 

because early warning information can be misused to further political interests. Assumptions 

about a country are important factors to include when sharing information or strategizing a 

response. Expressing necessity, the available sources and information must be evaluated 

depending on how liberal a Member State is. Therefore, safeguards must be put in place when 

sharing early warning analysis. Activities of the CEWS must also be directed towards raising 

awareness and generating political will towards action.  

Subsequently, despite some noticeable differences between traditional forms of intelligence 

and the early warning system (Cilliers, 2005, pp. 1-2), the ultimate contribution of the CEWS to 

the APSA is not limited to the estimation of an occurrence of conflict but its prevention. Early 

warning and early action are dual, interlinked, and two sides of the same coin. Therefore, early 

warning is incomplete without early action. The ability of the CEWS to generate timely analysis 

and swift operational options would make it an effective early warning system. Therefore, the 

contributions of the CEWS to the APSA are through early warning information and how that 

conveyed information is utilised.  

Prior, it was mentioned that apart from the CEWS, the AUC obtains intelligence from different 

institutions like CISSA. The functions of the CEWS – a pillar of the APSA and CISSA – an 

independent and silent pillar of the same framework simultaneously compete and 

complement one another. Above all, the two institutions share fragments of similar mandates 

through the provision of security intelligence – be it in the form of operational early warning 

or strategic predictive intelligence and open-source or classified Human Intelligence 

(HUMINT)110 – to the AUC and its institutions. Therefore, the following chapter reconstructs 

the genesis, development, structures and functions of CISSA. Most importantly, it examines 

 
110 For a more detailed analysis on HUMINT see Anderson (2007); Johnson (2010); Magee (2010); Scott (2014) 
Stottlemyre (2015). 
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the roles and contributions of CISSA to the AUC and its institutions with particular reference to 

the APSA. Also, the subsequent chapter outline how intelligence is shared from the Member 

States to the CISSA Secretariat and from the latter to the ISC and then the Chairperson of the 

AUC.  
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Chapter Five 

Committee of Intelligence and Security Services of Africa and the APSA 

5.1 Introduction  

In the contemporary global world with a complex web of security threats, relying exclusively 

on intervening in an occurring conflict is an admirable but lost proposition. Security intelligence 

offers a pre-emptive avenue to forecast and mitigate the occurrence of conflict. Intelligence is, 

therefore, key in identifying security threats.  The urgency led to the formation of CISSA and 

created a networked continental intelligence and security organisation that has enabled 

African countries to share intelligence, reflect on the developments in the intelligence field and 

share ideas. CISSA is a paragon of how national intelligence services, globally, are being called 

upon to operate within a collective framework of shared security objectives.111 The 

establishment of CISSA charts a strategic course towards peacebuilding and conflict prevention 

achievable through cooperation and collaboration to avert emergent peace and security 

challenges confronting Africa.  

Bringing the past only to build from it, the foundations of CISSA are rooted, albeit indirectly 

and concomitantly, in the 2000 Constitutive Act of the AU and the 2002 PSC Protocol. Article 3 

of the former lays out the groundwork for cooperation to accelerate the integration, solidarity, 

sovereignty and cooperation of African states towards promoting peace, security and stability 

within the continent (OAU, 2000, §3). The development of CISSA is closely knitted to 

sentiments of collective continental security that, consequently, encourage Member States of 

the AU to share intelligence. Thus, the establishment of CISSA can be characterised as reflexive 

of the principle outlined in article 4 (d) of the Constitutive Act of the AU, where African 

countries would establish a common defence course of action (OAU, 2000, §4 (d)). The very 

 
111 Apart from the widely known UKUSA and the relatively nascent CISSA, Europe is going through similar collective 
and formalised intelligence sharing developments. For instance, the Permanent Structured Cooperation (PESCO) 
was established in December 2017 as a defence cooperation mechanism supported by a Single Intelligence 
Analysis Capacity (SIAC) – a civil-military cooperation mechanism. On the other hand, on 5 March 2019, the 
Intelligence College in Europe (ICE) was inaugurated in Paris, France as a European intergovernmental initiative 
contributing to the “development of a strategic intelligence culture in Europe” (https://www.intelligence-college-
europe.org/). Ensuing, on 26 February 2020, twenty-three EU Member States and seven partner nations signed a 
letter of intent to support the establishment of a European intelligence community (Goldman, 2020, p. 435). The 
overlapping trends, however, underscore that there is not one but multiple intelligence mechanisms in Europe 
that overlap (Van Puyvelde, 2020, p. 506). 

https://www.intelligence-college-europe.org/
https://www.intelligence-college-europe.org/
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nature of security intelligence is a defence process utilised to improve not only the 

effectiveness of decision making within the AU but also the security posture of the African 

States. The responsibility of CISSA to provide strategic intelligence is a realisation of the 

recommendations of the APSA and the Common African Defence and Security Policy (CADSP) 

to institutionalise a common defence and security system. Consequently, CISSA functions as 

an independent organ within the APSA framework, making the committee a silent pillar. The 

establishment and mandates of CISSA, therefore, are a collective means to an end towards the 

realisation of a stable and peaceful Africa. 

Also, the chapter details the complex web of security intelligence sharing between CISSA, the 

ISC and other regional security and economic entities across Africa. It also outlines the 

significant role played by the ISC as a conduit of intelligence sharing between CISSA and the 

AUC. The ability of the Member Services of CISSA to share intelligence is not only realised 

through the devised CISSA Secure Communications System (SCS). It goes beyond the 

technological sophistication to include closed session Conferences and classified reports and 

briefs. The subsequent subsections are positioned to outline chiefly the processes of 

intelligence cooperation within and without CISSA.  

5.2 Genesis 

CISSA was established on 26 August 2004 by Heads of Intelligence and Security Services (HISS) 

of Africa in Abuja, Nigeria following the urgent need to cooperate security intelligence in Africa. 

The resolve resulted from political and security events that transpired on the 7th of March in 

2004 in Harare, Zimbabwe. The cooperation between Zimbabwe and South African intelligence 

services unmasked a group of seventy mercenaries who were on their way to the capital of 

Equatorial Guinea, Malabo to attempt to stage a coup d’état.112 The group was headed by 

Simon Mann, a former British Army Officer who was arrested at the Robert Mugabe 

International Airport and charged with violating Zimbabwe’s security, firearms and 

immigration laws. Subsequently, arrests of Sir Mark Thatcher in Cape Town, South Africa and 

fourteen other mercenaries who were already in Equatorial Guinea followed. The bearing of 

these complex security threats perpetuated a significant initiative, the first of its kind in Africa, 

which was the establishment of CISSA.  

 
112 Focus group discussion, CISSA, Addis Ababa, 29 January 2021. 
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The foundation of CISSA was laid out on 3 March 2004, where the Heads of Intelligence 

Services of Angola, Equatorial Guinea, Namibia, Nigeria, South Africa and Zimbabwe met in the 

capital city of Angola, Luanda. Succeeding the Luanda meeting, in July 2005, was the 

endorsement of the establishment of CISSA by the AU Assembly through Decision 62 (IV) on 

the CISSA and the Establishment of the Intelligence and Security Committee (ISC) in the Office 

of the AUC Chairperson (African Union, 2004, p. 1). Through the Decision, the AU Assembly 

took note of the establishment of CISSA, endorsed the initiative and requested the AUC 

Chairperson to expedite the operationalisation of the Decision and notify the AU Assembly of 

the progress made in the next AU Assembly session (African Union, 2004, p. 1). The networking 

between the AU and CISSA required a position of service between the two institutions. This 

networking led to the establishment of the ISC in the office of the AUC Chairperson. The 

purpose of designing the newly established outfit was to “be the recipient of reports from 

CISSA Secretariat or other CISSA structures” (African Union, 2004, p. 1). From an institutional 

liberal perspective, setting up institutions foster cooperation amongst nations. 113 Therefore, 

the establishment of CISSA necessitated the institutionalisation of the ISC in the office of the 

AUC to collaborate security intelligence with the structure of the AUC. Thus, a multilateral 

network of intelligence sharing was formalised between African countries to dispense security 

intelligence in a bilateral arrangement with the AUC through the ISC. As a liaison, the ISC bonds 

the two continental entities together (see section 5.8.1).  

Intelligence cooperation is an accumulative process that does not happen overnight (Warner, 

2014, p. 93), and it is a reflection of responses to historical and contemporary global processes. 

The idea of a continental intelligence-sharing framework echoed the potential to play a central 

role to achieve collective security. Thus, on its inception, CISSA had only 16 Member States 

with a collective and partial aim of securing the independence and sovereignty of African states 

against foreign attacks. The resolve echoes remnants of the failed coup d'état in Equatorial 

Guinea, where issues of sovereignty and continental hegemony are primary. Nevertheless, this 

underscores a role played by intelligence services, not only in Africa but around the globe. A 

case to note is the alleged interference by Russia in the USA’s presidential election of 2016 

(Henschke, Sussex, & O'Connor, 2020, p. 4). However, CISSA has matured to become a 

continental security intelligence framework working to enhance capacity building, research, 

 
113 See Barnett (2021) and Simmons & Goemans (2021).  
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analysis and dialogue towards the adoption of common and effective strategies against unique 

and collective security challenges in Africa. Its development, to some extent, is tied to the 

acceleration of the globalisation of intelligence which in return has nurtured the formation of 

“new forms of relationships” (Svendsen, 2008, p. 130).  

Contemporarily, CISSA has a voluntary membership of fifty-two African countries rendering 

intelligence and security services to the AUC and its institutions to address the rampant 

continental security challenges effectively. The coalition underscores a realist perspective – 

where nations form alliances to strengthen and elevate their capacity to address threats 

(Munton, 2009, p. 126; Brown & Farrington, 2017, p. 68). The membership to CISSA is “open 

to all intelligence and security services of AU Member States” (CISSA, 2014, §31 (a)). It regroups 

all the intelligence and security services of Africa except for three countries which are Eritrea, 

Morocco and Seychelles.114 To join and become part of CISSA, the aforementioned countries 

have to notify the Executive Secretary (ES) of CISSA of their intention to join and accede to the 

CISSA MoU (CISSA, 2014, §31 (a)). To some extent, CISSA succeeds the patchwork of bilateral 

and ad hoc intelligence sharing mechanisms through a mechanism of continental intelligence 

sharing, regular meeting of officials, communal database and the sharing of best practices 

(Walsh, 2006, p. 626).  

To date, CISSA has held seventeen annual ordinary Conferences hosted by its Member Services 

around Africa. The development of CISSA into a fully-fledged security intelligence framework 

for Africa has been aided by constructing its permanent offices adjacent to the AU.115 Before 

its formation, CISSA was headquartered in Abuja, Nigeria, where it later moved to rented 

offices in Addis Ababa, Ethiopia, in 2005. The donation of land by the Ethiopian Federal 

Government and the funding of the erection of the building by the President of Equatorial 

Guinea Teodoro Obiang Nguema Mbasogo, which was commissioned on 9 February 2020, 

provided resources that further poised CISSA as a continental entity poised to provide timely 

and strategic intelligence.  

 
114 Focus group discussion, CISSA, Addis Ababa, 21 January 2021. 
115 Focus group discussion, CISSA, Addis Ababa, 29 January 2021. 
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5.3 Mandate, Vision and Mission 

The vision and mission of CISSA are entwined, and they underscore why CISSA was established. 

Its vision is to be the foremost and premier intelligence source for the AUC and its institutions 

(CISSA, 2014, §4). CISSA provides strategic intelligence to the Chairperson of the AUC, and in 

so doing, it provides briefings to the PSC.116 Its provision of timely intelligence to the AUC and 

the PSC operates “to enrich their political and diplomatic mechanisms, deliberations, actions 

and development of conflict prevention, management and resolution strategies” (CISSA, 2014, 

p. 3). The provision of intelligence to policy-making structures of the AU functions provides 

insights, potential threats and opportunities. It also functions to preserve and deepen the 

capacity of African countries in combating rampant security challenges. Although its allegiance 

is to the AU and its organs, the security framework enhances the capacity of its Member 

Services. This allegiance explains why it has slowly progressed from being just a continental 

body of spies to a collective security framework with mechanisms of dialogue, concerting, 

analysis and research. The vision of CISSA is complemented with its mission which further 

clarifies the need to cooperate intelligence and develop the security services of Africa. 

Therefore, apart from coordinating intelligence, CISSA also takes on a task to support and 

actively encourage intelligence sharing. It devises measures to build confidence and trust 

among Member Services. Also, it is invested in the capacity building of intelligence and security 

services of Africa.  

5.4 Objectives  

CISSA has eight objectives detailed in Article 5 of the 2014 MoU. It is through these that it aims 

to realise its mission and materialise its vision. The Abuja Constitutive Conference laid out the 

foundation of CISSA, and it is through this meeting that the objectives of CISSA were set.117 

However, like any other organisation, these objectives have slowly been revised over the years. 

Initially, the objectives were just six, and they have evolved as the organisation is assuming 

more responsibilities in its processes of progress.  

First, the establishment of CISSA seeks to provide African leadership with security intelligence 

(CISSA, 2004, §5 (a)). This is primarily done through the CISSA, ISC and AUC conduit. Although 

 
116 Focus group discussion, CISSA, Addis Ababa, 29 January 2021. 
117 Interview Principal Analyst, CISSA, Addis Ababa, 1 February 2021.  



158 
 

 

the trilateral relations between these institutions have been outlined as essential, CISSA has 

also actively and directly cooperated with other AU institutions such as the APSA and the ACSRT 

(AU PSC, 2017a, p. 1). The existence of CISSA as an intelligence committee cannot be separated 

from the existence and collective objectives of the APSA. CISSA is and functions as a silent pillar 

of the APSA. The re-revised CISSA MoU outlines a resolve on how CISSA exist and operate as 

an independent organ but within the APSA framework (CISSA, 2014, p. 2). However, as a silent 

pillar of the APSA, it bypasses the functions of the ISC, which was established to collaborate 

security intelligence with the structure of the AUC. 

Notwithstanding, the ‘leadership’ underscored in the first objective is not limited to the AUC 

alone. In line with the above, the vision of the security framework outlines how it looks forward 

to being the primary provider of intelligence to the policy-making organs. The significance of 

the utilisation of the plural ‘organs’ reinforces the above logic. Therefore, CISSA aims to further 

security intelligence in pursuit of peace, security and stability in Africa.  

The second objective of CISSA is to harmonise different security elements, devise a long-term 

plan of action, ease and promote the sharing of intelligence (CISSA, 2004, §5 (b)). This object 

highlights the realisation of the benefits of sharing intelligence on common security threats in 

Africa. The exposure of Member Services to more outstanding expertise and insights can 

enhance their capacity, address more security threats and broadly pursue continental security. 

Nevertheless, the exchange of intelligence can only be realised if confidence and trust amongst 

Member Services are cultivated. According to Lefebvre (2003, p. 528), “trust and confidence 

are essential ingredients” for intelligence cooperation to work efficiently. For that reason, the 

second objective of CISSA complements the first.  

Developing and consolidating confidence-building measures (CISSA, 2004, §5 (c)) is the third 

objective of CISSA. It follows the difficulties in sharing intelligence at a multilateral level which 

accommodates fifty-two voluntary Member States. Cooperating intelligence at the continental 

level has its constraints, and it can be affected by several factors. For instance, the multifarious 

nature of CISSA’s fifty-two Member Services is mistakenly understood to convey strength, yet 

it is an idling limitation in itself. International intelligence cooperation is a practice of numbers. 

The strength and intensity of cooperation are neither correlated nor guaranteed by the 

number of participants. Traditionally, security and intelligence cooperation frameworks have 

shown that as the number of partners increases, the level of guaranteed security decreases 
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(Herman, 1996, pp. 207-208; Sims, 2006, p. 202; Clough, 2010, p. 612). A case in point is 

NATO.118 Numerous Member Services have the potential to expose CISSA to social loafing, 

inequitable distribution of intelligence and porous security. Consequently, multilateral 

intelligence cooperation is prone to becoming an ominous ‘patchwork’ (Herman, 1996, p. 204; 

Walsh, 2006, p. 626; Svendsen, 2008, p. 132).  

The five regions of Africa – central, north, west, east and south – face different security threats, 

from illegal immigration, organised crime to terrorism. Aning (2007, p. 2) posits that Africa is 

confronted with regional and thematic security complexes that directly fuel insecurity. 

Therefore, the priorities of CISSA mirror negotiated security precedence of Member Services, 

considering that African States and Regions have multiple insecurity variations.  Consequently, 

the difference in perceptions of a uniform threat may hinder effective coordination (Lefebvre, 

2003, p. 538) between Member Services. Also, despite all Member Services being equal on 

paper, the same cannot be said about the power distribution within the security arrangement. 

Sixty per cent of the budget of CISSA has been chiefly financed by Algeria, Egypt, Nigeria and 

South Africa.119 Consequently, the financial contributions informally and indirectly position the 

four countries in a superior or favourable position.  

The fourth objective of CISSA is to provide strategic and predictive intelligence to the AU and 

support the PSC (CISSA, 2004, §5 (d)). The provision of security intelligence has an immense 

influence on the security landscape of Africa. Primarily, it influences the AU policy and strategy 

on the prevention of conflict, its management, resolution and peacekeeping. The PSC and 

CISSA have a synergised relationship, and the two institutions have upscaled collaboration and 

the exchange of information (AU PSC, 2017e, para. 6). However, the support rendered to the 

PSC by CISSA within the APSA framework is sometimes a replication of objectives with other 

similar organs.  

According to Hutton (2013, p. 181), CISSA assumes the responsibilities of other AUC structures 

such as the PSC and CEWS. Although CISSA provides strategic intelligence to the AUC, it 

constantly has been celebrated for providing the AUC and the PSC early warning, particularly 

 
118 George Pâques, a Soviet agent, serially divulged NATO documented secrets to the Soviet Union. The secrets 
were reputed to reach the Soviet Union within a week (see Clough, 2010 & NATO, 2016). Pâques was not the only 
one, Kim Philby the then head of Britain’s counterintelligence was also secrety working with the Soviet Union (see 
Hulnick, 1991; Macintyre, 2015).  
119 Interview Principal Analyst, CISSA, Addis Ababa, 1 February 2021.  
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on counter-terrorism (AU PSC, 2014d, para. 12), a role that is also undertaken by the CEWS. 

The overlap between the two intelligence outfits encourages the development of a relevant 

question. Are the CEWS and CISSA competing or complementing each other? Before answering 

this question, one has to look at the two institutions regarding the type of sources they use 

and the product they produce. 

On the other hand, the institutional setup of the CEWS and CISSA makes it difficult to examine 

the two institutions. For instance, it is difficult to compare the yield of a few employees of the 

CEWS utilising open source to the thirty-three employees of the CISSA Secretariat (CISSA, 2020, 

p. 15) sourcing intelligence from a network of its security and intelligence services of its fifty-

two voluntary Member Countries. The CEWS use OSINT and diplomatic engagements,120 while 

CISSA primarily uses HUMINT. Also, the product of the CEWS is primarily referred to as 

‘information’ in contrast to the product of CISSA that is generally described as ‘intelligence.’121 

The type of sources used and the product produced by the two institutions partially 

differentiate the institutional difference between the two. The institutional differences, 

however, are not enough to answer if the CEWS and CISSA are competing or complementing 

each other. Albeit their institutional setup, sources and products are different, their utilisation 

and beneficiaries almost remain the same. It is through these roles, responsibilities and 

mandates that the perceived competition emerges. Nevertheless, the contending 

responsibilities elevates the roles and functions of early warning information and intelligence. 

It positions it on the frontline, for instance, against terrorism (Reveron, 2006, p. 455). 

Medhane Tadesse (2010, p. 26) states that the increasing dependence of the AU PSC on CISSA 

for security intelligence is both a challenge and an opportunity. It raises questions on which 

institution – between the CEWS and CISSA – is most listened to by the AU PSC. While the 

aforementioned pragmatic observations outline the CEWS and CISSA competing, a more 

functional and theoretical position envisions the two entities as complementary (AU PSC, 

2015b, p. 2). Because it uses OSINT, the CEWS can only get approximately eighty-five per cent 

of information – which requires further verification by CISSA – and the remaining fifteen per 

cent is supposed to be supplemented by CISSA.122 The argument, therefore, is that while the 

 
120 Interview, Head of CPEWD, Addis Ababa, 2 August 2021. 
121 It is not in the scope of this chapter to debate semantic on information and intelligence. Although used 
simultaneously, in some instances, the two are different. See subsection 1.2.1. 
122 Focus group discussion, CISSA, Addis Ababa, 29 January 2021. 
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CEWS obtains its information from open sources, CISSA provides a more sophisticated network 

of intelligence institutions linked to its Member Services to verify the information123 and 

accentuate the gaps.  

However, the theoretical rationale is uncertain and questionable due to operational challenges 

between the two instruments. There is a misunderstanding of roles between the CEWS and 

CISSA, and sometimes information is not sent to CISSA for verification.124 Therefore, in such 

instances, the narrative of how the two institutions complement each other becomes 

insufficient and defective. However, considering that it seldom transpires and the difference 

in institutions, sources and products, it is convincing to say that CISSA furnishes the AUC and 

its institutions with strategic intelligence that the CEWS is unlikely to source elsewhere through 

OSINT. Therefore, CISSA contributes extra features to the APSA by functioning as a 

complement of the CEWS to improve the peace and security landscape of Africa. However, 

similar responsibilities and beneficiaries often complicate roles and place CISSA and CEWS as 

institutions competing for influence rather than the former supplementing the functions of the 

CEWS.  

The fifth objective of CISSA outlines that CISSA is poised to serve as a platform for intelligence 

cooperation with similar organisations to CISSA outside Africa (CISSA, 2004, §5 (e)). The 

intelligence cooperation stated herein goes beyond the African continent. While the objective 

clearly states that CISSA shall be a platform to yield cooperation with other similar outfits 

outside of Africa, concerns have been raised over whether CISSA can partner with non-African 

security intelligence frameworks and organisations. In reality, CISSA is prohibited by its 

Conference to engage in intelligence cooperation at the international level.125 Therefore, it can 

only indirectly associate with international organisations via a proxy – the ISC – or with 

authorisation from its Conference (CISSA, 2014, §10 (m)). The discrepancy breeds confusion 

regarding the position of CISSA with international partners.  

Sixth, the other aim of CISSA is to serve as a backchannel of communication among member 

services (CISSA, 2004, §5 (f)). The backchannel communication can be operationalised under 

two circumstances which are crisis and other undesirable situations. When Member Services 

 
123 Interview, Head of CPEWD, Addis Ababa, 2 August 2021. 
124 Interview, Special Advisor to the Chairperson of the AUC, Addis Ababa, 24 February 2021. 
125 Interview, Senior Officer, ISC, Addis Ababa, 18 February 2021. 



162 
 

 

of CISSA are involved in a dispute over other issues not related to their affiliation to the 

organisation, CISSA can facilitate a backchannel for the HISS of the disputing countries to 

resolve their conflict through dialogue.126 On the other hand, when Member Service X wants 

to establish its presence in member Service Y through a liaison office, it comes through CISSA 

for networking assistance. Therefore, when two Member Services cannot engage bilaterally, 

they involve CISSA to facilitate the cooperation between them. Consequently, the provision of 

a platform for dialogue by CISSA is one of its key speciality areas.127 The principal significance 

of backchannel communications is removing unnecessary scrutiny that may hinder operational 

processes. Therefore, it becomes a way to circumvent parties seeking to undermine the peace, 

security and stability of a Member Service and its cooperation with CISSA.  

While the aforementioned objectives were structured during the formation of CISSA, the 

subsequent two were later incorporated. Hutton (2013, p. 181) posits that CISSA started from 

acting against mercenaries to broader security issues. The various themes of the seventeen 

Conferences held are a testament to the above. The area of focus has migrated from the 

above-limited scope to involve, for example, a comprehensive defence security paradigm 

drawing connections between Africa’s natural resources, development and security. The 

evident maturity demonstrates the capability of CISSA to remodel and transform itself to suit 

contemporary security challenges that are not limited to unconstitutional changes of 

government. Therefore, the objectives of CISSA have been revised to include two 

supplementary goals. First, CISSA performs duties and services of being a platform connecting 

member services to assist each other in improving the quality of their services through capacity 

building. Second, it functions to provide a medium where views and ideas of African peace and 

security can be carried out through collaborative research.  

5.5 Principles  

Laying at the foundation of CISSA is a set of principles that determine how the committee 

functions. These five principles are delineated in Article 6 of the re-revised 2014 CISSA MoU, 

and they are guided by the Constitutive Act of the AU, the PSC Protocol and the CISSA MoU 

(CISSA, 2014, §6). It is through these fundamental guidelines and assumptions that the 

 
126 Focus group discussion, CISSA, Addis Ababa, 29 January 2021. 
127 Focus group discussion, CISSA, Addis Ababa, 29 January 2021. 



163 
 

 

direction of CISSA is illuminated. Therefore, CISSA is expected to function in line with the 

following principles (CISSA, 2014, §6 (a-e)): 

i. Respect for the sanctity of human life and the need to prevent genocide, impunity and 

other crimes against humanity; 

ii. Respect for democratic principles, human rights, the rule of law and good governance; 

iii. Non-interference by any member in the internal affairs of another except as stipulated 

in the PSC Protocol, respect of the sovereignty, territorial integrity, unity and 

independence of CISSA Member States  

iv. Co-operation amongst intelligence and security services in pursuit of common security 

as defined in the APSA of the AU; 

v. Dialogue as a means of resolving any differences among CISSA Members.  

The principles of CISSA illuminate the controversial issues within the African intelligence 

community, specifically on issues of human rights, good governance, the rule of law and 

democracy (AU PSC, 2015a, para. 4). Concerns have been raised about how intelligence 

services have been misused and abused (Hendricks & Musavengana, 2010, p. 3) by those in 

power, used as political police (Makumbe, 2011, p. 7) and generally function as repressive state 

apparatuses (Althusser, 1971, p. 90).128 In some countries, political abuse has fostered the 

transformation of intelligence services to dreaded anti-change institutions and chief violators 

of human rights and freedom of speech. Caparini (2008, p. 3) cautions that if intelligence 

services are not subjected to oversight129 and control, they may serve to undermine 

fundamental rights and liberties of people and democratic governance.130 Therefore, the 

aforementioned principles are a statement to remind and acknowledge how voluntary 

Member Services of CISSA are expected to function.  

5.6 Functions 

Article 7 of the re-revised MoU lists seven functions of CISSA. The operational purposes of 

CISSA are derived from its mandate, vision and objectives. The functions also show how CISSA, 

as a committee of collaboration and cooperation, provides its Member Services in particular 

 
128 Also see Warner (2014). 
129 The lack of monitoring, transparency and accountability is a longstanding problem in intelligence sharing at 
international level (see Aldrich, 2009; Hillebrand, 2014).  
130 See Manjikian (2015). 
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and Africa in general a common mechanism of efficiently tackling sources of insecurity and 

instability. It is through this security quest that CISSA is expected to perform the following 

functions (CISSA, 2014, §7 (a-g)): 

i. Strategic intelligence analysis on all threats to peace and security on the continent; 

ii. Collection/acquisition, processing, analysis and transmission of intelligence through the 

Secretariat; 

iii. Facilitate capacity building interventions; 

iv. Harmonise approaches to common security threats; 

v. Coordinate strategies to provide advice on an appropriate course of action on matters 

within its mandate; 

vi. Promote the development of an African endogenous intelligence and security doctrine; 

vii. Any other function as may be assigned by the CISSA Conference.  

Having a conscious responsibility to provide intelligence, the duties of CISSA highlight how it 

seeks to contribute to the peace and security landscape of Africa 

5.7 Structures of CISSA and their Functions  

The composition of CISSA is made up of six bodies (CISSA, 2020, p. 14). The Conference, Panel 

of Experts and the Secretariat are the primary three while the Bureau, Troika and Regional 

Chairpersons accentuate the function of the initial three. Within its organisational structure 

are responsibilities, roles and – collectively – goals of CISSA. Thus, the structures of CISSA 

function to departmentalise, differentiate among positions, design assignments, coordinate 

activities, establish reporting relations and distribute authority. The apprehension of 

organisational structures outlines how CISSA, as a continental intelligence sharing entity, is 

“constructed and reproduced through social interaction every day” (Nolan, 2019, p. 79). The 

analysis illuminates how CISSA is a socially constructed community that has evolved. Hence, it 

is influenced by the attitudes, beliefs and perceptions of its participants (Tuinier, 2021, p. 128). 

Therefore, the subsequent subsections take a systematic and sociological analysis of the 

relationship between structures and Member Services in the organisations. 

5.7.1 The Conference  

The Conference, as the executive body, is the highest in rank and authority (CISSA, 2014, §9 

(a)). The Conference of CISSA is made up of African HISS derived from the Member States. 



165 
 

 

CISSA currently has 52 voluntary Member States. Therefore, the Conference has the same 

number of African HISS. However, in the absence of a HISS, the roles are performed by a duly 

accredited representative of a Member State (CISSA, 2014, §9 (b)). Thus, in functional terms, 

the Conference exist as a permanent executive body whereas, in practice, its annual meetings 

are conducted to cooperate intelligence generally. The Conference is the initial point of 

cooperation as it encourages Members Services of CISSA to partake and enables the ability to 

share intelligence. As a foundational structure, it provides the arrangements necessary for 

other forms of intelligence cooperation within CISSA to thrive. Collectively, the African HISS 

review the peace and security environment within Africa and strategize on possible solutions. 

The Ordinary Sessions are purposefully conducted before the commencement of the Assembly 

of the AU Heads of State and Government to provide a comprehensive continental security 

overview (CISSA, 2014, §9 (c)). 

As the supreme executive organ of CISSA, the Conference is guided by its precedents and 

fundamental principles different from its powers and functions. For instance, the country that 

hosts the annual Conference will assume chairmanship (CISSA, 2014, §9 (e)). The Chairperson 

is at the head of the structures CISSA and is usually a Director General (DG) of intelligence and 

security services in a Member State. The DG will take over the responsibilities and roles of the 

position of Chairman of CISSA. The position is rotated on an annual basis. However, the 2020 

Conference did not take place, and the possibility of the 2021 convention is still bleak and 

uncertain because of the coronavirus disease pandemic. Therefore, Nigeria still holds the 

position but the HISS of Egypt is the incoming Chairperson.131 Member States can volunteer to 

host the Conference and bear its costs. Also, the hosting of the Conference is on a regional 

rotation basis amongst members. If all Member States fail to host the annual Conference, it is 

stipulated that it shall be done at the CISSA headquarters, and the current chairperson shall 

continue to hold office till the next Conference or when the Conference – as an executive body 

– decides otherwise. However, it has to be pointed out that when these principles of process 

and procedures were detailed, CISSA did not have the infrastructural resources to make it 

viable. It was only after 33rd AU Summit that the new CISSA building was commissioned.  

 
131 Focus group discussion, CISSA, Addis Ababa, 29 January 2021. 
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Although the occurrence of the meeting is annual, the Conference – as an executive body – 

can convene an extraordinary sitting. However, this can only be achieved through a two-thirds 

majority of all Member States. Also, the extraordinary congress can only be convened to 

discuss urgent and specific issues (CISSA, 2014, §9 (i)). Therefore, the Conference offers CISSA 

a platform to experience a shared sense of purpose. It enables the surge in collaboration and 

engagement towards problem-solving and keeping all Member States informed. By evaluating 

challenges and opportunities, it mainstreams performance feedback, room for innovation and 

bonding. As a multilateral framework for intelligence cooperation, CISSA – through its annual 

Conferences – provides an avenue for other bilateral or trilateral security arrangements. While 

this is not a formalised process of the annual congress, its occurrence is inevitable. On the one 

hand, the congress natures bonding and interaction between DG’s of Member States and on 

the other hand, it connects African HISS to global partners, institutions and services. 

Relationships can be independently forged between the Member States and guest countries. 

The following subsection details the authority of the CISSA conference and its functions.  

5.7.1.1 Roles and Responsibilities of the Conference  

Article 10 of the re-revised CISSA MoU of 2014 details the powers and functions of the 

Conference. As the highest decision-making organ of CISSA, the Conference is endowed with 

the authority to “set the general policy guidelines for CISSA and its organs” (CISSA, 2014, §10 

(a)). Therefore, it has the power to make decisions and the prerogative to delegate duties. In 

some cases, the Conference may delegate some of its authority to the Bureau of the 

Conference (CISSA, 2014, §10 (o)). However, despite being of the upper echelon, the 

Conference is not omnipotent. It is guided by defined functions that are bracketed to specific 

roles. Foremost, the Conference – through yearly revised action plans – sets basic principles 

and directions for the Secretariat of CISSA and its structures (CISSA, 2014, §10 (b)). 

Regarding the annual action plans, five areas of interest are outlined for Member Services and 

the continent.132 Next, various stakeholders are identified, and the timeline is set. At the third 

quarter of the year, through the annual meetings, the Conference is mandated to review prior 

undertaking of the Secretariat and the state of peace and security on the continent (CISSA, 

2014, §10 (c)). Results of the assessment, if need be, are used to provide any further guidance. 

 
132 Interview, Senior Officer, ISC, Addis Ababa, 18 February 2021. 
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The evaluations allow CISSA, as a whole, to identify its strengths and weaknesses in performing 

its duties. It also enables the involved dignitaries to pick out key issues and opportunities that 

can be used to improve the overall effectiveness of the security framework and its cooperation 

with the AU via the ISC. 

The Conference has the power to assign, obtain and appraise reports and recommendations 

from the Secretariat and make decisions (CISSA, 2014, §10 (d)). Despite the Conference being 

the highest body, the day-to-day functions of CISSA are performed by the Secretariat in Addis 

Ababa. Therefore, the latter can make recommendations to the former, considering it is daily 

engaged with the affairs of CISSA. Subsequently, the Conference reserves the right to 

deliberate on affairs or recommendations passed on to it for a decision by CISSA (CISSA, 2014, 

§10 (e)). In relation to the above, the Conference’s powers and functions also include 

examining and or adopting the budget of CISSA (CISSA, 2014, §10 (f)). Also, when there is a 

need for specialisation, the Conference reserves the right to establish any other entity 

supplementing the functioning of CISSA (CISSA, 2014, §10 (g)). 

Precedents of the Abuja Constitutive Conference of 2004 endorsed the Conference as the only 

permanent body of CISSA that can amend the MoU on the Establishment of CISSA. Considering 

that the African HISS devised the objectives of CISSA, it remained in their realm to change it. 

Therefore, as watchdogs of the security institution, they bear the torch and have a complete 

oversight on maintaining, altering or amending the direction of CISSA. The powers of the 

Conference go beyond directing the organisation through mandates. The permanent body has 

the authority to appoint an ES of CISSA or relieve the office holder of their position (CISSA, 

2014, §10 (h)). Also, the Conference function to appoint the Secretariat staff based at its Addis 

Ababa headquarters in line with the principle of equitable regional representation practised by 

the AU. Its power to assign roles to the staff at the Secretariat is also complemented by its 

ability to renew or terminate the employment contracts of CISSA’s staff (CISSA, 2014, §10 (i-

j)). Furthermore, the body deals with operational issues between CISSA, the Member States 

and other organisations. When Member States fail to pay Assessed Contributions to the budget 

of CISSA, it is the responsibility of the Conference to impose sanctions on the Member State. 

Penalties of the default in payment are decided by the Conference (CISSA, 2014, §10 (k)).  

Notably, CISSA’s regulations do not allow it to partner and affiliate itself with other global 

security entities and institutions outside of continental Africa without the permission of the 
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Conference. Thus, the conference is the only body of CISSA that has the power to “sanction 

any cooperation between CISSA and other organisations from within or outside Africa” (CISSA, 

2014, §10 (m)). If there are matters to tackle as a result of the local or international 

cooperation, it is within the powers and functions of the Conference to address (CISSA, 2014, 

§10 (n)).  

Therefore, the Conference of CISSA – as an executive body – is equipped with immense 

responsibilities and the authority to enact them. The subsequent subsection evaluates the 

annual Conferences done since CISSA was formed through issues raised and discussed. 

5.7.1.2. CISSA’s Annual Conferences  

The annual Conference of CISSA is a forum where African HISS assemble to discuss common 

security issues in the context and interest of peace, security and stability in Africa. Subsequent 

to the ‘Constitutive Conference’ held in Abuja, Nigeria on 26 August 2004, between then and 

now, seventeen Conferences have been held.  

Figure 7: CISSA’s Annual Conferences 

 

Source: Compiled by the Author. 

Before looking at the Conferences and their themes, it is proper to explain why the August 

2004 Abuja Conference is described as constitutive. It was through this initial Conference that 
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the objectives of CISSA were formulated, formalised and inscribed. Consequently, the 

underlying basis and principles guiding the operationalisation of CISSA were laid out.  

Following the Abuja Constitutive Conference, fifteen other similar conventions have been held. 

The second CISSA Conference was held from 25 to 26 June 2005 in Tripoli, Libya. It was 

attended by HISS from 37 African countries and foreign guests from Italy, Pakistan, Spain, the 

UK and the USA. The Tripoli Conference further built upon the groundwork laid out by the 

Constitutive Conference. It became a milestone in the operationalisation (CISSA, 2020, p. 38) 

of CISSA in three ways. First, it catalysed the operationalisation of the CISSA Secretariat. 

Second, it fortified the relation of CISSA to the AU by linking the former to the latter. Third, it 

became a diplomatic avenue to establish an annual theme and Plan of Action revised annually. 

In general, the strategic action plans of CISSA were discussed around security themes of arms 

trafficking, ethnic militias and mercenary activities.  

Therefore, while discussing practical measures to effectively address the emergence of 

terrorism and the continuance of violent conflicts in Africa (CISSA, 2015, p. 5), cooperation 

issues were further elucidated. The need for international, regional and subregional security 

cooperation was also previously reiterated by the UNSC (2014b, para. 11) to cooperatively 

address underlying global security challenges such as terrorism. Intelligence has been 

celebrated as “the first line of defence against terrorism” (Reveron, 2006, p. 454).133 Svendsen 

(2016, p. 266) assert that intelligence cooperation has proven highly useful and favourable in 

tackling terrorism. Accordingly, the resolve by the HISS to share intelligence with the AUC and 

its various institutions is a move to accommodate the diverse stakeholders participating in the 

pursuit of security. However, the aspect of terrorism has ceaselessly been reiterated in regional 

and continental security mechanisms in Africa to the point that that is all some Member 

Services are willing to discuss.134  

The third CISSA Conference was held in the capital city of Namibia, Windhoek, in 2006. The 

convention instituted – through a permanent agreement – formal relations with the RECs. The 

decision was out of the realisation that RECs are active participants in the peace, security and 

stability exploits in Africa. By acknowledging the significance of RECs and establishing an 

 
133 See Jaffel (2020). 
134 Interview, Head of CPEWD, Addis Ababa, 2 August 2021. 
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association, CISSA further positioned itself as a cooperative security framework willing to share 

intelligence with African regional entities towards yielding peace, security and stability 

prospects. Also, it emphasizes the nature of contemporary and complex multiplicities of 

continental security threats that are, however, interwoven. Deductively, the plethora of 

regional security threats evolved the maxim of need to know to need to collaborate 

considering how stand-alone strategies were now innately inefficient to safeguarding the 

continent and its respective countries. Therefore, the established relationship between CISSA 

and RECs acknowledged the latter's role as indispensable basic units to which the overall 

continental security intelligence framework is built.  

The fourth CISSA Conference was held in Khartoum, Sudan, from 2 to 3 June 2007 under the 

theme ‘Towards enhanced stability, peace and security in Africa.’ Experts met for two days 

while the HISS met from the 6th to the 7th.  The HISS convention outlined ways to build 

confidence within parties involved to provide security intelligence to Africa’s political 

leadership. Therefore, the plan of action for its upcoming year – 2008 – was outlined. It was 

resolved that there is a need for CISSA to engage with the public and further its formal 

arrangement with the AU, its institutions and the Member States. Attending delegates to the 

convention decided to incorporate, utilise and produce all sources of intelligence. To realise 

the aforementioned resolve, delegates remarked the essential obligation of all Member States 

to provide CISSA with the needed resources and enhance its processes of developing, 

strengthening and sustaining its capabilities – capacity building. 

Furthermore, it was agreed to launch, develop and maintain a CISSA SCS officially. Hutton 

(2013, p. 185) avers that the launch of the CISSA SCS was functional and essential in conduiting 

security intelligence between the CISSA Secretariat and Member States’ intelligence and 

security services. The channel of cooperation was, therefore, a tool to bypass “fundamental 

tension between keeping secrets and sharing information” (ibid.) Therefore, the CISSA SCS was 

designed as a catalyst functioning to bypass the inadequacies of intelligence sharing within 

sceptical and secretive national and regional structures of intelligence cooperation. However, 

it has to be pointed out that the CISSA SCS has failed to be a panacea to the underlying 

characteristics of intelligence services. The culture of African intelligence services has been to 
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be secretive and suspicious of everybody else.135 Hence, the processes of intelligence sharing 

challenge this very same culture, but to no avail.    

The fifth Conference of CISSA was held from 23 to 24 May 2008 in Cape Town, South Africa. It 

sought to assume a comprehensive defence security paradigm and implement previous 

resolutions of engaging with the public. Consequently, representatives of the African Security 

Sector Network (ASSN)136 were invited to participate in some sessions (Hutton, 2013, p. 186). 

The effects of the aforementioned initial public engagement became noticeable then and in 

the subsequent years by unlatching annual conventions, seminars and workshops to 

intellectual, research and academic institutions. According to Hutton (2013, p. 186), the 

initiative became a first of its kind in Africa where a civil society organisation engages – through 

invitation – in the reform and governance of security intelligence. The calculated initiative 

further diversifies the realms of CISSA and those of intelligence sharing. It shows how 

intelligence sharing incorporates independent security consultancies, thereby evolving beyond 

state affairs to include individual and social institutions (Tuinier, 2021, p. 127). Thus, the 

exchange between the committee and other institutions provides an avenue where 

contentious issues of democratic governance of intelligence can be discussed. The fifth 

Conference realised the resolve of the previous Khartoum Conference of resourcing CISSA and 

engaging with the public. Therefore, the initiative opened doors for other workshops and 

seminars where contributions of independent entities are welcomed to better the 

operationalisation of CISSA.  

The sixth CISSA Conference was held in Luanda, Angola, from 22 to 24 May 2009. The 

Conference made executive decisions in increasing, intensifying and improving the quality and 

extent of intelligence production to the AUC. The Conference resolved to adopt the processes 

necessary for the preparation of Africa’s information diagnosis. As practised annually, the 

action plan for 2010 was outlined. It underscored policies on CISSA’s communication systems. 

Considering that there was a Great Recession137 caused by extreme stress in global banking 

systems and financial markets between mid-2007 to early 2009, its security effects on Africa 

 
135 Interview, Head of CPEWD, Addis Ababa, 2 August 2021. 
136 Founded in 2003, the ASSN is a pan-African network of organisations and experts working on Security Sector 
Reform.  
137 The Great Recession was a time of substantial economic downturn witnessed globally in the national 
economies between 2007 and 2009. The nature and extent of the recession differed from nation to nation. 
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were discussed. The Conference analysed the global financial crisis and its potential 

implications to the collective security landscape of Africa. It was during this meeting that 

Tunisia became CISSA’s 48th voluntary Member State while Guinea Bissau attended the 

meeting for the first time. Meeting up in Luanda was the second time after the April 2004 HISS 

meeting, which laid out the foundations of formalising cooperation.  

The seventh Conference of CISSA was held in Brazzaville, Republic of Congo, in 2010. The 

Conference appointed a second ES (CISSA, 2020, p. 50) replacing the outgoing first substantive 

secretary from South Africa, Ambassador Dennis Dlomo, who served from 2005 to 2010. 

Following, Ambassador Isaac Moyo, from Zimbabwe, was appointed the second ES of CISSA 

from 2010 to 2014. On a different note, since its inception, CISSA has had 4 ES. The second ES 

was succeeded by Shimeles Semayat, a former Director of External Relations of the National 

Intelligence and Security Services of Ethiopia. He served from 2014 to 2019 and was replaced 

by Ambassador Zainab Kitoko, a former Director in the National Intelligence Agency of Nigeria 

and a coordinator of the Fusion Liaison Unit (UFL) (CISSA, 2020, p. 51). Thus, each ES serves a 

5-year term.  

The eighth CISSA Conference was held from 5 to 8 June 2011 in Khartoum, Sudan. This was the 

second time Sudan hosted the Conference. The Conference stressed the need to intensify and 

further improve dialogue in resolving violent African conflicts (CISSA, 2020, p. 39). The session 

took place during epochal changes within Africa’s political landscape in countries like Côte 

d’Ivoire,138 Tunisia,139 Egypt,140 and Libya.141 Notably, there were remarkable political changes 

in Sudan.142 These democratization developments and political revolutions presented novel 

challenges to collective African security. According to Zoubir (2014, p. 70), it broadened the 

 
138 The Second Ivorian Civil War started in March 2011 out of an election dispute between the then incumbent 
Laurent Gbagbo and the internationally recognised president-elect Alassane Quattara. It quickly escalated into 
full scale military conflict between forces loyal to the two candidates (see Ogwang, 2011). 
139 In December 2010, Tunisia experienced 28 days of civil resistance and demonstrations known as the Jasmine 
Revolution which led to the ouster of longtime president Ben Ali on 14 January 2011.  
140 Egypt was experiencing the Arab Spring through coordinated social and ideological mass protests in the Tahrir 
Square in Cairo. The demonstrations lasted for 18 days and led to the ouster of Hosni Mubarak on 11 February 
2011.  
141 Libya experienced revolts starting from 15 February 2011 and they were inspired by the Arab Spring revolutions 
in Tunisia and Egypt. The revolt matured into a civil war and international military intervention which led to the 
overthrow of the government and the subsequent assassination of President Muammar Gaddafi on 20 October 
2011. 
142 A referendum carried out in January 2011 resulted in the people of South Sudan voting in favor of full 
independence from Sudan. An accord was signed in June 2011 to demilitarize the disputed Abyei region and it 
subsequently led to the independence of South Sudan on 9 July 2011. 
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comprehension by raising questions on what constitutes the unconstitutional overthrow of a 

government. Subsequently, the AU continues to struggle with the certainty of addressing such 

a question. In the eighth Conference, Dr Jean Ping – the then Chairperson of the AUC, 

reiterated seven security threats still affecting Africa. These were political instability, intrastate 

conflict, unconstitutional change of power, organised crime, prevalent poverty, endemic 

diseases and brain drain (Ping, 2011, p. 2). As a partner of CISSA, the ACSRT was invited to 

participate in the conference.  

The ninth CISSA Conference was held in Algiers, the capital city of Algeria, in 2012. The keynote 

of the conference was centred on utilising security intelligence to identify, evaluating and 

counteracting peace, security and stability threats in Africa (CISSA, 2020, p. 40). The following 

annual CISSA Conference was held in Harare, Zimbabwe, between 1 and 8 May 2013. The 

convention ran under the theme ‘The nexus between Africa’s Natural Resources, Development 

and Security” (Makinda, Okumu, & Mickler, 2016, p. 116). The nexus was portrayed as a 

national security issue because, in the past, natural resources have been looted, and their 

proceeds have been used to fund insurgencies and violent conflicts in Africa (Homer-Dixon, 

1999, p. 5). Africa continues to face interacting and fast-moving spirals of violence linked to 

natural resources. Therefore, it was resolved to defend Africa’s resources – both natural and 

other – from illicit appropriation and exploitation. Therefore, “the conference set the tone on 

equitable natural resources distribution as the bedrock for sustainable peace and security on 

the continent” (CISSA, 2020, p. 40).  Also, the HISS expressed concern about the obstinate 

continual of traditional threats and the contemporary emergence of non-traditional threats. 

These were outlined as causing insecurity and instability in some Member States. 

Correspondingly, the HISS firmly stated their devotion to promoting confidence in the 

exchange of intelligence.  

During the Conference, some Member Services argued against the autonomy of CISSA, opting 

it becomes part of the AU. However, the Southern African region collectively refused the 

proposal because if CISSA becomes part of the AU, it will not say it as it is.143 The refusal is a 

step away from how African governments shun finger-wagging diplomacy.144 The ability to 

point where the problem is, regardless of the power behind the problem, is an exceptional 

 
143 Focus group discussion, CISSA, Addis Ababa, 29 January 2021. 
144 Interview, Head of CPEWD, Addis Ababa, 2 August 2021.  
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character that is, however, not cultivated enough in African politics and diplomacy. Speaking 

truth to power is central in most intelligence organisations, although in most cases, “the truth 

may be uncertain, incomplete and ambiguous” (Scott & Hughes, 2009, p. 13). The proposed 

incorporation of CISSA by the AUC would lead to the politicisation of Intelligence reports (Bar-

Joseph, 2011, p. 22). For instance, when CISSA sends reports or conduct briefings to the PSC, 

it distinctly identifies the threat and the aftermath if there is no effective measure to address 

the security threat. As an autonomous organisation, therefore, CISSA retains the ability to 

share intelligence without fear or favour.  

The position of AFRIPOL within the AU structures has often been cited as one of its significant 

operational challenges.145 Therefore, the Member Services were cautious on the idea of the 

Chairperson of the AUC controlling CISSA. Their reservations brought to light serious concerns 

and fears of how intelligence from CISSA can be misused and abused by the Chairperson of the 

AUC for self and particular national interests.146 The reservations are noted elsewhere. Boatner 

(2000, p. 88) contend that international organisations like the UN eschew sharing intelligence 

because there is no guarantee on whether it will be safely shared nor utilised. Going forward, 

participants in the Conference underscored the need to enhance the capacity building of the 

continental intelligence entity. It was proposed that establishing an institute offering 

intelligence and security programs could improve the knowledge, skills and resources needed 

by CISSA to realise its mandate competently.  

The eleventh CISSA conference was held in Kenya, and the subsequent annual conference was 

held in Equatorial Guinea. Rwanda hosted the thirteen annual CISSA Conference in Kigali from 

1 to 6 August 2016. The convention’s theme was “Countering the Growing Threat of the Abuse 

of the Universal Justice System Against Africa” (CISSA, 2020, p. 41). The Conference's theme 

was rooted in the Decision of the AU Assembly on the Report of the Commission on the Abuse 

of the Principle of Universal Jurisdiction147 reached at its 11th Ordinary Session held from 30 

June to 1 July 2008 in Sharm El-Sheikh, Egypt. Also, it was firmly fixed on reviewing the AU 

Member States’ relations with the International Criminal Court (ICC), an outcome reached on 

the 19th Summit of the AU Heads of State and Government after an unrestrained activity of 

 
145 Interview, Special Advisor to the Chairperson of the AUC, Addis Ababa, 24 February 2021. 
146 Interview, Special Advisor to the Chairperson of the AUC, Addis Ababa, 24 February 2021.   
147 The AU Assembly Decision 14 (xi) resolved against the abuse of the Principle of Universal Jurisdiction by non-
African states because it endangered African security, stability and international law.  
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“targeted indictments against African nationals” (CISSA, 2016, §9). At the end of the 

Conference, a Declaration seeking to address these and other challenges was outlined. The 

inspiration of the declaration was derived from the ultimate purpose of CISSA, which is to assist 

the AU and its institutions to efficaciously address the complex security challenges faced by 

Africa (CISSA, 2016, §3). The implication of these “selective indictments and threats of warrants 

against African leaders” (CISSA, 2016, §5) were discussed as presenting national security 

threats to African states through tempering with “states sovereignty and dignity” (CISSA, 2016, 

§6). 

Eight proclamations within the declaration were made. First, the HISS “expressed their 

renewed commitment” (CISSA, 2016, §12) to the integration of efforts and timely sharing of 

intelligence aimed at addressing rampant security threats on the continent. Second, the 

voluntary Members of CISSA “reaffirmed to the pledge” (CISSA, 2016, §13) to jointly confront 

how the Universal Jurisdiction was being abused. Third, the HISS denounced the selective 

application of the principle of universal jurisdiction “by a single judge” (CISSA, 2016, §14), 

underscoring that a higher judicial authority must at all times assess the decision to put in 

motion the Universal Jurisdiction. Fourth, the HISS urged foreign states applying the Universal 

Jurisdiction to seek information and advice from an involved state before indicting its nationals 

(CISSA, 2016, §15). Fifth, the Member Services of CISSA – with particular attention on Article 

98 of the Rome Statute148 – expressed concern with how some countries signed supplementary 

agreements. Resultantly, these supplementary agreements undermined the “applicability of 

international law in favour of some powerful countries” (CISSA, 2016, §16).  

The Sixth Declaration of the African HISS was aimed at International Non-Governmental 

Organisations that were described as “unclear” and “malicious” (CISSA, 2016, §17). Therefore, 

Member Services resolved to cooperate intelligence regarding such entities timely. Seventh, 

member serviced agreed to “renew the AU Appeal for a moratorium on all pending arrest 

warrants and prosecutions filed against African leaders or other high-ranking officials (CISSA, 

2016, §18). The temporary prohibition would continue until the raised concerns were 

addressed. Eighth, the African HISS resolved to commit to findings practical ways to ensure 

 
148 Article 98 of the Rome Statute allows Nation States to participate in diplomatic arrangements that take 
precedence over the Rome Statute when it comes to applications for the surrender of suspects. 
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that other foreign countries respect international laws, “particularly the immunity of State 

officials when applying the principle of universal jurisdiction” (CISSA, 2016, §19). 

From 27 to 30 September 2017, the fourteenth annual Conference of CISSA was held in 

Khartoum, Sudan. This was the third time the conference was held there after the fourth and 

eighth annual conferences in 2007 and 2011, respectively. The convention was held under the 

theme “Comprehensive Strategic Partnerships Towards Combatting Terrorism and Realising 

Political Stability in Africa” (CISSA, 2020, p. 41). The need to forge strategic partnerships 

emerged from the contemporary complex security challenge mainly caused by transnational 

terrorism (CISSA, 2017, §4). The link between transnational organised crime and terrorism has 

had the continental body “deeply concerned” (AU PSC, 2020a, p. 1) and the AU PSC dedicated 

its 731st meeting to discuss the relationship between the two (AU PSC, 2017c, p. 2). Going 

forwards, the intertwining of the two security challenges requires the construction of a security 

model and network (Ugolini & Smith, 2020, p. 77) that is underpinned by the cooperation of 

intelligence and police organisations.  

Comprehensive and strategic cooperation of intelligence offers a collective endeavour towards 

combating terrorism and transnational organised crime. To realise these objectives, synergised 

activities and robust collaboration between CISSA, ACSRT, AFRIPOL, and CEWS are necessary. 

The theme of the fourteenth Conference was correspondingly parallel to the AU goal of 

Silencing the Guns by 2020 because it included addressing the series of connections between 

terrorism and transnational crime (AU Assembly, 2009a, para. 4), such as the proliferation of 

SALW, illicit cash flows, cyber domains and radicalisation. Consequently, a continental security 

framework that ties together intelligence and evidence is prudent.    

During the open session of the Conference and through a joint presentation by CEN-SAD and 

the Organisation of Islamic Cooperation (OIC),149 the Assistant Secretary-General of the latter 

organisation Ambassador Hameed Opeloyeru emphasised the manifestation of security 

threats entangled with transnational crime (CISSA, 2017, §10). Consequently, enhancing the 

capacity of Member Services’ security apparatus, utilising combined multinational operations 

and inter-agency intelligence cooperation, presented an avenue to pursue multi-disciplinary 

 
149 OIC was established on 25 September 1969 to protect and safeguard the interest of Muslim countries in the 
pursuit of peace and security. It has 57 Member States spread over four continents thereby making it the second 
largest organisations after the UN. 
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approaches guided by global practices. The sharing of intelligence in Africa required further 

development to suit contemporary security threats. This is despite the fact that intelligence 

cooperation – in Africa – can be traced back to the national liberation war movements. While 

intelligence cooperation during the national liberation war movements was mostly top-down 

and bilateral, post-independent African challenges require a sophisticated network of 

oversight and sharing of intelligence in pursuit of plural yet collective objectives. The change, 

therefore, affected how intelligence was gathered and shared. The grassroots level began 

playing more significant roles in collecting, analysing, and transmitting intelligence while the 

top leadership collaborated with other interested partners.  

While acknowledging the optimal policy crafts of Africa towards peace and security, the 

Secretary-General of CEN-SAD Ibrahim Sani Abani regretted how these security frameworks 

are not being optimally implemented (CISSA, 2017, §11). Presentation made by Regional 

Chairperson and CISSA Troika had a common thread outlining the political instability in the 

continent due to the cataclysmic nature of terrorism. Therefore, these challenges needed a 

comprehensive and holistic approach. In the spirit of collaboration and sharing intelligence, 

Intellectual Forums were designed to accommodate academics, professionals and dignitaries 

(CISSA, 2017, §13). However, while there have been difficulties in fully implementing numerous 

established security frameworks in Africa, the actual problem might be rooted in their 

multiplicity. The duplication of mandates through new institutions and endeavours should be 

replaced by revising previously established and collective security frameworks. 

Nevertheless, the shortfalls of these previously established security frameworks contributed 

to the creation of new security prospects. Therefore, following up on the resolution made 

during the tenth annual Conference in Zimbabwe, participants reaffirmed their commitment 

to the planning of policies, operationalisation of research centres and promoting scientific 

research (CISSA, 2017, §14). The fourteenth annual Conference, borrowing much from its 

theme, invested much in the capacity building of CISSA. For better and more efficient 

performance, CISSA was to start hosting Workshops150 with different thematic issues (CISSA, 

 
150 CISSA has hosted multiple regional workshops on various themes. For instance, from 22-25 March 2015 it 
convened the East Africa Regional Workshop in Khartoum, Sudan on the Impact of the Economic Sanctions on the 
National Security of African States; from 23-26 April 2015 it assembled the East Africa Regional Workshop in Dar-
es-Salam, Tanzania on the Security threat Posed by Religious Extremism, Terrorism and Emergence of Islamic 
Caliphate in Africa; from 6-9 May 2015 Member Services gathered in Windhoek, Namibia on Understanding and 
Countering the Threat of Cyber Insecurity. Etc.  
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2017, §15 (iv)). These workshops functioned to furnish CISSA with actionable 

recommendations sourced from different stakeholders.  

The fifteenth annual CISSA Conference was held in Windhoek, the capital city of Namibia, in 

2018. The conference ran under the theme “Enhancing Human Security Through Equitable 

Resources Management for Sustainable Peace and Stability in Africa” (CISSA, 2020, p. 42). The 

unequal distribution of resources capacitates the occurrence of conflict.  

Abuja, Nigeria hosted the sixteenth Conference of CISSA from 17 to 20 July 2019. The 

convention convened to craft an “Action Plan to Curb Illicit Financial Outflows and their Impact 

on National Security and Development in Africa” (CISSA, 2020, p. 42). Corroborating the effect 

of illicit financial outflows is a report jointly published by the African Development Bank 

(AfDB)151 and Global Financial Integrity (GFI).152 The report states that between 1980 to 2009, 

Africa lost 1.2 to 1.4 trillion United States dollars through illicit financial flows (AfDB & GFI, 

2013, p. 32). Relatively recent statistics during the 476th PSC meeting underscored that Africa 

loses approximately fifty billion United States dollars annually due to illicit financial flow (AU 

PSC, 2014c, p. 1; AU Assembly, 2015, para. 65).  

Consequently, the state of affairs challenged the African HISS to develop and set in motion a 

pattern of risk factors and actionable and insightful strategies that could be employed to 

address the challenge. It was resolved that CISSA must establish a database of known pro-

terrorist individuals. The watchlist enables constant monitoring to curb the financing of 

terrorism.  

However, due to the ongoing COVID-19 global pandemic, the annual conferences of CISSA 

were suspended in 2020, and they resumed in late 2021, with Egypt hosting the Conference 

between 12 and 13 December.   

5.7.2 Panel of Experts 

The role and functions of the Panel of Experts (PoE) are outlined in Articles 17 and 18 of the 

re-revised 2014 CISSA MoU. The PoE is an advisory body to the CISSA Conference. It comprises 

senior intelligence representatives from the 52 Member Services of CISSA (CISSA, 2014, §17). 

 
151 The AfDB was founded in 1964 and is a multilateral development financing organisation that seeks to help its 
regional member countries achieve long-term economic growth and social change. 
152 The GFI is a thinktank advisory organisation working on restricting illicit financial flows through ground breaking 
research, fact-based advocacy and pragmatic policy solutions 
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Although it exists to suggest the best course of action to CISSA, it also functions to ensure that 

the decision reached by the Conference are implemented. Even though its primary function is 

to provide advice, the Conference retains the power to make decisions based on advice. 

However, it is not bound by the advice. The roles and functions of the PoE have changed 

exponentially, that is, from four in 2004 to eight in 2014. The body has been granted more 

roles and duties to carry out. According to Article 17 of the re-revised CISSA MoU (CISSA, 2014, 

§17), the objectives of the PoE shall be to: 

i. Consider the report on the activities of the Secretariat in between 

Conferences and draw any necessary recommendations for the 

consideration and approval of the Conference; 

ii. Prepare the agenda and programme of the Conference;  

iii. Ensure the implementation of the decision of the Conference; 

iv. Consider and make recommendations on the budget as proposed by the 

Secretariat for consideration and approval by the Conference; 

v. Delage some of its functions to any of the Specialised Technical Committees;  

vi. Carry out any other function assigned to it by the Conference or as contained 

in its Rules of Procedure.  

Apart from the roles and functions mentioned, the PoE has two auxiliary functions underscored 

in Article 18 of the 2014 MoU. First, the PoE have the authority to convene prior to the meeting 

of the Conference to prepare for the business of the Conference (CISSA, 2014, §18 (a)). Second, 

the other matters for the PoE involve meeting in an extraordinary session according to its Rules 

of Procedure (CISSA, 2014, §18 (b)). 

5.7.3 Bureau of the CISSA Conference  

The structure and functions of the Bureau of the CISSA Conference are underscored in Articles 

11 and 12 of the re-revised CISSA MoU. The Bureau is made up of three sets of leadership 

which are incoming, current and outgoing Chairpersons of CISSA, Regional Chairpersons and 

Regional Vice-Chairpersons (CISSA, 2014, §11). The structure of the Bureau is composed of 13 

members sourced from Africa’s five regions. The number is supposed to tally with the number 

of Conferences held. However, countries like Sudan, Nigeria and Namibia have hosted the 

Conference more than once, hence, retaining the Chairperson’s position more than once. The 

Bureau is obliged to meet at least once between the sessions of the Conference. Thus, its 
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meeting runs parallel to the annual Conference. The Bureau of the CISSA conference function 

to (CISSA, 2014, §12):  

i. Carry out duties and functions delegated to it by Conference; 

ii. Act on behalf of the Conference in between sessions; 

iii. Oversee the implementation of decisions of the Conference; 

iv. Review the activities and initiatives of the Secretariat; 

v. Approve a supplementary budget of CISSA. 

5.7.4 The CISSA Regions  

Sometimes known as Regional Bureaus, the structure of the regional establishments is 

underscored in Article 15 of the CISSA MoU, while their powers and functions are outlined in 

the subsequent Article 16. Structured within the five geographical regions of Africa, the 

Regional Bureaus are situated in the North, West, East, South and Central African regions 

(CISSA, 2014, §15(i-v)). The Regional Chairpersons are in charge of these substructures, and 

Regional Vice-Chairpersons deputise them. Offices of the Regional Chairpersons are connected 

to CISSA’s Member States through focal points.153 The link between the two has made the 

sharing of intelligence from the grassroots to the headquarters easier. Following, Regional 

Bureaus have immensely contributed to the cooperation of intelligence from the Member 

States to CISSA headquarters. Positioned at the centre, they continue to hold a crucial position 

of importance to the sustenance, development and success of CISSA. The powers and functions 

of CISSA are to (CISSA, 2014, §16 (i-iv)): 

i. Promote and coordinate the activities of CISSA in the Region; 

ii. Mobilise Members of the Region to honour their financial obligations to 

CISSA; 

iii. Encourage Members to submit their intelligence inputs to the Secretariat; 

iv. Mobilise non-CISSA Members in their Region to join the organisation. 

Concerning the above, the Regional Bureaus contribute to the realisation of conflict prevention 

within the Member States of CISSA.154 Apart from cooperating intelligence between the CISSA 

headquarters and its Member States, Regional Bureaus functions as communication channels 

 
153 Interview, CISSA Executive Secretary, Addis Ababa, 29 January 2021.  
154 Interview, Principal Analyst, CISSA, Addis Ababa, 1 February 2021. 
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between RECs and CISSA. In numerous cases, Regional Bureaus have achieved success in 

providing security intelligence to manage and resolve conflict. Apart from their contributions 

to security intelligence, Regional Bureaus have also been hailed for their continuous role in 

conflict prevention. For instance, the CISSA West Africa Regional Bureau and ECOWAS were 

instrumental in addressing and resolving the political impasse in The Gambia regarding the 

ouster of Yahya Jammeh and his exile in Equatorial Guinea.155 During the fourteenth 

Conference of CISSA in Khartoum, Sudan, the DG of The Gambia’s State Intelligence Service 

(SIS) Ousman Sowe expressed gratitude to the contributions made by intelligence and security 

services in collaboration with ECOWAS. Despite the controversy surrounding African 

intelligence services on how they are traditionally used for personal regime survival (Cline, 

2016, p. 463), the case of The Gambia and CISSA West Africa have often been used to illuminate 

the potential contributions of intelligence to democracy and governance.  

While the CISSA Conference has the responsibility to decide on penalties and impose penalties 

to a default in payment by a Member Service, the five CISSA Regions are tasked to mobilise 

financial and organisational capital. Regarding finances, the regions possess powers and a 

bestowed function of mobilising Member States to meet their financial obligation to CISSA 

(CISSA, 2014, §16 (ii)). Regarding organisational capital, the CISSA regions have the authority 

to mobilise non-CISSA members in their region to join the organisation. The third function of 

the regional structures underscores their contribution to the sustenance of intelligence 

cooperation through encouraging Member Service to timely submit their intelligence inputs to 

the Secretariat. The remnants or roots of intelligence cooperation are noticeable within the 

delegation of duties. Therefore, in its entirety, CISSA is a gestalt. 

Noting the role of intelligence sharing in the operationalisation of CISSA, the Regional Bureaus 

also function to host the CISSA workshops. It is through these workshops that intelligence 

sharing is encouraged and partly practised through the production of Regional Intelligence 

Estimates (RIEs). The RIEs are a separate analysis of the five regions collectively done by 

Member Services within each region annually.156 The collection of five RIEs from the five 

regions produces a collective volume called the Continental Intelligence Estimate (CIE). 

Consequently, the AUC and the Member States of CISSA are furnished with the CIE. The RIEs 

 
155 Interview, Principal Analyst, CISSA, Addis Ababa, 1 February 2021.  
156 Interview, CISSA Executive Secretary, Addis Ababa, 29 January 2021. 
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and the CIE have been used to inform national processes of making vital decisions and 

addressing transnational security challenges. Deducing from the above, Regional Bureaus of 

CISSA provides the network of infrastructure to CISSA. The permanent body connects 

grassroots operations and communications to the upper executive echelons of decision making 

and policy formulation.  

5.7.5 Troika 

Article 13 of the 2014 CISSA MoU state and describe the Troika as a collective of the current, 

outgoing and in-coming Chairpersons of CISSA (CISSA, 2014, §13). The structure of the Troika 

partially overlaps with that of the Bureau through the current, ongoing and incoming 

chairpersons. Article 14 of the re-revised MoU CISSA laid out the powers and functions of the 

Troika. First, the Troika carries out duties and functions delegated to it by the Bureau (CISSA, 

2014, §14 (a)). Second, it is within the functions and powers of the Troika to present the peace 

and security environment of Africa to the PSC. Third, the Troika can intervene and mediate in 

conflict situations. The third function presents the Troika in particular and CISSA in general as 

an organisation that is not limited to its objectives of collaboration and intelligence 

cooperation. The ability to intervene presents a transformed variant of CISSA that functions as 

a mechanism of dialogue and conflict prevention.  

5.7.6 The Secretariat  

Headed by an ES who provides overall administrative guidance, the Secretariat execute and 

discharge the administrative and substantive work of CISSA. The Secretariat has three 

departments which are the Research and Analysis Department, the Liaison Department and 

the Administration and Finance Department. The Research and Analysis Department is 

responsible for realizing the core objectives of CISSA, and the other two departments are 

supporting departments.157 The Secretariat also has the Early Warning Unit and the 

Conference Unit. Hence, the Secretariat harbours the technical aspect of CISSA. 

Strategic intelligence is sourced from Member Service as contributions. Periodically, the 

Secretariat of CISSA gets these reports or briefs, which they further analyse, assess and develop 

for the Chairperson of the AUC. However, sometimes the final product is sent back to Member 

 
157 Focus group discussion, CISSA, Addis Ababa, 29 January 2021.  
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Services based on task skills.158 Concisely, the Secretariat does not only share the intelligence 

received from Member Services in a bottom-up approach. From time to time, the permanent 

body gest required specific smithereens of intelligence from the AU and its Member Services 

to armchair investigate and develop. In light of the above, the Secretariat of CISSA is not only 

a bottom-up conduit of cooperated intelligence. Occasionally, it is also a top-down framework 

for sharing intelligence.  

The collective roles of the Secretariat are underscored in Article 14 of the 2004 CISSA MoU and 

re-revised in Article 21 of the 2014 CISSA MoU. Mirroring the AU principle of equitable regional 

representation, the ES of the Secretariat is required to be a senior official from a Member 

Service (CISSA, 2014, §21 (a)). Article 22 of the 2014 MoU underscore the revised roles and 

functions of the Secretariat.  

First, the Secretariat is tasked with obtaining relevant intelligence reports and data from 

Members to fulfil its strategic reporting obligations to the AUC (CISSA, 2014, §22 (a)). The 

obligation positions the Secretariat as a proverbial cogwheel interlocked between structures 

of CISSA, the AU and its institutions while managing the daily productivity of CISSA. The 

Secretariat is also assigned to tender and put forward to the AUC resolutions and conclusions 

of the Conference (CISSA, 2014, §22 (b)). Therefore, the deliberations are submitted through 

the ISC – functioning as the liaison office. Deducting from the above, the Secretariat is the face 

of CISSA functioning to represent the committee. In the same line of thought, Hutton (2013, p. 

184) states that the Secretariat plays a central role. This is because it is the prologue and 

epilogue of intelligence cooperation. It engages in the facilitation of intelligence cooperation 

from Member Services and its transmission to the AUC.159 The roles it plays are a testament to 

its significance as a channel of intelligence cooperation. Although CISSA utilises a wide SCS, it 

remains the duty of the Secretariat to bracket intelligence received from CISSA’s 52 Member 

States and present it to the AUC through the ISC. Therefore, it is heavily invested in the 

collection – through cooperation – analysis and dissemination of intelligence  

Furthermore, the role of the Secretariat revolves around the execution of key intelligence and 

security matters of the AU PSC (CISSA, 2014, §22 (c)). Within the security framework of the AU 

 
158 Focus group discussion, CISSA, Addis Ababa, 29 January 2021. 
159 Interview, Principal Analyst, CISSA, Addis Ababa, 1 February 2021. 
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PSC, the Secretariat is mandated to monitor programs, follow up plans, deliberations, actions 

and strategies. Therefore, the Secretariat is tasked with taking part in the activities of the PSC 

as an independent organ of the APSA (ibid.). Accordingly, the Secretariat function to support 

and collaborate with the PSC (CISSA, 2014, §22 (d)). This function of the Secretariat was revised 

to suit and describe some of the roles that it was now playing within the APSA. For instance, 

CISSA became an active participant in the operationalisation of the APSA through the 

Nouakchott and Djibouti Processes in March 2013 before the 2004 MoU was revised and 

adopted in August 2014. The transformation is a testament to how CISSA continues to modify 

itself to suit the needs of the AU and its institutions. An obligation of the committee to the AU 

and its organs.  

In the process of cooperating intelligence, the Secretariat is expected to match peace and 

security exploits of the AU PSC to security intelligence endeavours of the committee. When 

required, CISSA makes presentations to the PSC on insistent security challenges such as violent 

extremism and terrorism (AU PSC, 2017a, para. 1). The abovementioned role indicates how 

intelligence in international organisations “has now achieved strategic significance” (Svendsen, 

2008, p. 137). The commitment is in line with the objective of CISSA, which is to provide 

strategic and predictive intelligence to the AUC and support the PSC. On the other hand, CISSA 

can be requested by the AUC or the PSC to liaise with Special Representatives of any AUC 

institutions. For instance, in cooperation with the “Special Representative of the Commission 

for Counter-Terrorism” (AU PSC, 2010, para. 6), CISSA was requested to address terrorism on 

the continent actively. Therefore, the obligations above position the Secretariat as a principal 

source of intelligence and a repository of influence. Through security intelligence provision, its 

proximity and influence on policy formulation make it a brain trust of the PSC. Thus, the 

Secretariat is a security intelligence databank functioning to implement its designated duties 

in line with CISSA’s core objectives of collecting, analysing and promptly furnishing the AU with 

strategic and predictive intelligence.   

Additionally, the Secretariat functions to “collect data and intelligence from organs of 

intelligence and security services and other institutions” (CISSA, 2004, §14 (d)). The collected 

data and intelligence are purposefully gathered to produce forecasts, assessments and studies. 

Furthermore, it is used to produce reports on the overall security landscape and environment 

within the framework of monitoring the stability of the peace and security of the continent. 
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From these reports, necessary measures to address the security challenges or threats are 

devised (ibid.). Despite the stipulated role of the Secretariat to collect data and intelligence, 

the Secretariat does not play a part in the covert collection of intelligence or the management 

of SIGINT or HUMINT.160 The Secretariat collects cooperated intelligence, already clandestinely 

collected by intelligence and security services of its Member States. Hutton (2013, p. 184), 

citing Dlomo (2009, p. 4), avers that Member Services furnish the Secretariat with intelligence 

based on the Continental intelligence Production Schedule of CISSA. Limitedly, CISSA collects 

intelligence from open sources. While this may be perceived as a limitation to the potential 

function of CISSA, the delegation of intelligence collection and source protection to Member 

Services furnishes CISSA with enough space and time to partake in other obligations at the 

continental level. It partially cultivates a shared commitment by Member Services to the 

realisation of a collective objective.  

Also, the Secretariat of CISSA is obliged to submit bi-annual reports detailing the position of 

the AU to the intelligence and security structure of its Member States (CISSA, 2014, §22 (f)). In 

rare cases, it is also tasked with the provision of “extraordinary reports” (CISSA, 2004, §14 (e)) 

detailing the security situation of a specific geographical context. Therefore, the reports 

function to manifest contextual and specific security metrics. Also, the information in the 

reports is used to predict the direction the conflict or tension is likely to take. In essence, the 

bi-annual reports facilitate compliance with expectations and obligations by documenting and 

pre-emptively monitoring various information in real-time, ensuring transparency, efficiency 

and comprehensiveness. These bi-annual reports also function to incite a better understanding 

and appreciation (CISSA, 2014, §22 (f)) of the state of peace and security in Africa. This role 

allows the Secretariat of CISSA not only to siphon intelligence from its Member States but also 

to reciprocate through the provision of intelligence reports.  

The other role of the Secretariat is to carry out any piece of work assigned to it by either the 

Chairperson of the AUC or the CISSA Conference (CISSA, 2014, §22 (m)). In completion, the 

Secretariat is expected to report back to the relative assigner. The aforementioned role 

provides the Secretariat of CISSA with the ability to address some of the rampant 

contemporary security challenges which are not easy to define. The role opens up an avenue 

 
160 Interview, Principal Analyst, CISSA, Addis Ababa, 1 February 2021. 
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where the functionality of CISSA cannot be limited to pre-defined objectives. It opens the space 

for the consideration of other functions that CISSA is liable to play.161 Furthermore, it outlines 

a broader collaboration role (Hutton, 2013, p. 186) where CISSA – through the Secretariat – 

can actively engage with other experts and stakeholders outside the realm of government or 

security intelligence. The interactions have enabled the Secretariat to partake in conflict 

resolution duties.162 

Moreover, the function of the Secretariat is to host and develop the database of CISSA with a 

composition of all security threats in the continent (CISSA, 2014, §22 (g)). The database 

includes a set of information sources that can be quickly viewed, maintained and modified. 

Also, it offers management, security and backup. Considering that the Secretariat runs the day-

to-day activities of CISSA and its headquarters, the management of the database aids to the 

other duties of the Secretariat. On another note, the permanent body is tasked with preparing 

a Plan of Action for the Secretariat (CISSA, 2014, §22 (h)) detailing specific tasks to be carried 

out to meet the objectives of the committee efficiently. The Secretariat prepares and manages 

“the budget of CISSA in accordance with the financial rules of CISSA” (CISSA, 2014, §22 (i)). 

Thus, the body initiate and manages the budget of the CISSA (CISSA, 2004, §14 (h)). 

The Secretariat is in charge of coordinating activities of the other permanent bodies of CISSA 

(CISSA, 2014, §22 (j). This role adds to part of its daily functions that appears to be a duplicate 

of some of the functions of the PoE. However, a closer look shows that whereas the PoE serve 

the Conference, the Secretariat performs duties for all the bodies of CISSA. Also, the Secretariat 

is tasked with preparing the CIE (CISSA, 2014, §22 (k)). Following the previous role, the 

Secretariat provides strategic assessments to Members Services concerning peace and security 

issues in Africa. According to Shapira (2020, p. 95), strategic intelligence enjoys an elevated 

status and is considered crucial to intelligence. Through the strategic assessments, the 

Secretariat reviews strategic intelligence sourced from intelligence shared by Member Services 

and research.  

Although the Secretariat is headquartered in Addis, at times, it “undertakes field visits to 

interact with a Member State and acquire some sensitive intelligence which ordinarily 

 
161 Interview, Principal Analyst, CISSA, Addis Ababa, 1 February 2021. 
162 Interview, CISSA Executive Secretary, Addis Ababa, 29 January 2021. 
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members would not be comfortable to share in writing.”163 The evaluation of the purpose of 

the field visits exhibits two challenges which the Secretariat in particular and CISSA, in general, 

are still faced with. First, the purpose of the visit communicates a lack of trust by Member 

Services in the CISSA SCS. Second, it generally outlines the scepticism and reservations of its 

Member Services in cooperating intelligence. Hence, despite some milestone achievements, 

CISSA is tussling with mistrust. The limitations are essential in detailing the significance and 

value of building and maintaining trust. However, “in the absence of trust, cooperation is 

achieved under conditions of hierarchy and bargaining” (Tuinier, 2021, p. 124).  

5.7.7 Specialised Technical Committees  

Albeit they are not part and parcel of the permanent bodies of CISSA, the provision and 

processes of establishing the Specialised Technical Committees (STCs) and their composition 

is outlined in Article 19 of the MoU that was amended at the eleventh Conference of CISSA. 

The STCs are set up for a specific task that requires certain expertise and experience otherwise 

not found at the CISSA Secretariat in Addis Ababa. First, the Conference of CISSA has the 

authority to establish any of the five types of STCs which are (CISSA, 2014, §19 (a)):  

i. Advisory Committee on Administrative, Budgeting and Financial Matters; 

ii. Advisory Committee on Core Business Matters; 

iii. CISSA ICT Over-Sight Committee;  

iv. External Board of Auditors;  

v. Recruitment Board.  

When established, these structures are accountable to the PoE.  Second, when deemed 

appropriate, the Conference also has the power and authority to restructure prior Committees 

or establish new ones (CISSA, 2014, §19 (b)). Third, experts within the established STCs are only 

derived from the five CISSA regions (CISSA, 2014, §20 (c)). The composition of the STCs is 

exclusive to non-CISSA members.  

The five Committees have specialised functions that are underscored in Article 20 of the 2014 

MoU. These functions are carried out within the STCs field of competence and relayed to the 

PoE for processing. The PoE is at the centre of the functions of the STCs since the latter are 

answerable to the former. The STCs function to prepare projects and programmes of CISSA 

 
163 Interview, Principal Analyst, CISSA, Addis Ababa, 1 February 2021. 
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and submit them to the PoE for processing (CISSA, 2014, §20 (a)). It is the function of the STCs 

to ensure the harmonisation and coordination of programmes and projects of CISSA (CISSA, 

2014, §20 (c)). The STCs have a limited leeway in their functions. They can submit reports and 

recommendations on implementations of the provision of the CISSA MoU to the PoE either on 

its initiative or at the request of the PoE (CISSA, 2014, §20 (d)). The STCs have an auxiliary 

function of carrying out other assigned duties (CISSA, 2014, §20 (e)). 

The STCs are also tasked with ensuring the supervision, follow up and evaluation of the 

implementation decisions taken by the PoE and the Conference. Therefore, while it is the role 

of the PoE to ensure the implementation of the decisions of the Conference (CISSA, 2014, §17 

(c)), it is the role of the STCs to evaluate the progress of the implementation. A closer 

introspection may show an ethical dilemma. The autonomy of the STCs to carry out their duties 

may become vulnerable to the control of the PoE, thereby impeding their purpose of 

recruitment. However, the challenge can be averted by comprehensive codes of conduct that 

govern the professional interaction between the PoE and the STCs.  

5.8. Relationship between CISSA and the AU 

The relationship between CISSA and the AU is underscored in Article 24 of the CISSA MoU. The 

sometimes-unilateral transactional relationship can also be traced to the mandate of CISSA 

that is to provide strategic intelligence to the AUC (CISSA, 2014, §4). Strategic intelligence is 

optimally dissimilar to tactical and operational intelligence because it guides policy and 

strategy (Shapira, 2020, p. 95). CISSA generates ways, means and end for the AUC to make 

sense of external factors (Feedman, 2013, p. 29) and adapt necessary decisions and actions 

(Luttwak, 2002, p. 77). According to Hutton (2013, p. 187), the AUC and CISSA have a supplier 

client relationship whereby the latter share intelligence sourced from Member Services to the 

former for decision making regarding the continent’s security. Despite the related service, 

CISSA retains the autonomy of being an independent organ of the APSA (CISSA, 2014, §24 (a)). 

Article 24 highlights how CISSA shall enter into an MoU with the AUC (CISSA, 2014, §24 (b)). 

The MoU defines and outlines areas of cooperation between the AUC and CISSA. 

On 27 August 2015, the Chairperson of the AUC, Dr Nkosazana Zuma, signed an MoU with the 

then Chairperson of CISSA, Mr Juan Bibang. The MoU solidified the cooperation between the 

two organisations towards realising a more peaceful and secure Africa by 2020 (agenda 2063). 

However, the agreement goes beyond just providing intelligence to the AUC. The Chairperson 
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of the AUC participates in the meetings of the principal organ of CISSA and the Conference of 

the African HISS. On the other hand, the Chairperson of the AUC can use the governing body 

of CISSA as a backdoor channel of communication to reach certain individuals that are difficult 

to reach on issues that do not require leaving the AU fingerprint. However, CISSA is yet to 

develop this facility effectively. The relationship between the two institutions is best reflected 

through the formation and functions of the ISC.  

5.9 The Intelligence and Security Committee \ CISSA Liaison Unit 

The ISC164 was established by the same mid-term AU Assembly Decision 62 (IV) that endorsed 

the establishment of CISSA. From inception, the ISC and CISSA have been intertwined. The 

initial personnel of the ISC came from CISSA.165 Through the decision, the ISC was to be located 

in the office of the Chairperson of the AUC to serve as a “recipient of reports from the CISSA 

Secretariat or other CISSA structures” (African Union, 2004, p. 1). Despite the ISC being a 

“recipient of reports from CISSA”, the latter directly sends intelligence briefs to the Chairperson 

of the AUC with attached copies for the ISC.166 The bypass raises questions on the role of the 

ISC, taking into account that the ISC was established as a gateway of intelligence between CISSA 

and the Chairperson of the AUC. Therefore, what is the purpose of the ISC if CISSA can send 

information directly to the Chairperson of the AUC? The bypass shows that something is 

fundamentally flawed regarding the relationship between CISSA, ISC and the relevant AUC 

institutions.167 However, the ISC’s mandate is broader. As a specialised unit, it “works on cross-

cutting issues of intelligence and security” (African Union, 2021a, p. 101). Its scope goes 

beyond its primary purpose of receiving intelligence from CISSA for the Chairperson of the AUC. 

Generally, the ISC functions as an in-house intelligence outfit for the AUC and its institutions. 

The auxiliary functions of the ISC will be emphasised in the ensuing paragraphs after examining 

its structure.  

A Coordinator heads the ISC. Prior, it was headed by a Director, but the position was 

rescinded.168 Before the Committee's structure was revised, the ISC had five intelligence 

analysts working as subordinates. Each of the five analysts focuses and specialise in the five 

 
164 Known as the ISC from 2004 to 2020. It is now known as the CISSA Liaison Unit. 
165 Focus group discussion, CISSA, Addis Ababa, 29 January 2021. 
166 Ibid.  
167 Interview, Head of CPEWD, Addis Ababa, 2 August 2021. 
168 Interview, Senior Officer, ISC, Addis Ababa, 18 February 2021. 
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regions of Africa. They are recruited based on their demonstratable knowledge of a region. 

They operate from the AU headquarters in Addis Ababa. Prior the undergoing 2021 AUC 

departmental restructuring at the AUC, the number of analysts was reduced to four, with the 

North and West Africa regions being amalgamated and positioned under one analyst. 

However, the overview of the 2021 AUC departmental restructuring shows that the ISC/CISSA 

Liaison Unit will retain five regular staff. Among the five, there is one Coordinator, three 

analysts and one secretary. 

Figure 8: CISSA Liaison Unit Structure  

 

Source: African Union (2021b, p. 31). 

The new structure shows that the four analysts have been reduced to three. As stated earlier, 

the North and West African regions have one analyst. However, the 2021 structure show that 

the North Africa region will have one analyst as compared to Central and West African regions 

that share a single analyst. The Southern and East African regions are also sharing one analyst. 

Therefore, the CISSA Liaison Unit has current personnel of five individuals who are former 

intelligence operatives. A five staff unit projects understaffing when one considers how the ISC 
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interacts with regional and international partners. However, considering that its roles are 

mainly analytical, the ISC does not need a big staff.169  

Out of its ten functions, serving as a link between CISSA and the AUC is on top of the list of its 

obligations. In this regard, it collaborates with CISSA to prepare reports, analyses of intelligence 

or Early Warning Reports for the AUC (African Union, 2021a, p. 101). The first function contains 

the initial responsibility of the ISC to CISSA and the AUC before acquiring new roles. The ISC is 

tasked with facilitating working contacts and interactions between CISSA and other 

departments of the AUC, particularly the PAPS. Beyond the PAPS, the ISC interacts with the 

Department of Health, Humanitarian Affairs and Social Affairs (HHS) regarding crime 

prevention, peace and security. The interaction between the ISC and other AUC departments 

illuminates how intelligence cooperation between CISSA and the AUC Chairperson is not 

limited to the latter. It permeates to involve other AUC departments.  With assistance from 

CISSA, the ISC is responsible for jointly preparing intelligence analysis on conflict situations and 

developments that affect the peace and security of the AU Member State. The PSC and the 

PAPS are recipients of these reports.  

Ensuing the above responsibility, the ISC participates in the PSC meetings and make analyses 

for the Chairperson of the AUC where necessary. This role further clarifies the growing roles of 

the ISC and how it is not solely attached to CISSA. A comparison of the functions of the ISC back 

when it was formed and now clearly show how the Committee is no longer an interface for 

CISSA and the AUC alone. It has evolved to become an intelligence interface tasked with 

providing intelligence to the AUC sourced from various AU structures and institutions. On the 

other hand, its responsibility is no longer limited to the Chairperson of the AUC. For instance, 

the ISC is obligated to coordinate and liaise with the Special Defense and Security Advisor of 

the AUC on matters relating to the crises and conflict situations in Africa.  

Departing from its conventional functions, the ISC participates in fact-finding missions of the 

PAPS and other AUC Departments. The ISC engages in election monitoring and preparing 

intelligence reports based on the analysis of their dynamics. During elections, the ISC is 

embedded in the AU Coordination Team for Election Observation mission to provide pre-and 

post-election analysis of elections of African countries in elections. It is of significance to note 

 
169 Interview, Senior Officer, ISC, Addis Ababa, 18 February 2021. 
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that CISSA was denied the pre-election assessment role.170 The objection was supported by 

the Member Services of CISSA, who resolved, under Article 6 of their Principles, to observe 

non-interference on the internal affairs of another Member Service, respect sovereignty and 

honour territorial integrity (CISSA, 2014, §6 (c)). Despite this role and capability, the ISC does 

not go into intelligence collection operations. The election assessment role is an isolated 

function. Notwithstanding, the pre-assessment mission of the ISC is deeply embedded into the 

PAPS mission. Thus, the ISC has no independent field responsibilities.  

On the other hand, the ISC is also tasked with monitoring, analysing, and providing intelligence 

assessments and overviews on developments globally and their impact on the African 

continent (African Union, 2021a, p. 101). To mention a few, this obligation encompasses 

providing intelligence assessments on issues like Coronavirus disease, climate change, Ebola, 

HIV/AIDS, pressing political issues, socio-economic circumstances, the proliferation of nuclear 

weapons and toxic waste dumping. Hence, the ISC is not just a recipient of intelligence. It also 

generates supplementary intelligence that serves to advance its mandate.  

Furthermore, the ISC has the functions and responsibilities of participating in the meetings 

between the AUC and its local and international security partners such as AFRIPOL, INTERPOL 

and the United Nations Office on Drugs and Crime (UNODC).171 This participation includes 

other specialised international institutions invested in strengthening the African States and 

cooperating with the AUC in fighting organised crimes and terrorism. Thus, it is authorised to 

maintain relations with partners (African Union, 2021a, p. 101) of the AUC. Consequently, the 

ISC has established methods of getting intelligence from its partners without committing the 

AUC. The ISC participates in these meetings or provides intelligence assessment to the AUC on 

the envisaged cooperation. Preparing briefs, on-demand, on the missions of the Chairperson 

of the AUC is also another function of the committee. Within the framework of its mandate, 

the ISC can carry out any other duty assigned to it by the Chairperson of the AUC.  

In the AUC new structure, the ISC is now known as the CISSA Liaison Unit. Hence, prior to 2021, 

the CISSA Liaison Unit was referred to as the ISC. Nevertheless, even in 2021, most people – as 

 
170 Interview, Senior Officer, ISC, Addis Ababa, 18 February 2021. 
171 UNODC is a specialized agency of the UN which was established in 1997 as Office for Drug Control and Crime 
Prevention and was later renamed to UNODC in 2002. It is mandated to promote and mobilise transnational 
cooperation against global security threats which are resulting from the convergence of terrorism, transnational 
organized crime, corruption and drug trafficking (www.unodc.org). 

http://www.unodc.org/
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interviewed by the researcher – commonly refer to the unit as the ISC. In fact, the new name 

– CISSA Liaison Unit – has been questioned over how it limits – in description – the unit's 

mandate.172 The ISC does more than simply liaise with CISSA, as shall be explained in the 

subsequent paragraphs. The unit is now positioned under the Directorates and Offices housed 

under the cabinet of the Chairperson.  

Figure 9: African Union Commission Structure 

 

Source: African Union (2021, p. 13).  

Even though the ISC was established as a conduit of intelligence, it has outgrown its roles. 

Although ISC gets much of its intelligence from CISSA,173 its responsibilities go beyond. The 

committee gradually commenced cooperating with international institutions such as the 

Cybercrime Convention Committee (T-CY),174 EU, INTERPOL and UNODC on cybercrime, 

irregular migration,175 transnational crime and drugs. It is of importance to note that numerous 

departments within the AUC cooperate with international organisations. However, such 

 
172 Interview, Senior Officer, ISC, Addis Ababa, 18 February 2021; Interview, Special Advisor to the Chairperson 
of the AUC, Addis Ababa, 24 February 2021. 
173 Interview, Senior Officer, ISC, Addis Ababa, 18 February 2021. 
174 T-CY is a representation of signatory States to the Convention on Cybercrime of the Council of Europe 
(Budapest Convention). As an international instrument, it is the only binding and comprehensive framework for 
cooperation against cybercrime (see T-CY, 2020).  
175 At present, ISC is currently working out on a framework of sharing intelligence on irregular migration with the 
EU.  
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cooperation is limited only to the technical side. For instance, the Department of Infrastructure 

and Energy (DIE) of the AUC also liaise with the T-CY, although it is only limited to the technical 

side. The ISC function as the liaison between these international organisations and the AUC.176 

As an intermediary, therefore, the ISC brings into the cooperation law enforcement and 

security angle. Thus, it is the responsibility of the ISC to complement the AUC departments on 

matters regarding security intelligence.   

Within the AUC, the ISC shares information with the Department of Social Affairs (DSA) – on 

the law enforcement side, DIE, PAPS, CEWS and 15 peace and security AU Field Offices. The 

CEWS occasionally furnish open-sourced intelligence to the ISC for verification purposes. Apart 

from the verification purpose, the ISC also obtains intelligence from the CEWS to generate 

analyses and enhance its reports. Apart from the intelligence cooperation between CISSA and 

the ISC, the two have also been working on building the capacity of law enforcement and 

intelligence services. There are some Member States that do not comprehend new forms of 

crimes, and neither do they have the capacity to detect them or combat them.177 Hence, ISC is 

not just a conduit of information from CISSA to the Chairperson of the AU. Consequently, 

renaming the ISC to the Liaison Office of CISSA is limited, considering the growing roles the 

committee is playing outside its foundational objectives of linking CISSA to the AU. The 

renaming of the department, however, does not change the multiple roles of the ISC.  

Additionally, the ISC is taking on more roles that CISSA cannot. The scope of CISSA is limited 

because it functions within certain boundaries determined by the Conference. Its Conference 

prohibits CISSA to engage in the cooperation of intelligence at an international level or with 

other third parties. For instance, CISSA cannot directly engage with the EU on transnational 

border crimes, but the ISC can. Article 28 of the CISSA MoU clearly outlines how CISSA is 

expected to uphold ‘non-disclosure of exchanged intelligence to unauthorised parties” (CISSA, 

2014, §28). In its sixteen years of operation, CISSA has not signed any MoU with any 

international partners.178 It cooperates with African partners only. Notwithstanding, foreign 

guests from China, France, Germany, Italy, Pakistan, Poland, Spain, Turkey, the UK and the USA 

have attended some open sessions of the CISSA Conference as invited international guests. 

 
176 Interview, Senior Officer, ISC, Addis Ababa, 18 February 2021. 
177 Interview, Senior Officer, ISC, Addis Ababa, 18 February 2021. 
178 Focus group discussion, CISSA, Addis Ababa, 29 January 2021. 
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Although their limited participation does not result in any ties with CISSA itself, it, however, 

presents a convenient avenue for the international guests to meet fifty-two African HISS in one 

place and establish several bilateral security relations.179 Therefore, while CISSA is inward-

looking towards the AU, the ISC comprehensively incorporates local and international partners 

willing to work with the AUC. Hence, the ISC goes above and beyond the scope of CISSA. 

Consequently, it is no longer just a conduit of intelligence from CISSA to the AUC. As a 

specialised unit of the AUC, the committee has gradually upgraded to serve as an interface 

between the AUC and any local or international institutions.  

On the other hand, intelligence cooperation between CISSA and the AUC used to be unilateral. 

However, it has developed to become mutual. Apart from briefing the Chairperson of the AUC 

and providing the PAPS and the PSC with intelligence reports, the Secretariat of CISSA can also 

get task skills from these institutions.180 The Chairperson of the AUC can provide CISSA with 

intelligence for verification purposes. The development sets a different understanding of the 

relationship between the two entities. Furthermore, to generate and enrich its intelligence, 

CISSA gets information from specific departments of the AUC.181 Consequently, it reinforces 

the relationship between CISSA and the AUC and reflects mutual security interests. For 

instance, because it is a stakeholder in the peace and security of Africa, CISSA was roped in the 

AU Horn of Africa Initiative on Human Trafficking and Migrant Smuggling (AU-HoAI)182 in 2014 

that grew into a Regional Operational Centre in Support of the Khartoum Process and AU-HoAI 

(ROCK)183 in 2017 and further developed into the Continental Operational Centre in Khartoum 

(the Khartoum Centre)184 (African Union, 2020) in 2020. Consequently, the ISC and CISSA are 

in the Steering Committee of the Khartoum Centre. Nevertheless, cooperation can also be 

explained within the confines of the initial relationship between CISSA and the AUC. The 

 
179 Focus group discussion, CISSA, Addis Ababa, 29 January 2021. 
180 Focus group discussion, CISSA, Addis Ababa, 29 January 2021. 
181 Interview, Senior Officer, ISC, Addis Ababa, 18 February 2021. 
182 The AU-HoAI was founded in 2012 and endorsed in 2014 as a forum of countries from the Horn of Africa 
participating in the exchange of information, experiences and counter measures in addressing migrant smuggling 
and human trafficking in the region. However, the Initiative extends beyond IGAD and EAC with Egypt, Eritrea, 
Ethiopia and Sudan as ‘core countries’; Djibouti, Kenya, Somalia and South Sudan as ‘neighboring countries’; Italy, 
Libya, Malta, Saudi Arabia, Switzerland, Tunisia and Yemen as ‘invited partner countries’; and The European 
Commission (EC), the International Organisation for Migration (IOM), the United Nations High Commissioner for 
Refugees (UNHCR), UNODC and INTERPOL as partner organisations (African Union, 2014e).  
183 ROCK supports the exchange of intelligence, joint investigations and function to enhance the coherence of 
legal frameworks at the national and regional level.  
184 The Khartoum Centre was established as a platform for cooperation to enhance the processes of addressing 
irregular migration and migration governance regime in Africa.  
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verification done by CISSA is, by and large, part of cooperating intelligence with the AUC. The 

only notable difference is that the Chairperson of the AUC would have gathered the 

intelligence before CISSA.  

Providing intelligence of high quality and assessment to the Chairperson of the AUC is the sole 

mandate of the ISC. As an intelligence entity within the structures of the AUC, the ISC tries to 

work as a service unit in a cross-cutting manner combining its activities with those of other 

AUC departments. The above serves to optimise the functions of the ISC. However, the 

optimisation of the ISC can be realised if the committee is capacitated to work with AU Missions 

out of Addis Ababa because field missions are a vast repository of unprocessed and 

undocumented information.  

5.10 CISSA and Regional Security Intelligence Institutions  

Regional Intelligence and Security Mechanisms play a complementary role in the objectives of 

CISSA because they are part and parcel of the overall security architecture of Africa (CISSA, 

2014, §25). Although they function autonomously, some of their objectives add to CISSA 

realising some of its objectives. Therefore, due to the association in goals, the relationship 

between CISSA and regional mechanisms is guided by three issues. First, CISSA is expected to 

seek or strengthen relationships with the regional mechanism. In cases where these regional 

mechanisms do not exist, the role of CISSA is to encourage their establishment (CISSA, 2014, 

§25 (a)). Second, CISSA collaborates with regional intelligence and security mechanisms to 

further its objectives and those of the PSC (CISSA, 2014, §25 (b)). Third, to achieve the previous 

collaboration, the Secretariat of CISSA has to establish working relations with the Secretariats 

of regional mechanisms (CISSA, 2014, §25 (c)), which may include mutual participation in 

pursuits and undertakings of activities.   

As an independent organ within the framework of the APSA (CISSA, 2014, p. 2), CISSA 

participated in establishing the Nouakchott and Djibouti Processes (see Chapter 6). Therefore, 

it was part of the institutions that helped establish the Sahel Fusion Liaison Unit (UFL),185 the 

Eastern African Fusion and Liaison Unit (EA-FLU)186 and the Regional Intelligence Fusion Unit 

 
185 The UFL is a counterterrorism security cooperation mechanism for countries within the Sahel region. 
186 The EA-FLU is a regional intelligence and security cooperation mechanism of 10 East African countries 
functioning to address transnational crimes.  
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(RIFU).187 These regional establishments provide the substructures which sustain bilateral and 

multilateral relations and inevitably contribute to the framework of CISSA. The regional 

security establishments are annexed to CISSA because the countries they represent are 

Member Services to CISSA. Consequently, the latter receives monthly reports on the activities 

of these regional security mechanisms.188 The reports are employed to aid the CISSA 

Secretariat in providing strategic intelligence to the authorised recipients. On the other hand, 

if CISSA gets intelligence of interest to the regional mechanisms, it is dispatched.  

The provision of daily intelligence exchange is made possible through a secure channel of 

communication between CISSA and the aforementioned regional units. When the Nouakchott 

Process was launched in 2013, the ACSRT was mandated to establish a SCS. However, the first 

Ministerial Meeting (MM) of the Nouakchott Process held in Abidjan, Côte d’Ivoire, revised 

that mandate placing it under CISSA. Therefore, ACSRT cooperatively uses a SCS within the 

activities of CISSA (AU PSC, 2015d, para. 6). The framework of CISSA’s was selected because of 

its enlarged system for all CISSA Members (African Union, 2014b, para. 18). Correspondingly, 

it was already in place and functional. The delays experienced in the operationalisation of the 

SCS were complemented by UFL, with Algeria’s help. In reality, despite the potential yields of 

the CISSA SCS and its recognition as an achievement, Member Services seldom use it.189 The 

hindrance points to issues of trust, a pre-requisite attribute of intelligence cooperation.  

CISSA has signed MoU’s with several regional mechanisms, thereby making the latter its 

strategic partners.190 The networking is part of realising the resolutions of the fourteenth 

ordinary session of the Conference held in Khartoum under the theme “Comprehensive 

Strategic Partnerships Towards Combating Terrorism and Realising Political Stability in Africa” 

(CISSA, 2017, p. 1).In design, the conference was aligned to the AUC and the PSC’s efforts to 

implement the provisions of the communiqué of the 455th meeting of the PSC through CISSA 

(AU PSC, 2017d, p. 1). The communiqué underscored enhancing cooperation in the fight 

against violent extremism and terrorism (AU PSC, 2014d, para. 3). The thematic congruence of 

the PSC and CISSA illuminate the paradoxical relationship of subsidiarity and derivativity on one 

 
187 RIFU was established on 17 May 2014 at the Paris Summit by Benin Republic, Cameroon, Chad, Niger and 
Nigeria – with strategic support from France, U.K and U.S.A – to provide security intelligence against Boko Haram 
insurgency.   
188 Focus group discussion, CISSA, Addis Ababa, 29 January 2021. 
189 Interview, Senior Officer, ISC, Addis Ababa, 18 February 2021. 
190 Focus Group Discussion, CISSA, Addis Ababa, 29 January 2021. 
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side and autonomy and self-direction on the other between the two entities. However, the 

cooperation between CISSA and strategic partners reciprocally facilitates sharing resources, 

mutual growth and success toward realising a collective goal – peace, security and stability.  

Therefore, CISSA has signed MoU with regional mechanisms such as the Inter-Governmental 

Action Group Against Money Laundering in West Africa (GIABA),191 International Conference 

of the Great Lakes Region (ICGLR),192 Regional Centre on Small Arms (RECSA),193 RIFU, UFL, 

ACSRT, AFRIPOL, et cetera. When a security threat involving a particular country is identified, 

these institutions furnish CISSA with a report. CISSA, therefore, further analyse and process the 

intelligence before forwarding it to the country experiencing the security challenge.194 CISSA 

conduits intelligence and connect regional mechanisms – which do not have direct access – to 

some Member States. Likewise, it bridges together intelligence and security services of 

Member States by extending information when countries do not have a prior information-

sharing arrangement. Ideally, therefore, CISSA is formally positioned to receive and transmit 

regional and continental intelligence signals.  

5.11 Challenges to the performance of CISSA 

The changing security terrain of the continent limits the effectiveness of CISSA because of the 

plural interwoven and complex nature of contemporary continental security threats. When 

one security challenge is being addressed, another one is emerging. This explains why the 

functions of CISSA have widened, and the scope of the ISC has grown very fast in the past few 

years. In most cases, the annual occurrence of the CISSA Conference to adjust to and address 

emergent security challenges lags behind and only occur after the security challenge has 

already manifested. In such a case, the prediction element of intelligence is scrapped off.  By 

not being operational in the field, the capacity of CISSA and its affiliates, such as the ISC, is 

contained. Although CISSA and the ISC collate and analyse intelligence, they, however, cannot 

collect intelligence. Much as they would want to get information for the Chairperson of the 

 
191 GIABA was established by ECOWAS in 2000 as its specialized institution to tackle money laundering and 
terrorist financing in the region. 
192 ICGLR is an intergovernmental organisation initially founded as a response to the ongoing conflicts in Eastern 
DRC but has matured to become a dialogue mechanism to address conflict in the Great Lakes Region. It bridges 
some States from ECCAS, EAC and SADC.  
193 RECSA is an intergovernmental organisation established in 2005 in the Great Lakes Region, the Horn of Africa 
and Bordering States. It coordinates action against SALW.  
194 Focus group discussion, CISSA, Addis Ababa, 29 January 2021. 
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AUC quickly, the rules and regulations governing their contact do not allow them to. Whatever 

affects the collection, collation and sharing of intelligence within the CISSA framework also 

affect the intelligence channelled to the ISC and the Chairperson of the AUC. This may be in 

the quality and or quantity of the intelligence gathered and shared. In rare cases, CISSA obtains 

and shares intelligence not recorded in writing with the AUC Chairperson. The nature of sharing 

unwritten sensitive information limits commitment, accountability, follow-ups and policy 

options. Therefore, CISSA has an operational challenge of widening its scope, building its 

capacities and capabilities.  

Wirtz (1993, p. 86) forecasted that shrinking resources and growing responsibilities would 

necessitate intelligence sharing amongst intelligence entities. Albeit pinning the emergence of 

intelligence cooperation on shrinking resources is debatable, growing security responsibilities 

provides an accurate account. Thus, pooling financial resources become a by-product of the 

collective and growing security responsibility. However, there is a discrepancy on how some 

Member Services selectively fail to commit to funding while undertaking the collective security 

responsibilities. Consequently, the outcome of the social loafing by some Member Services is 

underfunding for CISSA.  

Funding is one of the major challenges of CISSA. The lack of funding limits the operational 

capacity of CISSA. “CISSA perennially faces financial challenges that have derailed it from fully 

recognising its mandate.”195 The funding dilemma is nurtured by two factors which are defaults 

in payments and a prohibition to external funds. CISSA faces default in payments chiefly from 

sixteen of some of its Member States. The total payment defaults from 2006 to 2017 ballooned 

to US$7,6 million, with sixteen of the aforementioned Member services owing eighty-one per 

cent to the committee (ibid.). This is transpiring despite the existence of Article 33 of the CISSA 

MoU that emphasise the imposition of sanctions by defaulting Member Services. Since 

imposing sanctions is one of its functions (CISSA, 2014, §10 (k)), the supreme executive organ 

is mandated to sanction against a Member Service that defaults in payment of its Assessed 

Contributions to the budget of CISSA (CISSA, 2014, §33 (b)). Therefore, when a Member Service 

has arrears of payment for two years, some rights are suspended. These are (CISSA, 2014, §33 

(i)): 

 
195 Interview, Principal Analyst, CISSA, Addis Ababa, 1 February 2021. 
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i. Speak, vote and receive documentation of CISSA meetings; 

ii. Offer to host sessions of the Conference or of the PoE or any other meetings of CISSA; 

iii. Present a candidate for any position within the Secretariat; 

iv. Have the contracts of its national withdrawn, and such withdrawal of the personnel 

shall be approved by the Conference;  

v. Suspension on any project by CISSA in the Member State. 

The clause exists on paper, but it has not been implemented. The implementation and 

effectiveness of the clause are challenged by the reluctance of the Conference to enact it. This 

is exacerbated by the welcoming mantras of pan-Africanism such as inclusivity, solidarity and 

unified common interests. The hope that the defaulting countries will settle their arrears has 

also worsened the situation. When the Conference bypasses the underscored provision of 

Article 33 of the MoU and fails to enact one of its functions, it further cultivates a strong 

disclination to pay by Member Services. Consequently, the default in payment will continue to 

soar as long as the general provisions of Article 33 of the CISSA MoU are not enacted.   

The payment defaults have left sixty per cent of the budget of CISSA being financed by Algeria, 

Egypt, Nigeria and South Africa.196 Thus, CISSA is currently operating with a financial deficit that 

can neither be covered by its defaulting Member Services nor financed by any strategic 

international partner. Its ambition to remain financially independent from getting foreign 

funding is a noble yet problematic cause. From the advent of the millennium, the pursuits of 

peace and security in Africa continues to snowball as a result of emerging security threats and 

the mushrooming institutions seeking to address these challenges. Consequently, Africa has 

witnessed several polycentric regional and continental forms of security cooperation which 

have overcrowded the continental security cooperation (Franke, 2013, p. 74). The institutional 

overlaps and duplication of efforts have strained the financial obligations of Member Services 

to the AU, CISSA, RECs and other security regional mechanisms. Prior, the financial constraints 

were cushioned by international institutions such as the EU. As a result, it led to multiple 

memberships, by the African States, to security cooperation platforms. However, due to the 

EU scaling down on peace and security issues in Africa, the existence of and membership to 

parallel structures has resulted in some Member Services opting to finance regional 

 
196 Interview, Principal Analyst, CISSA, Addis Ababa, 1 February 2021. 
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mechanisms such as fusion centres and security committees more than the continental 

security frameworks or vice versa.197 As one of the neglected continental frameworks for 

security intelligence cooperation, CISSA has been left exposed to payment defaults by some of 

its Member Services.  

Occasionally, Member Services deliberately withhold intelligence and share it when it is too 

late,198 yet their inclination to cooperating intelligence is a determinant factor in measuring 

the degree of trust existing between Member Services (Walsh, 2006, p. 634). Member Services 

highly sanitise intelligence on sensitive issues.199 Consequences of these discreditable acts 

include, but are not limited to, the AUC Chairperson receiving filtered intelligence devoid of 

important details (Hutton, 2013, p. 189) and Member Services being discouraged to continue 

sharing intelligence (Munton & Fredj, 2013, p. 673). Considering that intelligence cooperation 

has been heralded as a significant component of collective security, one would expect Member 

Services to participate without resistance. Withholding or sanitizing intelligence defeats the 

whole purpose and functions of both intelligence collection and cooperation. Brown et al. 

(2018, p. 224) contend that “trust and trust” is the basis for intelligence sharing mechanisms 

to reach their full potential. The availability of trust or its lack thereof has the power to flourish 

or wither intelligence cooperation, respectively.  

However, there is a gap between the ambitions of intelligence cooperation and the results it 

generates (Fägersten, 2010, p. 500) because intelligence and security services are not designed 

to share intelligence. Boatner (2000, p. 82) opine that intelligence sharing is not a natural 

phenomenon for intelligence services. Multiple scholars, therefore, contend that the Member 

States are reluctant to share intelligence without conducting a perceived cost and self-

indulgent gains evaluation (Wirtz, 1993, p. 87; Westerfield, 1996, p. 530; Bensahel, 2007, p. 

46). Hence, optimal intelligence sharing can only be achieved with a passable reciprocal 

exchange (Doron, 1993, p. 135; Munton & Fredj, 2013, p. 671).  

Although Member Services of CISSA are committed to cooperating intelligence, in reality, they 

do not. It seldom occurs that the Member States to a multilateral entity have perceived self-

interest that overlap (Tuinier, 2021, p. 124). More often than not, CISSA fails to get information 

 
197 Interview, Senior Officer, ISC, Addis Ababa, 18 February 2021. 
198 Interview, Senior Officer, ISC, Addis Ababa, 18 February 2021. 
199 Interview, Principal Analyst, CISSA, Addis Ababa, 1 February 2021. 
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from its Member States.200 Sometimes when intelligence is shared, it is acquired through open 

source. Hence, it will be limited and not actionable. It will be a shell that contains nothing. The 

challenges encountered in the practice of sharing intelligence entails that the process is a 

struggle (Shulsky & Schmitt, 2002, p. 160) for obtaining and denying information (Munton, 

2009, p. 127). Paradoxically, therefore, the practice and processes of intelligence cooperation 

are a juxtaposition of cooperation and dissension (Rathmell, 1998, p. 230). In the same line of 

argument, Shulsky and Schmitt (2002, p. 171) position that the practice of intelligence is based 

on seeking access to information denied or protected by another party.  

Member Services, therefore, serve to protect their interest first before any and refrain from 

sharing intelligence that implicates their government or other friendly governments (Boatner, 

2000, p. 91). For instance, the insurgents in Cabo Delgado Mozambique have been highly 

ignored since 2017 – until recently – because no one was willing to discuss why Mozambique 

got into the situation it is in the first place. Underlying multidimensional issues such as poverty, 

discontent and neglect (Faria, 2021, p. 10) have catalysed Islamic extremism and radicalisation 

in its northern province. On the other hand, Mozambique was also reluctant to welcome SADC, 

alluding to the protection of its sovereignty (Svicevic & Walker, 2021, p.2). Also, the alleged 

connection between warlords and drug lords being ultimately tied to securocrats and 

politicians201 partially explains why the security threats in the region have been ignored despite 

having manifested three years ago. Consequently, in a bid to protest self-interest, Member 

Services engages in self-censorship.202 

Therefore, the priorities of CISSA mirror negotiated security precedence of Member Services. 

The operationalisation of CISSA through Member Services should serve continental and 

regional security goals because the close focus on national security can loosely be translated 

to regime security. The change of focus has the potential to boost professionalism in African 

intelligence services and how they share intelligence, thereby addressing the “misperception 

induced insecurity” (Hutton, 2013, p. 191) between the Member Services. However, the 

challenge is sometimes overcome when the same information is requested through Regional 

Security Analysis (RSA) from regional mechanisms. The regional mechanism hardly brackets 

 
200 Focus group discussion, CISSA, Addis Ababa, 29 January 2021. 
201 Interview, Head of CPEWD, Addis Ababa, 2 August 2021. 
202 Ibid. 
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intelligence. Therefore, they provide snippets to CISSA on what is going wrong in the Member 

Services. Nevertheless, intelligence cooperation in CISSA is mostly fruitful around issues where 

the interests of Member Services converge.  

In connection to the above, some Member Services refute some of the information provided 

in the RSA despite it being public knowledge.203 Also, it has become a custom that the CIE is 

debated in the Conference. Quite often, what is documented – the sanitised intelligence – 

differs from what exactly is on the ground. As a result, the involved Member Services flout 

known facts and defend their political interests.204 Engaging in continental intelligence 

cooperation does not necessarily imply the desire by Member Services to share some, if not 

all, of their secrets. Hence, the withholding of intelligence, suspicion and dissatisfaction are 

constants in liaison relations (Wippl, 2012, p. 7). Therefore, withholding intelligence results 

from the belief that secrets need to be protected if they are to remain secret (Carroll, 2001, p. 

560; Munton & Fredj, 2013, p. 673) ironically remains one of the main pressing challenges of 

bartering intelligence.  

It is the nature of intelligence entities not to give up everything. In the words of Bigo (2019, p. 

382), “yes to exchange of information but not everything is for your eyes.” Limiting what to 

share is a common occurrence despite how it impairs intelligence sharing (Munton & Fredj, 

2013, p. 673) and the institution behind it. This is partly because intelligence is a source of 

‘symbolic power’ (Bourdieu, 1984, p. 251) and, therefore, a capability and instrument of power 

(Munton, 2009, p. 127). Consequently, withholding intelligence becomes a subtle way of 

expanding and retaining power. Intelligence cooperation, therefore, has little to do with 

intelligence sharing. Trans-governmental sharing of intelligence has been necessitated by 

security circumstances that have little to do with the willingness of Member Services to 

cooperate (Cross, 2013, p. 338). Cognizant of the aforementioned limitations and how the 

problem is, plausibly, here to stay, CISSA must develop ways to lessen the hindrances.   

CISSA needs to overcome intelligence association with covert intentions and repressive 

regimes to become an objective continental peace and security mechanism. Consequently, the 

withholding of information and preservation of political interest makes the report shallow and 

 
203 Focus group discussion, CISSA, Addis Ababa, 29 January 2021. 
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inadequate. In comparison, reports by the regional mechanism are more comprehensive than 

the CIE because certain countries do not want certain information to go in that report (ibid.). 

In general, the Member Services of CISSA do not furnish the Secretariat with information that 

the latter might use against them. Consequently, they resort to either withholding intelligence 

from the Secretariat or sharing it when it is too late.  

Despite the potential yields of the CISSA SCS and its recognition as an achievement, Member 

Services seldom use it.205 Albeit it has been operational since 2011, it has not worked very well 

partly because of the nature of the intelligence trade and how Member Services refuse to 

commit to specific details and sources. Also, CISSA SCS continuously face technical and built-in 

problems because the communication system does not allow inter-linkages between Member 

Services.206 Therefore, poor communication infrastructure complicates the intelligence sharing 

process. The reluctance of the Secretariat to optimise it and the technological infrastructure 

of some of its Member Services point to the open secret of how Member Services rarely use 

it. CISSA can get more from the field visits because intelligence is shared verbally. This explains 

why personnel of the Secretariat “undertakes field visits to interact with the Member States 

and acquire some sensitive intelligence which ordinarily members would not be comfortable 

to share in writing.”207 The field visits show the insecurities of Member Services in sharing 

intelligence via the CISSA SCS. The hindrance points to issues of trust, a pre-requisite attribute 

of intelligence cooperation.  

Some may argue that CISSA is only seventeen years old, and it may take a bit of time to build 

trust and reciprocity. However, cases from elsewhere indicate that time is not an independent 

variable in this matter. For instance, the EU predates the establishment of CISSA, but its formal 

and informal intelligence sharing frameworks – Club de Berne (CdB),208 Europol209 and the 

European Union Military Staff (EUMS)210 – are suffused with mistrust (Walsh, 2006, p. 625). 

 
205 Interview, Senior Officer, ISC, Addis Ababa, 18 February 2021. 
206 Interview, Principal Analyst, CISSA, Addis Ababa, 1 February 2021. 
207 Interview, Principal Analyst, CISSA, Addis Ababa, 1 February 2021. 
208 Club de Berne was formed in 1971 as an intelligence sharing club between six and subsequently twenty-seven 
EU countries, Norway and Switzerland. However, in 2019 leaked documents by Oesterreich, an Austrian 
Newspaper, showed that CdB has shared intelligence beyond its confines. The Counter Terrorist Group (CTG) is a 
subgroup of the CdB (see Jirat, 2020). 
209 Europol was formed in October 1998 as a law enforcement cooperation institution for the EU and it is 
headquartered in The Hague, Netherlands https://www.europol.europa.eu/ (see Bureš, 2016) 
210 The EUMS was established in 2001 as an intelligence sharing institution to support the Military Committee and 
the Political and Security Committee of the EU. In 2009 it was transferred to become the Directorate- General of 

https://www.europol.europa.eu/


205 
 

 

Accordingly, intelligence cooperation within CISSA must not mistakenly be taken to indicate 

Member Services blindly accepting received intelligence. Aldrich (2002, p. 51) cautions that “in 

reality, even the closest intelligence allies are reluctant to accept finished analysis from one 

another, turning instead to raw data for fear that they will become victims of analytical spin.” 

Therefore, it is the culture of African intelligence services to be secretive and suspicious of 

everyone.211 

With regards to capacity building, not all Member Services of CISSA are at the same operational 

level.212 Although CISSA is making progress on the matter, the lack of capacity by some 

Member Services can capitalise on their social loafing. More often than not, CISSA faces 

challenges in getting responses when it sends out task skills. Issues of communication 

breakdown, system malfunctioning and internet connectivity are mostly cited as the challenges 

to expeditious responses by Member Services. For instance, when CISSA conducted its six 

statutory meetings online in 2020, some Member Services did not attend because of poor 

connectivity. However, in a virtual world necessitated by the convergence of information 

technology and the COVID-19 pandemic, an online presence is essential. For instance, some 

members of CISSA in the Sahelo-Saharan region “have non-existent or minimal skills to cope 

with broader missions as demanded by the multilateral intelligence fora like CISSA.”213 Thus, in 

actuality, the input of CISSA is reduced from the theoretical fifty-two to a pukka number that 

reflects the reality of intelligence cooperation within the organisation.  

The operational capacity of the Member Services remains dismal despite how CISSA has been 

partaking in the security sector reforms through the professionalisation of some intelligence 

and security services. Despite the limitations and challenges, there has been some noticeable 

progress, for instance, in Somalia through the CISSA efforts to reform the National Intelligence 

and Security Agency (NISA).214 Despite the progress made, there is still ample room for CISSA 

to enhance the capacity building of its Member Services. There is a need, therefore, for CISSA 

to play a leading role to transform not only its capacity building rhetoric but also that of its 

 
the European External Action Service as a result of the Treaty of Lisbon. The EUMS constitutes part of the EU 
structures on Common Security and Defense Policy (CSDP) and Common Foreign and Security Policy (CFSP) (see 
Lassche, 2017). 
211 Interview, Head of CPEWD, Addis Ababa, 2 August 2021. 
212 Interview, Senior Officer, ISC, Addis Ababa, 18 February 2021. 
213 Interview, Principal Analyst, CISSA, Addis Ababa, 1 February 2021. 
214 Interview, Principal Analyst, CISSA, Addis Ababa, 1 February 2021. 
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weak Member Services. CISSA has not reached its optimum in terms of intelligence 

cooperation. In most cases, the CEWS has more information than CISSA.215 However, this may 

result from the eighty per cent rule that states that most of the sources used in intelligence 

collection come from open sources (Rønn & Høffding, 2013, p. 700). The roles of CISSA, 

therefore, are reduced to fact-checking and digging a little bit further. Nevertheless, CISSA has 

not reached its potential. Enhancing its capacity building and those of its weak Member 

Services will optimise operations, the quality and quantity of intelligence shared.   

Related to the limitations of capacity building is the personnel challenges,216 and it primarily 

stems from CISSA’s financial woes. The staffing deficiency is exacerbated by funding and its 

inability to recruit directly. As a result, some Member Services second employees. In general, 

a secondment occurs whenever a worker is temporarily transferred to work for another 

institution. CISSA has employees who have been seconded from Algeria, Ghana, Libya, Nigeria, 

South Africa and Uganda. Therefore, the understaffed Secretariat of CISSA will continue to miss 

its opportunity to grow as long as it lacks sufficient personnel and capacity to meet its 

objectives. Therefore, insufficient personnel simultaneously decrease the efficiency and 

output of CISSA and also increase its workload.  

The scope of CISSA and its policy towards cooperating with non-African countries is an 

outstanding limitation. As an organisation that is sustained by the sharing of intelligence, it is 

befitting to supplement the existing membership of the committee with strategic foreign 

partners. Since CISSA has numerable operational years, its partnership with advanced and 

sophisticated foreign intelligence and security services has the potential to enhance its 

capacity and yield. However, in light of the above, CISSA is convinced that the bilateral relations 

between its Member Services and non-African countries work to its advantage.217 Therefore, 

CISSA can get outsourced intelligence through the bilateral relations of its Member Services 

and non-African States. However, it is not always the case. Because of the bilateral 

arrangements between most CISSA Member Services, sometimes intelligence is not shared 

through CISSA. It is bypassed from one Member Service to another recipient Member State.218 

Some Member Services within CISSA have long-standing rivalries which affect how they 
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cooperate intelligence to CISSA.219 Nevertheless, Member Services’ rivalry is not the only 

impediment to the operations of CISSA. Sometimes it is rather the intelligence agreement 

between Member Services and the terms of such an agreement. For instance, Algeria, Egypt 

and Tunisia have tripartite intelligence cooperation that inhibits them from issuing intelligence 

reports against each other.220 Therefore, membership to exclusive regional intelligence 

cooperation by Member Services sometimes impedes the operation capacity of the CISSA 

Secretariat through insufficient intelligence provision.  

Like any other organisation, CISSA also has organisational politics machinated by its Member 

Services. However, these are not a result of power wrangles, but they are more to do with the 

nature of intelligence itself. Member Services are sceptical that the intelligence they share with 

CISSA may be used against them by their rivalries to identify their weakness, capability, sources 

and techniques of gathering intelligence.221 Correspondingly, some CISSA Member Services are 

suspicious and have no confidence in some African States which use private intelligence 

organisations, chiefly from the west, to bolster their intelligence capabilities.222 Consequently, 

CISSA faces a risk of international intelligence organisations obtaining access through a proxy 

Member Service.  

Foreign nations having bilateral arrangements with CISSA’s Member Services can become 

beneficiaries of intelligence shared within CISSA. Intelligence shared within CISSA “may 

subsequently be passed on to a third party without the originator’s permission” (Lefebvre, 

2003, p. 535). In the process, the demarcation of the voluntary membership of CISSA can be 

anonymously extended to include unwelcome intelligence services. The likelihood is 

emphasized by Wirtz (1993, p. 89), who illuminates how entities like CISSA are susceptible to 

deceit, capture, penetration and exploitation223 by intelligence furnished through other 

bilateral or multilateral security cooperative arrangements. The possibility is a challenge to the 

 
219 Interview, Principal Analyst, CISSA, Addis Ababa, 1 February 2021. 
220 Interview, Principal Analyst, CISSA, Addis Ababa, 1 February 2021. 
221 Interview, Principal Analyst, CISSA, Addis Ababa, 1 February 2021. 
222Interview, Principal Analyst, CISSA, Addis Ababa, 1 February 2021.  
223 An ideal epitome is how the US was obtaining intelligence on Castro’s Cuba through Canada and the UK. By 
virtue of being members of the Five Eyes, diplomats of the two countries were conducting espionage guised under 
trade and diplomatic relations (Munton, 2009, p. 120). The initiative was at the request of the US to ‘supply any 
real military information on Cuba’ (Hershberg, 2000, p. 146). Hence, HUMINT and open-source information were 
relayed to Washington once collected. Thus, intelligence can be obtained from a multilateral intelligence sharing 
framework by one ally for the other.  
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autonomy of CISSA and its resolution to refrain from partnering with any foreign partners. 

Albeit indirectly, the use of private intelligence organisations, especially in the Sahelo-Saharan 

region, has the potential to infiltrate CISSA and influence its operations.  

On the other hand, organisational politics within CISSA also sedate growth and any 

diversification prospects. For instance, during the tenth Conference held in Harare, Algeria 

offered to set up an intelligence academy for the continent, but the Member States refused. 

The shared refusal originated from insecurities – such as exposing operatives – that would 

come with the inauguration of such an institution funded by one country.224 The coherence is 

best explained through realist225 and neo-realist perspectives where countries pursue their 

national interest – at a minimum – or seek to dominate other states – at most (Munton, 2009, 

p. 126). Deducing from the above, “mistrust over the interest and motives of other states 

inhibits what could be mutually beneficial” (Walsh, 2006, p. 626). Although the altruism of 

Algeria was commendable, it was not practical in a relatively nascent framework for 

continental intelligence cooperation.  

Intelligence is seen as an implementation of ideology and power sometimes utilised by rich 

countries to exert power over poor ones (Herman, 2002, p. 237). Thus, the views of dominant 

Member Services can affect the overall objectives of CISSA (Hutton, 2013, p. 188). In the same 

line of reasoning Tuinier, (2021, p. 124) opines that “the smaller the number of participants in 

a cooperation, the smaller the risk of willingly or unwillingly giving away secrets.” This explains 

why bilateral intelligence cooperation agreements are more popular than multilateral ones. 

Multilateral cooperation agreements are complex in membership and cooperation. By being 

broad, the CISSA framework is prone to numerous operational and security challenges.   

However, when security challenges transcend national borders, “even old foes can work 

together or at least discuss the possibility of doing so” (Hulnick, 1991, p. 458). In the same line 

of reasoning, Cross (2013, p. 390) opines that Member Services intuitively desire to share 

intelligence to address collective security challenges, but they are unwilling to expose their 

secrets in the process. Hence, mistrust is a strong barrier226 to intelligence cooperation and is 

 
224 Interview, Senior Officer, ISC, Addis Ababa, 18 February 2021. 
225 Also see Sims (2014). 
226 There are many impediments to international intelligence collaboration. The act of cooperating may be 
perilous, costly, and even disastrous. Governments are cautious of this, and as a result, intelligence collaboration 
at the international level is not usual. Such obstacles, on the other hand, have one thing in common. They are 
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simultaneously hard to overcome (Walsh, 2006, p. 626). Therefore, as a brimming continental 

intelligence outfit, the current and future practices of sharing intelligence within CISSA will 

continue to be susceptible to mistrust, withholding of intelligence and operational scepticism. 

Therefore, it will take more than a series of steps, actions and time to cultivate trust within 

CISSA and its Members. From trust, the seeds of organisational growth and variegate can be 

sawn.  

CISSA was not designed to be an operational framework for intelligence collection. It is 

sustained by being fed intelligence collected by Member Services. The operational inability of 

CISSA in relation to intelligence collection is parallel to its incapacity to verify the intelligence 

it receives from its Member Services. CISSA has not been given the power and capability to act 

or confirm the intelligence it receives.227 Consequently, it leaves CISSA exposed and vulnerable 

to the political interest of a Member Service. In the same line of reasoning, Walsh (2006, p. 

628) opines that without the ability to verify, there is a possibility that shared intelligence can 

be deliberately altered to influence policy choices favourable to the sending State. This can be 

achieved in three ways. First, Member Services can lie by altering or fabricating228 intelligence. 

Second, Member Services can renege and withhold intelligence. Third, Member Services can 

exaggerate the accuracy of intelligence that it does not possess. Therefore, the ability of CISSA 

to independently verify the reliability and accuracy of received intelligence is a panacea to 

detecting manipulated intelligence.  

If CISSA is endowed with intelligence verification capability, it will solve some of its challenges, 

such as the limitation of its scope, the debated CIE, withholding intelligence and not being 

operational. Also, it will be able to corroborate and substantiate some of its initiatives. For 

instance, CISSA does not have the capacity to crosscheck the accuracy of its Journal.229 

Consequently, like the CIE, the factuality of the publication is prone to contention despite CISSA 

 
included in the calculations that governments use to evaluate the costs and advantages of cooperative 
agreements before making judgments about them (Fägersten, 2010, p. 500).  
227 Interview, Special Advisor to the Chairperson of the AUC, Addis Ababa, 24 February 2021. 
228 For example, in October 1918, British authorities fabricated intelligence indicating that Germany would breach 
armistice conditions at the conclusion of World War I, and then passed this information along to U.S.A officials, 
who took it as credible. Also, in January 1939, French authorities manufactured information on imminent German 
attack against the Western European nations of Belgium, Luxembourg and the Netherlands, which British officials 
accepted as credible and trustworthy since it came from a reputable source (see Handel 1982; Fearon 1995; 
Slantchev, 2010; Brown et al., 2018).  
229 CISSA has been producing annual Journals since 2013. The Journal is a collation of views and experiences 
contributed by Member Services on security related topics.  
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maintaining that its journal is an “authoritative source of information on security challenges 

facing Africa and provides the solutions on how to deal with them” (CISSA, 2019, p. vi). In this 

way, the functional designs of CISSA hinder it from verifying intelligence to ensure its accuracy. 

The potential benefits of intelligence cooperation seem straightforward, but the practice faces 

many constraints (Munton & Fredj, 2013, p. 673). Conclusively, therefore, the challenges faced 

by CISSA are diverse. 

5.12 Chapter Summary 

Since its genesis, CISSA has matured into a unique intelligence cooperation framework in 

Africa. The committee, its objectives and membership have constantly evolved, consequently 

providing CISSA with a metamorphosed posture to contribute to the African peace and security 

landscape by providing strategic and predictive intelligence. The gradual development has 

been influenced by the changing dynamics of security in Africa, where national strategies alone 

have become insufficient (Herman, 1996, p. 203) to address borderless security dynamics 

characterised by great multiplicity. Therefore, the formation of CISSA was necessitated by 

emerging and conventional transnational security threats. It became essential, therefore, for 

the intelligence and security services of Africa to collaborate and cooperate intelligence.  

Consequently, CISSA demonstrates a collective effort that cuts across 52 African borders to 

collaborate and timely cooperate intelligence. The joint committee echoes a shared endeavour 

and a conscious determination to not only become a pan-African advisory body to the AU and 

its institutions but to also directly contribute to the African peace and security prospects. The 

challenges faced by the intelligence cooperation framework are in tandem with it being the 

first of its kind. However, as a silent pillar of the APSA, CISSA is gradually maturing into 

optimisation for the AUC and its other institutions.  

The CEWS and CISSA chapters have, in detail, reconstructed two continental intelligence 

institutions in their various forms, structures and mandate. Despite their noticeable 

operational difference, they immeasurably contribute vital information useful in the 

implementation of the APSA. The ensuing chapter reconstructs two regional processes which 

are connected by association to the aforementioned continental institutions. The contributions 

of the Nouakchott and the Djibouti Processes to the APSA can be grasped by examining how 

the two regional frameworks were established to function as tools of the latter, useful in 
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sharing intelligence and supporting stabilisation efforts as a way to operationalise and 

implement the APSA in the respective geographical regions. Thus, like the CEWS and CISSA, the 

two processes are also intelligence sources towards implementing the APSA.  
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Chapter Six 

Intelligence Cooperation in the Nouakchott and Djibouti Processes, 2013-2021 

6.1 Introduction  

There are two regional security frameworks through which the AUC is trying to coordinate and 

harmonize African responses to transregional terrorism in the Sahelo-Saharan region and the 

East African region – the Horn of Africa. These frameworks are called the Nouakchott and the 

Djibouti Processes,230 respectively. The Nouakchott Process has its Secretariat in Bamako, Mali, 

and the Djibouti Process is headquartered in Entebbe, Uganda. The two processes were 

designed as transregional and regional security arrangements (AU PSC, 2017a, para. 12). They 

were established out of the operational gaps of the ASF to deal with violent conflicts in the two 

regions. The Djibouti Process was launched in the form of the Nouakchott Process, albeit in a 

different region. The latter is the first of its kind231 to bring together multiple RECs at the 

regional level to address trans-sovereign and trans-regional security threats through enhancing 

security intelligence cooperation. Therefore, to some extent, it represents a contestation 

between pre-existing regional normative orders and emerging transnational security norms. 

For instance, Döring (2018, p. 32) cautions that multiple security dynamics in the Sahel have 

been instituted and intensified since the intervention experience in Mali starting January 2013. 

In this chapter, the empirical reconstruction and analysis of these two regional security systems 

are of prime significance in indicating the contributions made to the implementation of the 

APSA through the cooperation of the intelligence service. 

The dynamics of regional institutional building in Africa’s peace and security endeavours are 

born out of incapacities and operational gaps of existing structural mechanisms. The launch of 

the Nouakchott Process is a testament to “change at the regional level at the expense of 

 
230 The terminology used of “process” aptly describes the two regional frameworks where a series of security 
actions on intelligence sharing and border control measures are sequentially undertaken – over the years – to 
achieve the desired security magnitude in the respective regions.  
231 However, it is not the only process that was established that year and also cutting across different RECs. The 
Yaoundé Summit which established Yaoundé Process was held three months after the Nouakchott Process in June 
2013 by leaders of the ECCAS, ECOWAS and Gulf of Guinea Commission (GGC) to address maritime insecurity in 
the Gulf of Guinea. Therefore, it covers 25 countries in Central and West Africa. The Yaoundé Process has three 
mechanism which are the Yaoundé Code of Conduct, Heads of States Declaration and an MoU between regional 
organisations. The Yaoundé Processes has a primary objective of fostering information sharing and cooperation 
amongst its Member States and regional organisations towards maritime security (see Ifesinachi & Nwangwu, 
2015). 
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preexisting normative frameworks” (Acharya, 2004, p. 270). The Nouakchott Process was 

conceived to operationalise and implement the APSA in the Sahelo-Saharan region. Albeit it 

portrays a picture of a planned and strategic effort, the situation was muddy, and the AUC tried 

to establish some form of coordination.  

Faced with a dilemma of no single corresponding region to encompass the “complex 

transregional conflict dynamics” (Döring, 2018, p. 33), the AU devised a wide-ranging spatial 

mechanism to address this problem. Consequently, the Nouakchott Process was conceived at 

the request of the PSC and Heads of State and Government during a meeting conducted on 25 

January 2013 in Nouakchott, Mauritania. In design, it facilitates intelligence cooperation 

among some states in the Maghreb, Sahel and West Africa to act against transitional crime and 

terrorism. It involves eleven countries stretching from the Mediterranean to the Gulf of 

Guinea. Countries involved are Algeria, Burkina Faso, Chad, Côte d’Ivoire, Guinea, Libya, Mali, 

Mauritania, Niger, Nigeria and Senegal. Thus, it is a significant geostrategic framework 

underscoring the interdependence of the involved countries in addressing regional security 

issues. Despite its challenges, the PSC perceives the Nouakchott Process as an optimal epitome 

of “sharing experience and best practices” (AU PSC, 2020b, para. 5). 

Döring (2018, p. 46) underscore that the association of the Nouakchott Process to the APSA is 

fascinating because it is expansive, covering Central, Western and Northern Africa. The 

meeting episodes of the Nouakchott Process provides a platform for countries within the 

Sahelo-Saharan region to exchange views on contemporary security threats in the region. It 

offers a unique opportunity for the participating States to deepen intelligence security 

cooperation and come up with effective measures to combat transnational organised crime 

and terrorism (AU PSC, 2017c, p. 2). The process enables the formal and informal exchange of 

security intelligence through networking and real relationships. Despite these efforts and 

reach, apart from Döring (2018), the Nouakchott Process has received no academic attention. 

Relatively, not much has been said about its unique and comprehensive security framework 

and its contributions to the operationalisation of the APSA in the region, or both.  

Regional security in the Horn of Africa is created out of a network of common security threats, 

agendas and responses (Fisher, 2014, p. 1). The Djibouti Process, created in the image of the 

Nouakchott Process, provides a collaborative platform to share East African regional security 

challenges and devise solutions. The Djibouti Process is a combination of the traditional 
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national security approach and the human security approach. It provides a comprehensive 

meaning of security which includes what should be protected. The Djibouti Process goes above 

and beyond the national security approach that prioritises the state and its institutions, borders 

and integrity. It is a framework designed by combining conventional and contemporary 

approaches to security, where the security of people living in those states is also important. It 

illuminates structural problems within (African Union, 2016a, para. 15 (ii)) and their relation to 

security. Nevertheless, the Djibouti Process takes a more traditional understanding of security 

through military and intelligence structures where threats are presented in military terms such 

as invasions, insurgencies and terrorist attacks (Fisher, 2014, p. 5). Like the Nouakchott 

Process, there is a dearth of academic literature on the Djibouti Process.  

This chapter will reconstruct the establishment of the Nouakchott and the Djibouti Processes 

through the lens of intelligence cooperation. However, preliminary to that, it is of prime 

significance to deconstruct the terminology used. The terminology utilised to identify the 

framework irradiate how the two mechanisms represent more than just a formation of 

regional intelligence sharing frameworks. The use of the word process illuminates the 

procedures involved in the regional intelligence cooperation mechanism. A  process can be 

defined as a series of steps or actions undertaken to achieve a specific objective. Within the 

process, there are components which are events, decisions, tasks, inputs and outputs. Events 

underscore the security challenges that transpired to warrant the establishment of the regional 

frameworks. This shall be explained further in the subsequent subsection. The resolutions 

reached after deliberations shape what is understood as a decision. Ensuing, the undertaking 

of the resolution constitutes tasks. Subsequently, inputs drive the procedure, whereas outputs 

monitor or realise the events. The cyclical nature of the methods used constitutes the 

procedure used to execute a process. Therefore, taking into account the procedures involved 

in the Nouakchott and the Djibouti Process opens avenues to their comprehensive analysis.  

The two regional security frameworks for intelligence cooperation enhancement have been 

instrumental in implementing and operationalising the APSA in their respective regions. 

Launching the two processes in enhancing security and intelligence cooperation is part of the 

state of the art multidimensional – continental and regional – approaches to collective security. 

It is part of the mechanisms adopted by the AU and other African institutions (Arthur, 2017, p. 

5) to address and promote peace and security effectively. The AUC has played a crucial role as 
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an instrument to valorise the contributions of national intelligence services and regional 

intelligence cooperation to peace and security endeavours. By bringing them together in 

regional processes, the AUC acknowledges their contributions and importance.  

The two processes epitomise methodological support extended to African regions and 

institutions by the AU. The support rendered is mutual, hence, the triangulation of the APSA 

and the two processes. Launching the processes is part of practical steps undertaken by the 

AU to enhance the capacities of Member States in preventing and combating violent 

extremism and terrorism. However, despite the expansive nature of the Nouakchott and the 

Djibouti Processes, the two mechanisms have been criticised for being “paper tigers” (Döring, 

2018, p. 53). While acknowledging their shortfalls, it must be noted that the two Processes 

have potential towards capacitating and enhancing regional security intelligence cooperation 

and consequently having an immeasurable impact on the operationalisation and 

implementation of the APSA.  

Essentially, strengthening intelligence sharing mechanisms at the regional level can yield and 

ripple desired results at the continental level. The development of national and regional 

security structures, frameworks and strategies address grassroots security challenges. These 

security challenges are hardly attainable using a non contextualised continental framework. 

Therefore the enhancement of security intelligence cooperation at regional and national levels 

offers a standardised and legal avenue to pursue, operationalise and implement an effective 

continental security framework – the APSA. 

6.2 The Nouakchott Process 

6.2.1 Genesis 

The Nouakchott Process rose out of common regional security threats compounded by serial 

armed conflicts in Northern Mali. The region was occupied illegally by terrorist and armed 

groups asserting political claims as an alternate (AU Assembly, 2012b, para. 4; AU PSC, 2012, 

para. 2). The multidimensional and complex nature of the Malian conflict emanated from 

fundamental grievances involving a wide network of actors and groups (Francis, 2013, p. 2). 

The intra-state war collectively presented itself as a regional challenge intersecting security 

and humanitarian crisis. The Tuareg mutiny, military coup and Islamic jihadist efforts to 

establish a sharia law state coalesced to produce the dire political situation in the state. The 
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violent conflict exacerbated the underlying humanitarian crisis (Haysom, 2014, p. 3). The crises 

gave rise to regional and international responses. The neighbouring states and the PSC 

envisioned how the Malian conflict could affect the region's stability. Hence, the security 

challenges posed were becoming multinational in their nature and equally the same in their 

potential effects.  

In retrospect, the awakening desire of the PSC to collectively address these challenges with the 

help of the neighbours of Mali is detailed elsewhere. The 353rd meeting of the PSC underscored 

the need to immediately rope in the neighbours as a measure to fortify and keep track of the 

borders (AU PSC, 2013b, para. 5). The required security measures and necessitate regional 

solidarity prompted the PSC to seek and devise solutions to the security and humanitarian crisis 

in the region. This explains why the Nouakchott Process transcends beyond one REC. The 

design of a collective framework was instrumental because although these security challenges 

particularly describe the unfolding events in Mali (Döring, 2018, p. 45), their overspill 

reverberations presented security challenges to the rest of the Sahelo-Saharan region. 

Therefore, the roots of the Nouakchott Process can be traced to the PSC requested on the 

neighbours of Mali to “provide the necessary support in terms of intelligence and any other 

support” (AU PSC, 2013b, para. 7 (h)).  

Subsequent to the PSC request, a meeting of the Support and Follow-up Group was held on 5 

February 2013 in Brussels, Belgium. Previously, two meetings of the Support and Follow up 

Group were held on 7 June 2012 in Abidjan, Côte d’Ivoire and on 19 October 2012 in Bamako, 

Mali. The third meeting is significant in that, among other recommendations, it reiterated the 

need for neighbouring countries of Mali to cooperate intelligence (African Union, 2013e, para. 

9). In support of ECOWAS, neighbouring countries and international partners, the AU was 

committed to re-establishing “State authority in the North of Mali” (AU Assembly, 2012b, para. 

5) through cooperation.  

The cooperation of security intelligence and border control against terrorists and transnational 

organised crime constitute the fundamental principles of the Nouakchott Process. The 

increased linkage between organised crime and terrorism has been noted, particularly in 

fragile states (AU PSC, 2017c, p. 2). The nexus continues to hamper how affected governments 

dispense their constitutional mandates. It presents challenges not only to the affected 

government but also to the PSC in its peace and security endeavours. The ability of terrorist to 
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finance their cause from illicit activities present a plethora of other security challenges such as 

wildlife, human, drug and firearms trafficking. As noted in the Sahelo-Saharan region, these 

security threats coupled with the proliferation of weapons continues to pose security 

challenges (AU Assembly, 2012a, para. 14).  

By addressing these issues, parties involved would facilitate the implementation of AFISMA 

and the operationalisation of the APSA in the Sahelo-Saharan region. Hence, the idea of a 

regional security framework – the Nouakchott Process – was conceived as a tool to “increase 

the effectiveness of existing mechanisms” (African Union, 2013e, para. 9). Although the 

framework of regional security intelligence cooperation was to be positioned within the APSA, 

it would create a new and unique regional security cooperation surpassing conventional 

modalities of cooperation between the AUC and the relevant RECs. Apart from creating a new 

way of security cooperation, it introduced a novel endeavour of arranging and rearranging 

regional security systematically beyond the ASF geography (Döring, 2018, p. 33).  

Interestingly, the idea of a framework presented an opportunity to coordinate security and 

enhance cooperation in a region where “regional relations were often an obstacle to efforts to 

address the current conflict” (Haysom, 2014, p. 6). The reluctance of ECOWAS, the 

malfunctions of CEN-SAD and the deadlock confrontation between Algeria and Morocco in the 

UMA made it difficult to coordinate regional security efforts beyond one REC. However, despite 

the incapacitations and power wrangles, the AU, RECs and their Member States play a 

significant role in the evolving structure and context of African peace and security. Döring 

(2018, p. 33) postulates that Mali's crisis extended beyond its borders to neighbouring 

countries and adjacent RECs. Therefore, the Nouakchott Process was shaped as a spatialised 

and ambitious framework transcending beyond these limitations.  

Consequently, the regional framework would illuminate a new norm of interchangeable 

security functions between RECs. According to Desmidt and Hauck (2017, p. 1), the African 

security context is not static, as evidenced by the security fluctuations. Consequently, through 

the Nouakchott Process, the interchangeable functions of RECs would be put in place to 

address the security dynamics of Africa. Therefore, the effort to launch the Nouakchott Process 

became the first of its kind to bring together multiple RECs – at the regional level – to address 

trans-sovereign and trans-regional security threats through enhancing security intelligence 

cooperation. 



219 
 

 

Following up on a communiqué of the PSC consultative meeting held on 25 January 2013 and 

the third meeting of Support and Follow-up Group held on 5 February 2013 in Brussels, 

Belgium, the AUC was urged to organise a meeting where countries within the Sahelo-Saharan 

region would discuss, evaluate and adopt the modalities for enhanced security cooperation 

(African Union, 2013a, §. 2). It was through this PSC organised meeting that the idea of a 

regional framework was deliberated. According to Wæver (1995, p. 53), security threats are 

relative. The meeting, therefore, functions to outline common security threats in the region.  

The Process created a new security region characterised by the same insecurities. By outlining 

common security threats in the region, the framework would be seen as a platform where 

security is constructed and defined (Fisher, 2014, p. 7)  by participants. Also, it moves beyond 

the conventional regionalisation of conflict within a specific REC to bundle more than one REC. 

In the same line of thought, Döring (2018, p. 42) analyse, describe and position the Nouakchott 

Process within a ‘spatial dimension territory’ of the Sahel ‘space.’ Therefore, the geography 

and organisation of the issues discussed, defined and constructed became a step towards 

adopting the Nouakchott Process.  

6.2.2 Inauguration  

The Nouakchott conclusions – which established the Nouakchott Process – were held on 17 

March 2013 and attended by various stakeholders, institutions and international organisations. 

The meeting was organised and led by the AUC. The meeting was convened to “facilitate the 

deepening of security cooperation between the countries concerned” (African Union, 2013a, 

para. 3 (a)). Therefore, immediate neighbours of Mali were requested to cooperate necessary 

intelligence in support of ongoing peace and security operations in the region which sought to 

restore authority and territory to the Malian State (African Union, 2013a, §. 1).  

In attendance were ACSRT,232 CISSA,233 ECOWAS, EU, UN and the Fusion Liaison Unit (UFL) 234 

(African Union, 2013, para. 2). Permanent members of the UNSC, China, France, Russia, the UK 

and the USA were also in attendance. The Nouakchott Process has been outlined as the most 

 
232 Also known as CAERT. It was established as a structure of the AU Commission in 2004 under the AU Plan of 
Action to Prevent and Combat Terrorism adopted in Algiers, Algeria from 11 to 14 September 2002. It primarily 
function to enhance capacities of AU member states to counter terrorism https://caert.org.dz/. 
233 For a detailed discussion on CISSA, see chapter five.  
234 The UFL is a counterterrorism security cooperation mechanism for countries within the Sahel region. 

https://caert.org.dz/
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inclusive security cooperation mechanism in the region (ibid.) regardless of receiving “virtually 

no attention in the respective publication channels” (Döring, 2018, p. 33). 

Figure 10: Nouakchott Process Member States 

 

Source: Döring (2018, p. 43).  

The partners of the Process are the AU, ACSRT, CISSA, CEN-SAD, ECOWAS, UFL, the AU Mission 

for Mali and the Sahel (MISAHEL),235 the Multidimensional Integrated Stabilisation Mission in 

Mali (MINUSMA),236 the NARC and the UN Office for West Africa and the Sahel (UNOWAS),237 

is a testament to its inclusiveness. Hence, the involvement of numerous regional and 

international entities accentuates the need for an overlapping “coalition of coalitions” 

(Bensahel, 2006, p. 36) as a successful and pre-emptive approach to regional peace and 

security.   

 
235 MISAHEL is an AU mechanism appointed to ensure governance, security, and development as strategies for 
crisis recovery in Mali and the Sahel http://www.au-misahel.org/. 
236 MINUSMA was established by the UNSC on 25 April 2013 under Resolution 2100 to carry out security related 
tasks and support political processes in Mali. Resolution 2164 of 25 June 2014 further extended the mandate of 
the mission to support national political dialogue, rebuild the security sector, assist in the reestablishment of State 
authority, ensure security, stability and the protection of civilians and the protection of human rights 
https://minusma.unmissions.org/  (see Bergamaschi, 2013; Lotze, 2015). 
237 UNOWAS is a special political mission of the UN which is based in Dakar, Senegal. The mission is managed by 
the Department of Political and Peacebuilding Affairs (DPPA). The mission engages in preventive diplomacy, good 
offices, political mediation and facilitation, and other activities in countries throughout West Africa and the Sahel 
https://unowas.unmissions.org/. 

http://www.au-misahel.org/
https://minusma.unmissions.org/
https://unowas.unmissions.org/
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However, despite garnering support from multiple organisations, the Nouakchott Process is a 

brainchild of the AUC (Döring, 2018, p. 49) amongst other security initiatives. However, the 

involvement and association by Member State to multiple regional and continental security 

entities pose serious financial constraints. Earlier, the challenge was benign because of the 

funding received from the EU. Hence, the Member States to the Nouakchott Process 

participated without worrying about financial commitment and reservations. However, with 

the EU scaling down on funding African peace and security programmes,238 the Member States 

and the Nouakchott Process have been left exposed to financial obligations. The challenge has 

affected the operations of the Nouakchott Process in how it is operationalised and 

implemented because, in most cases, the functions of these regional and continental security 

initiatives overlap.239 Consequently, Member States fail to commit or withdraw from some of 

these security initiatives – the Nouakchott Process included. Post withdrawal, they focus only 

on the security mechanisms – regional or continental – producing optimal results in line with 

their security aspirations.  

By underscoring regional security cooperation through intelligence sharing, coordinated 

efforts and border control measures, the Nouakchott Process became a sub-feature of a 

broader APSA framework in the Sahelo-Saharan region. Indeed, the Nouakchott Process is a 

security feature that makes up part of a larger feature – the APSA – because some of the issues 

discussed elsewhere are implemented through the Process. For instance, regional security 

conferences (AU PSC, 2010, para. 5), intelligence sharing and enhanced border control (AU 

PSC, 2017c, pp. 2-3) were underscored by the PSC and implemented via the Process. 

Consequently, questions about influence and ownership of the Process emerge (see section 

6.6).  

Regardless, the standard interpretation underscores that the Process was built within the 

framework of the APSA as an initiative of the AU PSC to address security issues in the Sahelo-

Saharan region with obligations to facilitate security intelligence cooperation and act against 

transitional crime and terrorism (Döring, 2018, p. 33). It was also devised to enhance security 

intelligence cooperation and implement and operationalise the APSA within the region. It 

brings about a culture of information sharing among various security actors and stakeholders 

 
238 Interview, Senior Officer, ISC, Addis Ababa, 18 February 2021. 
239 Interview, Senior Officer, ISC, Addis Ababa, 18 February 2021. 
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in the region, such as intelligence services, security ministers and military chiefs. The 

Nouakchott Process aims to enhance cooperation to achieve security through intelligence-

based policing, mutual assistance on security issues and the creation of horizontal structures 

to strengthen cohesion and counterterrorism. The latter objectives make the Nouakchott 

Process a key platform for intelligence cooperation against terrorism in the region (European 

Union, 2016, p. 2). It is of prime significance to note that the Nouakchott Process was launched 

not as a once-off undertaking but as a continuous consultation process where security 

challenges in the region are discussed – hence the locution ‘process.’  

Consequently, the second objective of the meeting was to consult and devise modalities 

contextually useful in the operationalisation of the APSA in the region (African Union, 2013a, 

para. 3 (b)). Therefore, it became a potentially significant regional entity employed to 

operationalise the APSA by effectively combatting terrorist organisations, the proliferation of 

weapons and criminal syndicates. The Nouakchott Process remains a significant epitome of the 

potential contributions made by intelligence services to the APSA, its operationalisation and 

implementation. In a broader aspect, the Nouakchott Process was also designed to help Mali 

in two ways. First, as a support to the joint Franco-Malian forces assisted by Chadian forces 

and ECOWAS to liberate main towns in northern Mali (African Union, 2013a, para. 3). Second, 

by helping the AFISMA to realise its mandate and objectives satisfactorily. Therefore, 

participants of the Nouakchott Process agreed to facilitate the implementation of AFISMA, 

enhance cooperation among Mali’s neighbouring countries and pledge to see this through 

(African Union, 2013a, para. 7).  

The state of the regional framework and the measures adopted makes the Nouakchott Process 

the first of its kind. Launching the Nouakchott Process became a chance to consider the volatile 

political and security uncertainties in the region and devise solutions to overcome the 

challenges. Due to the serial and critical security challenges faced by the Sahelo-Saharan 

region, a set of measures were agreed to address the rampant security challenges. First, 

participating Member States agreed to strengthen their border security to prevent terrorist 

and criminal groups movement. The implementation modalities of this measure were to be 

communicated by each Member State to the AU within a fortnight. Second, Member States 

agreed to use the UFL and other entities to enhance intelligence cooperation. According to 

Okeke (2019, p. 2), the Nouakchott Process strengthens information-sharing mechanisms. The 
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use of available institutions to realise this measure also extends to the ACSRT. The ACSRT was 

mandated to convene national meetings within the region of concern. Third, the ACSRT was 

mandated to devise “adequate communication infrastructure to facilitate secure intelligence 

sharing among all stakeholders” (African Union, 2013a, para. 8 (iii)). Creating a portal to receive 

and send intelligence would capacitate countries within the region to swiftly and securely share 

security intelligence.  

Fourth, resonating with the preceding measure, Member States also agreed to strengthen 

national capacities by exchanging training, equipment and experiences. According to Svendsen 

(2008, p. 135), the exchange of training, equipment and experiences function as homogenising 

and standardising procedures. The initiative has been reiterated by the PSC specifically in 

addressing terrorism, extremism and radicalism propaganda (AU PSC, 2017e, para. 5). The 

need for de-radicalisation arose from the PSC’s open session on the ‘decisive role of de-

radicalisation policies in the fight against terrorism and violent extremism in Africa’, held on 19 

April 2016 (AU PSC, 2016e, pp. 1-3). Furthermore, the PSC continuously reiterate 

condemnation of the propaganda that constitutes narratives of violent extremist ideologies 

and hate speech (AU PSC, 2018a, para. 2). As an initiative of the AUC, programmes of the 

Nouakchott Process are prepared by the AUC and other consulted relevant partners depending 

on identified needs. Hence, these exchanges are modelled after capacity building initiatives 

provided and undertaken by the AUBP and UN agencies (African Union, 2013a, para. 8 (iv)). 

Therefore, involved Member States stressed the need to continue capacity building programs, 

mobilize resources and finalize the operationalization of the APSA in the Sahelo-Saharan region 

through a coordinated and collective approach.  

Fifth, the ACSRT was mandated to launch assessment missions in the Sahelo-Saharan region. 

These assessment missions were designed to appraise the capacity of the involved Member 

States to thwart terrorism. Besides, assessment missions were also designed to follow up on 

measures and recommendations adopted and identify gaps where these countries would need 

assistance to materialise the above. Sixth, Mali was expected to reform and intensify its 

defence and security sector to promote regional stability (African Union, 2013a, para. 8 (vi)). 

The Nouakchott Process, at its core, has a central dimension of discursive contestations, 

interactions and social constructions. This dimension equips it to be ‘constantly in the making.’ 

Therefore, the motion by the AUC to contextually position the Nouakchott Process within a 
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geographical collection of neighbouring countries demonstrate, to some extent, a dedication 

by the continental organisation to provide real-time and collaborative solutions through 

intelligence cooperation to the collective security challenges in the region.  

The ACSRT, CISSA and the UFL provides a capacity-building matrix to guide participants of the 

Nouakchott Process and the activities they are expected to undertake (African Union, 2014b, 

para 31). In collaboration with African institutions and international partners, the ACSRT has 

led capacity building initiatives for the Nouakchott Process through a series of workshops, 

assessment visits, meetings, et cetera. These initiatives aim to enhance regional intelligence 

cooperation and the effective operationalisation of the APSA in the Sahelo-Saharan region. 

Also, they provide a useful avenue of confidence-building, resulting in the capacity to act.  

In the purview of its mandate (African Union, 2014b, para 31), the ACSRT has conducted nine 

recorded capacity building initiatives for the Nouakchott Process from September 2013 to 

November 2014. These initiatives have been conducted as workshops, training courses, 

training workshops, coordinators meetings, et cetera. For instance, the first capacity-building 

initiative was organised as three training courses on analysing operational intelligence. It was 

co-held in Algiers, Algeria and Bamako, Mali through three meetings between 23 September 

2013 to 17 December 2014 (African Union, 2014b, para 32 (b)). Within the same framework, a 

workshop was held in Algiers, Algeria, from 1 to 2 October 2013. In summation, it focused on 

best practices on handling terrorism cases and intelligence information in criminal justice. 

Under its Strategic Plan of Activities for 2010 to 2013 and as part of the Nouakchott Process, 

the ACSRT has conducted multiple evaluation missions. These timely evaluation missions are 

part of capacity building by assessing the capacity of selected Members States in fighting 

terrorism. The evaluations are also meant to assess the ability and aptitude of AU Member 

States to commit to the AU Plan of Action (African Union, 2014b, para. 26). These capacity-

building missions define the type of help a member country needs to implement the 

recommended measures (African Union, 2013a, para. 8 (v)). Therefore, assessment missions 

under the Nouakchott Process were done in Niger from 10 to 15 June 2013, in Libya from 4 to 

5 September 2013, in Côte d’Ivoire from 18 to 22 November 2013 and in Chad from 24 to 29 

November 2013. Beyond 2013, records of evaluation missions under the Nouakchott Process 

are unavailable. The evaluation missions, however, enabled participating countries to the 
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Nouakchott Process to underscore gaps, pinpoint areas of improvement, improve skills and 

develop competencies necessary to materialise objectives of the process. 

By convening capacity building initiatives, the Member States in the Nouakchott Process, 

through the ACSRT, have managed to engage with regional, continental and international 

organisations and institutions. Its capacity-building initiatives have received technical and 

financial support from the Federal Criminal Police Office of Germany (BKA),240 the Spanish 

Government, the United States Mission to the AU (USAU), RECs, Global Counter-Terrorism 

Forum (GCTF), Institute for Security Studies (ISS) and AFRIPOL. Such a strategic network has 

exposed, equipped, and accustomed the Nouakchott Process with best international practices.  

Furthermore, the capacity building initiatives of the Nouakchott Process has transcended 

beyond the confines of the Nouakchott Process. Consequently, enhanced security intelligence 

cooperation is no longer limited to institutions and information shared between participating 

members. Security cooperation has developed to involve international entities, best practices, 

criminal justice, academic courses, et cetera (African Union, 2014b, para 32). For instance, 

from 10 to 12 September 2019 in Algiers, Algeria, the Member States of the Nouakchott 

Process participated in a capacity building workshop organised by AFRIPOL. The workshop was 

held under the topic of ‘Risk Analysis and Cross-Border Crime’ to enhance cooperation and 

counter-terrorism and transnational organised crime (AFRIPOL, 2019, p. 1). Therefore the 

workshop enabled the provision of knowledge from facilitators, sharing of experience and 

discussions on key counter-terrorism and transnational organised crime concepts.  

The capacity-building programs have provided an avenue for the Nouakchott Process to 

collaborate and consult with international organisations. Following up on a communiqué 

adopted at the PSC meeting held in Nairobi, Kenya on 2 September 2014, Member Countries 

to the Nouakchott Process identified practical steps to materialise the provisions of the 

communiqué (African Union, 2014b, para. 20). The idea of African arrest warrants (AU PSC, 

2010, para. 5) presented an opportunity for the Nouakchott Process to accommodate a 

recurring role played by international organisations like the UNODC and the EU Judicial 

 
240 Bundeskriminalamt is the central criminal agency in Germany which functions to synchronise and bring the 
different elements of state and federal cooperation in police investigations. 
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Cooperation Unit (Eurojust).241 Ensuing, the idea was further developed by the PSC in its 455th 

Meeting held in Nairobi, Kenya, where it was reiterated that the issue of African arrest warrants 

required extra attention given (AU Assembly, 2015, para. 28). The role played by the 

aforementioned international organisations in the Nouakchott process is systematically 

aligned and specific to its objectives of combating terrorism and transnational organised crime. 

Therefore, the Nouakchott Process partner with the UNODC and the Eurojust to realise its 

mandates.  

Capacity building initiatives of the Nouakchott Process simultaneously benefit the APSA – 

bearing in mind that the Nouakchott Process was conceived out of a problem to operationalise 

and implement the APSA in the Sahelo-Saharan region. Member countries to the process 

underscored the uneven and inappropriate geographical coverage (African Union, 2013a, para. 

10). When the Nouakchott Process was launched in 2013, the AU had spent eleven years trying 

to get the ASF running. Regardless of the elapsed time, it was still more of a concept than an 

operational pillar of the APSA. Despite the existence of vast security threats in the Sahelo-

Saharan region, the political landscape – among other factors – prohibited the ASF to function 

at the continental, regional and state levels. The situation was exacerbated by a deficit in 

operational mechanisms between the AU and the five ASF brigades (Williams, 2011, p. 11). 

Before the launch of the Nouakchott Process, most AU Member States had not signed an MoU 

on troop deployment with the ASF regional mechanism. Therefore, the ASF inability to deploy 

into Mali prompted the AU to establish the ACIRC and the Nouakchott Process (Cocodia, 2015, 

p. 2). Despite coming into existence, neither the ASF nor the ACIRC has been put into operation 

in Nigeria and its neighbours to fight terrorism.  

The reality of the APSA being directly operationalised in a chaotic political climate was next to 

none. Therefore, it had to be implemented through a localised delivery system involving not 

only Mali but its neighbouring countries as well. Albeit positioned within a larger framework of 

the APSA, the unique geographical collectivism underscores that Member States of the AU are 

not merely passive adapters of borrowed, transnational and reproduced security mechanisms. 

They are actively involved in the redefinition and reconstruction of existing norms (Acharya, 

2004, p. 269) to suit their security challenges and geographical realities. Therefore, the 

 
241 EUROJUST is an agency of the EU which is mandated to enhance the cooperation and coordination of serious 
judicial and criminal matters affecting more than one-member state.  
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operationalisation of the APSA within the region required a recalibration by taking into account 

the unique geographical, political and security landscape. Hence, the establishment of the 

Nouakchott Process aims to enhance security cooperation and operationalise the APSA in the 

Sahelo-Saharan region. According to Döring (2018, p. 2), despite being launched within the 

APSA, the ACIRC and the Nouakchott Process “represented different ways of organising 

security in the region.” Therefore, the Nouakchott Process bypassed, complemented and 

bridged three of the five regional geographies of the ASF. A complex relationship emerges 

when triangulating the Nouakchott Process, APSA and ASF. Functions of the latter were 

bypassed to operationalise the APSA through a new regional framework – the Nouakchott 

Process – despite the ASF being one of the pillars of APSA. Retrospectively, the AU has 

tendencies to launch intricate and tangled mechanisms which are seldom feasible (Cocodia, 

2015, p. 3) because of their complex relationships, operational and tactical incapacities and 

the reluctance of Member States (Williams, 2011, p. 10).  

Noting the operational gaps of the ASF in the region, participating countries agreed on three 

measures to materialise the operationalisation of the APSA in the region. First, they agreed to 

document their views and proposals on strengthening and operationalising the APSA in the 

region. The documentation was done through a questionnaire developed by the AUC (African 

Union, 2013a, para. 12 (i)). Second, through collected data and considering efforts, results and 

challenges, the AUC would prepare a report outlining modalities for the operationalisation of 

the APSA within the region (African Union, 2013a, para. 12 (ii)). Third, the AU Commission 

would convene a meeting for the involved Member States to endorse or reject the finished 

report. Participating counties also agreed that relevant Ministers would meet twice a year and 

the HISS once every two months (African Union, 2014b, para. 1). 

Collectively, measures adopted at the Nouakchott Process were designed to yield and promote 

sustainable peace and security. The security and humanitarian challenges, particularly in Mali, 

exposed the region to motions of instability, crime and terrorism. Deducing from the adopted 

measures, apart from security and humanitarian challenges in Mali, counter-terrorism was also 

at the centre of the discussions. A report by the UNSC (2014a, para. 49) underscores the 

Nouakchott Process as largely a collective counter-terrorism mechanism. Although terrorism 

is not the only security challenge faced in the particular African region, the substantial 
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resources directed to address it emphasize how it has become a driving force to international 

intelligence cooperation trends (Taylor, 2007, p. 263; Svendsen, 2008, p. 137).  

As a centre for the study and research on terrorism, the ACSRT was mandated to see through 

three of the six measures adopted during the Nouakchott Process. Therefore, these measures 

make the ACSRT a pivotal entity in operationalising the Nouakchott Process in particular and 

the APSA in general. The overall security pursuits and contributions advanced by the 

Nouakchott Process outline the need for “intelligence sharing”, “operationalising security 

arrangements within the APSA” to address common security challenges and identify security 

parameters (Döring, 2018, p. 44). Although the Nouakchott Process is not an initial benchmark 

of intelligence cooperation of Africa, Döring (2018, p. 45) cautions that “contrary to general 

assumptions about international intelligence sharing and security cooperation, this kind of 

exchange did not exist before, in a region where international relations were (are) dominated 

by mistrust.” 

6.2.3 Implementation of the Nouakchott Conclusions  

A consultative meeting attended by intelligence and security experts from the Sahelo-Saharan 

region was held in Bamako, Mali, on 18 April 2013 to follow up on the conclusions of the first 

meeting held in March. The AUC and eleven countries participated in the meeting. The ACSRT 

and CISSA participated in reviewing the security situation in the region. The meeting was also 

convened to assess the “capacity needs of existing national and regional structure” (African 

Union, 2013b, p. 1).  The assessment of national capacities sought to identify further modalities 

for enhanced intelligence cooperation and the support of the implementation of AFISMA, as 

discussed in March 2013 in Nouakchott. The role played by the AU towards the establishment 

of the process is significant. The AUC, through the PSC, initiated the launching of the 

Nouakchott Process, and it has immensely contributed to the process by roping in other 

entities like the ACSRT and CISSA. Amongst other things, it has done so through implementing 

and promoting recommendations of the process, undertaking technical assessments and 

strengthening the regional arrangement (Ismail & Kifle, 2018, p. 17).  

A second MM on the Enhancement of Security Cooperation and the Operationalisation of the 

APSA in the Sahelo-Saharan region was held in Ndjamena, Chad, on 10 September 2013. It was 

convened to review the progress on implementing the conclusions of the initial MM held in 

Nouakchott in March 2013. The meeting became the first to be convened within the mandated 
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timeframe of one meeting for relevant Ministers once every six months (African Union, 2013c, 

para. 1). While assessing the situation within the region, the meetings also functioned as a 

confidence-building tool and a guiding principle in facilitating the cooperation of security 

intelligence within the region (African Union, 2013c, para. 3). Measures adopted in the second 

MM diverge from the declarations made in the initial meeting held in Nouakchott, where the 

ACSRT was mandated to devise an “adequate communication infrastructure to facilitate secure 

intelligence sharing among all stakeholders” (African Union, 2013a, para. 8 (iii)). However, 

considering that CISSA is a participant in the Nouakchott Process with a functional and enlarged 

intelligence-sharing framework utilised by its Members Services, the committee emerged as 

the organisation to facilitate intelligence sharing through its SCS.242 Consequently, the roles of 

the ACSRT were reduced yet focused. The new mandate of the ACSRT now includes the 

production and dissemination of Daily News Highlights and the development of capacity 

building exercises to identify and address gaps in skills and expertise.  

The attention of the Nouakchott Process was redirected to Niger and Libya. This was a result 

of two developments. First, it was the signing of the Agreement on Peace and Reconciliation 

in Mali on 15 May and 20 June 2015 in Bamako, Mali. This was a direct result of the Algiers 

Process signed by the Government of Mali and other signatory movements in Algiers, Algeria, 

on 24 July 2014. Second, the completion of assessment visits in Niger and Libya identified 

security gaps in the countries. Therefore, in cooperation with the Libyan government, ACSRT, 

CISSA and UFL conducted a workshop to discuss security challenges and possible solutions. The 

workshop was held in Tripoli from 4 to 5 September 2013 as a follow up to the Tripoli Action 

Plan (TAP)243 held and adopted from 11 to 12 March 2012. The speedy operationalisation of 

the TPA was held within the context of the enhancement of operational land and border 

security cooperation within the Saharan Region. Porous borders have been underlined as 

posing serious challenges to global security (UNSC, 2017, para. 2-3; AU PSC, 2020a, para. 5-6).  

Considering that Libya participates in the Nouakchott Process, it was agreed that land and 

border security intelligence should be shared while speedily cultivating operational and 

confidence-building measures to reduce risks and address threats. The workshop's conclusions 

 
242 As stated in the previous chapter, CISSA has a SCS utilised by its Member Services.  
243 The TAP was adopted on 12 March 2012 by Libya and its neighbours to cooperate border security through the 
development of laws to underpin border control, advanced technologies and specialised security training. 
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also underscored the need to expand and replicate bilateral and multilateral border security 

cooperation arrangements adopted by other regional countries (African Union, 2013c, para. 7 

(ii)). The immediate operationalisation of the mechanism provided in the TPA was designed to 

be achieved through follow up meetings and workshops, timely intelligence cooperation, 

exchange of security experiences and the development of necessary skills and expertise.  

On the other hand, three measures were agreed as necessary steps to enhancing security 

cooperation and the operationalisation of the APSA in the region. First, participating countries, 

with the AU support, pledged to conduct de-radicalisation and counter-radicalisation 

programs. Second, it was agreed that the security and the defence sectors need to be managed 

effectively. This ensures best practices in the fight against terrorism, transnational crime and 

corruption (African Union, 2013d, para. 9(ii)). Third, participating countries pledged to align 

their national legislations and engage in mutual legal assistance. The meeting episodes of the 

Nouakchott Process bring evolutionary security measures to suit the dynamics of security 

challenges. On its inception, the focus was on addressing violent and recurring security threats, 

particularly in Mali and generally in the Sahel-Saharan region. According to Döring (2018, p. 

33), the Nouakchott Process was enacted to address transregional crime connecting Algeria, 

Libya, Mali, Mauritania, et cetera. The flexible and gradual development of the aforementioned 

three measures functions, to some extent, as a testament to the potential ability of the 

Nouakchott Process to align itself with contemporary security threats.  

The third MM was held in Niamey, Niger, on 19 February 2014 within the framework of the 

Nouakchott Process. The meeting was conducted as a follow up to the second MM, where the 

overall situation in the respective region was discussed. Amongst other things, the political 

landscape of Mali that had transitioned was discussed. In general, the Nouakchott Process 

thrives on “promoting good neighbourliness in the Sahelo-Sahara region” (African Union, 

2014d, para. 6). It is a collective effort that acknowledges that the insecurity of one nation can 

destabilise other nations in the region. Hence, the cooperation of intelligence is the effort 

towards addressing the ills of the region. This explains why the Nouakchott Process meetings 

are continuously held and standing positions re-evaluated in every sitting, making them a series 

of collective procedures and measures formulated to address security challenges in the Sahelo-

Saharan region. Therefore, it is a mechanism for increasing regional security engagement 

derived from a Pan-Africanism standpoint of solidarity. Considering how a secure channel of 
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intelligence exchange was still under development then, the UFL pledged to accommodate all 

countries of the Nouakchott Process, ACSRT, CISSA and MISAHEL in using its SCS (African Union, 

2014d, para. 11). The Nouakchott Process offers a holistic approach to dealing with the security 

challenges in the Sahelo-Saharan region. It acknowledges existing problems and presents 

possible comprehensive solutions which are not limited to one country but the entire region.  

The fourth MM of countries participating in the Nouakchott Process was held on 17 December 

2014 in Nouakchott, Mauritania. The meeting was conducted to provide a progress check on 

the development since the Nouakchott Process was launched. Significant progress was noted 

and acknowledged on the exchange of security intelligence. However, participants also 

acknowledged the delayed experience in the exchange of security intelligence. Resultantly, 

participants agreed to adopt “appropriate measure to expedite the communication of 

operational information” (African Union, 2014b, para 15). Although countries within the 

Sahelo-Saharan region exchange security intelligence, it is important to note that regional 

institutions and organisations like the ACSRT and CISSA are also part of the process. The 

contributions made by CISSA in the region have been noteworthy. Its integration into the AUC 

mandates it to play a role in the Nouakchott Process to enhance security intelligence 

cooperation and strengthen the operationalisation of the APSA within the Sahelo-Saharan 

region. 

As noted before, when the Nouakchott Process was launched in 2013, the ACSRT was 

mandated to establish a SCS. However, the first MM held in Abidjan, Côte d’Ivoire, revised that 

mandate placing it under CISSA. CISSA’s framework was selected because of its enlarged 

system for all CISSA members (African Union, 2014b, para 18). The delays experienced in the 

operationalisation of the SCS were complemented by UFL, with Algeria’s help. Therefore, the 

UFL was urged to develop further operational procedures necessary to cooperate intelligence 

effectively(ibid.). Following up on the PSC communique on violent extremism and terrorism in 

Africa, participants underscored the need to counter violent extremism, radicalisation and 

organised transnational crime. These remain important to the Nouakchott Process, considering 

how they are sources of instability in the region. The AU’s efforts on developing African arrest 

warrants on people charged with terrorist acts were acknowledged as an important feature of 

the Nouakchott Process and the operationalisation of the APSA in the region.  
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However, regardless of the progress made, for instance, through the Nouakchott Process from 

2013 onwards, the continental body faces similar challenges. Despite the numerous 

frameworks and mechanisms put in place, the continent continues to face growing security 

threats (AU PSC, 2018b, para. 4) posed by similar challenges such as violent extremism, 

radicalisation and terrorism (AU PSC, 2020a, p. 1). Consequently, this raises pertinent 

questions on whether the current security frameworks are effectively positioned to deal with 

manifesting insecurity confrontations.  

On the other hand, the fourth MM also outlined pending measures previously agreed upon by 

participating countries but not yet implemented. First, the development of the questionnaire 

by the AU, as agreed in Nouakchott in 2013, was outstanding. Then,  without the questionnaire, 

the AU could not identify existing security agreements and measures in the region (African 

Union, 2014b, para 25(i)). Consequently, it would impact the overall operationalisation and 

operational efficiency of the APSA within the region. Second, the address of emerging and 

novel security threats in the Sahelo-Saharan region through a report was another pending 

measure. It stood as an effect of the first outstanding measure because without identifying 

existing security measures, it would be impossible to separate new from recurring threats. 

Third, the follow up on measures recommended on the Niger assessment mission was also 

outstanding. The assessment mission was conducted from 10 to 15 June 2013.  

Fourth, a recommended study on the Islamic State in Iraq and the Levant was outstanding. 

Participants of the Nouakchott Process were convinced that understanding the action of the 

aforementioned extreme groups in Iraq would provide useful insight into the nature of local 

terrorist groups in the region. The configuration of terrorist groups in Iraq would help explain 

the evolution of terrorist groups, not only in the Sahelo-Saharan region but also in Africa. 

Although transnational elements of organised crime and the globalisation of terror differ, 

however, they provide a useful perspective in understanding the network. The understanding 

of the glocalised forms of terror groups, to some extent, remains a step towards providing 

useful and actionable intelligence. Fifth, a campaign against violent extremism and 

radicalisation in the region was also outstanding (African Union, 2014b, para 25 (v)). The ability 

of the Nouakchott Process to review its adopted measures concerning the regional security 

situation gives it an added advantage of being adaptable to changing features of terrorism or 
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international organised crime. Consequently, it results in the regular reconfiguration of the 

adopted measure to suit the political and security landscape.  

At the centre of the Nouakchott Process is enhancing intelligence cooperation which is used 

to supplement the operationalisation of the APSA in the region. Hence the process is a solution 

to security challenges in two ways. It presents attainable solutions to the security challenges 

facing the Sahelo-Saharan region. On the other hand, by being positioned within a wider 

framework of the APSA, it also serves to implement the aims and objectives of the APSA in the 

region. The differences between the two solutions are noticeable. While the Nouakchott 

Process measures are limited to one region and one region alone, measures adopted by the 

APSA are implemented at the continental level. However, as a framework for mutually agreed 

on approaches on security challenges facing the region (African Union, 2014b, para 34), it 

implies that the operationalisation of the APSA within the region can be revised to fit into the 

shared vision and collective responsibility of Nouakchott Process participants. 

Resolvedly, during the fourth MM, participants agreed to institutionalise the Nouakchott 

Process with a secretary based in Niamey, Niger. The functions of the secretariat would be to 

coordinate the implementation of the Nouakchott Process (African Union, 2014b, para 46). 

Participating countries also agreed to establish joint patrols and mixed units (African Union, 

2014b, para 34) staffed with the necessary human capital. On the other hand, countries 

involved expect the AU to grant legitimacy to any bilateral or multilateral arrangements (Ismail 

& Kifle, 2018, p. 17). The idea of joint patrols was forwarded to address the porous borders in 

the region. The initiative can be traced to the Nouakchott Conclusions, where participating 

countries coordinate border control measures and efforts. Therefore, the joint patrols 

epitomise enhanced security cooperation (African Union, 2014b, para 37; AU PSC, 2015e, para. 

13) and collective intelligence gathering efforts by participating countries. Following the fourth 

MM, measures and mandates necessary to implement the Nouakchott Process were adopted 

and enshrined in the Nouakchott Declaration. 

6.2.4 The Nouakchott Declaration  

The Nouakchott Declaration was signed on 18 December 2014, twenty-one months after the 

Nouakchott Process was launched. The declaration results from the AUC report that outlined 

the Nouakchott Process implementation and modalities for its enhancement (African Union, 

2014c, para. 4). Also, the situation in the Sahelo-Saharan region necessitated the adoption of 
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the declaration. The political-security issues transpiring in the region were illuminated as 

challenges to the stability and security of the region. The reviews of security challenges in the 

region followed by substantive contributions by the HISS had shown that the region was 

experiencing scourges of terrorism, violent extremism, money laundering and organised 

transnational crime (African Union, 2014c, para. 8).  

Regular meetings of different occupations and levels are held at different intervals. These 

meetings are done to address challenges in the region. Participating counties agreed that 

relevant Ministers would meet twice a year and the HISS once every two months (African 

Union, 2014b, para. 1). Regular meetings are convened for participating countries to share 

intelligence. It is through this process that the Nouakchott Process is sequential. These 

meetings have been underscored as “an indispensable tool for the exchange of information 

and intelligence in the fight against terrorism and transitional organized crime” (African Union, 

2014c, para. 9). Therefore, intelligence is shared in two forms, first, through the devised SCS 

initially provided by UFL and then CISSA. Second, through the ministerial and HISS meetings. 

However, the latter provides a unique platform where all participating members can share 

intelligence and discuss challenges and solutions.  

On the implementation status of the process, participating countries agreed to intensify efforts 

made (African Union, 2014c, para. 10). Also, affiliated organisations- ACSRT, CISSA, UFL- were 

urged to cooperate closely with the AUC. Acknowledging the African Union Strategy for the 

Sahel Region, Engel (Engel, 2020, p. 229) avers that the role of the AU Commission is to 

coordinate the process and promote networking of participating countries and various 

stakeholders. Interestingly, the security cooperation within the Nouakchott Process is not 

limited to participating Member States alone. It is a triad arrangement involving the AU 

Commission; the Sahel-Saharan region; and ACSRT, CISSA and UFL. Therefore, it brings states, 

continental organisations and institutions to mutual assistance to pursue peace and security. 

The mutual assistance is also noted through capacity building efforts initiated by the AU 

Commission and performed by the ACSRT within the framework of the Nouakchott Process. 

Capacity building programs also offer a unique chance for participating countries to equip 

themselves with a consistent level of skills and confidence.  

The Declaration reiterates the need to speed up and finalise enhancing the operationalisation 

of the APSA in the Sahel-Saharan region (African Union, 2014c, para. 12). The unique political 
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realities of the region played a fundamental role in the establishment of the collective. These 

security realities compelled (ibid.) participating countries to operationalise the APSA in the 

region. However, the presentation of the Nouakchott Process on the one hand and the 

operationalisation of the APSA on the other presents a challenging dichotomy of yet unified 

aspects. The two are interwoven. However, they differ in implementation and ownership. A 

case in point is how participants in the Nouakchott Process adopted and declared collective 

measures whilst the operationalisation of the APSA in the region still needed speeding up and 

finalisation. Countries within the Sahelo-Saharan region perceive the Nouakchott Process as a 

contextual intelligence exchange platform for their region, whereas the APSA is a framework 

for all regions within Africa. Regardless of the operationalisation of the APSA in the region, 

Venturi and Toure (2020, p. 23) caution that the support of the AU in the Sahel-Saharan is 

“mainly a political mandate and not a substantial, operational one.” The difference may help 

explain the operational difference in enhancing intelligence cooperation and the 

operationalisation of the APSA in the region.  

The final declaration of the participants was their expression of readiness to contribute to the 

MINUSMA, in consultation with the UN. To facilitate the successful completion of the 

stabilisation efforts, participating countries pledged to establish and contribute to a rapid 

intervention force mandated to fight armed groups and terrorists. The AU Assembly strongly 

condemned the activities of armed groups and terrorists in the Sahelo-Saharan region (2012a, 

para. 14). Participating countries declared their commitment to pertinent AUC instruments 

such as the Constitutive Act, the PSC Protocol, the Common African Defence and Security Policy 

(CADSP), et cetera (African Union, 2014c, para. 13). Based on existing experiences, 

participating countries also pledged their support to enhance the cooperation of security 

intelligence and operations, for instance, through mixed units and joint patrols. The 

operational security cooperation constitutes integrated components of the Capacity for 

Immediate Response to Crises in the Sahel (CIRCS).  

The establishment of CIRCS as a mechanism presents an opportunity and a dilemma to the 

APSA and the ASF. Negatively, it had a main effect on the ASF (Döring, 2018, p. 34). Although 

it is aligned to the CADSP and the Non-Aggression and Common Defence Pact of 2005, its 

functions encroach or duplicate some of the mandates of the ACIRC and the ASF. However, it 

also regionalised established continental instruments that, in a way, helped operationalise the 
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APSA in the region. The transnational security challenges in the region which confronted the 

AU could not entirely be confronted through the ASF (Döring, 2018, p. 44). Therefore it 

reduced the continental burden of security operations to regional and national. This was 

expected to improve the overall effectiveness of the APSA.  

6.2.5 The Nouakchott Process vis-à-vis other Regional Frameworks 

According to Döring (2018, p. 33), the intervention experience and security challenges in Mali 

catalysed the establishment of the regional security platform. Terrorism threatened regional 

security despite the existence of the ASF. The operational gaps and limitations of the institution 

precipitated the establishment of the Nouakchott Process, the temporary multinational ACIRC, 

Group of Five Sahel Joint Force (G5-Sahel),244 the Djibouti Process and the revitalisation of the 

Multi-National Joint Task Force (MNJTF). The MNJTF is a unique, offensive and stabilisation 

multilateral and multinational mechanism between Benin, Cameroon, Chad, Niger and Nigeria. 

It was established, in its current structure, by the Lake Chad Basin Commission (LCBC) heads of 

state and government on 7 October 2014 in Niamey, Niger. On 16 October 2015, an MoU was 

signed between the AU Commission and the LCBC to operationalise and sustain the MNJTF to 

“neutralise the Boko Haram terrorist group” (African Union, 2015c, p. 1; AU PSC, 2015f, p. 1). 

Therefore, under the political leadership of the LCBC, it was reactivated and authorised by the 

AU PSC. Despite the MNJTF “struggles to demonstrate its effectiveness” (Assanvo, Abatan, & 

Sawadogo, 2016, p. 1), its relationship to the Nouakchott Process can be traced through its 

primary mandate of fighting terrorism in the region. Correspondingly, parallels can be drawn 

between the Nouakchott Process and the MNJTF as frameworks for cooperating security. The 

two framework shares Chad, Niger and Nigeria as participating members.  

In some way, the Nouakchott Process is also connected to the G5 Sahel. The G5 Sahel was 

established on 16 February 2014 in Nouakchott, Mauritania, as an inter-governmental 

organisation coordinating security, governance and development issues between Burkina 

Faso, Chad, Mali, Mauritania and Niger. Against the background of rising regional security 

threats, the G5 Sahel was established to “facilitate a better-coordinated response to the 

challenges” (Bertrand & Cheeseman, 2019, p. 3) faced. Hence, it is a byproduct of the 

intersection of geography, security threats, policy and strategy. The G5 Sahel was established 

 
244 See Döring (2019). 
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twelve months after establishing the Nouakchott Process. Apart from the mutual members in 

the two frameworks – the permanent secretary of the G5 Sahel participates in the Nouakchott 

Process. The intersection of participant members has created uncertainty on whether to 

perceive the G5 Sahel as part of the Nouakchott Process or independent of it.  

According to Bertrand and Cheeseman (2019, p. 7), the first impetus behind the establishment 

of the G5 came from countries in the Sahel region. During the fifth MM on strengthening 

security cooperation and operationalisation of the APSA in the Sahelo-Saharan region held on 

27 November 2018 in Ouagadougou, Burkina Faso, “participants noted with satisfaction the 

creation of the G5 Sahel” (African Union, 2018c, para. 9). Considering that the G5 Sahel 

countries were already participants in the newly established Nouakchott Process, the 

enunciated satisfaction was expressed without considering the foreseeable replication of 

objectives. Furthermore, without delimiting any specific area, the label G5 Sahel is used 

without distinction (Bassou, 2017, p. 3). While these countries are not the Sahel but of the 

Sahel, it is plausible that security action undertaken by them can ensure, to some extent, the 

security of the Sahel region.  

Additionally, the G5 Sahel is also interconnected to the MNJTF through Chad and Niger. The 

fusion of three frameworks in a single region is excessively profligate. The devastating chronic 

insecurities may explain the proliferation of mechanisms in the region. However, the cohesion 

of multiple frameworks involving the same countries divides priorities and sets a complex and 

entwined web of different modalities for member countries. Apart from its relationship with 

the Nouakchott Process, the G5 Sahel is also influenced through finance and priorities by 

foreign partners who affect its objectives (Bertrand & Cheeseman, 2019, p. 7). These are the 

UN, EU, China, France and the USA. This may help explain why Chad – a participating member 

of the Nouakchott Process, MNJTF and the G5 Sahel – dropped out of the first joint meeting of 

the HISS of the Member States and organisations participating in the Nouakchott and the 

Djibouti Processes’ held on 10 November 2017 (see section 6.4).  

6.2.6 Post-declaration, Challenges and Prospect 

The timeline of the implementation of the Nouakchott Process intersects past its declaration. 

As stated before, new measures are continuously modified to enhance the cooperation and 

security framework. Hence, it is a comprehensive, multifaceted and multidimensional 

platform. It assumes these responsibilities when dealing with transnational threats (UNSC, 
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2014a, p. 5) to regional peace and security. The Nouakchott Process stands out by recognising 

the fluidity of security threats and the need to counter them with likewise solutions. Therefore, 

it brings collective solutions to common and regional security problems. To address and adapt 

to the changing nature of the security threats, participants facilitate interactions at multiple 

policy and operational levels. Hence, the matrix of security cooperation features prominently 

within the process’s framework. Taking this into account, these measures make the 

Nouakchott Process a mechanism for collective security and development policies. The 

harmonisation through security cooperation provides a shared space where the security gaps 

of individual participating nations are filled. This has been the case with Mali, Niger and Libya.  

The aims of the Nouakchott Process portray what is seen as the problem and what is 

understood as the solution (Döring, 2018, p. 44). The fluidity of terrorism and organised crime 

compels the region to organise and tackle security threats. According to the Heidelberg Conflict 

Barometer (HIKK) of 2019,245 countries in the Sahel Saharan region are experiencing different 

forms of conflict.  

Figure 11: 2020 Global Conflict Panorama  

 

Source: HIKK (2020, p. 10). 

 
245 The Heidelberg Conflict Barometer series commenced in 1991 through the Heidelberg Institute for 
International Conflict Research (HIKK). It was established as a global and independent initiative distributing 
knowledge on the emergence, occurrence and settling of political conflicts through data driven research. The 
barometer is produced annually. 
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The Global Conflict Panorama shows that out of the eleven participants of the Nouakchott 

Process, only three countries – Chad, Senegal and Mauritania – are experiencing ‘nonviolent 

crisis’, two – Algeria and Côte d’Ivoire – are going through ‘violent crisis’, one – Guinea – is 

going through ‘limited war’ and, five – Burkina Faso, Libya, Mali, Niger and Nigeria – are going 

through ‘war’  (HIKK, 2020, p. 10). Therefore, deducing from the twenty-eighth version of the 

HIKK conflict Barometer, the Sahel Saharan region has the highest concentration of wars in 

Africa. Out of the sparsely located fifteen global wars, six are intensively located in the Sahel 

Saharan region. The six wars are located in countries that are participants in the Nouakchott 

Process. Therefore, the region is an epicentre of wars and violent crises in Africa. 

The scope of contemporary terrorism and organised crime is extensive and hardly limited to 

one state alone. In some cases, the two interact at an alarming rate to share tactics, collaborate 

and benefit from this interaction. Consequently, it improves access to resources, bolsters 

capabilities and expands geographical reach (UNSC, 2014a, p. 28). Given the organisation of 

these, the coordinated Sahelo-Saharan regional approach to security cannot be stressed 

enough. The launching of the process in 2013 provided an avenue that incentivised Sahelo-

Saharan participant countries to undertake measures to address rising waves of terrorism and 

transnational organised crime. The exchange of experiences and best practices expresses the 

dire security situation within the region and the challenges faced with implementing the APSA. 

On the other hand, it also illuminates how it is being employed as a standardised and 

homogenised (Svendsen, 2008, p. 136) instrument to cultivate trust and build confidence. The 

PSC has constantly reaffirmed ‘holistic’ approaches (AU PSC, 2020b, para. 2), which harmonise, 

harness and reinforce regional security synergies. Internationally, the idea of holistic 

approaches has also been emphasized elsewhere.246  

The Nouakchott Process was juxtaposed in a region which already had other security 

establishments. Regional cooperation did not emanate from the process as there were 

numerous security collectives in the region. However, these security arrangements were a 

deficit of a central claim on security intelligence cooperation (Daemers, 2014). The Nouakchott 

Process solved existing haphazard and informal arrangements by grouping these security 

 
246 See Lledo-Ferrer & Dietrich (2020).  
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initiatives under an overarching framework within the Sahelo-Saharan region. The framework 

was also contextually aligned to the APSA. 

According to Ismail and Kifle (2018, p. 16), the Nouakchott Process overcame the inadequacies 

of preceding initiatives. The success can be traced to its inclusion of countries in the region 

with the same security challenges. Therefore, prior arrangements were replaced by a 

systematic and serial mechanism that facilitates not only the exchange of intelligence but also 

skills and best practices. The breadth of the cooperation also goes beyond the reach of prior 

arrangements. The Nouakchott Process allows “a large range of African and non-African state 

and non-state actors to be involved in the process” (Döring, 2018, p. 45). Contributions made 

are not limited to the region. They are also sourced from experts, organisations and institutions 

which originally are not from the region. Therefore, it brings diverse yet specific contemporary 

security challenges and possible solutions into play.  

A thorough assessment of the sustainability of the Nouakchott Process cannot be reached 

without mentioning Sahel-Saharan countries which are not participants in it. Out of twenty-

five countries in the region, only eleven are participants in the Nouakchott Process. Countries 

like Benin, Central African Republic, Comoros, Djibouti, Egypt, Eritrea, Gambia, Ghana, Guinea 

Bissau, Morocco, Sierra Leone, Somalia, Sudan and Togo are not part of the Nouakchott 

Process. Despite some of these countries like Djibouti, Somalia and Sudan being participants in 

the Djibouti Process, intelligence cooperation in the Sahelo-Saharan region is not optimal. The 

operationalisation of the APSA in the region is also suffering from the same condition. The 

exclusion of Morocco from the security outfit exposes the entire region to the same problems 

they are trying to solve. The strength of the Nouakchott Process can always be challenged by 

a major loophole of non-participating members occupying a “fragile regional position” 

(Daemers, 2014, p. 55). These regional members provide a weak link to the entire framework, 

although they are non-participants to it.  

However, efforts of creating a unified and comprehensive regional security cooperation 

framework are commendable. It may not be comprehensive enough by not including all 

nations, but it remains one of the few regional security intelligence cooperation frameworks 

that extend beyond one REC to include countries in UMA, CEN-SAD, ECCAS and ECOWAS. It 

creates a new form of regionalism (Döring, 2018, p. 45) that is entirely influenced by common 

security challenges, measures and objectives – a detached move from regional ‘economic’ 
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communities. Thus, the Nouakchott Process spans north, west and central African 

communities to cooperate security intelligence and provide best practices to fight terrorism 

and transnational crime.  

The span of the Nouakchott Process, therefore, raises pertinent questions to official regional 

integration processes. It challenges bisected and pre-arranged regional geographies based on 

common economic interests and preferential trade arrangements. It introduces a new form of 

regionalism based on security. Plausibly, it rose out of the realisation that there cannot be 

economic development amidst terrorist attacks. According to Hurrell (2007, p. 131), at the 

centre of regionalism are links to the economy, identity and institutions. Mistakenly, 

regionalism in Africa has been treated as an economic project (Sbragia, 2008, p. 32) hence the 

‘Regional Economic Community.’ However, current regional realities give the impression that 

the economy has been replaced or complemented by security institutions (Mansfield & 

Solingen, 2010, p. 152) and identity – a close similarity – in geography and security threats. The 

establishment of African regionalism at the back of economic ambitions seem to be replaced 

by political and security crises. What defines a region, therefore, has transcended economic 

agreements and geographical locations to include common security threats. That explains why 

the Nouakchott Process has participant countries in north, west and central Africa.  

According to Hettne and Söderbaum (1998, p. 2), present-day waves of regionalism have been 

inspired by synchronous transformations and comprehensive contemporary multidimensional 

and multifaceted processes. Therefore, regional communities cannot be sufficiently defined as 

economic communities alone. Rather, they should be seen as political projects positioned to 

deepen and increase regional integration and cooperation. Consequently, the Nouakchott 

Process complements the old regional landscape by providing a multidimensional rationale for 

integrating the countries in the Sahelo-Saharan region. In the process, however, it complicates 

regional boundaries and responsibilities. Considering the role played by the AUC in the 

Nouakchott Process or the positioning of the latter in the APSA, the consequence of this 

multilateral framework can have extensive exclusion effects on the regional mechanism and 

their member countries. Affected most are countries that are members of a REC but not 

participants in the Nouakchott Process. Therefore, the operationalisation of the APSA in the 

Sahelo-Saharan region gives a false cover to other countries which are not part of the 

Nouakchott Process but are geographically located within the region. 
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During an eighth meeting of the HISS of the countries of the Sahelo-Saharan region held on 14 

to 15 November 2016 in Grand Bassam, Côte d’Ivoire, participant countries ceremoniously 

reviewed the overall situation in the region. Concerns were raised over the incessant 

proliferation and persistence of terrorist activities despite the Algiers Peace Process and the 

Agreement on Peace and Reconciliation in Mali (African Union, 2016b, para. 5). Thus, despite 

the Accord, evidence on the ground showed no signs of its actualisation to fulfil the “genuine 

national reconciliation” (PA-X, 2015, p. 2) promise. The lack of political will to implement 

essential pillars of the accord, for instance, reintegration of ex-combatants, demobilisation and 

disarmament (Devermont & Harris, 2020, p. 1), represented a fundamental challenge of 

endeavouring to address only a segment of Mali’s instability. Cognisant of the above, however, 

without pinpointing the source of the recurring security challenges, prompted the return of 

the Malian crisis to be discussed under the Nouakchott Process.  

Consequently, it led to the review of the Algiers operational conclusions. Amidst all security 

challenges in the Sahelo-Saharan region, the case of Mali stood out. It stood out because the 

advent of the Nouakchott Process has ties to the Malian crises. It was the critical point that led 

to the launch of the process. Therefore, the Malian security challenges are a litmus test for the 

Nouakchott Process and its regional security endeavours. Basing on the presentation made by 

the ACSRT and the UFL, participating countries agreed to “strengthen the monitoring and 

preventive measures to contain the recruitment and action of the combatants” (African Union, 

2016b, para. 13 (i)). Second, using the UFL Secured Communication System by Member 

Countries presented effective and secure ways of cooperating intelligence. Therefore, it was 

commended. Third, illegal gold mining in Côte d’Ivoire presented a threat to regional security 

(African Union, 2016b, para. 13 (iii)). Having ties to terrorist organisations, illicit mining could 

be used to finance the former. Hence, in consideration of the transnational nature of security 

challenges in the region, the security threat was not only confronting Côte d’Ivoire but all 

member countries in the Nouakchott Process. Fourth, participating countries welcomed the 

capacity-building initiatives done by the ACSRT and MISAHEL within the Nouakchott Proces.  

Furthermore, participant countries adopted six points for action during the meeting. To ensure 

better working relations with the ACSRT in curbing terrorism, participant countries mutually 

agreed to strengthen the institutional capacity of Focal Points of member countries (African 

Union, 2016b, para. 16 (i)). These Focal Points define the cooperation of security intelligence 
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in the absence of the Nouakchott Process meeting episodes. Thus, they establish a continuous 

sequence into regional cooperation networked through central points in all participating 

Member States. Second, it was agreed to securely connect the  Focal Points to the “secure 

communication networks of UFL and CISSA for communication and exchanges with ASCRT” 

(African Union, 2016b, para. 16 (ii)).  

The initiative represents an upgrade to Focal Points that are networked national centres for 

the Nouakchott Process member countries. Their fusion with the aforementioned three 

institutions upgraded them to localised state of the art security hubs functioning to enhance 

security cooperation beyond the Sahelo-Saharan region. Experiences encountered in the 

region, to some extent, empowered the ACSRT and CISSA to realise their mandate at a 

continental level.  

Also, participating countries agreed to enhance security protection for Internally Displaced 

Persons (IDP) and refugees encampments (African Union, 2016b, para. 16 (iii)). The 

introduction of reinforcing protection for IDP overlaps beyond the conventional security 

challenges addressed by the Nouakchott Process. However, it is not surprising that the regional 

security framework mutates to fit into contemporary security challenges. On the other hand, 

IDP presented potential security challenges of infiltration by terrorist and or criminal 

organisations. The reinforcement, therefore, is a preventive measure utilised to stop the 

occurrence of a security challenge before it transpires. The recalibration of security priorities 

from being defensive to preventive represents a milestone of regional security progress for the 

Nouakchott Process that was launched to address existing regional security threats.  

The fourth point of action adopted during the eighth meeting of the HISS of the countries of 

the Sahelo-Saharan region addressed concerns raised before of illegal gold mining in Côte 

d’Ivoire (African Union, 2016b, para. 16 (iv)). The situation required further comprehensive 

analysis and erection of a practical legal framework to prevent the occurrence of such 

activities. Fifth, the ACSRT was mandated to research the Community Self-Defence Groups247 

 
247 Community Self-Defence Groups, chiefly found in Burkina Faso, rose – since the 1990s – to counter terrorist 
threats and uphold the law as a security complement to impotent and or absent state governance. Thus, they 
seek to strengthen safety and security in local communities. Entitling themselves to security responsibilities, the 
‘bush guardians’ movement are infamous for inflicting violent punishments on presumed outlaws and thieves in 
the context of lawfulness. They articulate politics and tradition, a source of their legitimacy which is ingeniously 
linked to national and regional politics. However, different movements are often rivalling each other for instance 
the koglweogos and the dozos in Burkina Faso (Hagberg, 2019).  
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that work in some member countries like Burkina Faso. Conclusively, participating countries 

expressed the need to “strengthen the peaceful coexistence between herdsmen and other 

communities” (African Union, 2016b, para. 16 (v)). Therefore, participating countries were 

encouraged to consider, review and adopt innovative measures useful in addressing farmer-

herder conflicts.  

The fifth MM was held in Ouagadougou, Burkina Faso, on 27 November 2018. It was attended 

by the Member States and partners to the Nouakchott Process. Concerns were raised 

regarding the persistence of security threats in Burkina Faso, Mali, Niger, Libya and the Lake 

Chad Basin (African Union, 2018c, para. 6). Violent clashes between pastoralists and crop 

farmers emerged as new inter-communal threats to security alongside the proliferation of 

illegal small arms and lights weapons and the expansion of crime. In the border – pastoral – 

areas of Burkina Faso, Chad, Mali, Mauritania, and Niger, violent pastoral conflicts have risen 

due to clashes between pastoralists and communities opposing the former to access natural 

resources. These cycles of farmer-header conflict have been exacerbated by the negative 

effects of climate change which pose significant ramifications to regional peace and security 

pursuits (AU PSC, 2021, p. 1). The nexus between climate change and instability does initiate 

ecological effects and violent conflicts, as has been exemplified in the Sahel region and West 

Africa (UNSC, 2018, p. 4). Conflicts resulting from climate change and transhumance activities 

have been exploited to feed into inter-community conflicts of wide ranges that can affect 

regional security. According to Smith and Luizza (2019, p. 2), in some countries in the Sahelo-

Saharan region, for instance, Chad and Niger, these conflicts “have become intertwined with 

political and social tensions provoking deep division at the core” of a state’s identity.  

Smith and Luizza maintain that the Sahelo-Saharan region has been affected the most through 

the Liptako-Gourma landscape – Burkina Faso, Mali and Niger – and the Lake Chad Basin 

subregions. In 2019 alone, the violent conflicts accounted for four hundred deaths in Nigeria 

and one hundred and seventy-seven in Chad (HIKK, 2020, p. 14). In the same line of argument 

UNOWAS (UNOWAS, 2018, para. 1) assert that herder-farmer violent conflicts have been 

rising, claiming thousands of lives in the Sahelo-Saharan region. UNOWAS, however, cautions 

that the violent conflicts are not spread evenly across the region. Consequently, considering 

the critical risk posed by the herder-farmer conflict in the region, participating members 

agreed to reactivate the Nouakchott Process and contribute to its enhancement. This initiative 
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was understood as fundamental to continue the operationalisation of the APSA in the region 

(African Union, 2018c, para. 21). To suit the current phenomena of emerging conflicts in the 

region, participating members resorted to revising their prior adopted measures. 

First, the Nouakchott Process members agreed to establish a rotational annual presidency 

position. Burkina Faso undertook the first annual position. It was agreed that the selection of 

the next presidential chair would follow the alphabetical order sequence (African Union, 

2018c, para. 21(i)). Second, participating members consented to an annual MM organised by 

the AU Commission. The second decision raise question on the once adopted bi-annual 

ministerial and once every two months HISS scheduled meetings. It remains unclear if it is 

replacing or supplementing the old meeting arrangements. Third, it was agreed that the 

MISAHEL would organise bi-annual meetings for the HISS. 

The initial enthusiasm witnessed when the Nouakchott Processed was launched only survived 

a few years, that is, from 2013 to 2016. Going forward, the documentation of activities of the 

process are scarcely available. The unavailability of documentation is barely due to the 

sensitive nature of what is discussed during these meetings. Before the fifth MM of the 

Nouakchott Process, a joint meeting was conducted where participants and partners of the 

Nouakchott Process and the Djibouti Process attended (see section 6.4). Chad is the only 

member country to the former process which did not attend.  However, the Nouakchott 

Process remains a sophisticated regional security framework that involves multi-layered 

interagency cooperation (Cline, 2016, p. 458) of security and intelligence services between 

nations within a geographical region.  

6.3 The Djibouti Process  

6.3.1 Background  

Albeit the Djibouti Process was created in the image of the Nouakchott Process, the intention 

to devise a regional approach in the Horn of Africa to stimulate and promote security 

cooperation was stressed by the AU Assembly (2011a, para. 12) earlier before the 

establishment of the Nouakchott Process. Originally, the AUC, IGAD and the UN, in 

collaboration, were “to initiate a process of consultations” (AU Assembly, 2011, para. 12). The 

launching of the security initiative was further reiterated, in the subsequent year, as a regional 

security sine qua non presenting a holistic approach to the security situation in the Horn of 
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Africa (AU Assembly, 2013, para. 6). However, it failed to take form and actualise as indicated 

by the Nouakchott Process being the first to be implemented.  

The Djibouti Process was established as a follow up on the implementation of the 455th 

meeting convened by the PSC on 2 September 2014 in Nairobi, Kenya. During the meeting, the 

institutionalisation and establishment of intelligence cooperation in East and Horn of Africa 

regions were discussed. The 455th PSC meeting underscored the significance of intelligence 

sharing in the region. Therefore, it encouraged establishing a flexible and action-oriented’ (AU 

PSC, 2014d, §16 (ix)) regional framework to cooperate security intelligence. On design, the 

Djibouti Process is an improved replica of the Nouakchott Process in multiple ways, albeit in a 

different region. It was established from learned experiences, faced challenges and shared 

successes of the Nouakchott Process, UFL and the Regional Cooperation Initiative for the 

Elimination for the Lord’s Resistance Army (RCI-LRA).248 Hence, like the Nouakchott Process, 

meetings of the Djibouti Process are consecutive and ongoing.  

6.3.2 Rationale  

Svendsen (2008, p. 132) assert that intelligence sharing, globally, has been necessitated by 

diverse sources of insecurities that are multicausal. Similarly, the need to regionally cooperate 

security intelligence through the Djibouti Process rose out of the collective security challenges 

in the region. The proximity to terrorist activities, prolonged violent conflicts, regional spill-

over effects and the determination of violent extremist groups to establish an Islamic Caliphate 

exposed the entire region. Therefore, the establishment of the process was influenced by the 

vulnerable security situation in East Africa that attracted different forms of security threats 

such as terrorism and transnational organized crime. The region is a notorious target for 

different forms of terrorism, be they domestic or international.  

The East African region has been a victim of Al-Shabaab, the Democratic Forces of the 

Liberation of Rwanda (FDLR), the LRA and the Allied Democratic Forces (ADF) (African Union, 

2015b, para. 7). Some of these terror groups are connected to bigger terror groups outside the 

region, for instance, the Islamic State in Iraq and the Levant (ISIL), Boko Haram, Al-Qaeda in 

 
248 The RCI-LRA was established by the AU PSC on 22 November 2011 and endorsed by the international 
community as a multi-national military force mandated to eliminate the Lord’s Resistance Army, a violent militant 
group which originated from northern Uganda.  Retrospectively, the LRA terrorized communities in Uganda, South 
Sudan, Central African Republic and the DRC. Hence, the RCI-LRA is a security cooperation of states affected by 
the LRA. 
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the Islamic Maghreb (AQIM) and Al-Qaeda in the Arabian Peninsula (AQAP) (AU Assembly, 

2015, para. 176). Building on existing experiences, the Djibouti Process endeavoured to 

address these security and stability challenges in the region. Furthermore, the cooperation was 

also established to address security challenges countries face contributing police personnel 

and troops to AMISOM. Considering the collective and repeated security challenges faced, the 

cooperation of security and intelligence in the region was envisioned as a viable solution to 

address the security threats.  

6.3.3 Establishment  

The first meeting that launched the Djibouti Process was held from 28 February to 1 March 

2015 in Djibouti, the capital city of the Republic of Djibouti. The AUC organised the meeting in 

collaboration with EAC and IGAD (African Union, 2015b, para. 1). Hence, the Djibouti Process 

was established as an East Africa security regional meeting where members states of EAC and 

IGAD participate in sharing intelligence and addressing regional security challenges. Burundi, 

Djibouti, Ethiopia, Kenya, Rwanda, Somalia, Sudan, South Sudan, Tanzania and Uganda are 

participants in the regional framework.  

Figure 12: Djibouti Process Member States 

 

Source: Compiled by the author.  
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Partner organizations and institutions to the Djibouti Process are the AU, ACSRT, AMISOM, 

CISSA, EAC, ICGLR, IGAD, RCI-LRA, UFL. Collectively, participating Member States, organizations 

and institutions underscored the importance of focusing on broader human security programs 

and initiatives using all available tools for conflict prevention as well as addressing structural 

root causes of violent conflicts in the region. 

Despite rampant security challenges that exposed the region, participants to the process 

identified key universal challenges extending beyond state borders. The region's vulnerability 

came through extremist religious groups, criminal syndicates, porous borders, the proliferation 

of SALW, drug and human trafficking, the existence of violent militias, et cetera (African Union, 

2015b, para. 8; AU PSC, 2016b, p. 1). In relation to the above, concerns have been raised by 

the PSC over the uncertainty posed by foreign military bases in some African states, particularly 

on arms trafficking (AU PSC, 2016a, p. 2). The insecurity anxiety relates to the “inability of the 

Member States to effectively monitor the movement of weapons” (ibid.). Retrospectively, the 

nature of these insecurities is challenging to be addressed unilaterally by one country. It 

required the amassing of regional security might within a framework stipulating the necessary 

modalities for cooperation. Therefore, in an endeavour to deepen cooperation in addressing 

security challenges, participants agreed on several measures and procedures to operationalise 

the newly launched Djibouti Process.  

First, the Djibouti Process participants agreed to intensify security and intelligence cooperation 

amongst themselves. The intense security cooperation also extends to institutions that are 

participants in the security framework. The cooperation was established “to ensure continuous 

review of the security situation and the level of the threats posed by the terrorist and criminal 

groups in the region” (African Union, 2015b, para. 10 (i)). Therefore, security cooperation is 

the first shield to collective security threats. Second, to enhance the intra-region security 

cooperation, participants agreed to employ confidence building. The promotion and use of 

confidence-building measures or activities were put in place to yield a cohesive regional 

security framework. The understanding is that participating countries can stand against these 

security challenges only if they work together against a common threat. Therefore, the 

continuity of solidarity through security intelligence cooperation could yield the desired and 

collective result of regional peace, security and stability.  
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The Djibouti Process participants agreed to exchange contact details (African Union, 2015b, 

para. 10(iii)). The measure was adopted to facilitate and encourage IGAD, EAC Member States 

and participating institutions to interact regularly. It was within the mandates of the AU 

Commission, within this particular process, to facilitate and ensure regular interaction. 

Consequently, the cooperation of security intelligence within the Djibouti Process is designed 

in two ways. As a regional framework, intelligence is cooperated formally through established 

regional channels and informally, as a friendly gesture, between countries and institutions. 

However, the latter avenue of intelligence sharing exists to promote the objectives of the 

former. In design, the cooperation of security intelligence is not confined to convened 

meetings alone. Participants to the process have a flexible latitude to undertake bi-lateral 

agreements, however, within the confines of the modalities for cooperation underscored in 

the Djibouti Process.  

Resolvedly, it was agreed to establish secure communication channel details (African Union, 

2015b, para. 10(iv)). The channel of secure communication acts as a conduit of cooperating 

security intelligence within the region. This is done through the sustenance of the AU and 

CISSA. Like the Nouakchott Process, the secure communication channel was established within 

CISSA’s enlarged and programmed framework that provides services to its member. On the 

other hand, ACSRT and CISSA were mandated to develop a matrix for capacity building which 

would be presented, revised and endorsed after six months (African Union, 2015b, para. 10(v)). 

The capacity building initiatives function to build confidence and enhance operational 

capacities. The framework is not limited to the sharing of security intelligence alone. It 

facilitates endeavours that cultivate its main objectives. Hence, capacity building initiatives 

through enhanced access to technologies, expertise and training programmes equip the 

overall framework with internal abilities, human resources and skills to operationalise the 

regional cooperation of security and intelligence.   

As stated before, East Africa is vulnerable to terrorism. Therefore, a comprehensive counter-

terrorism strategy was drafted. The strategy is a synthesised conglomerate of EAC and IGAD 

counter-terrorism strategies. Therefore, efforts to develop the strategy was evenly shared 

among countries in the region, the AU Commission, EAC and IGAD (African Union, 2015b, para. 

10(vi)). The joint efforts were established as part of the overall framework of the Djibouti 

Process. The AU Commission was tasked with disseminating “the AU Model Law on the 
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Prevention and Combating of Terrorism” (African Union, 2015b, para. 10(vii)) to the HISS of 

the participating Member States. The model serves a dualised function to enhance the legal 

systems of countries within the region and communicate relevant information detailing the 

type of assistance participating countries in the process can receive. The structure of this 

initiative acknowledges and incorporate human rights in its domain. Hence, the cooperation 

extends beyond security and intelligence to include legal structures which function as tools. 

These tools are employed to implement a regional security collective through adopted and 

devised regional and continental measures.  

Within the first meeting, tools of various kinds and uses were incorporated into the framework. 

The Regional Fusion Centre (RFC) and Situation Rooms were established as significant 

structures to the process. First, the RFC was positioned in Kampala, the capital city of Uganda. 

Financial Intelligence Units (FIU) was positioned within the RFC to enable “the sharing of 

relevant information among the countries of the region” (African Union, 2015b, para. 10(viii)).  

Second, it was proposed that the Situation Rooms be situated nationally as focal points where 

they would function to ease intelligence cooperation. On the other hand, establishing these 

national Situation Rooms enables conducting collective operations against terrorism or trans 

organised crime in the region. Relatedly, the AUC was mandated to assist with adequate 

support in training, expertise and ICT tools.  

Although the AUC convened the initial meeting of the Djibouti Process for HISS of participating 

Member States in EAC and IGAD, it evolved to incorporate other security levels. Of significance 

is the cooperation of military structures (African Union, 2015b, para. 10(ix)). The fusion of 

intelligence and military structure represents a complete defence package of information and 

action tools. The two, being indispensable assets, enables the operationalisation of the 

Enhancement of Security Cooperation in East Africa. Security intelligence influences action – 

or inaction sometimes. Hence, the position of the two, as complementary structures, improve 

the collection of security intelligence, its sharing and conducting joint operations. As a result, 

a Joint Operations Centre (JOC) succeeded in this measure. The established JOC is between 

EAC and IGAD participant Member States to the Djibouti Process, and its functions are diverse 

and influenced by the objectives of the process.  

However, operational challenges emerge when comprehending other security mechanisms in 

East Africa. Participating countries in the Djibouti Process like South Sudan and Tanzania are 
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not part of the EASF, while non-participating countries like Comoros and Seychelles are 

positioned within the EASF framework. Although The AU lists south Sudan only as an observing 

member of the EASF since 2013 (African Union, 2019, p. 80), the EASF website does not include 

it as part of its ten members states. Therefore, the sustainability of the Djibouti Process is 

questionable considering multiple security cooperation mechanisms in the region.  

The overlap and exclusion of some regional countries in East Africa are not limited to the 

multiple security frameworks alone. It also extends to the geographical composition of the 

African continent and how countries see themselves in and create those spaces. According to 

Engel (2020, p. 221), “peace-building of the African Union have distinct ordering and space-

making effects” where space, in the new political geography, is socially constructed. For 

instance, the double membership of Burundi to EAC and ECCAS, Tanzania to EAC and SADC, 

South Sudan to EAC and IGAD and DRC to ECCAS and SADC underscore that membership to 

RECs is not entirely based on a geographical location. It is socially defined, negotiated and 

constructed based on collective phenomena which are not limited to geography or the 

economy alone. Furthermore, the simultaneous membership is exacerbated by the existence 

of two recognised RECs, EAC and IGAD, in one region – East Africa. The fluidity of the matter 

complicates the operationalisation of security mechanisms in the region. Comoros and 

Seychelles are Member States to SADC but contribute civilian and military components to the 

EASF. Although they are included as part of the EASF, the Djibouti Process excludes them from 

the framework.  

Deductively, like the Nouakchott Process, the Djibouti Process represents a new form of 

security clustering which does not seek to imitate conventional regional geographies. In reality, 

these new regional security geographies challenge old assumptions about territories and 

regional organisations as epitomes of space (Engel, 2020, p. 222). Thus, regional geographies 

are not given but socially constructed. Although the Djibouti Process, as a regional security 

cooperation framework, is defined by the geographical location of most of its participating 

members – East Africa – it is, however, also defined by interest-driven actors who understand 

the nature of collective security threats which are not confined to a single geography. The 

transregional nature of African security threats has, to some extent, contributed to the re-

ordering of political spaces to create regionalism of multiple collectivisms defined by “actors, 

interests and practices” (Engel, 2020, p. 231).  
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To address the challenge of porous borders, participating countries adopted border control 

strategies (African Union, 2015b, para. 10(xi)). An increase in the capacity to control borders 

was expected to reduce the security challenges faced. In the same vein, the East African 

countries agreed to recruit, train and equip border monitoring personnel. The increase in 

security around these national demarcations would reduce criminal and terrorist activities. 

Considering that the Djibouti Process borrowed much from the Nouakchott Process, some of 

the adopted measures overlap. For instance, during the first meeting of the HISS of East Africa, 

participants resolved to use further cooperation by developing and enhancing programs to 

counter radicalisation and violent extremism (African Union, 2015b, para. 10(xii)). On the other 

hand, they also agreed to conduct impact assessment studies detailing the evolution, 

configuration and functions of terrorist groups in East Africa. The measure was aimed at 

conducting the studies on ISIL and AQAP and providing the needed intelligence.  

It is through these modalities of operations and security cooperation that the Djibouti Process 

is defined. The institutionalisation of the meeting of the HISS launched what is now called the 

Djibouti Process for the Enhancement of Security Cooperation in East Africa, where ten 

countries in the respective region resolved to pull their resources together by sharing 

intelligence in pursuit of peace and security. Hence, the Djibouti Process became a peace and 

security sharing mechanism interface between East African regional Member States, collective 

security arrangements and institutions. 

6.3.4 Implementation Meetings 

The launching of the Djibouti Process on the Enhancement of Security Cooperation in East 

Africa is succeeded by HISS meetings which sustains the process. The meetings are employed 

to deepen security cooperation in East Africa to share responsibilities and achieve collective 

security. From 14 to 15 July 2015, a second meeting of the Djibouti Process was convened in 

Kampala, Uganda. It grouped the HISS of member countries of the EAC and IGAD and other 

affiliated organisations and institutions to review the security situation in East Africa (African 

Union, 2015e, p. 1). Terrorism, inter and intrastate conflicts and transnational organised crime 

remained perpetual security threats to the region and tied to these challenges is the issue of 

illegal migration. Additional steps were adopted to supplement measures adopted in the first 

meeting. Participating members seconded the positioning of intelligence officers and experts 

within the AMISOM Analysis Cell  (African Union, 2015e, p. 1). The move sought to enhance 
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how participants to the meeting approached and addressed security challenges in the region. 

It was also agreed to send a technical team to Algiers. Borrowing experiences and best 

practices from the UFL was orchestrated to expedite the operationalisation of the RFC in 

Kampala. Hence, the Djibouti Process assimilates some practices and measures within the 

Nouakchott Process.  

On 5 December 2016, a HISS meeting episode was conducted in Addis Ababa, Ethiopia. The 

meeting was organised by the AU Commission, EAC and IGAD. The Djibouti Process 

participating states, ACSRT, CISSA, AMISOM, MISAHEL, RCI-LRA attended the meeting. 

Acknowledging the volatile security situation in the region, participating members outlines 

various security challenges the region is facing. The discussions conducted around the state of 

security challenges in the region reiterate how the Djibouti Process functions. To come up with 

collective solutions, common and recurring security threats have to be tabled first. Therefore, 

at the beginning of every meeting, the overall security situation in the East African region is 

discussed. Multiple upcoming elections in the region and the controversy associated with them 

posed a challenge to the region’s peace and security (African Union, 2016a, para. 5). Therefore, 

relevant Member States were urged to address this concern. This measure represents a 

departure from the very same thing that defines the Djibouti Process, and that is the 

enhancement of security cooperation. The controversy surrounding elections in East Africa in 

particular or Africa (AU PSC, 2015a, para. 4), in general, makes it next to impossible for 

neighbouring states to interfere. Hence, this reduces the role of neighbouring countries in the 

region to spectating or intervening only when mandated to.  

During the fourth HISS meeting, the destabilisation of countries by Al-Shabaab through cross 

border raids from Somalia to Kenya was also discussed. The raids showed that Al-Shabaab was 

adapting to the changing security situation in the region. Despite efforts to enhance security 

cooperation, the terrorist group was re-grouping, re-organising and “projecting their armed 

struggle beyond Somalia’s borders” (African Union, 2016a, para. 7). This is not unique to Al-

Shabaab and East Africa. Notes of serious concerns have been issues regarding the growing 

capacity of violent extremist and terrorist’s financing and organisation (AU PSC, 2017a, para. 

3).  

Apart from Al-Shabaab, the dominant terror group in the region, participants discussed 

emerging terrorist groups with allegiance to the Islamic State (IS). Of particular interest to 
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participants in the process was Jahba East Africa, a terrorist group operating in the East and 

Horn of Africa. The connection between domestic terrorist groups, political militias and 

international terrorist organisations further expose the region to a network of security threats. 

This was further exacerbated by a weak presence of border control personnel, making national 

borders in the East African region “safe havens for illicit activities” (African Union, 2016a, para. 

13).  

Regarding the state of implementation of the Djibouti Process, participating countries adopted 

additional measures to enhance security cooperation in East Africa. Acknowledging 

presentations made by ACSRT, AMISOM, CISSA and RCI-LRA, participant countries agreed to 

conduct de-radicalisation programs (African Union, 2016a, para. 15 (i)). The de-radicalisation 

mantra has been interexchanged across the goals of the PSC and those of the Process (AU PSC, 

2017e, para. 8), underscoring, therefore, how the former is an implementation conduit of the 

latter. In pursuit of de-radicalisation measures, community outreach programs and engaging 

with the community would isolate bearers of security threats in the community, state and 

region.  

Furthermore, the suggested de-radicalisation measures sought to destabilise the use of 

peripheral and border demarcation areas by terrorist groups as hiding spots. Members of the 

Djibouti Process also agreed to monitor “radical clerics and NGOs which are engaged in the 

radicalization of youth in member countries” (African Union, 2016a, para. 15 (iii)). Concern has 

been expressed over the same challenge by the PSC (AU PSC, 2016b, p. 1). Consequently, 

Member Countries share lists of terrorist groups in the region. Also, participants in the process 

have commenced a robust collective operation targeting financial sources of terrorism. 

Funding for terrorism is mostly from illicit activities such as poaching, drug trafficking and 

money laundering (AU PSC, 2016b, p. 1). In this regard, success in stopping the funds implies 

that the Member States have addressed two challenges through a single action. 

Apart from terrorism, members of the process also agreed to further cooperate operational 

security intelligence on other regional security threats and challenges (African Union, 2016a, 

para. 15 (ii)). This implies that novel and particular security threats to a country within the 

region can be shared via the secure communication channel even before being discussed 

during the meeting episodes. Member countries agreed to resolve underlying structural 

grievances within their states. As commendable as it is, this initiative also outlines that those 
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in power and charge of the security of a country acknowledges that some security threats stem 

from reasonable grievances. In most cases, the logic of these equitable security threats is often 

embedded within citizens' grievances about an overall system – structure.  

The Djibouti Process was launched to enhance security cooperation in East Africa. However, as 

it is evolving, it has become a mechanism not confined to its original purpose. In design, 

member countries to the process share intelligence as a way of bolstering security cooperation. 

During the fourth meeting, participants “called for the urgent dispatch of a joint CISSA-ACSRT-

UFL mission to Somalia” (African Union, 2016a, para. 15 (viii)). The mission was mandated to 

exchange views and evaluate the security challenges faced by Somalia. Also, the NISA of 

Somalia would receive direct support from the region. Hence, countries within the Djibouti 

Process would develop modalities on how to support Somalia through its NISA.  

Partners in intelligence cooperation often have something to bring to the table. Identifying a 

state’s essential contributions is of prime significance because, as complex as it may be, 

intelligence sharing is rational and sustained by short and long-term benefits (Doron, 1993, p. 

135). The political imbalance brought by a country like Somalia contradicts the modalities of 

operation expected in a regional intelligence cooperation framework. It brings into question 

its contributions, reliability, political stability. Somalia is more likely to receive more intelligence 

than it dispatches. The choice to include it reflects on the sincere preferences of the decision-

makers to maximise security in the region. It also shows how intelligence cooperation – in the 

region and elsewhere – is derived from existing “international relationships” (Hulnick, 1991, p. 

456). Its inclusion points to ‘all for one’ regardless of how one may be incapacitated to be for 

all. The dependency of Somalia’s NISA on neighbourly help creates a political imbalance in the 

regional intelligence mechanism. The Nouakchott Process and CISSA risk being prisoners of the 

limited experience of some of its Member Services. It exposes the regional mechanism to a 

real or perceptual gap in ways Member States comprehend the nature of the relationship and 

Somalia’s expected contributions to it. However, it also conveys a preemptive approach in 

containing and confronting insecurity in Somalia before it diffuses to the rest of the region.  

The break from the conventional means of cooperating intelligence is noticeable through 

intervention strategies to beef up the defence structure of one nation. It diverts from the 

process’s traditional way of sharing intelligence through meeting episodes or secure 

communication channels. Inferentially, the Member States of the Djibouti Process understood 
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that regional security in East Africa is unachievable without addressing structural security 

loopholes in Somalia. Somehow, it gives a picture of ‘one for all and all for one’ where each 

Member State is obligated to act for the region's benefit while the region is also expected to 

act for the benefit of each Member State. The ethos reiterates a Pan-Africanism stance of 

strengthening national bonds and regional solidarity. According to Fisher (2014, p. 1), regional 

security is also a norm related to the ‘African solutions to African problems’ mantra.  

The unprecedented security threats in the region prompted members of the Djibouti Process 

to revisit and revise some of their adopted measures. Being chair of the process in 2016, 

Uganda proposed a roadmap that other members approved. Personnel were deployed to the 

UFL situated in Kampala (African Union, 2016a, para. 15 (ix)). Like the adoption of mixed units 

in the Nouakchott Process, this move within the Djibouti Process resulted from an 

understanding that a defensive approach to terrorism and organised crime is not enough. To 

move towards the offensive becomes initial progress aimed at addressing regional security 

threats. The deployment of personnel realises the ‘action’ connection between intelligence 

and improving security. Security intelligence is more useful to stop the occurrence of security 

threats than addressing their effects. Considering the personnel needed at the UFL, Member 

Countries would have to make financial contributions to sustain its establishment and 

operationalisation (African Union, 2016a, para. 15 (x)). During the fourth meeting, member 

countries to the Djibouti Process agreed to convene a joint meeting with participants to the 

Nouakchott Process to discuss common security challenges and best practices (African Union, 

2016a, para. 15 (xi)).  

Post-2017, there are no available documents on the Djibouti Process. The communiqué that 

used to be issued have stopped. The official reason is that Members Services and institutions 

involved are protecting issues discussed during the meetings.249 In 2018 and 2019, the Djibouti 

Process conducted its fifth and sixth HISS meetings. The fifth meeting was held in May 2018 in 

Kampala, Uganda. The last meeting was held between 29 to 30 May 2019 in Nairobi, Kenya. 

Considering that six out of ten Member Services were to conduct elections250 in the following 

 
249 Interview, Head of CPEWD, Addis Ababa, 2 August 2021. 
250 Burundi, May 2020; Tanzania, October 2020; Uganda, January 2021, Djibouti, April 2021. Ethiopia postponed 
elections which were scheduled to be held in 2020. In defiance to the Federal Government, the Tigray region 
conducted its parliamentary elections on 9 September 2020. Consequently, this fueled the civil war between the 
Ethiopian Government and the TPLF. However, elections were later held in June 2021. On the other hand, Somalia 
also postponed its elections which were scheduled to be done in 2020 to 10 October 2021.  
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two years, issues of electoral delay and violence were discussed (African Union, 2019b, p. 2).251 

The meeting sets a new precedence for discussing security challenges beyond terrorism and 

border security. Nevertheless, the reference to elections was a rare occurrence considering 

how the Member Services are prepared to cooperate and collaborate only on terrorism.252 

They habitually shun discussions that can expose their weaknesses or position them in the 

limelight of other Member Services or the AUC. Similar to the previous meetings, the threat of 

terrorism was discussed. The discussion specifically addressed the attack at Nairobi’s Dusit D2 

Hotel and Office Complex on 15 January 2019.253  

Electoral violence was not the only issue discussed. Member Services, through the guidance of 

the AUC, also identified protracted crises, political transitions, popular uprising and the 

increasing interference by external actors as security challenges facing the East African region 

(African Union, 2019b, p. 3). The guidance reiterates how Member Services are unwilling to 

discuss issues that implicate their government. Self-censorship254 and denial255 can also 

happen regardless of the AUC initiating the discussions. Nevertheless, the recurring security 

challenges is a testament to the inadequacies of the current security centred approach. 

Preventing, countering and combatting terrorism or violent extremism requires 

comprehensive and all-embracing measures, political engagements and courses of action that 

acknowledges underlying dynamics in the region that are necessary to support the pursuit of 

security.  

6.4 The Nouakchott and the Djibouti Processes  

6.4.1 Joint Meeting  

The first joint meeting of the Nouakchott and the Djibouti Processes was held in Addis Ababa, 

Ethiopia, on 10 November 2017. Nineteen member countries to the two processes participated 

with two absentees, Burundi and Chad. The joint meeting was also attended by the ACSRT, 

 
251 From previous experiences, electoral disagreements, conflicts and violence have resulted from issues such as 
the makeup and membership of election management committees, a lack of appropriate consultations about 
approaching election deadlines, discussions about succession and term limits, election delays and contested 
election results.  
252 Interview, Head of CPEWD, Addis Ababa, 2 August 2021. 
253 Armed assailants with ties to the terrorist organisation al-Shabab launched a devastating assault on the Dusit 
D2 Hotel. The assault claimed the lives of twenty-one individuals and wounded twenty-eight others (see Musoma, 
2021).  
254 Interview, Head of CPEWD, Addis Ababa, 2 August 2021. 
255 Interview, Senior Officer, ISC, Addis Ababa, 18 February 2021. 



258 
 

 

CISSA, AMISOM, MISAHEL, UFL, ECOWAS, IGAD, G5 Sahel and MNJTF (African Union, 2017, 

para. 2). The AUC arranged the meeting to review the security situation in the Sahelo-Saharan 

and East African Region. Despite the means adopted to address mushrooming security threats 

in the two regions, participants in the joint meeting collectively outlined that security threats 

are escalating. Therefore, regardless of the progress made, the security situation in the two 

regions remain fragile (African Union, 2017, para. 5). The joint meeting was also convened to 

exchange views and best practices – a broader aspect of security intelligence cooperation 

between the two regions. Therefore, it shared experiences, understandings and solutions to 

common security threats between the two regions.  

Conventional wisdom outlines trust as a psychological state that is driven by the dynamics of 

interpersonal communication. Interpersonal relationships nurture good rapport that is 

significantly helpful in going around obstacles and facilitating informal understandings 

(O'Halpin, 2002, p. 3). The informal relationships have influenced the cooperation of 

intelligence and its trajectory because of shared knowledge (Cross, 2015, p. 90). Apart from 

the formalities involved, the regional gatherings function as informal communication channels 

or an avenue to establish one. Informal cooperation does not mean disorganisation, nor does 

it mean illegal – as long as it respects set rules (Lapasque, 2020, p. 494). It, however, implies 

connecting the formal and informal avenues of intelligence sharing (Cross, 2019, p. 246). The 

CdB and the CTG, for instance, demonstrate – as informal platforms – an unprecedented level 

of trust and commitment that goes beyond to permeate institutionalised cooperation 

frameworks. Correspondingly, it exhibits the potential to deliver efficiency in the formalised 

cooperation frameworks. Goldenberg and Dean (2017, p. 251) assert that informal personnel 

channels and interpersonal factors like familiarity enhances trust, and when absent, they 

hamper the effective cooperation of intelligence. Accordingly, intelligence cooperation must 

be understood as a complex phenomenon monitored through formal and informal dynamics 

at personal and organisational levels.  

Therefore, knowledge production (Engel, 2018a, p. 118) in the Nouakchott and the Djibouti 

Process is not limited or confined to the formalities of the processes. The generation of 

intelligence extends beyond the ceremonious conventions to include the generation of trust, 

relations and aligned mutual interest. Interpersonal underpinnings of intelligence sharing 

indicate that intelligence cooperation between countries is a kind of anchored partnership 
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based on deep personal ties among officials and a history of dependably fulfilling collaborative 

obligations (Cooley & Nexon, 2016, p. 74; Berenskoetter & van Hoef, 2017, p. 2; Brown & 

Farrington, 2017, p. 69). The informal relations forged illuminate on underlying latent functions 

of the Processes. Consequently, the informal gathering builds rapport which is instrumental in 

cultivating trust amongst intelligence circles (Cline, 2016, p. 448). Uniform security challenges 

have the potential to harmonise efforts, initiate congeniality and develop strong relationships. 

The face time furnished by these meetings provides a common ground where, potentially, HISS 

and high-level diplomats can build and sustain trustworthy relationships which can exist long 

after their responsibilities end. Doring (2019, p. 137) avers that the meeting series operate as 

“first steps towards confidence-building.”  

6.4.2 Points for Action  

The cooperation between the frameworks rose out of the same security challenges and 

security needs. With growing transnational organised crime and terrorism, “a greater synergy 

and cooperation” (African Union, 2017, para. 9) between the two became imperative. The AU 

Commission urged participant countries of the two frameworks to share intelligence. 

Consequently, member countries of the two camps agreed to conduct regular joint meetings. 

Participating members resolved to organise annual joint meetings of the two processes and 

call for an extraordinary meeting if the need rises (African Union, 2017, para. 9 (viii)). As a 

supplement to the annual meetings, member countries in Djibouti and the Nouakchott 

Processes were urged to undertake “similar initiatives to ensure continued shared assessment 

of threats and best practices” (African Union, 2017, para. 9 (iv)). Member countries also agreed 

to include broad human security strategies and programs when addressing security threats.  

However, going forward, Member States were urged to observe previously adopted measures. 

In particular reference, member countries of the Djibouti Process were reminded to station 

officers with AMISOM and support Somalia’s NISA urgently (African Union, 2017, para. 9 (i)). 

On the other hand, support was to be extended to the G5 Sahel through member countries of 

the Sahel and other stakeholders in the region. The coordinated approach and arrangement 

were placed within the broader framework of the Nouakchott Process. Member countries 

expressed the need to enhance the capacity of the MNJTF (African Union, 2017, para. 9 (iii)). 

Agreeably, this was to be done through support aimed at strengthening the task force and how 

it realise its objectives.  
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The AU Commission urged members to appoint persons of contact to AFRIPOL. Amongst other 

duties, these focal persons would function to ensure the timely cooperation of information 

and build state capacity to gather and share intelligence. Here and elsewhere, the sharing of 

intelligence amongst security services seems inadequate unless subsidised by other entities. 

For instance, the interrelation between the two Processes with the ACSRT, CISSA and, to some 

extent, AFRIPOL illustrates the imperative of conflict prevention. Ugolini and Smith (2020, pp. 

72-73) aver that presently, the generation of substantive intelligence relies on a joint crossover 

production of intelligence between intelligence and law enforcement entities. Transversally, 

within the intersection of these virtual professions of intelligence and policing lies the 

imperative of regional peace and security through proactive and reactive endeavours, 

respectively.  

Focal centres between the Nouakchott and Djibouti Processes are linked to deepen 

cooperation and share intelligence. The coalescing of these centres function as “puzzle 

builders” (Ugolini & Smith, 2020, p. 76) to transversely share intelligence across the two 

regional mechanisms. Therefore, with Algerian Assistance, the “UFL agreed to extend its 

secured communication system to the RUFL and provide the requisite training for the second-

generation system” (African Union, 2017, para. 9 (vi)). Also, the UFL would provide capacity 

building initiatives to the Djibouti Process’s RFC. The cooperation is of paramount importance 

as it outlines how the two frameworks cooperate intelligence beyond joint meetings. 

Institutional cooperation and national cohesion represent boundaryless security cooperation 

which is not defined or limited to pre-defined horizontal or vertical structures. It somehow 

represents the effects of globalisation on state territories. The urge to collectively address a 

common problem through common means underscore the connectivity of member countries 

to each other and their awareness of their political dependence to address common security 

threats collectively.  

The AUC also recommended Member States to make use of the ACSRT through “designated 

focal institutions, and not individual persons” (African Union, 2017, para. 9 (iv)). Assigned 

institutions would connect more effectively with the ACSRT by simultaneously and collectively 

connecting with everyday security realities and identifying observable patterns of security 

threats in two different contexts simultaneously. These institutions would function as a 

delegated extension of the ACSRT. As a result, it increases its reach, research and potency. 
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Primarily, it would ensure smooth coordination between the ACSRT and individual member 

countries. The role played by the ACSRT cuts through the Nouakchott and the Djibouti 

Processes. According to Cline (2016, p. 448), the mandate of the ACSRT is broad as it includes 

coordinating policy across national focal points and training counterterrorism forces. It serves 

the two frameworks unilaterally and multilaterally. The joint meetings are proof of the latter. 

On the other hand, its dedication to the Nouakchott and the Djibouti Processes is separate, 

extending beyond the two processes to reach designated national focal institutions in member 

countries.  

6.5 Past for the future in the present 

Albeit the Nouakchott Process was the first to be conceived, the Djibouti Process has matured 

to be more dynamic and advanced than the former.256 Initially, the Nouakchott Process was 

characterised by constant activities and progress. However, while the Nouakchott Process did 

not conduct any meeting in 2019, the Djibouti Process has conducted two in the same year. 

Although there is no clear answer to the lagging of the Nouakchott Process, a few are 

convincing. First, the constant changing of the Malian governments is a variable. Mali has had 

five governments between 2013 and 2021.257 A common occurrence in African countries is 

that intelligence services are the president’s errands tools (Hutchful, 2009, p. iii). Therefore, 

the change in a president also results in the change of the HISS. Albeit the security situation is 

supposed to further the Nouakchott Process, the constant changes in HISS becomes an 

impediment because, without the Malian HISS, other HISS in the Nouakchott Process can only 

talk about Mali at a distance. Therefore, the changes of governments in Mali and the changes 

of HISS in Mali and other Member Services might have slowed down the Nouakchott 

Process.258  

Second, one has to consider how the Nouakchott Process was conceived out of the 2012 

Malian crisis. It is plausible, though to some extent,  to suggest that the challenges experienced 

 
256 Interview, Head of CPEWD, Addis Ababa, 2 August 2021. 
257First, Dioncounda Traoré took office on 12 April 2012 and left on 4 September 2013. Second, Ibrahim Boubacar 
Keïta reigned from 4 September 2013 to 18 August 2020 and was forces to resign in the Malian Coup of 2020. 
Relatively, he reigned for a longer period that is almost seven years. Third, Colonel Assimi Goïta ruled for 38 days 
between 18 August 2020 to 25 September the same year. Fourth, Bah Ndaw ruled for 241 days from 25 
September 2020 to 24 May 2021. Fifth, in the 2021 Malian Coup, Colonel Asimi Goïta assumed power on 24 May 
2021 and is the current interim president.  
258 Interview, Head of CPEWD, Addis Ababa, 2 August 2021. 
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in Mali could also have metastasized and found their way into the Process. The narrative is 

open to debate. However, a closer look into the Nouakchott Process illuminates how the 

regional mechanism constantly repeats the same security issues. Consequently, the 

Nouakchott Process – and partially the Djibouti Process – has been reduced to a regional 

framework with Member Services willing to cooperate and collaborate only on terrorism.259 

Other security issues are censored as sensitive. Thus, Member Services self-censor in a bid to 

hide their weakness.260 Be that as it may, in this digital era, information to sustain the 

Nouakchott Process, for instance, has never been the problem.261 Nevertheless, the charade 

of self-censorship inevitably limits the potential of the Processes by ignoring or denying other 

pertinent security challenges to the region other than terrorism.  

Third, self-censorship is intertwined with the political will of the Member States. The challenge 

emanates from the lack of political will by some Member Services to tackle regional issues. 

Self-censorship and lack of political will are further exacerbated or remedied by the constant 

change of DG’s not willing to cooperate or inclined to cooperate, respectively. The lack of 

political will of Member States, for instance, the Nouakchott Process, is also intertwined with 

funding. Figuratively, the Nouakchott Process is a plane that took off, stabilised but ran out of 

fuel.262  The cutting down on funding by the EU has left the AU and the Member Services 

exposed to the financial obligations of operationalising the two Processes. Numerous financial 

obligations resulting from multiple memberships in regional and continental institutions strain 

the financial resources of the Member States. Accordingly, partners end up opting to fund only 

entities that represent their interest at most. As mentioned in chapter five, some of the AU 

Member State who participates in either of the two Processes openly told the AUC that they 

could not contribute to the regional mechanisms and CISSA.263 Without funding and sufficient 

political will, the interest and enthusiasm that was once at the heart of the two Processes – 

with specific reference to the Nouakchott Process – is dying a natural death.  

Fourth, the COVID-19 pandemic has also made it difficult to conduct the bi-annual and annual 

meeting episodes of the Nouakchott and Djibouti Processes. 2020 and 2021 were cancelled 

 
259 Ibid. 
260 Ibid.  
261 Ibid.  
262 Ibid.  
263 Interview, Senior Officer, ISC, Addis Ababa, 22 July 2021. 
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years, and they have not witnessed any meetings due to the COVID-19 pandemic. 

Nevertheless, the Djibouti Process launched its Entebbe Centre on 24 May 2021 despite the 

COVID-19 pandemic. Therefore, factoring in the pandemic is insufficient to explain the 

slowdown of the Processes. Meanwhile, the Djibouti Process is operating unsatisfactorily 

under its office in Entebbe.264  

Fifth, as a brainchild of the AUC, the Nouakchott and the Djibouti Processes are outcomes of 

norms and trends being adopted and set by the AUC. Therefore, the politics and or 

organisational changes of the intergovernmental body – be they minor or major – have the 

potential to expose the two Processes to misfiring. The cutting down on funding by the EU265 

and the subsequent replacement of the APF by the EPF affected the planning and arrangement 

of the Processes.266 One has to factor in the departmental restructuring at the AUC that is from 

the PSD to PAPS. Also, to consider is that the previous commissioner of the then PSD, 

Ambassador Smaїl Chergui (2013-2021), came from an indistinguishable background, whereas 

the current PAPS Commissioner Ambassador Bankole Adeoye is from a governance 

background.267 However, this narrative is flawed in that the Nouakchott and the Djibouti 

Processes slowed down while Ambassador Smaїl Chergui was the Commissioner. The new PAPS 

Commissioner does not have a year in office,268yet the two Processes have malfunctioned since 

2019.  

As previously mentioned, the Nouakchott Process has eleven Member Services which are 

Algeria, Burkina Faso, Chad, Côte d’Ivoire, Guinea, Libya, Mali, Mauritania, Niger, Nigeria and 

Senegal. Consequently, some countries expressed reservation on the size of the regional 

mechanism.269 The discontent might have led to the birth of the Accra Initiative in September 

2017. The platform is built on three foundations which are exchanging information and 

intelligence, training security and intelligence professionals, and executing cooperative cross-

border military operations to maintain border security (Kwarkye et al., 2019, p. 2). The initiative 

has Benin, Burkina Faso, Côte d'Ivoire, Ghana and Togo as the Member States, while Mali and 

Niger are observer nations. The Accra Initiative functions as a security platform that is 

 
264 Interview, Senior Officer, ISC, Addis Ababa, 22 July 2021. 
265 See section 2.3 and 6.6.  
266 Interview, Special Advisor to the Chairperson of the AUC, Addis Ababa, 24 February 2021. 
267 Interview, Head of CPEWD, Addis Ababa, 2 August 2021. 
268 At the time of writing, Ambassador Bankole Adeoye has been in office for five months 
269 Interview, Head of CPEWD, Addis Ababa, 2 August 2021. 
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cooperative and collaborative with the goals of preventing the spread of terrorism from the 

Sahel region as well as combating transnational organised crime and violent extremism in the 

border regions of member nations. The initiative has organised numerous activities270 since its 

inception. Some of these activities have also been conducted during the COVID-19 pandemic.  

Its meetings are conducted at two levels which are HISS and security-related government 

ministries. Head meetings are conducted quarterly and followed by MM. The similarity of the 

Accra Initiative to the Nouakchott and Djibouti Processes is indistinguishable. The overlap can 

weaken existing mechanisms, and such changes might have contributed to the weakening of 

the Nouakchott Process.271  

The interruption of the bi-annual and annual conferences put forward interesting questions. 

What are the Nouakchott and the Djibouti Processes beyond the meetings? Can a process be 

a process without some series of actions? The bottom line is, are the Member Services in the 

Nouakchott and Djibouti Processes sharing intelligence? In the introduction, the term process 

was defined as a series of steps or actions undertaken to achieve a specific objective. Events, 

decisions, tasks, inputs and outputs are critical components of a process. Therefore, without 

events and decisions, it is hard to get neither inputs nor outputs. It has to be pointed out that 

the Processes are perceived as processes primarily because of the annual and bi-annual 

meeting episodes. Without these, the process risks being reduced from being a framework to 

an idle institution. 

However, to answer the first question, the Nouakchott and the Djibouti Processes are a 

platform to share intelligence regularly.272 What it means, therefore, is that the two Processes 

can continue with sharing of intelligence among Member Services via other alternatives which 

are not limited to conferences alone. This particular objective can also be realised through the 

 
270 The occurrences of these activities were done in the context of security and intelligence sharing. For instance, 
Operation Koudanlgou I, a border security operation, was carried out by the initiative in May 2018. It was carried 
out in the border regions of Burkina Faso, Ghana, and Togo by three countries working together. Benin took part 
in the conference as an observer. Operation Koudanlgou II, which took place in November of the same year, was 
carried out by Burkina Faso, Côte d'Ivoire, and Ghana. Mali was invited to participate as an observer. Operation 
Koudanlgou III, which was carried out by Togo and Ghana in the same month, was also carried out jointly. From 
2019 to 2020, the Accra Initiative was able to organise a conference of the chiefs of security and intelligence 
agencies and train the personnel of Côte d'Ivoire. The Accra Initiative's member nations signed a Memorandum 
of Understanding on security and intelligence cooperation in 2020. The Accra Initiative is administered by a 
permanent secretariat in Accra, Ghana, and focal centres in each of the member countries' capitals. 
271 Interview, Head of CPEWD, Addis Ababa, 2 August 2021. 
272 Interview, Head of CPEWD, Addis Ababa, 2 August 2021. 
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UFL or EA-FLU. For instance, within the established centres of the two Processes, each country 

deploys officers who share intelligence daily. It is like a miniature of CISSA. Therefore, the 

closure of one avenue used to share intelligence does not necessarily imply the demise of the 

processes. Perhaps the more they get to meet, the more they optimise the process of 

intelligence sharing. Trust is a key variable in sustaining these Processes.  

It is of prime importance to take into account that the Nouakchott Process was specifically 

established as a regional security mechanism to be used, first, to enhance intelligence and 

security cooperation and, second, operationalise the APSA in the Sahel. Of interest is the last 

section of operationalising the APSA in the Sahel. Thus, has the Nouakchott Process – and the 

Djibouti Process – been instrumental in realising the second objective? Considering that the 

Processes are ongoing, it is difficult to evaluate their overall performance. Measuring the 

success of the Nouakchott and the Djibouti Processes is methodologically challenging because 

these regional security mechanisms are in progress. Short term small gains can be identified. 

However, the realisation of long term mandates has not been achieved. Therefore, the 

Nouakchott Process – and the Djibouti Process – have been unsuccessful273 in implementing 

the APSA in their respective regions.  

6.6 Influence and Power Contestations 

Processes and mechanisms of cross-border intelligence cooperation are political. International 

politics of intelligence, therefore, involves roles, power contestations and the exertion of 

influence. The pursuit of influence is undertaken by the Member States as well as the AUC 

itself. The latter institution strives to come up with security instruments and mechanisms it can 

control. The image portrayed, in some instances, is that of the AUC – through the Chairperson 

– and some Member States vying for power, control and influence. For instance, in the wake 

of failing to trust and control CISSA,274 the then Chairperson of the AUC275 – using some partner 

fund – decided to form parallel regional intelligence cooperation structures under the 

superintendence of the AUC. Hence, the interweaving of the Nouakchott and Djibouti 

Processes to the APSA. Questions, therefore, arise if multiple intelligence sharing mechanisms 

 
273 Interview, Head of CPEWD, Addis Ababa, 2 August 2021. 
274 Interview, Senior Officer, ISC, Addis Ababa, 22 July 2021. 
275 Nkosazana Clarice Dlamini-Zuma (July 2012 to January 2017) was the then AUC Chairperson. 
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are necessary, and if not, how can the AUC harmonise plural parallel intelligence entities or 

collapse them into CISSA structures.  

The pursuit of control yields competing institutions made up of the same participants with 

almost similar security concerns. Albeit each region has, to some extent, its peculiar challenges, 

assigning roles to regional processes do not change the yearn for collective security on the 

continent. What it does, therefore, is strain the financial resources of Member States. 

Accordingly, partners end up opting to fund only entities that represent their interest at most. 

The above applies to the Member States and independent funding partners. The withdrawal 

of funding by the latter necessitates further financial commitment of the Member States. As a 

result, with partner funding withdrawn, some Member Services in the Nouakchott and the 

Djibouti processes openly told the AUC that they could not contribute to the regional 

mechanisms and CISSA.276 Hence the current operational vegetative state of the two 

processes.  

On the other hand, despite the security threats in the Sahelo-Saharan region and the Horn of 

Africa, the Nouakchott and the Djibouti Processes, respectively, are outcomes of norms and 

trends being adopted and set by the AUC. Thus, they evolve in response to the security 

challenges and reflect – to some extent – a commitment to addressing security challenges “a 

priori instead of post facto” (Svendsen, 2008, p. 132). Also, the Processes are an effort by the 

AUC to rope Member States into participating in fashioning the APSA and, to some extent, 

CISSA (Döring, 2019, p. 146). In reality, the AUC invites the Member States to participate in 

each meeting of the Nouakchott and the Djibouti Processes (African Union, 2019b, p. 2).  

As an international organisation, the AU is a cosmopolitan platform where transnational and 

globalisation security norms are glocalised through interaction with Africa’s peace and security 

challenges and needs. The interaction between transnational bureaucracy and the AUC 

facilitates norm diffusion and the importation of ideas. The transfer, through a causal 

mechanism, simultaneously enables the redistribution of global ideas and influence. Therefore, 

the AUC is not only an actor in African peace and security but a political arena where policies, 

ideas and values from multiple actors interact and compete for dominance (Williams, 2011, p. 

14). Hence, roles beget power contestations and subsequently influence.  

 
276 Interview, Senior Officer, ISC, Addis Ababa, 22 July 2021. 
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The paradox of cooperation and competition is evident between the CEWS and CISSA, within 

CISSA, the Nouakchott Process and the Djibouti Process. The simultaneous urge to cooperate 

and compete is best explained by coopetition,277 an amalgamation of competing and 

cooperating (Bengtsson & Raza-Ullah, 2016, p. 23). Therefore, coopetition278 has various 

themes, levels and phases (Dorn et al., 2016, p. 484). Wielding influence is not static and clearly 

defined as it is affected by multiple variables. The influence of the AUC on African regional 

security frameworks can be evaluated through its roles as a peacemaker, peacekeeper and 

political arena for reconciling and adapting ideas. Döring (2019, p. 132) posits that the AUC was 

central in forming the Nouakchott Process. A comparable level of influence can also be traced 

to the Djibouti Process as well.  

The willingness of Member States of the AUC to cede autonomous power to the AUC (Williams, 

2011, p. 14), in theory, and regarding peace and security, reflects the supposed influence the 

AUC bears. The Nouakchott and the Djibouti Processes presented an avenue for the AUC to 

marshal involved Member States apropos to operationalising the APSA in the respective 

regions. Döring (2019, p. 134) opines that the ACSRT and CISSA played central roles in the series 

of the Nouakchott Process but also simultaneously benefited from it by utilising the Process as 

a framework to put into effect and pursue their objectives. Positioning the Nouakchott and the 

Djibouti Processes in the APSA framework further epitomises the influence of the AUC and its 

goals towards peacebuilding. The fusion and aligning of the security mechanism with AUC 

mandated entities such as the ACSRT and CISSA further explains the point.  

The influence of the AUC on the continent is “based on principles of subsidiarity, 

complementarity and comparative advantage” (Engel, 2020, p. 226). It is through this influence 

that it dominates peace and security endeavours in the continent and manoeuvre around 

solving intractable conflicts. Ironically, the AU launched the Nouakchott and the Djibouti 

Processes to address its inefficiencies evidenced through the operational gaps of the ASF. The 

 
277 Cooperation gained prominence in game theory, and Brandenburger and Nalebuff (1996) used it to advocate 
for the idea of coopetition in strategic management. Subsequently, the idea received a great deal of traction 
across disciplines and levels of analysis. Coopetition is interesting because it brings together two modes of 
interaction that are often associated with diametrically opposed logics. Cooperation and competition have 
historically been seen as diametrically opposed forces within cooperative arrangements, and competitive aspects 
of cooperative arrangements are often considered as potentially detrimental and should be minimised. The 
coopetition viewpoint, on the other hand, attempts to combine the two contradictory logics into a single, cohesive 
construct (see Afuah, 2000; Ketchen et al., 2004; Zhang & Frazier, 2011; Brandenburger & Nalebuff, 2021). 
278 See Axelrod (1997). 
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AUC has raised concerns over the slow operationalisation of the ASF (AU PSC, 2020b, para. 3). 

Hence, the two processes indicate dissatisfaction and questioning a configured instrument 

such as the ASF (Döring, 2019, p. 142). In reality, therefore, the influence of the AUC over the 

Member States and RECs is limited because of its ineptitude and the influence held by some 

Member States and RECs such as ECOWAS on acting on their security crises.  

Furthermore, through a neorealist perspective – albeit not referring to this explicitly – power 

is perceived as the most significant factor in international relations (Alexandris, 2021, p. 2) and 

implications of self-interests, state competition, and the rationale of cost-benefit analysis 

emerge (Tuinier, 2021, p. 123).279 International intelligence cooperation frameworks are 

limited by the strategic difference between participating States (Svendsen, 2016, p. 264). 

Therefore, despite the AU being a resemblance of continental integration that echoes 

institutional and formal solidarity, the international system in which it operates “is essentially 

one of self-help and anarchy” (Sims, 2006, p. 196). As a collective of its Member States, it is 

plausible to assert that the Union is but a reflection of its Member States. Therefore, the 

integration is fragmented towards self-serving pursuits enveloped in the solidarity rhetoric of 

one union one continent. Therefore, to some extent, the complexities of the security 

challenges faced, diverging State interests, and distinct operational parameters disconnect and 

fragment intelligence sharing.  

An agency-based analysis draws a different story of complex relations and contested political 

orders in the AU. Far from being homogenous, there are member countries within the AU – 

Algeria, Egypt, Ethiopia, Nigeria, South Africa – which are powerful to influence the actions of 

the AUC. Cilliers et al. (2015, pp. 1-2) argue that these big five states are powerhouses of Africa 

which gives a particular shape and form to Africa’s future because they collectively comprise 

sixty per cent of the entire economies of Africa; fifty-eight per cent of expenditure by the 

military; and forty per cent of the population in Africa. Cilliers et al. (2015, p. 5) aver that to 

comprehend how power capabilities are converted into projections of power in the AU, focus 

 
279 Political science seems equipped to address international intelligence cooperation. It appears to be particularly 
well-suited for delving into deeper theoretical issues because intelligence sharing is comparable to collaborative 
phenomena examined in mainstream international relations, for instance, alliance formation. In addition, the field 
of international relations provides a diverse range of conceptual paradigms that could be applied to intelligence 
cooperation. These paradigms are neo-realism, neoliberal institutionalism, rational choice perspectives, game 
theory treatments and constructivism (see Walt, 1987; Snyder, 1990; Owen, 2005; Phythian, 2009). 
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must be directed at the role of the quality and strength of governance. However, Algeria, Egypt 

and Ethiopia have specific deficits in democratic governance. 

Cilliers et al. (2015, pp. 20-21) state that the strong support and persistent efforts towards 

Africa’s collective peace and security indicate influence and ambition. Therefore, organisations 

are but an entity of collective independent thought. The late Muammar Gaddafi is a case in 

point. It was through his efforts that an extraordinary session that established the Sirte 

Declaration, hence the AU, was held on 9 September 1999 in Sirte, Libya. Furthermore, in 2002 

he proposed the amendment of article 4 (h) of the Constitutive Act (Witt, 2013, p. 16). It was 

revised and adopted by the AU in February 2003. Although the AU is celebrated for furthering 

security cooperation frameworks in Africa, it must be acknowledged that it is as much an effort 

as the responsibilities of Member States, RECs and international players. 

Therefore, although the launching of security frameworks can be credited to the AUC, the idea 

might have originated somewhere else as an initiative of a Member State. Therefore, the 

intersection of influence and geopolitical competition shows that the agency of a Member 

State can be integrated to become an objective of the AU. In the process, the AUC risk being a 

minion of some of its Member States who have long term agendas. Also, this is but one of many 

ways where the plurality of concerns raised by the Member States can feature as a causal 

dimension to the launch of a regional security framework. Consequently, the dialectical 

interplay and duality underscore different actors and factors involved in the launching of 

regional complex security interactions. Cilliers et al. (2015, p. 20) contend that there are two 

ways of assessing the influence of a state towards the AU, and these are through membership 

to the PSC and how it is committed to the peacekeeping missions.  

For instance, Algeria is a ubiquitous state at the helm of regional security and strategic 

cooperation because it holds key peace and security positions in the AUC. From 2008 to March 

2021, the position of the Commissioner of the PAPS has been held by Algerians, namely 

Ramtane Lamamra (2008-2013) and Smaïl Chergui (2013-2021), giving the impression that the 

Commissioner slot is now an exclusive domain for one nation – Algeria (Nickels, 2014, p. 3).280 

As a result, there have been several convenient consonances between the security endeavours 

 
280 However, the current PAPS Commissioner is Ambassador Bankole Adeoye who assumed office on 15 March 
2021.  
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of the AU and the interests of Algeria. Döring (2018, p. 49) contend that Algeria “has 

maintained its influence over the AU’s peace and security policies since its beginnings.”  

For instance, the ACSRT, Nouakchott Process and the UFL, albeit regional entities, are critical 

to Algeria’s sub-regional influence. Certainly, the conflict between Algeria and Morocco 

influenced the decision to bar the latter, as a non-AU Member State – then,281 from attending 

counterterrorism meetings organised by the ACSRT in the Sahel. Therefore, regional security 

frameworks are, simultaneously, products and by-products of inextricably interwoven security 

construction endeavours by the AU and the contested geopolitical influence of its Member 

States.  

The above calls into question the role played by Algeria in Africa’s security. According to Cilliers 

et al. (2015, p. 1), every feature of international relations is inculcated by power. Apologists of 

the Algerian stance towards African security argue that Algeria has been a key player in the 

national liberation of Africa to the current security pursuits (Zoubir, 2014, p. 55).  The country 

has been credited for helping design the APSA through Said Djinnit – the first Commissioner of 

the then PSD (Nickels, 2014, p. 3). However, the convenient consonance between the AU’s 

continental security endeavours and Algeria’s pervasive presence consequently exposes the 

dominance and informal superintendence the latter has on the continental body. Leniently, 

Shiferaw (2019, p. 4) expostulate that what Algeria has is “considerable influence” in the AU, 

not dominance, but Döring (2019, p. 135) unsparingly articulate the influence as “notorious.” 

However, there is incessant dissension among analysts and scholars on which components to 

use when quantifying and enumerating power (Cilliers et al., 2015, p. 2).  

Without dissipating time on semantics, it is common knowledge that Algeria is a top-tier 

financial contributor to the AU. However, despite its tremendous investment into the APSA, 

the country’s strategic interest and latent agendas have severely malfunctioned institutions of 

the AUC such as the ACSRT and AFRIPOL due to its authoritative thrust and foist. For instance, 

AFRIPOL was initiated by the ISC and the Eastern Africa Police Chiefs Cooperation Organisation 

(EAPCCO).282 However, it was later highjacked to be controlled and positioned under the then 

 
281 Morocco left the continental body in November 1984 as a protest against the formal recognition, by the OAU, 
of the disputed territory of Sahrawi Arab Democratic Republic. After 32 years of absence, Morocco reapplied and 
was readmitted back into the AU on 31 January 2017.  
282 EAPCCO was established in 1998 as a regional body of Police Chiefs strengthening police cooperation to 
address transnational crime. It is headquartered in Nairobi Kenya and it has 14 Member countries which are 
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PSD – a major operational constrain – and headquartered in Algiers by Algeria. Consequently, 

the Algiers Declaration of 11 February 2014 was solely shaped and written by Algeria in its way 

and later signed by participating Member Services.283 Therefore, AFRIPOL complements the 

Directorate General for National Security (DGNS)284 more than it does any other country. This 

explains why there is a call to reform AFRIPOL and relocate it to Addis Ababa.285 Aldrich (2002, 

p. 51) postulate that “such arm-twisting among intelligence allies is not unusual.”  

Correspondingly, the ACSRT also suffers from operational reluctance primarily because it is 

headquartered in Algiers. The location of the ACSRT plays a huge role in its operational 

inefficiencies286 because the history of terrorism in Africa cannot be written without 

mentioning where it started – Algeria. Al Qaeda of North Africa started in 1991 after the Islamic 

Salvation Front (FIS)287 won the first round of parliamentary elections deliberately cancelled 

through a military coup in fright of an impending institutionalisation of the Sharia Law288 by the 

victors. The negation of the Islamist electoral victory resulted in the Algerian Civil War of 26 

December 1991 to 8 February 2001 that had the effects of evolving the FIS from an Islamist 

political party into an Islamic Salvation Army (AIS)289 (Filiu, 2009, p. 2). Thus, the historical 

origins of terrorism are deeply rooted in the northern coastal and southern desert regions of 

Algeria, and it later spread into the Sahel.  

Consequently, the ACSRT is operationally restrained from documenting the fusion of “Algeria’s 

history of violence” (Filiu, 2009, p. 2) to the emergence of terrorism in Africa. The ACSRT is 

hindered from carrying out its mandate, and a case of the ACSRT Director being intimidated 

and cautioned by the DGNS has been reported.290 Algeria, therefore, is a centralised and 

command government that has firmly perfected this form of ‘diplomacy’ in the APSA. The 

 
Burundi, Comoros, the DRC, Djibouti, Eritrea, Ethiopia, Kenya, Rwanda, Seychelles, Somalia, South Sudan, Sudan, 
Tanzania and Uganda.  
283 Interview, Special Advisor to the Chairperson of the AUC, Addis Ababa, 24 February 2021. 
284 The DGNS is the civil police of Algeria.  
285 Interview, Special Advisor to the Chairperson of the AUC, Addis Ababa, 24 February 2021. 
286 Interview, Special Advisor to the Chairperson of the AUC, Addis Ababa, 24 February 2021. 
287 The FIS was founded in 1989 by Abbasi Madani, al-Hashimi Sahnuni and Ali Bel Hadj. It was an overwhelmingly 
popular religious fundamentalist party which opposed democracy, the constitution and avoided democratic 
structures. It strongly believed that only religious scholars are allowed to provide political leadership and interpret 
the law and religion. It was banned in April 1992 and an estimate of its 40 000 elected officials and militants were 
detained in the Saharan detention camps (see Samuelson, 1995; Shahin, 2003).  
288 The Sharia is an Islamic religious law which is derived from the Quran and the hadith doctrines.  
289 The AIS was formed on 18 July 1994 as an armed wing of the FIS which fought in the Algerian Civil war from 
1994 until the group was disbanded in October 1997.  
290 Interview, Special Advisor to the Chairperson of the AUC, Addis Ababa, 24 February 2021. 
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operational inefficiencies of the ACSRT explain why the EU halted funding the ACSRT ten million 

euros after it became fully aware that the AUC structure was not producing anything 

substantial.291 Therefore, from the OAU to the AU, Algeria continues to tactfully swing the 

continental body in the direction of its interest against regional rivals like Egypt, Morocco and 

the then Muammar Gaddafi’s Libya (Zoubir, 2014, p. 56).  

Pragmatically and to some extent, the AU has acquired disreputation and notoriety through 

some of its actions and inactions. 292 Consequently, the organisation has limited influence – 

the capacity to affect – because of its bad reputation, obloquy, reluctance and problems 

ploughing the institution. Influence cannot be measured on interaction level alone – RECs and 

the Member States – but must also extend to the grassroots levels. The failure by the AU to 

actively stand up to despotic African leaders has reduced it to become an exclusive club for 

brutish despots with a disconnection from the concerns of ordinary people. It has failed to 

exercise its mandate to speak or act against fraudulent elections or the abolishment of 

presidential term limits (Williams, 2011, p. 19). Consequently, it furthers the debate on whose 

security293 and the damaging of its reputation.  

Allison (2014, p. 1) avers that the AU “gets a lot of flak” because of how it prioritises power 

over justice and slowly responds to security threats. Despite the notable success, failures stand 

out through slow or ineffective interventions (Kimenyi, 2015, p. 31). Therefore, these 

inefficiencies make it unable to effectively represent and meet the needs of everyone on the 

continent. The merits of such criticism, however, ignores that Africa has a much greater form 

with a continental body than without it. Despite challenges encountered, the AU has made 

considerable achievements towards peace and security. Its influence, therefore, can be traced 

through its responsibility to spearhead possible regional integration through security 

cooperation. The Nouakchott and the Djibouti Processes are a testament to this endeavour. 

 
291 The EU is introducing new ways to finance peace and security in Africa in 2021. Its financing to the AUC through 
the dedicated fund – the APF – which has been operational for sixteen years will be overhauled to be replaced by 
more flexible instruments. On 22 march 2021, the EU established the European Peace Facility (EPF) that is 
expected to function as a financial instrument.  will absorb the APF and increase the budget from €3.5 billion to 
€5 billion between 2021 to 2027. Also, it is no longer be limited to peace efforts in Africa alone as it has widened 
its scope to global. It will finance the EU’s “external actions that have military or defence implications” within the 
CFSP (Council of the European Union, 2021, p. 7). Also see International Crisis Group (2021); Hoijtink & 
Muehlenhoff (2021). 
292 See Fritzon (2015); Adeniyi et al. (2016).  
293 See Fisher (2014). 
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6.7 Chapter Summary  

The Nouakchott Process and the Djibouti Process represent an amalgamate of regional 

Member States, institutions, regional and continental organisations coalescing and 

cooperating security intelligence and enhancing stabilisation efforts. The two processes were 

designed to simultaneously operationalise the APSA and realise regional security in the Sahelo-

Saharan and East African regions. The Member State represents the first line of defence to 

regional security. Thus, they are platforms where security is collectively defined, redefined and 

constructed by participating Member States. Also, they function as security frameworks where 

regional threats to security are constructed and defined by actors during annual and bi-annual 

meeting episodes. The two processes represent regional security challenges and measures 

taken in response. They offer a unique platform to understand the security dynamics in the 

Sahelo-Saharan and the East African regions. The processes combine formal and informal 

security and intelligence cooperation between regional organisations, member countries and 

institutions. The cooperation with an attempt of the AUC lead extends to RECs such as EAC, 

ECOWAS and IGAD. Despite the geographical difference, the processes are tied together 

through their affiliation and contribution to the APSA. As regional initiatives, the two processes 

are complemented, at the continental level, by the APSA.  

Inter-regional and intra-state networking and relations provide an avenue to negotiate regional 

security strategies. It is through networking and dialoguing that these collective measures to 

regional security threats are devised. The two processes epitomise contributions made by 

security and intelligence cooperation to the operationalisation and implementation of the 

APSA. The enhancement of security cooperation, particularly in the Sahelo-Saharan region, 

functions to operationalise the APSA. By seeking peace and security in their respective regions, 

the two processes materialise some mandates and responsibilities of the APSA. However, since 

their inception, their overall performance has been unsatisfactory. However, like the CEWS 

and CISSA, the two regional processes are fundamental to the APSA. Therefore, the respective 

African intelligence mechanisms play a crucial role in the implementation of APSA.  
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Chapter Seven 

Conclusion 

7.1 Introduction  

The thesis commenced with the primary objective of examining the contributions of security 

intelligence to implementing the APSA. As a continental framework composed of an 

assortment of organized norms, institutions and instruments, the APSA and its affiliated 

mechanisms, institutions and processes were descriptively, functionally and analytically 

examined within a context of security intelligence cooperation to understand their function 

and contribution to the overall continental security architecture. The thesis demonstrates how 

intelligence is shared by security services of Member States to the AU and selected regional 

organisations. The subsequent paragraphs restate the primary objective of the study.   

Apart from examining the APSA as a collective of structured institutions, particular attention 

was paid to one of its pillars – the CEWS – a conflict prevention tool positioned to anticipate 

and facilitate the prevention of conflicts through the provision of early warning information. 

The CEWS was examined because despite it not being a traditional intelligence outfit, its 

functions are comparable. Regardless of its use of open-sourced information, similarities can 

be drawn from intelligence cooperation and the dissemination of early warning information, 

considering how they are both knowledge products resulting from the detection, collection, 

evaluation and interpretation of data to influence decision making.  

The thesis presented the development, institutionalisation and operationalisation of CISSA to 

detail the significance of the genesis and development of intelligence cooperation in Africa. It 

considered and evaluated its role as a unique epitome of intelligence sharing at the continental 

level. Contributions of intelligence cooperation to the APSA or in Africa cannot be sufficiently 

examined without looking at the roles and contributions of CISSA in the provision of strategic 

intelligence to the Chairperson of the AUC and the PSC.  

The thesis also looked at intelligence cooperation in the Nouakchott and Djibouti processes 

from 2013 to 2020. Established out of implementation and operational gaps of the APSA, the 

two processes were of prime importance in indicating the contributions made to the 

implementation of the APSA through regional intelligence cooperation. The two regional 

security frameworks for intelligence cooperation enhancement are instrumental in 
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implementing and operationalising the APSA in their respective regions. The launch of the two 

processes is part of the state of the art multidimensional – continental and regional – 

approaches to collective security.  

This chapter, therefore, underscores and recapitulate the purpose and key findings of the 

study. It provides a condensed precis in congruence with the research question. Despite the 

distinctive difference in the topic structure of the thesis, the individual chapters amalgamate, 

conflate and coalesce to answer the main research question. Deducing and building from the 

previous chapters, this chapter synthesizes key arguments, ratiocinate major contributions and 

concludes the study.  

7.2 Summary of key arguments  

The study's main purpose was to evaluate the contributions of security intelligence to the 

implementation of the APSA. Therefore, the overall intent of this study was to describe how, 

methodically examine and interpret, in detail, affiliated mechanisms, institutions, committees 

and processes. The plurality of these entities underscored how the AUC does not only get 

security intelligence – as open-sourced information from the CEWS. It goes beyond the 

established structures and the five pillars of the APSA to implement the APSA. This raises a 

question on the APSA as a self-sustaining and self-supporting framework and its ability to be 

sustained without depending on the contributions of affiliated organisations. The dependence 

of the APSA on other organisations calls into question and draws attention to its existence as 

a comprehensive framework.  

Nevertheless, the findings suggest that the APSA, affirmatively, is not comprehensive on its 

own. It is a partially integrated framework that heavily relies on cooperating with regional and 

continental establishments of the same goals to operationalise. The intersection of goals, for 

instance, between the APSA and RECs and; the APSA and CISSA broadens and consequently 

widens the influence of the APSA, which in turn is misconstrued as a comprehensive 

framework. Therefore, the cooperation between the APSA and other organisations highlight 

how the capacity of the APSA towards security intelligence remains institutionally scattered.  

Consequently, cooperated security intelligence contributes to the operationalisation of the 

APSA, despite the role played by the CEWS. The type of intelligence sourced by the CEWS – a 

pillar of the APSA – is different from the strategic intelligence provided by CISSA or complex 
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intelligence-sharing generated under the Nouakchott and the Djibouti Processes. Therefore, 

the supplementary role played by CISSA and the Nouakchott and the Djibouti Processes are – 

first and foremost – vital contributions of security intelligence to the operationalisation and 

implementation of the APSA. These outfits for intelligence cooperation add to the APSA to 

enhance and complete it. To explicate, this explains why CISSA has been described as an 

optimising silent pillar of the APSA. Furthermore, it underlines how the Nouakchott and the 

Djibouti Processes were initiated as instruments of the PSC to enhance security intelligence 

cooperation and thus realise the operationalisation of the APSA in the Sahelo-Saharan region 

and East African region, respectively.  

In light of the above, the thesis outlines that security intelligence cooperation within the APSA 

is a motion of surpassing the inefficiencies of the continental framework, RECs and the 

Member States. However, it is not the remedy for each and every problem or inefficiency at 

the AU and RECs. The association of endeavours must be understood within a context in which 

the continental body is attempting to align, consolidate and optimise its capacity and those of 

its affiliated organisations to prevent or effectively address conflict and insecurity. Therefore, 

apart from succouring the APSA in its operational duties, the thesis outlines that the notion of 

intelligence sharing contributes to the desired effect of consolidating and promoting peace, 

security and stability on the continent. It seems to be borne out in this study that security 

intelligence is outsourced and exploited to help provide a collective security dimension to the 

APSA and allow the APSA to pursue the peace dimension.  

To some extent, intelligence cooperation – through CISSA, Nouakchott Process and Djibouti 

Process – must be accredited for contributing to the scope of the APSA, reshaping it and 

advancing its mandate. The reconfiguration of the APSA, through intelligence contributions – 

discloses how intelligence cooperation is a continuum with expansion that is implemented and 

connected through various degrees of synthesis. The thesis surmises that the APSA framework 

provides a conducive platform to develop and enhance intelligence cooperation. It provides an 

avenue to navigate through operational impasses diplomatically. As a result, the relationship 

between the APSA and collective security intelligence is central to the implementation and 

development of the APSA, whose functions underscore the importance of interdependence 

and cooperation between the pillars (Fisher et al., 2010, para. 50). 
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The first of the secondary research questions were designed to evaluate the contributions of 

the CEWS, as a form of open-source intelligence outfit, to the APSA. Research findings show 

that the PSC celebrates the CEWS as the most important tool to achieve conflict prevention in 

Africa because it is a system functioning to generate early warning signs on security threats 

and generate response options to decision-makers. The orientation of the CEWS as an integral 

and critical component of the APSA guides the security aspect of the continental framework in 

executing its objectives. The CEWS functions to fulfil the mandates of the APSA in conflict 

prevention, management and resolution. The role it plays is critical to the functioning of key 

institutions of the AU and other components of the APSA 

The thesis shows that despite the CEWS being an open-source system, the inseparable divide 

between early warning and intelligence makes it almost impossible to separate the two 

considering how they are all knowledge products resulting from collecting, evaluating, and 

interpreting data to guide decision making. As has been enunciated, the similarity overlaps the 

functions of the CEWS and other intelligence outfits such as CISSA. The conflicting roles are 

often complicated, and they place the CEWS and CISSA as institutions competing for influence 

rather than the former supplementing the functions of the CEWS. What is critical in this 

operational dilemma is to understand the nature of intelligence because attaining and 

cooperating early-warning intelligence is as competitive as it is secretive because it is a source 

of influence.  

One of the emerging themes from the analysis is that the AUC utilises intelligence sourced from 

various institutions. Therefore, intelligence cooperation, occasionally, is a juxtaposition of 

competing and complementary flow of information. The CEWS makes use of collective 

intelligence that is open-sourced from RECs EWS, early warning officers, liaison offices, AU field 

mission, governmental and intergovernmental actors. It serves as a continental instrument 

equipped, capacitated and connected to regional EWS to share information, coordinate 

activities and stay abreast and updated to sub-regional events. It provides a point of contact 

and serves as the main point of contact between the AU and multiple entities. Therefore, the 

CEWS contributes to the APSA by providing a structural conduit for information sharing 

through the Situation Room, which, amongst its other primary functions, it is purposefully 

designed to share intelligence and coordinate activities.  
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The methodology of the CEWS was discussed, and its implications to the overall efficiency of 

the framework were evaluated. The Situation Room, Early Warning Unit and Desk Officers 

cooperatively monitor and manage information through a framework of variables, indicators 

and parameters. The collection and monitoring of information, conflict and cooperation 

analysis, the formulation of options and responses are significant steps in the CEWS 

methodology. However, the thesis outlines that the last step of formulating responses is of 

utmost importance because it bridges early warning, decision making and early action. The 

CEWS is constantly faced with a perennial predicament of interrelating early warning into early 

action.   

Consequently, the thesis calls into question the role of the CEWS as an instrument for conflict 

prevention. Albeit it is not responsible for response activities, the existential gap between early 

warning and early action depreciates the usefulness of the CEWS. The mechanism of early 

warning is designed to provide an alert. Alert is central to any early warning mechanism. 

However, for it to be useful, it must be complemented by early action response to prevent and 

mitigate conflict. The findings show that more often than not, early warning information is not 

followed by early action due to (a) multiple human and structural challenges emanating from 

the absence of a political will; (b) the glaring disjuncture between institutional expectations 

and institutional capacity; and (c) competing contradictory norms justifying multilateral 

actions. Therefore, the operational aperture between early warning and early action dwarfs 

and overlook the contributions of the CEWS to the APSA.  

On that account, the thesis established that the functional connection between early warning 

and early response continues to be weak. The effective implementation of the CEWS is 

challenged by bureaucratic red tape that slacks off and defeats the primary impetus of early 

warning, which is an early response. Considering that the primary purpose of the CEWS 

revolves around preventing conflict rather than merely forecasting or vaticinating its 

occurrence, the structural weak linkage and discontinuity between early warning and early 

action handicap the early warning pillar. There is a need to revise and implement 

methodologies and structural processes that support the whole concept of early warning and 

early action. The significance of the CEWS, as a system, cannot be measured through its 

functions alone but also how decision-makers effectively utilise it. The relationship represents 

a ‘duality’ and dialectical interplay where the two cannot be separated from each other 
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although their functions are somewhat different. Thus, its structure should resonate with the 

agency of early warning and early action. An early warning mechanism that manages to 

aggregate early warning and early action as two sides of the same coin is useful in generating 

early warning reports that match the needs of decision-makers to implement early action.  

The thesis shows that the relationship between the CEWS and regional EWS is nurtured 

through the exchange of information. It also shows the significant role played by RECs in this 

association. The cooperation is the epitome of how the AU can employ complex relations 

between globalisation, governance and security to its advantages. The coordination harnesses 

the efficiency of the CEWS to function effectively and attain its goals. Thus, the cooperation 

between the CEWS and RECs strengthens the need to devise a collective framework to prevent 

and manage conflict.  

Withal, one of the themes to emerge from the analysis is that the CEWS also cooperates with 

other EWS mechanisms such as the CSCPF that facilitates a coordinated approach to structural 

conflict prevention; the CSVMS – a key output of the CSCPF – which functions to strengthen 

the capacity of the AU Member States in identifying and addressing structural vulnerabilities 

to conflict; the APRM which functions as a voluntary self-monitoring conflict prevention 

mechanism; and Horizon Scanning which functions as early awareness and alert system of 

threats. However, the implementation of some of these mechanisms, such as the CSCPF, is 

faced with resource challenges such as human and financial 

Although the cooperation between the CEWS and RECs has increased since its inception, a lot 

still needs to be improved regarding data collection and analysis. The study shows that despite 

some progress made, cooperation and information sharing between the CEWS and regional 

EWS remain constrained through unsystematic coordination and human resource limitations. 

Also, the synergy regarding its implementation and coordination is still lacking regardless of 

the progress made between the CEWS and RECs. The CEWS continues to be faced with 

methodological and technological challenges. The acquisition and distribution of information 

are inadequately worsened by the low connectivity between the continental and regional early 

warning systems. Furthermore, the lack of political will hamper the operationalisation of the 

CEWS and the overall implementation of the APSA. An effective operationalisation of the CEWS 

heavily rely on the political will from the Member States to fully commit to the prevention of 

violent conflict, particularly within their sovereignties and generally in Africa as a continent.  
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The thesis outlined that the future of the CEWS is uncertain considering the restructuring, 

disintegration and integration of the AUC departments implemented at the beginning of the 

year 2021. Following the AU reforms proposed by President Paul Kagame of Rwanda on 29 

January 2017, the AUC has begun implementing some of the institutional reforms. The 

proposed overview, which has already begun to be implemented, has moved early warning 

into regional desks. The CPEWD has, however, diversified and broadened its scope beyond 

Africa to include, for instance, the Arab League, Commonwealth, UN system, regional security 

mechanism. The study findings show that the CPEWD has become humongous, taking into 

account the limited human capital of the division. Hence, the CPEWD may not cover all the 

regions it is mandated to effectively. Also, the change goes against the APSA framework, and 

it raises the question of the sustainability of the CEWS as one of the pillars of the APSA, 

considering that the CEWS and APSA have been positioned under two separate departments. 

Early warning is now under Conflict Management, while APSA is positioned under Governance 

and Conflict Prevention. 

The second secondary objective sought to examine the roles and contributions of CISSA to the 

AUC and its institutions with particular reference to the APSA. Thus, the chapter was largely 

descriptive and analytical in emphasizing that intelligence cooperation is an accumulative 

process that does not happen overnight and reflects responses to historical and contemporary 

global processes. The plethora of regional security threats evolved the maxim of need to know 

to need to collaborate considering how stand-alone strategies were now innately inefficient to 

safeguarding the continent and its respective countries. The establishment of CISSA was 

outlined as charting a strategic course towards peacebuilding and conflict prevention 

achievable through cooperation and collaboration with a specific aim of averting emergent 

peace and security challenges confronting Africa. The thesis established that CISSA is a silent 

pillar functioning independently within the APSA framework. 

In a bid to understand how intelligence is shared from the Member States to CISSA and then 

from CISSA to the ISC and the Chairperson of the AUC, the thesis demonstrated that 

intelligence cooperation in CISSA goes beyond the technological sophistication of the CISSA 

SCS to include closed session Conference and classified reports and briefs. In functional terms, 

the Conference exist as a permanent executive body whereas, in practice, its annual meetings 

are conducted to share intelligence. The study shows how a multilateral network of intelligence 
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sharing was formalised between fifty-two African countries to collectively dispense security 

intelligence in a bilateral arrangement with the AUC through the ISC. CISSA provides strategic 

intelligence to the Chairperson of the AUC, and in so doing, it provides briefings to the PSC.  

The findings suggest that the existence of CISSA as an intelligence committee cannot be 

separated from the existence and collective objectives of the APSA. However, the support 

rendered to the PSC by CISSA within the APSA framework is sometimes a replication of 

objectives with other similar organs such as the CEWS. Consequently, the thesis shows a 

misunderstanding of roles between the CEWS and CISSA. The increasing dependence of the 

PSC on CISSA for security intelligence raises questions on which institution – between CEWS 

and CISSA – is most listened to by the PSC. Thus, the conflicting roles often complicate duties 

and place CISSA and CEWS as institutions competing for influence rather than complementing 

each other. 

The thesis looks at the ISC to comprehend the relationship between CISSA and the AUC. The 

establishment of CISSA necessitated the institutionalisation of the ISC in the office of the 

Chairperson of the AUC to receive security intelligence reports with CISSA. It emerged upon 

analysis that although the ISC is positioned as a recipient of the reports, CISSA directly sends 

its briefs to the Chairperson of the AUC with attached copies for the ISC. The study shows that 

the ISC is taking on more roles that CISSA cannot. For instance, CISSA is prohibited by its 

Conference to engage in intelligence cooperation at the international level. Therefore, it can 

only indirectly associate with international organisations via a proxy – the ISC – or with 

authorisation from its Conference. Even though the ISC was established as a conduit of 

intelligence, it has outgrown its roles. Consequently, the ISC is no longer just a conduit of 

intelligence from CISSA to the Chairperson of the AUC. As a specialised unit of the AUC, the 

committee has gradually upgraded to serve as an interface between the AUC and other 

international organisations. 

The findings suggest that CISSA also contributes to the APSA through an indirect mechanism 

like the Nouakchott and the Djibouti Processes and regional units such as the UFL, EA-FLU and 

RIFU. Furthermore, information exchange between CISSA and the AUC has matured to become 

mutual, a notable difference in how it used to be unilateral. The Chairperson of the AUC can 

provide CISSA with intelligence for verification purposes.  
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Despite the progress made, the thesis unravels serious bottlenecks and challenges to the 

optimal performance of CISSA. The changing security terrain of the continent limits the 

effectiveness of CISSA because of the plural interwoven and complex nature of contemporary 

continental security threats. When one security challenge is being addressed, another one is 

emerging. This explains why the functions of CISSA have widened, and the scope of the ISC has 

grown very fast in the past few years. Furthermore, by virtue of not being operational in the 

field, the capacity of CISSA and its affiliates such as the ISC is contained. Also, the lack of funding 

limits the operational capacity of CISSA. Consequently, CISSA has an operational challenge of 

widening its scope, building its capacities and capabilities. 

The thesis highlighted how Member Services deliberately withhold intelligence and share it 

when it is too late. The study found that although Member Services of CISSA are often 

committed towards cooperating intelligence, in reality, they do not because, more often than 

not, CISSA fails to get information from its Member States. Moreover, regardless of the 

potential yields of the CISSA SCS, Member Services seldom use it because of the nature of the 

intelligence trade and how Member Services refuse to commit to specific details and sources. 

The hindrance points to issues of trust, a pre-requisite attribute of intelligence cooperation.  

The thesis established that the scope of CISSA and its policy towards cooperating with non-

African countries is an outstanding limitation. Consequently, CISSA faces a risk of these 

international intelligence organisations obtaining access through a proxy Member Service. The 

possibility is a challenge in itself to the autonomy of CISSA. It also challenges its resolution to 

refrain from partnering with any foreign partners. Moreover, organisational politics within 

CISSA sedate growth and Member Services flout known facts and defend their political 

interests. The challenge is comparable to how some Member States deny early-warning 

intelligence from the CEWS (AU PSC, 2015b, p. 2). Consequently, concerns have been 

expressed over these sequences of intelligence denials. The operational inability of CISSA in 

relation to intelligence collection is parallel to its incapacity to verify the intelligence it receives 

from its Member Services. Consequently, it leaves CISSA exposed and vulnerable to the political 

interest of any Member Service because it has not been given the power and capability to act 

or confirm the intelligence it receives.  

The third secondary objective examined how the Nouakchott and the Djibouti Processes 

contributes to the implementation of the APSA. The thesis outlines that the dynamics of 
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regional institutional building in Africa’s peace and security endeavours are born out of 

incapacities and operational gaps of existing structural mechanisms. The two processes are 

significant geostrategic frameworks underscoring the interdependence of the involved 

countries in addressing regional security issues. The processes offer a unique opportunity for 

the participating countries to deepen intelligence security cooperation and come up with 

effective measures to combat transnational organised crime and terrorism. The process 

enables the formal and informal exchange of security intelligence through networking and real 

relationships. It goes above and beyond the national security approach that prioritises the state 

and its institutions, borders and integrity. It is a framework designed by combining 

conventional and contemporary approaches to security, where the security of people living in 

those states is also important. 

It emerged in analysis that at its core, the Nouakchott Process has a central dimension of 

discursive contestations, interactions and social constructions. This dimension equips it to be 

constantly in the making. Therefore, it is a series of steps and actions taken – a process – to 

achieve regional security. The process is actively involved in the redefinition and reconstruction 

of existing norms to suit their security challenges and geographical realities. The Nouakchott 

process does not only help implement the APSA in the region, but it also goes a step further to 

contextualize it to suit the particular insecurity in the region. Therefore, it recalibrates the 

operationalisation of the APSA within the region by taking into account the unique 

geographical, political and security landscape. At the centre of the Nouakchott Process is 

enhancing security intelligence cooperation which is used to supplement the 

operationalisation of the APSA in the region. Hence the process is a solution to security 

challenges in two ways. It presents attainable solutions to the security challenges facing the 

Sahelo-Saharan region. On the other hand, it also serves to implement the aims and objectives 

of the APSA in the region by virtue of being positioned within a wider framework of the APSA. 

Consequently, the thesis established that the Nouakchott process was conceived as a tool to 

improve, strengthen and intensify existing mechanisms. The process assumed interchangeable 

security functions that addressed the reluctance of ECOWAS, the malfunctions of CEN-SAD and 

the deadlock confrontation between Algeria and Morocco in the AMU. Thus, the Nouakchott 

process provided an avenue, which is the first of its kind, to coordinate regional security 

beyond one REC. By underscoring regional security cooperation through intelligence sharing, 
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coordinated efforts and border control measures, the Nouakchott Process became a sub-

feature of a broader APSA framework in the Sahelo-Saharan region. It brought a viable solution 

to existing haphazard and informal arrangements by grouping these security initiatives under 

an overarching framework 

The argument put forward in this thesis is that the Djibouti Process is an improved replica of 

the Nouakchott Process in multiple ways, albeit in a different region, because it was established 

from learned experiences, faced challenges and shared successes of the Nouakchott Process. 

The thesis underscores that the Djibouti process rose out of the collective security challenges 

in East Africa. Thus, the member countries, through the process, resolved to intensify security 

and intelligence cooperation to address the security vulnerabilities in the region. However, the 

process is not only limited to the sharing of security intelligence alone. It facilitates endeavours 

that cultivate its capacity to operationalise the APSA in the region.  

The thesis raises doubt and questions on the sustainability of the Djibouti process because of 

the prior existing multiple security cooperations in the region. Furthermore, the simultaneous 

membership is exacerbated by the existence of two recognised RECs, EAC and IGAD, in one 

region – East Africa. The fluidity of the matter complicates the operationalisation of security 

mechanisms in the region. Nonetheless, the thesis also underlines that, like the Nouakchott 

Process, the Djibouti Process represents a new form of security clustering which does not seek 

to imitate conventional regional geographies. It is defined by interest-driven actors who 

understand the nature of collective security threats not confined to a single geography. 

Regarding the Nouakchott and the Djibouti Processes, the two are security frameworks where 

regional threats to security are constructed and defined by actors during annual and bi-annual 

meeting episodes. Thus, the two processes are platforms where security is collectively defined, 

redefined and constructed by member countries. The two processes combine formal and 

informal security and intelligence cooperation between regional organisations, member 

countries and institutions. Through networking and dialoguing, collective measures to regional 

security threats are devised. As regional initiatives, the two processes function to aid the APSA 

and simultaneously, in return, be complemented by it. However, the study findings have shown 

that the Nouakchott and the Djibouti Processes have been operating unsatisfactorily. Hence, 

their contributions to the APSA and the results they have yielded, in the process, are 

substandard.  
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The CEWS, CISSA, Nouakchott Process and the Djibouti Process altogether duplicate efforts 

and compete with each other in the provision of intelligence. Albeit the Nouakchott and the 

Djibouti Processes are positioned in different regions, the HISS within these regional 

mechanisms are the same who make up and contribute to CISSA. Hence, issues discussed 

within these regional mechanisms are also duplicated at the continental level. The competition 

within these parallel processes can be precluded by collapsing regional duplicate mechanisms 

into existing structures of a collective intelligence outfit such as CISSA.  

7.3 Contributions and suggestions for future research 

Navigating around African frameworks, mechanisms and processes of security intelligence 

cooperation is a daunting task because it is relatively new, under-researched and enveloped in 

secrecy. Although intelligence cooperation is trending, studying it is challenged its very nature 

and state of its being. The secrecy involved hinders its thorough and uncluttered analysis 

despite its “prevalence is rising” (Tuinier, 2021, pp. 116-117). The current ‘security firewalls’ of 

secrecy act as barriers from accessing systems, techniques and procedures of intelligence. 

Relations established while conducting the research were not enough to bypass respondents’ 

conditions of employment reiterated in their non-disclosure agreements. The challenges faced 

are a continuous reminder of the barriers involved when researching intelligence entities. 

Consequently, the preserve disqualifies public comprehension of the pertinent issues involved. 

Therefore, for future processes of intelligence cooperation to be studied, the secrecy of how 

it works needs to be objectively and publicly assessed.  

The conjoining of secrecy and dearth in academic literature has resulted in the haphazard or 

lack of comprehensive theorising. The result of the disconnection is the partial integration and 

studying of intelligence organisations and their processes. Intelligence sharing, at the regional 

or continental level, has long been considered a rather neglected topic within intelligence 

studies (Munton, 2009, pp. 122-123; Tuinier, 2021, p. 117). Consequently, several scholars 

lament the barren landscape of intelligence cooperation. Numerous factors have resulted in 

the dereliction of studying the institutions, mechanisms and processes of intelligence sharing, 

chief among them being how intelligence sharing is “the most secret of processes in the 

secretive world of intelligence” (Munton & Fredj, 2013, p. 667). Hence, it is a pervasive 

phenomenon (Wippl, 2012, p. 6).  
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The intersection of intelligence and international organisations accentuate the elusiveness of 

studying intelligence cooperation. Except for studies by Hutton (2010) and – partially – Döring 

(2019), there is hardly any literature on CISSA and the Nouakchott Process, respectively, 

consequently making it a difficult academic terrain to navigate. CISSA, for instance, is a 

secretive and closed off organisation to the point that studying its basic structure, mandates 

and roles is exceedingly difficult. Subsequently, answering the research question of CISSA’s 

contributions to the APSA and the AUC was twice as difficult because the committee is a dense 

fog of security. Therefore, the study rectifies the dearth of theory. 

Relatedly, understanding how intelligence is cooperated by Member Services within CISSA was 

also challenging. However, the study cumulatively complements the available limited literature 

and advances an understanding of the processes involved. The contribution objects to an 

assertion by Marrin (2014, p. 270) that studying intelligence is “anything but cumulative” 

because it makes a conceptual contribution to the comprehension of intelligence cooperation 

within a set of institutions, norms and instruments. The study emerges as the first to coalesce 

prominent regional and continental mechanisms for intelligence cooperation and evaluate 

their contributions within an extensive security framework – the APSA.  

Regardless of the steadily growing academic interest in intelligence cooperation, there has not 

been sufficient accounts clarifying the breadth and depth of the cooperation globally and 

regionally. The study made inroads in examining and generating knowledge on the full span of 

the most prominent intelligence cooperation institutions like CISSA. It does so by positioning 

the AUC at the centre and tracing its network of influence to the regional mechanisms. Thus, 

the study went beyond studying continental initiatives alone. Cognizant of the role played by 

the RECs in African peace and security, the study also included regional intelligence 

cooperation initiatives aligned to the APSA. Albeit the study was not entirely comprehensive 

to include all cooperation frameworks on the continent, it goes full length in detailing the most 

prominent mechanisms – and their roles – of intelligence cooperation at regional, continental 

levels and both. Future studies may focus on other regional and continental mechanisms.  

The approach taken by the thesis does not only examine the contributions of the CEWS, CISSA, 

Nouakchott Process and Djibouti Process – as intelligence outfits – to the APSA. In retrospect, 

the core research question of the study detailed how intelligence and security services of 

Member States to the AU and established regional and continental security intelligence 
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organisations collectively contribute to the implementation of the APSA. The study went a step 

further in answering some of the most relevant questions associated with the steady increase 

of interest in intelligence cooperation. Why is intelligence cooperation transpiring? Why is it 

on the rise? Why is it taking precedence in a multilateral institution such as the AU?  

As one of the few pioneers of intelligence cooperation, Lefebvre (2003, p. 533) presents 

pertinent questions on why and how intelligence cooperation mechanisms are rising. He 

further questions the form taken by these mechanisms and the authority behind them. On 

each intelligence cooperation outfit studied, the researcher traced the rationale behind their 

origins, recommence and development. In so doing, the study rejoinders the raised questions 

on why intelligence cooperation is happening and why it is on the rise. It underscored how 

mushrooming multitudes of security challenges necessitated the emergence of regional and 

continental intelligence cooperation. Therefore, the study outlined how the AUC utilises 

intelligence cooperation as a tool as well as an option of response to the security scourges on 

the continent. In the same line of reasoning, Breakspear (2013, p. 678) opines that intelligence 

is a capability. Thus, it nourishes the AUC with the capability of insight and foresight. Hence, 

the study explicated why the practice of intelligence cooperation has witnessed popularity and 

a progressive rise in the AU as a multilateral continental entity.  

Through the Nouakchott and the Djibouti Processes, the study has outlined how intelligence 

sharing is a process rather than a product. The cooperation of intelligence within these regional 

mechanisms through a series of actions, steps and conferences is a testament to the above. 

The study connected the idea of formulating regional intelligence sharing mechanisms to its 

operational genesis, interaction phases and outcomes. Hence, intelligence cooperation within 

the Nouakchott and the Djibouti Processes was – at varying breadth and depth – studied over 

time. Thus, the study underscores that intelligence sharing is not an isolated undertaking but 

a repeated occurrence. Regional and – consequently – continental security, in this instance, is 

the product. Therefore, the two regional mechanisms scheme interactive security reviews and 

negotiated potential solutions to achieve a convenient product – security. The analysis of 

reports, communiqué and press statements enhanced the capacity of the research to gain a 

deep and accurate account of some of the under-researched elements of intelligence 

cooperation. Their analysis, as regional Processes of intelligence sharing, contribute towards a 
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comprehensive apprehension and front-row unimpeded exposure of the concomitant 

techniques, means and methods of multilateral intelligence cooperation.  

The study contributed a sociological perspective to researching international intelligence 

cooperation. Warner (2002, p. 3) asserts that most studies on intelligence focus more on 

information features than the organisational dimension. The study focuses on both. Rathmell 

(2002, p. 88) argues that intelligence studies have often been seen through the paradigms and 

lenses of realism, with little attention paid to how social theorists perceive it. By partly referring 

to the social theory, the study illuminates how intelligence sharing is a product of mediated 

structures, relations and context. The analytical perspective succoured in comprehending that 

intelligence cooperation is an evolving social construct constructed and promoted through 

daily social interactions.  

On the other hand, the study illuminated how intelligence cooperation is socially negotiated 

and the relations created to mediate informal and formal behaviour.  The sociological insight 

encourages a complex multidisciplinary comprehension of intelligence cooperation. It 

uncovers hidden insights and opens up closed off organisations, practices and everyday 

conceptions. In other words, the study explores intelligence cooperation within a sociological 

construct dimension and underscore the reasons behind its inception, formalisation and 

promotion. A demarcated and linear understanding of a complex phenomenon – intelligence 

cooperation – is injudicious.  

The study contributes to the debate on intelligence cooperation dominated by authors and 

publications from English speaking countries (Van Puyvelde & Curtis, 2016, p. 1046) where 

fully-fledged frameworks of intelligence cooperation exist. Specific states have been the focus 

of researchers (Marrin, 2014, p. 269). A case in point is the Five Eyes.294 Publications in the 

academic literature mostly discuss countries like the USA, UK, Russia, Germany, Israel, 

 
294 International intelligence collaboration has a history that defies simple categorization. The vast variety of 
viewpoints and sources has resulted in a disjointed landscape of narratives (Charles, 2000, p. 259). During WWII 
and the early Cold War, many of these periodicals focused on Anglophone intelligence connections. The increased 
availability of information about these relationships is most likely due to their historical uniqueness, and also the 
growing disclosure of information about the cooperation. The progressive public disclosure and publication of 
these sensitive documents may be attributed to the Anglophone countries' political systems, each of which has 
its own set of rules aimed at trading-off between open governance and national security.  
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Australia, France, et cetera and seldom mention intelligence cooperation in Africa. The 

seriousness of the dearth in literature is shown below. 

Figure 13: The global distribution of published articles  

 

Source: Van Puyvelde & Curtis (2016, p. 1048). 

The considerable number of studies conducted in the aforementioned countries continuously 

attracts further research while untouched contexts remain secluded. For instance, the UKUSA 

intelligence community and its multilateral arrangements have often been cited as an 

‘internationally standardised’ and ‘attractive model’ that currently exists and facilitates the 

mirroring of intelligence cooperation (Svendsen, 2008, p. 131).  

Conversely, where the nature of intelligence in African states is discussed, subsequent analysis 

deficiently conveys an image of a repressive state apparatus (Althusser, 1971, p. 90) – which, 

however, is apt in some cases. Notwithstanding, the point of emphasis is how intelligence 

cooperation in Africa has been excluded from international research, debates and academic 

limelight despite being in existence for almost two decades. Arguably, the aforementioned 

disregard has limited the research on intelligence cooperation in Africa more than the intense 

secrecy involved. The study, therefore, offered a prefatory and extensive examination of 

intelligence sharing in Africa.  
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The positioning of the study – outside the dominant Anglophone bias – diversifies the 

documentation of intelligence sharing and opens a new window to the under-researched 

systems and cultures of intelligence cooperation in Africa. In a longitudinal sense, the study 

utilises record linkage to underscore not only the origins, development and current states of 

intelligence cooperation in Africa but also the reasons behind it. It does not give a static 

presentation of the phenomenon. Therefore, the study offers a unique contextualised 

perspective to multilateral and international intelligence cooperation. Considering that the 

phenomenon of international intelligence cooperation has been neglected (Munton, 2009, p. 

121; Munton & Fredj, 2013, p. 667), the study's contributions are, therefore, not limited to 

Africa alone. The study builds on and adds to global literature on the phenomenon of 

international intelligence cooperation and the rationale behind it.  

The rationale brings out the ‘calculus of intelligence cooperation’ (Richelson, 2008, p. 307) 

better understood through the Game Theory. The costs, risks and gains associated with the 

practice are quintessential game-theoretic questions. The study underscores what the APSA 

and the AUC gain from intelligence cooperation. From this perspective, therefore, the study 

positions the various institutions and frameworks of intelligence cooperation. It illuminates the 

intelligence-policy relationship of these frameworks with the APSA and the AUC. The study 

confers how the relationship is sustained by early warning through the CEWS and strategic 

intelligence through CISSA. Furthermore, it underscores how the AUC-intelligence relationship 

is overspilling from policy to practice through regional mechanisms for intelligence cooperation 

as instruments for implementing and operationalising the APSA in the Sahelo-Saharan and East 

African regions. Intelligence cooperation, therefore, plays a prominent role (Odinga, 2017, p. 

433) to furnishes the APSA and AUC with ‘strategic advantages’ (Lander, 2004, p. 481) it can 

hardly do without. The cooperation, therefore, is an institutionalised instrument and process 

for confidence-building and pursuing security. 

Continental and regional intelligence sharing ought to be perceived as a dimension considered 

in comparison to a whole which is Africa’s comprehensive security. The federalisation of 

Member States’ intelligence service across Africa has harmonised, synchronised and 

positioned – contextually – a relatively novel paradigm of intelligence cooperation that is 

fathomless. Consequently, the proportional contributions of security intelligence to the APSA 

framework are neither innumerable nor incalculable. The relationships between the APSA and, 
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for instance, the Nouakchott and Djibouti processes are an indication of hybrid designs of ends 

and means that simultaneously feed off each other. In design, the two processes are 

instrumental in implementing and operationalising the APSA in the respective regions. Thus, it 

was an institutional goal for the APSA to implement a regional mechanism for enhanced 

security intelligence cooperation. On the other hand, the Nouakchott and the Djibouti 

processes – to regional Member States – signified a platform, methods and resources to 

address insecurities in the respective region.   

The further use and sharing of intelligence seem to be a viable option to consider all parallels 

of peace and security in Africa. Regardless of the involved scepticism, suspicion and cautions 

of distrust – not only between Member Services but also between the AUC and security 

intelligence institutions – intelligence and its collective sharing in continental Africa has shown 

decent respect for growth, professionalism and the provision of accurate knowledge to the 

AUC and its institutions. The purveying of intelligence, in general, and its cooperation as the 

source of provision, in particular, for strategic and anticipatory intelligence positions 

established regional and continental intelligence institutions as playing a leading role in 

bestowing unique perspectives that advise about possible risks and opportunities and 

determine the likely consequences of suggested policy alternatives. Therefore, future research 

can look at how the regional and continental intelligence frameworks conform to oversight and 

accountability and how they have or are contributing to conflict resolution and peace 

processes.  
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