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Abstract: In this article, we investigated the secrecy performance of a three-hop relay network system
with Power Splitting (PS) and Energy Harvesting (EH). In the presence of one eavesdropper, a signal
is transferred from source to destination with the help of a relay. The source signal transmits in
full-duplex (FD) mood, jamming the relay transfer signals to the destination. The relay and source
employ Time Switching (TS) and Energy Harvesting (EH) techniques to obtain the power from the
power beacon. In this study, we compared the Secrecy Rate of two Cooperative Schemes, Amplify
and Forward (AF) and Decode and Forward (DF), for both designed systems with the established EH
and PS system. The Secrecy Rate was improved by 50.5% in the AF scheme and by 44.2% in the DF
scheme between the relay and eavesdropper at 40 m apart for the proposed system in EH and PS.
This simulation was performed using the Monto Carlo method in MATLAB.

Keywords: energy harvesting (EH); power splitting; cooperative communication; amplify-and-
forward (AF); decode-and-forward (DF); full-duplex relay

1. Introduction

Due to the broadcast nature of wireless communication, information transmission is
not secure. By utilizing the physical properties of the wireless communication, physical
layer security (PLS) aids in ensuring secure communication [1]. There are several relaying
schemes that can be employed to improve PLS, but two of the most popular are Coop-
erative Schemes DF and AF in wireless communication techniques [2,3]. The nodes in
communication networks are powered by putting separate batteries inside them; however,
in some circumstances, replacing or recharging those batteries is not recommended [4].
The Energy-Harvesting (EH) approach [5–7] can be used to solve this problem. It also
contributes to the improved reliability and low-maintenance monitoring of the system.
Additionally, as the number of communication devices grows, it is necessary to shift toward
more energy-efficient systems.
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In [8], a scheme was presented to check the secrecy level in a cooperative compressed
sensing amplify and forward (CCS-AF) wireless network in the presence of eavesdroppers
and receive radio frequency signals consisting of Power Splitting Relaying (PSR). Similarly,
in [9], the physical layer secrecy efficiency of Radio Frequency Energy Harvesting (RF-EH)
in the Rayleigh fading environment was investigated. While the preceding work focuses
on two-hop relaying systems, it is worth looking at secure communication in multi-hop
relaying systems with more than two hops.

In this work, the authors investigate a three-hop relaying system with a single relay
active at each individual hop, where one source–destination pair tries to communicate
securely in the presence of one eavesdropper. Each relay node operates using cooperative
communication between AF and DF, and each node has a single antenna. Due to propa-
gation loss, each relay and the destination only hear their previous nearby nodes in the
standard multi-hop relaying paradigm in [10,11]. This was further analyzed by various
authors in a two-way relay network to improve the Secrecy Rate versus eavesdropping
attack [12–15].

Ref [12] investigated the secrecy performance of a proposed Single-Hop Relay system
and found an improvement in the performance of EH of 8.89% for the AF relay and of 9.83%
for the DF Relay between the eavesdropper and the relay. Ref [13] investigated the secrecy
performance of a Single-Hop Relay Network, and observed a performance improvement
of 30.47% for the DF Cooperative Scheme and of 23.63% for the AF Cooperative Scheme
between the eavesdropper and the relay. Ref [14] investigated the secrecy performance
of a Single-Hop Relay Network, and the results were an 11.9% improvement for the
AF Single-Hop Relay Network and of 42.86% for the DF Single-Hop Relay Network.
Ref [15] investigated the secrecy performance of a Wireless Relay Network and found
40% performance improvement for DF in the Half-Duplex Relay (HDR) Network and 41%
for the AF Half-Duplex Relay (HDR) Network. However, in our study, the results included
an improvement in the secrecy performance of the three-hop wireless relay system, with
EH and PS being improved by 50.5% for the AF Cooperative Scheme and by 44.2% for DF
between the eavesdropper and R1 and R2 in full duplex mood.

The authors conducted a review of various studies focused on the secrecy of wireless
communication transmission to eavesdroppers in the relaying node, where the cooperative
communication schemes used in the DF and AF relaying protocols were analyzed and
equated with different systems. The proposed cooperative jamming in [16] was based on
an analysis of the Secrecy Rate, where a number of relays were authorized to communicate
with each other and prevent the eavesdropper from attacking. The cooperation of multi-
users was employed to examine the physical layer security by using the proposed noise-
forwarding scheme. In [17], a full-duplex relay network was presented to improve the
physical layer security in the multi-hop relaying system, and a geometric programming
(GP) method was applied to solve the transmitted power allocation problem. In summary,
the contributions of the paper are as follows.

• This paper presents an investigation of a three-hop relaying system with a single relay
active at each individual hop, where one source–destination pair tries to communicate
securely in the presence of one eavesdropper.

• Each relay node operates in the AF and DF modes, and each node has a single antenna.
Due to propagation loss, each relay and the destination only hear their previous nearby
nodes in the standard multi-hop relaying paradigm.

• The Secrecy Rates of two Cooperative Schemes, Amplify and Forward (AF) and
Decode and Forward (DF), for both proposed systems are compared with those of the
conventional Energy-Harvesting System, including an examination of the performance
of the Outage Probability for proposed EH system.

• In calculation, we extract accurate Secrecy Outage Probability (SOP) in a one-integral
format and the closed-format asymptotic SOP for higher average Signal Noise Ra-
tio (SNR).
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1.1. Paper Organization

This article is organized into various sections; all the sections are divided into different
portions and each section contains subsections. Table 1 summarizes paper flow.

Table 1. The following table shows the paper’s contents.

Section 1 Section 2

Section 1. Introduction
Section 1.1. Organization of Paper

Section 2. System Model
Section 2.1. Power Splitting and Energy
Harvesting Technique
Section 2.2. Full Duplex Decoding and
Forward (DF) Relay Scheme

Section 3 Section 4

Section 3. Achievable Secrecy Rate
Section 3.1. DF Relaying Scheme
Section 3.2. AF Relaying Scheme

Section 4. Analysis of Outage Probability

Section 5 Section 6

Section 5. Numerical Evaluation and Results Section 6. Conclusions

2. System Model

Figure 1 shows the three-hop relay network with a single eavesdropper (E) utilizing
EH. It consists of a source S, Relay R1, R2, Distention node D and an eavesdropper E. This
three hop relay network is powered up by a power beacon (B). Let H × SR1, H × R1E,
H × R2E, H × R2D, H × BR1, and H × BR2 represent the Complex Channel acquired from
the network shown in Figure 1. The noise in the network shown in Figure 1 is supposed to
be complex additive white Gaussian noise (AWGN) with a mean of zero, the variance σ2

and no Self-Interference Signal (SIC). Further, the relay exhibits Full Duplex (FD) mood in
the designed model. Each relay performs in the AF and DF modes to amplify and decode
the signal from the previous node and forward the re-encoded signal to the next node.
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2.1. Power Splitting and Energy Harvesting Technique

In the present-design system, S, R1 and R2 harvest energy from the power beacon
and send it to D, where it is used for signal transmission. Figure 2 illustrates Power
Switching and Energy Harvesting Schemes; whereas T is the time duration divided into
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two parts. The transmitted signal splits into two parts during the first slot and depends
on the power splitting ratio of the power. The first phase is transferred by the source
for Energy-Harvesting purposes and the second phase is applied to transfer signal to the
source. The second time slot is used for transmitting the signal to destination D.
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In this equation, the energy harvested from R1 and R2 is expressed as.

ER1 = ηαρPB

∣∣∣∣∣h× BR1
∣∣2 T

2
(1)

ER2 = ηαρPB

∣∣∣∣∣h× BR2
∣∣2 T

2
(2)

where α represents the signal portion for EH. Thus, the power transferred by R1 and R2 is
represented by:

PR1 =
η αρ PB|h× BR2|2

(1− α)
(3)

PR2 =
η αρ PB|h× BR2 |2

(1− α)
(4)

whereas the efficiency of the coefficient of this process in terms of energy transference is
represented by 0 < η < 1, and the power sent through beacon node is represented by PB
and 0 < α < 1. T represents the time taken to transmit the specific block S to D. The source
S, and R1 and R2, harvest energy for a B time duration of α T. The power transmitted via S,
R1 and R2 in this proposed system is embodied by [11].

2.2. Full Duplex Decode and Forward (DF) Relay Scheme

This section involves work performed in a pair of steps. The Full-Duplex Relay
transmits the jamming signal when it receives the required signal from the preceding
node. The first occurrence of this is illustrated in Figure 3. We assumed that the FDR
Self-Interference Signal (SIC) is canceled completely in the first time slot. In the next time
slot, at the 2nth time slot, S sends a jamming signal x(n) to R1, R2 sends the previous
x(n − 1) to the D 2nth time slot, and E obtains the jamming signal through the R1 and R2
data signals. As such, the received signals derived at R1, E and D are expressed as:

yR1(2n) =
√

ρPsh∗SR1
x(n) + nR1(2n) (5)

yE(2n) =
√

ρPR2 h∗R2Ex(n) +
√

ρPR1 Jh∗R1Eq(2n) + nE(2n) (6)

yD(2n) =
√

ρPR2 h∗R2Dx(n− 1) + nD(2n) (7)
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where x(n) represents the carried data symbol with the Unit Power, denoted as Ps and PR2

which are the transmitting powers of source S and relay R2 ; q(2n) is the unit power of the
jamming signal, and PR1 J is the relay R1 of the jamming signal. In addition, nR1(2n), nD(2n)
and nE(2n), corresponding to R1, D, and E, respectively, represent the additive white
Gaussian noise (AWGN). ρ is the ratio of the Energy Harvesting power splitting technique.
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In the second phase, according to Figure 3, the x(n) signal from the source is sent and
received by the destination. The secrecy is calculated according to the graph. We suspect
that in the next time slot, R1 effectively decodes the signal x(n) and transmits re-encoded
signals. The (2n + 1)th receiving the signal at R2 and E in the time slot is obtained as follows:

yR2(2n + 1) =
√
(1− ρ)PR1 h∗R1R2J

x(n) + nR2(2n + 1) (8)

yE(2n + 1) =
√
(1− ρ)PR1 h∗R1Ex(n) +

√
(1− ρ)PR2 Jh∗R2Eqx(2n + 1) + nE(2n + 1) (9)

where PR2 J signifies the jamming signal power of R2 and PR1 is the transmitted power of
R1. Here, eavesdropper E performs maximum ratio combining (MRC) to decode x(n), with
yE(2n + 1) and yE(2n + 2). This is shown in Figures 4 and 5.
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2.3. Amplify and Forward (AF) Relaying Scheme

This involves two phases: the first phase is the same as the DF scheme as demonstrated
in Figure 3; in the 2nth time slot, the R1, R2, and E signals are received, and the relevant
equations are represented by (5)–(7). In the next time slot, the relay sends the amplified
signals to the destination using the Amplify and Forward Scheme and by jamming the
signal source to the eavesdropper. Therefore, in the (2n + 1)th time slot, the signal received
R2 and E as follows:

yR2(2n + 1) = G
√
(1− ρ)PR1 h∗R1R2

x(n) + nR2(2n + 1) (10)

yE(2n + 1) = G
√
(1− ρ)PR1 h∗R1Ex(n) +

√
(1− ρ)PR2 Jh∗R2Eq(2n + 1)

+nE(2n + 1)
(11)

whereas the scaling factor [11] is assessed by G = 1√
P

R1 |hSR1
|2+No

and the noise variance is

indicated by the No.

3. Achievable Secrecy Rate
3.1. DF Scheme

In (5)–(9), the Secrecy Rate values at D and E are given [11]:

Rd =
1
2

log2
(
1 + ρPR2 αR2D

)
(12)

Re =
1
2

log2

(
1 +

(1− ρ)PR1 αR1E

1 + PR2 JαR2E
+

(1− ρ)PR2 αR2E

1 + PR1 JαR1E

)
(13)

where, αR2D = |hR2D|2
σ2 ,αR1E = |hR1E|2

σ2 and αR2E = |hR2E|2
σ2 .

It is possible to use secrecy rate obtained in Equations (12) and (13) and the achievable
Secrecy Rate can be represented as Rs = max {Rd − Re, 0}:

Rd − Re =
1
2

log2

 1 + ρPR2 αR2D

1 +
(1−ρ)PR1 αR1E

1+PR2 J αR2E
+

(1−ρ)PR2 αR2E
1+PR1 J αR1E

 (14)
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3.2. AF Scheme

In (10) and (11), the Secrecy Rate values at D and E are given [11]:

Rd =
1
2

log2

(
1 + G2ρPR2 αR2D

)
(15)

Re =
1
2

log2(1 +
(1− ρ)PR1 αR1E

1 + PR2 JαR2E
+

G2(1− ρ)PR2 αR2E

1 + PR1 JαR1E
(16)

The secrecy rate is obtained in Equations (15) and (16) as Rs = max {Rd − Re, 0}, whereas

Rd − Re =
1
2

log2

 1 + G2ρPR2 αR2D

1 +
(1−ρ)PR1 αR1E

1+PR2 J αR2E
+

G2(1−ρ)PR2 αR2E
1+PR1 J αR1E

 (17)

4. Analysis of Outage Probability

Here, the analytical expressions of the OP for the Energy-Harvesting system perfor-
mance in the AF and DF Schemes are derived. In addition, the exact accurate Secrecy
Outage Probability (SOP) is expressed in a one-integral format and the closed-format
asymptotic (CFA) is used for higher averaged SNRs. Throughout the work, the secrecy
event usually happens when the achievable secrecy capacity of Rs is below the secrecy
capacity of the target Rt, as follows:

Pout (Rt) = Pr [Rs < Rt] (18)

where Rt = 22Rt−1 and Rt denote the data rate of the target, and the probability of event A
is Pr (A).

4.1. Decode and Forward Scheme

The DF Relaying Scheme’s Outage Probability (OP) can be calculated as:

PDF
out (Rt) = (max{Rs, maxmin{RdRe} < Rt}) (19)

The complete proof of Equation (19) given in Appendix A.

Theorem 1. A methodological formulation can be given for the DF relaying scheme (OP).

PDF
out (Rt) = Ω

M

∑
m=1
�m

K

∏
k=1

[
1− λRek

∫ ∞

µ
e
−yλRek−

RtλRkdm
βy dy

]
(20)

where ADFScheme =
∫ ∞

µ e
−yλRek−

RtλRkdm
βy dy.

To the best of the authors’ knowledge, the integral ADFScheme in Equation (20) cannot
be condensed. The below lemma based on the Maclaurin series allows the generation of a
tractable format from the result shown in Theorem 1.

Lemma 1. For θ, ξ > 0, integral A
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Theorem 2. A methodological formulation for AF Scheme OP utilizing AF relays may be derived 
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∫ ∞
µ

e−θx− ξ
x dx could be presented as

A ≈ e−µθ

θ − ξ Γ(0, µθ)

+
∞
∑

u=2

(−1)u ξu

u!

×
[

e−µθ
u−1
∑

v=1

(v−1)!(−θ)u−v−1

(u−1)!µv − (−θ)u−1

(u−1)! Ei(−µθ)

] (21)

where Γ( , ) is the Gamma function of upper incomplete,Ei( ) is an exponential type of integral function.
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Proof. Using the Maclaurin series of the term e
− ξ

x =
∞
∑

u=1

(−1)u ξu
u!xu

and after some algebraic
analysis, the solution can be obtained using Formula (21).

Applying Lemma 1, an approximate closed-form expression for the DF Scheme, using
the DF relaying operation, can be obtained as:

PDF
out,approx = Ω

M
∑

m=1
�m

K
∏

k=1

[
1

−θ1

[
e−µθ

θ − ξ Γ(0, µθ)

+
∞
∑

u=2

(−1)u ξu

u!

[
e−µθ

u−1
∑

v=1

(v−1)!(−θ)u−v−1

(u−1)!µv

− (−θ)u−1

(u−1)! Ei(−µθ)

]]]
(22)

where θ1 = λRek and ξ1 =
γthλRkdm

β . �

4.2. AF Strategy for Relaying

From Equations (10)–(20), assuming AF relaying, the AF Scheme’s OP can be pro-
vided by

PAF
out (Rt) = (max{Rs, max{RdRe} < Rt}) (23)

The complete proof of Equation (23) given in Appendix B.

Theorem 2. A methodological formulation for AF Scheme OP utilizing AF relays may be derived as:

PAF
out (Rt) = Ω

M

∑
m=1
�m

K

∏
k=1

[
1− λRek ×

∫ ∞

µ
e
−yλRek−

αRty+(Rt)λRkdm
(αy−Rt)βy dy

]
(24)

where ΨAFScheme =
∫ ∞

µ e
−yλRek−

αRty+(Rt)λRkdm
(αy−Rt)βy dy.

It should be noted that the integral of ΨAFScheme in Equation (24) does not have an
expression in a closed-form. Here, for two real non-negative numbers, it is possible to
obtain b ab

a+b+1 ≈
ab

a+b when a and b are large enough. The end of the SNR RAF
e in (16) can

therefore be computed by:

RAF
e ≈ R1ER2E

R1E + R2E
= max

1≤k≤K

R1ER2E
R1E + R2E

(25)

Plugging (25) into (23) and then performing the steps set out in Appendix B, the
integration of the ΨAFScheme in (24) can be computed by.

ΨAFScheme ≈
∫ ∞

µ
e
−yλRek−

αRtλRkdm
(αy−Rt)βy dy (26)

5. Numerical Evaluation and Results

This section describes the investigated secrecy performance of the designed system
utilizing (EH) for both the DF and AF full-duplex Cooperative Schemes, as illustrated in
Figure 6. The source (S), the relays (R1 and R2) and the destination (D) are considered in a
line [2]. Here, dSR1, dR1R2, dR2D, dR1E and dR2E represent the distance between the Source
and Relay1, Relay1 and Relay2, Relay2 and the Destination, Relay1 and the Eavesdropper,
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and Relay2 and the Eavesdropper, respectively. Moreover, the distance between jamming
relay R1 and Eavesdropper E is calculated as:

dR1E
=
√

d2
R1E

+ d2
R2E

(27)
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Figure 6. Illustration of PS EH Simulation.

Sight (LOS) channel model uses “d − c/2ejθ” and is followed by channels between
any two nodes, whereas d is the space between nodes and θ, which is uniformly dis-
tributed in a random phase in the [0, 2π] range, and the path loss exponent c = 3.50.
The assumption is that P_B = 30 dBm and the noise power or variance (No) = −40 dBm,
d_BR1 = d_BR2 = 7 m, α = 0.99 η = 0.9 and ρ = 0.5.

In Figures 7 and 8, a graph is plotted for the Secrecy Rate and the distance between
Relay2 (R2) and the Destination (D), with the AF and DF strategies, when dR1R2 = 10 m,
dR2E = 15 m. The graph shows the decreasing Secrecy Rate with the increasing of the
distance between Relay2 and the Destination (D), but at the same time, due to power
splitting receiver in the Energy Harvesting (EH) system, the Secrecy Rate in the DF Scheme
becomes 7, and becomes 7.5 in the AF Scheme, which is considered good. In addition,
from Figures 7 and 8, it can be seen that AF Scheme gives a better Secrecy Rate than the
DF Scheme.
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In Figures 9 and 10, graphs are plotted for the Secrecy Rate and the distance between
Relay2 (R2) and the Eavesdropper (E) with the AF and DF Strategies, when dR1R2 = 10 m
and dR2D = 15 m. The graph shows that the Secrecy Rate increases with the increasing of the
distance between (R2) and (E) in the Energy-Harvesting System. The highest value of the
Secrecy Rate in the Energy Harvesting (EH) System with AF Scheme is 4.23, and with the
DF Scheme, this value is 3.95. In the proposed Energy Harvesting Power Splitting System,
the Secrecy Rate is better in both the schemes because of the Power Splitting Receiver, and
the values of Secrecy rate become 5.08 with the AF Scheme and 4.42 with the DF Scheme.
Therefore, to increase the Secrecy Rate, it is important to use a share of the useful power to
relay the jamming signals when applying both the AF and DF Strategies.
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Figure 10. Secrecy Rate vs. dR2E for the EH PS System.

In Figures 11 and 12, graphs are plotted for the Secrecy Rate and the path loss exponent
factor with both AF and DF Strategies, when dR1R2 = 10 m, dR2D = 15 m and dR2E = 15 m.
Path loss plays a vital role in the calculation of the Secrecy Rate. The graph shows that as
the path loss exponent is increased from 2 to 4, the Secrecy Rate decreases gradually, in both
EH systems, from 6.5 to 2.9, and in the proposed EH PS system, it decreases from 7.6 to 3.6.
This shows that the increment in the path loss exponent degrades the system Secrecy Rate
in both the AF and DF Schemes, implying that the self-interference between the relays
should be minimized so that the Secrecy Rate does not decrease with the increase in path
loss exponent factor.
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In Figure 13, a graph is plotted depicting the Outage Probability vs the transmitted
SNR with the power splitting ratio ρ = 0.5 for the AF and DF Schemes using exact,
approximate and asymptotic results. According to our Proposed System Model, the number
of destinations (D) is 1 and the number of relays is 2. The curve behavior is similar to
a trending curve as the splitting ratio is the same for the DF and AF schemes. In our
proposed work, the SNR limit is −10 to 20 dBm, but as the SNR limit increases, the Outage
Probability becomes better because the higher SNR value indicates that the Signal power is
larger than the Noise power. From the results, it can be clearly seen that from SNR −10 to
15 dBm, DF-approx. and AF-approx. give better Outage Probability values than DF-exact
and AF-exact. In addition, in all three scenarios, DF-asymptotic and AF-asymptotic give
the highest Outage Probabilities as compared to the other four scenarios.
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In Figure 14, a graph is plotted depicting the Outage Probability and transmitted SNR
for different relays with ρ = 0.5, for both the AF and DF Schemes, using the exact solution.
Generally, the outage Pout (Rt) at end-to-end SNR falls under a few threshold values. When
the destination and relay are both 1, then the slope of the curve is almost the same for the
AF Scheme and the DF Scheme, but when the destination is 1 and relay is 2, then the slope
varies for both the AF and DF Schemes. This shows that as the number of Relays grows,
the graph shows increased diversity. Table 2 shows a comparison of the proposed work
with the published literature.
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Table 2. Comparison table.

Reference Investigation Technique Cooperative Scheme

AF Scheme DF Scheme

[12] Single-Hop Relay Network Energy Harvesting 8.89% 9.83%
[13] Single-Hop Relay Network Energy Harvesting and Jamming Signal 23.63% 30.47%
[14] Single-Hop Relay Network Physical Layer Security 11.9% 42.86%

[15] Half-Duplex Relay Network Amplify and Forward (AF) and Decode
and Forward (DF) 40% 41%

Proposed Multiple-Relay Cooperative System.
Energy Harvesting, Power Splitting, Time

Switching, Full Duplex Mode, Secrecy
Outage Probability

50.5% 44.2%

6. Conclusions

In this paper, we investigated a three-hop relay network system model, in which
the source and relay obtained energy by means of the power beacon with the help of a
time-switching EH Scheme. The system’s Secrecy Rate considers two cooperative relay
schemes: DF and AF. The new techniques use EH, while PS guarantees greater energy
efficiency and confidentiality values relative to the conventional EH process. Through the
use of the Power Splitting Scheme, the Secrecy Rate is improved by 50.5% in the AF Scheme
and by 44.2% in the DF Scheme between the eavesdropper and the relay, which, in the
proposed system (Energy Harvesting), are 40 m apart. The resulting analysis shows that
the system with PS and EH allows a higher Secrecy Rate than the Conventional EH System
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in the AF Cooperative Communication Scheme but not in the DF Scheme. It is shown from
the system model that when the channel’s path loss exponent increases, the transmission of
the information becomes less secure because of self-interference (SIC) between the relays.
The compressed sensing multi-hop DF and AF relaying scheme in Energy Harvesting will
require further attention in the future.
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Nomenclature

Acronym Definition
AF Amplify-and-Forward
DF Decode-and-Forward
α Time-Switching Factor
FDR Full Duplex Relay
DN Destination Node
RN Relay Network
SN Source Node
T Transmission Period
ρr Power Harvest at Relay
Re Relay Eavesdropper
ξ Radio Frequency Energy Harvesting
SWIPT Simultaneous Wireless Information and Power Transmission
TSR Time-Switching Relay-Oriented Protocol
PSR Power-Splitting-Oriented Relay Protocol
AWGN Additive White Gaussian Noise
PLS Physical Layer Security
RF Radiofrequency
RN Relay Node
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PB Power Beacon
Rd Relay Destination
DR1R2 Distance Between Relay1 and Relay2
ρ Power
η Energy Conversion efficiency
No Noise power or variance
PJ Jamming Signal of power
RAF

e Relay Eavesdropper AF

Appendix A

The complete Outage probability Theorem 1 given proof Equation (19) can be ex-
pressed as:

PDF
out (Rt) = Pr

(
Rsb < Rt

) M

∑
m=1

Pr(Db = Dm)×
K

∏
k=1

Pr

(
min

{
α
∣∣hRkE

∣∣2β
∣∣hRkE

∣∣2∣∣hRk Dm

∣∣2} < Rt

)
(A1)

The reader can easily understand by Lemma 1 Pr
(

Rsb < Rt
)
.

Lemma 2. Let |hb|2 max1≤l≤L

{
|hl|2

}
, l ∈ {1, 2, . . . .L}, where |hb|2 ∈

{∣∣hRbD
∣∣2,
∣∣hRbE

∣∣2},

|hl|2 ∈
{
|hRmD|2, |hRmE|2

}
, L∈ {M, K}.

The cumulative division function (CDF), F|hb |2
(z), and the Outage probability com-

pactness function (PDF), F|hb |2
(z), of |hb|2 can be expressed as follows:

F|hb |2
(z) = 1 +

L

∑
l=1

(−1)l
L

∑
q1=1

. . . . . .
L

∑
ql=1

e
−z

l
∑

t=1
λqt

(A2)

q1 < . . . < ql

F|hb |2
(z) =

L

∑
l=1

(−1)l+1
L

∑
q1=1

. . . . . .
L

∑
ql=1

(
l

∑
t=1

λqt

)
e
−z

l
∑

t=1
λqt

(A3)

q1 < . . . < ql

Proof. Since |hl |2 ′ s are random variables that are independent of one another and the CDF

of |hb|2 can be shown by F|hb |2
(z) =

L
∏
l=1

Pr

(
|hl |2 < z

)
, using the following the multinomial

expansion identity
L

∏
l=1

(1− x1) =
L

∑
l=0

(−1)l
L

∑
q1=1

. . .
L

∑
ql

l

∏
t=1

xqt (A4)

q1 < . . . < ql

and a few subsequent algebraic steps, F|hb |2
can be obtained via (A1). Taking the derivative

of the right-hand side of (A1), the PDF of |hb|2 can be obtained using Equation (A2). The
complete proof of Lemma 2 is given below. Invoking Lemma 2, the probability Pr

(
Rsb < Rt

)
can be given by

Ω = 1 +
M

∑
l=1

(−1)l
M

∑
q1

. . .
M

∑
ql

e
− Rt

γ

l
∑

t=1
λRsqt (A5)

Next, �m in Equation (A1) part is derived in the following lemma. �



Electronics 2022, 11, 40 16 of 17

Lemma 3. Let�m=̂Pr(db = dm) and ΓkPr(Rb = Rk). �m and Γk, respectively, given as follows:

�m = 1 +
M

∑
l = 1
l 6= m

(−1)l
M

∑
q1=1, 6=m

. . .
M

∑
ql=1, 6=m

λRsm

λRsm + ∑l
t=1 λRsqt

(A6)

q1 < . . . < ql

Γk = 1 +
K

∑
l = 1
l 6= k

(−1)l
K

∑
q1=1, 6=k

. . .
K

∑
ql=1, 6=k

λRkE

λRkE + ∑l
t=1 λRqtE

(A7)

q1 < . . . < ql

Proof. Obtaining the multinomial expansion identity is (A3)–(A6) is straightforward using
a similar technique. The proof for Lemma 3 is now completed.

The remaining equation part of (A1) will be worked on in the following manner. If
Y
∣∣hRkE

∣∣2 and it is specified that Y = y, A can be given as:

A =

∞∫
0

[
1− Pr(αy ≥ Rt)Pr

(
βy
∣∣hRk Dm

∣∣2 ≥ Rt

)]
fY(y)dy (A8)

where fY(y) shows the PDF value of Y. Since Y = |hRe |
2 and

∣∣hRk Dm

∣∣2 follow exponential
division with the rate parameters λRkE and λRk Dm , respectively, A can be obtained as:

A = 1− λRkE

∫ ∞

µ
e−yλRk E−

RtλRk Dm
βy .

By plugging (A7) and (A4) into Equation (A1), and invoking Lemma 3, Equation (20)
can be used to obtain. �

Appendix B

The complete AF Relying Scheme Theorem 2 is given by Outage Probability, PAF
out (Rt)

in Equation (23) can be expressed as

PAF
out (Rt) = Pr

(
Rsb < Rt < Rt

) M

∑
m=1

Pr(Db = Dm)×
K

∏
k=1

Pr(
α
∣∣hRkE

∣∣2β
∣∣hRkE

∣∣2∣∣hRk Dm

∣∣2
α
∣∣hRkE

∣∣2 + β
∣∣hRkE

∣∣2∣∣hRk Dm

∣∣2 + 1
) < Rt (A9)

Next, conditioning on
∣∣hRkE

∣∣2 = x, B in the (A8) can be shown as follows:

B =

∞∫
0

[
Pr((αx− Rt)βy

∣∣hRk Dm

∣∣2 < αRtx + Rt

]
f|hRk E |2

(x)dx (A10)

if x ∈
[
0, Rt

α

]
, the probability in Equation (A9) is always 1. Thus, (A9) can be shown

as follows:

B =

µ∫
0

f X(x)dx +

∞∫
µ

Pr

(∣∣hRk Dm

∣∣2 <
αRtx + Rt

(αx− Rt)βx

)
fX(x)dx (A11)
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where µ = Rt
α . Since

∣∣hRkE
∣∣2 and

∣∣hRk Dm

∣∣2 follow the exponential divisions with rate
parameters λRkE and λRk Dm , respectively, and after the manipulation of algebraic steps, B
can be shown as follows:

B = 1− λRkE

∞∫
µ

e−yλRk E−
(αRty+Rt)λRk Dm

(αy−Rt)βy dy (A12)

Plugging (A4), (A5) and (A11) into (A8), Equation (24) can be given. This is the
complete Theorem 2 proof.
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