
 

1 Introduction 
Two pieces of legislation, the Foreign Corrupt Practices Act (FCPA) (US Congress, 1977) and 

the Sarbanes Oxley Act (SOX) (US Congress, 2002), deal with very different corporate governance 

failures, but each argued for a similar remedy.  Both the FCPA and the SOX legislation argue that 

improved (or proper) internal controls are necessary to root out bribery of foreign officials, in the case of 

the FCPA, and (in the case of SOX) to support the accurate preparation of financial statements.  The 

recognition that weakness in internal controls could create governance issues has been evident to 

researchers for some time (Mautz, et al., 1980).  Even before these legislative acts, some researchers 

predicted that the computerization of business records would require increased attention to internal 

controls (Bevis, 1957; Kaufman & Schmidt, 1957; Stanford Research Institute, 1977).  Seidel (1981) 

pointed out there are two possible issues concerning internal controls: either the controls are deficient or 

it is also possible the controls are sufficient, but that the controls were circumvented. Even before 

Seidel, Mautz, Reilly, & Maher (1979) also recognized that individuals would be a weak link in the 

functioning of internal controls.  Goelzer (1979) argued that the intent of the FCPA was to create an 

environment which supports the functioning of internal controls, and therefore limits the potential of 

individuals circumventing them.1 While, the text of the FCPA deals specifically with accounting 

records, Bialkin (1979)  argues that every aspect of corporate actions are related to the records and to the 

proper functioning of internal controls.  Similarly, Loebbecke & Zuber (1980) observed that internal 

controls deal with all the “day-to-day” operations of the firm, and not just those dealing directly with 

financial statements.  Taken together these studies suggest that in a well-controlled (or perhaps 

perfectly-controlled) company, all business events are specified and that all individuals adhere to these 

specifications.  Therefore, an organization with a perfect system of internal control will exhibit two 

features.  First, all potentially legitimate (acceptable) business events will be defined.2  Second, the 

organization’s information system sufficiently captures information about those business events to allow 

a person to make a judgement concerning whether actual business events have unfolded according to 

that definition. Thus, for a quality internal control system these two features are necessary: defining state 

                                                 
1 This perception of the importance of the environment in which the controls operate is central to the Committee of 
Sponsoring Organizations of the Treadway Commission’s (COSO) (2013) framework. 
2 Herein, defining a business event implies specifying the finer grained steps which are combined into business processes 
(McCarthy, Geerts, & Gal, 2022).   
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changing business events and capturing necessary information about those events (PCAOB, 2007).  The 

purpose of this paper is to present a mathematical model of internal controls which defines both the state 

changes and the information about these state changes.   

Prior to the mandate of the SOX legislation, firms that had their internal control deficiencies 

disclosed were generally large and complex, but it was more relevant that these firms also had more 

SEC enforcement actions (Ashbaugh-Skaife, Collins, & Kinney, 2007).  The passage of SOX required a 

separate internal control evaluation, and so it became possible to evaluate how the information on 

internal controls and their deficiencies were used by different stakeholders.  There are a number of 

studies which do find that the information required by SOX does impact financial statements.  For 

example, Adhikari, Guragai, & Seetharaman (2020) found that post AS5 (PCAOB, 2007) there is a 

negative reaction in financial markets to disclosures of internal control weakness.  In another study, 

Ashbaugh-Skaife , Collins, Kinney, & LaFond  (2008) demonstrated that documented internal control 

deficiencies were associated with lower quality accruals, and that remediation of the control deficiencies 

resulted in improved quality of accruals.  Various studies found that firms with internal controls 

weakness had lower investments in acquisitions and R&D (Sun, 2016).  Sun (2016) suggested that this is 

evidence that internal controls issues also impacted managements’ operational decisions.  There is also 

evidence that control deficiencies and their impact on operations may also be the reason for allegations 

of corporate misconduct and increases in whistleblowing allegations (Kuang, Lee, & Qin, 2021).  

Albring, Elder, & Xu (2018) found that unexpected increases in audit fees was an indication of future 

material weakness in internal controls.  While the reasoning behind the SOX legislation was that weak 

internal controls would be confined to misrepresentations in a firm’s financial statements, however 

studies indicate that control deficiencies impact managements’ operational decisions.  Lai, Liu, & Chen 

(2020) found that quality internal controls can also impact investment efficiency.  When auditors 

document these internal control deficiencies there is additional evidence that external stakeholders, 

usually shareholders, consider the firm a greater risk, which raises the firm’s cost of capital (Ashbaugh-

Skaife H. , Collins, Kinney, & LaFond, 2009).  While, the review of internal controls required by SOX 

is restricted to those controls that impact financial statements, there is also evidence that internal control 

quality can have a “halo” effect on firms’ other disclosures.  For example, investors view that quality 

internal controls indicate that corporate social responsibility (CSR) disclosures are also of better quality 

(Akisik & Gal, 2017; Gal & Akisik, 2020).  These, and other studies, confirm the importance of internal 

controls to investors and potentially other stakeholders in their review of the governance over the 
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operations of the firm.  Therefore, it becomes important to determine exactly what is the nature of a 

firm’s internal controls and what exactly is the difference between firms with different levels of internal 

control quality. 

Different studies provide a view of what internal controls do and how to evaluate their level of 

functioning or quality.  Prior to the passage of the SOX legislation, the evaluation of internal controls 

did not require a separate evaluation, but there was a recognition that their quality would impact the 

independent audit (Mautz & Mini, 1966).  Other studies have examined a specific internal control. For 

instance, Kobelsky (2014) provided a comprehensive view of segregation of duties (SOD) and the risks 

associated with deficient SOD.  Others studies have provided a more comprehensive view of the impact 

of internal controls.  For example, Hamlen (1980) used a mathematical model of controls, to provide 

management with the error reduction probability of a certain preventive control, and therefore 

management could minimize the cost of achieving a certain level of control.  While Kaufman and 

Schmidt (1957) and others (Stanford Research Institute, 1977) predicted that the advent of computerized 

accounting systems internal control would become increasingly complex it was Bailey, McAfee, & 

Whinston (1981) that argued that complexity theory would become suitable for analysis of internal 

controls.  They, and others (Stanford Research Institute, 1977) argue that complexity theory suggests 

that the cost of analysis of internal controls, imposed by the FCPA, may result in unacceptable costs on 

the review of internal control systems.  While these and other studies have discussed the general impact 

of internal controls, the purpose of this paper is to present an approach to modeling internal controls as a 

set of axioms which can be used to create an overall mathematical model of internal controls. This 

model can allow for a more straightforward analysis of internal control deficiencies, and a determination 

of the impact of these deficiencies.  

The remainder of this paper is organized as follows.  The next section will discuss approaches to 

conceptualizing the design of internal controls (Auditing Statement (AS) 5’s design view) and how this 

view of internal controls can lead to internal control axioms.  The third section will discuss the 

inferences that can be made from these axioms. The fourth section will examine how the 

conceptualization of the design of internal controls (AS5’s) as axioms can be translated to an AS5’s 

operational view of controls.  Following this will be a discussion of the implications of this approach 

and to the future of internal control research. 
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2. Conceptualizing Internal Control  
 For some time, researchers considered internal controls in terms of their impact on the reliability 

of financial information system.  For example, Yu and Neter (1973) argued that the primary purpose of 

internal controls was to ensure more reliable financial information, and so they presented a stochastic 

model of the potential changes to a financial information system. This approach suggested that there is a 

probability distribution of errors in the system. In this case errors exist when the data captured (or 

processed) by the financial information system does not match a “true” value. They consider these data 

errors to be related to documents used throughout the system.  Yu and Neter argued that operating 

elements of the financial information system can impact the system’s data quality.  Therefore, Yu and 

Neter pointed out that it is necessary to “… define the [systems] operating elements …(1973, p. 276).”   

Building on this view, Cushing (1974) also argued that internal controls’ role is in increasing the 

reliability of the information systems.  Cushing, presented various scenarios, but considered the 

possibility of complementary controls that would reduce the probability of one or more errors.  Similar 

to Yu and Neter, Cushing considered system processes as consisting of multiple steps that result in the 

completion of the process.  Each step (business event) can have various controls applied to it, which 

should ensure that the event provides correct information to the system.   Bodnar (1975) continued this 

line of research by adding the issue of the reliability of human actors within the processes.  Bodnar, also 

considered the possibility of redundant controls, as opposed to controls which operate in sequence, and 

the relationship of these controls to human fallibility.  Again, this view of controls considered the impact 

of activities within the system and the possibility that these activities result in data which is inaccurate. 

Grimlund (1982) built on this view of controls as improving reliability of processes, by integrating this 

with the reliability of  account balances. Srinidhi and Vasarhelyi (1984) furthered the notion of internal 

controls as improving the reliability of data in an accounting information system, by integrating them 

with inferences made by auditors about the quality of the data.   Srivastava (1986) expanded on 

Grimlund’s consideration of the interdependency of documents in the accounting information system.  

Srivastava also presented an argument for a model of audits which considers how this interdependency 

should impact the auditor’s inferences about the quality of information about account balances.  This 

distinction between internal controls and inferences about their impact is critical and will be discussed in 

a later section of the paper.  Srinidhi (1988) added to this consideration of controls as improving data 

reliability by looking at a specific control issue, segregation of duties, and the assignment of 

organizational tasks on overall system reliability.  These studies suggest that internal controls deal with 
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actions performed by individuals, that the proper assignment of individuals to tasks (or business events) 

is necessary to the implementation of internal control systems, that the proper assignment of these tasks 

impacts the reliability of financial (or accounting) information, and finally internal control systems 

support the ability to make inferences that use this reliable data. It is also important to note that this view 

of system reliability is distinct from the processes which make disclosures (or inferences) that use this 

data, i.e. it is possible to make incorrect inferences even with reliable data.     

While these models focus on internal controls improving the reliability of financial information 

and the systems that capture this information, Bialkin (1979) and  Loebbecke and Zuber (1980) 

recognized the necessity of considering that controls impact all the organization’s processes.  Gal and 

Akisik  (2020) confirm this as they document a “halo” effect of quality internal controls on stakeholders’ 

evaluation of a company’s CSR activities.  This impact of internal controls on a company’s overall 

processes implies that they are far more integrated in all of a firm’s systems, and therefore impact 

inferences in addition to those about financial balances.  This supports an argument by Bailey, et al. 

(1981) that as information systems become increasingly complex, internal controls can be compared to 

computer programs, and therefore argued that complexity theory is an appropriate framework for their 

analysis.  

This view that internal controls impact all a firm’s process leads to another approach to 

describing internal controls and the “perfectly” controlled organization, i.e. one with all controls 

functioning perfectly.  This allows for the consideration of this ideal organization as compared to a 

target organization which may not be “perfectly” controlled.  A measurement of this difference allows 

for a description of a control deficiency, and perhaps may even indicate how a firm can move to a 

perfectly controlled state. The research into internal controls can be seen as dealing with the evaluation 

of internal controls or to the impact of internal controls on various stakeholders.  The next two sections 

will examine these issues separately. 

2.1 An Abstract or Ideal Organization 
 An early attempt at conceptualizing internal controls involved considering a prototype or a 

“perfect” company (Gal & McCarthy, 1991).  A company that had all controls functioning perfectly, 

indicating a zero-material difference between what the firm’s data should be versus the actual data.  
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Therefore, this ideal company has a completely reliable information system.3  Using this as a basis for 

the perfect company, the difference between a target company (one being audited for example) and this 

prototype can be considered the “semantic distance” or the perceiver’s (auditors for example) 

conceptualization of the difference between this company and the perfect company.  This distance in a 

perfectly-controlled company, one with perfect internal controls, would be zero. Figure 1 demonstrates 

how this semantic distance might be conceptualized.  Internal controls can be modeled using this 

difference between the target firm and an auditor’s view of that firm if its internal controls were perfect.  

Then a control deficiency (or deficiencies) causes this target company to be imperfect; or to have an 

unreliable information system.  One aspect of the measure of this semantic distance are those controls 

that are not present in the target company.  Another, important component of this distance is the 

perceived risk due to the absence of this control (American Institute of Certified Public Accountants, 

2002).  This risk can be due to an auditor’s views concerning managements’ investment pressures (Lu et 

al., 2017), or to the market’s views about the firm’s future profitability (Cassell et al., 2011).4 The 

auditor’s perception of these risks can have a direct impact on their fees (Hogan & Wilkins, 2008), 

which is also an indication of another  “measure” of this semantic distance.   The measure of this 

sematic distance is one (presumably the major one) input into a decision concerning a material weakness 

in internal controls; i.e. is this distance material?   This conceptualization has some appeal, and can be a 

basis for a universalist conceptualization of firms and their accounting controls.  For example, Hamlen’s 

(1980) model can be viewed as a way for management to reduce the semantic distance by adding certain 

internal controls subject to cost constraints.5  This view, that a single perfectly controlled firm that can 

be compared to an existing one is appealing, but suffers from two problems. 

                                                 
3 Again, it is critical to mention that even with perfect data, there is a potential for incorrect inferences that use this perfectly 
reliable data. 
4 The auditor’s perception of these risks have a direct impact on their fees (Hogan & Wilkins, 2008), which is an indication of 
the “size” of this semantic distance. 
5 This could also be viewed of improving Yu and Neter’s (1973), Cushing’s (1974), Srinidhi and Vasarhelyi’s (1984), etc. 
reliability measure. 
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Figure 1 Semantic Distance 

First, there are potentially many “ideal” organizations.  For instance, the set of ideal 

organizations may vary by industry.  The view that auditors specialization may vary by industry is the 

basis for the argument that assigning an industry specialist to an audit engagement could improve audit 

quality (Balsam, Krishnan, & Yang, 2003; Craswell, Francis, & Taylor, 1995; Lim & Tan, 2008; 

Romanus, Maher, & Fleming, 2008).  The argument that there are multiple types of organizations might 

prove useful for evaluating the assignment of auditors to engagements, however it also raises a question 

of how many distinct types of organizations exist.  Questions such as how different does a type of 

organization have to be before it is considered a distinct type.  For example, might we consider this ideal 

organizational type6 to be the way the organization would “look” if all internal controls were “perfect”?  

This would mean that all relevant events were defined, all data is completely and accurately captured, 

but this could result in a view of a distinct organization type at every point in time.  This problem is 

similar to the determination in biology when new species are found.  What makes it worthy of calling a 

plant a distinct species?  While arguing for different organization types is conceptually appealing, it does 

raise other issues and the implications for the measurement of the semantic distance. 

 The universalist view, that universally distinct types of objects exist, requires a mapping function 

from the abstract concept to the instance being consider (Demski, 1980; Field, 1980); i.e. is the object I 

observe map to an instance of object of type X or of type Y?  Therefore, this universalist view makes 

                                                 
6 The notion of a form has its origins in the writings of Plato.  These forms (or types) are the only things that are real and the 
objects that are seen are but mimics of them (Fine, 1993; Marmodoro, 2008)   
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measurement critical.  In fact, the measurement problem might be considered a central issue for the 

universalist’s view.  First, is the problem of the units of measurement.  When two sticks are compared 

and one stick is longer than the other, the difference can be defined in terms of “stick”.  When 

considering more complex objects, simply measuring the difference between types and instances can 

considerable.  For example, if there is a perceive difference between an abstract or perfect organization 

type, and an observed instance of an organization,7 then how can (should) that distance be measured?  

To make this measurement requires specification of the units.  Specifically, while naming the difference 

as the semantic distance, “company A is not as well-controlled as the ideal company”, the units are not 

evident, as is the specifics of how to bridge that distance – how to become a perfect organization.  

Further, without defining the distance units, it is difficult to even comprehend what is creating the 

distance. This distinction between naming and defining is critical to dealing with perceived differences 

(Kripke, 1970; Perkins, 2007; Textor, 2016). 

 Certain types can be defined.  For example, a sphere is defined as a locus of points in three 

dimensions equidistant from a central point.  From a Plantonic conceptualization of objects this a true 

“abstract” type which cannot be achieved in our spatiotemporal world, and therefore we are required to 

map from the specific instance to this abstract type or form (Field, 1980; Plato, 1963).  With this 

definition it might be able to identify spheres in our real world.  But, this also requires some judgements.  

For instance, is the Sun a sphere?  However, using the definition, the sun is clearly not a sphere.  This 

presents a problem which is similar to the issue of materiality (American Institute of Certified Public 

Accountants, 1984; 2006); i.e. how “material” is the difference between our Sun and the definition is is 

acceptable to still conclude that it is a sphere?  We name the shape of the sun “sphere”, even though it 

does not match the definition.  Similarly, one person may “name” a company’s training as adequate 

while another person may not.  While this difference may depend on a materiality evaluation, the 

evaluation of segregation (separation) of duties (SOD) may be different when matching to an abstract 

type is required.   This means that definitions can allow comparisons between abstract types and specific 

objects, while naming conventions can be quite idiosyncratic.   

 Internal controls related to SOD has been examined by a number of researchers.  In behavioral 

studies, Ashton (1974) and Ashton & Brown (1980) found that segregation of duties has a significant 

effect on auditor’s internal control judgement.   For companies that reported material weakness of 

                                                 
7 There could also be many types and instances for the various times that the organization exists.  This will be discussed later. 
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internal control, inadequate separation or segregation of duties was a significant factor (Ge & McVay, 

2005; Srinidhi, 1994).8  While these studies are based on perceptions of auditors, Kobelsky (2014) 

presented an analytical model (a definition) of SOD, and argued that significant differences exist 

between the theory of SOD, the practitioner literature, and the common implementation of SOD.  

Kobelsky’s model looks at the assignment of employees to various operational functions related to the 

execution and validation of economic transactions.9  The assignment of employees to transactions is 

done at the type level; to cashiers, salespersons, buyers, etc. as opposed employee instances (Bill Smith, 

Ann Jones, etc.).  There are two ways to evaluate this assignment.  One way is to evaluate the type level 

assignments; at what AS5 would call the system’s design (PCAOB, 2007).  For instance, Cashiers are 

assigned to handle Cash Receipts.  The other evaluation is at what AS5 calls the instance or operational 

level (PCAOB, 2007); i.e. Cashier Sara Jones handled Cash Receipt 01Jul0900.  Kobelsky enumerates 

types of activities, that should not be performed by the same employee type.  So, controls are described 

at the type or role level, and the roles are filled by individuals at the instance level.  This means that 

SOD can be detailed on employee types or groups.10  For example a Salesperson is “Responsible” for 

executing Sales, while a Sales Manager is “Accountable” for the actions of Salespeople under their 

control.11   For proper SOD, the business event of collecting funds for Sales should be done by a 

different employee type.  Thus, a Cashier is “Responsible” for executing Cash Receipts.  This is a 

specification of SOD at the type level of the Revenue business process or application level.12  SOD can 

be formulated at MOF Level-M2 (Object Management Group, 2014) or the metamodel layer as follows 

(Gal & McCarthy, 1991):   

 For proper separation of duties, in Business Process “A” the Employee Type for the 
increment event must be different from the Employee Type for the decrement event.   
 
When evaluating the SOD at the operational or instance level, the employee actually performing 

the cash receipt is compared with the person actually performing the sale.  The evaluation requires a 

determination of whether the person performing the cash receipt is of the appropriate Employee Type 

(Sara Jones is of type Cashier), but also that individual should not be the same employee performing the 

                                                 
8 Srinidhi (1988) also pointed out the importance of task assignment in the design of internal control systems. 
9 Economic transactions or events are those that impact financial statement accounts.  
10 In the next section a more formal distinction between types and groups will be made.   
11 Cobit 2019 (ISACA, 2019, p. 22) (and in earlier versions of the COBIT framework) differentiates between the roles, “Who 
is getting the task done? (responsible) versus, “Who accounts for the success and achievement of the task? (accountable).  
The role of accountability may also be seen as a supervisory role. 
12 The application level is MOF Level-M1.   
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sale being paid for with this cash receipt; i.e. was the salesperson on the sale the same employee as the 

cashier on the related cash receipt.  But, what if Sara Jones was a salesperson, and then subsequently 

was reassigned to the position of a cashier?  Sara could conceivably accept the payment for a sale they 

actually made.  While this would appear to be a violation of SOD at the instance level, it might not be a 

violation of SOD at the type level. This creates a problem for determining internal control violations of 

SOD, and for considering the evaluation of internal controls in general as a semantic distance from a 

Plantonic form of an “ideal corporation.” 

 There could either be a very large number of types of ideal corporations with multiple violations 

at the instance level, but acceptable at the type level. Or, could there could be one ideal corporation type, 

and a large number of corporate instances, each requiring an idiosyncratic evaluation? However, the 

SOD example adds a different problem; How did Sara transition from salesperson to cashier?  Was the 

transition done appropriately?  Which employee type is responsible for the business event which 

determines that an employee is of a particular type? Along with the problem of evaluating state 

transitions in the company, this also raises the measurement issue again.  First does the firm have a 

defined process to transition an employee to the cashier employee type.  Second, how different from this 

defined transition was Sara’s transition from salesperson to cashier?  Thus, understanding the events 

which transition the organization is central to the evaluation of a quality internal controls system.  If the 

ideal corporation type is now viewed as a collection of ideal transitions, then the semantic distance 

approach to internal control evaluation explodes into a combinatorial or a complexity nightmare 

described by Bailey et al. (1981).  Therefore, the notion of an abstract corporation by which all 

corporation instances can be compared has some difficulties.  The next section will suggest that 

nominalism, as a competing view of the world, which argues against abstract entities might provide a 

better approach to conceptualizing a firm and its internal controls (Field, 1980, p. 1). 

3. Internal Control Axioms 
3.1 Logical Representation of Internal Control Axiom  

A number of researchers have suggested that accounting concepts can be represented with 

axioms.  Ijiri (1965) presented axioms that focused on quantities, ownership, and exchanges.  The 

quantity axioms included different aspects of measurement; amount, volume, weight, and time.  The 

ownership axioms include the capacity to own, the capacity to be owned (resources), and finally the 



The Metaphysics of Internal Controls                                                                                  11 | P a g e  
 

ownership relation.13 Finally, Ijiri’s exchange axioms indicated which objects leave and come into a 

firm.14 Spencer (1963) suggested that axioms from geometry can be used to formulate some accounting 

axioms.  Spencer argued for journals, ledgers, and financial statements as accounting primitives or 

undefined elements (p. 315).  Finally, Spencer (1963) suggested that ordering of events and congruence 

(matching) of costs and revenues would be essential to axioms related to his accounting primitives. 

Eaves (1966) presented accounting structures and demonstrated relationships between them.  For 

example, certain aspects of balance sheets are related to working capital (p. 428).  Eaves also presented 

entries as relationships between a debit index, a credit index, and an entry number which orders each 

entry in time.  These authors all recognize the importance of transactions to accounting, but focused only 

on those that create entries in various accounting statements.   

The previous section discussed a specific type of business events; those that are summarized in 

accounting statements.  Business events are a broader set of events and are defined as an occurrence in 

time that management plans, controls, and evaluates (Denna, Cherrington, Andros, & Hollander, 1993; 

David, 1997; International Standards Organization (ISO/IEC), 2007).  Business events result in state 

changes which can be modeled by state machines (Horiuchi & McCarthy, 2011; Horiuchi & Shimizu, 

2016; International Standards Organization (ISO/IEC), 2007; McCarthy, 2003; McCarthy & Horiuchi, 

2011).  A state change is recognized as it results in changes to a single attribute, or to a set of attributes 

(see Figure 2).  To determine that a state change has occurred the value of some attribute must be 

modified (the value of “date hired” changed from null to a date).  While, some process within the firm 

must have occurred for the value to be changed, the idiosyncratic nature of firms’ processes will mean 

that a universal mapping of attributes to processes is probably difficult.  For example, all firms that grant 

credit must assign a value to the attribute “credit granted”, but the incremental steps (business events) to 

assign this value will not be consistent.  However, by conceptualizing changes to attribute values as 

representing state changes, this results in a declarative as opposed to a procedural representation of these 

state changes (Sowa, 1984). 

 

                                                 
13 This is similar to the concept of secondness and thirdness – how does an object come to be owned – through the ownership 
relation (Sowa, 2000, p. 61). 
14 McCarthy’s duality association expresses this concept where one resource is decreased through a decrement event while a 
corresponding resource is incremented by an increment event (McCarthy, 1982). 
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Figure 2 Business Events and State Transitions 

 

 

In his work on artificial intelligence, Herbert Simon (1969) argued that as knowledge in a 

domain is developed, an increasingly amount of the domain knowledge is translated from procedural to 

declarative.  Geerts and McCarthy (2000) provide an example of this difference with an accounting 

example (p. 136). A procedure to create accounts receivable: 

Determine trade accounts receivable by subtracting the total amount of the cash receipts from 
customers from the total amount of sales made by customers.  

As compared to a declarative definition: 

A claim with an outside agent exists where there is a flow of resources with that agent without 
the full set of corresponding instances of a dual flow. 
 

The declarative description of the general concept of a claim is at a higher level of generality.  This 

higher level of generality is at Meta-Object Facility (MOF) level 2 (Object Management Group, 2016).  

The procedural description above corresponds to a claim at MOF level 1, i.e. at the application level.  
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Specifically, accounts receivable, accounts payable, notes payable, etc. are all MOF level 1 claims.15 

The axioms which define internal controls can also be described at various MOF levels. 

 The Committee of Sponsoring Organizations of the Treadway Commission (COSO) observed 

that the internal control environment has an important influence on a firm’s overall level of control.  One 

significant aspect of the control environment concerns a company’s commitment to attracting, 

developing, and retaining competent individuals (Committee of Sponsoring Organizations of the 

Treadway Commission, 2013).  To accomplish this the firm must first define the attributes whose values 

would be used to indicate the competency of an individual for particular type of employee.  A MOF 

level 2 declaration of a competent internal agent (employee) could be something like: 

A competent internal agent is defined as possessing a list of attributes with appropriate values 
assigned during one or more of the firm’s business processes (hiring, training, performing 
their assigned responsibilities, etc.). 

Different internal agents could have attributes defined at MOF level 1 such as: 

A competent cashier has all the employee attributes with the requirement that they have 
a value of “full” for the attribute “boding status”. 

A competent internal auditor has all the employee attributes with the additional 
requirement that they have a value of “has CIA” for the attribute “educational status”. 

These declarative descriptions would also include the attribute which indicates the occurrence of an 

important state change, i.e. from a non-employee to an employee (hiring) or from a non-employee-type 

(untrained cashier) to a specific employee-type (trained cashier).   Again, state changes which result in 

the assignment of values to these attributes occur during the firm’s business processes.  In addition to a 

commitment to hiring and developing competent employees, it is also critical for the firm to establish 

proper structures for responsibility and authority to execute transactions (Committee of Sponsoring 

Organizations of the Treadway Commission, 2013).  Additional axioms should relate different employee 

types with those economic and business events for which they are responsible.  Responsibility for a 

specific event indicates the authority to execute the business event.  This is to be contrasted with 

accountability which indicates a level of supervision for the proper execution of the event (IT 

Governance Institute, 2007).  For example, a salesperson is responsible for executing sales transactions, 

                                                 
15 MOF level 0 would be the accounts receivable at the instance level – Customer A’s has $200 worth of merchandise sold to 
them and has paid $100, so their AR is $100 – also referred to a subsidiary accounts receivable. 
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whereas the store manager is accountable for the proper execution of sales transactions by salespeople 

under their control.  

As every attribute is assigned a value during one of more of firm’s business process which 

comprise their operations, there must be a business event connected to each attribute. Thus, in addition 

to definitions of all employee-types a related responsibility axiom is required to define the relationship 

of employee-types to their related business events.  The assignment of responsibility also requires 

axioms to define the relationship between each business event, the attribute(s), and the operations on 

those attribute(s).  Tsichritzis & Lochovsky (1982, p. 63) enumerates four generic operations that effect 

attributes in a database, these include 1) View the value of an attribute, 2) Insert a new value into an 

attribute, 3) Delete an attribute’s value, and 4) Update an attribute’s value.16 A final set of axioms to 

describe the control over business events includes those that describe accountability.  Again, 

accountability defines the organizational hierarchies of superior-subordinate relations (Kroszner & 

Putterman, 2009).17 Each of these definitions was presented in natural language.  However, these 

statements can be made more precise and in a higher-level format that promotes interoperability.   

Obrst (2003) argues that there is a need for information systems to be loosely coupled so as to 

facilitate the integration of these systems globally into enterprises and communities.  Orbst goes on to 

argue that ontologies, which encode domain knowledge, are a necessary component of this 

interoperability as they “…make that knowledge reusable (p. 366).”  Orbst’s ontology spectrum is 

presented in Figure 3.   

                                                 
16 The link between employee-types, business events, attributes, and the operations on these operations is directly related to 
role-based access control (Chrszon, Baier, Dubslaff, & Klüppelholz, 2020; Marikkannu, Jovin, Purusothaman, & Baskaran, 
2011; Mossakowski, Drouineaud, & Sohr, 2003; Sohr, Drouineaud, Ahn, & Gogolla, 2008) 
17 These hierarchies are depicted in Figure 1-14 of McCarthy, Geerts, & Gal (2022). 
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Figure 3 The Ontology Spectrum (Obrst 2003) 

Interoperability, and semantic strength, increases from the bottom left to the upper right.  The strongest 

semantics, and therefore the highest degree of interoperability, exists when concepts from an ontological 

domain are expressed in first order logic.  Therefore, we express the internal control axioms as logic 

statements.  

An employee type is defined in terms of attributes a1 to an. These values for attributes are 

inserted of a business event which is defined in Equations 2 & 3.  The attributes values can be obtained 

via an event or as a result of a process (see Figure 2).  

Equation 1: 

∃𝐴𝐴𝐴𝐴𝐴𝐴𝐴𝐴𝐴𝐴𝐴𝐴𝐴𝐴𝐴𝐴𝐴𝐴(𝑎𝑎1)∃𝑥𝑥 𝐸𝐸𝐸𝐸𝐸𝐸𝐸𝐸𝐸𝐸𝐸𝐸𝐴𝐴𝐴𝐴𝐸𝐸𝐸𝐸𝐸𝐸𝐴𝐴(𝑥𝑥)  

⊃ (𝑎𝑎1, 𝑥𝑥) ∧ (∃𝐴𝐴𝐴𝐴(𝑎𝑎2)∃𝑥𝑥 𝐸𝐸𝐸𝐸(𝑥𝑥) ⊃ (𝑎𝑎2, 𝑥𝑥)) … (∃𝐴𝐴𝐴𝐴(𝑎𝑎𝑛𝑛)∃𝑥𝑥 𝐸𝐸𝐸𝐸(𝑥𝑥) ⊃ (𝑎𝑎𝑛𝑛, 𝑥𝑥)) 

Where critical attribute 𝑎𝑎𝑛𝑛  is not Null, i.e. to be a “Cashier” there is a critical event that transforms a 

non-cashier to a cashier.  Each employee type requires an instance of Equation 1 at MOF level 1.  This 

means there would be an equation for cashiers, internal auditors, salespersons, buyers, etc. which would 

DEFINE the attributes for whose values must be assigned by the operational events.  A similar equation 

can define other objects, i.e. EventTypes and ResourceTypes, such as sales, cash receipts, raw materials, 

inventory receiving, etc. This would allow for a definition of not just the types actors but also the 

economic events and the resources in the organization.  In the previous section the business events were 

defined as those occurrences in time that result in a state change.  In a well-controlled organization one 

of the numerous EmployeeTypes would be assigned responsibility for executing that particular business 

event.  Therefore, for each EmployeeType a definition of the set of business events that they will be 

ResponsibleFor is also required.   
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Equation 2:  ∃𝑥𝑥𝐸𝐸𝐸𝐸𝐸𝐸𝐸𝐸𝐸𝐸𝐸𝐸𝐴𝐴𝐴𝐴𝐸𝐸𝐸𝐸𝐸𝐸𝐴𝐴(𝑥𝑥)∃𝐸𝐸𝑦𝑦𝐴𝐴𝑦𝑦𝐴𝐴𝑦𝑦𝐴𝐴𝑦𝑦𝑦𝑦𝐸𝐸𝑦𝑦𝐴𝐴𝑦𝑦𝐴𝐴(𝐸𝐸) ⊃ 𝑅𝑅𝐴𝐴𝑦𝑦𝐸𝐸𝐸𝐸𝑦𝑦𝑦𝑦𝐴𝐴𝐴𝐴𝐸𝐸𝐴𝐴𝑅𝑅𝐸𝐸𝐴𝐴(𝑥𝑥,𝐸𝐸) 

Again, Equation 2 is an axiom at MOF level 2.  For each business event at MOF level 1, defined as 

those events for which an organization’s state changes, an instance of Equation 2 would be required. 

There would be a separate axiom for all business events defined in the organization.   

 

Figure 4 Business Events to Attributes 

For example, in Figure 4 each attribute is connected to a single business event.  These Business 

events can be aggregated into a particular business process at a firm.  For example, the person 

responsible for the hiring could be ResponsibleFor a this set of business events and they could be 

aggregateed into the hiring process.  Not all business events insert a specific attribute.  Some business 

events update attributes, i.e. change an employee’s name.  Other business events simply view an 

attribute, i.e. a store manager that is responsible for approving credit may view a credit limit. This means 

that an axiom is required to represent the possible changes to an attribute.  Equation 3 depicts the Alters 

axiom which defines the relationship between a business event and a particular attribute.  Where V = 

View, C = Change or update, I = Insert, & D = Delete) come from the database operations enumerated 

by Tsichritzis & Lochovsky (1982, p. 63).  The entire set of attributes define each object from the 

numerous attributes included in Equation 1, so each attribute will have at least one Alters axiom (an 

Insert) associated with it. In addition, there will also be other instances of Equation 3, describing 

BusinessEvents which View, Change, and Delete an attribute.  These instance of Equation 3 combine 

with Equation 2 will define not only which EmployeeType can Insert a value for an attribute, but also 

which EmployeeType can view the attribute.  For example, a SalesManager can Insert (or Update) the 

value for CreditLimit while a SalesPerson can only View it.  These restrictions on EmployeeTypes 

ability to perform certain actions on attributes are necessary to control access rights (Gal, 2008), and 

supports Role-Based access control (Ahn et al., 2007; Ahn & Sandhu, 2000; Jha et al., 2008).  This 
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axiom provides a basis for eliminating access rights when employee instance changes job functions (Bai 

& Varadharajan, 1997). For example, a manager may be able to insert a credit limit, while a salesperson 

can view this attribute, but can insert the date of the sale and the inventory items included in the sale.         

Equation 3: ∃𝑥𝑥𝑦𝑦𝐴𝐴𝑦𝑦𝐴𝐴𝑦𝑦𝐴𝐴𝑦𝑦𝑦𝑦𝐸𝐸𝑦𝑦𝐴𝐴𝑦𝑦𝐴𝐴(𝑥𝑥) ⊃ ∃𝐸𝐸(𝐴𝐴𝐴𝐴𝐴𝐴𝐴𝐴𝐴𝐴𝐴𝐴𝐴𝐴𝐴𝐴𝐴𝐴(𝐸𝐸)∃𝑧𝑧𝑧𝑧𝐸𝐸𝐴𝐴𝐴𝐴𝑎𝑎𝐴𝐴𝐴𝐴𝐸𝐸𝑦𝑦(𝑧𝑧) ∧ 𝐴𝐴𝐸𝐸𝐴𝐴𝐴𝐴𝐴𝐴𝑦𝑦(𝑥𝑥,𝐸𝐸, 𝑧𝑧) ∧

(𝑧𝑧 = 𝑉𝑉 ∨ 𝑧𝑧 = 𝐶𝐶 ∨ 𝑧𝑧 = 𝐼𝐼 ∨ 𝑧𝑧 = 𝐷𝐷))  

A fourth axiom, depicted in Equation 4, formulates the accountability hierarchy of the firm’s superior-

subordinate structure.   

            Equation 4: ∃𝑥𝑥∃𝐸𝐸(𝐸𝐸𝐸𝐸𝐸𝐸𝐸𝐸𝐸𝐸𝐸𝐸𝐴𝐴𝐴𝐴𝐸𝐸𝐸𝐸𝐸𝐸𝐴𝐴(𝑥𝑥)𝐸𝐸𝐸𝐸𝐸𝐸𝐸𝐸𝐸𝐸𝐸𝐸𝐴𝐴𝐴𝐴𝐸𝐸𝐸𝐸𝐸𝐸𝐴𝐴(𝐸𝐸) ⊃ 𝐴𝐴𝐴𝐴𝐴𝐴𝐸𝐸𝐴𝐴𝑦𝑦𝐴𝐴𝑎𝑎𝐴𝐴𝐸𝐸𝐴𝐴(𝑥𝑥, 𝐸𝐸)) 

Equations 2, 3, and 4 deal specifically with a critical component of effective internal controls, which is 

the development of an effective organizational structure that includes establishing appropriate roles for 

people in the organization (Committee of Sponsoring Organizations of the Treadway Commission, 

2013).  Specifically, a perfectly controlled company has a definition of all the employee types, resource 

types, and event types (Eq 1).  Each employee type is responsible for a specific set of business events 

(Eq 2).  Each business event alters a specific attribute (Eq 3).  Finally, each employee type is 

accountable to another employee type (Eq 4).  The next section will demonstrate how these internal 

control axioms can be combine to form a definition of a perfect system of internal control. 

3.2 Gӧdel Numbering 
 Kurt Gӧdel is recognized as being responsible for two incompleteness theorems (Gӧdel, 1931; 

van Heihenoort, 1967).  While the substance of his theorems is beyond this paper, one step in his proofs 

becomes invaluable for representing and combining internal control axioms into a representation of a 

perfectly controlled firm.  Gӧdel recognized that each component of an axiom can be represented as 

numbers and sequences of numbers.  Hofstadter (1979) demonstrates how this approach can encode 

pieces of music and the resulting integer can be factored to determine the exact sequence of notes, the 

timing, time signature, etc.18  For the purpose of internal controls, the resulting number will allow us to 

examine different properties in the design of a system of internal controls.  The Gӧdel numbering system 

                                                 
18 In addition, Hemann & Holk (2013) used this technique to encode Jot programs as a way to visualize programs time to 
evaluate. 
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uses prime numbers raised to certain powers to represent axioms.  The EmployeeType axiom expressed 

in Equation 1 formulated for Cashiers can be converted to a Gӧdel number in the following steps.19   

∃𝐴𝐴𝐴𝐴𝐴𝐴𝐴𝐴𝐴𝐴𝐴𝐴𝐴𝐴𝐴𝐴𝐴𝐴(𝑁𝑁𝑎𝑎𝐸𝐸𝐴𝐴)∃𝐸𝐸𝐸𝐸𝐸𝐸𝐸𝐸𝐸𝐸𝐸𝐸𝐴𝐴𝐴𝐴𝐸𝐸𝐸𝐸𝐸𝐸𝐴𝐴(𝐶𝐶𝑎𝑎𝑦𝑦ℎ𝐴𝐴𝐴𝐴𝐴𝐴) ⊃ 𝑁𝑁𝑎𝑎𝐸𝐸𝐴𝐴 �𝐶𝐶𝑎𝑎𝑦𝑦ℎ𝐴𝐴𝐴𝐴𝐴𝐴,𝐻𝐻𝐴𝐴𝐴𝐴𝐴𝐴𝑦𝑦𝐻𝐻(𝐶𝐶𝑎𝑎𝑦𝑦ℎ𝐴𝐴𝐴𝐴𝐴𝐴)�    ∧    (∃𝐴𝐴𝐴𝐴(𝐴𝐴𝐴𝐴𝐴𝐴𝐴𝐴𝐴𝐴𝑦𝑦𝑦𝑦)∃𝐸𝐸𝐸𝐸(𝐶𝐶𝑎𝑎𝑦𝑦ℎ𝐴𝐴𝐴𝐴𝐴𝐴) … 

      2x1               3x2                     5x2                   7x4           11x5   3x2
           7x4               19x8            7x4     29x10   31x11    2x1     41x13            5x2

          7x4 
  

Figure 5 Gӧdel Numbering of the Axiom Defining the Cashier Employee Type 
 

First each symbol in the axiom is assigned a prime number.  So, the first ∃ is assigned the prime number 

2.  Second, the prime number is raised to the power of a positive integer.  This results in a unique 

numbering for each axiomatic sequence (Hofstadter, 1979, p. 18; van Heihenoort, 1967, pp. 592-617).  

This procedure would be done for each MOF level 1 axiom and so each Employee Type axiom would be 

represented as an integer (large, but finite).  An important feature of Gӧdel’s numbering was the 

consistent mapping of symbols in an axiom to the same prime number.  So, in Figure 5 Cashier is 

represented by 7x4.  In Figure 6 the numbering of the ResponsibleFor axiom depicted in Equation 2 for 

the statement that the EmployeeType Cashier is ResponsibleFor the BusinessEvent Cash Receipt. 

∃𝐸𝐸𝐸𝐸𝐸𝐸𝐸𝐸𝐸𝐸𝐸𝐸𝐴𝐴𝐴𝐴𝐸𝐸𝐸𝐸𝐸𝐸𝐴𝐴(𝐶𝐶𝑎𝑎𝑦𝑦ℎ𝐴𝐴𝐴𝐴𝐴𝐴)∃𝑦𝑦𝐴𝐴𝑦𝑦𝐴𝐴𝑦𝑦𝐴𝐴𝑦𝑦𝑦𝑦𝐸𝐸𝑦𝑦𝐴𝐴𝑦𝑦𝐴𝐴(𝐶𝐶𝑎𝑎𝑦𝑦ℎ 𝑅𝑅𝐴𝐴𝐴𝐴𝐴𝐴𝐴𝐴𝐸𝐸𝐴𝐴) ⊃ 𝑅𝑅𝐴𝐴𝑦𝑦𝐸𝐸𝐸𝐸𝑦𝑦𝑦𝑦𝐴𝐴𝐴𝐴𝐸𝐸𝐴𝐴𝑅𝑅𝐸𝐸𝐴𝐴(𝐶𝐶𝑎𝑎𝑦𝑦ℎ𝐴𝐴𝐴𝐴𝐴𝐴,𝐶𝐶𝑎𝑎𝑦𝑦ℎ 𝑅𝑅𝐴𝐴𝐴𝐴𝐴𝐴𝐴𝐴𝐸𝐸𝐴𝐴) 

                   5x2                                    7x4                                                                                                      7x4  

Figure 6  Gӧdel Number for the Axiom Cashier ResponsibleFor Cash Receipt 

 In the same manner all the other MOF level 1 internal control axioms can also be represented as an 

integer.  This results in a definition of a complete set (or perfectly controlled firm) internal controls as an 

integer as follows: 

Complete Set of Internal Controls (CSIC) = ET*BE*RF*AC*…… 

Figure 7 Complete Set of Internal Controls 

While the axioms presented in Equations 1 through 4 representations of internal controls at the MOF 2 

level they would be expanded to create axioms for each EmployeeType, ResponsibleFor, Accountable, 

etc. as in Figures 4& 5. Thus, there would be a definition for all types of employees, which employee 

                                                 
19 In Gӧdel’s incompleteness theorem, some of the axioms from Principia Mathematica (Whitehead & Russell, 1925) were 
translated into numbers which were statements about number theory and also statements about statements of number theory 
(Hofstadter, 1979, p. 18).  This self-referencing was indispensable in his proof of incompleteness.    
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type is responsible for each business event, the attribute that is connected to which business event, which 

employee type is accountable for which employee types, which employee types are incompatible with 

other employee types in a business process, and so on.  The result is that a perfectly controlled company, 

can be defined in terms of a single integer.  This allows for certain tests on the adequacy of internal 

controls in a particular firm.   

Using a similar approach, a Gӧdel number for all distinct company types can be derived.  For 

example, to determine the definition of a perfectly controlled retail company, the integer representing 

the axioms related to raw materials (hiring of raw material buyers, conversion processes, responsibility 

for vetting raw material vendors, and so on) would divided into the CSIC with the result being the 

CISCretail. 

CISCretail= CISC/ Gӧdel number for raw material controls 

Additionally, the control state for each company can also be determined as follows. The internal controls 

present in a company can be represented as a Gӧdel number.  The following calculation would indicate 

whether the company being evaluated has the requisite controls.  

Control difference = CISCa / Gӧdel number for target company 

If the control difference is 0 then the company has designed the required controls for the CISCa where 

the subscript a refers to the perfect set of controls for a company of type “a”. If the control difference is 

not zero, the result can be factored to determine which controls are missing.  Thus, now an auditor has a 

method to determine exactly which controls are present, and can be tested.  This integer describing the 

control difference is the definition of the Semantic Distance shown in Figure 1. Because of the Gӧdel 

number scheme employed, it is possible to review all the controls and then determine which events 

different employee types are responsible for.  This means that an auditor can test whether controls over 

certain business events are appropriate, i.e. those related to cash receipts.   

 This section has demonstrated how internal control axioms can be used to define a perfect set of 

internal controls.  Using Gӧdel numbering of these axioms this perfect state can be represented as an 

integer.  Further, this integer can then be used to determine a perfect state of controls for any type of 

company.  Finally, this integer can also be used to determine which controls are missing from any target 

company. The next section will examine how the model presented can support other inferences 

concerning both the state of controls and other organizational structures. 
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4. Inferences 
The underlying data model presented in Sections 2 and 3 of this paper is an example of the 

binary data model (Tsichritzis & Lochovsky, 1982).  This model proposes a universal relation which 

includes the set of all of the attributes of a particular implementation (depicted in Figure 8).  The binary 

data model has some appeal as it can become the underlying data model for other more complex models, 

and can support higher level semantics useful in artificial intelligence applications (Abrial, 1974).  It 

was also proposed as the candidate data model for the ANSI/X3/SPARC model (Bracchi, Paolini, & 

Pelagatti, 1976; Tsichritziz & Klug, 1978).  The structure of the binary data model is the complete 

(universal) set of attributes and functional dependencies (Date, 1983, p. 54).  This section will examine 

how these functional dependencies and the internal control axioms presented in the previous section can 

be used to derive more complex organizational and accounting concepts from the proposed binary data 

model. 

 

Figure 8 The Universal Relation and the Data Cube 

4.1 Classes of the REA Ontology and Organizational Structures 
Functional dependencies describe relationships between attributes in the universal relation, and 

indicates how an attribute can be used to determine another attribute; i.e. how one attributes is dependent 

on another one.  For example, employee name is functionally dependent on the employee number.  This 

means that when an employee number is given, a unique employee name is the result. It can be 

described functionally as follows Fname (employee number) or logically as employee number → 

employee name.  The universal relation includes all the dependencies in the data. Bernstein et. al (1975) 

presented an algorithm to “normalize” the universal relation using these dependencies, which was 

improved upon by Diederich & Milton (1988).  The algorithm constructs relations (sets) with a primary 
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key and the functionally dependent attributes, with the possibility of including other candidate keys 

(Fadous & Forsyth, 1975).  The results of the normalization process are a set of relations in at least third 

normal form.  Initially the purpose of normalization was to improve the database schema to reduce the 

incidence of certain data anomalies during operations on the resulting database (Codd, 1972).  It has also 

been argued the normalizing data is critical for ensuring data quality, therefore normalization  can also 

be seen as supporting internal controls (Chen et al., 2009; Fan, 2008).  While, normalizing the universal 

relation has its benefits, other approaches the design of database schemas have been proposed. 

The purpose of database normalization was to improve the quality of database schemas, however 

semantic database models create schemas that are also in at least third normal form.  Chen (1976) argued 

that the entity-relationship (E-R) model provided for a more unified approach, and was superior to 

starting schema design from the universal relation. Designers of database schemas, using the E-R model, 

identified entities which represent actual objects that exist in the target system.  For example, in Gal & 

McCarthy (1983) the entities “Customer”, “Sales”, and “Inventory” and relationships between these 

entities were included in an E-R model.  This approach, creating database schemas from objects (or 

classes) that that represent real world entities has resulted in schemas that, in addition to database 

systems, have been used in artificial intelligence applications (Jarke & Vassiliou, 1983).  Schemas that 

are augmented with the semantics of real-world entities have become central to the development of 

interoperable domain ontologies (Gruber, 1993; Michal, Michal, & Zdeněk, 2012; Rzhetsky & Evans, 

2011).  

Figure 9 shows the derivation of two REA ontological classes and the association between then 

using both Equation 1 and the process of normalization.  Equation 1 defines the set of attributes which 

describe, in this case, what a salesperson and sale class includes.  The participation relationship can be 

inferred from Equation 2 and Equation 3 as the EmployeeType Salesperson is ResponsibleFor (Eq 2) a 

set of business events that from Alter (Eq 3) defines the attributes of a Sale. This results in the Employee 

Type (Salesperson) being able to insert values for sales (date, quantity, customer id, etc.). Normalization 

can also be used to derive the REA participation relationship  (McCarthy, Geerts, & Gal, 2022).  
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PK(an)  an+1      an+2       an+3      an+4    ...   PK(an+800)  an+801  an+802   an+803   an+804   an+805    an+806      ……..             an+x

Salesperson Sale

Participation
Eq 2 and Eq 3
Normalization

Eq 1

 
Figure 9 Inferences Related to REA Ontological Classes 

Figure 9 defines the insideParticipate, the Economic Event (Sale) and the Economic Agent (Salesperson) 

from the Accountability Layer at the M1 level for the Revenue Cycle.  The same process described in 

Figure 9 can be used to derive the other classes and associations of the REA ontology shown in Figure 

10.   

 

Figure 10 REA Ontology (from McCarthy, Geerts, & Gal, 2021, Figure 3-16) 
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 The axioms also can define other organizational structures described in McCarthy, Geerts, & Gal 

(2022).  McCarthy, Geerts, & Gal describe a hierarchy of organizational economic units shown in Figure 

11.  

 

Figure 11 Organizational Economic Units (From McCarthy, Geerts, & Gal 2021, Figure 1-14) 

Figure 12 demonstrates that using the Accountable axiom (Equation 4) the Organizational Economic 

hierarchy from Figure 11 can be derived.  For example, a store manager (Employee Type C) that is 

accountable for salespeople (Employee Type A) and cashiers (Employee Type B) can define 

Department Economic Units from Figure 11.  Additional other higher-level Organization Economic 

Units can also be derived.  The accountability of Employee Type D (perhaps a district sales manager) 

over Employee Type C can derive Facility, Division, and other higher-level Organizational Economic 

Units. Another inference that can be made from the Organizational units described in Figure 12 is the 
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conclusion of whether incompatible functions are separated.  If Employee Type C is Accountable for 

Employee Type A and Employee Type B, then to the extent each is Responsible for business events that 

Alter incompatible attributes then it is possible to infer that the same employee type is not able to Alter 

these attributes.  While, this is generally viewed in terms of segregating events such as making a sale 

and accepting cash receipts (Kobelsky, 2014) other segregations are also important.  For instance, being 

Responsible for purchasing raw materials and also being Responsible of inserting the value of Quantity 

Received when the items arrive. 

e1                  e2              e3           e4             e5       ……..                 en

a1                  a2              a3           a4             a5       ……..                 an
Eq 3 Alters

Emp Type A

Eq 2 Responsible

Emp Type B

Emp Type C

Eq 4 Accountable

Emp Type D

Eq 4 Accountable

 

Figure 12 Inferences Related to Organizational Structures 

 This section has demonstrated that the axioms presented previously can be used to make 

inferences about certain structures in an organization’s universal relation.  These include the REA 

classes and Organization Economic Units.  The ability of the axioms to derive these units is critical as it 

demonstrates that these axioms can support auditors’ internal control evaluations about the presence of 

lines of authority and responsibility.  In addition, the axioms support conclusions about the presence of 
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other controls such as segregation of duties.  This means that the internal control axioms can support the 

auditor’s conclusions about the adequacy of the design of systems of internal control.  While, more 

formally defined in a later section, the connection between the attributes which are used to make these 

inferences and the events which alter the attributes it is also possible to test whether a specific control is 

functioning as designed.   The next section will demonstrate inferences that use the axioms to create 

financial accounting statements. 

       

4.2 Accounting Statements 
 Previous research has demonstrated both procedural and declarative derivation of accounting 

statements.  Gal & McCarthy (1980; 1983) used procedures to create accounting statement numbers 

from a CODASYL database structured around events (Sorter, 1969).  Later, Gal & McCarthy (1982; 

1986) demonstrated how accounting numbers can be derived declaratively from a relational database.  

While these implementations demonstrate that accounting information can be derived from specific 

database schemas, Orbst’s (2003) interoperability continuum (See Figure 3) suggests that it is not 

possible to conclude that these implementations have general applicability.  This section will 

demonstrate the axioms can be used to derive financial statements, and thus conclude that their general 

applicability. 

4.2.1 Balance Sheet Accounts 

  The balance for an account such as cash, accounts receivable, accounts payable, notes payable, 

etc. are the result of events which increment and other events which decrement the accounts balance.  

Figure 13 shows the transactions which effect the balance for Cash.  Each of the events has a set of 

attributes which define them (Equation 1).  Each event has attributes that include (among others) the 

data and the amount.   Using these amounts it is possible to infer the balance for cash.   This same 

approach can be used to obtain balances for other resources such as inventory.  Other resources, such as 

buildings, do not have a specific decrement event, instead firms use methods such as depreciation to 

decrement the value in the account.  Inferences which derive the balances for these resources can be 

created using the increment event (building purchase) and the appropriate depreciation method to 

decrement the balance.  Other balance sheet items represent the company’s positive or negative claims 

(McCarthy, 1984).  
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        a1              a2          a3         a4       a5     a6  ...   a1000    a1001  ……..                  an

        e1            e2          e3         e4       e5     e6  ...   e1000    e1001  ……..                 en
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Cash
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Figure 13 Inferring the Cash Balance 

 Positive claims, accounts receivable, represent amounts the firm expects to obtain from outside 

parties.  Thus, they have an enforceable claim on the resources of an outside economic agent.  In 

contrast, negative claims, accounts payable, notes payable, etc., represent amounts outside economic 

agents expect to collect (Financial Accounting Standards Board, 1985).  While the inference to obtain 

the balance for claims are similar to that which derives balances for resources it is a conclusion about 

increment and decrement events in the same business process.  For example, accounts receivable can be 

inferred from the increment and decrement events within the revenue business process.  Figure 14 shows 

the increment (cash receipt) and decrement (sale) events which are connected through the Duality 

association and determine the accounts receivable balance.  This the following declarative statement 

would allow for this and the balance of other claims to be inferred (Geerts & McCarthy, 2000, p. 136): 

A claim with an outside agent exists where there is a flow of resources with that agent without 
the full set of corresponding instances of a dual flow. 
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Figure 14 Inferring the Balance for Accounts Receivable Claims 

4.3 Audit Inferences 
The previous sections have shown that the internal control axioms presented previously can be 

used to derive the objects in the REA ontology (McCarthy, Geerts, & Gal, 2022).  Additionally, account 

balances can also be derived from these axioms.  This section will demonstrate how these axioms can 

also support various inferences used in auditing.   

4.3.1 Segregation of Duties 

Various researchers have considered segregation of duties (SOD) as a critical control (Kobelsky, 

2014; Srinidhi, 1994).  This ensures that no two types of employee are responsible for events which, if 

they were not separated, would allow for the improper execution of an event and also allow for this error 

(or irregularity) to go undetected.20  Ashton (1974) and Ashton & Brown (1980) both found that 

inadequate separation of duties accounted for about 75% of the variance in auditor’s evaluation of 

internal controls.  Kobelsky (2014) identified specific duties that should be segregated.  While these 

were related to specific assets (custody of the asset, authorization of events related to the asset, and 

                                                 
20 An error is unintentional whereas an irregularity is intentional. 
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recording of events related to the asset), there are other potential business events that may also be 

impacted by inadequate SOD.  For example, it might be important that the type of employee setting the 

characteristics that determine competency for different types of employees would also not be the same 

employee type responsible for hiring employees of that type.  This inadequate SOD may not have an 

impact on a specific account balance, but could affect the general control on hiring competent 

individuals.  Other examples include the vetting of suppliers by buyers.  An auditor might want to test 

SOD for these and other situations.  This test can be written at MOF level 2 as follows: 

𝑆𝑆𝑧𝑧𝐷𝐷 ≔ 𝑅𝑅𝐴𝐴𝑦𝑦𝐸𝐸𝐸𝐸𝑦𝑦𝑦𝑦𝐴𝐴𝐴𝐴𝐸𝐸𝐴𝐴𝑅𝑅𝐸𝐸𝐴𝐴(𝑤𝑤, 𝑥𝑥) ∧ 𝑅𝑅𝐴𝐴𝑦𝑦𝐸𝐸𝐸𝐸𝑦𝑦𝑦𝑦𝐴𝐴𝐴𝐴𝐸𝐸𝐴𝐴𝑅𝑅𝐸𝐸𝐴𝐴(𝐸𝐸, 𝑧𝑧)  ⇒  𝑤𝑤 ≠ 𝐸𝐸 

The responsibility for different events x and z can be tested for any combination of events at MOF level 

1, and evaluated for any particular audit situation.  The previous axioms and inferences were specified at 

MOF level 2 and then were instantiated at MOF level 1.  These are time invariant, as the inference can 

be made at all points in time.  For example, the attributes that determine a competent salesperson, 

cashier, internal auditor, etc. do not vary over time.  Similarly, the inference for various account 

balances also does not vary over time.  However, there are some inferences that could be part of an audit 

that can be specified at MOF level 1, but evaluated at the instance, or MOF level 0.  The next section 

provides an example of such an audit conclusion. 

4.3.2 Sales Above Credit Limit  

There are a few examples of tests that are not time invariant.  The test for sales above credit limit 

is one example.  This test requires an examination at various points along the time axis of Figure 8.  This 

could be implemented as a data model constraint such that the value of sales minus cash receipts must 

never exceed the value of the attribute CreditLimit.  The evaluation of this control violation must be 

made not at the instance level of sales, cash receipts, and credit limits, but at the customer instance level, 

i.e. will this particular instance of a sale bring the amount the customer owes above their credit limit.  

This is different from other controls as they are specified at MOF level 1, i.e. a Salesperson is 

ResponsibleFor completing a Sale.  This specification is not dependent on MOF level 0 instances; on the 

particular sale or the particular salesperson.  There are certainly situations in which the auditor would 
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want to verify that the firm does not make sales which violate this condition.21  This view that a 

company should be viewed as a series of events is discussed in the next section. 

4.3.3 Other Audit Inferences 

One of the conclusions that comes from using the Gödel numbering for the axioms is that there is 

not only the ability to derive an integer for a perfectly controlled system (CISC), it is also possible to 

derive an integer for other inferences.  Thus, the inference for the balance for the account “CASH” can 

also be represented as an integer.  Gal (2008) examined the issue of inference chains to derive certain 

pieces of information from a corporate database.  Gasarch & Smith (1992) and Sicherman, De Jonge & 

Van De Riet (1983) argued that it was possible to use a series of queries to obtain sensitive information 

from a database.  Therefore, Gal (2008) argued that it was necessary to identify sensitive information 

and the inference chain that would allow a user to infer the information.  Thus, an inference about the 

salary for a particular employee could be derived by querying a single attribute: “What is John Smith’s 

salary?”.  However, it could also be obtain using a series of queries about means (or totals) (de Jonge, 

1983): 

What is the total for salaries in Dept A. 

What is the total for salaries for Clerks in Dept A. 

… 

This same process could be used to derive the recipe for a particular finish good.  One of the 

issues raised by Gal (2008) concerns that when a continuous reporting system has access to a corporate 

database, it is also necessary for the system to “know” when a piece of sensitive information is about to 

be revealed, i.e. by revealing the answer to the next query.  In Braithwaite’s (1992) discussion of 

Gödel’s proof, he shows that all inferences in a system could also be represented by an integer which 

would be the product of the axioms used in the inference chain.  Therefore, the integer value for the 

recipe for a finished good would be the product of the axioms to derive the recipe.  Thus, the product of 

the axioms already revealed can be divided into the axiom of the recipe to determine which axioms are 

not included, and those that need to be restricted to avoid revealing the recipe.   

                                                 
21 Other examples of this type of violation that might not be strictly an audit issue, but could violate other restrictions such as 
a person being assigned to multiple departments in violation of the rule that an employee only work in a single department.  
See for instance Gal (2015) for a discussion of violation of multiplicity restrictions. 
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This same process could also be used to determine which inferences are not included in the 

controls.  For example, an auditor could divide the integer for a target company by the value for the 

axiom that assigns the date to sales.  If the result is another integer, then the axiom is included and there 

is a control over cutoff, if not then the audit must include a test for cutoff as the control to assign dates is 

missing.  This section has looked at various inferences that can be made about the design of the controls.  

The next section will look at the way in which these axioms can be applied to the company’s operations. 

5. A Nominalist View of an Organization 
 Without the perceiving an abstract “perfect” organization, one is required to define (not name) an 

organization.  The previous sections have demonstrated that a perfect organization can be defined as a 

time invariant set of axioms.  This section looks at the operational view of an organization that uses 

these axioms to define its operations. There are two potential ways to create this definition, depending 

on how “organization” is viewed (Whitehead, 1920).  One is that organizations are continuants; an 

object with stable attributes and characteristics that allows for its recognition at different points of time.  

The other is that an organization is an occurrent; an object in a state of flux that allows it only to be 

identified by its location at region of space-time (Sowa, 2000, p. 71).  Continuants have the property of 

firstness, that is they are actual entities (Whitehead, 1920).  Secondness connects continuants to other 

continuants.  So, “person” can be connected to “organization” as an employee.  Thus, employee 

(employer) is an example of secondness.   Employees are a group of people that have been hired by a 

particular company.  The process of hiring is an example of thirdness which brings about the relation of 

firstness objects (Sowa, 2000, p. 61). The distinction between a type (person) and a group (employee) is 

that there is a process which adds the continuant to a group.  A process then can be viewed as a set 

events by which an object transitions to a member of a group.22  That is, a person is transformed to the 

group “employee” through the hiring process.  An inventory items’ ownership is transformed from the 

group “owned” to “sold” through a sales process. Each business events in the hiring process or selling 

process, may itself be a set of business events.23   

Two such views of decomposition are appropriate.  First, there is a possibility of decomposing an 

event into more and more detail; into “leaf processes’ (Geerts & McCarthy, 2001). For example, 

interviewing a prospective candidate can be decomposed into, entering the office, sitting in a chair, 

                                                 
22 This can be viewed as the distinction between parts of a process and the whole-process connected temporally (Terenziani 
& Anselma, 2003) 
23Business events are those events that further a business process (McCarthy, Geerts, & Gal, 2022). 
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offering a drink, etc.  This decomposition can be continued to a potentially absurd level, moving the 

chair the first inch, the second inch, and so on.  A general rule for this decomposition is to the level that 

management wishes to plan, control, and evaluate (David, 1997; Denna, Cherrington, Andros, & 

Hollander, 1993; International Standards Organization (ISO/IEC), 2007).  A second view concerns the 

result of these events. Lancaster (1975) conceptualized products as a portfolio of attributes that are 

assembled in the conversion processes.  This perception can also be applied to employees as a cashier, 

an internal auditor, a salesperson, an inventory item etc. can also be conceptualized as being 

differentiated based on changes to their attribute values.  For example, a non-cashier employee has a 

specific portfolio of attributes whose values change when they are assigned to the group of employees 

designated as a “hired cashier”.  This portfolio of attributes is the basis for axiom 1, as it would include 

all the attributes for each employee type.  Depending on the level of decomposition, a different business 

event effects value(s) of one or more these attributes, i.e. as in equation 3.  The “definition” of a 

salesperson, cashier, internal auditor, etc. consists of a defined and specific set of attributes.  The 

assignment of these values has two possibilities depicted in Figure 15.  In the top portion of the figure 

the interview process is decomposed into a series of events, and each of these events changes the value 

of “Cashier” attributes.  In the bottom of the figure the Interview Process is viewed as a singular event 

with duration and specific attributes are changed as a result of the process (International Standards 

Organization (ISO/IEC), 2007). The final event is the critical event, as that is the event which results in 

the person either becoming a member of the group “Cashiers”, or being declined. 
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Figure 15 Mapping Attributes 

The total of all the possible attributes for the organization is known as the universal relation 

(Tsichritzis & Lochovsky, 1982, p. 283).  The organization’s events assign values to these attributes at 

various points in time.  Figure 8 depicts the relationship between the attributes which compose the 

organization’s universal relation.  When a new instance is added to the organization’s data base a row is 

added and the data cube’s vertical dimension increases.  The organization starting point is time t0 and the 

events add length to the data cube (Bubenko, 1977). 

   One component of COSO’s description of the Control Environment is that companies hire 

competent individuals (Committee of Sponsoring Organizations of the Treadway Commission, 2013), 

that possess “… the knowledge and skills needed to perform assigned tasks” (Committee of Sponsoring 

Organizations of the Treadway Commission, 2004, p. 31).  The evaluation of a firm’s hiring of 

competent individuals consists of two evaluations.  First, the firm must define a cashier (internal auditor, 

salesperson, manager, etc.), as consisting of specific attributes.  This definition is done in equation 1. 

This set of attributes can be evaluated in terms of whether the correct attributes are included; Are 

cashiers’ bonding status included as one of the attributes?  This corresponds to AS 5’s consideration of 

the design of a control (PCAOB, 2007, para 42-43).  The second evaluation determines whether the firm 

actually hires competent cashiers; as defined by the appropriateness of the attributes of cashiers and the 

evaluation of the values for these attributes assigned during the cashier hiring process (PCAOB, 2007, 

para 44-45).  The attribute values for a group of employees could also be determined through some 
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training process.  For example, before a person is defined as a qualified salesperson, they must be hired, 

and then there may be a set of events (a business process) to train the person on the characteristics of the 

firm’s products and sales policies.  From the perspective of the data cube in Figure 8 this means that the 

attributes which define hiring, must have their values assigned before the values for training are assigned 

(hired at time tn and trained at time tp). There could be a requirement that this training be done by a 

product manager; a person that has been hired, has gone through salesperson training, has gone through 

a product training process, and so on.  Thus, there are a set of business events which describe these 

many processes, and assign values to the relevant attributes.  The set of possible business events can be 

described as the set {e1, e2, e3 e4, e5, …, en}.  Instances of these events, will take place at a particular time, 

so during the operation of the firm each event must also have a subscript for time {e1t, e2t, e3t e4t, e5t, …, 

ent}.  Hiring a person to be a salesperson would include a proper subset of all the organization’s possible 

events.  The hiring function operates on this proper subset Fhiring (ea, eb, ec, …, em), i.e m<n.  To test 

whether Joe Jones was hired is to test whether the critical event,24 em   – the final event in the chain of 

hiring events, has occurred and the value for the attribute “hired” has been assigned.  To test whether Joe 

was hired correctly is to determine whether each of the events assigned to the Fhiring.Joe has an associated 

time (have all the events been completed), and the values assigned to attributes are appropriate.  For an 

evaluation of internal controls, the determination of whether hiring is designed correctly [AS5’s process 

design (PCAOB, 2007)] is to determine that the Fhiring (ea, eb, ec, …, em) includes all the necessary events 

that assign values to the relevant attributes.25  For Joe to be a salesperson two critical events must have 

occurred, i.e. the critical event for hiring and the critical event for “becoming a salesperson”.  Thus, the 

set of events which includes the critical events are necessary to transform a person to a hired salesperson 

(secondness).  To be hired and promoted correctly to salesperson requires all the events in 

Fsalesperson.Joe(Fhiring.Joe(eat, ebt, ect, …, emt), ezt, eaat, ebbt, …, eqqt) to have a time and attribute values assigned.2627 

In addition to the hiring function, there would also be a function which establishes the process of 

creating the hiring function (possibly by the human resources manager) and another process which 

                                                 
24 A critical event is that event which allows an accounting entry (McCarthy, Geerts, & Gal, 2022).  For this work the 
definition has been extended to the more general case of an event which concludes a business process.  So, entry of Joe Jones 
in the table of current employees is the critical event for hiring as Joe Jones is now an employee, i.e. is a member of the 
employee set.   
25 This idea is expressed in Equation 3. 
26 The subscript t could also have subscripts indicating, which is probably the case, that the events cannot happen at the same 
time.  For example, the event – Fill out employment form, must occur before the HR manager reads the form.   
27 The hiring function could be called recursively as the person training Joe must have also been hired and trained, and their 
trainer was hired and trained, and so on. 
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establishes the function which establishes those responsible for creating this function, and so on.  The 

responsibility for each business event was again described in axioms 2 and 3. At any point in time in the 

organization’s temporal reality, different events will have taken place.  Because the organization is 

different before and after any hiring process it has distinct temporally related parts.  As the whole 

organization does not exist completely at any point in time, only certain of its components persist 

through time (Inwagen, 1990; Lewis, 1986).    

There are two main theories about objects as they traverse time.  Endurantists consider objects as 

wholly existing three-dimensionally (Guarino, 2017).  In contrast Perdurantists consider objects to be 

four-dimensional with subsets existing at each moment (Balashov, 1999; Hales, 2003; Merricks, 1999).  

It would seem that organizations map better to perdurantist objects.  Bubenko (1977) and others 

(Dignös, Böhlen, & Gamper, 2012; Yang, Xiaolu, Zepeng, & Hui, 2016) have modeled corporate 

information as a four-dimensional data cube and argued for this view as a more appropriate 

conceptualization. For the purposes of this paper, it may not be necessary to come down completely on 

the side of either view, but it is necessary to consider how to describe what aspects about the 

organization exists at each point in time (Dahl, 2003).  To say that an organization exists, requires a 

definition of what makes the organization exist or what exists about an organization (Goralwalla, 

Leontiev, Özsu, Szafron, & Combi, 1998).  An organization has a current state that is defined either by 

the events that have occurred from t0 until the current time (from the formation of the organization to its 

current state) or only to those which occur at that state in time.  Its state at time t changes to a new state 

at time t+1 based on the events which are defined as those events which change the organization; some 

of which are the critical events (International Standards Organization (ISO/IEC), 2007).  While this 

might be considered a circular definition, events which change the organization’s state are those which 

we define as those business events that change the state, it allows for an evaluation of management’s set 

of business events that have been planned, controlled, and evaluated. The next section will discuss how 

this view of the organization supports certain considerations of the organization’s state. 

5.1 Issues Related to Business Event Models 
As discussed previously the current state of the organization can be considered as the sum of all 

previous events. If we view an organization as a function of its events, then its current state can be 

viewed as an integral: ∫ 𝑓𝑓(𝐴𝐴1, 𝐴𝐴2, 𝐴𝐴3, … ,𝑡𝑡
0  𝐴𝐴𝑛𝑛).  The events to be included are idiosyncratic just as is the 

definition of the organization.  For example, Campbell (1997) argued that organizations should be more 
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socially responsible, and therefore should consider a broader group of stakeholders.  This would result in 

more events being considered as defining the organization’s current state.  In contrast, Friedman (1970; 

1962) argued that organizations only social responsibility is to increase profits, and therefore other 

events are not necessary to define the current organization’s current state. Thus, events that might be 

considered tangential by some could be considered central to others.  The predisposition of a buyer to 

purchase only products from vendors of a certain ethnicity could be considered central to the current 

state of the organization, and certainly may impact the company’s future buying events.  This raises a 

second issue; the prediction of future states.        

If an organization wholly exists at time t, and is a constellation of the events which brought it to 

point t, then it is appropriate to consider how it will get to time t+1. What will it look like at t+2 and so 

on?  From the perspective of internal controls, is it possible that the current state will lead to the 

collection of x amount of accounts receivable at t+1?  Is it also possible to predict that at time t+x the 

company will have an internal control breach?  When viewed as a function on all (relevant) events up to 

point t then future states can be viewed as 𝑑𝑑𝑑𝑑
𝑑𝑑𝑡𝑡

.  Figure 16 demonstrates this relationship, and therefore the 

potential to reach future states can be considered.  This conceptualization allows for a determination of 

the future that critical events will occur:  When will person P’s hiring be complete?  Perhaps more 

importantly for evaluation of internal controls: What is the potential for a control breach in the future?  

Of course, this requires a definition of a control breach. Some breaches may be easier to define.  For 

example, will a cash receipt occur that is handled by the same person that made the sale? Will a buyer 

create an order with an unapproved vendor? Will a sale be made to a customer with a poor credit rating? 

The view of the severity of these and other control breaches certainly depends on the evaluator.  In 

addition, the sum total of all the control breaches is also a subjective evaluation. However, there are 

some concerns about the possibility of any system exhibiting these features.  Some concerns are 

practical, while others are philosophical. 
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Figure 16 Moving to Future States 

 

For any organization to have all business events identified, much less defined is an 

organizational nightmare, and speaks to the complexity suggested by Bailey et al. (1981) .  Indeed, most 

business processes, much less the events which are included in the process, and not well defined 

(Debreceny & Gray, 2013).  To address this practical impediment to defining business events, two 

exceptions have been made.  First, auditing only requires those controls which pertain to financial 

reporting events need to be defined (Code of Federal Regulations, 2007), and second only those with a 

material impact on these statements need to be reviewed (PCAOB, 2007).28  While these two issues 

seem to provide some limitations to the internal control review process they do not address fundamental 

questions about internal controls and their evaluation. 

When an organization has a state transitions two evaluations are possible.  First, how closely did 

the actual business event map to the type definition for that event?   Second, does the organization’s new 

state match what it should “look” like after the business event?  If the business event was an economic 

event, then an auditor would need to make a conclusion as to whether there is a material difference 

between the perfect organization after the event and the existing organization.  If there is a material 

difference, then there is a potential for financial statements prepared on the firm’s new state to be 

materially misstated. As discussed previously, this implies a measurement issue; how far is the observed 

                                                 
28 This does raise the question of whether these financial statements have any relationship to some intrinsic properties of the 
organization or are just names given to calculations (Milne, 1986).  While not part of this paper, McCarthy also seems to 
offer support for a concern raised elsewhere that the numbers of financial statements are but one of many ways to look at an 
organization; a point raised concerning theories in the natural sciences (Wigner, 1967). 
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organization for the abstract “perfect” organization.  From a universalist perspective, the question can be 

phrased as to whether, the “shadow of a perfect organization cast upon the cave wall”29 resembles the 

current organization.  If such an abstract entity, a perfect organization, exists then auditing can be 

viewed as attempting to determine whether there are functions to map the physical organization to this 

abstract one (Field, 1980).  This corresponds to the Semantic Distance described in Figure 1.  For a 

consistent conclusion to be made all auditors must agree on the structure of these functions.  The belief 

that these functions exist requires one to adopt a Universalist perspective of organizations – there is an 

abstract perfect organization.  However, adopting a nominalist view, then the problem of controls and 

events takes on a different tone. 

McCarthy’s original formulation of what has become the REA ontology (McCarthy, 1982) 

makes the case that organizational events are not restricted to those that simply change financial position 

and are represented in financial statements.  This conceptualization expands the universe of events, and 

therefore the universe of internal controls.  Thus, it becomes necessary to have some notion of what are 

the events that might (can) affect an organization.  If every possible state change is the result of an 

event, then it becomes necessary to understand what an organization is and therefore what could change 

its state.  One might rephrase this state change question as a question of what an organization can 

experience.30  This raises the concern of whether an organization’s experience is the equal to the sum of 

any (or all) of its constituents’ components.  Does an event which impacts any employee in the firm 

have some impact on the organization as a whole? Or, is the organization’s experience the sum total of 

all of the experiences of its constituents? Thus, internal control can focus on events which only impact 

the organization’s experience or over the events with impact microphysical entities which comprise the 

organization.  It would seem that an organization cannot have experiences separate from its constituent 

components.  As a corollary it is also difficult to imagine an organization changing its state without 

some action by a constituent component, i.e. a sale is accomplished by members of the organization, not 

by the organization itself.  Thus, it can be argued that an organization’s state can be described at least by 

the state changes of its constituent components.   

                                                 
29 With deference to Plato’s allegory of the cave (Plato, 1963) 
30 I purposely did raise the question of consciousness which on the surface seems to be a different question.  However, a 
panpsychic orientation looks at the experiences of macrophysical entities come from the combination of experiences from 
microphysical entities (Mendelovici, 2019). 
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From this perspective, a well-controlled organization implies a set of internal controls over the 

state changes of its constituent components.  At any point in time, internal control is then control over 

the future events which will be performed by the organization’s members, as past events can no longer 

be controlled.  One type of future event are those that will fulfill commitments (McCarthy, Geerts, & 

Gal, 2022).  Commitments are the result of promises to conduct economic events in the future; purchase 

orders, sales orders, production schedules, etc. Future occurrences can change the impact of current 

events, but there is a potential for the anticipation of these events to change a state.31  For instance, a 

cashier anticipates receiving a cash payment for a past sale, but may change the belief that this payment 

will be received when they discover the firm is filing for bankruptcy.   However, there are other events 

which do not fit in with commitments, but shape the acceptance of future events and are clearly related 

to policy.  This section has discussed organizational events and how they can be modeled.  The 

evaluation of operational controls as required under paragraphs 44-45 of AS 5 (PCAOB, 2007).  The 

next section will demonstrate how these definitions can be described in terms of axioms and how these 

axioms can define the state of a firm’s internal controls.  In addition, these definitions correspond to a 

description of the design of internal controls as required in paragraphs 42-43 of AS 5 (PCAOB, 2007). 

 

5.2 Discussion 
In the previous section internal control axioms were presented.  This section demonstrated that 

these axioms can also be used to create both the classes and association of the REA ontology. 

Additionally, using the axioms can also infer the organizational economic units.  These organizational 

units and the axioms can also infer whether other controls such as segregation of duties are present.  

These inferences are critical as they demonstrate that the axioms are equivalent to the REA Ontology 

and therefore the internal controls are also equivalent the ontology.  Previous research has shown that 

different accounting numbers can be derived from various implementations which used the REA 

ontology as the framework for the database schema.  By showing that the axioms can are integral to the 

ontology it can be concluded that any implementation that uses these axioms will also include these 

internal controls.  Therefore, the REA ontology is a complete business ontology as it not only includes 

the objects and associations of the domain, but the internal controls.  These implementations can be 

                                                 
31 Guarino (2017) discuss this potential and provides two examples which seem to be fundamentally different.  One is the 
change of the score in an ongoing match the other is anticipating a delay in a trip.  
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supported by research in Model Driven Engineering (MDE) (Gal et al., 2021).  In addition to this 

support for MDE there are other conclusions that can be made. 

The principal result of Gӧdel’s theorem (1931) was that there would be undecidable propositions 

in Principia Mathematica (Whitehead & Russell, 1910).  This means that there could be propositions in 

any system described by axioms.  This could have been the case with the system defined by the internal 

control axioms.  Specifically, it was possible that the inferences developed in this section were 

undecidable.  By demonstrating that the REA ontology and the various controls, organizational units, 

and financial information could be decided the potential issues brought up by Gӧdel did not arise in this 

formulation.  This is not to say that other propositions within this system are all decidable.  

6. Conclusions 
 Internal controls have been viewed as a critical for producing reliable financial statements.  In 

addition, they have also been shown to improve the quality of other processes in the firm that are not 

necessarily related to financial information.  Both, the FCPA and SOX legislation specifically 

recognized this connection between quality internal controls and the quality of firms’ operations.  A 

significant problem with internal control evaluation is that this evaluation has been very idiosyncratic.  

This means that the proper functioning of a control and its impact on firms’ operations is not clearly 

defined.  The purpose of this paper is to create a definition of what a quality internal control system 

would look like.  AS5 indicates that the evaluation of internal controls is done at two levels.  First, is the 

design of the internal control system, i.e. are the controls designed so that if implemented as designed, 

the company will be well-controlled?  And second, are the controls operating as designed.  The first part 

of the paper demonstrated how attributes can be mapped to business events.  These business events 

determine state changes in the operation of the organization.  A certain critical event results in the hiring 

of an individual, or completing training of a cashier, or finishing production of a finished good, and so 

on.  By creating functions of these business events, the current state of the organization can be 

determined mathematically.  The second part of this paper demonstrated how these functions can be 

mapped to internal control axioms. Then, these axioms were converted to integers. This was done by 

using a system of similar to that used by Gödel to create integers representing each of these axioms.  By 

multiplying the axioms’ Gödel number, results in an integer which represents the value of a perfectly 

controlled company.  This number, CISC, is a definition of a such a company.  By creating this Gödel 

number, the semantic distance between a perfectly controlled company and any target company can be 
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defined.  The CISC can also be used to determine the controls that are missing in any target company.  

By defining the controls that should not be present in a particular type of company (retail, 

manufacturing, service, etc.) a CISC for different company types can be defined. Using this company 

type CISC and dividing it by the Gödel number for a target company, missing controls can be 

determined.  

 Additional research could create Gödel numbers for all the axioms, and so the CISC could be 

completely defined.  In addition, research could create different internal control axioms so the complete 

set of axioms are defined.  The approach for defining controls presented in this paper could also inform 

behavioral research on control deficiencies.  Previous research on internal control evaluation has looked 

at a subjective evaluation of control deficiencies.  Using Gödel numbers for internal control axioms 

would allow for studies to look at evaluation based on an objective value for the controls being 

examined.   
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