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Abstract: 

Vehicular Ad hoc Networks (VANet) and Mobile Ad hoc Networks (MANet) have evolved into one of 
the very capable fields of research work in wireless networking. VANet is termed as a  stimulating form 
of MANet owing to its highly erratic dynamic topology, frequently occurring disconnections and life-
threatening issues. This paper is a comparative review of MANet, VANet and their applications along 
with challenges.
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1. INTRODUCTION

A wireless ad hoc network is a collection of 
wireless nodes that do not require any 
centralized management. In Ad-hoc approach, 
you can configure a wireless connection 
personally with another device (mainly 
computers) without being compelled to connect 
to Wi-Fi or a router.

These ad hoc networks, mostly comprising of 
laptops or other mobile nodes are self-monitored 
and are often set-up during adversity relief, 
emergency situations, distribution of data and 
military maneuvers for timely or on-going 
communication.

Since the last century, MANet has evolved into 
one of the main features of the revolutionary 
wireless communications. MANet holds a lot of 
things to focus on such as its dynamic topology, 
inadequate security surrounding its mobility, 
energy and power restrictions.

A  t y p e  o f  M A N e t  w h i c h  p r o v i d e s 
communication amongst nearby vehicles and 
adjoining fixed roadside communication towers 
[1, 2] is a VANet. The key idea behind the setup 
of a VANet is to provide travelers with security 
and convenience services. Each vehicle is 
coupled with a VANet device capable of 

accepting and communicating wireless 
communications including traffic data, highway 
blockages, parking, location tracking and 
weather stats [1, 3].

This paper is organized on the basic concepts of 
MANet and VANet, their functionalities in 
different areas and challenges along with a 
comparison between these two ad hoc networks.

2. BASIC CONCEPT

2.1. Basic Concept of MANet

An assembly of wireless nodes that are 
connected to each other and tend to dynamically 
arrange at anyplace or anytime form a Mobile 
Ad-hoc Network (MANet). Providing each 
device with the appropriate information for 
enabling secure routing, is the most challenging 
aspect in forming a MANet. MANet offer 
numerous compensations over conventional 
networks including reduced expenses for  
infrastructure, ease of setting up and fault 
tolerance, as routing is achieved independently 
by nodes using other transitional network nodes 
to forward packets, this multi-hopping 
diminishes the possibility of blockages, 
however the key feature of MANet that appeals 
to the population is better mobility in contrast 
with other wired solutions. The security 
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facilities such as validity, data reliability, safe 
c o m m u n i c a t i o n  a m o n g s t  l a y e r s  a n d 
confidentiality are tremendously compulsory 
for MANets. [4,5]

2.2. Basic Concept of VANet

The automobiles which are furnished with 
wireless technology and possess abilities to 
generate an on-the-fly network while moving 
along the road infrastructure, form a distinct 
instance of a Mobile Ad Hoc Network, known as 
a  VA N e t .  T h i s  w i r e l e s s  a n d  d i r e c t 
communication between the cars makes 
information exchange possible without any 
fixed communication infrastructure. 

The objective of VANet architecture is to 
overcome the communication barrier between 
nearby vehicles and between vehicles and fixed 
roadside equipment giving rise to the following 
three potentials [6]:

Vehicle-to-Vehicle (V2V) ad hoc network 
Allows direct vehicle communication; does not 
rely on fixed infrastructure assistance and can be 
designated mostly for safety, security and 
broadcasting reasons.

Vehicle-to-Infrastructure (V2I) network allows 
a car to connect mainly for information and data 
assembly and collection purposes with the 
roadside configuration.

Hybrid architecture is a joint of both the above-
mentioned networks. In this situation, a car can 
connect to the infrastructure on the road alone or 
multi-hop way, mostly relying on the distance, 
i.e., if it can or not directly access the roadside 
element. 

VANet is primarily intended to provide safety 
associated information and certain traffic-
related information. As the number of vehicles is 
mounting, the likelihood of accidents has also 
increased to a greater extent. It is vital to make 
our automobiles a bit intelligent in order to 
lessen the potentials of accidents [7].

3. APPLICATIONS:

3.1. Applications of MANet:
Some distinguishing applications of this 
network encompasses the following areas [8]:  

For Military purposes: Ad-Hoc networking may 
allow armed forces to use the advantages of 
traditional network knowledge to preserve any 
data between cars, armed forces, and data 
headquarters.

For conference purposes: Ad-Hoc networks are 
readily connected to the instant short hyper-
media network by means of laptop computers to 
distribute data to the participating candidates, 
such as in classrooms and conferences.

(PAN) and Bluetooth: A PAN is a neighborhood 
small range community; wherein gadgets 
normally belong to a particular character. 
restricted-range MANet inclusive of Bluetooth 
can make it even easy to trade facts amongst 
numerous transportable gadgets.

Business Sector: Ad-hoc network may be used 
for search and rescue functions and in offering a 
useful resource for the duration of emergency 
conditions as an instance, in flood, hearth or 
earthquake. Emergency saving measures 
typically vicinity wherein broken or even non-
current transmissions structure exists and a 
quick dynamic transmission community is 
required.

Backup Services: Can provide certain recovery 
and back up services, disaster recovery, 
diagnosis or status or record handing in 
hospitals, etc. 

E d u c a t i o n a l  s e c t o r :  P r e p a r a t i o n  o f 
communication services for computer- 
generated classrooms or laboratories [9].

3.2. Applications of VANet:

The applications of this network mainly focus on 
the level of comfort and safety for travelers in 
addition to commercial utilization as: 

Intelligent Transportation Functions: Intelligent 
Transport System(ITS) that characterize various 
functionalities which include global positioning 
system, visitor's inspection, evaluation of 
visitor's jam, administration of traffic device and 
alteration of routes which offer sustenance to the 
site visitors situation. [10].

Remote Vehicle Personalization/ Diagnostics: It 
assists in shifting customized automobile 
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settings or uploading of automobile diagnostics 
from/to any neighboring infrastructure.

Post-Crash Warning: An automobile within the 
midst of calamity would broadcast cautionary 
notes approximately its role to any pursuing 
automobiles that might be in its course; so that it 
may make choice with the quantity of time 
handy collectively with the highway patrol for 
tow away provision.

Road Hazard Control Notice: Automobiles 
informing different motors about road having 
catastrophic incidents along with landslide or 
records regarding surprising downhill and so 
forth.

Parking Accessibility: Notifications regarding 
availability of parking inside the big towns aids 
in finding the accessibility of slots in parking 
masses in any designated geological region [11]. 

4. CHALLENGES AND ISSUES: 

4.1. Challenges in MANet:

Irrespective of the striking functionalities, the 
capabilities of MANet present numerous trials 
that need to be considered carefully before a 
huge marketable deployment of this network can 
be anticipated. these intricate regions include 
[12, 13]:

Routing: meanwhile the topology of this unique 
network modifications constantly, the problem 
of routing packets among any close by nodes 
converts right into a difficult venture. Routes 
among nodes may theoretically include more 
than one hop, which is more intricate than the 
communication through a singular hop as 
mentioned in Table 1. (MANet VS VANet).

Security and Reliability: The function of 
allotted operation necessitates diverse 
arrangements of authentication and key control. 
moreover, wireless hyperlink capabilities 
additionally resource in introducing reliability 
issues, because of its insufficient variety of 
wireless transmission, the broadcasting nature 
of the wireless channel, packet losses due to 
mobility, and records transmission faults can 
occur.

Quality of Service (QoS): Supplying diverse 
quality of service degrees in a continuously 

moving surroundings could be a hectic 
challenge. An adjustable QoS ought to be 
employed over the customary aid reservation to 
offer sustenance to the multimedia associated 
offerings.

Inter-networking: Inter-networking among 
MANet and different fixed networks (especially 
IP primarily based networks) is frequently 
predicted in lots of eventualities. The co-
incidence of routing protocols is a take a look at 
for the properly-proportioned mobility 
management in this kind of cellular device.  

Power depletion: For the majority of the light-
weight cellular depots, the roles associated with 
verbal exchange must be adjusted for a fair 
utilization of power. renovation of electricity 
and energy-aware routing is a necessity to be 
idea upon [12-13]. 

4.2. Challenges in VANet:

Mobility: Moving nodes in this network 
connect by throwing their way with other cars 
that have never previously confronted each 
other, and this link remains for just a few seconds 
as each car moves in its own direction and may 
never meet again. Fortifying the job of mobility 
is, therefore, a difficult issue to manage. [14].

S e c u r i t y  c o n c e r n s :  T h e  p u r p o s e  o f 
authentication in these networks is to avert the 
Sybil Attack. In order to avoid this problematic 
situation, we can give an unambiguous identity 
to each vehicle, but this resolution is not 
appropriate for most drivers calling for their data 
to be kept private [14].

Network Supervision: The network topology 
and channel condition vary rapidly due to these 
elevated mobility. As a result, we cannot use data 
structures such as trees for this very purpose, 
which cannot be set up and maintained as 
quickly as the topology adapts to the fresh 
setting [15].

Congestion and collision Control: The 
unrestrained community length additionally 
produces a  traumatic project to work with. The 
site visitors load is in the main low in rural 
components and at night in even urban zones 
.due to this purpose, the community walls 
happen commonly although in rush hours the 
traffic load is extremely high and henceforth 
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network is jammed and collision seems inside 
the community [16].

5. COMPARISON BETWEEN MANet AND 
VANet:

Table 1: MANet vs VANet

6. CONCLUSION:

Ad hoc networks are one of the most addressed 
terms in relation to wi-fi technology which 
supply the spirit of “every time, anywhere” 
conversation. The present-day situation is more 
motivated towards VANet as a result of its 
unexpected rise of unfortunate safety matters 
when it comes to driving New programs take 
into account each factor of bandwidth and 
capability of the community via utilizing 
advanced frequency. This paper decided that 
safety concerns are amongst one of the 
stimulating responsibilities in ad hoc network, 
however in VANet it grew to become out to be 
extra existence-threatening where malicious 
information may also contribute to existence or 
demise choice. All these security apprehension 
and other thought-provoking problems will 
inspire researchers to provide in a lot of 
exhilarating research arenas in the near future.     
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