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Section 3 Rectification and erasure

Article 16. Right to rectification

CECILE DE TERWANGNE

ta subject shall have the right to obtain from the controller without undue delay the recti-
of inaccurate personal data concerning him or her. Taking into account the purposes of
the data subject shall have the right to have incomplete personal data completed,

cessing,
f providing a supplementary statement.

ding by means 0

Relevant Recitals

rsonal data should be lawful and fair. It should be transparent to nat-
| data concerning them are collected, used, consulted or otherwise
ed and to what extent the personal data are or will be processed. The principle of transpar-
t any information and communication relating to the processing of those per-
ily accessible and easy to understand, and that clear and plain language be used.
in particular, information to the data subjects on the identity of che
f the processing and further information to ensure fair and trans-

atural persons concerned and their right to obtain confirm-
processed. Natural

y processing of pel
sersons that persona

er and the purposes o

¢ processing in respect of the n
d communication of personal data concerning them which are being

should be made aware of risks, rules, safeguards and rights in relation to the processing
nal dara and how to exercise their rights in relation to such processing. In particular, the
purposes for which personal data are processed should be explicit and legitimate and de-
: d at the time of the collection of the personal data. The personal data should be adequate,

fevant and limited to what is necessary for the purposes for which they are processed. This

ensuring that the period for which the personal data are stored is limited

quires, in particular,
e of the processing

ict minimum. Personal data should be processed only if the purpos
| not reasonably be fulfilled by other means. In order to ensure that the personal data are
hould be established by the controller for erasure or

ould be taken to ensure that personal data which
dara should be processed in a manner that ensures
ding for preventing unauthor-

t longer than necessary, time limits s
eriodic review. Every reasonable step sh
inaccurate are rectified or deleted. Personal
opriate security and confidentiality of the personal data, inclu
access to or use of personal data and the equipment used for the processing.

data subject should have the right to have personal data concerning him or her recti-
d a ‘right to be forgocten” where the retention of such data infringes this Regulation
on or Member State law to which the controller is subject. In particular, a data subject
have the right to have his or her personal data erased and no longer processed where the
al dara are no longer necessary in relation to the purposes for which they are collected
erwise processed, where a data subject has withdrawn his or her consent or objects to
acessing of personal data concerning him or her, or where the processing of his or her
al data does not otherwise comply with chis Regulation. That right is relevant in par-
where the data subject has given his or her consent as a child and is not fully aware of
sks involved by the processing, and later wants to remove such personal data, especially
e internet. The data subject should be able to exercise that right notwithstanding the fact
or she is no longer a child. However, the further retention of the personal data should
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be lawful where it js necessary, for exercisin

tion, for compliance with 4 legal obligation, for the performance of a task carrie
public interest or in the exercise of official authority vested in the controller, on th
of public interest in the areq of public health, for archiving purposes in the publici

entific or historical research purposes or statistical purposes, or for the establishme
or defence of legal claims,

g the right of freedom of expression arid

Rationale and Policy Underpinnings

the ion of the dara subjects’ power of con‘tml of (the q'uall?;
e ?xpress'lﬁ ion is intrinsically linked to the right (‘)f'ac.cess, on
ghto fec.“ o al information and discovered that it is maccu.rate
e Pers.on ¢ of the processing, they have the correlated right
" _E_?"F’d oo IlmlE()io'S'Ihis right to rectification echoes, in terms .of‘ da}:a
P::d- c;;;zorirtl"z:szrz;cy under Article 5(1)(d;1(leP§; tth::erieg:clzzsr ;t:,
o ‘ ata tha
1’5( '._l'_é_asoﬂat?le li%q}i ttl;)ecrz: trgg;szzr,szrr; erased or rectified withogt
QTPP_S‘?;iZ;C‘:ﬂ:; seco}r:d component, in Article 19, n;-m-lelist}; (zh f;
4 rectificat lements to previous recipien
justified rectifications or comp

Closely Related Provisions

ting to processing of personal data—accuracy) (sce 100t
Article 12 (Transparenr information, communication and modalities for the ex

rights of the dara subject) (sce too recital 59); Article 19 {Notification oblj
rectification or erasure of persanal daga

Article 5(d) {Principles rela

) . H Wi b the
£ this right to have the rectifications forwarded is fshO 0)1:3 o
. . P ing of errone
ot restriction of processing); Article 23 { he data subject to stop or at least limit the spreading
(see t00 recital 73); Article 89 (Safeguards and derogations relating o processing for g th
purposes in the public interest, scientific or histori

(see o0 recital 156)

B. Legal Background
Related Provisions in LED

Article 4(1)(d) (Pringi
{(Information to be

[Directive (EU) 2016/680]

petsonal data) (see too reciral 30); Ari
¢ dara subject) (sce too recital 40); Ay
personal data and restriction of proc
e data subject and verification by th

. i i ifferent articles in
ples relating 1o Processing of isted: three distinct rights that arlc iaj.d down Ertl ;ifiéﬁf:_ R
© i 6:18). The right to rectification is oze o N
fember States shall guarantee every ata‘su i A T,
iate the rectification, erasure or bloc king o  the pro-
| f ::?)Fr’rl;;:v:/ith the provisions of this Directive, in particular
s 1o :
SR r;itfii':nofei;;iiittas 'downstream about the re.ctiﬁca—
..adde:d %tfauttli’etgata. It states that every data subject has the 1'1ghls1 to
e EHQ‘WItiﬁcation to third parties 1o whom th.e data i}ave lt)cen ! 6135,;
: ef'<-:nr:(:sure or blocking carried out in compliance w1fth { )1; tlr;ind
or i,hvolves a disproportionatfe ?E(;;t)’.(;lzgiscj;g ti()) i;:;!:tiﬁcaﬂon
- o . 3 SCpfa:;;et;izflzg(lﬁfsffe;iﬁcation, erasure and bioc‘kin%._d
he"exerggsleZgOi * applicable to the EU institutions‘ and bod:fs, (:)1:1 :
| . rectd-ilcc’:;ltion. The )data subject had the right to obtain from the c
Case C.553/07, College van burgemeester on wethouders van Rotterdam v 0. E E 'Ry if

. ', In 2018
without delay of inaccurate or incomplete personal data’. In
ment of 7 May 2009 (ECLI:EU:C:2009:293).
Case C-362/14, Maximilian Schrems » Data Protection

oo recital 47); Article 17 {Exercise of tights by th
authority) (sce too recirals 48-49)

Related Provisions in EUDPR
(EU) 2018/1725]

Article 18 {right o recrification) (see too recital 34)

[Regulation : -

Relevant Case Law
CIEU

ticle 18 of which pro-
. was updated and replaced by the EUD-PI'{& Alticaleterms to the right
il S ) Commissioner, judgment of 6 O réctification. Article 18 is formulated in iden
(Grand Chamber) (ECL: {Ci2015:650 o DPR. X
Case C-434/16, Peter Nowak » Data Protection Commissioner, judgment of 20 D o :mcle 1515: for a right to rectification in parallel to and in the same
(ECLI:EU:C:2017:994), : 480 prov
ECHHR

ificati inaccurate data
. Recital 47 LED explains that the rectification of kllna?clllle e dac
carried out where these data relate to facts, and that ‘the rig

. . 3 H‘ t,
ot affect, for example, the content of a witness testimony’. In effec
O 3 3
Leander v Sweden, Appl. No, 9248/ 81, judgment of 26 March 1987,

Rotaru v Roymania, Appl. No. 28341/95, judgment of 4 May 2000, _
Cemaletrin Canli p Titrkey, Appl. No, 22427104, judgment of 18 November 2008;
Dalea v France, Appl. No. 964/07, judgment of 2 February 2010,
Cinbotary v Moldova, Appl. No. 27138/04, judgment of 27 July 2010,

ikeboer, para, 51 2 See the commentaty on Art. 19 in this volume.
ijkeboer, para. 51.
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in the light of the objectively verifiable evid‘enceljdduced in STPPISIL:‘S ti’l:t

has indicated in the Cemalettin Canli case tl:lat not on y-t e . p- g
ourt. ‘mation but also the communication of incomplete information
Ui n1]1&:)1}'“':3111(2;1tion of the applicant’s acquittal) amount to interferences
omissio c

opinions cannot be considered as accurate or not, whereas the facts on which they
based can be regarded as true, false or incomplete, and can be rectified where appropi
Where inaccurate personal data have been rectified, the LED requires the copg

to communicate the rectification to the competent authority from which the iy cini
personal data originate? and to the recipients of this data.’ ¢ to respect f:d pr::[t)eh als;:ed i e s g ATy
CJ%SGOCZS;Sstidcrg:i the validity of the Safe Harbor decision aflfh(l)}'iﬁnbg tranes[;
al data to the United States. Interestingly, it made an explicit 1nal e‘:n;: "

n rights, including the right to rectification, and the func'ia.rnent rig '
. ton enshrined in Article 47 of the Charter. According to the Court,

wt;;tl(ci)i;:mal right to effective judicial protection is not respected if an
[ I:ot Jl:ave the possibility to ‘pursue legal rc‘medies in orderfto h}::w:a?;cgss
ata relating to him, or to obtain the rectification or eras];g, Do su(t:he writ.ten

the CJEU considered a request for access under the : tob A
i tted by a candidate to an exam anfl any C(.)mm.cnts rfntz;:1 .e );terial i
cripts, with a view inter alia to possible fectlﬁcatlonﬁo ; is mherWis.e ,
that such information was ‘personal data’, and that n ing otl i t,hat
. parable to that in Schrems, ‘would have the effect of entirely ex':;1 uding i
om the obligation to comply ... with the righ.ts of access, hrecfl hcta:(l)o:mess
the data subject’.' The Court found that candidates hac} the rig i
im scripts ‘in so far’ as those scripts are liable to be c-hfzcked or :1ccuri;:y;S16 fer

' that accuracy could refer to situations suclT as rmxmg up exam sctip
E correcting a posteriori answers that are incorrect.

2. International instruments

The right to have one’s data rectified was one of the first rights granted to data sub
the international instruments related to data protection. Article 8(c) of Conventigp
provides that any person should be enabled to obtain, as the case may be, rectificag
personal data relating to him or her if these data have been processed contrary to
data protection principles, The Explanatory Report of the Convention specifies thy
means rectification of ‘erroneous or inappropriate information’.6 )
Article 9(e) of the modernised text of the Convention maintains a similar fo
tion to the original, although it contains some new elements. Obtaining the recj At
of data, if justified, is now expressed as a right instead of as a safeguard (althoy,
Explanatory Report of the original text specified that in domestic legislation imple
the provisions of the Convention, the content of Article 8 should clearly correspond
subjective rights). The modernised text also contains concrete details on the exerols
this right: rectification must be provided on request, free of charge and withoy
sive delay. In line with the original Explanatory Report (paragraph 54), the Ex |
Report of the Modernised Convention (paragraph 81) provides that ‘justified
tions should, where possible, be brought to the attention of the recipients of the ogjg
information, unless this proves to be impossible or involves disproportionate efforg

C. Analysis

ctification is a key element of the fundamental right to data Pl'oltzctlon,

nents specifically enshrined in Article 8(2) of the Charter. Its signi car:;:le

asised in the case law of the CJEU and that of the ECtHR relating to the

ivacy, as noted above.

Ggll;tl’i{fsfrlli:?z :nd specifies the right to rectify i:laf:curatc persor:iall da}ta,

controller to implement a request for rectification wllthout unduc. e az.

to the rectification of false or inaccurate data, Artlcl.e 16 8',180 gives data

ght to have incomplete personal data completed. This notion of {nczm-

it be assessed with regard to the purposes of the processing. Certain altg

sidered as complete in one context of processing, while the same data. C}?uto

incomplete in another. The right to rectification may then becor.ne a gg t &

g elements instead of to correct existing data. In chis respect, Article 1 spec;

pleting the data can be done by providing a suppler‘nenta_ry srate}rlnent. (s.ucal

of the data subject’s acquittal and of the discontinuation of the crimin

1s in the Cemalettin Canli case).'® - o

id be noted that Article 12(2) requires controllers to facilitate the' exeraseh(?
bject’s rights. Recital 59 explains that modalities should be provided to this

3. National developments

As early as 1978, the French Data Protection Act,® in addition to the right of access
Article 34, provided in Article 36 that the person who has the right of access
own personal data ‘can request that the data are rectified, completed, clarified, u ik
or erased’, if they are incomplete, expired or if their collection, use, retention ord
ination are forbidden.

4. Case law

The ECtHR has ruled in several cases that the storage of private information and
lease, coupled with a refusal to allow the data subject an opportunity to refute it,a
to an interference with the right to tespect for private life.? In the Ciubotary

Court held that there is a positive obligation for a State Party to the ECHR 0§
natural persons to provide objective evidence in view of having personal data rela
them (i casu their official ethnicity) changed.!® ‘For the Court, the States fai
sists in the inability for the applicant to have examined his claim to belong to a ¢

# Art. 16(5) LED. * Ibid., Art. 16(6). See the commentary on Art. 19 in this volume.
¢ Explanatory Report Convention 108 1981, 7 Explanatory Report Convention 108.
® French Daca Protection Act 1978.

> ECtHR, Leander v Sweden, para, 48; ECtHR, Rotary v Romania, para. 46,
" ECtHR, Cinbotaru v Moldova, paras, 5859,

i i —42.
Ibid., para. 59. 12 ECtHR, Cemalettin Canli, paras. 41
5 CP-3 62114, Schrems, para. 95 4 Cage C—4‘341'16, Nowak, para.1:19lbid
* Ibid, para. 56. 6 bid., para. 54. 7 Ibid., para. 52. .
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effect. The modalities should include mechanisms to request and, if applicable, obgy
free of charge, rectification of personal data. The controller should also provide meap
requests to be made electronically. Finally, recital 59 states that the controller shouy]
obliged to respond to requests from the dara subject without undue delay and at the]
within one month and to give reasons where the controller does not intend to co
with any such requests. It should be noted however that these requirements are set for}
in a recital, not in the text itself, j
The obligation for the controller to notify the rectifications carried out to all the e,
cipients of the data concerned (see the discussion of Article 19) should also be born j;
mind. As stated above, this obligation to forward justified rectificacions or complem
to previous recipients of the data is valuable, as it avoids multiple separate requests
rectification from the data subject while allowing to stop or at least limit the spreading of
erroneous or false information. i
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