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Abstract 

 

Detecting human movement plays a vital in this industrial era where it can be 

effectively used in industrial sectors dealing with reactors and boilers. A server based 

automated system that allows only the authorized persons to enter into the hazardous 

zone that will avoid misguiding of the system by unknown persons. In this research 

article, a server based motion detection module involving PIR sensor and GSM is 

proposed. Here we use two modules one is digital image processing and another one 

is embedded system. It is used to detect any obstacle in within its field. Once obstacle 

will be detected camera will be on. Camera captured an upcoming image and check 

whether it is a human or animal, if it is a human it will compare with input database 

images, then easily find unauthorized person. 
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I. Introduction 

 

The server based automated type of system provides more security and can provide applicability at banks, offices and 

secure places where the access to a system should be maintained more secure. The system can also be used for many 

other critical applications requiring tamper free Identification of the person [3] [4]. The system here we are using a 

PIC 16F877A Microcontroller for which s and GSM modem are connected. In this project s are used to detect the 

motion of human beings entering into the high security zones. After detecting, this system will intimate the authorized 

people by sending an SMS using GSM (Global system for mobile communication) modem. We are using both Digital 

image processing and embedded system modules to complete this proposed system. 

 In Digital image processing we take collection of database images as input. Then we normalized all input images for 

getting unique input. Now we extract some of the features of the image using princomp function. After extraction take 

one test image and test that image with collection of database images. If the test image and database image is not 

matched the unauthorized person is easily identified [5]. Using this testing procedure we identify the unauthorized 

person. GSM (Global System for Mobile Communication) is used to send the message after identification of 

unauthorized person. Princomp function is used to extract some important features of the face. It takes the triangular 

shape of the face to extract the features that is each and every human being has eyes and nose [6]. 

 Triangular shape means it takes eyes and nose to extract features. Human beings eyes and nose shape does not change 

even their getup will be changed like hairless, more beard etc. Camera is used in this project for some extra features. 

This coding will be very helpful to compare system database images with newly entered person. Then unauthorized 

person will be identified and message sends to the authorized person through GSM modem [7]. 

 

II. Related Work 

 

In existing system, the entry of the authorized person is authenticated with a RF transmitter at the person by which all 

the details of the person are obtained through receiver at the spot. But in proposed system, it does not have any 
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transmitter and receiver. It has a small Fresnel lens inside the sensor. That small chip used to detect the obstacle. Also 

does not emit any energy while sensing. Another problem in this system is here GSM is not used. But in our proposed 

system we use GSM. After finding the unauthorized person with the help of GSM we sent the message through GSM 

modem. Also we interface camera with the system database, so we easily identified the unauthorized person through 

the camera .In existing system, sense motion in any kind.so it senses human, animal, vehicle, and any object. So after 

detection we don’t know whether it is a human or object.so we overcome this problem using camera. We develop 

some mat lab coding to identify whether the entered person is a human or animal.  

  

A new efficient approach for “Target detection and classification using PIR Sensor and Seismic Sensor”, proposed by 

Sarkaretal [1] in the year 2012 brings the concept of detecting  the particular target by using seismic and PIR Sensor. 

A set of ground sensors are employed to detect intruders in red zone where false alarm reate is very high due to 

limitations in computation techniques [8]. Researchers toiled to identify motion of human through wavelet based target 

detection method with fast execution time and low memory requirements. Simulated results shows PIR sensors are 

better than seismic sensors for movement oriented identification.  A new efficient approach using pyro-electric sensor 

for motion detection proposed by Piero_Zappietal [2], in the year 2010 brings the concept of distance detection of 

unauthorized person movement using PIR Sensor. However this work failed to detect multiple human detection. 

Future works concentrated on feature extraction, sensor fusion and employment of wireless sensor nodes with reduced 

computational time and complexity [9][10]. The efficiency of the above existing methods ranges between 60% to 

74%. 

 

III. Proposed System 

 

In digital image processing we use some collection of database images as input. In that database all the input images 

having same sizes. Sometimes sizes are not necessary, because if we take white and white image, it has some pixel 

size. Similarly if we take color images it has some other pixel sizes. The hardware part of the system consists of 

controller, GSM modem, and camera. The unauthorized person is easily identified using Mat lab code in digital image 

processing. In embedded system the Microcontroller is connected with PIR Sensors, RS 232 converter, LCD display, 

and GSM modem. The System block diagram is shown in the figure 1. 

 

 
 

Fig.1: Block Diagram of the proposed system 

 

 

The detected signal is given to the PIC Microcontroller. Then it gives that detected signal to the MAX 232 level 

converter. Max 23 level converters is used to convert any output voltage to TTL(Transistor-Transistor Logic).Because 

the output signal voltage level is high means power supply design will be complicated. So to avoid that problem we 

use MAX 232 level converters. Step down transformers also used to convert 230 volts AC to 15 volt output signal. 

Now if any obstacle is detected by PIR Sensor it will be displayed on LCD display as “PIR Sensor obstacle detected”. 

Then Microcontroller sent the message through GSM modem. Now we received a message from GSM modem as 

some obstacle is detected. Suppose, if an entered person is human, Mat lab coding is enabled and it will check entered 
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person image with camera database images. If both the images are not matched the unauthorized person is identified. 

Identification message will sent by Microcontroller through GSM modem and also if the unauthorized person is 

identified alarm also ON. The PIR sensor operation is tabulated in table 1. 

 

Table 1: Pin Description of PIR Sensor 

 

Pin Name Functions 

+5V VCC Connect to +5V DC regulated power supply 

OUT Output Output is HIGH when idle (no motion detected). Output remains LOW 

when Sensor is triggered. LCD Display is used to know the current 

status. 

GND Ground Power Supply Ground: 0V 

 

IV. Simulation Results & Discussion 

 

The Size of the images will be varied based on with color or without color. Wait bar is also used to take the entire 

images one by one basis. After taking collection of images we normalized all the images for getting unique input. 

Because, suppose we take group of white images, each and every image has a different background, different contrast, 

and different brightness. Because of this identification gets complicated. So we normalized all the images for getting 

same background, brightness, contrast etc. Wait bar is also used here for getting normalized images as one by one. 

Now we extract some of the features of the image using princomp function. The advantage of princomp function is it 

has taken some of the important features and extracts that features. We need not mention any particular feature. Then 

we test one particular test image with the collection of database images. Test images also normalized for getting unique 

images. Then only we easily compare the particular test image with database image, Otherwise comparison will be 

getting more complicated. After comparison the test image will be matched with the any one of the collection of 

database images, the person is authorized person.  

The distance between the two images will be calculated using the above formula. If the distance between two images 

will be low means both the images have some same features between them. If the distance will be large between both 

images, it has some contrast features. So, both the images will not be coinciding. Then we set some threshold value. 

We easily identified the unauthorized person from the threshold value. After this testing process this mat lab coding 

will be interfaced with the system. The collection of input database is shown in figure 2. 

 

 
Fig.2: Collection of Input database 
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The distance value is less than or equal means the images are matched. Suppose the distance value exceeds the 

threshold value means images are not matched. We easily identified unauthorized person. The distance is calculated 

using Euclidean formula. The normalized input is shown in figure 3. 

 

D=sqrt ((d1+d2) ^2 + (d1-d2) ^2)                (1) 

 

 

 
Fig. 3: Normalized image of the input 

 

Suppose the test image is not matched with collection of database images the unauthorized person easily identified. 

This program coding will be done by using Matlab. Here the comparison will be done by the calculating the distances 

between the images and also a setting a threshold value for an images. Here the distance between the test image and 

matched database image is calculated. We set a threshold value for each and every image. The normalized test image 

and the matching results are shown in figure 4 and 5 respectively. 

 

 
 

Fig.4: Normalized test Image 
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Fig.5: Matching Result 

 

V. Conclusion 

 

In digital image processing we identified unauthorized person with the use of Mat lab coding and princomp function. 

Through camera we find whether the detected obstacle is a human or not. If it is a human Mat lab coding compare 

both images, if it is matched we get the message through GSM modem. This is the effective human detection system. 

We easily identified unauthorized person using this system and also get notification message through GSM Modem. 

This is a low cost system; we get nearly accurate results through this system. This type of system provides more 

security and can provide applicability at banks, offices and secure places where the access to a system should be 

maintained more secure. 
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