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Abstract 

Sometimes legal scholars get relevant but baffling questions from laypersons like: “The reference to a work 
is personal data, so does the GDPR actually require me to anonymise it? Or, as my voice data is personal 
data, does the GDPR automatically give me access to a speech recognizer using my voice sample? Or, can 
I say anything about myself without the GDPR requiring the web host to anonymise or remove the post? 
What can I say about others like politicians? And, what can researchers say about patients in a research 
report?” Based on these questions, the authors address the interaction of intellectual property and data 
protection law in the context of data minimisation and attribution rights, access rights, trade secret protec-
tion, and freedom of expression. 

1 Introduction 

There is an awareness that intellectual property (IP) and personal data (PD) protection are relevant in 
language research. These two regimes are often applicable simultaneously, and their requirements might 
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seem contradictory. Therefore, the authors have chosen three specific cases1 to outline the interaction of 
IP and PD protection and provide preliminary guidance. 

Firstly, the authors explore the interplay between the data minimisation principle and the right to be 
acknowledged as the author (the attribution right). On the one hand, the data minimisation principle 
enshrined in the General Data Protection Regulation (GDPR) requires processing2 as little PD as possi-
ble (Art. 5 (1) c)). On the other hand, the Berne Convention Art. 6bis gives the authors the attribution 
right. The relevant question here is whether a researcher who has collected language data (LD) contain-
ing copyrighted content should attribute the author of the content or follow the data minimisation prin-
ciple and remove all PD (e.g., the author’s name) that is not necessary for processing. 

The second case concerns IP protection and the data subject’s access right. In practical terms, a re-
searcher might need to decide what data the access right covers. Is it only raw PD or data derived from 
PD (e.g., a language model which could contain trade secrets)?  

Thirdly, the authors discuss the impact of PD protection on freedom of expression since publications 
constitute research outcomes. The authors rely on the regulation of their countries. 

2 The data minimisation and the right of attribution 

According to the data minimisation principle, PD must be “adequate, relevant and limited to what is 
necessary in relation to the purposes for which they are processed” (GDPR Art. 5 (1) clause c). 

The European Data Protection Board (EDPB) explains it further: “minimising can also refer to the 
degree of identification. If the purpose of the processing does not require the final set of data to refer to 
an identified or identifiable individual (such as in statistics), but the initial processing does (e.g., before 
data aggregation), then the controller shall anonymize personal data as soon as identification is no 
longer needed. Or, if continued identification is needed for other processing activities, personal data 
should be pseudonymized to mitigate risks for the data subjects’ rights” (2019: 19). 

According to Art. 6bis (1) of the Berne Convention, “the author shall have the right to claim authorship 
of the work”. The InfoSoc Directive also contains the obligation to identify the source (incl. the author’s 
name) (Art. 5 (3)). The EU case law reiterates the obligation (e.g., C-145/10). In other words, there is a 
legal obligation to acknowledge the author of the content. It is compatible with the GDPR since it names 
compliance with a legal obligation as a legal basis for PD processing (Art. 6 (1) c)). 

An overarching theme for this and the following section concerns legal obligations relating to derived 
data (e.g., data derived through text and data mining (TDM). For further discussion, see Kelli et al. 
(2020). Interestingly, the TDM exception contained in the DSM Directive does not require attribution. 
However, it should be borne in mind that the TDM exception only limits the reproduction right. In case 
the results of TDM are disseminated, the attribution right has to be honoured.3 

3 The scope of access right and trade secret protection 

In combination with the right to be informed and the principle of transparency, the access right forms a 
foundation for exercising the data subjects’ rights. The access right requires the controller to provide 
information on the processing of PD (GDPR Art. 15). The first question for research organisations and 
researchers (data controllers) is the scope of PD subject to the access right. The data subjects should 
have access to their raw data. The question is whether the access right applies to data derived from PD 
as well. This question asks what PD covers.4 The Court of Justice of the European Union (CJEU) has 
not been remarkably consistent. For instance, it has explained that “There is no doubt that the data 
relating to the applicant for a residence permit and contained in a minute, such as the applicant’s name, 
date of birth, nationality, gender, ethnicity, religion and language, are […] ‘personal data’ […] As 

                                                 
1 It should be mentioned that there are a myriad of IP and PD protection interaction points whose systematic map-
ping is outside the scope of this article. Therefore, the authors chose cases which could potentially be relevant for 
language researchers. 
2 The GDPR defines processing so widely that it covers all possible activities with PD (Art. 4 (2)). 
3 The attribution right exists only in case of the existence of copyrighted content. In the EU case law, it is pointed 
out that 11 consecutive words could be copyright protected (C-5/08). However, it does not say that less than 11 
words are not copyrighted. For further discussion, see Kamocki 2020. 
4 For the concept of PD, see WP29 2007. 
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regards, on the other hand, the legal analysis in a minute, it must be stated that, although it may contain 
personal data, it does not in itself constitute such data” (C-141/12 paragraphs 38, 39). In another case, 
the CJEU held that “the written answers submitted by a candidate at a professional examination and 
any comments made by an examiner with respect to those answers constitute personal data” (C‑434/16).  

Understandably, the concept of PD should be interpreted extensively. However, there is no legal clar-
ity on whether data derived from PD should be made available as well. WP29 (2016: 9) suggests in the 
context of the right of portability (see GDPR Art. 20) that “user categorisation or profiling are data 
which are derived or inferred from the personal data provided by the data subject, and are not covered 
by the right to data portability”.  

Within the context of language research, the question is whether the data subject could require access 
to a language model which was trained using his PD. If not, there should be a legal basis limiting the 
scope of access right. One argument here is that model is protected by intellectual property (copyright, 
trade secret). The GDPR accepts this line of argument in its Recital 63, explaining the nature of the 
access right: “That right should not adversely affect the rights or freedoms of others, including trade 
secrets or intellectual property and in particular the copyright protecting the software. However, the 
result of those considerations should not be a refusal to provide all information to the data subject”.  

To sum up, the access right does not cover the access to language models, especially when their 
creators consider trade secrets. In this context, IP rights prevail over data protection. 

4 Data subject’s rights and freedom of expression 

The data subject has the right to object to the processing and obtain the erasure, restriction or rectification 
of PD concerning him (GDPR Art. 16, 17, 18, 21). These rights may conflict with the author’s right to 
make his work available. This question can be framed as an interaction of PD protection and freedom 
of expression (FoE). Protection of PD is not an absolute right (GDPR Rec. 4). Therefore, the GDPR 
allows Member States to limit the data subject’s rights to reconcile PD protection with the freedom of 
expression. 

The EU countries have followed different implementation routes. For instance, the German Federal 
Data Protection Act (BDSG) does not contain any rules specifically implementing Article 85 of the 
GDPR. The existing broad derogation for research and archiving purposes (Article 27 of the BDSG) is 
based on Article 89, not 85 of the GDPR. It seems to be deemed sufficient by the legislator (Deutscher 
Bundestag, 2018). Specific state acts regarding media and journalistic expression exist in many federal 
states (Länder), e.g., Hessisches Pressegesetz or Landesmediengesetz Baden-Württemberg. 

Most of the studied countries have adopted a general provision limiting the applicability of the GDPR 
to ensure freedom of expression (see Austrian, Estonian, Finnish and Lithuanian PDPA). France, 
Greece, Italy, and Latvia have more detailed regulations, which are explored below. 

Article 80 of the French Data Protection Act attempts to reconcile data protection and freedom of 
expression in France. It derogates from two general principles: the storage limitation and the prohibition 
of processing sensitive data (including data about criminal convictions and offences). It also limits in-
formation rights, access, rectification and restriction, and derogates from the rules on data transfers. This 
framework applies only when necessary to safeguard freedom of expression and information, and only 
when the data are processed: 1) for academic (‘universitaire’), artistic or literary expression, or 2) for 
journalistic purposes by professional journalists, in a way that respects ethical rules (deontology) of the 
profession. The Article clearly states that other laws and codes regarding violations of privacy and rep-
utational damage continue to apply.  

One can be surprised by the adjective ‘universitaire’ in Article 80 of the French Copyright Act (ex-
pression universitaire, artistique ou littéraire) rather than ‘académique’ (as in ‘academic, artistic or 
literary expression’). However, the same wording is used by the French version of Article 85 of the 
GDPR. This is because ‘académique’ has a very restricted meaning in French (related to the Académie 
Française) and should not be interpreted as limiting the derogatory framework to processing made by 
scholars with a university affiliation. 

Article 28 of the Greek Personal Data Protection Act, corresponding directly to the GDPR (Art. 85), 
aims to reconcile the right to personal data protection with the right to freedom of expression and infor-
mation, “including the processing for journalistic purposes and for purposes of academic, literary or 
artistic expression”. More specifically, in the framework of these objectives, Paragraph 1 of this Article 
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explicitly enumerates cases where the processing of PD is allowed: “(a) when the subject of the data 
has given his explicit consent, (b) for PD that have been publicised by the subject, (c) when the right to 
the freedom of expression and the right to information overweighs the right to PD protection, especially 
for topics of general interest or when the PD relates to public persons, and (d) when it is restricted to 
the necessary measure to ensure the right of expression and the right of information, especially with 
regard to sensitive categories of PD, and criminal cases, and security related measures, taking into 
account the right of the subject to his private and family life.” We can deduce that the Article looks 
more into the ‘journalistic purposes’ rather than ‘academic purposes’. Paragraph 2 of the same Article 
provides the exceptions and derogations for processing for such purposes, which are mentioned in Arti-
cle 85 of the GDPR.  

Article 136 of the Italian Personal Data Protection Code (PDPC) implements Art. 85 of the GDPR. It 
regulates journalistic as well as academic works. Article 137 defines the categories of PD that can be 
processed without the data subject’s consent. Namely, such categories are special categories of PD and 
PD data related to criminal convictions and offences (GDPR Art. 9, 10). Other sections further restrict 
these categories to “Safeguards applying to the processing of genetic data, biometric data, and data 
relating to health” (section 2-f) and “Processing entailing a high risk for the performance of a task 
carried out in the public interest” (section 2-p). Article 137 (3) provides: “It shall be allowed to process 
the data concerning circumstances or events that have been made known (communicated/disseminated) 
either directly by the data subject or on account of the data subject’s public conduct”.  

Article 32(3) of the Latvian PDPA states that when processing data for academic, artistic or literary 
expression, provisions of the GDPR (except for Article 5) shall not be applied if all of the following 
conditions are present: 1) data processing is conducted by respecting the right of a person to private life, 
and it does not affect interests of a data subject which require protection and override the public interest; 
2) compliance with the provisions of the GDPR is incompatible with or prevents the exercise of the 
rights to freedom of expression and information. 

There are two intriguing questions concerning the interaction of PD protection and freedom of ex-
pression: 

1) how to strike a fair balance between PD protection and FoE in research settings? FoE is usually 
framed in the context of newspapers publishing facts about public figures. The freedom of academic 
expression is somewhat unclear. Still, it has been interpreted to apply to, e.g., x-ray pictures of medical 
case studies as standard practice. Such accompanying material is publicly disclosed in a scientific jour-
nal as an illustration of the published case. There is no need to obtain the consent of the x-rayed person 
for this purpose. Usually, a person cannot be directly identified from such an x-ray. However, if the 
medical condition is rare, the individual may still be identifiable with the help of additional information. 
As the GDPR defines data concerning health as special categories of PD (Art. 9), this is an especially 
delicate example. 

2) how and where to draw a line between processing for academic expression and research purposes. 
Research publication requires prior research. The question is whether this research is covered with the 
freedom of academic expression. The authors admit that when data is present in the research publication, 
then the processing could be covered by the FoE exception. It is important to emphasise that the princi-
ples of data minimisation, purpose limitation, accuracy, fairness (GDPR Art. 5), and other requirements 
need to be followed. At the same time, research ethics and funders’ requirements require the publication 
of research data to ensure research reproducibility and verifiability. Therefore, there is a tension between 
open data and personal data protection requirements. For further discussion, see Kelli et al. (2018). 

PD protection and FoE are both human rights. This means that one is not prioritized over another. 
The key issue is to strike a fair balance between them. PD protection should not affect academic freedom 
of expression. 

5 Conclusion 

The authors’ reached the following preliminary conclusions. Firstly, the data minimisation and the at-
tribution right are not contradictory concepts. The acknowledgement of the author is compatible with 
the GDPR as the compliance with a legal obligation. The attribution does not concern all PD but only 
data that is copyrighted. Secondly, the access right primarily applies to raw PD. There is no legal clarity 
regarding the access to data derived from PD. The access right does not presumably cover language 
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models containing trade. Thirdly, PD protection usually does not take precedence over the freedom of 
expression and cannot hinder the academic FoE and the author’s right to disseminate his work. Con-
ducting research could be covered FoE. 
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