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Abstract

This dissertation was written as part of the MSc in eBusiness and Digital Market-
ing at the International Hellenic University and aims to contribute to the im-
provement of cross-border public services in the European Union, proposing a
data model as an assistive semantic interoperability solution. Interoperability
between the EU Member States is a prerequisite for seamless cross-border pub-
lic services, while in most cases public services across borders can only be re-
guested digitally. This automatically involves concepts as eGovernment, the Sin-
gle Digital Gateway, the once-only technical system, and electronic identification
and authentication.

The proposed data model is a digital registration form for a change of address
within the same country or abroad. The form requires the fewest steps possible
to complete the registration of the new address. The model is constructed based
on the common attributes identified in different countries’ registration forms
and processes for a change of address, in order to make the form suitable for
use by all Member States.

This dissertation was accomplished under the supervision and kind guidance of
Dr. loannis Magnisalis, Professor at the International Hellenic University, School
of Science and Technology in Thessaloniki and the help of Syed Iftikhar Hussain
Shah, PhD Scholar at the International Hellenic University, School for Science and

Technology in Thessaloniki.

Keywords: Integrated Cross-Border Public Services, Interoperability, eGovernment,
Single Digital Gateway, Electronic Identification

Anna-Marina Panaretou
04/01/2021



Preface

This is the dissertation “Integrated Cross-Border Public Services in the EU: A Case Study,
Moving within the EU: Change of Address”, the basis of which is the improvement of
cross-border public services between the Member States of the European Union, pro-
posing a data model as an assistive semantic interoperability solution and the examina-
tion of eGovernment initiatives and interoperability in the Union. It was written as a part
of the MSc in eBusiness and Digital Marketing at the International Hellenic University. |
was engaged in researching and writing this dissertation from July 2020 to January 2021.
| would like to thank my supervisor Dr. loannis Magnisalis for the excellent guidance and

support during this process and all other people that helped me during this period.






Contents

ABSTRACT ..ccuuiiiiiiiiiierenneeeiiseietnaensnsssssssssssssssnsssssssssssssssssnsssssssssssssssssnsssssssssssssssnnnne n
o 2 o |
CONTENTS ...ciiiiieeeiiiiiiiineennnnseesssetstessnsssssssssssssssssnssssssssssssessnssssssssssssssssnnsnssssssssanns n
1. INTRODUCTION .....ccciiiiiiiirennnneciisssieneesnssssssssssssssessnsssssssssssssssssnsssssssssssssssssnnnsnses 1
2. LITERATURE REVIEW.....cccuuuuiiiiiiiininnnnnnssiisiiiimmensssssssssssismmmssssssssssssssssssssssssssssssans 7
2.1 EUROPEAN DIGITAL SINGLE IMARKET ...uuuuuuuuuuuunnininnninnin s es 7
2.1.1 European Single Market Definitions ..............cccoeeeeeevueeeeesiireeesiivveeaanns 7

2.1.2 European Single Digital Market Definitions...............ccccceeecvuveeeveivuvnnnnns 8

2.2 PUBLIC SERVICES ... e s s 8
2.2.1 Public Services DefiNitiONs..........cccccvuueeeesivieeessiiireesiiiiieeesiisaeessiineenans 8

2.2.2 Electronic (Online/Digital) Services Definition ...............ccceeevuveevvveennee.. 9

2.2.3 Electronic (Online/Digital) Public Services Definition ............................ 9

2.3 INTEROPERABILITY 1.uuuuutitetreeessseiunreeeretesssssannrenereeesssasannnnneneeeeesesesannnsnneeeeesessannnnnenneens 9
2.3.1 Interoperability DEfiNitioNs ...........ccccuuueeeeeeeeeeeeeeiciiiieeeeeeesecctieeaaaaeeeeens 9

2.3.2 INtEroPEIADIlItY TYPES ....evveeeeeeeeeeeeecieeeeeeeeeeesctiereeeseeeeessssassseessaeesnnins 9

2.3.3 Interoperability in Cross-Border Public Services ...........cccccevvvvvveeeeennnn. 11

2.3.4 Common Data Models & Common Metadata in Evidence Exchanged

Across Borders & Interoperability ..............euweeeeeeeceueeeeeiaeeeeeecciiieeeea e e 14
2.4 INTEROPERABILITY ISSUES....cviiiiiiiiiiiiiiiriee ittt 15
2.4.1 National Silos DEfinitioN............cceeeeueueveeeieeeeesecciieeeeeeeeeeecicieeeeaaaaeeeeans 15
2.4.2 Issues Deriving from National Silos & Incompatibility..................cccuuu... 16
2.5 EGOVERNMENT .. uttitiieiet ettt re e e s st ter e s s s e sesb bt e e e e e e s s e b arateseeessseannrraneeas 17
2.5.1 eGovernment DEfinitioNs ............coeeecuueeeeeseeeeesiciiiieeieeeeeeeciiieeeeaaaaeeeeaans 18
2.5.2 eGovernment Advantages & Disadvantages............c.cccceeeevvvvvvvneeeeennans 18
2.5.3 European eGovernment INItiQtiVes .........ccccceeeeeeeeieeeeeieieieieieieiesesesesesesenns 19
2.5.4 eGovernment Status in the EU.............ccovveeeieeneencieeseeeeeeeeeeeeenen 22
2.6 SINGLE DIGITAL GATEWAY .eeiiiiiiiiiiiiieeets ittt it e e s seisrete e e e e s s sssaratesesssssesnnaeseens 26
2.7 ONCE-ONLY PRINCIPLE.....uiiiuiiiiiiii ittt sttt 27



2.8 EIDENTIFICATION (EID) & AUTHENTICATION ..euuvieesureeesureeesureeesseeesssneesnsseessseessssessssseeanns 30

3. PROBLEM DEFINITION & METHODOLOGY ...cctcetertereeereerecenreerecensasrecssssssessssansens 32
3.1 GAPS IN THE BIBLIOGRAPHY ...t tvueuneiunetuetnetnsetnsesseneeeneesnsesneesnsssessnesenseensesnseresenessnesnns 32

3.2 CONTRIBUTION OF THIS STUDY 1evuueruueiernereneettieersserseeesnneesnserssessnsessneessnssersnsersnneres 32

3.3 METHODOLOGICAL APPROACH ..evuetenttunetnetnternsesseneeeneesnseseesstsessnesenseensesssenesensesnsenns 33
3.3, LitCrQtUIC ROVICW cuu.eeeeeeeeeeeeeeeeeeeeeeeeeee ettt tes s vtee st setesevaasseassesanas 33

3.3.2 ANAIYSiS & FINAINGS ....vvveveiiieeeeiiieeesiiee et essitte e sstee e e ssaae e e ssiiaaa e 34

RGO 1V =X x (0] 21 4 Lo 114/ =2 38

4, ANALYSIS & FINDINGS ....curereieireirereireirererestesseressesssrassessssassessssassessssassassssassasss 40
4.1 STEP 1: SELECTION OF THE TYPE OF EVIDENCE FOR EXAMINATION ..vvvvvinnienreenrernrenreneennenns 40

4.2 STEP 2: IDENTIFICATION OF COMPETENT AUTHORITIES FOR THE SELECTED TYPE OF EVIDENCE .41

4.3 STEP 3: DEFINITION OF ATTRIBUTES IN EACH EXAMINED PIECE OF EVIDENCE .....ccceveviennnnnnne 42
4.3.1 CaSE StUAIES — REVIEW ........eoveeiiieeeeiiiee ettt esee e sieee e siieee e 43

4.3.2 REVIEW TADIES. ..ottt 46

4.4 STEP 4: PROPOSAL OF DATA MODEL FOR THE SELECTED TYPE OF EVIDENCE ....ovvveereriiniinnnnne 58

4.5 USABILITY AND USER-EXPERIENCE QUESTIONNAIRE - COLLECTED DATA & ANALYSIS ............. 70
4.5.1 USQDIIItY PQIT.....uveeeeeeeeeeeeeeieeeieeeeeeeetiiieteeee e e e eesstiesevesaseessssiisssserasessnssinns 71

4.5.2 EQSE-Of-USE PAIt ..coveeeeeeeeeeeee ettt e e eettttete e e e e e e s s ssasaaaaaaeeeeaans 73

4.5.3 LeArNADIlItY PAIt......c.cooeeeeeeeeeeeeeeeeeeiieeeieeeeeeesttiireveseeeeeeesssissseeasaeennsans 74

4.5.4 Degree of SAtiSfaction PQrt ...........c....uueeeeeeeeeeeeeciiiieeeeeeeeeeciiiveeeaaaeeeeeans 76

5.5 AQE oo — e et et a et et ————— 77

4.5.6 Comments & QUESLIONS POIt.......cccccuueeeeieeieieeeiiieeeee et 80

5. CONCLUSIONS ..ottt s s s s 81
BIBLIOGRAPHY ...ttt rss st s s res e e se e ss s s asssasanasananns 86
4 o 2 1111 0. U 1
EGOVERNMENT BENCHMARK 2018 ....ccoiiiiiiiiiiiiiiiieiiiniirittien et srierce e 1
EGOVERNMENT BENCHMARK 2019 ....cciiiiiiiiiiiiiiiiieiiiiiitiienec it 1
EGOVERNMENT BENCHMARK 2020 ....coiviiiiiiiiiiiiiiiiiiic i 2
FINLAND . c.cttetitt ittt st e e e s s b e et e e e s st e rbaaeeseessesennnns 3

i Automated ONliNE PrOCESS..........cccveeveuveeeiiieesiieesieeesieeesieessieessiiee s 3

-jiv-



ii. Moving to another address, when already living abroad PDF Form .....7

SWEDEN et ttittite ittt ettt ettt e s b e e s b e e e s s bt e e s e b b e e e e a e et a e e e s s a e e e as 9
i. Moving within Sweden PDF Form (SKV 7845)........ccceeeveeevveeeiirvesinnanns 9
ii. Moving Abroad PDF FOrm (SKV 7665) ........eueeeeeeeeeeecieeeeecvieeeevenn 11
jii. Moving to another address, when already living abroad/remain a
VOLEE PDF FOIM (SKV 7842) .uueeeeeeeeeeeeeeeeeeieeeeeeetccivieeee e eetesiivvveeesseeeesssssanees 13
iv. Automated Online Process (Moving within Sweden) .......................... 15
ESTONIA ..ttt st e e e e s r e e e e e e s s e e e e e e e e eens 16
I3 Notice of ReSidence PDF FOIM ............oeeeeecueeeeeiiieeeeeciieeeescieeeeeaveann 16
GREECE . uetettte e e e e e e sttt et e e e s e st e e e e e e e e s e n b e et et e e e e e s e s sr e e e e e e e eeses s snneteeeeeessannnrenneeas 18
i Solemn Declaration for Change of Address PDF Form......................... 18
ii. Solemn Certificate Declaration for Alterations in Registry Data/Tax
Registration (M1) PDF FOIM ........cccccuueeeeeiieeeeesiieeeeeeieeeeeseeeeesaaaaaesissenaaeas 20
USABILITY & USER-EXPERIENCE QUESTIONNAIRE ..cccuuvrteeeairrreeennreeeesenreeesennnseeesnnneeessnnnees 22



1. Introduction

Nowadays, integrated cross-border public services in the European Union is a highly dis-
cussed topic, drawing a lot of attention. The accomplishment of integrated cross-border
public services requires a high level of interoperability at all layers between the Member
States (27). The European Union provides its citizens and businesses with four freedoms
in the context of the internal market; hence the citizens and businesses of the Union
have the right to free circulation of goods, capital, services, and people within the Euro-
pean Single Market area (26).

The endeavor to establish a connected Europe at the level of public services is
yet not completely achieved. Despite the plethora of European initiatives, cross-border
services are still not available in most situations. Furthermore, in the majority of cases
moving or exchanging goods, services, and/or capital between the Member States in-
volves electronic interaction with public administrations (27). However, some countries
are more digitally mature than others (5-7), adding another obstacle to the European
effort for interoperable national ICT systems.

The Digital Single Market Strategy (DSM) aims at improving the “access for con-
sumers and businesses to digital goods and services across Europe” (22), to establish an
environment with “right conditions and a level playing field for digital networks and in-
novative services to flourish” (22), and to maximize the “growth potential of the digital
economy” in the Union (22).

The definitions of the term “public service” are several. According to the Euro-
pean Parliament, public service is “an economic activity of general interest,...” (33). Pub-
lic services can be provided at a national level or/and across borders. The term inte-
grated cross-border public services can also be found as “European services”. These ser-
vices are delivered by public administrations to citizens, businesses, or other public ad-
ministrations across borders (27). As mentioned earlier, a prerequisite for effective
cross-border public services is interoperability between the EU Member States.

In most cases, the means to request a service from a country, while being located in
another country is to apply for the service electronically in order to avoid procedures

that demand physical presence at a governmental service location. Online public



services (or digital or electronic services) are defined as service provision to citizens and
businesses with the use of ICTs (47).

That makes eGovernment an inextricable part of cross-border service delivery.
eGovernment is the exploitation of ICTs for the development of upgraded public services
and for citizen and business participation in democratic government to further expand
(10). Furthermore, the performance of eGovernment within the Union is monitored and
assessed annually. These reports aim to detect the weaknesses and achievements in
eGovernment implementation by Europe’s +27 countries (7).

In general, interoperability is a term that can be found in many areas and con-
texts. It is defined as two or more connected systems or components that not only ex-
change information but also use this information (68). Interoperability is essential both
in the private and the public sector, while it is often a prerequisite in big or small organ-
izations for them to function properly (44,68). For example, interoperability is frequently
required in companies so that different departments of the same company or other
companies can communicate and exchange information with each other. On the public
sector side, interoperable public administrations both within a country and/or across
borders are often required for seamless public service delivery.

Moreover, interoperability is defined slightly differently depending on the con-
text in which the term is found. There are also various types of interoperability, as or-
ganizational, technical, semantic (27,68,77), conceptual (59,68), syntactic (68,77), etc.
For example, organizational interoperability is the capacity of two or more units to pro-
vide services to and accept them from other units and to use these services to assist
them to operate successfully together (77). However, the type that is the most signifi-
cant for this case study is semantic interoperability, as it is the potential of two or more
systems to translate exchanged information in order to generate useful outcomes (68).
This type is key in the cross-border exchange of evidence. The European Interoperability
Framework proposes the implementation of four layers of interoperability between EU
countries for effective cross-border public services. The four layers are organizational
technical, semantic, and legal interoperability (27).

Additionally, the regulatory framework on evidence exchange became more spe-
cific a few years ago with the adoption of the Single Digital Gateway Regulation, provid-

ing the EU members with guidelines and specifications on evidence exchange through



the once-only technical system (82). The Single Digital Gateway is a “single point of ac-
cess to information, procedures and assistance services online” (28) that is meant to of-
fer information about websites where users can request public services online and prob-
lem-solving services (28). Moreover, the Once-Only Principal allows citizens and busi-
nesses to submit various data to public administrations only once so as to receive mul-
tiple national or cross-border public services without the need of re-submitting data al-
ready provided once to a public authority (8).

Furthermore, the aim is that citizens and businesses will be authenticated
through their national electronic identification (elD) schemes when requesting a service.
More specifically, eIDs and Trust Services (electronic signatures, electronic seals, time
stamps, electronic delivery services, and website authentication) should be used as le-
gally equivalent means of authentication as the traditional ones (23). These digital au-
thentication solutions can be used both when requesting public services at a national
level and across borders. Moreover, the elDAS regulation provides a regulatory frame-
work for mutual recognition of the national IDs as authenticators by the Member States.
Thus, the need for manual validation is significantly reduced (80).

As mentioned previously, eGovernment performance in Europe is being moni-
tored yearly. The eGovernment Benchmark report in 2020 showed that the EU’s 27+
countries’ overall eGovernment performance scored 68% in comparison to 62% in 2018.
Furthermore, the performance is evaluated through four top-level benchmarks (user-
centricity, transparency, use of key enablers, cross-border mobility) in relation to eight
life events (business start-up, losing and finding a job, family life, studying, regular busi-
ness operations, moving, owning and driving a car, starting a small claims procedure).
All assessed indicators were improved during the last two years. In 2020 user-centricity
scored 87% in comparison to 82% in 2018. This benchmark consists of three sub-indica-
tors, online availability, usability, and mobile-friendliness. Transparency marked 66% in
2020 compared to 59% in 2018. The transparency benchmark consists of three sub-in-
dicators, as well, transparency in service delivery, transparency in public organizations,
and transparency in personal data. Use of key enablers scored 61% in 2020 and 54% two
years ago, the sub-indicators are cross-border online service availability, cross-border
usability, cross-border elD use, cross-border eDocuments. And last, cross-border mobil-

ity reached 56% in 2020 compared to 52% in 2018 with four sub-indicators, elD,



eDocuments, authentic sources, and digital post. Cross-border mobility is the lowest in-
dicator compared to the other four benchmarks (5,7).

The Benchmark Reports have shown that cross-border mobility has been having
the lowest performance in general. This indicator is significantly interesting as it shows
also that business mobility is easier than citizen mobility (5-7). For example, in 2019
business mobility across borders scored 63%, while citizen mobility only 48% (6). These
numbers indicate that cross-border public services are not fully developed yet (6). An-
other factor contributing to limited cross-border service delivery appears to be the dif-
ference between leading counties (e.g., Malta, Estonia, Austria) in eGovernment and
laggards (5—7). Some countries are more technologically developed than others and
their ICT solutions are better aligned with European requirements in the eGovernment
area. For example, some countries meet the Once-Only Principle requirements to a
grater extend than others (45).

Consequently, cross-border mobility and cross-border service delivery appear to
be constrained mainly due to legal (22) and technological incompatibilities between the
countries (45). The European initiatives on integrated service delivery in the Union have
not completely solved issues as the different pace in technological development be-
tween member states or lack of semantic interoperability.

The objectives of this case study are four. The first is to find out how eGovern-
ment is evolving in the EU and what is its current state while highlighting the weaknesses
and achievements. This research question is entirely answered in the literature review
in “Chapter 2” in the sections named “European eGovernment Initiatives” and “eGov-
ernment Status in EU.

The second objective is to discover how common data models or common
metadata for evidence exchange between public administrations, in the context of elec-
tronic cross-border public services, could assist interoperability between EU member
states. This research question is answered partially from the literature review in “Chap-
ter 2”, in the parts named “Interoperability in Cross-Border Public Services” and “Com-
mon Data Models & Common Metadata in Evidence Exchanged Across Borders & In-
teroperability”, and partially in “Chapter 4” through the collected data and proposed

data model for semantic interoperability.



The third objective is to answer how automated evidence exchange between the
EU Member States could reduce manual validation for European citizens and facilitate
their access to cross-border public services, answering the question in “Chapter 4”
through the collected data and proposed data model for semantic interoperability.

And last, the fourth objective is to contribute to the improvement of semantic
interoperability between the Member States with the formation of the proposed data
model mentioned previously. The model uses as an assistive semantic interoperability
solution for digital cross-border public service delivery in the Union, that focuses on the
process of changing address while moving within the EU. Furthermore, the model is con-
structed following four steps of analysis (selection of the type of evidence for examina-
tion, identification of competent authorities, the definition of attributes in each selected
piece of evidence, proposal of a data model) and is afterwards presented to a group of
people in order to find out the user-experience and usability of the proposed data
model, through a usability questionnaire.

The rationale behind the topic selected for analysis and the construction of a
proposed data model, concerning the registration process for change of address, was
the fact that semantic interoperability between EU members is still limited, thus citizens
and businesses are in most cases not provided with the option to request an online ser-
vice across borders, while this implicitly results in citizen cross-border mobility to be
relatively low (5).

Following, “Chapter 2” contains the literature review, while “Chapter 3” de-
scribes the contribution of this case study and the methodological approach followed.
Next, “Chapter 4” consists of the analysis and findings (proposed data model and results
of a user acceptance questionnaire). Lastly, “Chapter 5” contains the conclusions, as well
as the limitations, met in this case study. Additionally, at the end of the case study, the

references indicating the used bibliography are presented, as well as an appendix.






2. Literature Review

The concept of integrated cross-border public services is related to several other con-
cepts as the Digital Single Market, interoperability, eGovernment, Single Digital Gate-
way, Once-Only Principle, and electronic identification, because digital interaction is a
prerequisite in most cases for cross-border public service delivery. Thus, it is important

to define and discuss these topics.

2.1 European Digital Single Market
The European Single Market is a successful undertaking that started many decades ago

in the European Union and is still in progress, as the member states and the European
bodies continue to improve the environment of the Single Market. The digitization of

the Single Market is one of the biggest efforts for modernization and improvement.

2.1.1 European Single Market Definitions

According to the European Commission, “the single market refers to the EU as one ter-
ritory without any internal borders or other regulatory obstacles to the free movement
of goods and services. A functioning single market stimulates competition and trade, im-
proves efficiency, raises quality, and helps cut prices. The European single market is one
of the EU’s greatest achievements. It has fueled economic growth and made the every-
day life of European businesses and consumers easier” (26) and “in the EU’s single mar-
ket (sometimes called the internal market) people, goods, services, and money can move
around freely. Mutual recognition guarantees that any product lawfully sold in one EU
country can be sold in all others. EU citizens can study, live, shop, work and retire in any
EU country - and enjoy products from all over Europe” (29).

In EU’s internal market citizens and businesses are provided with four freedoms.
EU citizens and businesses have the right to move freely between member states and to
circulate goods, services, and capital. These freedoms are guaranteed through treaties
and common policies. The movement within the Union often result the need to interact

electronically with European countries’ public administrations (27).



2.1.2 European Single Digital Market Definitions

According to the European Commission, “a Digital Single Market (DSM) is one in which
the free movement of persons, services and capital is ensured and where the individuals
and businesses can seamlessly access and engage in online activities under conditions of
fair competition, and a high level of consumer and personal data protection, irrespective
of their nationality or place of residence” (22).

The Digital Single Market Strategy (DSM) that was adopted by the European
Commission in 2015 is based on three pillars. The first pillar is “Access” which signifies
“better access for consumers and businesses to digital goods and services across Europe”
(22). The second pillar is “Environment” which means the establishment of “right condi-
tions and a level playing field for digital networks and innovative services to flourish”
(22). Last, the third pillar is “Economy & Society” which suggests maximization of

“growth potential of the digital economy” (22).

2.2 Public Services

The term “service” is vague and can be found in several different circumstances; hence
its definition is often reflecting the context in which the term is referred. For example,
the European Commission defines service strictly in the context of its official documents,
suggesting that the definition used might not be suitable for other disciplinary areas

(55).

2.2.1 Public Services Definitions

According to the European Parliament, “public service is an economic activity of general
interest defined, created and controlled by the public authorities and subject, to varying
degrees, to a special legal regime, irrespective of whether it is actually carried out by a
public or private body” (33).

Also, according to the EIF a “European public service comprises any public sector
service exposed to a cross-border dimension and supplied by public administrations, ei-
ther to one another or to businesses and citizens in the Union” (27).

In this case study the term “public services” will be used in the context given by

the new EIF report (27).



2.2.2 Electronic (Online/Digital) Services Definition
Electronic or digital or online service (eService) is defined as the service provided to cit-
izens and businesses with the use of ICT (47,55). The word eService applies on many

fields; however, it is usually found in the fields of eBusiness and eGovernment (47).

2.2.3 Electronic (Online/Digital) Public Services Definition
An electronic or digital or online public service can be defined as a single electronic in-
teraction between a public administration and a user or as a series of electronic interac-

tions combined with physical service delivery as well (55).

2.3 Interoperability
The term interoperability can be found in many disciplinary areas and is often defined

differently according to the context.

2.3.1 Interoperability Definitions
Interoperability means that two or more connected systems or components are in a po-
sition not only to exchange information but also to use this information (68).

“For the purpose of the EIF, interoperability is the ability of organisations to in-
teract towards mutually beneficial goals, involving the sharing of information and
knowledge between these organisations, through the business processes they support,
by means of the exchange of data between their ICT systems” (27).

For this case study, the term interoperability is used as in the definition given by

the EIF (27).

2.3.2 Interoperability Types

There is a significant number of interoperability categorizations in the literature and
some of the most common types (or levels (77) or layers (68)) are mentioned and de-
fined below:

Technical interoperability (27,68,77) is related to infrastructure and software.
More specifically, this type of interoperability refers to a situation in which hardware
and software components, networks, and equipment acquired by different organiza-
tions are interconnected, allowing machine-to-machine communication unambiguously

(68,77).



Syntactic interoperability (68,77) is associated with data formats and in particu-
lar with data representation in machine-readable forms. This type accomplishes identi-
fication of elements and rules (68), aiming at “structuring the elements, mapping, bridg-
ing, and navigating among equivalent elements” (77).

Organizational interoperability (27,77) refers to the capacity of two or more units
to provide services to and accept them from other units and to use these services to
assist them to operate successfully together. Additionally, organizational interoperabil-
ity relies on the effective implementation of the other three types of interoperability
(technical, syntactical, and semantic interoperability) (77).

Pragmatic interoperability means that a message sent by a system produces the
effect expected by that system. According to Spalazzese et al. (2020), the idea is that
“the collaborating system understands the message’s intended effect”. Understanding
of methods and procedures used by the other systems as well as the use of data and the
context of its application in the other systems is a prerequisite for it to work. Moreover,
pragmatic interoperability can only be accomplished with the combination of syntactic
and semantic interoperability (68).

Dynamic interoperability means that systems are able to understand the state
alterations that take place in other systems’ assumptions and constraints (68).

Conceptual interoperability, according to Spalazzese et al. (2020), is the align-
ment of “the conceptual models and then the assumptions and constraints of the mean-
ingful abstractions of the reality”. This entails entirely specified implementation-inde-
pendent conceptual models that can be interpreted and assessed by a program or by
software engineers (68).

Legal interoperability is related to the ability of organizations to become interop-
erable, despite functioning based on different legal frameworks, policies and strategies
(27).

Semantic interoperability (27,68,77) is a type where the information must be rel-
evant in order to be exchanged or shared (77). Semantic interoperability assures that
two or more systems can translate exchanged information to generate valuable out-
comes (68) and that, according to Valle et al. (2019), “the precise meaning of exchanged
information is understandable by any other application that was not initially developed

for this purpose” and supports “high level, context-sensitive information request over
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heterogeneous information resources, hiding system, syntax, and structural heterogene-
ity” (77). The means to accomplish this type of interoperability is the existence of a com-
mon information exchange reference model between the two participating sides (77)
and interaction protocols at the application layer (68).

However, some of these types of interoperability (technical, semantic, organiza-
tional) are met in other studies as well. For instance, the European Interoperability
Framework (EIF) proposes to apply interoperability solutions in four layers, legal, organ-
izational, semantic, and technical, along with a cross-cutting component of the four lay-
ers, “integrated public service governance” and a background layer referred to as “in-

teroperability governance” (27).

2.3.3 Interoperability in Cross-Border Public Services

Nowadays, the European Union focuses on establishing a foundation to facilitate and
promote the function of integrated cross-border public services as a part of the under-
taking of the Digital Single Market (DSM) (12). The European Commission suggests that
any business should have the opportunity to expand across borders online and become
pan-European within a month (24). Moreover, Europe can become more competitive
through interoperability and standardization (22).

National eGovernment solutions modeled in different European countries
should be able to communicate with other countries' digital solutions instead of devel-
oping inisolation (24) . Interoperability is a key concept in accomplishing a proper oper-
ation of public services between countries within the EU (27). In the context of the digital
economy, interoperability is translated into the effective connection between digital
components (devices, networks, data repositories), along the supply chain, or between
industry and service areas. It also means improved connections at the cross-border level,
at the community level, and between public services and authorities (22).

As mentioned above interoperability might have many categories and levels (77).
One of the most considerable pan-European efforts to establish a common ground for
all member states is the new European Interoperability Framework (EIF) that was pub-
lished in 2017 (27). However, during the past 25 years, the Union made a series of efforts
to boost interoperability across borders within the EU. More recent common interoper-

ability frameworks were launched in 2004 (IDABC) and 2010 (EIF v1) (10). The new EIF is
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generic and addresses all member states. It is constructed to help EU countries to cor-
respond to specific organizational, legal, semantic, technical, and governance require-
ments that are common for all member states to enhance interoperability between
them. The EIF is based on twelve fundamental principles that were grouped in four cat-
egories (“Principle Setting the Context for EU Actions on Interoperability” category that
includes the “Principle 1”, “Core Interoperability Principles” category that includes “Prin-
ciples 2-5”, “Principles Related to Generic User Needs and Expectations” category that
includes “Principles 6-9”, “Foundation Principles for Cooperation Among Public Admin-
istrations” category that includes “Principles 10-12") (27) and include 47 recommenda-
tions to be implemented by member states. The twelve principles are i) subsidiarity and
proportionality, ii) openness, iii) transparency, iv) reusability, v) technological neutrality
and data portability, vi) user-centricity, vii) inclusion and accessibility, viii) security and
privacy, ix) multilingualism, x) administrative simplification, xi) preservation of infor-
mation, and xii) assessment of effectiveness and efficiency. Moreover, it presents a com-
mon underlying of interoperability components to European National Interoperability
Frameworks (NIF) and Domain Interoperability Frameworks (DIF), while assisting the
countries in two directions. The first is a bottom-up approach, in which the NIF aligned
with the EIF is used for the employment of public services at all levels of national admin-
istrations, establishing an interoperability ground for cross-border public services as
well. The second is a top-down approach, in which the EIF is considered in EU legislation
and policy domains, either through ad hoc references or in a structured fashion using
DIFs. Hence, it leads to a follow-up logic through which the countries could possibly in-
vert the European-level interoperability actions to enhance interoperability within the
country (27). Furthermore, the interoperability areas are three. The first area concerns
administration to administration interactions (A2A), e.g., exchanges between a member
state and another member state or a member state and a European administration. The
second area concerns administration to business interactions (A2B), e.g., exchanges be-
tween European or national public administration and businesses. And last, the third
area concerns administration to citizens interactions (A2C), e.g., exchanges between na-
tional or European administrations and citizens (27).

Additionally, the EIF proposes an interoperability model that applies to all types

of digital public services. It can be perceived as an important part of the interoperability-
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by-design paradigm. The model consists of four layers of interoperability: i) legal, ii) or-
ganizational, iii) semantic and iv) technical. Also, there is a cross-cutting component of
the four layers called integrated public service governance and last is a background layer

referred to as interoperability governance (27) (Diagram 1.1).

Diagram 1.1
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Source: European Interoperability Framework (27)

Except for the New EIF, there is also a revised version of the European Interop-
erability Strategy (EIS) that was launched in 2016, as a revised version of the EIS of 2010.
The New EIS provides organizational, financial, and operational directions for the imple-
mentation of the EIF recommendations to the member states. It also defines a group of
focal points and an Action Plan for EU countries and European Institutions for the years
2016-2020, while emphasizing organizational interoperability, because of its current po-
tential for further development (24). In addition to the new EIF and EIS, there are also
the European Interoperability Reference Architecture (EIRA) and the European Interop-
erability Cartography (EIC). The EIRA is an “architecture content metamodel defining the
most salient architectural building blocks (ABBs)” (32) necessary to construct e-Govern-
ment systems with interoperability. It also offers a “common terminology” that can be
applied in public administration transactions in several architectures and system devel-
opment activities. The ArchiMate language is used as a modeling notation by EIRA while
its architectural style is service orientation (32). Last, the European Interoperability Car-
tography (EIC) serves as a fount of interoperability solutions for public administrations

in Europe offered by European Institutions and EU members. The interoperability
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solutions are provided in a “common format” and in compliance with “specific re-usabil-
ity and interoperability criteria” that corresponds to the EIRA (34).

All these initiatives are supported by the ISA?2 Programme (Interoperability Solu-
tions for Public Administrations, Businesses, and Citizens), which is in force since the 1%
January 2016 and ends at the end of 2020. ISA? works as an enabler for the development
of digital solutions for the Union in order for European public administrations, busi-
nesses and citizens to be offered “interoperable cross-border and cross-sector public ser-

vices” (11).

2.3.4 Common Data Models & Common Metadata in Evidence Exchanged Across Bor-
ders & Interoperability

The key to the seamless provision of digital cross-border public services is semantic in-
teroperability. Efficient exchange of evidence between different countries’ public au-
thorities requires the use of common semantic standards and the existence of transpar-
ent and precise metadata policies (27). Another prerequisite for seamless exchange of
evidence across borders is to focus and capitalize on existing semantic interoperability
solutions (1,27). Common definitions are essential in order to avoid discrepancies in
electronic systems, while standard vocabulary and defined relationships are required to
improve interoperability between systems (55).

In Europe, the SEMIC action (Semantic Interoperability Community) provides the
Union with free of charge solutions on semantic interoperability, making data exchange
easier for European member states in the context of digital cross-border public services.
According to SEMIC, interoperability between countries’ systems will be improved
through assisting alignments and agreements on common vocabulary and semantic re-
qguirements between European countries or countries and European institutions. Fur-
thermore, interoperability can be boosted through shedding light on existing data stand-
ards and ISA? specifications (e.g., Core Vocabularies, ADMS, and DCAT-AP), while detect-
ing where new common data models are required (1).

The Deloitte report on data mapping, published recently, suggests that semantic
interoperability for the SDG technical system could be structured around two comple-
mentary tracks. The first track is “Exchange of evidence-based on an EU common data

model” and the second track is a “Fall back option with basic structured markup”. In
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other words, “Track 1” allows common types of electronic evidence to be exchanged
between countries in a structured, semi-structured, and unstructured format while ap-
plying a common data model established by EU countries, and “Track 2” that is a fallback
option would enable any other type of evidence, in any format that comprises a basic
structured mark-up with more general metadata, to be exchanged with the purpose of
being in compliance with the SDG Regulation. Simultaneous use of these two tracks

whenever needed, is considered to be optimal (56).

All in all, common data models and common metadata in evidence exchanged
across borders are inextricable components for efficient semantic interoperability be-
tween countries. Differences in interpretation of data lead in non-effective interconnec-
tion between national ICT systems. All European initiatives towards the accomplishment
of an interoperable EU are indicating the need for mutually recognized and imple-

mented frameworks on semantic solutions by the countries (27) .

2.4 Interoperability Issues

Interoperability issues can arise due to many reasons. The lack of interoperability is
mainly caused by incompatibilities between organizations’ ICT systems and/or organiza-
tional silos. Interoperability between countries is often hindered by legal barriers, cre-

ating “national silos”.

2.4.1 National Silos Definition
In Jean Claude Juncker’s “Agenda for Jobs, Growth, Fairness and Democratic Change” in
2014, he mentioned the term “national silos”, saying that it was time to “break down
national silos in telecoms regulation, in copyright and data protection legislation, in the
management of radio waves and in the application of competition law” (43).
This statement aimed to stress the fact that national silos hinder the accomplishment of
the European Digital Single Market. National silos obstruct the operation of a digital
market that does not have barriers towards European citizens and businesses. Further-
more, this statement highlighted the fact that they lead to loss of prospective profits
and additional growth in Europe (22).

As there is no specific definition for national silos, it is helpful to define the terms

”n o"

“information silos”, “silo mentality”, and “organizational silos” in order to be able to
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analyze further the meaning of the term “national silos” and the issues deriving from
their existence.

Silo mentality, according to the Business Dictionary, is “a mind-set present in
some companies when certain departments or sectors do not wish to share information
with others in the same company. This type of mentality will reduce the efficiency of the
overall operation, reduce morale, and may contribute to the demise of a productive com-
pany culture” (83).

Information silos in organizations are frequently the result of a silo mentality.
Silos arise either when heads of departments are not willing to share departmental data
and information or when they are willing to share data and information but prefer to
avoid it due to concern of potential damage to data and information of privacy and se-
curity issues (50).

Another reason related to the arise of silos in an organization is the lack of in-
teroperability among departments in the same organization. According to the Business
Dictionary, information silo is “any information management system that is unable to
communicate with other information management systems, even if otherwise related or
within the same organization. This can be by design or by choice for a variety of reasons,
though nowadays generally frowned upon because of the lack of accessibility and im-
plied limitations to productivity” (84).

And last, “organizational silos” describe the absence of intention or motivation

for coordination (even communication) between entities within an organization (60).

2.4.2 Issues Deriving from National Silos & Incompatibility

The term “national silos” is describing the barriers set by the countries towards the un-
dertaking of the Digital Single Market. It refers to the walls arisen at a national level
mainly through regulation and legislation (22).

Some of the main issues deriving from the existence of national silos are the dif-
ferences between the online and offline market. These differences, mostly related to
legislation, create obstacles in cross-border online activity, impeding European consum-
ers and businesses from easier and more inclusive access to online goods and services
within the Union. Also, the lack of appropriate infrastructures, content services, and reg-

ulatory conditions for innovation, investment, fair competition, and a level playing field
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caused by national regulative burdens, deprive consumers and businesses of enhanced
digital networks and services (22). Furthermore, current legal frameworks of the mem-
ber states have to allow administrations to consume and share data and also permit
share and reuse of existing data for cross-border public services (45).

Incompatibility between two connected systems can appear in many forms. Ac-
cording to the FEI, incompatibility between two connected systems can arise also due
to conceptual, technical, or organizational barriers. Conceptual barriers describe prob-
lems arising at the high level of abstraction models (e.g., company models). Technolog-
ical barriers refer to inadequacy in using different computing techniques to share or ex-
change data between systems due to the absence of compatible standards. And last, the
organizational barriers refer to incompatibilities in structures of organizations, corpo-
rate rules, and management techniques applied in interoperating companies (organiza-
tions in this case), as well as in legislation incompatibilities (61).

Incompatibility between countries’ ICT systems or between European and na-
tional level systems, usually due to heterogeneousness, could be considered as another
obstacle towards the success of the DSM. For example, a local system might not be con-
gruent with OOP requirements (45). Additionally, member states might have dissimilar
methods of managing specific types of data or difficulty in developing common tools for
retrieving data from different data sources (45). Also, disregard of European and na-
tional technological standards can result in a lack of interoperability, as the existence of
European standards does not ensure that they will be integrated into technological so-
lutions at a national level (22). Moreover, differences in European and national cata-
logues with ICT-standards and interoperability specifications can result in market frag-

mentation at the EU level (22).

2.5 eGovernment

Electronic Government (eGovernment) is a significant part of cross-border public ser-
vices, because, in most cases, the only option for requesting a service from another

member state is to make it electronically, through digital service delivery channels.
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2.5.1 eGovernment Definitions

E-Government is the use of Information Communication Technology (ICT) for the pur-
pose of providing electronically public services and information to citizens and busi-
nesses (52,53). Furthermore, eGovernment can be defined as the interaction between
citizens or businesses and public administrations in the context of e-services (49).

eGovernment and digital government refer to the application of ICTs for the de-
velopment of enhanced public services and for the expansion of the participation of cit-
izen and businesses in democratic government (10).

The term eGovernment is used in European policymaking (10), thus this term is

selected to be used in this case study as well.

2.5.2 eGovernment Advantages & Disadvantages

The implementation of eGovernment comes with a number of advantages and disad-
vantages. One of the most significant advantages of eGovernment is the cost savings, as
digital administrative processes manage data faster and better (10,22,36). Thus, elec-
tronic public service delivery leads to reduced costs or even the development of differ-
ent types of services without any additional costs. Additionally, the “digital by default”
strategy also contributes to cost reduction, as digital services are carefully designed to
appeal to users, in order for them to select digital channels rather than non-electronic
options, e.g., service locations or paper-based transactions in general. Another im-
portant advantage is the reduction in administrative burdens. Cost-wisely, the dimin-
ished administrative burden is not only counted financially. It is also counted in less
time-consuming processes for citizens and businesses as they are disencumbered from
time-costly information and registration constraints established by government regula-
tion. Digital services are more convenient for the majority of citizens and businesses and
less costly financially. They require also less effort because data that has already been
submitted to a public administration can be reused (10). The Once-Only Principle allows
citizens and businesses to provide data only once to a national authority so that this data
-that is already registered- can be reused in the future (8,36,82). Hence, automated pro-
cesses relieve citizens from doing all the work on their own. Another complementary
tool for the OOP is the “whole-of-government” approach, through which various public

agencies work beyond their portfolio in order to generate an integrated plan for
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program management and service provision. An additional advantage of eGovernment,
worth mentioning, is related to transparency in data and services. Transparency im-
proves citizens’ willingness to participate in policy development while eliminating cor-
ruption because of the limited need for intermediaries. Lastly, the digitization of public
services contributes also to the minimization of the carbon footprint caused by govern-
ment, e.g., reduced need for physical presence through travel and paper-based pro-
cesses (10).

In contrast to the advantages mentioned above, eGovernment introduces some,
either tangible or potential, issues. A disadvantage might be related to the inclusiveness
and accessibility. Digital by default services could possibly exclude a part of the society
due to lack of access to the internet, e.g., physical handicaps, age, limited digital literacy,
etc., resulting “digital divide” (10). However, preserving other service channels that re-
quire physical presence, services by telephone and/or paper-based transactions to avoid
social exclusion, affect the cost-saving side of digitized services. Another issue might be
the necessity to invest time and capital in developing “digital skills” (10) through training
citizens and public officials in order for them to be able to receive and provide e-services.
Furthermore, besides the benefits from the OOP, privacy concerns could emerge be-
cause of the collection and share of already registered data for service personalization
towards citizens. Other fears concerning data storing are related to malicious activities
by third parties, e.g., stolen data. Also, the process of storing data might evoke a loss of
trust by the citizens concerning the management and security of their personal infor-
mation by the government and discourage them from choosing e-services (7,36). More-
over, the protection and privacy of the stored data are costly for governments. Next, the
introduction of digital services could cause political issues as unsuccessful leadership,
lack of funds for the generation of new services, organizational barriers, political unwill-
ingness, or/and obstacles in the jurisdictional, administrative, or geographic coordina-

tion (10).

2.5.3 European eGovernment Initiatives
Furthermore, in the context of the DSM Strategy, the European Commission has
launched the “EU eGovernment Action Plan 2016-2020” in 2016. The Action Plan is a

political instrument that supports the digitization of European public services. The
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objective is to eliminate remaining digital barriers towards the Digital Single Market and
avoid the rise of new ones in the process of modernizing public administrations across
Europe. This Action Plan is meant to be used as an instrument that establishes several
principles on which the member states’ future initiatives should be based. However, it
does not hinder the countries from carrying out their own strategies and activities. The
Action Plan also encourages collaborative cross-border efforts, aiming to deliver major
benefits to businesses, citizens, and public administrations through eGovernment (25).

The vision behind the Action Plan is the facilitation of free movement of
businesses and citizens and the improvement of public administrations both at the
national and cross-border level through the opening of data and services between them.
Another point of interest that leads the effort for modernization of public
administrations is citizen-centricity as the digitization of everyday life is resulting in
European citizens to have higher expectations of public services and transparency in
administrative procedures (22). Moreover, the contribution of stakeholders in decision-
making will enhance public administrations’ trustworthiness and accountability.
Additionally, open data and services, fully complying with the legal framework for the
protection of personal data and privacy, can be contributors to growth and
competitiveness in the EU (25).

The new eGovernment Action Plan is built upon seven underlying principles. The
first principle is “Digital by Default”, which means that public administrations must be
able to seamlessly provide e-services, along with other already existing channels of
service provision (“public services should be delivered through a single contact point or
a one-stop-shop and via different channels”, European Commission (2016)). The second
is the “Once Only Principle”, which suggests that European citizens and businesses
should be able to supply personal data only once to a public administration and then the
same data could be reused internally or between administrations for various
procedures, yet in compliance with data protection rules (35,81). The third is the
“Inclusiveness and Accessibility” principle, which notes that digital public services should
be designed to be inclusive from the beginning and in respect to the different needs of
users. The fourth principle is “Openness & Transparency”, suggesting that data should
be shared between public administrations and that citizens and businesses should be

able to access, control, and correct their own data or follow step by step administrative
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processes that concern them. The fifth principle is “Cross-Border by Default”, indicating
that cross-border public services should be available from the beginning, to enable
mobility within the EU. The sixth is the “Interoperability by default” principle, noting that
public services should work in an interconnected fashion across the Union, bypassing
organizational silos through the free movement of data and e-services. The last principle
is “Trustworthiness & Security”, meaning that all initiatives introduced should always
comply with the legal framework on personal data protection and privacy, in order to
improve trust in digital services (25).

Complementary to the EU eGovernment Action Plan 2016-2020, the ministers
responsible for eGovernment policy and coordination from 32 countries of the EU and
the European Free Trade Area (EFTA) signed the Tallinn Declaration on eGovernment in
2017 with a commitment to the EU eGovernment Action Plan 2016-2020 and the EIF.
The vision behind the Tallinn Declaration was the accomplishment of a Union that is
“open, efficient and inclusive, providing borderless, interoperable, personalized, user-
friendly, end-to-end digital public services to all citizens and businesses — at all levels of
public administration”, Council of the EU (2017) (9). A five-year scheme (2018-2022) was
undertaken in order to realize this vision and the EU eGovernment Action Plan
principles. The improvement of the modernization process of public administrations was
based on five categories of objectives. The first category is based on the principles of
digital-by-default, inclusiveness, and accessibility and includes three objectives: i)
guarantee that European citizens and businesses indeed use digital means to interact
with public administrations whenever they want, provided that it is possible and
appropriate from a cost-effective and user-centered point of view, ii) certify that there
is a consistency in the quality of user experience in digital public services and iii) improve
the readiness of European citizens and businesses to receive digital public services. The
second category consists of one objective and underlies on the once-only principle. The
goal is the implementation of the OOP for key public services, at least as an option for
European citizens and businesses. The third category is based on the principle of
trustworthiness and security and includes two objectives: i) ensure that information
security and privacy requirements are considered in the design process of public services
and public administration ICT solutions, with a risk-based tactic and state-of-the-art

technologies, and ii) expand the uptake of national elD schemes, as well as making them
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more user friendly and more suitable for mobile platforms without compromising
security. The next category is based on the principle of openness and transparency and
consists of one objective: forward the possibility for better management of personal
data, controlled by public administrations, for citizens and businesses, as a minimum in
base registries and/or similar databases wherever possible. The last category is built on
the interoperability by default principle and consists of a single objective as well:
improve national interoperability frameworks established on the EIF in respect to

national standards while following EIF principles for cross-border digital public services

(9).

2.5.4 eGovernment Status in the EU

The aforementioned pan-European initiatives are measured yearly in order to obtain
insights into the maturity level of online public services concerning user-centricity,
transparency, and use of key enablers, as well as in cross-border mobility and service
delivery performance, which identifies as a genuinely European metric. These reports
are called eGovernment Benchmarks and are monitoring instruments of the European
Commission (5—7). They measure and collect data concerning the use of information and
communications technologies (ICT) in the public sector from Europe’s 27+ countries (7),
28+ before the United Kingdom exited the Union (5,6).

The eGovernment Benchmarks evaluate European public services and indicate
the priority areas of the EU eGovernment Action Plan 2016-2020 and provide insights
into the current status of the principles presented in the Tallinn declaration of
eGovernment in 2017 (9). The priority areas are separately measured by one or more
indicators, included in the top-level benchmarks (user-centricity, transparency
government, cross-border mobility, key enablers). The reports assess eight different life
events, by capturing citizens’ and entrepreneurs’ journeys through relevant online
public services related to events in their lives.

In eGovernment Benchmark 2018 half of the eight life events included in the
report were measured in 2016 (business start-up, losing and finding a job, family life,
studying) and the rest in 2017 (regular business operations, moving, owning and driving
a car, starting a small claims procedure). Overall, the 2018 report shows that eleven

countries delivered high-quality digital services across four top-level benchmarks, across
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all life events. The five countries that were first in the ranking were Malta, Estonia,
Austria, Latvia, and Denmark. These EU members successfully made public services
broadly available online in a mobile-friendly approach with strong user-centricity. The
government transparency level in service delivery, organizational operations, and
personal data processing were high as well. They have also provided citizens and
businesses with smart key enabling technologies, e,g, elDs, and digital post solutions (5).

On the other hand, eight countries appeared to be fairly behind in eGovernment
solutions (see in Appendix, eGovernment Benchmark 2018). The majority of these
countries seemed to be struggling with the implementation of key enablers in
eGovernment services. Thus, their e-service provision was significantly limited.

In this report the four top-level benchmarks for the 28+ countries, with biennial
2016-2017 average, reached 82% in user-centricity (sub-indicators: online availability
83%, usability 88%, mobile friendliness 62%). Next, transparency marked 59% (sub-
indicators: transparency in service delivery 52%, transparency in public organisations
71%, personal data 54%). Cross-border mobility marked 52% (sub-indicators: cross-
border online service availability 64%, cross-border usability 68%, cross-border elD use
10%, cross-border eDocuments 20%), while businesses elD use cross-borders marked
18% and citizens elD use abroad marked only 6%. And last, key enablers scored 54%
(sub-indicators: elD 51%, eDocuments 63%, authentic sources 53%, digital post 51%) (5).

The next eGovernment Benchmark published in 2019, shows a significant
improvement in eGovernment performance indicators (6). The life-events examined are
the same as in the previous report. Half of them were examined in 2017 and the other
half in 2018 (6). The overall eGovernment performance for Europe’s 28+ countries
reached 65% on average (user-centricity, transparency, cross border mobility, key
enablers) (6), being higher by 3% than the score presented in eGovernment Benchmark
2018 that reached 62% (5). To be more specific, user-centricity marked 85% (sub-
indicators: online availability 85%, usability 90%, mobile-friendliness 68%), transparency
marked 62% (sub-indicators: transparency in service delivery 55%, transparency in pub-
lic organizations 72%, transparency in personal data 60%). Next, cross-border mobility
scored 53%, however, there is still a significant difference between citizen and business
mobility. Cross-border citizen mobility marked 48% (sub-indicators: online service avail-

ability across borders 59%, usability cross borders 64%, elD use cross borders 6%,
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eDocuments use cross borders 16%), while business mobility marked 63% (sub-
indicators: online availability across borders 72%, usability across borders 77%, elD use
across borders 27%, eDocuments use across borders 45%). And last, the key enablers
indicator marked 58% (sub-indicators: elD 54%, eDocuments 65%, authentic sources
55%, digital post 63%). Also, in this report, Malta, Estonia, and Austria appear to be the
leading countries in eGovernment, with high scores in all four top-level benchmarks,
with Lithuania, Latvia, and Finland following right behind (6). In the opposite direction,
countries in the south-east of Europe appear to be below the EU average (6) (see in
Appendix, eGovernment Benchmark 2019). The fact that cross-border mobility appears
to be the lowest among the four top-level indicators (53%), implies that European citi-
zens cannot use eGovernment services in another country. All data are biennial and col-
lected during the years 2017-2018 (6).

In the most recent eGovernment Benchmark, published in 2020, the results were
significantly improved. The EU27+ (36 countries) overall performance scored 68% (7),
which is 3% higher than the one in eGovernment Benchmark 2019 that reached 65% 6
and 6% higher than the percentage in eGovernment Benchmark 2018 that reached 62%
(5). As can be seen, eGovernment has been increasingly improved in Europe within two
years, indicating that European countries are perpetually working on the implementa-
tion of eGovernment solutions. All top-level indicators were increased with user-cen-
tricity scoring 87% (sub-indicators: online availability 78%, possibility to find services via
portal websites 95% and online information on services nearly 98% - usability sub-
indicator -, mobile-friendliness 76%,). Next, transparency marked 66% (sub-indicators:
transparency in service delivery 64%, transparency in public organizations 98%, infor-
mation on the time needed to complete online forms and obtain a service 46%, possi-
bility to see whether your data has been used 64%, when your data has been used 42%,
by whom data has been used 17% - transparency in personal data sub-indicator -). Fur-
thermore, cross-border mobility reached 56%, (sub-indicators: for citizens, online ser-
vice availability across borders reaches 62%, while for businesses it reaches 76% and
national elD solution can be used by citizens in 9% of cases, while businesses in 36% of
cases). And last, key enablers marked 61% (sub-indicators: elD 57%, eDocuments 68%,

digital post 67%, online forms with pre-filled data 54%) (7).
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Allin all, there is a clear improvement in eGovernment across Europe, taking into
consideration the increase in the overall eGovernment performance of Europe’s 27+
countries. However, cross-border mobility has the lowest score in all reports (52% in
2018, 53% in 2019, and 56% in 2020). Despite the progress and the 4% increase in the
last two years, cross-border mobility continues to be a challenge (7). Furthermore, as
mentioned in all eGovernment Benchmarks there is a persisting difference in citizen and
business cross-border mobility, indicating that cross-border mobility is easier for busi-
nesses than for citizens (5-7). Another interesting fact is that laggards (countries falling
behind in eGovernment solutions) managed to reduce the gap between them and the
frontrunner countries during the last years (7). Additionally, in 2018 the difference be-
tween online availability at the national and local level was 20%, a chasm that has been
improved as the difference currently reaches 12% (5).

Conversely, other indicators remain at a low level, showing substantial gaps in
their performance. The indicators referred to are the ones showing the availability of
eGovernment solutions for citizens and businesses. Online services availability for citi-
zens stands at 65%, while for businesses at 76%. The availability for citizens has in-
creased 5% in two years (60% in 2018) (5), while the availability for businesses 6%, leav-
ing the gap at a high level (70% in 2018) (5). Other indicators, showing the gap are re-
lated to the transparency top-level benchmark which indicates that businesses receive
70% transparency of service delivery, while citizens receive only 54%. In addition, busi-
nesses can upload or obtain eDocuments through 82% of the services, while citizens
through 64%. Moreover, businesses are provided with 70% pre-filled online application
forms. Contrarily, citizens are offered only 53% of the application forms containing pre-
populated data (7).

Another category of indicators being low is related to foreign and domestic
online service availability. Despite that there is an increase in foreign online availability,
the score is still low (cross-border online availability indicator marks 69%, while domes-
tic online availability marks 87%). The gap between these two indicators decreased only
by 2% within two years (20% gap in 2018 vs. 18% gap in 2020) (5,7). The explanation for
this situation is that in most cases foreign elDs are not being accepted in e-services that
require authentication. Users can use their own national elD solution in 9% of cross-

border online services because most services require and accept solely domestic elDs
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(7). However, the score is slightly improved compared to 2018 when the possibility to
use foreign elDs reached 6% (5). Furthermore, documentation problems hinder the ac-
cessibility to e-services across borders, since foreign citizens are not made available the
option to upload or retrieve documents in 67% of cases (80% in 2018) (5,7). Also, lan-
guage issues are met in almost half of cases, since 43% of online procedures are available
only in the language of the country that provides the service. The number is slightly im-
proved considering that language problems existed in 50% of online processes in 2018.
Lastly, another problematic spot is that 18% of services cannot be completed without
the physical presence (22% in 2018), which is a practical barrier due to the fact citizens
that who are abroad cannot visit a governmental service location (5,7).

Another issue that challenges the Union is cybersecurity, as the assessment of a
number of URLs showed that 20% of them meet 7 out of 14 basic security criteria eval-
uated. This might cause trust issues to citizens and businesses in Europe. Thus, cyberse-

curity must be improved in order to avoid this type of problem (7).

2.6 Single Digital Gateway

As mentioned earlier, the Digital Single Market is a policy that promotes the digitization
of the European Single Market (22). In addition to the aforementioned initiatives to-
wards the accomplishment of the DSM, the European Parliament and the Council of the
European Union adopted the Single Digital Gateway Regulation (SDGR) in 2018 (82).
The Single Digital Gateway (SDG) is a “single point of access to information, procedures
and assistance services online” (28), that directs citizens and businesses to information
related to national and EU rules, rights, and procedures. The SDG is destined to provide
information on websites where users can complete these procedures online as well as
problem-solving services (28).

The SDG is integrated into the “Your Europe” (82) portal and the search functions
are currently provided in a BETA version (21). The goal is that the search function on the
portal will provide citizens and businesses access to information. To be more specific,
they will be provided with easy access to consistent and qualitative information on EU
and national rules applicable to them when they want to exercise their Single Market

rights. The portal will also provide them with information on procedures, as users will
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be able to learn the exact way and required steps to complete administrative proce-
dures. Lastly, they will be provided with information on assistance services, as whenever
users face difficulties in the completion of administrative procedures, they will be led to
the European or national assistance service appropriate to address their problem (28).

Furthermore, the SDGR requires that a list of 21 essential administrative proce-
dures will be available entirely online in all European members by 2023. Also, by the
same year, all national online processes must become fully accessible to users across
borders without requiring the physical presence, while the “Once-Only Principle” shall
be used in cross-border exchanges of evidence for a range of procedures, for which users
will be provided with the option of requesting the direct exchange of evidence between
different member states’ public authorities. (28)

The SDG is a user-centric initiative that, according to the SDGR (2018), aims to
“facilitate online access to the information, administrative procedures and assistance
services that citizens and businesses need to get active in another EU country” (82).
Therefore, its quality, user-friendliness, and adequacy of the information provided by
the European and national authorities will be monitored through user feedback, starting

in December 2020, with the aim to improve all relevant procedures (28).

2.7 Once-Only Principle
As mentioned previously, the Once Only Principle (OOP) is a part of the SDG (82). It is an
initiative that is included in the eGovernment Action Plan 2016-2020 (25). The OOP is a
pan-European project that gives the opportunity to citizens and businesses to provide
various data to public administrations only once in order to receive multiple national or
cross-border public services without providing data already given to a public authority
again. The OOP will launch in 2023 and will make available to public administrations in
Europe the possibility of reusing and sharing data and documents supplied previously
by European citizens. The circulation of data and documents will take place accordingly
with the data protection legal framework with transparency and safety measures (8).
Furthermore, the OOP will improve public procedures, as the website from
which the user is requesting the service can retrieve supporting evidence that the citizen
has provided to a public authority in the past. This will reduce manual validation for the

user, as he or she does not need to provide already given data once again. This will also
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apply to cross-border public services as European countries’ public administrations will
be able to exchange information from one to another automatically, but always in com-
pliance with the data protection and privacy regulation (35,81). In this case, the country
providing the service would be the data consumer, and the country sending the re-
quested data would be the data provider (39). In all cases, the websites will be author-
ized to request solely evidence needed to carry out a certain procedure. To be more
precise, every time a citizen requests a digitized service, the public authority requests
only the data required in order to deliver that specific service (82). Hence, no additional
data will be transferred from one authority to another than the evidence needed to ex-
ecute the process. Another characteristic of the OOP will be that the vast number of
participants and the high exchange volume of data and messages will not undermine its
efficiency in providing high quality and performance of eDelivery. All in all, the OOP
promises a reduced amount of administrative burden, enhanced efficiency, strong pro-
tection of personal information, and cross-border services (8).

Concerning the legal framework for the application of the OOP and the technical
system for cross-border automated exchange of evidence, the SDG Regulation empha-
sizes that the technical systems must permit the user to “preview” the evidence re-
quested for exchange (82) by the data consumer (39) and decide whether or not to pro-
ceed with the exchange of the requested data (82). However, the preview option is not
obligatory for procedures where the automated cross-border data exchange without
preview is legally authorized by the member state or EU (82). Furthermore, the SDGR
highlights that the preview option must be available without prejudice to the obligation
to provide the information according to the General Data Protection Regulation (GDPR)
(39,81).

Except for the preview option, the user must be provided with the choice of “ex-
plicit request” as well. The explicit request means that the evidence that includes per-
sonal data are exchanged only after a freely given, specific, informed, and unambiguous
indication of the user’s wish to have the relevant personal data exchanged, either by a
statement or by affirmative action. But the explicit request is not obligatory for proce-
dures where the automated cross-border data exchange without preview is legally au-

thorized at a national or EU level (82).
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Moreover, the technical system should be and remain voluntary for European
citizens and businesses, while users should remain free to provide personal data by
other means besides the technical system (82). Also, the data kept should comply with
time limitations in data storage set by the GDPR guidelines (81).

In January 2017, the European Commission launched the Once-Only Principle
Project (TOOP) as an initiative that included about fifty organizations from twenty EU
Member States and Associated Countries (74). The TOOP was a business-focused project
with the aim to enable cross-border e-services for business mobility (75) and relieve
businesses from administrative burden, time-loss and high costs that are barriers com-
monly met during the process of fulfilling the business’s legal obligations (74). Another
important objective of the TOOP is the establishment of a federated architecture that is
generic and assist national registries of EU countries to become interoperable (45).
Moreover, the pilot presents in what manner information can be automatically retrieved
from a company’s country of origin to reduce time-consuming administrative processes
(e.g. paperwork, duplicated effort, and excessive bureaucracy) (76).

Similarly, the Digital Europe for All (DE4A) Project is a set of highly extensive
member-state driven pilots designed in accordance with the EU eGovernment Action
Plan 2016-2020, the Tallinn Declaration, and the EIS. Most significantly DE4A is based on
the SDG technical system (OOP and Digital-by-Default) (13).

These pilots aim to reinforce and examine the real-life application of the OOP
Technical System under the SDGR while assessing the effect of innovative technologies
and their advantages in relation to the OOP (13). Another objective is the establishment
of a federated, multi-pattern architecture under the new EIF, constructed on existing
and new building blocks as well as the generation of toolboxes concerning service deliv-
ery, semantic interoperability, and security. Furthermore, an additional goal of the pilots
is to propose solutions to legal obstacles and the vagueness concerning the regulation
related to the OOP (39). And last, the pilots aim to assist the future use of the Once-Only
Technical System, establishing common requirements and components and to promote
co-creation, transparency, liability, and trustworthiness (13).

The DE4A pilots are real-life pilots designed around three real-life events: “Stud-
ying Abroad” (apply for higher education, study grants, professional recognition of di-

plomas, certificates and/or studies without any paper-based transactions), “Doing
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Business Abroad” (start a business abroad, retrieving and update company data from
authentic sources, and/or request digital annual reports fully online) and “Moving
Abroad” (register a change of address, request civil status certificates, and/ or claim re-

tirement/retirement information entirely online) (14).

2.8 eldentification (elD) & Authentication

Electronic identification (elD) and Trust Services are significant drivers in the process of
digitizing public services across Europe. The elDAS Regulation (elDAS stands for elec-
tronic identification, authentication, and trust services) was adopted by the European
Parliament and the Council of the EU in 2014 (80) and the European Commission final-
ized the adoption of all the implementing acts by 2015 (23). Furthermore, elDAS offers
a certain regulatory framework for “secure and seamless electronic interactions between
businesses, citizens and public authorities” (23). The objectives are for citizens and busi-
nesses to be able in practice to use their own national elD schemes to access online
cross-border public services within EU and electronic signatures, electronic seals, time
stamps, electronic delivery services, and website authentication (Trust Services) to func-
tion cross borders as legally equivalent means of authentication as traditional paper-
based processes. Additionally, electronic transactions with the use of elDs are consid-
ered to be safer and more likely to block online fraud, while protecting the exchanged
data. The security parameter is considered a significant driver for online services, as it
increases the trust in this type of transactions with public authorities (23).

However, authentication across borders through national elD solutions is very
limited until now due to the absence of interoperability and the adoption of a common
legal ground between European countries (7). The eIDAS regulation is meant to establish
the ground for the acceptance of national elDs as authenticators for citizens and busi-
nesses across borders by the member states, offering a regulatory framework as a basis
for the cross-border authentication process to properly function (23). Moreover, the
regulation supports mutual recognition of national elD schemes by the countries of the
Union (80).

The OOP and the elDAS promise that individuals will be provided with the option
of being automatically authenticated in other EU members through national elDs, while

the data required to complete the requested online service will be automatically
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retrieved via the OOP technical system, always in compliance with the respective regu-
latory framework (82). Thus, European citizens and businesses are enabled to request
digital public services across borders. This also results in a reduced necessity for manual
validation of users as they are being authenticated through their elD, while evidence
exchange occurs via the OOP technical system (82).

It is safe to suggest that the aim of all European regulatory frameworks, direc-
tives, and projects (SDGR, OOP, elDAs, etc,) is to increase digital service delivery within
the Union and facilitate citizens and businesses to request services online in order to be
further enabled to exercise their rights as EU residents. More significantly, the SDG along
with the once only technical system and the elDs aim to achieve a more user-centric
approach of cross-border public services, as the combination of these regulatory frame-
works lead to service provision with the fewest steps possible for the users-citizens/
users-businesses to complete an administrational process. These initiatives eliminate
unnecessary actions related to data submission or authentication for/of an individual.
The implementation of these solutions permits already submitted data to be used when-
ever needed, always in compliance with data protection regulations, facilitating the pro-
cess for users that request an online service.

As mentioned earlier, elDs and automated evidence exchange reduce manual
validation for users, as they can access online services and be authenticated through
their elDs, if any, while the required evidence is exchanged automatically through the
SDG and the OOP. The automated evidence exchange provides the competent authority

with the data needed to complete the process automatically or semi-automatically.
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3. Problem Definition & Methodology

This part of the study contains the gaps found in the bibliography while searching for
authoritative academic sources to construct the literature review, the contribution of

this study, and the methodology followed to create the study.

3.1 Gaps in the Bibliography
There are very few recent studies focusing on how eGovernment is evolving in EU, the
European eGovernment initiatives and the results deriving from these initiatives. Most
studies focus solely on the barriers and drivers, or the advantages and disadvantages of
eGovernment or the state of eGovernment in a certain country. Other than that, there
are very limited studies that provide definitions of the terms public services and elec-
tronic (online/digital) public services. Additionally, concerning cross-border interopera-
bility in Europe, the majority of studies focus on interoperability in the health sector.
Furthermore, there is a limited number of studies on the Once-Only Principle
after the end of the real-life pilots (TOOP) and even less studies on the application of
the Single Digital Gateway Regulation in general. Lastly, concerning the cross-border el-
dentification (elD) in Europe, most studies focus on the use of elD schemes for authen-

tication at Universities.

3.2 Contribution of This Study

This case study’s contribution is the concentration and explanation of all concepts re-
lated directly and indirectly to the concept of cross-border public services, as Single Dig-
ital Market, interoperability, eGovernment, Single Digital Gateway, Once-Only Principle,
and eldentification (elD).

Moreover, it provides a critical view on eGovernment in the European Union,
combining eGovernment definitions, advantages and disadvantages, European initia-
tives, and results in order to find out how eGovernment is evolving in the EU and what
is its current state while highlighting the weaknesses and achievements.

Furthermore, the case study attempts to discover how common data models or

common metadata for evidence exchange between public administrations, in the

-32-



context of electronic cross-border public services, could assist interoperability between
EU member states.

Additionally, another goal is to answer how automated evidence exchange be-
tween the EU Member States could reduce manual validation for European citizens and
facilitate their access to cross-border public services.

And lastly, the main contribution of this case study is the construction of a data
model as a proposed semantic interoperability solution for EU member states. The pro-
posed data model concerns the process of changing the address in the EU offering a
digital form for the registration of a new address within the same country or across bor-
ders. The purpose of this data model is both to facilitate the process for users and to

assist semantic interoperability.

3.3 Methodological Approach

The methodological approach is divided in three parts: i. methodology followed for the
creation of the literature review, ii. the methodology followed for the analysis and find-
ings part (that includes a diagram of the steps followed for the construction of the pro-
posed data model, and iii) the methodology followed for the construction of the ques-

tionnaire.

3.3.1 Literature Review

For the literature review, the methodology followed started with the definition of some
keywords in order to find online suitable bibliography for the research. The keywords
were used in the “Google Scholar” search machine to find authoritative academic

n u

sources. The used keywords were, “cross-border public services”, “public services”, dig-
ital public services”, “interoperability”, “European interoperability”, “eGovernment in
EU”, “eGovernment benefits”, “eGovernment barriers”, “eGovernment initiatives”,
“Once-Only Principle”, “elDAS”, “Single Digital Gateway”, “Digital Single Market”, and
other similar keywords with the same meaning, e.g., digital public services/online public
services/electronic public services. However, the sources had to be relatively recent, so
every source before 2014 was excluded. Furthermore, a search was conducted on the

official European Union website “www.europa.eu” to find accurate information on
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European policies, initiatives, and regulatory frameworks. Moreover, in some cases ref-
erences found in the examined bibliography, that were related to the study, were also
checked for further sources of information on the topic.

Additionally, the literature review (“Chapter 2”) was carefully constructed in or-
der to answer the first research question thoroughly (“How is eGovernment evolving in
the EU and what is its current state, while highlighting the weaknesses and achieve-
ments), while giving supplementary information to answer comprehensively the second
research question (“How could common data models or common metadata for evidence
exchange between public administrations, in the context of electronic cross-border pub-
lic services, assist interoperability between EU member states”) that is to a greater ex-
tend answered in “Chapter 4” (Analysis & Findings). More significantly, the second re-
search question is mainly being answered in “Chapter 4”, in combination with some fur-
ther explanatory information included in “Chapter 2”, while the third research question
(“How could automated evidence exchange between the EU Member States reduce
manual validation for European citizens and facilitate their access to cross-border public

services”) is entirely answered in “Chapter 4” (Analysis & Findings).

3.3.2 Analysis & Findings
For the analysis and findings part (Chapter 4) the methodological approach followed for
the construction of the proposed data model (digital form for a change of address) con-

sist of four steps (Diagram 2.1.).

Diagram 2.1

STEP 1: Selection of the Type of Evidence for Examination

STEP 2: Identification of the Competent Authorities for the Selected Type
of Evidence

STEP3: Definition of the Attributes in Each Examined Piece of Evidence

STEP 4: Proposal of a Data Model for the Selected Type of Evidence
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As mentioned above, the methodology followed was based on four steps, with
the aim to construct a data model as a proposed semantic interoperability solution, that
would later be presented and assessed by a group of people.

The first step was the “selection of the type of evidence”. The goal of this case
study is to assist semantic interoperability by giving a proposed solution for the process
of changing address. Thus, the piece of evidence selected was related to the one(s) re-
quested by the competent authorities when registering a change of address. However,
due to the abundance of options and sub-categories of procedures for change of address
the selection of evidence occurred from only four Member States (Sweden, Finland,
Greece, and Estonia), after setting some criteria. These countries were chosen based on
four criteria, “language”, “type of process”, “easiness to identify relevant information
about the change of address processes”, and “similarities in the forms and processes of
the examined countries”. The “language” criterion demanded that the form should be
in English, Greek, or Swedish. Next, the “type of process” criterion indicated that the
process should occur through a fillable form available online or an accessible online pro-
cedure for change of address. The other criterion, “easiness to identify relevant infor-
mation”, required that finding information online about the process for change of ad-
dress in each member state should be unproblematic. And last, the “similarities” crite-
rion demanded that the use of all examined forms and processes by a citizen should be
leading to the same outcomes. For example, all forms should result in an update of a
person’s address data that are stored in a country’s population register.

Next, the second step was to “identify the competent authorities for this type of
evidences”. In other words, to find out which authorities must be addressed in order to
register a change of address in each of the examined countries (Sweden, Finland,
Greece, Estonia).

Furthermore, the third step was to “define the attributes in each examined piece
of evidence” and identify the common ones. But first, a review of all identified public
authorities, forms, processes, and service delivery channels occurs, in order to proceed
with a certain number of evidence for examination. However, the selected forms and
processes had some differences because each of them was used for different sub-cate-

gories of processes for change of address (e.g., moving within a country compared to
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moving abroad). Thus, eight separate summary/review tables were constructed in order
to encompass the differences in the selected evidences, to be able to define the attrib-
utes in each examined piece of evidence and to identify the common attributes in these
evidences.

These tables categorize the attributes thematically, aiming to find out which at-
tributes were met most frequently in the majority of evidence. The objective was to use
the most common attributes in “Step 4” as a ground to construct the proposed data
model. The first table (Table 1.1) includes all forms and processes selected for examina-
tion. The second table, (Table 1.2) includes the attributes related to “personal details of
the submitter” that is requesting the change of address (e.g., name, surname, e-mail,
etc.). Furthermore, the third table (Table 1.3) consists of the attributes found in evidence
required to register the new address when “moving abroad” (e.g., new street address
abroad). The fourth table (Table 1.4) includes attributes related to the “current/old ad-
dress” (e.g., current street address) of the submitter. Next, the fifth table (Table 1.5)
contains attributes related to the “registration of other persons participating in the
move with the same form”. The sixth table (Table 1.6) groups the attributes related to
“moving within the same country” (e.g., new street address in the same country). Addi-
tionally, the seventh table (Table 1.7) includes attributes related to the “consent and
details of the residence owner” if the submitter moves to a residence that he or she
does not own (e.g., residence owner’s first name surname, etc.). And last, the eighth
table (Table 1.8) groups attributes related to “additional details for the submitter and
the other persons participating in the move”, if any (e.g., additional address, personal
identification code of a foreign state, etc.)

Finally, the fourth step was to “present a data model for the selected types of
evidence as a proposed semantic interoperability solution”. As mentioned above, the
proposed data model was constructed based on the common attributes identified in the
summary tables. The goal was to include strictly the attributes that were required in
most examined procedures, in order to find a common interpretation for these certain
attributes (e.g., markup language) to facilitate the cross-border exchange of data. The
proposed data model is a digital form for change of address that requires the minimum
steps possible to register a new address within the same country or abroad. The pro-

posal is that the evidence required should be retrieved automatically through a system
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that links all EU countries’ national registries (e.g., the once-only technical system) so
that the user is exempted from providing already given data again.

The proposed data model was constructed on “Microsoft Forms” in order to pro-
vide a simulation of how the proposed digital form should function in real life. The first
part of the form was structured based on the identified common attributes concerning
the submitter’s personal details in “Table 1.2” (forename, surname, national identity
number, telephone number, and e-mail). The concept is that the user should be authen-
ticated after three steps. After filling in his/her national identity number and e-mail in
the first two boxes, his/her full name should appear automatically in the third box
through the system (e.g., the once-only technical system). However, the user should also
fillin a fourth box with a unique code that he/she would receive on his/her mobile phone
after his/her name would appear.

The second part requires that the user should select the countries from and to
which he/she is moving, from two drop-down lists. These two steps were included based
on the “country” attribute found in the common attributes of “Table 1.3, Table 1.4, and
Table 1.6” that were related to the new and current address of the user.

In real circumstances, the third part of the form should automatically present
the current address of the user in the first box. The address formation was based on the
common attributes identified in “Table 1.4” (street address, street number, and letter(s)
if any, postal code). However, if the address presented by the system was false or ab-
sent, the user should be able to correct or submit it instantly. The reference used for
this proposed function was from the Finnish online process for change of address (see
in Appendix, Automated Online Process, Image 5.3).

The fourth part of the form requires that the user should insert his/her new ad-
dress in the boxes (five boxes, including one with a date format). The required data in
this part were chosen based on the common attributes indicated in “Table 1.3” and Ta-
ble 1.6” (street address, street number, and letter(s) if any, postal code, and moving
date).

Lastly, the fifth part indicates that the user should declare if he/she is moving
alone or together with other people. This part was based on the common attributes
found in “Table 1.7”. The user should be able to choose between “yes” and “no” in the

format of “multiple choice”. If the user would select “no” the form could be submitted,
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but if he/she selected “yes” a drop-down list with numbers should appear for him/her
to declare the number of people moving along with him/her. Then, he/she should pro-
ceed to a sub-section in order to fill in the personal details of the persons participating
in the move in four boxes (national identity number, forename, full name, e-mail ad-
dress). After that, the user should declare if the move would include minors, choosing
between “yes” or “no” in the format of multiple choice. If the user selected “yes”, he/she
should proceed to another sub-section to fill in the personal details of the custodial par-
ent(s) in four boxes (national identity number, forename, full name, e-mail address), so
that he/she would be permitted to submit the form. The concept behind the last step
was that in real-life the system that stores and provides the data should automatically
send a notification to the custodial parent(s) whenever a minor would be included in a
procedure of moving. Furthermore, the custodial parent(s) should accept the notifica-
tion in order for the form to be submitted to the system.

After following the four steps of the methodological approach analyzed above,
the newly constructed data model (digital form) was presented to a group of people,

followed by a “Usability and user-experience questionnaire”.

3.3.3 Questionnaire

A structured questionnaire has been constructed online through “Microsoft Forms”,
based on Lund’s “Measuring Usability with the USE Questionnaire” (48) with some ad-
justments for it to better accomplish the research needs.

The questionnaire consists of five parts including 17 Likert-scaled variables with
agree/disagree answers (from 5 “strongly agree” to 1 “strongly disagree”) and one open-
ended question. The first part of the questionnaire consists of 5 Likert-scaled questions
about the “usability” of the form. Next, the second part consists of 5 Likert-scaled ques-
tions about the “ease of use” of the form. Furthermore, the third part consists of 3 Lik-
ert-scaled questions about the “learnability” of the form. Additionally, the fourth part
of the form includes 4 Likert-scaled questions concerning the “degree of satisfaction”
with the form. And last, the fifth part consists of a single open-ended question for addi-
tional comments/questions about the form.

The questionnaire and the form were distributed exclusively online from Octo-

ber 2020 to December 2020. The sample was reached via social media channels
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(Facebook and Viber) and by e-mail, using lists provided by the International Hellenic
University to reach students and alumni. The sample that saw the proposed data model
and answered the questionnaire were 60 people in total.

Afterward, the results were analyzed using descriptive statistics. The results for
each Likert-scaled question were depicted in pie graphs showing the percentage of peo-
ple that agreed/disagreed with each statement (17 pie graphs). Furthermore, one pie
graph presents the ages of the participants and four histograms present the level of
agreement with four “key” Likert-scaled questions, divided by age group. The selected
Likert-scaled questions for further examination were: “the form is useful”, “I fully un-

derstand how to fill out the form quickly”, “the form is user-friendly”, and “overall, | am

satisfied with the form”.
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4. Analysis & Findings

The proposed data model presented in this part of the study is built following four steps
of analysis. The data model is a digital registration form for change of address, that is

also presented and assessed by a group of people.

4.1 Step 1: Selection of the Type of Evidence for Examination

The types of evidence examined in the case study are the ones exchanged between cit-
izens and public authorities when a person wants to register a change of address within
the European Union. A piece of evidence, in this case, might be a fillable form or an
online process that requires personal or other data in each step of the registration pro-
cess for a change of address.

The forms selected for examination were found online on governmental plat-
forms. The selection was based on four criteria, “language”, “type of process”, “easiness
to identify relevant information about the change of address processes”, and most sig-
nificantly the “similarities” in the forms and processes of the examined countries. There
are different types of registration processes in each country, but the outcome from the
use of them is nearly similar. For example, the Greek “Solemn Declaration for Alterations
in Registry Data/Tax Registration Certificate (M1)” form is a generic form that is used for
the online submission of alterations in registry data. The outcome though is the same as
the one coming from the “Moving in Sweden” electronic or non-electronic registration
process (see in Appendix, Solemn Certificate Declaration for Alterations in Registry
Data/Tax Registration (M1) PDF Form, Moving within Sweden PDF Form (SKV 7845)).
Both processes in these two countries update the submitter’s residence data in the na-
tional data registry.

Concerning the criteria, the forms and processes had to be in English, Greek, or
Swedish. The type of process had to be a fillable form available online or an accessible
online process. The accessibility parameter was set because of the need for online cre-
dentials to access e-services. The easiness to identify relevant information criterion was
mainly related to finding information about the change of address process in each mem-
ber state. To be more specific, this was related to the ease of finding data online, on

official governmental platforms, in order to obtain accurate information on each
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country’s procedures. The fact that the first phase of online searching led to discovering
an abundance of different forms and processes, resulted in a necessity of setting the
criterion of similarity. Similar outcomes, in this case, mean that if a person submits a
piece of evidence, from the selected forms and processes that are examined in this re-
search, to a public authority (fillable forms /online processes), that action will result in
an update of the person’s residence data in the country’s population register. That in-
cludes cases where a person moves within the same country, abroad, or when register-
ing a new address from another country while still being registered in another country’s
population register.

A cross-border change of address might be a process with two parts. The one
part could be the deregistration from the current/old address and the other part could
be the registration to the new address (82). However, registration to a country’s popu-
lation register is usually related to the legal side of a person’s right to reside in a country
(e.g., residence card, etc.) (79), thus out of scope of this research.

As mentioned in previous chapters, the goal is to identify what evidence is re-
quired at a national level in order to register a change of address and then compare
common attributes in the evidence exchanged between citizens and public authorities
in the chosen countries for examination. That could result in the facilitation of integrated
cross-border public services as all exchanged evidence could include the same attrib-
utes, that could possibly be interpreted with a common markup language. That could
also lead to easier identification of European citizens as all member states would request

evidence with common attributes.

4.2 Step 2: Identification of Competent Authorities for the Selected Type of Evidence

This part of the case study presents the countries’ competent authorities that must be
addressed in order to register a change of address. The competent authority in Sweden
is the Swedish Tax Agency (Skatteverket) that provides both electronic services at

“skatteverket.se” and non-electronic services at service locations (62).

Following, the competent authorities in Greece are the General Secretariat of
Information Systems of Public Administration (GSISPA) and the Ministry of Interior
(37,40). Notification for change of address in Greece can be made either by submitting

a form to a service location (Citizen’s Service Centers - KEM) belonging to the Ministry of
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Interior or via the governmental platform provided by the GSISPA (gsis.gr - TaxisNet).
The GSISPA belongs to the Hellenic Ministry of Digital Governance. Recently, the Citi-
zen’s Service Centers started to provide electronic services through the online govern-
mental platform ermis.gov.gr (19). However, an online change of address process via
the platform is currently not available. Last, a notification can also be submitted at a
local tax office (A.0.Y.) belonging to the Independent Authority for Public Revenue
(A.A.AE.).

Furthermore, the competent authorities in Finland are the Digital and Population
Data Services Agency (Maistraatit Magistraterna), which launched on the 1% January
2020 and is a merging of the Population Register Centre, the Local Register Offices, and
the Steering and Development Unit for the Local Register Offices and the Finnish Post
Office (Posti) (15,57).

Lastly, the competent authority in Estonia is the Ministry of Interior that controls
the Population Register. There are both electronic services on the e-population register
(rahvastikuregister.ee) and non-electronic services provided at service locations (local
government units) available in order to update the population register about a change

of address (18).

4.3 Step 3: Definition of Attributes in Each Examined Piece of Evidence

Step 3 starts with presenting all findings from the case studies (Sweden, Finland, Estonia,
and Greece). To be more specific, all identified public authorities, forms, processes, and
service delivery channels are reviewed, in order to construct some review/summary ta-

bles based on a certain number of evidence for examination.

This case study focuses on the process of changing the address in European
member states. However, there are many sub-categories. Change of address can include
a move to or from another country, a move within the same country, or a move of a
person that is already living abroad but is still belonging to the national population reg-
ister of another country. Indubitably, there might be some forms or processes that were
not included in the examined material of this case study, mainly due to time limitations

that made the searching process more difficult.
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All these sub-categories of change of address resulted in discovering various
forms and processes. There are forms available online on official governmental or na-
tional websites that can be printed, filled out, and sent via post or e-mail or be submitted
to a local service location. There are also fully digitized processes, where people can fill
in the required data and complete the process in a fully automated or semi-automated
fashion. Lastly, a person that is interested in registering a change of address can also

visit a local service location to register the new address.

4.3.1 Case Studies — Review

The following findings were based on the criteria that were mentioned at the beginning
of this chapter (language, type of process, easiness to identify relevant information on
the processes, and most significantly the similarities in the forms and processes). Alt-
hough, there might be services related to change of address that were eligible for this
case study but escaped the writer’s attention.

Notification for a change of address in Sweden can be performed either electron-
ically or non-electronically. More specifically, a person that would like to change his or
her address can either send a notification via post or go to a local service location be-
longing to the Swedish Tax Agency (Skatteverket) or visit the Swedish Tax Agency’s offi-
cial website (skatteverket.se). The official governmental website offers both automated
online services and downloadable forms in PDF format that can either be printed and
filled out by hand or directly on a computer (62). When registering a change of address
at “Skatteverket”, other national organizations’ databases are being updated as well
(63).

There are several available forms and processes related to registering a change
of address in the Swedish online platform. The forms that will be examined in this case
study are the ones for changing address within Sweden (see in Appendix, Moving within
Sweden PDF Form (SKV 7845)), moving abroad (see in Appendix, Moving Abroad PDF
Form (SKV 7665)), and changing address when already living abroad (the last form can
also be used to request to preserve the right to vote in Sweden, (see in Appendix, Mov-
ing to another address, when already living abroad/remain a voter PDF Form (SKV
7842)). However, another automated process for European and non-European citizens

is also available on the platform. Users can register electronically a permanent move to
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Sweden from another country within or outside the European Union (64). Though, this
process will not be included in the examined material, as there are no similar processes
in the other examined countries. The scope of work, in general, was determined consid-
ering the time limitation, and the selection of the forms for examination was mainly
contemplating the fact that there are similar processes in the other chosen countries
that can be compared to each other.

As mentioned earlier, there are also fully digitized processes. For example, a user
can log in to “skatteverket.se” with a BankID from a Swedish bank and have access to all
e-services (65). This authentication method requires that the user downloads an appli-
cationin order to be able to use his BankID (3). This applies to the elDs mentioned below.
There are also options to be authenticated with IDs provided by other organizations, e.g.
a user can log in to the platform with Freja elD+ that is an electronic identity. Freja elD
is @ mobile application, where the user can save his or her personal data in order to
acquire an identity in digital form (4). Another way to log in is the AB Svenska Pass, which
is an electronic identification (e-legitimation) that is provided on the Tax Agency’s ID
card since 2017 and can be compared to a traditional ID document (66). If the user car-
ries an ID card that was issued earlier than 2017, the Tax Agency’s ID card includes an
elD by Telia (73) that can be used for e-identification as well (66). Finally, another way
to login to skatteverket.se is to use a Foreign elD that was issued by countries that have
joined elDAS to offer authentication services between countries. The services provided
to users with elDs issued by other countries than Sweden may be limited due to the lack
of Swedish personal identification numbers (70).

Next, notification for change of address in Finland can be registered online, at a
local service location, or via telephone on the Move Service Line. The Finnish post office
(Posti) offers an online service where citizens can register a change of address via Posti’s
online platform. Users can log in with credentials from “Posti” or with their BankID (85).

This is a process where the Digital and Population Data Services Agency and
many other public and private organizations are being updated automatically through
an online system that operates at a national level. Furthermore, the Digital and Popula-
tion Data Services Agency has a governmental online platform (dvv.fi), where users can
download various forms or log in with a Bank ID, Mobile ID, or Certificate Card (Var-

mennekortti) to access online services (16). Also, users can log in to dvv.fi using Foreign
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elDs that were issued by countries that have joined elDAS to offer authentication ser-
vices across borders (69).

However, all the aforementioned types of services (electronic or non-electronic
services) do not support all processes. For example, a change of address from Finland to
abroad or to Finland from abroad cannot be registered by phone. Another example is
that the only downloadable form online, concerning the change of address was the one
for changing address when already living abroad (see in Appendix, Moving to another
address, when already living abroad PDF Form). The change of address notification
forms for moving within Finland, from Finland, or to Finland cannot be printed from the
website. The reason is that these forms have unique identifying numbers that are opti-
cally read during the storage process and it is not possible to read the numbers from
copies. However, a person who is interested in those forms can find them at Posti or the
Digital and Population Data Services Agency (57).

A change of address in Greece can be registered at a Citizen’s Service Centre
(KEM) (46) or a local tax office (A.0.Y.) belonging to the Independent Authority for Public
Revenue (A.A.A.E.) (40). Additionally, a notification for a change of address can be sub-
mitted online at a governmental platform (TaxisNet) through a PDF form (41). There is
no fully automated online process at this point.

In the first case, the submitter fills out a solemn declaration with the new address
along with a copy of the tenancy agreement or a bill belonging to his or her residence if
the submitter is moving to a house that he or she owns. However, if the person stays at
the new address as a guest, he or she must submit a solemn declaration on behalf of the
host (see in Appendix, Solemn Declaration for Change of Address PDF Form). These
forms can either be submitted at a Citizen’s Service Centre (KEM) or a local tax office
(AQY). Alternatively, a change of address can be registered online at the Greek govern-
mental platform called TaxisNet (42). This website belongs to the General Secretariat of
Information Systems of Public Administration. The user can log in with “TaxisNet” cre-
dentials or with his or her Bank ID in order to access digitized services (38). However, as
mentioned earlier, the online registration process for a change of address is not fully
automated. A new address can be registered by downloading and completing a “Solemn
Declaration for Alterations in Registry Data/Tax Registration Certificate (M1)” form in a

PDF format (41). This is a generic form compared to the Swedish and the Finnish ones
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mentioned previously. It can be used both as a tax registration certificate and a declara-
tion for alterations in registry data (see in Appendix, Solemn Certificate Declaration for
Alterations in Registry Data/Tax Registration (M1) PDF Form). The process of changing
address is considered as an alteration in registry data. The form can be filled out directly
on a computer and submitted to TaxisNet electronically (42).

Additionally, in Estonia, a change of address can be registered at a service loca-
tion, by post and electronically via an automated process on the State Portal (51) or via
e-mail (72). A user can log in on the State Portal by being authenticated through his or
her ID card if he or she has an ID Card Reader installed on the device. Other ways to be
authenticated are a MobilelD, SmartID (58), or in some cases foreign elD (under elDAS)
(20). After submitting a notification, the user can follow the progress of the procedure
on the portal. Then, he or she is being notified by the e-population register on his or her
population register profile or by e-mail about the results (72).

Furthermore, a person can register a change of address via e-mail with a digitally
signed notice. In this case, digitally signed means that the signature should be legally
equal to a handwritten signature. The digital signature is provided by software that has
to be installed on a user’s device in order for him to be identified. The submitter has to
fill out the form “Notice of Residence” and then sign it digitally (72). Also, all other adults
mentioned in the form should sign it digitally, both those participating in the move and
the owner(s) of the premises, if any. Lastly, the e-mail should include any other re-
guested piece of evidence as tenancy agreements and consents of owners digitally

signed as well (72) (see in Appendix, Notice of Residence PDF Form).

4.3.2 Review Tables

The following tables were constructed with the purpose of identifying common attrib-
utes in the process of changing the address in Sweden, Finland, Greece, and Estonia,
including both semi-automated/automated online processes and downloadable forms.
The fact that change of address includes several different categories, according to the
type of process and the context, led to a necessity of categorizing the identified attrib-
utes. To be more specific, these are attributes found in evidence requested by compe-
tent authorities whenever a person wants to register a change of address. The categori-

zation was based on the context in which these attributes were identified in all
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electronic processes, non-electronic processes, “moving within a country” processes,
“moving abroad” processes, and “moving to another address when already living
abroad” processes.

Below, you are presented with eight summary tables. Table 1.1 presents all
forms and processes to be examined in the case study. Table 1.2 summarizes the attrib-
utes concerning personal details of a submitter that are requested by a national compe-
tent authority. Table 1.3 presents identified attributes in evidence required when regis-
tering a move abroad. Table 1.4 summarizes attributes in evidence concerning the old
or current address of the person that is moving. Following, Table 1.5 presents a summary
of attributes included in evidence required when the registration process involves also
other persons. Furthermore, Table 1.6 summarizes attributes in evidence required when
registering/sending a notification of changing address within the same country. Table
1.7 presents attributes in required evidence concerning the residence owner from the
new address if there is one. And last, Table 1.8 summarizes attributes, in the evidence,
concerning additional details about the persons participating in the move, including the
submitter.

Table 1.1 presents all forms and processes identified during the research. The
fact that most of the online procedures needed a type of national elD scheme led to a
series of limitations. The lack of online credentials made it impossible to access the ma-
jority of e-services provided by member states. Consequently, these are the final pieces

of evidence for examination (see in Appendix, Finland, Sweden, Estonia, Greece).

Table 1.1

Moving within Sweden PDF Form (SKV 7845)

Moving Abroad PDF Form (SKV 7665)

Moving to another address, when already living abroad/remain a voter PDF Form (SKV
7842)

SWEDEN Automated Online Process (Moving within Sweden)

Moving to another address, when already living abroad PDF Form

FINLAND Automated Online Process

Solemn Declaration for Change of Address PDF Form

Solemn Declaration for Alterations in Registry Data/Tax Registration Certificate (M1)
GREECE PDF Form (not fully automated online process)

ESTONIA Notice of Residence PDF Form
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All review tables below consist of ten columns formed to compare all attributes,
found in the different processes and forms, to each other. The columns are showing the
type of evidence that must be exchanged between citizens and authorities in order to
complete a process. For example, if a person wants to move abroad from Sweden, the
competent authority (Skatteverket) asks him or her to submit a piece of evidence, which
in this case is a form especially for moving from Sweden to another country (see in Ap-
pendix, Moving Abroad PDF Form (SKV 7665)). This form consists of a number of attrib-
utes, e.g full name, personal identity number, new address, etc. The main purpose here
is to identify and group all attributes in all exchanged evidence and find out which at-
tributes appear the most. After identifying the most common attributes, the next step
is to construct a form that combines the attributes that are met more often. For exam-
ple, a type of national identification number is required in eight out of nine processes.
This type of data is frequently requested by the competent authorities in order to con-
tinue with the registration process for changing address.

Below, Table 1.2 includes attributes related to the submitter’s personal details.
As can be seen, in all cases of registering a change of address, the competent authorities
ask for a national identity number that is identifying each person in the national popu-
lation register. That number can either be a personal identification number/code or a
tax identity number given by the state. The most common attributes are national iden-
tity number, forename and surname, telephone number, and e-mail address.

The data requested in the Swedish, Finnish, and Estonian forms concerning the
submitter are limited compared to the Greek forms. For example, one of the Greek
forms includes details as date and place of birth, gender, mother’s and father’s full
names, occupation, fax number, ID card details, marital status, and the spouse’s per-
sonal details as well. The Greek M1 form also requires the date of death if the form is
submitted by beneficiaries. The additional data requested in the M1 form might be due
to the nature of the form, as it is used for alterations in a person’s population register
data in general and similarly as a Tax Registration Certificate, subsequently not only for

registering a change of address.
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Table 1.2

PERSONAL DETAILS OF SUBMITTER

Changing Changing
Address f:::f: Address
Wh SWEDEN | Mowi Wh
estonta | ai =n declaration | GREECE | =" | — a =
_ ready | B AND | o online | M@Ving | in Iready | cywepEn
Attributes FDF Living anline hansi M1 POE Abroad | SWEDEN | Living online
FORM Outside ‘:d;"g'“g corm | PO PDF Outside
FINLAND e FORM | FORM | SWEDEN
PDF PDF
FORM ALl FORM
Tax ldentity Number
Personal dentity YES ¥ES YES MO YES YES YES YE3 YES
Murmber or
Gender NO NO NO NO YES NO NO NO MO
Mame YE3 YES NO YES YE3 YES YES YES YES
Surname YES ¥ES NO ¥ES YES ¥E3 ¥ES ¥E3 YES
Surname B MO ¥ES MO MO YES MO MO MO MO
Father's Mame MO MO MO YES YES MO NO MO MO
Father's Surname MO NO NO YES YES NO NO NO MO
Mother's Name NO NO NO YES YES NO NO NO MO
Mother's Family
Surmame MO NO NO YES YE3 NO NO NO NO
only if
there is
Date of Birth NO ne NO YES YES NO NO NO NO
persanal
identity
number
Place of Birth or
Country if Born Abroad | NO NO NO YES YES NO NO NO NO
Date of Death (if the
form is being filled by
heneficiaries) NO NO NOD NO YES NOD NOD NO NO
Mationality YE3 NO NO NOD YE3 NO NO NO NO
Occupation MO MO ¥ES NO YES MO NO NO NO
Employed/Unemplayed | 1o NO MO NO YES MO MO NO NO
E-mail Address
YES ¥ES ¥E3 ¥ES NO MO ¥E3 ¥E3 YES
Telephone Number YES YES YES YES YES YES YES YES YES
FAX Mumber MO MO MO ¥ES YES MO MO MO NO
harital 5tatus MO NO NO NO YES NO NO NO NO
Spouse's Personal
Identity Mumber or Tax | NO NO NO NO YES NO NO NO MO
Identity Number
Spouse's Full Mame MO NO NO NO YES NO NO NO MO
1D Card Distails MO MO MO ¥ES YES MO MO MO MO
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Table 1.3 consists of attributes included in evidence required when registering a
move abroad. This table refers to moves from a country to another within the European
Union. The most common attributes that are contained in most of the examined forms
and processes are street address, street numbers and letters if any, postal code, city or
region, country, and date of the move.

Less common attributes are the ones related to the place of residence abroad
(the type of residence or if the residence is rented or owned). Other infrequent attrib-
utes are linked to the planned time of staying abroad or the permanent or temporary
character of the relocation. However, reasons for moving are required in three out of
nine processes.

The Swedish moving abroad form includes also the option to state if the move is
occurring from Sweden to another Nordic country, while the “changing address when
already living outside Sweden” form and the Finnish online process contains the option
to state in care of whom the mail would arrive at the new address.

The Greek change of address form is slightly vague in comparison to the other
forms and processes as it is unclear if a person can register a move to another country
using this form and there are not many sources of online information concerning that

form.
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Table 1.3

Moving Abros

sl
ESTOMNILA
Attributes PDF
FORM

GREECE
solemn
dieclaration
of
changing
address
POF
FORM

P
oy

SErest
Address YES

YES

g

WO

i

g

Skreet
MNumiber
[and
letter(s) if
any) YES

YES

TES

Lo l=]

Postal Code | YES

YES

YES

YES.

=]

City/Region | YES

YES

YES

YES

WO

Country YES

YES

L lw]

Date of
[y (=050 YES
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/(=]

& (GG |d

5 1BIBE G

Ovened/Rent
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8

TES
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g
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WO
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MO
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TES
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Table 1.4 summarizes attributes related to the current or old address. The cur-
rent/old address is required in three out of nine processes; however, the current ad-
dress appears automatically in automated online processes as soon as the user logs in
to the governmental platform (Image 1.1). Considering that, it is safe to suggest that
the current/old address is related to an extent to the procedure of identifying a person.
Additionally, a reason the current address is not included in the required data in some
of the forms for registering a change of address could be the fact that the current/old
address might already be listed in the population register data. That could result in the
competent authority not to need the information to be submitted again. The previous
suggestion is based on the fact that the examined automated processes present the cur-
rent/old address automatically, an element that indicates that the data is somehow al-
ready listed in the national data registry (67). Images 1.1 and 1.2 show the Swedish and
Finnish automated online processes for change of address. These images demonstrate
the steps in both automated processes showing the current/old address. In the Finnish
process on Posti (Image 1.2) the current address appears automatically and there are
also options to correct the current address if the information is incorrect or fill in the
current address if the information is missing. In addition, in the Swedish process on
skatteverket.se the address details appear automatically as well. The population regis-
tration date and the property designation are also presented automatically along with
the address details.

The forms and processes, in Table 1.4, that require the current address as evi-
dence in order to register a change of address have common attributes, as street ad-
dress, street number and letters -if any-, postal code and city or region. Furthermore, as
can be seen in the table none of all forms and processes in this category require addi-
tional data about the current address, as the apartment’s number, district, or munici-
pality. Oppositely, when registering a new address all this data is required in most cases,

especially when registering a move within the same country (Table 1.6).
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Image 1.1
Translation from Swedish to English for Image 1.1
# sso.skatteverket.se
Anmal flyttning inom Sverige = Register a move within Sweden
Anmal flyttning inom Sverige 6
Dina nuvarande uppgifter = Your current data
1.Start 2. B3 4. S
Folkbokféringsdatum = Population registration date
Dina nuvarande uppgifter . . . .
Fastnighetsbeteckning = Property Designation
Folkbokforingsadress
L= ) 1 Vill du anmalla flyttning till ny bostad gar du vidare till nasta
7/} 10 Uppsala

Folkbokfringsdatum steg. = If you want to register a move to a new residence, con-

2016-71-27
Fastighetsbeteckning tinue to next Step-
K Tt 47
B Du som flyttar till Iagenhet ska ange ditt fyrsiffriga
Vill du anmala flyttning till ny bostad gar du vidare till
nista steg. lagenhetsnummer nér du skriver in din nya adress.= If you are

moving to an apartment, insert your 4-digit apartment number

Du som flyttar till lagenhet ska ange ditt when you write your new address

fyrsiffriga lagenhetsnummer nar du skriver in ’

din pymadress, Lagenhetsnumretian finnasps Lagenhetsnumret kan finnas p& ditt hyreskontrakt eller
ditt hyreskontrakt eller kopebrev. Du kan ocksa

3 decavidin hyresvird eller képebrev. Du kan ocksa fa det av din hyresvérd eller

bostadsrattsforening.

bostadsrattsforening. = The apartment number can be found at

m— the lease or contract of sale. You can also find it from your
lasta

landlord or housing company.

Image 1.2

() ~»

Notification of change of address
NapakoAolBnon apyotepa Kowomoinon

What is the address you are moving from? *

{\Postintaival 7 A, 00230 HELSINKI
Enter address in Finland

Enter address abroad

MEPIZZOTEPA BINTEO

P o 1.00/430 B2 & Youlube =r
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Table 1.4

Current/Old Address
Changing Changing
Address ::: Ef: Address
When declaration | GREECE SWEDEN | Moving | When
ESTONIA | Already FINLAND | of online Moving | in Already SWEDEN
Attributes PDF Living online changin w1 poe | Abroad | SWEDEN | Living online
FORM Outside o drzlssg Forms | PDF PDF Outside
FINLAND PDE FORM FORM SWEDEN
PDF FORM PDF
FORM FORM
Street
Address NO YES YES NO NO YES NO NO YES
Street
Number
(and
letter(s) if
any) NO YES YES NO NO YES NO NO YES
Apartment’s
Number NO NO NO NO NO NO NO NO YES
Postal Code | g YES YES NO NO YES NO NO YES
City/Region | o YES YES NO NO YES NO NO YES
Municipality | no NO NO NO NO NO NO NO NO
District NO NO NO NO NO NO NO NO NO

Table 1.5 includes a summary of data that might be requested by an authority
when the submitter has the right to register a change of address regarding other people
through one single form. This table refers to attributes in forms and processes that can
be used in order to register a change of address concerning the submitter as well as
other persons that are moving to the same address as him or her or to register a change
of address regarding exclusively another person. As can be noticed in Table 1.5, the only
forms that do not include the option of registering other persons’ move along with the
submitter are the Greek ones. Neither the form that is a solemn declaration for changing
address includes this option nor does the M1 form that is used in the online process on
TaxisNet.

In Greece, a person (submitter) can register a change of address regarding an-
other person’s move with an officially signed authorization (proxy) by the person that is
moving, by the submitter, and by the competent public authority (see in Appendix, Sol-

emn Declaration for Change of Address PDF Form). The signatures of the person that is
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moving and the submitter must be reviewed by the public authority at a service location,
e.g. KEM, and signed by the public authority as well. Both persons’ physical presence is
required in order to validate a proxy. If the proxy is not signed by all parties mentioned,
the submitter cannot register any information concerning another person. Although,
there is no option to register multiple people’s move to the same address through one
single form. All persons must submit separate forms. Nevertheless, a person can cur-
rently log in to “gov.gr” with a Greek BankID or TaxisNetID (38) and download a digitally

signed authorization that is equally valid as one issued at a service location.

Table 1.5
Register All Persons Participating in the Move in the Same Form
Changing Changing
Address g:s:f: Address
When : SWEDEN | Movil When
ESTONIA | Already sl | EEEIEE | e s " Already
c FINLAND | of online SWEDEN
Attributes PDF Living line hangi ~ B Abroad | SWEDEN | Living online
FORM | Qutside | changing PDF PDF Outside
address FORM
FINLAND s FORM FORM SWEDEN
PDF PDF
FORM FORM FORM
Personal identity
numbers & names
of all persons
participating in
the move YES YES YES NO NO YES YES YES YES
E-mails of all
persons
participating in
the move YES YES NO NO NO NO YES NO -
Submit the new
place of residence
regarding another
person (other
persons) YES NO YES NO NO NO NO NO -
Nationality of all
persons
participating in
the move YES NO NO NO NO NO NO NO -
Telephone
Numbers’ of all
persons
participating in
the move YES NO NO NO NO YES YES NO -
Signature/Consent
of Both Custodial
Parents if Moving
with Minors YES NO NO NO NO YES YES NO -

Table 1.6 summarizes attributes that are included in evidence exchanged in the
registration process for a change of address within the same country. Except for the
Swedish “Moving Abroad” form, all other forms and processes require data as street

address, street number, and letters if any, and postal code. The cells in the “Moving
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abroad from Sweden” column are listed with “No” because a person’s new address
within the same country in which he or she is currently living is different than a new
address in another country. The previous statement is significant as it is essential to
mention that these two categories are clashing as concepts.

On the contrary, the cells on the “Changing address when already living outside
Sweden” column are listed with “Yes” whenever an attribute is identified in the form.
The reason is that a notification for a new address within the same country can be sub-
mitted to another country if the person is registered in the country’s population register
despite living abroad, e.g. If a person that is registered in Sweden’s population register
lives in Belgium and changes address within Belgium, it is considered as a move within

the same country in this case.

Table 1.6

Moving in the Same Country

Changing Changing

GREECE
Address Address
When solemn SWEDEN | Moving | When
ESTONIA | Alread antion bt Movin in Alread
. ready | fiNLAND | of online e ready | swepen
Attributes PDF Living . . Abroad | SWEDEN | Living ;
: online changing M1 PDF N online
FORM Outside P T PDF PDF Outside

FINLAND PDF FORM FORM SWEDEN

PDF FORM PDF

FORM FORM
Street Address YES YES YES YES YES NO YES YES YES
Street Number (and
letter(s) if any) YES YES YES YES YES NO YES YES YES
Apartment’s Number | ygg YES NO NO NO NO YES YES YES
Postal Code YES NO YES YES YES NO YES YES YES
City/Region YES YES NO YES YES NO YES YES YES
Municipality NO YES YES NO YES NO NO NO NO
District NO NO NO NO YES NO NO NO NO
Date of Move YES YES YES NO NO NO YES NO YES
Permanence of
Residence NO YES YES NO NO NO YES NO NO
Residence Designation
(rent/owned/etc) YES NO YES NO NO NO YES NO YES
Period planned to
reside at the new
address NO NO YES NO NO NO YES NO NO
cfo NO NO YES NO NO NO NO YES NO

Table 1.7 summarizes all data related to the residence owner in case the submit-
ter moves to a residence that is rented, co-owned, or if he or she is staying at the new
address as a guest. This table includes all attributes found both in one single form type

of evidence and in additional pieces of evidence submitted along with the form. To be
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more specific, in this table evidence that must be submitted along with the form for
change of address are also considered (see in Appendix, Notice of Residence PDF Form,
Image 7.2). The last four cells in the last column (SWEDEN online) are empty because
the access to the online process stopped at step 3 (see in Appendix, Automated Online
Process (Moving within Sweden)), hence there is no source to confirm that these attrib-

utes are included in the process or not.

Table 1.7
Consent/Details of the Residence Owner
Changing Changing
GREECE
Address Address
When solemn SWEDEN | Moving | When
ESTONIA | Alread ] RN I Alread
, 30Y | EINLAND | of e . “1e30Y | SwEDEN
Attributes PDF Living . . Abroad | SWEDEN | Living .
: online changing M1 PDF - online
FORM Outside id T PDF PDF Outside
address
FINLAND - FORM FORM SWEDEN
PDF FORM PDF
FORM FORM
Residence owner’'s first
name YES NO NO YES NO NO YES NO YES
Surname YES NO NO YES NO NO YES NO -
Personal identification
code YES NO NO YES NO NO NO NO =
Signature YES NO NO YES NO NO NO NO -
Contract for Lease YES NO NO YES NO NO NO NO -
Telephone Number NO NO NO YES NO NO YES NO -

Table 1.8 consists of attributes related to additional details in evidence that
might be requested by a public authority when registering a change of address. These
details might concern the submitter, the persons participating in the move, or both par-
ties. These attributes are met less often than the ones mentioned in the tables above.
As can be seen data as additional address, personal identification code of a foreign state,
place or at least state someone arrived from if he or she is coming from abroad, native
language and the highest level of acquired education are identified solely in the Estonian
downloadable PDF form. It is unknown if the online process includes as many attributes
as the downloadable form because there is no access to the Estonian online process for
change of address, due to the lack of online credentials. Furthermore, the reason the

last column is empty is that, as mentioned earlier, the access to the Swedish online
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process stopped at step 3 (see in Appendix, Automated Online Process (Moving within
Sweden)), so there is no source confirming that the attributes in Table 1.8 are included

in the process or not.

Table 1.8

Additional Details (For Submitter and Persons Participating in the Mowe)

Changing Changing
GREECE
Address Address
When solemn SWEDEN | Moving | When
T | e f declaration | GREECE R in o
. ready | ENLAND | of online 2 ready | sweDEN
Attributes PDF Living . . Abroad | SWEDEN | Living :
= online changing M1 PDF N online
FORM Outside R e PDF PDF Outside
FINLAND PDE FORM FORM SWEDEN
PDF FORM PDF
FORM FORM
Additional address YES NO NO NO NO NO NO NO -
Personal

identification code
of a foreign state (if
any) YES NO NO NO NO NO NO NO -
Place (at least state)
you arrived from, if

coming from abroad | YES NO NO NO NO NO NO NO -
Native language YES NO NO NO NO NO NO NO -
Highest level of

acquired education YES NO NO NO NO NO NO NO -

4.4 Step 4: Proposal of Data Model for the Selected Type of Evidence

In this part of the research, the proposed data model for change of address is con-
structed based on a combination of the most common attributes that were identified

through the examination of the review tables in Step 3.

The proposed form is designed for electronic use, because of the Union’s con-
temporary needs in the sector of public service delivery. The main goal is to present a
model that requires as few steps as possible to complete a registration of a change of
address, in order to facilitate the procedure for the end-users. Furthermore, the pro-
posed data model aims to remove the step of searching for the competent authority as
the core idea is to enable all European citizens to use one single online form that is linked
to a system (e.g. SDG and OOP) that receives the required data from the national popu-
lation registers whenever a person wants to register a new address through the digital

form.
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The proposal is that the digital form will be connected to the EU countries
through a system, as the SDG, that is linked to all member states’ national registries,
that will provide and receive the required data in order to register the new data in the
national registry of each country, thus, to achieve a higher level of interoperability
within Europe. For example, if a person is registered in the Swedish population register
and he or she wants to move from Sweden to Greece, the data provider would be Swe-
den and the data consumer would be Greece. In this case, Greece would ask for evidence
with specific attributes (with common metadata) that would be common for both coun-
tries in order to register the new address of the person that is moving from Sweden. The
data about the move would be registered in both counties involved. However, the legal
side of the person’s relocation is another part that is not involved in this process (right
to reside, residence card, and other similar procedures have to be performed apart from
the notification for the new address). The country to which the person moves is being
notified about his or her move and the data concerning his or her name, contact infor-

mation, and new address.

Furthermore, the goal is to reduce the need for manual validation, releasing the
users from the burden of searching the required evidence every time they want to re-
peat the same procedure or another that requires similar data. Also, the concept behind
the proposed digital form is that the users will not be obligated to be authenticated
through a national elD scheme because, as stated in “Chapter 2”, there is still a lack of
interoperability in cross-border public services and despite the existence of the elDAS

regulation, mutual recognition of the national elD schemes is not yet fully accomplished.

The proposed form is created based on the attributes that were identified as the
ones appearing more often than others in the pieces of evidence for a change of address.
Another proposed feature is for the form to appear automatically in the language of the
country from which the user enters along with an option to switch it to English. This
feature is inspired by the SDGR, which is suggested in the SDG interface should appear
in all official EU languages (Article 2, Paragraph 3, SDGR) (82).

Table 1.2 indicated that the most common attributes concerning the submitter’s
personal details included in the required evidence were: national identity number, fore-

name and surname, telephone number, and e-mail address.
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Therefore, the first part of the proposed digital form/process was constructed
based on the aforementioned attributes. A simulation of the proposed data model was
created in “Microsoft Forms”. The first box in the form requires the user’s national iden-
tity number (Image 1.3.1). The fact that a national identity number issued by a national
public authority is unique and identifies a person for life indicates that this number
serves as a way to authenticate a person in a country’s population register, as it is re-
quested both in administrational procedures that require physical presence and in
online procedures. Also, in many cases when a user enters a governmental platform with
an elD, his or her national identity number appears automatically (see in Appendix, Au-
tomated Online Process & Automated Online Process (Moving within Sweden)). Though,
national identity/identification numbers might have other meanings in different coun-
tries. For example, in Greece, the most common identification number is the tax identity
number, as it is required in order to request most public services (30). Another example
is Estonia, where the most common identification code required by a public authority is
an 11-digit number, which does not change for the individual’s entire lifetime. The num-
ber is created taking into consideration the sex and date of birth of the person. This ID
code allows the specific identification of a person in Estonia. Also, every individual work-
ing and/or living in Estonia can acquire a personal identification code (71). Last, in Swe-
den and in Finland, a national identity number is a personal identity/identification num-
ber that is issued from the first day of a person’s life (17,54). As a result, the form should
alter the requirements depending on the country from which the user fills in the form.
For example, if a person from Greece is about to fill in the form, the first box’s explana-
tion in the parenthesis should write “tax identity number” (Image 1.3.1) and if a person
from Sweden is about to fill in the form, the first box’s explanation in the parenthesis

should write “personal identity number” (Image 1.3).

However, in this case, the national identity number is not adequate to authenti-
cate a user. Thus, the proposal is that he or she should insert his or her e-mail address
in the second box of the form as additional information in order to be authenticated.
After inserting the national identity number and the e-mail, the user’s forename and
surname should automatically appear in the third box (Image 1.3.1). The proposal for
the name to appear automatically after the two first steps of the process was based on

the Swedish (see in Appendix, Automated Online Process (Moving within Sweden)) and
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the Finish online forms (see in Appendix, Automated Online Process). In the last cases,
the user is authenticated via a BankID or other types of elDs, and his or her personal
data, (full name, personal identity number -national identity number-, current address,
etc.) appear automatically. This proposed feature serves a dual purpose. The first is the
limitation of required steps to complete the process and the second is to avoid errors,
e.g., in case a user erroneously inserts a wrong digit when providing his or her national
identity number, the box that should automatically present his or her name would point
out the errorin order for the user to correct the given information and proceed with the
rest of the process. An additional reason for the proposal is to enhance user-centricity.

In other words, the goal is to recommend a process that is more user-friendly.

In the fourth box of the form, the user has to insert a unique code that he or she
would automatically receive, by the system operating behind the form, on his or her

mobile phone. (Image 1.3.1).

The unique code uses as an additional safeguard since the submitter of the form
does not use an elD provided by a private or public organization in order to be authen-
ticated. This type of electronic identities usually helps avoid any wrongdoing or fraud.
So, in this case, instead of the elD solutions mentioned above, the user’s electronic iden-
tity would consist of his or her national identity number, e-mail, full name, and unique
code, taking as a given that data as national identity number, e-mail, full name, and tel-
ephone number is already registered in a national database containing population data
and will be exchanged through the system that links the countries to each other. In other
words, the user would not log in to an organization’s elD application in order to be au-
thenticated. The identification of the user would take place after the combination of the
four aforementioned types of data (national identity number, e-mail, full name, unique
code). The proposal for the unique code was based on the e-services in Greece that can
be accessed electronically through being authenticated with a BankID (38). In the previ-
ous case, except for the authentication process through the BankID, the user also re-
ceives a unique code on his or her mobile phone to insert in order to be able to proceed

further with the e-service (2,31).
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Image 1.3

1. National Identity Number (Personal Identity Number) *

Enter your answer

Image 1.3.1

1. National Identity Number (Tax Identity Number) *

Enter your answer

2.E-mail Address *

Enter your answer

3.- DO NOT FILL IN THE BOX -

After registering your National Identity Number, your Full Name will appear in the Box below.
The system of the country that issued your national identity number will send the information
automatically.

Enter your answer

4.- DO NOT FILL IN THE BOX -
You will automatically receive a message on your mobile phone with a UNIQUE CODE. Please,
insert the Code in the Box below in order to continue.

Enter your answer

The second part of the proposed digital form/process requires that the user in-

serts the country from and to which he or she is moving (Image 1.4).

This part is based on the attributes identified in Tables 1.3, 1.4, and 1.6 about

the current/old address and the new address.

In this step, the user should select the country from which he or she is moving,

from a drop-down list containing all 27 member states of the European Union in
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alphabetical order, and then select the country to which he or she is moving, from a
similar list including an additional option -along with the 27 member states- called
“Same Country”. This option is placed on the top of the list to facilitate the process for

the user if he or she is moving to a new address within the same country.

Image 1.4

Country

5.Moving from: *

Select your answer

6. Moving to: *

Select your answer

Page 2 of 17 e

The third part of the form would not require the user to fill in his or her current
address (Image 1.5). The user’s current/old address should appear automatically in the
first box of this part. The suggestion is that since the user has already been authenticated
in the first part of the process, the data concerning his or her address should be provided
by the country in which he or she is registered. The reasoning is that the user’s data is
already registered in a national database and are provided through the abovementioned

system that is linking all member states to each other.

The only case the user would have to fill in information about the current address
should be if the data was mistaken or missing. This step was borrowed by the Swedish
and Finnish online processes for change of address. As can be seen in Images 1.1 and 1.2
the current address appears automatically after the user logs in to the platform using
his or her elD. Also, there are options for the correction of false or missing data.
Furthermore, the required data in this part were selected based on the attributes that

were identified as the most common ones in Table 1.4.
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Image 1.5

7.- DO NOT FILL IN THE BOX -
Your Current/ Old Address will appear in the Box automatically
The system of the country that issued your national identity number will send the information
automatically.

f the Address is incorrect, register your Current/Old Address in the Boxes below:

8a. Street Address

9. Street Number (and Letter(s), if any)

10. Postal Code

In the fourth part of the online form (Image 1.6) the user should fill in the new
address to which he or she is moving. The required data are street address, street
number and letter(s) -if any-, postal code, city, and moving date. These attributes were

selected based on findings from Tables 1.3 and 1.6.
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According to the findings from the tables mentioned above, the examined
evidence included the attributes previously mentioned. Data concerning street address,
street number and letter(s) -if any-, postal code and city/region was required in all
examined forms and processes concerning both moves within the same country and
abroad, however the date of move attribute was identified in fewer cases than the other

attributes.

Image 1.6

12. 5treet Address *

13. Street Number (and Letter(s), if

14. Postal Code *

16. Moving Date *

In the last part of the form, the user would be able to register all persons moving
together with him or her (Image 1.7). For example, if a family was moving to a new ad-
dress, one family member could register the move of all family members through the

same form (see in Appendix, Finland, Sweden, Estonia). Although, a requirement would
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be that all persons participating in the move should be moving to the same address. This

would apply both in cases of a move abroad and within the same country.

Moreover, this part was included in the form since Table 1.5 showed that a high
percentage of the examined evidences included an option to register a move concerning
other persons besides the submitter. Additionally, in this part, the user would be pro-
vided with two options, “yes” and “no”. If the person would be moving alone, he or she
should select the “no” option and submit the form to the system. But, if the person
would be moving together with other persons (including children) to the same address,
he or she should select the “yes” option and continue further with the process (Image

1.8).

Image 1.7

Persons Participating In the Move, Including Children

17.Moving with Other Persons (All Persons Must Be Moving to the Same Address) * [J;

m raEserll =

In this section (Image 1.8) the user should select from a drop-down list the num-
ber of persons moving together with him or her and continue to the next section of this
part to fill in the required data about the other persons (Image 1.9). This is a step, where
the user declares how many individuals participate in the move, to minimize the risk for
mistakes in the submitted data concerning the people that are moving. For example, if
the user declares that he or she is moving together with three other persons, and inserts
data for two people instead of three, then the operating system behind the form should

inform him or her about the mistake.
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Image 1.8

Persons Participating In the Move, Including Children

17. Moving with Other Persons (All Persons Must Be Moving to the Same Address) *

(@) Yes

'i‘N:)

18. Number of Persons Moving (do not include yourself) *

Select Your answer W

Page 5 0f 17 eo—

In this part (Image 1.9) the user should fill in the national identity number, fore-
name, surname, and e-mail of all persons moving to the new address. The combination
of data was selected based on two factors. The first factor was that these attributes
were identified in most examined forms and processes through Table 1.5 and the second

factor was that this data is the most common for identification of a person (Table 1.2).

Another proposal for this part of the digital form is that the people that are reg-
istered, as people that are moving together with the submitter, should receive a notifi-
cation (e.g. in their e-mail) before their data would be updated in the national registry

or registries if the move occurs across borders.

According to the answer provided in the previous part, the number of boxes that
appear in this part, to be completed, is adjusted. For example, if the user chooses two
in the previous part, there will be two sets of four boxes requiring national identity num-

ber, forename, surname, and e-mail address for both persons.
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Image 1.9

National Identity and Names of All Persons Participating in the Move, Including

'S -f\"../; ren

19. National Identity Number (Personal Identity Number or Tax Identity Number) *

Enter your answer

.Forename *

.Surname *

Enter your answer

.E-mail Address *

Enter your answer

In the previous part (Image 1.9), the submitter should fill in the personal details
of all persons participating in the move, including children. The “including children” op-
tion led subsequently to the following part presented in Image 1.10. If the move involves
children, it must be stated clearly in order for the user to fill in additional data, before

submitting the form.
Image 1.10

Minors

23. Does the Move Include Minors? *

Page 16 of 17
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Based on the Swedish, Finnish, and Estonian forms (see in Appendix, Sweden,
Finland, Estonia), the proposal here is that both parents must submit their data and be
notified in order for the children to be registered at the new address (Image 1.11). The
part concerning the consent of both custodial parties was inspired by the aforemen-
tioned forms. However, the part of the parent’s acceptance of the electronic notification
was added for practical reasons, as the legal basis about children that are moving is sig-

nificant and relevant in this case (78).
Image 1.11

Custodial Parents

Both custodial parents' details should be stated

Do not fill in your personal details if you are one of the custodial parents

The custodial parent(s) will receive a notification with the details of the move

The notification must accepted by the other party (custodial parent) in order to be submitted

24. National Identity Number (Personal Identity Number or Tax Identity Number) *

Enter your answer

25.Forename *

Enter your answer

26.Surname *

Enter your answer

27.E-mail Address *

Enter your answer

Consequently, the proposed data model (digital form) could assist (semantic) in-
teroperability, as it proposes a common data model, a piece of evidence, that can be
requested and used by all EU countries. This model comes together with specific attrib-

utes and a common interpretation of the exchanged data (common metadata), e.g., a
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common markup language, facilitating the exchange of evidence between the member

states.

Another advantage of the proposed digital form is that it could contribute to the
reduction of the need for manual validation, as the users are being exempted from
providing the public authority with various pieces of evidence in order to confirm their
identity and current (address) data. The personal details of the user are being validated
automatically as the data are directly being exchanged between the public administra-
tions at a national level or between the public administrations of different countries.
This could be particularly helpful in cross-border public service delivery as the procedure
does not require the physical presence of the individual that is requesting the service.
Furthermore, the users would be further enabled to access cross-border public services,
because choosing to register a change of address through the proposed form, would

exempt them from searching for the competent public authority to request the service.

Finally, the proposed data model could assist cross-border public service provi-
sion as the procedure does not require elDs provided by public or private organizations
as authenticators. Thus, the fact that mutual recognition of national elD schemes be-
tween member states is currently not fully accomplished does not affect the proposed

procedure.

4.5 Usability and User-Experience Questionnaire - Collected Data & Analysis

Furthermore, the proposed data model was presented to a non-random sample of peo-
ple reached through social media and by e-mail, together with a “Usability and user-
experience questionnaire” (see in Appendix, Usability & User-Experience Question-
naire), and screenshots of the evidence that were selected for examination (Swedish
“moving abroad” form, Finnish online “Posti” process, Estonian form, etc.) (see in Ap-
pendix, Finland, Sweden, Estonia, Greece). The form and questionnaire were answered
by 60 people in total. Additionally, the instructions given to the participants were to
quickly view the evidence included in the case study, that were sent to them, in order
to have a reference point before completing the online form.

The questionnaire consists of 17 Likert-scaled questions aimed to find out if the

form is considered to be useful and user-friendly. The following pages present the level
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of agreement of the participants with the statements concerning the usability, ease-of-

use, learnability, and degree of satisfaction with the form.

4.5.1 Usability Part

The percentage of people that agreed that the form gives them more control over the
registration process for a change of address was 82%, while the percentage of people
that answered that they were neutral towards this statement was 15%. However, peo-
ple that completely disagreed were only 3% (Image 2.1). Next, 73% of the participants
declared that the proposed data model makes easier the registration process for change

of address, while 12% neither agreed nor disagreed. Additionally, 5% disagreed that the

form makes the process easier at all (Image 2.2).

Images 2.1 & 2.2

Level of agreement with the statement Level of agreement with the statement
"“The form gives me more control over the registration "The form makes the registration process for change of
process for a change of address"” address easier"
m Strongly Disagree  m Disagree | Neutral Agree Strongly Agree B Strongly Disagree W Disagree m Neutral Agree Strongly Agree

Furthermore, the participants were asked if they agreed that the form is time-
saving. 80% of them agreed that the form saves them time, 8% disagreed, and 12% was
neutral (Image 2.3). They were also asked if the registration process through the form
was as they expected it to be, and 70% of them answered that it was, while a relatively
big percentage answered that they were neutral towards this statement, 22%, and 8%

disagreed (Image 2.4).
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Images 2.3 & 2.4

Level of agreement with the statement Level of agreement with the statement
"The form saves me time" "The registration process through the formisas|
expected it to be"

3

m Strongly Disagree ® Disagree ®m Neutral mAgree Strongly Agree  m Strongly Disagree ® Disagree = Neutral s Agree Strongly Agree

The last question concerning the usability of the data model was about the
usefulness of the form. The majority of the participants, 77%, answered that they agreed

that the form is useful, while 6% disagreed, and 17% neither agreed nor disagreed

(Image 2.5).

Image 2.5

Level of agreement with the statement
"The form is useful"

3%30,

W Strongly Disagree  m Disagree W Neutral Agree Strongly Agree

All the indicators concerning the usability of the form were generally high (over
70%). The lowest percentage (70%) was reached in the fourth statement (“the registra-
tion process through the form was as | expected it to be”), while the percentage of peo-
ple that neither agreed nor disagreed with the statement was relatively high (22%) as
well (Image 2.4). That could mean that the end-users expected that a digital form for
change of address would work differently or include other steps than the proposed ones.
However, the fact that the level of agreement was high for all statements could indicate
that the people that saw and tried the form were satisfied with the overall usability of

the form.
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4.5.2 Ease-of-Use Part

In this part of the questionnaire, the participants were asked if the form is easy to fill in.
The majority of participants, 87%, agreed that the form can easily be filled in, while 5%
of them disagreed, and 8% were neutral (Image 2.6). Furthermore, they were asked if
they agreed that the form is user-friendly. 80% of the participants agreed, 15% answered

that they were neutral towards this statement, and 5% disagreed (Image 2.7).

Images 2.6 & 2.7

Level of agreement with the statement Level of agreement with the statement
"The form is easy to fill in" “The form is user-friendly"

| Strongly Disagree @ Disagree  ®m Neutral = Agree Strongly Agree  m Strongly Disagree  ® Disagree ®m Neutral  ® Agree Strongly Agree

Additionally, 75% of the people asked, agreed that the form requires the fewest
steps possible to register a change of address, while 10% disagreed with the statement,
and 15% neither agreed nor disagreed. The participants were also asked if they agreed
that they can use the form without further instructions, with 78% of them answering
that they agreed, 5% that they disagreed, and 17% that they were neutral (Images 2.8
and 2.9).

Images 2.8 & 2.9

Level of agreement with the statement
“The form requires the fewest steps possible to register
a change of address"

Level of agreement with the statement
"I can use the form without further written instructions"

mStrongly Disagree  m Disagree  ® Neutral = Agree Strongly Agree  gstrongly Disagree  m Disagree @ Neutral  m Agree strongly Agree
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Last, in the same part, the participants were asked if they agreed that there were
not any inconsistencies in the form. 74% of them answered that they agreed with the
statement, while 22% of them answered that they were neutral, and the last 4%

answered that they found inconsistencies in the form (Image 2.10).

Image 2.10

Level of agreement with the statement
"1 do not notice any inconsistencies as I fill in the form"

W Strongly Disagree M Disagree MW Neutral Agree Strongly Agree

In this part, the level of agreement with the statements concerning the ease of
use of the form was generally high (over 74%). Nevertheless, for four out of five
statements the percentage of people that neither agreed nor disagreed marked over
15%. That could indicate that the overall ease of use of the form was considered
adequate. Moreover, the level of disagreement with the statement “the form requires
the fewest steps possible to register a change of address” was the highest (10%)
compared to all 17 statements. That could suggest that some of the participants

believed that the form included too many steps in order to be completed.

4.5.3 Learnability Part
Next, in the learnability part, 81% of the participants agreed that they fully understand

how to fill out the form quickly, while 12% were neutral towards the statement, and 7%
disagreed (Image 2.11). Furthermore, they were asked if they agreed that they would
easily remember how to use the form again, and only 57% agreed, while a significantly
big percentage, 38%, stated that they neither agree nor disagree and last, 5% disagreed
(Image 2.12).
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Images 2.11 & 2.12

Level of agreement with the statement Level of agreement with the statement
"I fully understand how to fill out the form quickly" “I easily remember how to use the form again”

| Strongly Disagree ® Disagree ® Neutral mAgree Strongly Agree  m Strongly Disagree mDisagree m®mAgree  m Neutral Strongly Agree

The last question of the learnability part was if the participants agreed that
learning how to fill out the form is easy. 85% agreed that it is easy, 13% were neutral

towards the statement, and 2% completely disagreed (Image 2.13).
Image 2.13

Level of agreement with the statement
"It is easy to learn how to fill out the form"

%
0% 13%

B Strongly Disagree M Disagree M Neutral mAgree Strongly Agree

The learnability part indicated relatively big differences in the level of agreement
with each of the three statements. The percentage of people that agreed that they
would easily remember how to fill in the form again was comparatively low as it reached
only 57% (Image 2.12). That could mean that the form was perceived as complicated or
difficult to be memorized. Additionally, a great part of the participants answered that
they were neutral towards the same statement (Image 2.12). That could imply that they
were not sure about remembering how they should fill in the form the next time.
However, the level of disagreement with the last statement of the learnability part (“it

is easy to learn how to fill out the form”) was the lowest compared to all 17 statements
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(2%), while the level of agreement reached 85%. That could mean that the participants
thought that the form has a simple and user-friendly layout that indicates clearly which

is the next step to follow.

4.5.4 Degree of Satisfaction Part

In this part of the questionnaire, the participants were asked if they were overall
satisfied with the form, with 86% of them agreeing that they were satisfied, 8% stating
that they were neutral, and 6% disagreeing (Image 2.14). Additionally, they were asked
if they would recommend the form to a friend. 88% of them stated that they would
recommend it to a friend, 7% were neutral towards the statement, and 5% disagreed

(Image 2.15).

Images 2.14 & 2.15

Level of agreement with the statement Level of agreement with the statement
"Overall, | am satisfied with the form" "I would recommend the form to a friend"

= Strongly Disagree mDisagree ®m Neutral mAgree Strongly Agree W Strongly Disagree ® Disagree ® Neutral mAgree Strongly Agree

Furthermore, the participants were asked if they agreed that the form works the
way they want it to work, and 81% of them agreed with the statement, 15% neither
agreed nor disagreed, while 4% disagreed (Image 2.16). And lastly, 85% agreed that they
feel that the form is essential whenever they want to register a change of address, while

11% were neutral towards the statement, and 4% disagreed (Image 2.17).

Images 2.16 & 2.17

Level of agreement with the statement
“I feel the form is essential whenever | want to register a
change of address"

Level of agreement with the statement
"The form works the way | want it to work"”

m Strongly Disagree ® Disagree ® Neutral m Agree Strongly Agree M Strongly Disagree  ® Disagree ® Neutral mAgree Strongly Agree
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Generally, in this part of the questionnaire, the level of agreement with the
statements, concerning the degree of satisfaction with the form, was the highest (over
81%) compared to the other three parts. Furthermore, the statement “I would
recommend the form to a friend” reached the highest level of agreement among all 17
statements (88%). That could mean that even though a number of participants thought
that some parts of the form could be different, they still believed that the overall
performance of the form was satisfactory. That might be true, taking into consideration

that 86% of them answered that they were overall satisfied with the form.

4.5.5 Age

Additionally, the pie graph in Image 3.1 shows that the majority of people that answered
the questionnaire were between the age 25-34 (48%). Next, the people from the age
groups 35-44 and 55-64 were each 17% of the participants. Furthermore, the
participants aged between 18-24 were 13%, while the lowest percentage belonged to

the age group 45-54 (5%). Last, no one over the age of 65 answered the questionnaire.

Image 3.1

Age Groups of the Participants

0%

EL

H18-24 25-34 m35-44 m45-54 HE5564 HE65+

Furthermore, four histograms present the level of agreement with four
indicative statements from each thematic part of the questionnaire, divided by age
groups. This part aims to gain further insight into what each age group believed about
the form.

In the first histogram, no one below the age of 25 or over the age of 34 agreed

that the form is not useful. While all age groups had a percentage of people that were
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neutral towards the statement. The majority of participants stating that they strongly
agreed that the form is useful were from the age group of 25-34. This might be because
the participants between 25-34 were the majority. However, no one from the age group

45-54 agreed strongly with the statement (Image 3.2).

Image 3.2

Level of agreement with the statement "The form is useful" & "Age" of the participants
30%
25%
20%

15%

10%

) I I I I I
RN N 1 .
55-64

23-34  25-34 1524 25-34 35-44 45-54 5564 1824 25-34  35-44 4554 5364 1824 25-34 3544

Strongly Disagree Neutral Neutral Neutral Neutral Neutral Agree Agree Agree Agree Agree Strongly Strongly Strongly Strongly
Disagree Agree  Agree  Agree | Agree

Next, the second histogram indicates that there are not any participants over the
age of 34 that disagreed that they can fully understand how to fill out the form quickly.
Additionally, all participants from the age group 45-54 agreed with the statement, while

a high percentage from the 55-64 age group agreed as well (Image 3.3).

Image 3.3

Level of agreement with the statement "I fully understand how to fill out the form quickly” & "Age" of the
participants

25%
20%
15%

10%

0%....... I | I

25-34 1824 25-34  18-24 25-34 3544 5564 1824 25-34 35-44 45-54 5564 1824 25-34 3544 5564

Strongly Disagree Disagree Neutral Neutral Neutral Meutral Agree Agree Agree Agree Agree Strongly Strongly Strongly Strongly
Disagree Agree | Agree  Agree  Agree

~

The third histogram shows that no one from the age groups 18-24, 45-54, or 55-
64 disagreed that the form is user friendly. However, only participants from the age

groups 18-24, 25-34, and 55-64 stated that they neither agree nor disagree with the
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statement. Additionally, there were participants from all age groups who strongly
agreed that the form is user-friendly, with the highest percentages belonging to the age

groups of 25-34 and 35-44 (Image 3.4).

Image 3.4

Level of agreement with the statement "The form is user-friendly” & "Age" of the participants

25%

20%
15%
'10%
i [ _
2534 | 3544 18-24 55-64 1824 2534 3544 45-54 55-64 15-24 2534 3544
Strongly Disagree Neutral Neutral Neutral Agree  Agree  Agree | Agree  Agree  Strongly Strongly Strongly Stromgly Strongly
Disagres Agres Agrea Agree Agres Agree

And last, the fourth histogram shows that only participants belonging to the age
group 25-34 were not overall satisfied with the form. Additionally, all participants
between 45-54 agreed with the statement. Last, the percentage of people that neither

agreed nor disagreed was low for all age groups (Image 3.5).

Image 3.5
Level of agreement with the statement "Overall, | am satisfied with the form" & "Age" of the
participants
30%
25%
200
15%

10%

5%
%II---IIIIlIIIII

23-34 2534 1824  25-34 3544 5564 1824 | 2534 3544 4554 | 5504 | 1824 2534 3544 5504

Strongly Disagree Neutral Meutral Neutral Neutral Agree Agree  Agree  Agree  Agree Strongly Strongly Strongly Strongly
Disagree Agree  Agree  Agree  Agres

However, the fact that the histograms are not followed by further statistical
analysis as hypothesis testing to find out if there is a relation between age group and
the level of agreement with the statements, allows only to describe each age group’s

level of agreement with the four selected statements (Images 3.2, 3.3, 3.4, 3.5).
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4.5.6 Comments & Questions Part

In the fifth part of the questionnaire, 28% of the comments left in the open-ended
question box were neutral with nothing further to add, 65% of the comments were
positive, while 1.7% of the comments were negative. Furthermore, 3.4% of the
comments were recommendations on the form, and 1.7% were questions about the
form.

Some interesting positive comments for the form was that “The form is very
user-friendly since the user can fill all the information required in a quick and easy way.
| didn't come up with any proposal for its further improvement, since it successfully met
my needs and expectations”, “The form is quite easy to use. The steps are clear and
understandable. The time needed to complete is very short. | totally recommend it.”, “I
strongly believe that this form is really useful for someone who wants to change his/her
address inside or outside a Member State of the European Union and it saves time.”,
“Simple and helpful”, and “Completely user-friendly, good layout”. However, the
negative comment that was retrieved from the answers was that the form is “unclear at
times”, while the recommendations on the form were that “It would be great if both
public and private databases would be updated” and that “If | had the opportunity, |
would like to change not only my address with this form but also all the contact info
from one country to another”. And last, the only question posed was “Why and for what
the form is used”.

The positive comments suggest that the form is easy to use, user-friendly, and
simple. The only negative comment was that the form is not clear about its
requirements, while the question also shows that the form was unclear. Last, the
recommendations implied that the form could be improved or used for supplementary
purposes by adding functions.

Allin all, the collected data indicated that the proposed data model is perceived
as effective, user-friendly, and useful by the vast majority of the participants. However,
there is no clear indication that the level of acceptance towards the proposed data
model is related to the age of the user. This could be examined in the future with further
statistical analysis. Also, the user experience and usability of the form can be further
investigated through focus groups in order to detect which functions of the digital form

could become more efficient.
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5. Conclusions

In conclusion, Europe seems to be heading towards the digitization of the European Un-
ion. The Digital Single Market (DSM) strategy significantly focuses on improving eGov-
ernment and cross-border public services. In most cases, cross-border public services
require electronic transactions with public administrations. For example, when a citizen
requests a public service from another country than the one in which he or she is lo-
cated, usually the only channel to request the service is the digital one. Consequently,
the absence of available online cross-border public service delivery hinders citizens and
businesses from easy access to public services across borders. Interoperability between
EU countries, at all levels, is a prerequisite for effective cross-border public services and
eGovernment in general. Hence the Union is leading all the efforts towards this direc-
tion. One of the most remarkable European initiatives for improved interoperability be-
tween EU members was the adoption of the European Interoperability Frameworks
(EIF). These frameworks aim to guide the member states to implement interoperable
ICT solutions based on guidelines that are common for all countries in order to enhance
interoperability between them. The most recent EIF suggests that the countries should
focus on four layers of interoperability, organizational, technical, semantic, and legal.
Except for the EIF, cross-border interoperability is assisted by the European Interopera-
bility Strategy (EIS), the European Interoperability Reference Architecture (EIRA), the Eu-
ropean Interoperability Cartography (EIC), and other similar initiatives. Moreover, all
these initiatives are supported by the ISA? Programme (Interoperability Solutions for
Public Administrations, Businesses, and Citizens) that works as an enabler for the devel-
opment of digital solutions for the Union.

Another European initiative towards the digitization of the DSM was the adop-
tion of the Single Digital Gateway Regulation (SDGR) in 2018. The SDGR stipulates that a
list of 21 essential administrative procedures will be available entirely online in all Euro-
pean members by 2023. Additionally, another part of the SDG is the Once-Only Principle
(O0P), which provides the option of reusing and sharing data and documents supplied
previously by European citizens and businesses to a country’s public authority. Moreo-

ver, a number of real-life pilots have been launched in the context of the Once-Only
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Principle Project (TOOP) and the Digital Europe for All (DE4A) project during the last
years, aiming to reinforce and examine the real-life application of the OOP Technical
System under the SDGR while assessing the effect of innovative technologies and their
advantages in relation to the OOP.

Furthermore, Electronic Identification (elD) and Trust Services are significant
drivers for cross-border public service delivery. The elDAS (electronic identification, au-
thentication, and trust services) regulation was adopted a few years ago to provide a
common legal framework for European members to mutually recognize national elD so-
lutions, so citizens and businesses would be able to be seamlessly identified in other
countries when requesting a cross-border public service.

The objectives of the case study were formed considering the gaps and problems
in cross-border public services, cross-border mobility mainly for citizens, and interoper-
ability between countries at all levels. The first objective was to find out how eGovern-
ment is evolving in the EU, and what is its current state, its weaknesses, and its achieve-
ments. The literature review indicated that the Union has undertaken various initiatives
concerning eGovernment both at the national level and across borders. For example,
the “EU eGovernment Action Plan 2016-2020" is a political instrument that supports the
digitization of European public services, aiming to reduce and avoid new digital barriers
involved in the process of digitizing the European Single Market. The Action Plan estab-
lishes various principles on which the member states’ future eGovernment initiatives
should be based. Furthermore, the eGovernment performance in each member state is
monitored every year in the eGovernment Benchmark reports. The eGovernment
Benchmark reports for 2018, 2019, and 2020, compared to each other, indicated that
eGovernment experienced an upturn. All top-level benchmarks (user-centricity, trans-
parency, cross-border mobility, use of key enablers) have been significantly increased in
two years, while the gap between more technologically developed countries and the
countries that were left behind was drastically improved as well. However, despite the
improvement, cross-border mobility has been the lowest indicator of the four. Cross-
border mobility is higher than before but still remains low. Moreover, all reports showed
that citizen cross-border mobility is lower than business cross-border mobility. That sig-
nifies that moving from one European country to another is harder for citizens than for

businesses.
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The second objective of the research was to discover how common data models
or common metadata for evidence exchange between public administrations, in the
context of electronic cross-border public services, could assist interoperability between
EU member states. This goal was mainly met through the construction of the proposed
data model and the findings in Chapter 4 and secondarily from the literature review in
Chapter 2. The assessment of the findings in Chapters 2 and 4 indicated that common
data models or common metadata in evidence are essential for interoperable systems,
as the evidence exchanged between the member states carry only the necessary data.
Additionally, the evidence arrives together with common metadata so that the country
receiving the evidence can automatically interpret the carried data. Therefore, incom-
patible ICT systems that interpret data differently often hinder interoperability. Also,
different countries involve different attributes in evidence required to complete an ad-
ministrative process.

Consequently, a data model including only the common attributes identified in
the evidence used in each country could serve as an effective semantic solution that
would assist interoperability. For example, the data consumer country would ask the
data provider country for specific data about the submitter of the request for the ser-
vice. Furthermore, this data would be exchanged and interpreted automatically for both
parties involved in the process, enabling, in this way, interoperability between them.

The third objective was to find out how automated evidence exchange between
the EU member states could reduce manual validation for European citizens and facili-
tate their access to cross-border public services. This goal was met in Chapter 4, through
the findings and proposed data model, that indicated that automated exchange of evi-
dence significantly reduces the need for manual validation as the users are being ex-
empted from providing the public authority with various pieces of evidence to confirm
their identity and current data. The data concerning the user is validated automatically
as it is directly exchanged between public authorities.

The fourth objective of the research was to construct the data model, which was
previously mentioned, as a proposed semantic interoperability solution. The proposed
data model is a digital form concerning the registration process for a change of address.

The creation of this electronic form aims to present a proposal for improvement of
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semantic interoperability between public administrations and to facilitate citizens to
register online a change of address with the fewest steps possible to complete the pro-
cess.

The data model was constructed and presented to a group of people in order to
validate its usability to an extent. The people that tried out the proposed digital form
answered a questionnaire concerning their experience with the form and its usability.
The overall results were encouraging as the majority of participants stated that they
were overall satisfied with the form and that they would use it and recommend it to a
friend. The percentage of people that were not satisfied with the form was extremely
low. Nevertheless, the reasons for some peoples’ dissatisfaction with the form could be
investigated in the future, through focus groups, in order to detect potential errors and
improve the functions of the form.

The barriers encountered in the research process were mainly related to time-
limitations and difficulty in accessing useful information about the case studies. The lim-
itations in finding online available information about administrational procedures oc-
curred because most online services required national elD schemes in order to access
them. Thus, identifying procedures from every EU member would be extremely time
consuming. Another issue was that many forms for change of address that were found
during the research process were, in most cases, only available in the language of the
country from which the form was retrieved. An additional problem was that many of the
evidences retrieved from each of the examined countries were significantly different
with each other. This issue was identified both in compared evidence from the same
country and from other countries.

A suggestion for future work related to this case study could be to improve the
proposed data model by examining the attributes in evidence from all member states.
Likewise, further functions could be added, so that the proposed data model could serve
additional purposes besides the registration of a new address. And last, the form could
be adjusted in order to be used in other countries than the 27 member states of the EU,
e.g. Europe’s 27+ countries.

All in all, despite the European initiatives, cross-border public services are yet

very limited, as there is still a lack of interoperability between countries at many levels.
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However, the pan-European coordinated actions aim to solve persisting interoperability

issues that undermine the public service delivery across borders.
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Appendix

eGovernment Benchmark 2018

Image 4.1

Figure 3.1: Overall eGovernment performance in Europe on the top-level benchmarks (biennial 2016+2017 averages)

Source: eGovernment Benchmark 2018 (5)

eGovernment Benchmark 2019

Image 4.2

Malta Cyprus

Figure 3 1: Overoll eGovernment Benchmark scores (2018 biennial averages)

Source: eGovernment Benchmark 2019 (6)



eGovernment Benchmark 2020

Image 4.3

Numbers (growth in last 2 years, eg +10 percentage posts)

Figure 1.1 Overall country performance (2019 biennial average + growth compared to two years ago)

Source: eGovernment Benchmark 2020 (7)



Finland

i Automated Online Process

Images 5.1, 5.2, 5.3, 5.4, 5.5, 5.6, 5.7, 5.8, 5.9 present the Finnish online process for

change of address. (Source: https://www.posti.fi/changeaddress/) (57)

Image 5.1
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Notification of change of address
NapakoAovBnon apyétepa  Kowvoroinon

Change address online

www.changeaddress.fi
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P o 001/430 = L Youlube =+

Image 5.2

Notification of change of address
o,

Home Cards and Letters Parcels Services Online Prices and Instructions Posti’s Services Online Shop

AUTHENTICATE YOURSELF TH RE E S M ALL STE PS

The Posti username v
Usemname: 1. Have your online bank codes ready. You will need them to verify your identity in
the first session
2 Select your online bank in the menu,
Password: 3. Proceed according to the Instructions.

1o obtain up-to-date information, benefits and deals
> How can | obtain an account? E LI h A\
— 2 [ Ari/
password?
| Netpostl Special Your Mall Online Shop

S
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P 0367430 B¢ Youlube =r


https://www.posti.fi/changeaddress/

Image 5.3

Netposti

R ... [E—_—

(=)

Fixed-term forwarding

Online Shop. Your information
» Froni page

Suomeksi P4 svenska

You can notify both Posti and
the register office about your

Mail delivery intermption

Nearby Mailbox

Name Terttu Tellervo Testinen
Address Postintaival 7 A, 00230 HELSINKI
E-mail

Sahkopostiosoite puutiun
+ Add a parallel address # Edit contact detaits

Foodback

Product forms and
condbons.

Payment methods and
dokvery restrictons

= £ Youlube
Image 5.4

-
Notification of change of address o
MapaxohovBnen apyétepa Kowomoinon
» To Postl and the register office
Only to Posti
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Image 5.5

[ V) »

NapakoAouBnon apydtepa Kowvomoinon

Notification of change of address

‘What is the address you are moving from? *

f\Postintaival 7 A, 00230 HELSINKI
Enter address in Finland

Enler address abroad
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P O 1:00/430 B £ Youlube =+

Image 5.6

(L) -

NapaxohoiBnon apyétepa  Koworoinan

Notification of of address

What is your new address?

® Enter address in Finland
Street adaress *
Tikkurilantie 148
Postal code *
1
Announcing a clo for Posti

Enter addross abroad

MEPIZZOTEPA BINTEO

B2~ Youlube Sr

Image 5.7

+ Front page Suomeksi Pa svenska

Change of address and Move Mail Service 1 month

Start date: *
Change of address and Move Mail Service 12 months.
Fixed-term forwarding - — —

Change of address Price: - €

e

MNEPI )TEPA BINTEO

2=t~ Youlube =7




Image 5.8

Notification of change of address © -

MapaxohovBnon apyétepa Kowvornoinon

#,Permanent change of address
Temporary change of address

Start *

MNEPIZZOTEPA BINTEO

2= £ Youlube

Image 5.9

ion of change of address

« Permanent change of address.

Temporary change of address.

Start

3.6.2016
Personal identity number Name First name primarily used Occupation
281288.8883 Terttu Tellervo Testinen Tettu 3

Domicile after moving * Telephone during the day

® Municipality in Fintand

040123456789
Vantaa v E-mail address
terttu@testinen.fi
1 am moving to live abroad permanently
Additional information for the register office
Type of residence: *

Tenant I
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ii. Moving to another address, when already living abroad PDF Form

OVVOS. ( 8G_en_ 1201

Image 5.10
NOTIFICATION E2E
DIGI- JA VAESTOTIETOVIRASTO Change of address for a person livin 3
DIGITAL AND POPULATION DATA STRVICES AGERCY abroad when registered in the Finnis [ d
population information system
Thig forrn should not be used when someons s moving Submit the form and its sppendices to the Digital and Population Data
abmoad from Finland or from abroad to Finkand. Services Agency: dvw.flicontact-information. If the notificaton concems

a Finnish citizen, you can subrmit the form and (s appendices to a Finnish
diplomiatic mission of send it 10 the foliowing address: PL 168, Fl-60101
SEINAJOKL, FINLAND

PERSONAL DETAILS

Finnish personal identity numbser. If there |8 not one, date of birth in the format: dd_mm.yyyy |Fote|mm5mwan narmes)

Sumarnes (Familyname) and Former Swmames

Email address [l allew my e-mail address o be entered in
==the Population Information Systam

(Finnish personal identity numbser_ If there (s nat one, date of birth In the format: dd_mm yyyy |Fote|mm5mwan narmes)

Sumarmes (Familyname) and Former Sumames

Email address [) ! allow my e-mail address to be entared in

=lthe Population Information Systam

Finnish personal identity number. If there (s not one, date of birth in the farmat: dd_mm.yyyy |Form51m\lan nammes)

Sumarnes (Familyname) and Former Swmames

Email address [} alkow my e-mail address 1o be entared in
==the Population Information Systern

(Finnish personal dentity numbser. If there (2 nat one, date of birth In the farmat: od_mm.yyyy IForms{Gwan Nammes)

Samarnes (Familyname) and Former Swmames

Emall address [ allew my e-mail address o be entered in
=lthe ion Information Systermn

ADDRESS ABROAD

Old street address ahroad

Postal code | Post office lt‘.uunny.lsmne

Maw sireet addrass abroad

Postal code / Post office |t‘.uunny.lmane

MIGRATION DATE AND PERMANCE OF RESIDENCE

(Date of move We Ive abroad
] permanently. We are not resident in Finland. [ ] temporarely. We have a municipality of residence in Finland.

Reason for the temporary stay abroad and any addtional information for the Local register office®

DECLARANT'S DETAILS AND SIGNATURE

E-mall {work) Telephone Mumber Duning Office Hours™
E-mall {home) Telephone Mumber Evenings™
Place and date Signatwre and danfication of signature

*  Additional information for the registration authority: Pleass state the purpose of temporary stay abroad and other necassary informnation
{e.g.) werking abroad for not longer than one year, studying, kving abroad for less than a year, service in a Finnish embassy or & consulate,
developrment project. or misssonany work absoad ). You can also spedfy some ofher addiional informaton.

** Telephone numbers are contact information and will not be registered thraugh this form.



Image 5.11

DIGITAL AND POPULATION DATA SERVICES AGENCY

Provision of information on the processing of data in the Population
Information System in accordance with Article 13 of the EU General Data
Protection Regulation

Mame of register: Population Information System

Data controller and contact information: Digital and Population Data Services Agency and State Department of Aland.
Digital and Population Data Services Agency, www.dw_filcontact-information, lelephone (switchboard) +358 235 536 000,
email kifjaamo@dvy.fi.

State Department of Aland, Torggatan 16 B, PO Box 58, AX-22101 MARIEHAMN, telephone +358 18 635 270, email
infof@ambatsverkeat.fi

Data protection officer: Contact details of tha Data Protection Officer at the Digital and Population Dala Services Agency:
tiatosucjai@dvy fi. The contact dedails can also be found at: hittps:idww fifielosuoja.

Purpose and legal basis for processing of personal data: The Population Information System is maintained by virtue of the
Act on the Population Information System and the Cerlificate Services of tha Population Register Cenlre. The Population
Information System is maintained to facilitate, implement and ensure society’s functions and information services as wall as the
rights and obligations of its membears.

Disclosure of data: Information listed in the Act or Regulation will be disclosed to state and municipal authorities as will
information necessary for the perfarmance of their statutory or required duties. Individuals or communities are given access lo
data from the Population Information System when they need this informalion to exercise their rights and fulfil their obligations.
Data can also be disclosed for the purposes of direct marketing, opinion and market surveys, address services, updates of
cuslomer registers, historical or scientific studies andfor olher comparable purposeas.

As arule, the dala contained in the Population Information System is not disclosed to parties outside the ELL

Personal data retantion period: Parsonal data containad in the Population Information System is retained permanantly with
the exception of information on casas whare social sarvices have taken a child into care, which is delated when the child is
returned 1o his or her parent or whan the child turms 18, and information on a foreign cilizen's residence parmit, which is deleted
when tha parson recaives Finnish citizenship.

As the information contained in the Population Information System is retained permanently, you do not hawve the right o request
that your data be ramoved from the system.

Access to data: You have the right to know what information that applies lo you is stored in the Population Information
Syslem. You can check your own personal dala at www.suomi.fi'your-data. You can also check your data by visiling one of the
local units of the Digital and Population Data Services Agency or the State Depariment of Aland in parson, or in writing by using
a farm o request that your data be checked.

Corraction of data and limiting the processing of data: You have the right to request correction of any incorrect data on you
in tha Population Information System. The request for cormection must be submitted to the Digital and Population Data Sarvices
Agency or the State Deparimant of Aland. You cannot demand a restriction of the processing of your data while the request for
carrection is pending.

You, as a data subject, can submit the fallowing data by signing into your own data at www.suomi_fityour-data: mother tongue
and communication language (if your mather longue is a language other than Finnish or Swedish), profession, preferred given
namea, e-mail address, prohibitions on the disclosure of data (with the exception of ordars of non-disclosure for personal safety
reasons) and resignation from a religious community.

Right to object: You do not have the right to opposa the processing of your data in the Population Information System, as tha
datla is processed pursuant to the law. However, you hawve the right to prohibit the data controller from disclosing your data
contained in the Population Information system for the purposes of direct adverlising, distance selling and other direct
markeding, market ressarch and opinion surveys, public ragistors or gonealogical research. You can prohibit the disclosure of
your address as an address sarvice. You can submit prohibitions on the disclosure of personal data to the Digital and
Population Dala Services Agency or tha State Depariment of Aland in tha web service www_suomi filyour-data after you have
logged in, or by phone or in writing. For more information and the relevant forms, go o the website of the Digital and Population
Data Services Agency al www.dvy fi.

A prohibition on information disclosure is register-specific. In ather words, a prohibition registered in the Population Information
System will not be relayed to other registers such as the postal service, and, for this reason, you must submil a prohibition on
the disclosure of data separately for each register you want it to apply to.

Right Lo ranaler dala o anoller ayatem: As processing of dala in the Population lnfeomation Systen is bazad on Une law
and dost nol require your conzenl, you do nat have the right 1o have yeur parcenal dala transferred in electronie farmal fram
the Population lifomation System o another ayatem.

Right to lodge a complaint with the supervisory authority: The data subject has the right o lodge a complaint with the

supervisory authority regarding the processing of their personal data. The complaint is submitted to the supervisory authority:
Ofice af the Uata Frotection Umbudsman, FU Bax BUD, FI-0USZ1 Helsinki, email: etosuojajgiom.fi.

Source: https://dvv.fi/en/digital-and-population-data-services-agency (15)



Sweden

i Moving within Sweden PDF Form (SKV 7845)

i
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Image 6.1

Flyttning inom Sverige M
é’h Skatteverket An}:nt:ilang g

Datum

2kloka biankstisn t

Skatteverkets inldsningscentral
FE 2001

203 76 Malmo

Kontrollera att blanketten ar ratt ifylld och skriv under den. Under Upplysningar finns
viktig information om hur du skriver under. Skicka sedan in den till Skatteverkets
inldsningscentral. se adress ovan. Din nya adress &r anmald férst nér du har skrivit
under anmalan och den har kommit in fill Skatteverket.

Observera: Har du anmaélt dig till tjidnsten "Sparra obehdrig adressandring” ska du i
stillet fir den har blanketten anméla din nya adress i e-idnsten pa Skatteverket se.

Personnummer och namn pa alla som flyttar, inklusive barn
{Om radema inte racker anvander du en fill blankett)

Personnummer (AAAAMMDD-NNNN) Namn

Bostadsadress efter flyttning

Galuadress, NUMMmer och bokeiay Lagenheisnummer

Fostnummer ‘Pmn

HyresvardFastighetsagare/inneboende hos (ange namn och telefonnummer)

Faslignelsbesecaning

InfyEningsdatum (AALE-W-DD) ARemaiivi anial manader
Den nya adressen berdknas galla D 1ills widare

Underskrift

Pa sidan 2 av blanketten finns viktig information om hur blanketten ska skrivas under. Las den innan du skriver under.
Underskrit Lindersirif

Namnfortydligande Namnforydigande

Tedetan, daghd (Fven rkinummer) Telefon, dagiid (aven ritnummer)

Mejlatress Me|ladress

Underskret Lindersinn

Namntartydiigande Namnfartyalgande

Tedefan, daghid (3ven rkinummer) Telefon, daghid (3ven Akdnummer)

Mejladress Melladress
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Image 6.2

Upplysningar

Skriv under blanketten och skicka den till adressen som stir pa framsidan.
Observera: Om du har anmalt dig till tjinsten Spirra obehbrig adressandring kan

du inte anvanda den hér blanketten. Anmal i stallet din nya adress med hjalp av
e-legitimation pa www.skatteverket.se i tjiinsten for flyttanmalan_

Varfor ska du anmala flytt?

Mar du gor en flyttanmalan registreras din nya adress i
Skatteverkets folkbokforingsregister. Detta innebdr

att banker, sjukhus och myndigheter far information

om din nya adress. Det ar darfor viktigt att det finns ratt
uppgifter om dig i Skatteverkets folkbokfGringsregister.
Det kostar inget att gora en flyitanmalan.

Om hela familjen flyttar

Anmal flytt fér dig sjalv och dina familjemedlemmar
som bor pa samma adress. Om ni flyttar till olika
adresser ska ni fylla | en blankett fér varje ny adress.

Gor anmdalan senast en vecka efter flytten

Gdr anmalan innan du ska flyfta, eller senast en vecka
efter att du fiyttat. D& géller din nya adress fran den
dag du flyttar in. Om du gor flyttanmalan senare &n en
vecka efter flytten galler din nya adress fran den dag
som anmalan kom in fill Skatteverket.

Om du flyttar utomlands

Den har blanketten ska du bara anvinda om du flyitar
inom Swverige. Om du flyttar utormlands ska du fylla i
blanketten Anmélan - Flyttning fill ulandet (SK\ T885).

Bostadsadress efter flytten
Skriv adressen som du ska fiytta till.

D som ar inneboende eller hyr ldgenhet | andra hand
ska inte ange c/o (care of) i din flyttanmaélan. Du ska

i stillet se till att ditt namn finns pa dérren och pa
posthoxen i entrén om det finns en sadan. Om du
anger cfo kommer detta inte att registreras hos
Skatteverket.

Lés mer pa www._pts se.

Lagenhetsnummer

Du hittar lgenhetsnumret pa ditt kontrakt. Numret
ar fyrsiffrigt och kan dven finnas i husets enire eller
pé ditt postfack. Om din ldgenhet saknar lagenhets-
nummer skriver du antalet trappor och sedan

*TR" {trappor). Du kan ocksa skriva "BV (botten-
vaning) eller "NB" (nedre botten).

Fastighetsheteckning

Har skriver du fastighetsbeteckningen. Om du bor i
hyresratt far du fastighetsbeteckningen avdin hyres-
wird. Om du har en bostadsratt eller villa star den i
kipebrevet.

Underskrift

Har ska alla som flyttanmé&lan galler och som har fylit
18 &r skriva under blanketten. F&r personer som inte
har fylit 18 ar galler faljande:

- Barn som inte har fyllt 16 ar
Vardnadshavaren ska skriva under far barn som inte
har fyllt 16 &r. Om barnet har tva vardnadshavare ska
bagge skriva under.

- Barn som har fyllt 16 3r men inte 18 ar
Barn som har fyllt 16 &r men inte 18 &r kan anfingen
skriva under sjalva eller sa kan deras vardnadshavare
géra det (bada vardnadshavarma om barmet har twa).

Observera: Varje person, cavsett alder, ska bara
skriva under en gang.

Observera!
Du kan inte limna nagra meddelanden pa den hir sidan
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ii. Moving Abroad PDF Form (SKV 7665)

Image 6.3

f Flyttning till utlandet

\..'F
) -
on Skatteverket Anmiilan
Blanketien sands il
Skatteverkets inldsningscentral
FE 2005
205 76 Malma
Upplysningar - se sidan 2.
Blanketten 3r avsedd fir den som ska
bo wtomlands under minst et ar.
Namn pé Fullstincigt name (Hikaisnamnet siryks under} Personnummer
den flyttand
loch alla
imedfaljande
familje-
medlemmar
Nuvarande |“==""
adress i = prre—
Sverige e
Datum, Utre gediatum Land {vi fytining BN nordiskt kand anpes Sven komemun)
adress i prm——
utlandet m.m.| “" =
Vistelsens Visteizens |Angd (EerSknad varansghet) Ange ticl
lingd [T et r eser mer [lannan
5
avsikien Awslkien med visieisen (arbele, shudier e.d.)
med
visielsen Arbetsghvare under visfeisen wiom iands (namn och adress)
mom.
Fastighet slier bostas | Svarige som efier ufySringen Ags elier Srhyrs etekning) Fastigheienmostaden
[Ags [Iramyrs
Tye av bostad | uiiandet
- |_IPensionat, hotelle.d. [ |Farhyrd Iagenhet eller wila_ || Egen Igenhet eller vila_ [ Annan typ av bostad
- Un Krift Db och underskrift
- ders|
(For barn
2 underskrift
av bada
& vardnads-  [Nemrstcydigands Telefon cag8d (Sven rkinummer}
havarma)
& Dtum och underskft
=]
§
g Namrssrtydigande Tedefon cagsd (Awen rEnummer}
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Image 6.4

Upplysningar

Om du fiyttar frén Sverige fr att bo utomlands under
minst ett ar ska du senast en vecka fore utresan
anmila detta till Skatteverket. Om uiresan stilks in eller
skjuts upp anmaler du detta till Skatteverket senast den
tidigare uppgivna utresedagen.

Samtliga famijemedlermnmar som omfattas av anmalan
ska tas med pa blanketten. Om utrymmet inte racker
till anw3nds flera blanketter. Mar anmalan omfiattar bam
under 18 ir ska vardnadshavaren skriva under an-
milan. Ar bada farildrama virdnadshavare ska bada
skriva under anmalan. Barn som fyllt 16 ar far

sjdlva underieckna anmalan.

Dwu biir registrerad som utfiyttad fran Sverige i folkbok-
foringen om du ska bo utomlands under minst ett ir.
Om du bor bade i Sverige och utomlands kan det
innebira dubbel bositining. Din folkbokfdring beddms
da med hansyn till samiliga cmstindigheter

Du som &r utsand fér anstilining pa utiindsk ort i
swenska statens tjanst ska fortfarande vara folkbokford
i Swerige under denna tjianstgdring. Samma sak galler
fir medfiljande familjemediemmar.

Vid ﬂyrhinp till annat nordiskt land registreras du som
utfiyttad fran Swerige nar du registreras i det andra
landet.

Om du ska bo utomlands under kortare tid n ett ar
och vill ha din post fill annan adress an din bostads-
adress, kan du gora anmalan fill Skatteverket om
sdrskild postadress pa blankett Anmalan - Sarskid
postadress SKV 7844,

Observera ait du infe nddvandighds upphdr atf vara

skatiskyldig i Sverige ndr du avregistreras fran folk-

bokfonngen. De uppgifer som [Emnas § utfiytnings-

anmdian kan komma att anvandas wid beddmningen
av evenfuel shatiskyidighet.

Du kan inte Iamna nagra meddelanden pa den har sidan.

0BS! ]
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Moving to another address, when already living abroad/remain a voter PDF
Form (SKV 7842)

Image 6.5
P
gi"jh Skatteverket Ny adress/réstléngd fér utvandrad |
Anmalan

Las frst bifogade upplysningar.
Blanketten skickas 1l
Skatteverkate InEsningscantral
FE 2001

205 76 Malmd

Personuppgifter (Ar utrymmet inte tillrickligt kan Sven baksidan anvdndas)

Personnummer (AR MBIDD-3000) Fullstandigt namn (var god texta)
Adress
|| My adress. Fyll den nya adressen nedan. Dmar | rostiEngaen
oo

Utdeiningzadress

Crt, regicn elier Iknande

Land iskrfv landets svenska pamn}

Underskrift Underskrift

\nderskret Uncerskrift
Namnarycllgands [var go texta) Namnmorydlgarce {var god Exia)
Teiefon, dagtid (&ven fkinummer} Teietan, daglid {8ven dkrummer)
E-postadress E-postadress

Myndighetens anteckningar (Fylls i manuellt)

-13-
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Image 6.6

_‘_\_k_g’h skatteverket Upplysningar om ny adress/rostlangd fér utvandrad

Du kan anvanda Ny adress/ristlingd fir utvandrad (SKV 7842) om du ar uiflyttad fran
Swerige (utvandrad) och vill

- anmaila ny adress nar du flyltar under vistelsen i utlandet eller

- anmala dig till ristiEngd.

Fiir dig som har anmilt utvandring registrerar Skatteverket din adress i utlandet. Du
behéver dirfor bara anmila om du byter adress i utlandet eller om du efter 10 ars vistelse i
utlandet vill vara kvar i rostlangden.

Detta galler om rostratt for svenska medborgare bosatta i utlandet
Far att fa résta maste du vara med i rastingden. Réstratten galler vid val till riksdagen och fill
Europapariamentet samt till landsomfattande folkomrdstningar.

Du kommer automatiskt med i ristiangden i tio & fran dagen fir utvandringen fran Swerige om du
- dr svensk medborgare

- har fyilt eller fyller 18 ar senast pd valdagen och

- har flyttat utomlands.

Det ar uppgifter om persocnnummer, namn, adress och medborgarskap | Skatteverkets
folkbokfdringsdatabas 30 dagar fare valdagen som ligger till grund fir réstiangden.
Valmyndigheten sander ristkort tl den adress som finns registrerad fior dig.

Det upprittas en ny rostiangd infér varje val och har du varit bosatt i utlandet | mer @n tio ars tid,
maste du sjEl anmala att du vill vara kvar i ristiangden. En ny tinarsperiod startar om du
anmaler ny adress i utlandet eller anmaler att du vill vara kvar i rostidngden.

Flera personer i en familj kan samtidigt gdra anmalan om ristidngd och anmala ny adress i
utlandet pa blankett SKV 7842

Anmalan ska vara skrifthg och ha kommit in till Skatteverket senast 30 dagar fire valdagen, fir
att galla vid det valet.

Yiierligare information om folkbokfiring och adress i utlandet finns pa Skatteverkets webbplats:
www _skatteverket se. Har du fragor ring Skatteupplysningen pa telefon 0771-667567 {inom
Swerige) eller +46 B 584 851 60 (frin utlandet).

Mer information om val och réstritt finns pa Valmyndighetens webbplats www.valse.

84 hir fyller du i blanketten

Texta tydligt pa blanketten efiersom uppgifterna I3ses maskinellt. Det &r Sven vikfigt att alla
uppgifter 3r fullstindiga och kormekta.

1. Personuppgifter

Har fyler du i svenskt personnummer och namn fir samtliga familjemediemmar som gar
anmaélan. Kom ihdg att ta med sekelsiffran i personnumret.

Teex. =3 har

Personuppgifter (ir utrymmet inte tilrickligt stort kan dven baksidan anvandas)

Fersonmummer (AAALMMDD-0000 Fuilstarcigt namn ¢var god och texta)
19770602-2386 Maria Larsson
19780321-2393 Fer Jansson Larsson

-14-



iv. Automated Online Process (Moving within Sweden)

Images 6.7, 6.8, 6.9, 6.10 show the first three steps of the Swedish online process for
change of address.

Images 6.7 & 6.8

Anmal flyttning inom Sverige 0

1.5tart

Dina nuvarande uppgifter

Folkbokforingsadress & 150 388 "
[ M == 11
70 10 Uppsala Anmal flyttning inom Sverige o

Folkbokforingsdatum
2016-04-20

Fastighetsbeteckning
Kummgimist 47:1 Personer som ska flytta

1. 2Personer

Du kan anmala fiyttning for foljande personer som ar
folkbokforda tillsammans med dig. Markera de personer
som ska fiytta. Kiicka i rutan vid Personnummer om alla ska

fiytta

Vill du anmala fiyttning till ny bostad gar du vidare till
nasta steg.

(D rersonnummer  Namn
Du som flyttar till lagenbet ska ange ditt

fyrsiffriga lagenhetsnummer nar du skriver in (/] || { |
din nya adress. Lagenhetsnumret kan finnas pa ® | ] [ ]
ditt hyreskontrakt eller kopebrev. Du kan ocksd
13 det av din hyresvard eller
bostadsrattsforening.
Nasta >
< Féregiende Avbryt
Nasta >
Images 6.9 & 6.10
T @ ssoskatieverketse s .
Anmal flyttning inom Sverige °
Inflyttning
1. 2. 3.Nyadress
Inflyttningsdatum *
m
Ange ny adress
* Obligatoriska uppgifter Adressen galler. )
© Tills vidare

Gatunamn och pr *
© Antal manader

Postnummer *

Postort * Kontaktuppgifter

Fyll garna | dina kontaktuppgifter. D3 kan vi ta hand om ditt
Lagenhetsnummer drende snabbare om vi har ndgra fragor.

Telefonnummer

Fastighetsbeteckning /
E-postadress

Fastighetsdgare '

Nasta >
Inflyttning

Source: https://www.skatteverket.se/servicelankar/otherlanguages/inenglish.4.12815e4f14a62bc048f4edc.html (62)
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Estonia

i Notice of Residence PDF Form

Image 7.1
e e e e
E [ ——— hoed,
vermid el rins e
NOTICE OF PLACE OF RESIDENCE Completed by the official:
(Please complete in block letters) Notice of residence No.
Date of arrival
1. SUBMITTER
2. ADDRESS OF THE NEW PLACE OF RESIDENCE
sfirte coumly parish ov city, towr, village

posteode |
street or farm, houwse mummber, ot mmmber

1 submit the new place of residence regarding myself _I 1 submit the new place of residence regarding anather person (other persans) I
1 you submit details regarding only your new place of residence, continue from section 5.
1 you submit details also regarding the place of residence of other persons, continue from section 3.

3. OTHER PERSONS WHOSE ADDRESS OF PLACE OF RESIDENCE 1S CHANGED
(details of the person submiiting the notice of place of residence do not have to be entered again)

1

2

3

1 you submit details regarding a miner, continue from section 4, otherwise continue from section 5

4. CONSENT OF THE OTHER PARENT WITH THE RIGHT TO CUSTODY OF MINOR(S)

forst mame strmame personal identification code signiature
5. RIGHT OF USE OF THE RESIDENCE*

L am the (joint) owner of the residence | continue from section 7

L am attaching the lease contract [] continue from section 7
The owner of the residenceis providing his or her consent to the notice of place of residence, or U] continue from section 6

L am submitting the consent of the owner on a separate paper || continue from section 7
Other basis for use of the ressdence ] continue from section 7

6. CONSENT OF THE OWNER OF THE RESIDENCE (completed by the owner of the residence or his or her representative)

1 confirm that [ agree with the entry of the details regarding the place of residence of the above | in the Population Register.

residence owner's first name surname personal identification code sigmature

7. VALIDITY OF THE DETAILS OF THE PLACE OF RESIDENCE (completion is voluntary)

The start date of the validity of the details of the place of residence is the date of receipt of the notice of place of residence by the rural
municipality or city government, however, if you wish you can state another start date of the validity of the detalls of the
place of residence as follows:
1) in the case of a place of residence in Estonia - up to 14 days before the actual date
2) i the case of a place of residence in a forelgn state - up to 14 days before the
actual date of up to 30 days after the actual date dte
As a citizen of the European Union, the European Economic Area (except for Estonia) or the Swiss Confederation, upon settlement in
Estonia I would like to state the known date of departure from Estonia and the address of the place of residence in a foreign state

time of departure from Estonia  addres of the place of residence in o foreign state (at least the state)
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Image 7.2

8. ADDITIONAL DETAILS Take the nurnber af the person from section 3 on the previous page

Person submitting
the notice of place PERSON 1 PERSON 2 PERSON 3
of residence

E-mail

Telephone

Additional sddress

Cowplete if you also live i other place of
residence than the one shated in fection 2

Complete if you arrived in Estonia from abroad
Thae previous place of residence abroad (ar kase the
state) ard the timse of departere to that state from
Estonita

Complete if you have a personal identification
code of a foreign state

The state that issied the persosal ddesitificatton code
aricd the persoial idestification code

Nationality
The sationality with which jou dssoctate ywursel§
ethnically and cudtierally the miost

Naitive anguage
The bavigeicgpe: it you lesrnt in early childhood o
the first largige, and Bie ovie that you know best

Highest level of acquired education
Wirite at least one mnber from the following:

AD Less thwt prisary edication

Al Privary ediccation

A24 Lower secondiry general edication

A25  Lower secondary vacational edication

A3 Upper secondary general ediscation

A35  Upper secondary vacationsl edication - - B -

A4 Post-secondary non-tertiary vocational
exducation

A5 Shon-cyck tertiary edication

An  Bachelor’s or eqietvalent level

A7 Master’s or equivalent level

AR Duwctoral or equivalent level

9. SIGNATURES

Lhereby confirm that the details submiited by me are correct, and | am aware that these details will be entered into the Population Register.
Lam aware that submission of false details is punishable.

duie

sigmature

ubrmitter of the moti; 1 2 3
:fphmofiﬂ'd'e::!u person prrson persan

* Explanation of section 5

1. If you have a document certifying the right to use the residence (e.g. a contract for bease ). consent of the owner of the residence does not need 1o
T alace B0 The inrice o [\lx?n{r\mnm

1 Ifyouare not a jolnt cvner, submissdon of detalls of o joinily cwned resldence requires consent of all jelnt owners or thelr represcntatives. If the
jeant owners concluded an agreement regarding the use of the residence. a document cerufying such agreement can be amtached instead of ther
Lonsent.

3 Comsent of the owner of the residence or o decument certifylng the rght to use the resbdence ls aot requined if you submis the addiess of o
Fediakonee holanging s mily member (5 @ Vane crusiie nF i) oF the addeec af o placs ot reaidonse lneatd ahed

4. Other bases for the use of the redldence cain lachade, for exaniple the persenal right to use the resldence &2 & family meinber.

Source: https://www.eesti.ee/en/housing-and-environment/services-related-to-housing/registering-

residence/#additionaladdressesinthepopulationregister3 (18)
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Greece

i. Solemn Declaration for Change of Address PDF Form

Image 8.1

ME THN YIIEY®YNH AHAQZH ITOY AKOAOY®EI ME THN OITOIA AHAOQNETE THN
AAAATH AIEYOYNEIHE ZAL OA IIPEITEI NA KATAGEZETE:

1. Zoppodmo evowiaong karowiag

2. Aoyapraopd nhextpodotnong 1) 0dpevong 1) mhepaviag (yua Wik katokia)

Ze mepinmaon nov guvofeveiots Ba npéne va vnofdariete Yoetfovn AfAaon tov atopon now
oag gilofevel pe emMEOPOPEVO TO YVHOLO g vIoypapn)s Tov pali pe Aoyapaopo
nhextpodotnong f Bpeuong 1 ALPOVIAE OTo OVOpPT To.

Image 8.2
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YNEY®YNH AHAQIH
[GpBipo 8 M.1835158E)

H axpifein mov arorgeisy mos vroPdliovim pe aurd m Sl propel v eheyyBel pe faon to apygeio dkey wmpemidy (dpipo §
map. 4 M. 1591986)

nPOZ!:

O — H Oviop: | Eminvupa: |

Oreopn ko Etrisyupo Narépa

Creopn ko ETrisupo Mnmépac:

HpE; ik -

Témog Méwnong:

Apifipde Aeitiow Tourdmnrog: | TnA: |

Témog Karoikkes: | OB | |Po|B: | | TK: |
Loy HAEKTD.
Tayubpopsiou

Ap. Tnhsopmorinmoy (Fax): {Email}:

Mg atopir pou Ui Kl YpiovTad Tig kupwatid ™, mou TpoBAimoyTal amd nig SiaTdbag e map. 6 Tou pBpou 22 Tou M.
1599/1985, SnAuwa dm:

(¥moypopr)

(1) Avaypdepena armd Tow evBiapepdpeve Trakite f Apxd ) ) Ynpegia rou Snpdaiou Topda, Tou ameudlvenal f aitnan.

(2) Avaypapenal ahoypapue.

{3) »Omooyg ev ywilog Tou Srhuve @eudd yeyowdTa ) apveita ) aniosplTTe Ta aAnBied pe Lyypogn umedBuvn Sijhwan Tow
CAIEPALL B TIGUMXEITON (16 AR TORACIGOTTON TOMOA (INUGIY O 0 OTORITIOG OUTy Ty TIOECOIY MEOTTENE W TROMTINNITE oo
EOUTAY TOU f OF GAAOV MEpOBTIOKS Spedog BAGTITOVTAL TRitow f oreTreue va Bhaye dhiav, Tpwpsitm pe kaBepEn pExp 10 enaw.
(4) EE MepiTTwon avEMGPKEDS XWoOoU f SNAWEN TuveX(ETa OTny mow ouwn TS Kol UToypageTal amd Tov dnholvia f my
OrhoOD.

Source: https://www.apdattikis.gov.gr/wp-content/uploads/2014/08/4-ypefthini-dilosi-allagis-
katoikias.pdf
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ii. Solemn Certificate Declaration for Alterations in Registry Data/Tax Registra-
tion (M1) PDF Form

Image 8.3
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Image 8.4

OAHMEE

I. FEMIKEE NAHPOGOPIET

. To gvrumo M1 AfAean SndSoons A® M. ko MoTookngn Aropses Troogeluee oupnknouseTon o £vo aveiruns pdvoy ond Suosd Mpdowno. Fmo.
WD ToN oy M oG ) T WO, KOS T i), ERMp SO G ToU . Ko ey B umed Buvng SAluoang Tow ML 155985,
& O evBEiEIG Nou Dgopolv TO MECOTIKA STOME TOU MiWOKD 0. CULMANSGEATE NEVTOTE JE KEFAAAIA YRauporn [MEpdyacea, Ypoge
Fres ), gl cunm oess
# e gheg me evwdelfne mou mnqtp-tw!u O TG OTI 0L OTUEsARCTON OEIBENMKG 1) NUERT oo o pivag pe 360 ek Ko To ST ue oo pa
oy, 10219968 )

& TaTs wpupa FTT=S, irecwyTEn e T Ynrgmaia,
2. Te éveuno ouTtd UMGBARAETA) Grd To SHAGUVTE § Tov vigijio, KT e pirrae, wsdund Tou aToy Gl TpaaTaEe TE &.0Y, Tou Tonau
RETORIAE Tou, SEHE VI T AmcSace) A M. ko s i A e oma avengia To. EFSaEnKe, o Tous KaTel kel

EE e Mol une fARAETE T A O, Karvosisirs EELITE 3 K0l KOt STrs e rmean) l'DILI'PHb I By tsina Mo oMoy T o ol oo Toime | ame ERuTepikd
TV 28 CY T i 00 2 KT G 350 T

2. To @vrumo M1 AdkoaTy AndSoary: A9 M. ko MeTafokrs ATopkey T oy UvonopalAe T e Ak | EvasEne At rofodry; Ep iy Sumkoi
Mpzoenou CrmmBsuparia, droe nord my Tvopin Cpyaondy o Sy oTepsimm A8 M. walus erlors nal oo nepdrruen Tou TR Reuon PuaiHod
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Usability & User-Experience Questionnaire

Section 1

1.Below you are presented with a list of statements about the usability of the form for
registering a "Change of Address".

Please, indicate to what extend you agree or disagree by checking the appropriate op-
tion next to each statement. (Strongly Disagree, Disagree, Neutral, Agree, Strongly
Agree)

i. The form is useful.

ii. The form gives me more control over the registration process for a change of ad-

dress.

iii. The form makes the registration process for change of address easier.
iv. The form saves me time.

V. The registration process through the form is as | expected it to be.

2.Below you are presented with a list of statements about the ease of use of the form
for registering a "Change of Address".

Please, indicate to what extend you agree or disagree by checking the appropriate op-
tion next to each statement. (Strongly Disagree, Disagree, Neutral, Agree, Strongly

Agree)

i The form is easy to fill in.

ii. The form is user-friendly.

iii. The form requires the fewest steps possible to register a change of address.

iv. | can use the form without further written instructions.

V. | do not notice any inconsistencies as | fill in the form.

3.Below you are presented with a list of statements about the learnability of the form

for registering a "Change of Address".
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Please, indicate to what extend you agree or disagree by checking the appropriate op-
tion next to each statement. (Strongly Disagree, Disagree, Neutral, Agree, Strongly
Agree)

i. | fully understand how to fill out the form quickly.

ii. | easily remember how to use the form again.

iii. It is easy to learn how to fill out the form.

4.Below you are presented with a list of statements about the degree of satisfaction
with the form for registering a "Change of Address".

Please, indicate to what extend you agree or disagree by checking the appropriate op-
tion next to each statement. (Strongly Disagree, Disagree, Neutral, Agree, Strongly
Agree)

i Overall, | am satisfied with the form.

ii. | would recommend the form to a friend.

iii. The form works the way | want it to work.

iv. | feel the form is essential whenever | want to register a change of address.

5.Please, leave some additional comments and/or questions about the "Change of Ad-

dress" form.

i Enter your answer

Section 2

Demographics

6.Age
i. 18-24
i. 25-34
iii. 35-44
iv. 45-54
v. 55-64
vi. 65+
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7.What is your profession?
i.  Studying
ii.  Working
iii.  Unemployed

iv. Other
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