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Abstract 
 
The principle assaults on a Wireless Sensor Network (WSN) essentially influence 
the uprightness and accessibility of the data gathered, for example, Deni-al of 
Service, Blackhole, Wormhole, and assault on the data being transmitted. Privacy 
is not an important security objective because the data caught by the sensors are 
typically not delicate or mystery from individuals. A remote sensor organizes 
applied to shrewd metering frameworks might be adequately powerful as far as 
robotization and adjustment of the information that is gathered, however, if the 
system doesn’t have satisfactory security, both the client and the organization 
offering the support might be influenced by assaults on the respectability and 
accessibility of the data transmitted. This research proposes the use of MESH 
encryption techniques and Star topology to find the best combination that meets 
the requirements of a Smart Metering System. 
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