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Abstract 
The ability to analyze data quickly and transform it into ac-
tionable information is vital for information superiority. 
However, the amount of available data is increasing and 
the time to make decisions is decreasing. There is too 
much data for humans to sift through and filter for decision 
making, so computer automation is necessary. 

The Extensible Markup Language (XML) offers a partial 
solution by providing a syntactic standard for data ex-
change. The Tactical Assessment Markup Language 
(TAML) is an XML vocabulary for exchanging undersea 
warfare tactical data. However, the meaning or semantics 
of the data is unknown to the machine processing the data. 

The Semantic Web is a set of technologies designed to add 
semantic information to data for machine processing. The 
technologies consist of several components, including a 
common syntax for data exchange, common semantic rep-
resentation, and a common ontology language. Reasoning 
engines also apply algorithms to the data to infer useful in-
formation and present it to decision makers. Sophisticated 
Semantic Web tools and techniques are rapidly emerging. 

This paper provides a case study in adding stronger seman-
tic content through application of Semantic Web technolo-
gies to XML-based languages such as TAML. The lessons 
learned will help enable systems to extract useful, action-
able information from a number of distributed, autono-
mous, heterogeneous information sources and bring the 
armed forces closer to a knowledge-aware Global Informa-
tion Grid (GIG).   

Problem Overview 
In the military, as in business, the ability to analyze data 
quickly and transform it to obtain actionable information 
is vital for information superiority. However, the amount 
of available information is increasing and the time to 
make decisions is decreasing. There is too much data for 
humans to sift through and filter for decision making, so 
computer automation is necessary. Incompatibilities in 
data models, lack of facilities for capturing the meaning 
or semantics associated with such data, and a lack of 
means for processing semantic information hamper the 
ability to automatically process the quantities of data into 

information that is vital for conducting military or business 
operations. 

The Semantic Web is a set of technologies designed to 
add semantic information to data for machine processing. 
The technologies consist of a common syntax for data ex-
change, a common semantic representation, and a common 
ontology language. The Extensible Markup Language 
(XML) provides the common syntax for data exchange 
(Hunter et al. 2003). The Resource Description Framework 
(RDF) provides a common semantic format for representing 
the relationships between resources or real-world entities  
(Hjelm 2001). The Web Ontology Language (OWL) is used 
to build models that explicitly define the concepts in a do-
main (Lacy 2005). Finally, reasoning engines can be applied 
to the data in an ontology to infer useful information and 
present it to decision makers (Pan 2004). 

The Global Information Grid (GIG) is the Department of 
Defense’s net-centric information environment of the future 
(Winters and Tolk 2005). The GIG is expected to provide 
valuable real-time decision making information on demand 
to operational commanders to achieve information superior-
ity. The GIG will provide a global net-centric system for 
processing, storing, managing, and transporting information 
to support the DoD in peacetime and during times of con-
flict.

Information superiority is the capability to collect, process 
and analyze a flow of information while denying an enemy's 
ability to do the same. Information superiority is vital in 
current battle spaces. Surveillance and intelligence tech-
nologies have made data abundant, but information superi-
ority still faces major challenges in exchanging data among 
different sources and in analyzing the overwhelming amount 
of data available to provide a richer picture of the battle 
space (Hayes-Roth 2005). 

In our research (Childers 2006), summarized in this paper, 
we investigate how available Semantic Web technology can 
be exploited to address the information superiority chal-
lenge. We first select a target domain where Semantic Web 
technologies can be applied to enhance information superi-
ority. Then we investigate the application of those technolo-
gies to the data exchange and data analysis problems, pro-



viding examples for converting an existing XML docu-
ment to RDF, for creating an ontology for the target do-
main and for applying rules to the ontology for reasoning 
about the data. Finally, we look at the lessons learned and 
assess the potential of the Semantic Web for extracting 
useful, actionable information from a number of distrib-
uted, autonomous, heterogeneous information sources. 

Selecting a Target Domain for Evaluation of 
Semantic Web Technologies 

In targeting a domain for implementation of Semantic 
Web technologies within the GIG, ongoing work of the 
Undersea Warfare XML working group (USW-XML 
WG) led to the selection of the Undersea Warfare com-
munity as the target domain.  The USW-XML WG is an 
open working group registered as a Department of De-
fense (DoD) Community of Interest (COI) working to 
improve interoperability in the Undersea Warfare com-
munity by designing common XML vocabularies for data 
exchange (Brutzman and Grimley 2006). 

The USW-XML WG produced its first XML vocabu-
lary, the Tactical Assessment Markup Language (TAML), 
for representing own ship and target tracking information. 
TAML is expected to benefit command and control sys-
tems such as the USW Decision Support System, Anti-
Submarine Warfare Tactical Assessment System and the 
Carrier Tactical Support Center. 

Adding Semantic Web technologies to XML languages 
such as TAML should bring the armed forces closer to 
information superiority and a knowledge-aware Global 
Information Grid (GIG). This will be accomplished by 
providing the mechanism whereby the overwhelming 
amount of data available can be analyzed more effectively 
to provide a richer picture of the operational space. 

Applying Semantic Web Technologies to 
TAML

We next look at the process for applying Semantic Web 
technologies to TAML as a step toward developing appli-
cations that will help achieve information superiority.  
First, we address the issue of providing a common 
framework for data exchange in the GIG. Then we look at 
adding Semantic Web technologies to that framework to 
enable automated analysis of the vast quantities of data to 
provide actionable information to the operational com-
mander.  

Using XML for Data Exchange in the GIG 
Central to the strategy for enhancing system interoperabil-
ity and thereby achieving information superiority is the 

use of XML for data exchange throughout the GIG. XML 
provides a framework for describing and structuring data 
without restricting the terminology.  The syntax of XML 
vocabularies is defined unambiguously which allows many 
processors to consistently parse and analyze all documents 
which conform to the associated schema. Data interoperabil-
ity will support data sharing in the Undersea Warfare do-
main and is expected to improve command and control, ex-
ercise assessment, operational analysis, modeling, simula-
tion and tactical innovation. 

The USW community uses various weapon and informa-
tion systems to gather information about a battlespace to 
make tactical decisions. Many of these systems are stove-
piped systems that were not developed with interoperability 
in mind. The current approach to achieving interoperability 
among systems is to hard-code one-to-one mappings be-
tween systems, but the number of mappings needed grows 
geometrically with the number of systems. TAML provides 
a standard XML tagset for exchanging tactical messages 
between systems.  Each system only needs to map to and 
from TAML for use as a common exchange language. Us-
ing an intermediate language such as TAML as an external 
model reduces the number of mappings needed from N(N-1) 
to 2N. 

Adding Semantics to TAML to Enable Automated 
Data Analysis 
The TAML schema provides common terminology and a 
common syntax for representing tactical information but 
does not provide machine-interpretable semantics for the 
domain. A TAML Contact Classification Ontology was cre-
ated to evaluate the expressive capability of OWL-DL 
(OWL constrained to Description Logic constructs), the use 
of tools for creating an ontology, and the capability of rea-
soning engines to use facts contained in the ontology to de-
duce new information about the domain. During the devel-
opment and testing of the TAML Contact Classification 
Ontology, several limitations of OWL-DL were exposed 
that will be discussed below. 

The Semantic Web Rule Language (SWRL) was used to 
add rules to the ontology in order to overcome some of these 
limitations (SWRL 2006). SWRL is currently in the World 
Wide Web Consortium (W3C) Recommendation Phase and 
thus is not yet a complete specification. Although SWRL 
rules were defined for the ontology, current Semantic Web 
reasoners are unable to interpret and execute them due to the 
relative newness of the language. However, due to the in-
creasing adoption of Semantic Web technologies, reasoner 
support is improving rapidly. 

During the development of the TAML Contact Classifica-
tion Ontology, we investigated a number of ontology mod-
eling tools and reasoning engines, focusing on Protégé-
OWL (Protégé 2006) and RacerPro (RacerPro 2006) for 



evaluating the expressive capability of the TAML Ontol-
ogy and the reasoning capability of the reasoning engine 
when applied to a tactical problem. The OWL ontology 
modeling tool, Protégé-OWL, provides a framework for 
explicitly defining the semantics of a domain and pro-
vides a plugin architecture for building applications 
around an ontology. Protégé-OWL hides the specific syn-
tax of the OWL tags and instead presents a graphical user 
interface for defining concepts and properties. The Racer-
Pro reasoning engine is used to ensure the ontology is 
consistent and to infer information about the instance data 
input into the ontology. 

Converting TAML to RDF 
The amount of tactical data available in the armed forces 
is staggering and requires automation in order to be proc-
essed and queried quickly. RDF provides a powerful 
mechanism for cataloging, retrieving and querying data 
(Powers 2003). RDF enhances XML by representing data 
with explicit semantics. Serializing TAML as RDF adds 
semantic information to TAML, enabling increased auto-
mation for finding and querying data while maintaining 
the interoperability advantages of XML. 

The serialization of TAML documents as RDF/XML 
allows for the explicit definition of the relationships be-
tween resources in a machine-interpretable format. Once 
TAML is serialized as RDF/XML the data can be inserted 
into any document without losing any of its meaning 
since the meaning is no longer defined by the structure of 
the document.  

The RDF/XML serialization of data enables data from 
several different domains to be combined and queried as a 
single data source.  A user querying the data needs infor-
mation about the names of the resources or properties 
being queried but does not need any knowledge about the 
ordering of the data within the document. 
Representing TAML Resources. TAML documents are 
tactical messages that describe events like tracking opera-
tions and entities like platforms and contacts. The events 
and entities are described as elements within the TAML 
instance documents and become resources in the 
RDF/XML serialization. Within the TAML vocabulary, id
attributes are used to uniquely identify entities or ele-
ments like Operation, Event, Platform, and Contact as 
shown in Figure 1.  

Figure 1.  Fragment of TAML XML illustrating the 
use of id attributes. 

Unique names must be created for the information con-
tained in the RDF/XML document from the existing infor-
mation in the TAML XML document. Figure 2 shows a 
subset of a TAML RDF/XML document which demon-
strates how a unique name was created for operations, plat-
forms, and other elements identified in TAML with an id 
attribute.  

Figure 2.  Fragment of TAML RDF demonstrating how 
unique names are created for operations. 

The entity type in the subset above is Operation and the 
TAML id is T001. The unique name identifying the entity is 
a concatenation of the file pathname, the entity type, and the 
id number. The file pathname ensures the name is unique 
even if an operation in another TAML instance document 
has the same TAML id attribute. This pattern of forming 
entity names by concatenation is maintained for all elements 
identified with id attributes within the TAML vocabulary.  

TAML does not use id attributes to uniquely identify all 
elements. For example, in Figure 3, Configuration and 
Track are child elements of element Platform and do not 
contain their own TAML id attribute, relying on Platform's 
id instead. Figure 4 shows the convention for creating 
unique names for elements that do not have id attributes. 

Figure 3.  Fragment of TAML XML showing child ele-
ments as properties of their parent element. 

The patterns used to name the specific resources de-
scribed within the TAML instance documents ensure the 
names are unique internally and externally to the document. 
The patterns also add consistency to the naming convention 
to make querying resources simpler for applications.  

<Platform id="HMSFLAG"> 
 <Name>Victory</Name> 
 <Configuration> 
  <ConfigurationItem id="CFGFLAG"> 
   100 Guns 
  </ConfigurationItem> 
  <ConfigurationItem id="CMDFLAG"> 
   Capt. T. M.Hardy 
  </ConfigurationItem> 
 </Configuration> 
 <Track>...</Track> 
</Platform>

<rdf:Description
rdf:about="http://usw.xml.wg/
Trafalgar.xml/OperationT001">
 <taml:Name>Trafalgar</taml:Name> 
</rdf:Description>

<Operation id="T001"> 
 <Name>Trafalgar</Name> 
</Operation>



Figure 4.  Fragment of TAML RDF showing how 
unique names are created for elements without unique 
id attributes. 

Representing TAML Predicates. Many of the elements 
within TAML are used to describe their parent elements. 
Any element that describes its parent becomes a predicate 
in the RDF/XML file. Figure 5 illustrates a series of child 
elements describing the element Contact.

Figure 5. Fragment of TAML XML document show-
ing child elements which describe element Contact. 

The elements DateTimeGroup, Position, Course, and 
Speed are characteristics of the Contact with an id of x20,
so each of these elements becomes the predicate of a tri-
ple describing the resource ContactIDx20 as shown in 
Figure 6. The taml prefix references the TAML name-
space which is used to uniquely identify the TAML vo-
cabulary elements. The prefix precedes each property, 
since the property terms are defined in the TAML vo-
cabulary. The XML also includes the attribute sensor-
Code, which describes ContactIDx20, so it also becomes 
a predicate in the RDF/XML serialization. 

The above steps are duplicated to create the predicates for 
each resource within the RDF/XML document. The TAML 
vocabulary acts as a prototype for the RDF semantics. Since 
the semantics of the TAML vocabulary are not defined by 
the schema, the meaning of the elements has to be inter-
preted by a human and translated to a set of RDF triples. 
The RDF/XML file states the parent/child relationships of 
the TAML hierarchy as explicit property relationships, 
which are understandable by machines. Predicates or prop-
erties are the linking mechanism used to illustrate relation-
ships between objects and other objects or between objects 
and literal values. 

Figure 6.  Fragment of TAML RDF showing child ele-
ments as properties of their parent class Contact.

Representing TAML Objects. The object of an RDF/XML 
triple is either a literal value or another resource with a 
unique identifier. The RDF/XML serialization of TAML 
contains objects that are literals and objects that are re-
sources. The objects that are also resources are further de-
scribed within the RDF document by their own triples. 
When the document is parsed, these objects are linked to the 
statements describing them by creating a graph structure of 
logical chains where the object of one triple is the subject of 
another triple.  

The TAML Schema defines data types for the data stored 
within certain elements. The elements that store text or data 
are redefined as properties describing their parent element in 
the TAML RDF/XML serialization. The data stored within 
the element is redefined as the object of the property with a 
literal value. Figure 7 illustrates converting TAML XML 
element data to RDF literal objects. The objects are high-
lighted in bold text to illustrate the consistency within the 

<rdf:Description
 rdf:about="http://usw.xml.wg 
 /TAMLExample.xml/ContactIDx20"> 
 <taml:sensorCode> 
  Active 
 </taml:sensorCode> 
 <taml:DateTime> 
  2005-05-12T14:00:0Z 
 </taml:DateTime> 
 <taml:Position> 
  Absolute Position 
 </taml:Position> 
 <taml:Latitude> 
  22.12345 
 </taml:Latitude> 
 <taml:Longitude> 
  -121.123456 
 </taml:Longitude> 
 <taml:Course>0</taml:Course> 
 <taml:Speed>0</taml:Speed> 
</rdf:Description>

<Contact id="x20" sensorCode="Active"> 
 <DateTimeGroup> 
  <DateTime> 
   2005-05-12T14:00:00Z 
  </DateTime> 
 </DateTimeGroup> 
 <Position> 
  <AbsolutePosition> 
   <Latitude> 
    22.12345 
   </Latitude> 
   <Longitude> 
    -121.123456 
   </Longitude> 
  </AbsolutePosition> 
 </Position> 
 <Course>0</Course> 
 <Speed>0</Speed> 
</Contact>

<rdf:Description
 rdf:about="http://usw.xml.wg/ 
  Trafalgar.xml/PlatformHMSFLAG"> 
 <taml:Track  
  rdf:resource="http://usw.xml.wg/ 
  Trafalgar.xml/TrackPlatformHMSFLAG" 
 /> 
</rdf:Description>



change. In the RDF/XML serialization below, the triple 
object remains a literal value. 

Figure 7. Comparison of XML serialization (above) 
and RDF serialization (below) of literal objects. 

Within the TAML vocabulary, many elements describe 
other elements. In RDF the relationship between these 
elements is explicitly defined by a triple. The parent ele-
ment is the subject of the triple and the child element is 
the object of the triple. The property of the triple is the 
relationship between the two elements.  

The name of the child element describes the relation-
ship; therefore, it becomes the predicate of the triple as 
shown in Figure 8. The triple in Figure 8 states that 
EventX2 has a PlatformRef with the name 
http://usw.xml.wg/TAMLExample.xml/Platformx5. The  

Figure 8. Illustration of a resource as an object in 
TAMLExample.rdf. 

object of the triple is the specific entity that is related to the 
subject. Since the object is a specific entity with a unique 
identifier, it is further defined within the document. The 
ability of RDF to define resources as objects of statements 
allows for linkage of entities throughout the document and 
creates complete semantics. When the document is parsed, 
the linkages are mapped out to allow quick processing, un-
derstanding, and querying of the document. 

TAML documents serialized as RDF/XML can also pro-
vide instance data for a knowledge base which can be que-
ried or reasoned upon. An ontology is used to add context to 
the data explicitly defined in the RDF/XML document.  

Creating a TAML Ontology 
Once data is explicitly defined, machines still need context 
information about the domain in order to understand how to 
process the data to obtain valuable information. An ontology 
was created for a subset of the TAML vocabulary focusing 
on contact information. The TAML Contact Classification 
Ontology provides a semantic model of a Contact where 
each statement about a Contact has only one explicit inter-
pretation, thus reducing ambiguity and enhancing machine 
interpretability. The ontology, along with the RDF/XML 
TAML documents, increases automation by providing a 
machine-interpretable knowledge base. 

The original TAML XML Schema provided the concept 
and property names which are explicitly defined by the 
TAML Contact Classification Ontology. Human interpreta-
tion was applied to the schema to determine which elements 
represented concepts and which elements represented the 
properties defining those concepts. The ontology focuses on 
explicitly defining the concept of a Contact by defining the 
properties a Contact may have and by dividing the concept 
Contact into five different subclasses: HostileContact,
FriendlyContact, NeutralContact, SuspectContact and Un-
knownContact.

After defining the major concept, Contact, each of its 
subclasses was defined as shown in Figure 9. For example, 
one definition of HostileContact is any Contact which is a 
military aircraft and has a hostile country code. If a Seman-
tic Web reasoner encounters an instance of Contact which 
meets the criteria of any definition it will sub-classify the 
Contact as a member of the corresponding class. The sub-
classification of a Contact is inferred information about the 
data which is added automatically to the asserted informa-
tion. Machines are able to sift through high volumes of data 
and classify instances more quickly than humans. Similar 
definitions are added for each subclass of Contact to create 
a proof of concept for classification reasoning using the 
Semantic Web. 

The ontology was tested by populating individual in-
stances with data that met the criteria for each definition 
written. An example test case defines the country code of a 

<Event id="x2">  
 <PlatformRef idref="x5"/> 
</Event>

<rdf:Description
 rdf:about="http://usw.xml.wg/ 
  TAMLExample.xml/Eventx2">
 <taml:PlatformRef 
 rdf:resource="http://usw.xml.wg/ 
  TAMLExample.xml/Platformx5" /> 
</rdf:Description>

<Event id="x2"> 
 <StartTime> 

2005-05-12T14:00:00Z
 </StartTime> 
 <EndTime> 

2005-05-13T14:00:00Z
 </EndTime> 
 <Name>Event x2</Name>
</Event>

<rdf:Description
rdf:about="http://usw.xml.wg/
 TAMLExample.xml/Eventx2"> 
 <taml:StartTime> 

2005-05-12T14:00:00Z
 </taml:StartTime> 
 <taml:EndTime> 

2005-05-13T14:00:00Z
 </taml:EndTime> 
 <taml:Name>Event x2</taml:Name>
</rdf:Description>



Contact as CA (a friendly country code) and the target 
type as submarine. The classification of the test case was 
correctly inferred by RacerPro as FriendlyContact. 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

 
Figure 9. Definition of a Hostile Contact. The above 
screenshot shows the definition of a HostileContact 
within the Protégé ontology editor.  
 

The design and testing of the TAML Contact Classifi-
cation Ontology exposed limitations of OWL-DL. The 
OWL-DL language limits the type of restrictions that can 
be used to define classes in order to guarantee decidabil-
ity. The current version of OWL-DL only supports two 
XML Schema datatypes: xsd:string and xsd:int. There-
fore, the range value of datatype properties cannot be fur-
ther restricted through the use of user-defined datatypes. 
For example, there is no OWL construct for stating the 
speed of the contact is greater than five knots using the 
current version of OWL-DL. Future versions of OWL-DL 
are expected to support user-defined datatypes. 

Another significant limitation of OWL-DL is the lack 
of support for defining properties through constraints and 
relationships. This area of domain definition is addressed 
by rule languages. Thus SWRL rules were added to the 
TAML Contact Classification Ontology in order to over-
come some of the limitations of OWL-DL. 

Using SWRL to Add Rules to the TAML Contact 
Classification Ontology 
SWRL adds the ability to write Horn-like rules for a do-
main in terms of the concepts and properties defined in 
the ontology. Rules add new capabilities to ontologies 
including rule-based reasoning and expressive-instance 
querying. The main goal of SWRL is to provide a seman-
tically coherent way to create rule-bases that allow ma-

chines to reason about a domain defined by an ontology 
(Grosof 2003). Thus the upper levels of the Semantic Web 
stack interoperate in complementary ways. 

The SWRL rules added to the TAML Contact Classifica-
tion Ontology overcome some of the limitations of OWL 
and enhance the ontology by adding the capability to priori-
tize instances of HostileContact. 
Datatype Range Restriction Rules. The lack of support for 
user-defined datatypes is a serious limitation of OWL-DL 
when building an ontology of the TAML domain. The 
TAML XML Schema includes restrictions on the values of 
certain elements and there is a need to enforce these restric-
tions within the knowledge base.  

SWRL provides a method for enforcing range restrictions 
on properties. A new Boolean property, rangeViolationEr-
ror, was created to highlight when an instance property 
value is outside the allowed range. Rules defining unaccept-
able values were defined and when the rules are executed by 
a rule engine, the rangeViolationError property field for all 
violating instances is set to "true". For example, if an in-
stance has a course value which is greater than 360, then the 
rangeViolationError property for that instance is set to 
"true". 

Once the rules have been executed, a query can be written 
to return all of the instances with unacceptable values since 
this may indicate an error in the instance data. 
Checking Semantic Consistency with SWRL. The TAML 
XML schema is limited to validating the syntactic compo-
nents of TAML documents, thus there is a need for using 
the ontology of a domain to validate their semantic consis-
tency. 

A new boolean property, hasSemanticError is defined and 
SWRL rules set the property to true when certain conditions 
indicating semantic inconsistencies exist in the knowledge 
base. For example, the following SWRL rule: 
 
Contact(?x) threatCode(?x, ?fc)  

 contactClassification(?x, ?cc)  
 swrlb:equal(?fc, "HOS")  
 swrlb:notEqual(?cc, "hostile")  
 hasSemanticError(?x, true) 

 
indicates a semantic inconsistency since a contact cannot 
have a threatCode value of "HOS" (hostile) and a con-
tactClassification value equal to something other than "hos-
tile". If this condition exists within an instance, then the 
hasSemanticError property for that instance is set to "true".  
A query can then be used to extract all instances with se-
mantic errors. 
Prioritizing Hostile Contacts with SWRL. The SWRL 
language includes a set of predefined predicates or built-ins 
which increase the expressivity of the SWRL language 
(SWRL BIS 2006). The built-ins are divided into several 



different types of functionality including comparison, 
math, boolean, string, date/time/duration, URIs and list 
built-ins. 

SWRL built-ins are used in the TAML Contact Classi-
fication Ontology to further prioritize contacts based on 
their speed and their distance from the detecting platform. 
The closer a contact is and the faster it is moving, the 
higher the threat level assigned. The comparison predi-
cates are used to specify which speed and range values 
indicate certain levels of threat. For example, the follow-
ing rule: 
 
HostileContact(?x)  speed(?x, ?speed)  

 range(?x, ?range)  
 swrlb:greaterThanOrEqual(?speed, 10)  
 swrlb:lessThanOrEqual(?range, 10000)  
 isImmediateThreat(?x, true) 

 
indicates that a contact with a speed greater than or equal 
to 10 (knots) and within 10000 (yards) is an immediate 
threat. Therefore, if instance A has a speed value of 11 
and a range value of 8000, then when the rule is executed, 
the isImmediateThreat property for A is set to "true". The 
addition of prioritization rules to the ontology enhances 
the type of automated reasoning that can be accom-
plished. More semantic information can now be added to 
the knowledge base and presented to the warfighter. 
Same as/different from rules. SWRL includes predicates 
for indicating that two instances refer to the same real 
world entity and for indicating that two instances refer to 
different entities (O'Conner 2005).  These predicates are 
useful for determining if two instances detected from dif-
ferent platforms are referring to the same Contact. For 
example, the following rule: 
 
Contact(?x)  Contact(?y)  

 position(?x, ?posx)  
 position(?y, ?posy)  
 swrlb:equal(?posx, ?posy)  
 dateTime(?x, ?dtx)  
 dateTime(?y, ?dty)  
 swrlb:equal(?dtx, ?dty)  
 sameAs(?x, ?y) 

 
indicates that if two contact instances occupy the same 
position at the same time, then the two instances represent 
the same real world entity. The rule indicates this in the 
knowledge base by using the sameAs construct to define 
the two instances as the same entity. This rule can be used 
to consolidate instances and reduce the data presented to 
the warfighter. 

The current rules defined in the ontology require the 
positions to be exactly the same. However, the rules can 

be enhanced by taking errors and small position/time differ-
ences into account if the accuracy of the detecting systems 
is known. The SWRL math built-ins provide the capability 
to write rules which take into account certain amounts of 
error. This is a valuable task for future work.  

Lessons Learned and Conclusions 
In this paper we investigated how available technology 
might be exploited to address the information superiority 
challenge. We first selected a target domain where the ap-
plication of Semantic Web technologies can be used to en-
hance information superiority. Then we investigated the 
application of those technologies to the data exchange and 
data analysis problems, providing examples for converting 
an existing XML document to RDF, for creating an ontol-
ogy for the Target Domain and for applying rules to the 
ontology for reasoning about the referenced data.  

We chose the Tactical Assessment Markup Language 
(TAML), used for representing own ship and target tracking 
information, as the target for applying Semantic Web tech-
nology to enhance information superiority. TAML provides 
a common syntax for the exchange of tactical data within 
the Undersea Warfare community. We added semantics to 
TAML by converting the TAML XML to RDF in order to 
extract information useful to the operational commander 
from the data being exchanged between systems. 

RDF enhances XML by representing data with explicit 
semantics. RDF provides an explicit language for represent-
ing data or facts but does not provide any means for adding 
context to the data. Machines need context about informa-
tion in order to process and infer information from the facts 
presented by the data.  

The TAML Contact Classification Ontology explicitly de-
fines the concept of a Contact within the TAML domain. 
The goal of the ontology is to accept Contact instance data 
from a TAML document and then use a reasoner to infer the 
classification of the Contact. The reasoner was able to cor-
rectly classify instance data based on the definitions; how-
ever, several limitations of OWL and implemented reason-
ers were exposed during this development. 

The current version of OWL-DL only supports XML 
schema xsd:int and xsd:string datatypes. OWL-DL does not 
support other XML schema (xsd) datatypes or user-defined 
datatypes (Pan 2004). This lack of support creates a problem 
when trying to input TAML documents into the ontology, 
since TAML documents do contain other datatypes includ-
ing user-defined datatypes.  

OWL also does not support placing restrictions on 
datatype properties (Pan 2004). In addition, current DL rea-
soners and the interface used between Protégé and current 
reasoners have limitations which affect the level of reason-
ing which is possible using the TAML Contact Classifica-



tion Ontology. Cardinality restrictions on datatype proper-
ties are ignored during reasoning due to a limitation in the 
Description Logic (DL) Implementation Group (DIG) 
interface between Protégé and RacerPro. OWL has sev-
eral limitations when used to model a problem without the 
use of SWRL rules. The use of OWL alone is limited to 
simple classification problems which do not require re-
strictions on datatype properties and do not use mathe-
matical functions to determine results. In the case of the 
TAML Contact Classification Ontology, SWRL is needed 
to overcome these limitations of OWL. 

SWRL effectively overcomes some of the limitations 
encountered in the OWL-only TAML Contact Classifica-
tion Ontology, but software-implementation support for 
SWRL remains limited. SWRL provides logic to the Se-
mantic Web but there are some types of reasoning which 
are not yet possible such as associative thinking, spatial 
reasoning, recognition of images, and complex decision 
procedures (Herman 2004). 

Increased machine automation for the processing and 
analysis of data is vital to net-centric warfare. The Seman-
tic Web provides a methodology for machine automation 
which can significantly enhance the information available 
to warfighters for making decisions.  

Semantic Web languages and tools are still being de-
veloped and refined. However, the Semantic Web benefits 
from the widespread adoption of XML and a growing 
number of early adopters such as Oracle, Sun Systems, 
Hewlett Packard and Adobe. All of the Semantic Web 
languages are platform-independent, license-free stan-
dards that are being developed by a well-known standards 
organization, the W3C. A variety of other Knowledge 
Representation (KR) languages such as the Knowledge 
Interchange Format (KIF) are complete and available for 
use, but they do not benefit from the common format for 
data exchange provided by XML or from the broad, inter-
national support of the W3C. 

References 
Berners-Lee, T. 2000. XML-2000 Conference Presenta-
tion. http://www.cs.umd.edu/~hendler/AgentWeb.html 

Brutzman, D. and Grimley, M. 2006. USW-XML: Next-
Generation USW Interoperability using XML. Retrieved 

on April 30, 2006 from http://usw-xml.cs.nps.navy.mil/usw-
xml.html 

Childers, C. 2006.  Applying Semantic Web Concepts To 
Support Net-Centric Warfare Using The Tactical Assess-
ment Markup Language (TAML), Masters Thesis, Naval 
Postgraduate School, Monterey, California. 

Hayes-Roth, R. 2005. Model-based Communication Net-
works and VIRT: Filtering Information by Value to Improve 
Collaborative Decision Making. 10th International Com-
mand and Control Research and Technology Symposium. 

Hjelm, J. 2001. Creating the Semantic Web with RDF. New 
York: John Wiley & Sons, Inc. 

Hunter, D., Cagle, K., Dix, C., Kovack, R., Pinnock, J., & 
Rafter, J. 2003. Beginning XML (3rd ed.). Indianapolis: 
Wiley Publishing Inc. 

Lacy, L. 2005. OWL: Representing Information Using the 
Web Ontology Language. Canada: Trafford 

Pan, J. 2004. Description Logics: Reasoning Support for the 
Semantic Web. Retrieved on March 1, 2006 from 
http://dlweb.man.ac.uk/~panz/Zhilin/pubc.php?sort=paper&
id=thesis

Powers, Shelley, 2003. Practical RDF. Sebastopol, CA: 
O'reilly & Associates Inc. 

Protégé: Retrieved on June 15, 2006 from Protégé Web Site 
http://protege.stanford.edu 

RacerPro: Retrieved on June 15, 2006 from RacerPro Web 
Site http://www.racer-systems.com 

SWRL: SWRL: A Semantic Web Rule Language Combin-
ing OWL and RuleML, 21 May 2004. Retrieved on June 15, 
2006 from http://www.w3.org/Submission/SWRL 

SWRL BIS: SWRL Built-in Specification: Retrieved on 
June 15, 2006 from 
http://www.daml.org/rules/proposal/builtins.html 

Winters, L., and Tolk, A. 2005. The Integration of Modeling 
and Simulation with Joint Command and Control on the 
Global Information Grid. 
http://www.stormingmedia.us/17/1783/A178334.html



<<
  /ASCII85EncodePages false
  /AllowTransparency false
  /AutoPositionEPSFiles true
  /AutoRotatePages /None
  /Binding /Left
  /CalGrayProfile (Dot Gain 20%)
  /CalRGBProfile (sRGB IEC61966-2.1)
  /CalCMYKProfile (U.S. Web Coated \050SWOP\051 v2)
  /sRGBProfile (sRGB IEC61966-2.1)
  /CannotEmbedFontPolicy /Error
  /CompatibilityLevel 1.4
  /CompressObjects /Tags
  /CompressPages true
  /ConvertImagesToIndexed true
  /PassThroughJPEGImages true
  /CreateJDFFile false
  /CreateJobTicket false
  /DefaultRenderingIntent /Default
  /DetectBlends true
  /DetectCurves 0.0000
  /ColorConversionStrategy /CMYK
  /DoThumbnails false
  /EmbedAllFonts true
  /EmbedOpenType false
  /ParseICCProfilesInComments true
  /EmbedJobOptions true
  /DSCReportingLevel 0
  /EmitDSCWarnings false
  /EndPage -1
  /ImageMemory 1048576
  /LockDistillerParams true
  /MaxSubsetPct 2
  /Optimize true
  /OPM 1
  /ParseDSCComments true
  /ParseDSCCommentsForDocInfo true
  /PreserveCopyPage true
  /PreserveDICMYKValues true
  /PreserveEPSInfo true
  /PreserveFlatness true
  /PreserveHalftoneInfo false
  /PreserveOPIComments true
  /PreserveOverprintSettings true
  /StartPage 1
  /SubsetFonts true
  /TransferFunctionInfo /Apply
  /UCRandBGInfo /Preserve
  /UsePrologue false
  /ColorSettingsFile ()
  /AlwaysEmbed [ true
  ]
  /NeverEmbed [ true
  ]
  /AntiAliasColorImages false
  /CropColorImages true
  /ColorImageMinResolution 300
  /ColorImageMinResolutionPolicy /OK
  /DownsampleColorImages true
  /ColorImageDownsampleType /Bicubic
  /ColorImageResolution 300
  /ColorImageDepth -1
  /ColorImageMinDownsampleDepth 1
  /ColorImageDownsampleThreshold 1.50000
  /EncodeColorImages true
  /ColorImageFilter /DCTEncode
  /AutoFilterColorImages true
  /ColorImageAutoFilterStrategy /JPEG
  /ColorACSImageDict <<
    /QFactor 0.15
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /ColorImageDict <<
    /QFactor 0.15
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /JPEG2000ColorACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 30
  >>
  /JPEG2000ColorImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 30
  >>
  /AntiAliasGrayImages false
  /CropGrayImages true
  /GrayImageMinResolution 300
  /GrayImageMinResolutionPolicy /OK
  /DownsampleGrayImages true
  /GrayImageDownsampleType /Bicubic
  /GrayImageResolution 300
  /GrayImageDepth -1
  /GrayImageMinDownsampleDepth 2
  /GrayImageDownsampleThreshold 1.50000
  /EncodeGrayImages true
  /GrayImageFilter /DCTEncode
  /AutoFilterGrayImages true
  /GrayImageAutoFilterStrategy /JPEG
  /GrayACSImageDict <<
    /QFactor 0.15
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /GrayImageDict <<
    /QFactor 0.15
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /JPEG2000GrayACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 30
  >>
  /JPEG2000GrayImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 30
  >>
  /AntiAliasMonoImages false
  /CropMonoImages true
  /MonoImageMinResolution 1200
  /MonoImageMinResolutionPolicy /OK
  /DownsampleMonoImages true
  /MonoImageDownsampleType /Bicubic
  /MonoImageResolution 1200
  /MonoImageDepth -1
  /MonoImageDownsampleThreshold 1.50000
  /EncodeMonoImages true
  /MonoImageFilter /CCITTFaxEncode
  /MonoImageDict <<
    /K -1
  >>
  /AllowPSXObjects false
  /CheckCompliance [
    /None
  ]
  /PDFX1aCheck false
  /PDFX3Check false
  /PDFXCompliantPDFOnly false
  /PDFXNoTrimBoxError true
  /PDFXTrimBoxToMediaBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXSetBleedBoxToMediaBox true
  /PDFXBleedBoxToTrimBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXOutputIntentProfile (None)
  /PDFXOutputConditionIdentifier ()
  /PDFXOutputCondition ()
  /PDFXRegistryName ()
  /PDFXTrapped /False

  /Description <<
    /CHS <FEFF4f7f75288fd94e9b8bbe5b9a521b5efa7684002000410064006f006200650020005000440046002065876863900275284e8e9ad88d2891cf76845370524d53705237300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200035002e003000204ee553ca66f49ad87248672c676562535f00521b5efa768400200050004400460020658768633002>
    /CHT <FEFF4f7f752890194e9b8a2d7f6e5efa7acb7684002000410064006f006200650020005000440046002065874ef69069752865bc9ad854c18cea76845370524d5370523786557406300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200035002e003000204ee553ca66f49ad87248672c4f86958b555f5df25efa7acb76840020005000440046002065874ef63002>
    /DAN <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>
    /DEU <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>
    /ESP <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>
    /FRA <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>
    /ITA <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>
    /JPN <FEFF9ad854c18cea306a30d730ea30d730ec30b951fa529b7528002000410064006f0062006500200050004400460020658766f8306e4f5c6210306b4f7f75283057307e305930023053306e8a2d5b9a30674f5c62103055308c305f0020005000440046002030d530a130a430eb306f3001004100630072006f0062006100740020304a30883073002000410064006f00620065002000520065006100640065007200200035002e003000204ee5964d3067958b304f30533068304c3067304d307e305930023053306e8a2d5b9a306b306f30d530a930f330c8306e57cb30818fbc307f304c5fc59808306730593002>
    /KOR <FEFFc7740020c124c815c7440020c0acc6a9d558c5ec0020ace0d488c9c80020c2dcd5d80020c778c1c4c5d00020ac00c7a50020c801d569d55c002000410064006f0062006500200050004400460020bb38c11cb97c0020c791c131d569b2c8b2e4002e0020c774b807ac8c0020c791c131b41c00200050004400460020bb38c11cb2940020004100630072006f0062006100740020bc0f002000410064006f00620065002000520065006100640065007200200035002e00300020c774c0c1c5d0c11c0020c5f40020c2180020c788c2b5b2c8b2e4002e>
    /NLD (Gebruik deze instellingen om Adobe PDF-documenten te maken die zijn geoptimaliseerd voor prepress-afdrukken van hoge kwaliteit. De gemaakte PDF-documenten kunnen worden geopend met Acrobat en Adobe Reader 5.0 en hoger.)
    /NOR <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>
    /PTB <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>
    /SUO <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>
    /SVE <FEFF0041006e007600e4006e00640020006400650020006800e4007200200069006e0073007400e4006c006c006e0069006e006700610072006e00610020006f006d002000640075002000760069006c006c00200073006b006100700061002000410064006f006200650020005000440046002d0064006f006b0075006d0065006e007400200073006f006d002000e400720020006c00e4006d0070006c0069006700610020006600f60072002000700072006500700072006500730073002d007500740073006b00720069006600740020006d006500640020006800f600670020006b00760061006c0069007400650074002e002000200053006b006100700061006400650020005000440046002d0064006f006b0075006d0065006e00740020006b0061006e002000f600700070006e00610073002000690020004100630072006f0062006100740020006f00630068002000410064006f00620065002000520065006100640065007200200035002e00300020006f00630068002000730065006e006100720065002e>
    /ENU (Use these settings to create Adobe PDF documents best suited for high-quality prepress printing.  Created PDF documents can be opened with Acrobat and Adobe Reader 5.0 and later.)
  >>
  /Namespace [
    (Adobe)
    (Common)
    (1.0)
  ]
  /OtherNamespaces [
    <<
      /AsReaderSpreads false
      /CropImagesToFrames true
      /ErrorControl /WarnAndContinue
      /FlattenerIgnoreSpreadOverrides false
      /IncludeGuidesGrids false
      /IncludeNonPrinting false
      /IncludeSlug false
      /Namespace [
        (Adobe)
        (InDesign)
        (4.0)
      ]
      /OmitPlacedBitmaps false
      /OmitPlacedEPS false
      /OmitPlacedPDF false
      /SimulateOverprint /Legacy
    >>
    <<
      /AddBleedMarks false
      /AddColorBars false
      /AddCropMarks false
      /AddPageInfo false
      /AddRegMarks false
      /ConvertColors /ConvertToCMYK
      /DestinationProfileName ()
      /DestinationProfileSelector /DocumentCMYK
      /Downsample16BitImages true
      /FlattenerPreset <<
        /PresetSelector /MediumResolution
      >>
      /FormElements false
      /GenerateStructure false
      /IncludeBookmarks false
      /IncludeHyperlinks false
      /IncludeInteractive false
      /IncludeLayers false
      /IncludeProfiles false
      /MultimediaHandling /UseObjectSettings
      /Namespace [
        (Adobe)
        (CreativeSuite)
        (2.0)
      ]
      /PDFXOutputIntentProfileSelector /DocumentCMYK
      /PreserveEditing true
      /UntaggedCMYKHandling /LeaveUntagged
      /UntaggedRGBHandling /UseDocumentProfile
      /UseDocumentBleed false
    >>
  ]
>> setdistillerparams
<<
  /HWResolution [2400 2400]
  /PageSize [612.000 792.000]
>> setpagedevice


