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A Software Test Case Generation Method for
SafetyRelated Digital System

ZHOU Jun-yi WU Yi-chun CAI Yuan—feng SHI Chun-sen

( Xiamen University Xiamen 361102 China)

Abstract: Based-on probabilistic risk assessment ( PRA) and the physical simulation model a software
test case generation method fit for nuclear power plant ( NPP) safety digital control system is provided in
this paper. The test cases generated by this method include risk-informed information and could
qualitatively describe the software operation scenarios. Using a NPP protection subsystem software as an
example by analyzing the system failure mode and the subsystem software input space the operational
profile is built. Combining with a RELAPS simulation model the test cases for safety—related digital
system software reliability testing are obtained finally. The test cases generated with the method could be
the base for software reliability quantitative assessment of NPP safety—related digital control system.
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