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1. Introduction

Distributed systems (Tanenbaum, 1995) (Coulouris et al., 2001) are increasing with the
development of networks. The development of computer networks has enabled the
emergence of new applications benefiting from the power and flexibility offered by the
distribution of their functions on different computers. We are interested more particularly in
this work on the networked control of manufacturing systems. Manufacturing systems are a
class of discrete event systems whose elements are interacting together to build products or
to perform services. The concept of flexible manufacturing systems FMS has been
introduced to develop new manufacturing systems able to produce small or average series
of products.

Modeling such systems is very important to verify some properties especially performance
issues. In the literature, many models have been proposed to model manufacturing systems
(Toguyeni, 2006) (Sarjoughian et al., 2005) (Berruet, 2005). However, the classical modeling
paradigm is generally based on a centralized point of view. Indeed, this kind of modeling
does not take into account the fact that the system will be distributed when implemented
over different machines, sensors, actors, etc. So, the properties obtained at the design stage
are not necessarily guaranteed at the implementation stage.

In addition, the proposed models do not take into account the underlying network and
protocols in terms of performance and information exchange. The behavior and design of
manufacturing systems are affected by the underlying network features: performance,
mobility, availability and quality of service characteristics.

A way to overcome such problems is to model these systems in a distributed way. A
distributed system-model offers means to describe precisely all interesting forms of
unpredictability as they occur. It takes into account each part of the system, available
resources, and system changes together with the underlying network. Once this model is
made, its implementation is easier since it has the same characteristic as the desired system.
Nevertheless, these systems are complex: they show massive distribution, high dynamics,
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394 Petri Nets: Applications

and high heterogeneity. Therefore, it is necessary to model these systems in a way that
provides higher degree of confidence and rigorous solutions.

To cope with this challenge, we propose the use of a component-based methodology which
is consistent with the principle of distributed systems in which elements are reusable and
composable units of code. The component-based approach uses generic, hierarchical and
modular means to design and analyze systems. It shows that the system model can be
assembled from components working together and the designer needs only to identify the
good components that offer suitable services with regard to applications requirements. This
methodology allows the reusability and genericity of the components which reduces the
cost of the systems development.

In this chapter, we propose to model these systems with High-Level Petri Nets which is a
powerful tool particularly dedicated to concurrent and distributed formalism, allowing to
model both protocol and service components. The work presented in this paper is part of a
larger approach on the design of distributed systems by the evaluation, in the design phase,
of the impact of network protocols on the distribution of the functions of a distributed
system on different computers (Masri et al., 2008-a) (Masri et al., 2008-b) (Masri et al., 2009).

2. Modeling with Petri nets

Petri nets have been proposed by C. A. Petri in 1962 in his PhD thesis “Communications
with Automata” (Petri, 1966). Petri nets are a mathematical and graphical tool used for
modeling, formal analysis, and design of different systems like computer networks, process
control plants, communication protocols, production systems, asynchronous, distributed,
parallel, and stochastic systems; mainly discrete event systems.

As a graphical tool, Petri nets provide a powerful communication medium between the user
and the designer. Instead of using ambiguous textual description, mathematical notation
difficult to understand or complex requirements, Petri nets can be represented graphically.
The graphical representation makes also Petri nets intuitively very appealing.

A Petri net graph contains two types of nodes: Places “p” and Transitions “t”. Graphically,
places are represented by circles, while transitions are represented by rectangles, Fig. 1.
Places and transitions are directly connected by arcs from places to transitions and from
transitions to places. A place PO is considered as an input place of a transition ¢ if there is an
arc from PO to t. A place P1 is considered an output place of a transition ¢ if there is an arc
from t to P1.

Places can contain tokens represented by dots. These tokens are the marking of places. The
initial marking of places is represented in the initial marking vector m0. The graphical
presentation of Petri nets shows the static properties of the systems, but they also have
dynamic properties resulting from the marking of a Petri net.

As a mathematical tool, a Petri net model can be described by a set of linear algebraic
equations, linear matrix algebra, or other mathematical models reflecting the behavior of the
system. This allows performing a formal analysis of the model and a formal check of the
properties related to the behavior of the system: deadlock, concurrent operations, repetitive
activities...
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t
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Fig. 1. Simple Petri Net

2.1 Communication Systems Architecture

Communication systems are designed to send messages or information from a source to one
or more destinations. In general, a communication system can be represented by the
functional block diagram shown in Fig. 2. The original telecommunication system was
developed for voice communications.
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Fig. 2. Functional Diagram of Communication System

Today communication networks include all types of voice, video and data communication
over copper wire, optical fibers or wireless medium. Networks (Mir, 2007) (Stallings, 2007)
are organized into a hierarchy of layers where each layer has a well defined function and
operates under specific protocols. The number of layers can vary from one network
reference model to another but the goal of a layered structure remains common to all
models. OSI model (Zimmermann, 1980) is structured in a series of 7 layers, while the
TCP/IP model includes only four layers, Fig. 3.
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Fig. 3. OSI and TCP/IP Reference Models
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396 Petri Nets: Applications

Each layer consists of hardware or software elements and provides a service to the layer
immediately above it. With Internet, an increasing numbers of computer networks are now
connected. The concept of telecommunication system has increased the complexity
significantly.

3.2 Proporties of our High-Level Petri Nets
In this subsection we will give a brief definition on the desired high-level Petri nets. This
definition is not far from the definition of colored Petri nets (Jensen,1991). However, we add
to this definition a time notation.
Definition: A High-Level Petri Net is a tuple N= (P, T, A, my, Z, A, G, E, D) where:
e X is afinite set of non-empty color sets.
e Aisacolor function, A:P — X
e Gisaguard function, G: T — Boolean expression, where:
Vvt e T: [Type (G(t)) = Bexpr A Type (Var (G(t))) < 2], where:
Type is the color type of the guard function,
Bexyr is a Boolean function
Var is the variables of the guard function.
e Eisan arc expression function, E: A—E(a), where:
Va €A: [Type(E(a)) = A(p(a)) A Type (Var (E(a))) < 2], p(a) is the place of arc a.
e Dis adelay function, D: E — TS, where TS is a delay associated to the arc inscription
with the annotation symbol “@”.
The arc expression function can contain any sign and/or mathematical or logical functions,
such as programming language expressions. The delay function can be associated to both
output arcs (from places to transitions) and input arcs (from transitions to places). The
implementation of this definition will be given by different examples.
1- Inscriptions, Guards and Tuples
Arcs are the connectors between places and transitions. Arcs can have arc inscriptions.
When a transition fires, its arc expressions are evaluated and tokens are moved according to
the result. Arc inscriptions can be simple, tuples or even mathematical operators. They can
be also variables or constants. However, inscriptions do not have the same meaning on both
input arc and output arc.
Fig. 5 shows different arc inscriptions. In Fig. 4 (a), the arc inscription contains
mathematical operation. The resulting of firing T1 is a token with value 8. While in (b) T2
can fire only if place P4 contains a token with value 5. Also tokens can be numbers or strings
as in place P5. The resulting of firing T2 is a token with value “hello” in place P6. However
in (c), T3 can fire with any value in place P7, but the resulting of this firing is a token with
the value 5 put in place P9. Other Java signs can be also used like the “!” sign which means
the not-equality, while “|” is an “or” sign.
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Fig. 4. Arc Inscriptions

Not like the arc inscriptions, guard inscriptions are expressions that are prefixed with the
reserved word guard associated to the transitions. A transition may only fire if all of its
guard inscriptions evaluate to true. Guards are the conditions that must be satisfied to fire
transitions. They can be used as if statements.

S 42 50
P1 100 P2
v
guard x=¥;
Tl guard y=10
xty
P3

Fig. 5. Guard inscription

Fig. 5 shows an example of the guard inscription. To fire T1 both conditions must be true: y
greater than 10 and x greater than y. The tokens with value 42 and 100 in place P1 satisfy the
second condition. However, the value of token x is 50. So, only the token with value 42 can
be used to satisfy the first condition. The resulting of firing T1 is a token with value 50 + 42 =
92 put in place P3. Guards are also useful to identify the tokens.

A tuple is denoted by a comma-separated list of expressions that is enclosed in square
brackets. [1,“abc”,1.4] denotes a 3-tuple which has as its components the integer 1, the string
“abc”, and the double precision float 1.4. Tuples are useful for storing a whole group of
related values inside a single token and hence in a single place. A tuple, [[1,2],[3,4,5]], is a 2-
tuple that has a 2-tuple as its first component and a 3-tuple as its second component. This
might be useful if the components are hierarchically structured.

77
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[42,2.15] "Hello"”
P1 /} P2
o
T1
[=.3.=]
P3

Fig. 6. Tuples

Arc inscription can modify tokens and the structure of a tuple. Fig. 6 shows an example of
tuples. Tuples can be used to represent Protocol Data Unit PDU in communication protocols.

2- Stochastic and Probability Function

A stochastic process or random process is a collection of random variables. In Stochastic
Petri nets, the function I' is a set of firing rates that maps the set transitions T into a
probability density function f. The entry 0; €l is an exponential distributed random variable,
whose fis a negative exponential, associated with transition t;.

F is a function that represents a probability distribution in terms of integrals such as:

Ma<=x<bh)= f: f(x) dx = 1 for any two numbers a and b 1)
The probabilistic measure P is a function transforming the random variables to the interval
[0, 1] such that:
e P(x)is non-negative for all real x.
e The sum of P(x) over all the possible values that x can have is 1:
ZP=1 @)
Where i represents all the possible values of x and P; is the probability at x;, consequence
P(x) € [0, 1].
Fig. 7 shows a possible probabilistic process with the Random() function. The function
represents the generating of a random variable that can be easily implanted in Java to create
any type of random variable (class RandomVariable() in the package java.lang.object or any
Java random function). In the figure, the firing of transition T generates a 2-tuple token [x, i]
in place S. In this token, x models the type of the object and i is, for example, the type of the
measure of a characteristic of this object. Let us assume that i is a random variable in the
interval [0, 1]. Because of the guards on the transitions, the token in place S can only enable
one of the three transitions T1, T2 and T3. The value of i equals to randomly generated value
of this function. The firing of the enabled transition depends on the value of i:
e If the value of i is less than 0.2, T1 can be fired and hence a token of value x is put in
place D1.
e If the value of i is greater than or equals to 0.2 and less than 0.55, then T2 is the
enabled and the fired transition.
e However, if the value of i is greater than or equal to 0.55 then T3 can be fired and
hence the token x is put in place D3.
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[x. Random(}]
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Fig. 7. Probabilistic Process with the Random() Function

3- Token Identification

Workstations exchanging messages put the source and destination addresses in the header
of the message. The workstation which has the destination address can pick up the message.
Token identification is very important to model this process. High-level Petri nets allow the
identification of tokens.

The guard inscription on the transitions can be used to identity a token depending on its
fields (in the input places). Consider the example in fig. 8, a workstation, sensing the
channel for reception, can only pick up the packet if its destination address is “1” (assumed
to be its address). Other verifications can be done such as the identification of the contents of
the packet if it is an acknowledgement packet or data packet.

guard !data.equals{"ack'")

[D,S,data]—(_}

T2
Send ACK
- 1 [8,D,data]
O—[S,D,data]_D—lsledata]
R 3 ==
eceive guard D [S,D,data]
T3 Done

0 (>

guard data equals{"" ack"')

Fig. 8. Token Identification

4- Timing

Time notation is added to PN formalism to model time dependencies. A time stamp is
attached to each token. Delays are associated to arc inscriptions in order to control the time
stamps of token and the firing times of transitions. To add a delay to an arc, the symbol “@”
and an expression representing the number of time units are added to the arc inscription.
For example, the inscription x@5 indicates that the token must stay or will be available after
5 units of time.
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Delays at the input arcs (from places to transitions) mean that a token must remain available
for given time before firing the transition (timed transition). However, delays at the output
arcs specify that a token is only available after some time (immediate transitions). Delays
can be created by a random number generator or depend on the result of an action. Delays
may depend also on the token values to delay the input token itself, which means that [x,
t]@t is legal.
Timing adds another firing rule. Immediate transitions have more priority over timed
transitions. To construct the vector of enabled transitions V(t) in the net, local remaining time
of the tokens LRT in the input places with respect to the arrival time of token in the place is
used. The time inscription at the output arcs of a place (input arc for a transition) only
indicates the time a token must stay in that place before firing the transition. The time for
each place is computed locally for each arc-transition delay, but to compute the effective
remaining time o for each enabled transition, the maximum local remaining time for each input
place of that transition is used:

a, = max{LRT(p;), Vp; €°t} ©
Where °t is the set of input places of transition t, with LRT = 0 for the input arcs with no
time inscription.
Once V(t) is constructed, the transition with the minimum remaining time is first fired:

i J e hthat £ € E}’{t}} (4)

‘%_ i el :
AL F‘Lfedkk-" 11EREL llu‘u-t alJ.L-J.L LJ.L-U.L Ll

Where t; € V(t) is an enabled transition in the vector V(t).

In Fig. 9, transitions T1 and T2 are immediate. The inscription on the output arc between T1
and P2 indicates that the token is put (available) in place P2 after 10 units of time, but it is
immediately removed from place P1. So, the arrival of a token to place P3 during the 10
units of time would not have any effect on the net since the token in place P1 has been
already removed by the fire of T1. This case is similar to the firing rules found in Timed
Petri nets.

P3 P1
x@lﬂ
P4 P2

Fig. 9. Time Inscription on the Output Arcs

In Fig. 10, transition T1 is enabled but cannot fire before 10 units of time, (tokens in place P1
must stay available for 10 units of time before firing T1). After firing T1, a token with value 5
is put in place P2. However, T2 is an immediate transition since time delays are not added to
any of its input arcs. So, if a token is put in place P3 during the 10 units of time, it is fired
immediately and transition T1 is no longer enabled. In this special case, the firing of
transition T1 is as the firing rule of a T-time Petri net with interval [10, 10].
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P3 P1

x@lﬂ
% ﬁl T1

-4
P-=I P2 é}

Fig. 10. Time Inscription on the Input Arcs

Fig. 11 shows the general case to find the fired transition. In the figure, the firing of T1 or T2
depends on the token arrival time in each input place (for T1: places P1 and P3; for T2:
places P3 and P5). If we assume that one token is put in each place at the same time, both T1
and T2 are enabled. To compute the effective firing time, we get:

or1=max{2,7} =7, ar2 =max {3, 5} =5

Frired(t) = min {ar1=7, or2 = 5} = o
So, T2 is the fired transition.
However, if we assume that a token is put in place P1 3 units of time before the arrival of the
other tokens, we get:

or1 = max {2,4} =4, ar, =max {3,5} =5

Frired(t) = min {or1 = 4, a2 = 5} = an
Here, we used the local remaining time for place P1 (7 - 3 = 4 units of time). Thus, the fired
transition is T1 since the token in place P1 has already resided part of its staying time (time
inscription on the arc).

PS P3 Pl

X@?

P4 é}m

Fig. 11. Computing the Effective Firing Time

4. Componenet-Based Modeling

Component-based engineering (Brereton & Budgen, 2000) has a huge importance for
rigorous system design methodologies. It is based on the statement which is common to all
engineering disciplines: complex systems can be obtained by assembling components,
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ideally commercial-off-the-shelf (COTS) (Carney and F. Long, 2000). Reusability and
genericity are key factors that contribute to this success and importance. Component-based
development aims at decreasing development time and costs by creating applications from
reusable, easily connectible and exchangeable building blocks.

In component-based engineering research literature, several approaches (Gossler et al., 2007)
(Bastide & Barboni, 2004) have focused on the aspects of the development of components.
However, reusing available, ready-to-use components decreases time-to-market for new
systems and applications. This may be done by selecting the appropriate components from
the available components based on the needs and then assembling them to build a new
component system-model.

Different methods of component specification software exist; from the Interface Description
Language IDL (Object Management Groups’” CORBA, java based components such as
JavaBeans and Microsoft’s .Net) to formal methods, by design-by-contract methods. Despite
their widely difference in the details, they have a common concept: a component is a black
box that is accessed through exposed interfaces.

4.1 Components interfaces

Components abstraction is useful for reducing the design complexity by decomposing a
problem into connected components. Abstraction (or specification) describes the functional
behavior of the components, i.e. components are considered to be specific to an application.
Abstraction focuses on the important characteristics of component upon the designer point
of view. This definition supports the abstraction of data, hiding internal function, reusability
and self-contained component behaviour descriptions. Thus, during the design of
components we must focus on well-defining the service offered by the component at its
interfaces and the parameters that can be adapted to the application requirements, rather
than spending the time on describing its internal behaviour. This can be achieved by giving
appropriate names to the interfaces and parameters and documenting these interfaces and
parameters.

Components can be built according to the needs of the user and different requirements and
points of view. However, these components are characterized by:

e  The service they offer: each component has its own functionality and service. The
resulting of this service depends on the parameters and value given to the
component.

e The hidden implementation: the service and functionality are hidden. However, the
designer has the access to the internal code but there is no need to modify the code.

e The interfaces: to access the component service or to connect the components,
interfaces are used. Several modes of connection between the different components
in the model can be defined.

The component interfaces declare the services that a component offers. They are used as an
access point to the component functionality by other components. Since we use Petri nets to
model the different component behaviors, we used places to be the input interfaces of
components and the output interfaces are transitions. The input interfaces (places) receive as
many tokens as the producer components. The output interfaces (transitions) generate as
many tokens as the consuming components, Fig.12.
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Fig. 12. (a) input interfaces (b) output interfaces

This choice is coherent with the traditional way to model asynchronous communication
between processes modeled by Petri Nets. Moreover it guarantees the genericity of the
components and facilitates the connection between the different components.

The connection between interfaces of two blocks can be 1-to-many, many-to-1 or 1-to-1. As
an example, Fig. 13 shows a many-to-1 and a 1-to-many connections. To illustrate the
interest of this choice of interfaces, let us consider the modeling of workstations connected
to a communications bus. A many-to-1 connection is used to connect workstations output
transitions to a medium input place since workstations put their data on the medium only.
A 1-to-many connection is used to connect the medium output transitions to workstations

input places, since all the workstations can see the signals propagating on the medium.
W15end W2 Gend M3 Send W1 Receive M2 Receive M3 Receive

? (51 O datar L1

[Br,Dr datar,L]

chil
okl (oKl ekl 81Dt L

Bus Recieve Bus Send
Fig. 13. (a) input interfaces (b) output interfaces

This approach is very useful to deal with the complexity due to the size of a system. Indeed,
if one has already a model of some workstations connected on a bus and one wants to
increase the size of its model, the connection of new workstations can be done easily just by
adding an arc between the output transition of the bus model and the input place of the
station model. So this does not require any modification of the bus or the workstation
component. Conversely, if the transitions are used as input interfaces and places as output
interfaces, the addition of a new workstation would need to add a new token in the output
place, and hence modify the internal code, so we loss the genericity.

5. Modeling Communication Protocols

In our approach, we want to model reusable components. In this section, we will build the
components that will be used to model the communication protocols. The modeling will be
hierarchical since we build first the basic components. Then, with these components, we
construct composite-components.

Before starting the construction of modeling components, we will analyze the data link layer
protocols that we are interested in this work. These analyses will help to identify the basic
common behaviors of the different protocols that lead to define basic components. These
basic components are the initial brick of the library that will serve to model all the complete
behavior of the different protocols.
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5.1 A top-down analysis methodology

To build the basic components one must identify these components to be reused in different
models. Since we are interested in manufacturing systems, the analyses will be made at the
Data Link Layer protocols. The Data Link Layer DLL is the second layer in the OSI model. The
data link layer is often split in two sub-layers: the logical link control LLC and the Media
Access Control MAC, Fig. 14.

Data Link Layer
802.2 Logical Link Control (LLC) LLC sublayer
Ethernet || MAP Tsﬁgl FDDI||WLAN
802.3 || s02.4 || soz2.5 || 802.7 |}s02.21 MAC sublayer
MAC MAC || MAC || MAC || MAC

Fig. 14. IEEE MAC Sublayer

The next step is to define the protocols that have the same functionality. Here, one can find
two protocols Ethernet IEEE 802.3 (IEEE, 2009) and wireless IEEE 802.11 Distributed
Coordination Function DCF (IEEE, 2007) protocols that share the carrier sense multiple access
CSMA procedure (IEEE, 2002) to send the data over the shared medium. Finally, one must
find the common behaviors to associate basic components to it. The resulting of these
analyses is three basic common elements:

1) Channel check:

A workstation attempting to send data must at first check if the channel is free or not.
Ethernet uses the CSMA /CD Protocol. Here CD means collision detection. The workstation
must check if the channel is free for a period of 9.6us before it starts its transmission.

The IEEE 802.11 DCF uses the CSMA /CA protocol. Here CA means collision avoidance. To
use the network, a workstation must before check if the channel is free for more than a
period of time called Distributed Inter-Frame Space DIFS, Fig. 15. If so, the workstation
starts a random backoff before starting its transmission. If the channel status is changed in
both Ethernet and IEEE 802.11 deferring and backoff times, the workstation must restart the
process of sensing the channel.

Imrediate access if medinm is free 2 DIFS

lDIl"S .
' ]
ID[EE. :P]FS :

Busymediua [~ Backoff-Window Next frame
' —» Eﬂ—SlotTJ.me

Defer Access ‘E E‘Decremeni Backoffas long as reedium 151dle

v ”

Fig. 15. Channel Access in IEEE 802.11 DCF
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2) Sending and Receiving: Data, Acknowledgments and JAM:

Workstations send and receive packets. These packets can be data packets, acknowledgment
packets or JAM frame (a 32-bit frame, put in place of the correct MAC CRC). In Ethernet
networks, workstations receive either a data packet or a JAM after a collision. The

destination workstation does not need to send an acknowledgment to the transmitter at the
MAC layer.

DIFS SIES DIFS SIFS
Sourcel | Data
Backoff
Destination ACK ACK
Remaining "
Backofl
Backoff]
Source 2 I | 5]; Data
H—— Defermg ———n .
others fchas | 1] Busy Channel | Busy Channel

Fig. 16. Backoff mechanism in IEEE 802.11 DCF without RTS/CTS

However, in wireless LANs, the destination workstation must send an acknowledgment to
the transmitter after a successful reception of a packet, Fig. 16. Otherwise, the transmitter
will consider that its packet is lost or a collision has occurred, so it will retransmit this
packet causing an extra load on network worthlessly. On the other hand, to send data,
workstations need only to put the destination address in the packet. Since the medium is
shared in most LAN technologies, all the workstations will see the packet. However, only
the workstation that has the destination address reads the packet and the others will either
forward it, or drop it.
3) Random and Binary Exponential Backoffs
In communication networks errors can occur. This is due to many factors like the
surrounding environment, noise and interference, or because of collisions. Ethernet and
IEEE 802.11 networks use the channel check and the inter-frame space to decide the medium
access. Thus, collisions may occur when more than one workstation transmit on the shared
medium at the same time. In Ethernet, the maximum time needed to send the first bit from
one end to the other end of a 10BaseT medium is 25.6 ps. During this time, (an)other
workstation(s) may attempt to send its data, as that the channel is considered as free.
As aresult, a JAM signal is propagated over the shared medium informing the occurrence of
a collision. Each workstation concerned by a collision starts a binary expositional backoff
procedure, called BEB, to decide when it can do a new attempt to access the medium. The
BEB algorithm computes randomly a waiting delay that increases with the number of the
attempts Tn of the workstation.
At the beginning Tn equals zero. Each time a collision occurs, the workstation increments Tn
counter until it reaches 15. Before trying to transmit its data again, the workstation starts a
BEB by taking a random value between 0 and 2X and multiplies it by 51.2 us, where:

w=|{ fo< <10 5)

10, if10< <15
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This helps in decreasing the possibility for a collision occurrence. In case of no collision, the
workstation continues transmitting and when it is done it leaves the channel. However, If
Tn reaches 15, (the load on the channel is very high), then the workstation aborts its
transmission and tries it again later.
In wireless LANSs, after a collision, no JAM signal is sent. However, if the workstation does
not receive an acknowledgment after a period of time equals to Short IFS SIFS (Fig. 15), it
considers that a collision has occurred and starts a backoff procedure. For each
retransmission attempt, the backoff grows exponentially according to the following
equation:
STbaCkoﬁf= R(0,CW) * Slot-time (6)

Where:

e  STis the backoff time.

e (CWis the Contention Window.

e Risarandom function.
In general, the initial value of CW (CWyn) is 16. After each unsuccessful transmission
attempt, CW is doubled until a predefined maximum CW .y is reached (often 1024).

There are two major differences between Ethernet and IEEE 802.11 backoff processes:

1- The wireless LAN starts a backoff procedure even at the first attempt to send its
data (Fig. 10), while Ethernet does not. This is one of the mechanisms used to
implement the Collision Avoidance feature of CSMA /CA.

2-  Ethernet starts its BEB algorithm after a collision (without conceding the status of
the channel) and then restarts checking the channel to send its data.

While in IEEE 802.11, the workstation checks first the channel status and then it
decrements its backoff by:
R = {R —1,  if the channelis free during 1 time slot

R, if the channel becoms busy (7

The design of CSMA protocol offers fair access in a shared medium. This means that all the
workstations have a chance to use the network and workstations cannot capture the channel
for ever. The remaining value of R is reused after the channel status becomes free for more
than a DIFS period. The workstation starts sending its data when R equals zero.

5.2 A bottom-up construction methodology
As one can see in the last subsection, three elements are in common. These elements can now
be used to model the basic components.

1-  The channel-check component

Fig. 17 shows a channel check component. Elements in light gray represent the places
and transitions used to build the component. Elements in dark gray represent the interfaces
of the component. Initially, the channel is idle for all workstations. This is represented by a
token in place “Idle”. A workstation that wants to send data (a token in place “Data send”)
must first check the channel.
In wireless LANSs, the channel must be free for a period more than DIFS, while in Ethernet, it
is 9.6 ps. This is represented by the ‘@t" at the arc between place “Idle” and transition “TF”
(t" equals 9.6 ps in Ethernet and 50 ps in 802.11b). The workstation must wait before it starts
transmitting, represented by a token put in place “sdata”. In Ethernet the wait “@t” equals
to 9.6 ps, while in 802.11 it is equal to random value between CW i and CW .y slots time.
Place “Backoff/Deferring Time” and transition “FC” is used to decrement the backoff in
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wireless LAN, while for Ethernet, it can be left as it is in the figure (no dependence to that
transition in the model).
FC BC
T .

b

Backoff / Deferreing Time (% é) BusyC

f

Data send data to send TF sdata b Transmit
@ Data—{1—Dat aﬂ—-{ —omnD atagcv —Data@t—l

Td
f@x' T3 %

12 T1

»
| .//j\.,\./@

Idle Busy

Fig. 17. Channel Check Component

Consequently, if the channel status is changed (a token is put in place “Busy”), the
workstation can be in one of the following states:

* It is the transmitter (there is no more tokens in place “sdata”), then nothing is
changed and the token in place “Busy” is consumed by transition T1;

= [Itattempt to send or it has no data to send, then T2 is fired;

* It is in the backoff/deferring phase, then T3 is fired (the workstation rechecks the
channel again) and a token is put in place “BusyC” to stop decrementing the
backoff. Hence, in wireless LAN, the workstation stops decrementing the backoff,
but it keeps its remaining value.

In the three cases the channel status is changed from idle to busy.
Initially, this component has one token with value 1 (representing the free channel) in place
Idle. The use of this component is possible in any protocol that demands the sensing the
channel before transmitting data. It represents also the status of the channel free or idle. Let
us notice here that, for genericity, we use two parameters t" and t to define the delay on the
arc Idle-FT and arc Backoff/Deferring Time-Transmit.
2- Receiving and sending ACK component

Workstations receive two types of packets: data packet and ACK/JAM frames. In
Ethernet network, no acknowledgment is sent after the reception of packet. Therefore, the
received packet can be either a data packet or a Jam frame. While in wireless LAN, the
received packet is either a data packet or an acknowledgment frame.
Fig. 18 shows the receiving and sending acknowledgment component. One assumes that a
token is put in place “Receive”. The fields of the token represents: the source address “Sr”,
the destination address “Dr”, the received data “rdara” and the last field represents the
lengths of the packet. The workstation checks at first the destination address “Dr” of the
packet. The guard condition on transition “Address” checks if the received packet belongs
to this workstation, a token is put in place “Data?”. Otherwise, the token in place “Receive”
is eliminated by transition “Drop”. Hence, for simplicity, “Dr==1" is considered as the own
address of the workstation, while “Dr==0" is used to represent the multicast or JAM frame
reception.
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Next, the guard condition of transition “ACK/JAM” is used to check if the received frame is
an ACK frame or a JAM frame (for Ethernet only). The “abc” in the guard can be modified
according to the needs of the designer and the type of network. However, if the received
packet is a data packet, transition “DA” is enabled. This transition is fired after a time equals
to the time needed to receive the packet modeled by the “@time(Lr)” at the outgoing arc.
This “@time(Lr)” is a function that returns the time corresponding to the length “Lr” of the
packet.
SA guarg  ACK/JAM

T guard i>=0.1 datar.equals("abc'")

[Sa,Da.i] guard [Sr,Dr,datar,Lx]
!datar.equals(""abc™)

RD (Dr,Sr,Random(]____. gy, Dr,datar,Lx] DATA?
@time(Lr) DA

[Sa,Da,i] [Sr,Dr, datar,Lr]

BE | guard Dri=1& Dri=0 4 4. guard Dr==1
guard §<0.1 Drop [, | Dr==0

[Sr,Dr,datar,Lr] [Sr,Dr,datar,Lr]
Receive

Fig. 18. Receiving and Sending ACK Component

Let us notice here, the functions dynamicity can be used to model mobility of a wireless
networks nodes. This can be done since the bit rate is a function of the signal strength and
that the signal strength is a function of distance. This means if the source knows the location
of the destination, then the distance can be computed, and hence the time needed to send a
packet is determined.
The last step is to represent the bit rate or receiving errors. The random function Random() is
used to generate a random variable i. Assuming that the bit rate error is less than or equal to
10% of the transmitted /received packets. So, if the value of i is less than 0.1, then the packet
is discarded (the token in place RD is consumed by transition “BE”). Else, the packet is
received correctly and then an acknowledgment is sent, by firing transition “SA”. This
interface can be left unconnected in Ethernet. As we can see in Fig. 14, the modification of
tuples can be done easily, just by modifying the arc inscriptions according to our needs.
As one can see, this component has an important functionality since it is used to identify the
received data (own or not), the type of the received data (JAM, ACK, data frame) and the
process of sending an acknowledgment after a successful reception. Thus the use of this
component is possible for the protocols demanding the identification of data and the
send/receive process.
3-  Backoff/BEB component

The third component is the backoff / BEB component shown in Fig. 19. As we can see in
the figure, retransmitting the packet depends on the value of n, (transitions T6 and T7). If
the packet is correctly sent/received (a token is put in place “Done”), then n is reset to z (0
for Ethernet and 1 for wireless), for the next attempt to transmit, place N. However, the
component inscriptions depend on the type of the network. As an example, Table II shows
the differences between Ethernet and IEEE 802.11b networks.
In addition to Table 1, in Ethernet, places “FreeC” and “BusyCh” are not used (they can be
left as it is), since the backoff decrement in Ethernet does not depend on the status of the
channel. While in 802.11b, this interface is very important in decrementing the backoff each
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time the channel is free for a slot time or the backoff is conserved if the channel status is
changed to busy.
N guard fmim)  Done

z T—amz(n)
T6
n 0
FreeC é
—-I:Iér 1@5T() R0 Q n {C—n 0K

e

guard 0 Attempts
[pekt,L]
0@fun(R n
./ T7 L —fpekt.L]
BusyCh Ts guard n==y Retransmit?

Fig. 19. Backoff / BEB Component

The firing of transition TS represents the (re)transmission allowance of a packet (backoff
equals to 0). The backoff component is useful for the protocols that may need a specific
timing procedure since it can be related to another components (which the case of wireless:
by checking channel always) or just for standalone use.

Variable Ethernet IEEE 802.11b
Value

funl(n) n<15 n<33

fun2(n) n=n+1 n=n*2

y 16 64

z 0 1

R(0, Q) Igiaer;iircrlls(%n ix)’ X random(0, CW)
Fun(R) R*51.2us 0

ST(t) 0 Time slot (20ps)

Table 1. Differences between Ethernet and IEEE 802.11b networks

5.3 Application protocols
In this subsection, we will illustrate our modeling approach through two examples: IEEE
802.3 Ethernet MAC protocol and IEEE 802.11 MAC protocol because both protocols are
based on CSMA. One of the objectives is to illustrate the advantage of having generic
components and the hierarchical composition that allows building composite-components.
1) Modeling an Ethernet workstation
Ethernet is the most widely used LAN technology in the world. Ethernet was designed at its
beginning at the Xerox Palo Alto Research Center PARC, in 1973. The used protocol differs
from the classical protocols like token control, where a station cannot send before it receives
an authorization signal, the token. With Ethernet, before transmitting, a workstation must
check the channel to ensure that there is no communication in progress, which is known as
the CSMA /CD Protocol.
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Fig. 20 shows the detailed and complete module for the Ethernet workstation. As one can
see in the figure, the three components: Backoff component, Channel Check component and
Receive/Send component are reused to build the workstation. To complete the model and
to bind the used components together, some additional places and transitions (in white) are

used to answer the specification of an Ethernet workstation.
Data to Send

N
U

[D,sdata,L]
FreeC

- 1 N
[pekt]
ntl
P3 BusyCh 6
{pckt,n] guard n<15
8
IDsdata L) @X*51.2 {pckt]@) Retransmit?
pekt]
0
fpckt]
T95
0K
fck]
kt]@25.6
Data send FC BC  Transmit [pekt] po ACK/JAM
[pekt} [pektl——{_J+—fpeki}-{_)+-[pckt] quard
Done? ™4 datar.equals
[D,sdata,L] [D,sdataL|@96 oA ("jam")
f b ! ! ’ ;l rdata
‘ ‘ [D,sdata,L] NC
|
n

Channel Check Receive/Send

f b [Dr,rdata,Lr]
1 ‘Id.le &Busy ESend ‘EReteive

Fig. 20. Composite design of an Ethernet Workstation Component based on Generic Basic
Components

ID,sdata,L]

In the figure, one can see that five interfaces were not connected:
An important notice is that the whole component can be reused as one component for the
Ethernet workstation to build a complete Ethernet network. In other words, this new
component is seen as a composite-component with the black places and transitions as the
interfaces of this new component.
2) Modeling a 802.11b DCF workstation

Fig. 21 shows the detailed and complete module for the DCF IEEE 802.11b workstation
model by the reuse of ready-to-use components designed from the previous sections. The
workstation sets the value of N to 1 (place “N”), sense the channel (transition “TF”), sends
its data (place and transition “Send”) and waits for an acknowledgment (place “Wait”). If no
acknowledgment is received during the SIFS period or 10ps, Transition T11 will fire putting
a token in place “Retransmit?” to check if the packet can be retransmitted (transition T6) or
not (transition T7).
As one can see in this figure, all the components are reused to compose the workstation
module. All the interfaces were also used in this module.
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Channel Check ("ack™)
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Receive/Send
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Fig. 21. Hierarchical Design of a DCF IEEE 802.11b Workstation Component based on
Generic Basic Components

6. Experimental Validation

In the previous sections, we have modeled several components (basic and composite
components). In this section, we will validate and evaluate the quality and accuracy of our
model by means of simulation. The obtained results will be compared with the data given
by other studies about IEEE 802.11b network and also the results of NS-2 simulations
performed in the same conditions.

6.1 Simulations and Results
To perform the simulations, many tools and extensions of Petri nets exist such as PROD,
Renew, ALPHA/Sim, CPN Tools, Artifex and other tools (Petri Nets World, 20090.
However, the development of most of these tools has been stopped for a long time, they do
not support our needs or they are commercial. Two main, free of charge tools were possible
to cover the previous features “CPN Tools” (CPN, 2007) and “Renew 2.1.1” (Renew, 2008).
However, during simulation, “CPN Tools” has shown an important problem that does not
apply to our timing needs. We have chosen “Renew” since it is a Java-based high-level Petri
nets discrete-event simulator. This combination has permitted modeling all the selection
criteria defined previously and more, since it allows the use of nearly all the functions
offered by Java.
Our simulations are based on full-mesh dense networks with different numbers of
workstations:

1-  The simulations were performed for different number of workstations sharing the

medium.
2-  For each case, the simulations were repeated 100 times to get average measures.
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3- Each simulation assumes that all nodes transmit at 11Mbps.

4-  All nodes attempt to send data as soon as possible.

5-  Each node has 1000 packets (to get the average possible measures) with average
packet length of 1150 bytes (packet length varied from 800 byte to 1500byte).

6- All simulations were accomplished on Intel® Core™ 2 Duo Processor T2300, 2G of
RAM.

1- Average bandwidth per node

The first result is the average bandwidth per workstation. Fig. 22 shows the throughput of
802.11b nodes sharing a bandwidth of 11Mbps. As illustrated by the figure, the bandwidth
per node decreases logically with the increase of nodes number. When the number of nodes
is small each workstation has more bandwidth from the shared effective bandwidth.
However, when the number of the nodes on the network increases, the bandwidth is
decreasing exponentially. This is due to the increased number of collisions on the network,
and so more bandwidth will be lost.

The other factor is that CSMA gives fair timing to the machines to access the channel. Thus,
workstations must wait longer time to have access to the channel. Another factor is after a
collision, the workstations must double their contention window which means longer

backoff time. So, more time is spent to decrement the backoff or less total bandwidth.
i}

Bandwidth

(Mbps) \
2,4

LN

0,6

0 Mo of Modes

0 2 4 [} 3 10 12

Fig. 22. Bandwidth Variation with Number of Nodes

2- Collisions rate percentage

The next step is to compute the collision rate percentage or errors versus the network
utilization. Fig. 23 shows how the collision rate increases when the number of workstations
increases. As we can see in the figure, when three workstations are sharing the medium, the
collision rate is nearly 8%. However, when there are 12 workstations sharing the medium,
the collision rate reaches 23.2%. These results confirm the results obtained in the previous
section and our explanation.

As one can see, the collision rate is increasing linearly until certain point (8 workstations).
The reason is when more workstations attempt to send, more packets are on the shared
channel and hence the probability that a collision occurs increases. However, when the
number increases more, the collision rate increase becomes slower. The explanation for this
evolution is the backoff procedure. With more workstations, the number of collisions increases,
and the value of CW also increases (backoff time). On the other hand, this increment of
backoff time decreases the probability of a collision, since workstations in collision must
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wait for longer time before attempting to send again. So, the collision rate increment

becomes slower.

25%
Collision Persentage

20%

15% /
10%

/
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Mo of Nodes

0 2 4

12

Fig. 23. Collisions Rate Percentage

3- Transmission Time per Packet

The next test is to measure the overall time needed to send a packet over Ethernet or DCF
protocols (from sender side to receiver side). Fig. 24 shows the time required to transmit one
packet versus the number of nodes on the network. The transmission time increases linearly
due to the increased number of sent packets on the network and collision rate.

16
Time
(migec)

m— = Elhernet
' 11

Noof Nodes

Fig. 24. Transmission Time per Packet

10

12 14

However, sending a packet over Ethernet requires less time than sending it over DCF. The
figure shows that with three nodes on the network, DCF seems to be the same as Ethernet.

However, with the increase of nodes the difference becomes obvious. This is due to:
1- A workstation attempting to use the channel in wireless networks needs to ensure
that the channel is idle during a DIFS period or 50us, while in Ethernet it only

needs 9.6 ps.

2-  From the first attempt to transmit, wireless nodes starts a backoff procedure (Bavg
= 8 * 20 ps) decremented only if the channel is idle, while in Ethernet, workstations

defers only for 9.6 ps.

3- After a collision, in wireless networks, the channel status becomes idle only when
all the workstations finish their transmissions (no collision detection process),
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while in Ethernet the channel becomes idle after 51.2 ps (channel acquisition slot
time).

4- The backoff procedure used after each collision in wireless networks doubles the
contention window value which is already 8 times greater than the one used in
Ethernet. This makes the backoff in wireless greater than Ethernet BEB even with
slot time (20us) less than the 51.2 ps used in Ethernet.

6.3 Comparison with NS-2 simulator and other studies

To evaluate the quality and accuracy of our model, we have used the network simulator NS-
2 (NS2, 2008) as a comparative tool since it is widely used to model communication
protocols. The NS-2 simulator is a discrete-event network simulator that allows simulating
many scenarios defined by the user. It is commonly used in the research due to its
extensibility, since it is an open source model. NS2 is widely used in the simulation of
routing, multicast protocols and ad-hoc network.

A
Bandwidth
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0 No of Nodes
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Fig. 25. Comparison between our model and NS-2
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Fig. 26. Effective Simulation Time versus number of nodes

Fig. 25 shows the results obtained from NS-2 and those from our model, (Fig. 22). As we can
see the results of both simulations Renew and NS-2, are nearly identical which confirms the
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correctness of our model. Moreover, if we compare our obtained results with those in
(Anastasi, 2005) and (Heusse, 2003), we can get also the same results from both the
simulation technique and the equation we obtained from the results.

The other comparison is the effective simulation time. As we can see in Fig. 26, the
simulation time increases in a linear way when the number of nodes increases. The figure
shows that NS2 needs less time to perform the same simulation. However, NS2 does not
support the step-by-step simulation to verify the system event by event. The second
important issue is that it is not possible to model distributed services with NS2 (no
supporting package). However, with “Renew” as Petri nets editor and simulator, it is
possible to combine both services and protocols in one global model.

7. Case Study: Evaluating Performance of ADistributed Manufacturing
System

In the last sections, we have shown the modeling part of the communication protocols. In
this section we will show the modeling part that concerns the services. An illustrative
example, Fig. 27, will be used to model the services offered by a production system. The
used modeling technique will be the same as the communication protocols, i.e. component-
based methodology, where each part of the system is modeled in hierarchical composition:
“service-workstation”, i.e. each service is modeled over a workstation.

Fig. 27. Manufacturing Plant with Flexibilities

Fig. 28 shows the complete messages exchanged to transfer a product from S to D areas.
Each process plays a different role with regard to the client/server mechanism. S is always a
client and D is always a server. The role of S>D varies depending on the message. At first,
the source area S (workstation) sends a request message to the transfer workstation, S 2D (T;
or R;), containing the destination workstation D. T; (or R;) sends a request to D, requesting a
free place (Cons-D). If there is a free place, D will send a positive acknowledgment to T; (or
R;), otherwise S and T; (or R;) will stay in a waiting period. Once T; (or R;) receives the
acknowledgment, it sends two messages to S containing a positive acknowledgment and a
request to release the product. When the product is released S sends an acknowledgment to
T; (or R;) to start the transfer. When T; (or R;) takes the product, it sends an end message to S
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to free one its places (Cons-S). Finally, it sends a message to D asking the arrival of the
product to its side. Once the product arrives to D, it sends an acknowledgement to T; (or R;)
informing the end of the transfer.
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Fig. 28. Exchanged Messages over the Network for the Transfer

7.1 Simulqting the complete system

The simulation was performed on the same PCs used in the above sections. The system is
assumed to perform 100 different products. The simulation aims to see the impact of using
different type of products and different protocols over the system. The transfer time is
supposed to be 50 msec and the machining time to be 100 msec. These values have been
chosen in milliseconds to really verify the impact of the underlying network on the system.
Otherwise, if we use the real values in minutes, the impact of the underlying network would
not be obvious with the example we have used. The number of simultaneous products per
type is varied from 2 to 5 products.

The type of services on the system affects the number of exchanged messages and
transactions on the network. For example, to perform the service f2, the number of
transactions is 72 exchanged messages per product. However, to complete service f1 or f2,
the number of exchanged messages is 90 messages per product. This is in the case of one
product only on the system. However, when there are several products on the system, this
number increases due to collisions. So, this number may reach 90~100 messages per product
for service f2, and 110~120 messages per product for service f1 or 3.

1- One Product

The first simulation is performed to get an idea about the time needed to machine one
product over the system. Table 2 shows the impact of changing the communication protocol
in the system over the time needed to finish one product. An important difference appears
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between Ethernet at 10Mbps and 100Mbps. However, the 1Gbps does not create a big
difference, since the machining and transfer times are the dominant in this case.

The other interesting result is the time difference when the required service is 2, or f1 or 3.
Since the path to finish the product is longer, the time needed to make the product is clearly
longer. In this part, 11M 802.11b seems to be better than 10Mbps Ethernet.

Service 802.11b E-10Mbps | E-100Mbps | E-1Gbps
2 564.5ms | 567.6 ms 506.7 ms 500.7 ms

f1 or £3 680.2ms | 684.5 ms 6085 ms | 6009 ms
Table 2. Time to Machine a Product

2- Same Products; Different Protocols
The second results are the most important, since they show the impact of changing the
communication protocol over the system.
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Fig. 29. Impact of changing the communication protocol in the system

Different remarks can be done from the Fig. 29:

1-  802.11b protocol does not present a good choice. This result is conforming with the
results of Fig. 20. This becomes clear when the number of simultaneous products
increases (the number of exchanged messages increase also).

2- A big time difference is noticed when using 100Mbps Ethernet (compared to
10Mbps Ethernet and 802.11b). The number of messages is important. With 2
simultaneous products of each type, the number of exchanged messages reaches
500 to 600 exchanged messages. With 3 simultaneous products of each type, the
number of exchanged messages reaches 900 to 1000 exchanged messages. While
with 5 simultaneous products of each type, there are nearly 1400 to 1500 exchanged
messages on the network.
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The type and speed of protocols is very important since to exchange this huge
number of messages on the network, the bit rate is very important and decreases
obviously the time needed to exchange these messages between the different
resource/ workstation on the system.

3- The use of 1Gbps Ethernet did not show a big difference with respect to 100Mbps
Ethernet. However, this conclusion is not really correct. The impact of using Giga
Ethernet can appear if the modeled system is larger (more machines, stock areas,
resources, etc.).

In that case, the number of exchanged messages over the network will be greater.
Thus, the impact of using Giga Ethernet will become obvious since the time needed
to send these messages will be shorter (for example, as the time difference between
10 and 100Mbps).

However, in our model the number of modeled components is still medium (3
machines, 4 resource areas and 6 stock areas). So, the machining and transfer times
are dominant here when using Giga Ethernet compared to 100Mbps Ethernet.

8. Conclusion

Distributed systems are more and more present in our daily life. These systems are complex
and can be distributed in one place or even everywhere in the world. The use of distributed
systems allows sharing different and expensive resources by a several clients. Thus, the need
to control the distributed systems is very important. Manufacturing systems are one kind of
these systems.

The need to model these systems before their implementation is important. The design stage
allows verifying some of their properties. A well-designed model that takes into accounts all
the requirements and constraints of a system can save cost and time.

In this work, we have presented the problem of modeling manufacturing systems and the
underlying communication protocols. However, modeling a huge and complex system
implies to have also a big and complex model. So, we have proposed in this work a
component-based modeling approach based on High-Level Petri Nets.

This approach can meet the challenges of modeling the distributed systems and the
communication networks. Genericity, modularity and reusability are the main and
important characteristics of this approach since it allows reusing ready-to-use components
and easily fitting them to new system-models depending on the requirements of clients and
applications. These advantages and more allow building complex system-models in an
easier way.

9. References

A. Masri, T. Bourdeaud’huy, and A. Toguyeni, “A Component Modular Modeling
Approach Based on Object Oriented Petri Nets for the Performance Analysis of
Distributed Discrete Event Systems,” Fifth International Conference on Networking
and Services ICNS, pp.222-227, Spain, 2009.

A. Masri, T. Bourdeaud'huy, and A. Toguyeni, “Performance Analysis of IEEE 802.11b
Wireless Networks with Object Oriented Petri Nets”, Electronic Notes in
Theoretical Computer Science, Proceedings of First International Workshop on
Formal Methods for Wireless Systems FMWS’08/ CONCUR’08, Vol. 242, No 2, pp.
73-85, Canada, 2008.

www.intechopen.com



Performance Evaluation of Distributed Systems:
A Component-Based Modeling Approach based on Object Oriented Petri Nets 419

A. Masri, T. Bourdeaud'huy, and A. Toguyeni, “Network Protocol Modeling: A Time Petri
Net Modular Approach.” 16th International Conference on Software,
Telecommunications and Computer Networks, SoftCOM 2008, pp. 274-278,
Croatia, 2008.

A. Tanenbaum, “Distributed Operating Systems”. Prentice Hall, 1995.

A. Toguyeni, “Design of Modular and Hierarchical Controllers for Reconfigurable
Manufacturing Systems.” IMACS Multiconference on Computational Engineering
in Systems Applications, Vol. 1, pp. 1004-1011, 2006.

C. A. Petri, “Communication with Automata.” Technical Report RADC-TR-65-377 Rome Air
Dev. Center, New York, 1966.

Computer Tool for Coloured Petri Nets . CPN Tools: http://wiki.daimi.au.dk/
cpntools/cpntools.wiki - 2007.

D. Carney and F. Long, “What Do You Mean by COTS? Finally, a Useful Answer.” IEEE
Software, 2000.

G. Anastasi, E. Borgia, M. Conti, and E. Gregori, “IEEE 802.11b Ad Hoc Networks:
Performance Measurements.” Cluster Computing, Vol. 8, No. 2-3, 2005.

G. Coulouris, J. Dollimore, and T. Kindberg, “Distributed Systems: Concepts and Design”,
3rd ed. Pearson Education, 2001.

G. Gossler, S. Graf, M. Majster-Cederbaum, M. Martens, and J. Sifakis, “An Approach to
Modelling and Verification of Component Based Systems.” Lecture Notes in
Computer Science, SOFSEM 2007: Theory and Practice of Computer Science, Vol.
4362, pp. 295-308, 2007.

H. Sarjoughian, W. Wang, K. Kempf, and H. Mittelmann, “Hybrid discrete event simulation
with model predictive control for semiconductor supply-chain manufacturing.”
Proceedings of the 37th Conference on Winter Simulation, pp. 256 - 266, 2005.

H. Zimmermann, “OS1 Reference Model-The ISO Model of Architecture for Open Systems
Interconnection.” IEEE Transactions on Communications, Vol. COM-28, No. 4,
1980.1EEE 802.3 Ethernet Working Group: http:/ /www.ieee802.0org/3/ - 2009.IEEE
Computer Society, “Wireless LAN Medium Access Control (MAC) and Physical
Layer (PHY) Specifications.” IEEE Std. 802.11™, 2007.

IEEE Std 802.3™, “Carrier sense multiple access with collision detection (CSMA /CD) access
method and physical layer specifications.” 2002.

K. Jensen, “Coloured Petri nets: A high level language for system design and analysis”,
Lecture Notes in Computer Science, Vol. 483/1991, pp. 342-416, 1991.

N. Mir, “Computer and Communication Networks”. Prentice Hall, Inc, 2007.NS2 Official
Website: http://nsnam.isi.edu/nsnam/index.php/Main_Page - 2008.

M. Heusse, F. Rousseau, G. Berger-Sabbatel, and A. Duda, “Performance anomaly of 802.11
b.” INFOCOM, 2003.

P. Berruet, J. Lallican, A. Rossi, and J-L. Philippe, “A component based approach for the
design of FMS control and supervision.” IEEE International Conference on
Systems, Man and Cybernetics, Vol. 4, pp. 3005-3011, 2005.

W. Stallings, “Data and Computer Communications”, 8th ed. Prentice-Hall, Inc, 2007.

P. Brereton and D. Budgen, “Component-Based Systems: A Classification of Issues.” IEEE
Computer, Vol. 33, No. 11, pp. 54-62, 2000.

Petri Nets World: http:/ /www.petrinetz.de/ - 2009.

www.intechopen.com



420 Petri Nets: Applications

R. Bastide and E. Barboni, “Component-Based Behavioural Modelling with High-Level Petri
Nets.” In MOCA’04 Aahrus, Denmark, DAIMI, pp. 37-46, 2004.
The Reference Net Workshop. Renew : http:/ /www.renew.de/ - 2008.

www.intechopen.com



Petri Nets Applications
Edited by Pawel Pawlewski

ISBN 978-953-307-047-6

Hard cover, 752 pages

Publisher InTech

Published online 01, February, 2010

[ owmwen | Published in print edition February, 2010

Petri Nets are graphical and mathematical tool used in many different science domains. Their characteristic
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extended. Depending on particular needs, the net definition was changed and adjusted to the considered
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varied currently known net classes, it is relatively easy to find a proper class for the specific application. The
present monograph shows the whole spectrum of Petri Nets applications, from classic applications (to which
the theory is specially dedicated) like computer science and control systems, through fault diagnosis,
manufacturing, power systems, traffic systems, transport and down to Web applications. At the same time, the
publication describes the diversity of investigations performed with use of Petri Nets in science centers all over
the world.
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