There is a growing need for compact devices that can interoperate with
each other wirelessly and offer a wide range of applications. Wireless data
transfer is normally being preferred to transmission of data via cables. In
addition, consumers like using devices that save power because it leads to
low cost. With the intention of meeting the consumer’s needs, ZigBee
Alliance developed a ZigBee wireless protocol which offers low power, low
cost, reduced resource requirement and a standard set of specification.
ZigBee permits inter-working capability between its devices from different
products, since it is standard compliant. ZigBee network performance was
analyzed in this project, by carrying out experiments in an indoor
environment. A comparison was done between ZigBee and a proprietary
standard called MiWi wireless protocol, to reinforce ZigBee
implementation. RSSI and Average Delay performance indicators were used
for the analysis done. Results showed that data loss was reduced in ZigBee
than MiWi. In addition, the results obtained showed that ZigBee was
designed for longer distance communication as compared to MiWi.
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SUMMARY

There is a growing need for compact devices that can interoperate with each other
wirelessly and offer a wide range of applications. Wireless data transfer is normally being
preferred to transmission of data via cables. In addition, consumers like using devices that
save power because it leads to low cost. With the intention of meeting the consumer’s
needs, ZigBee Alliance developed a ZigBee wireless protocol which offers low power, low
cost, reduced resource requirement and a standard set of specification. ZigBee permits
inter-working capability between its devices from different products, since it is standard

compliant.

ZigBee network performance was analyzed in this project, by carrying out experiments in an
indoor environment. A comparison was done between ZigBee and a proprietary standard

called MiWi wireless protocol, to reinforce ZigBee implementation.

RSSI and Average Delay performance indicators were used for the analysis done. Results
showed that data loss was reduced in ZigBee than MiWi. In addition, the results obtained

showed that ZigBee was designed for longer distance communication as compared to MiWi.
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CHAPTER 1

INTRODUCTION

“ZigBee is the global wireless language connecting different devices to work together and

enhance everyday life [2]”

ZigBee is a new standard from a corporation named ZigBee Alliance, which consists of more
than 300 companies and was established in 2002 [2]. ZigBee is specifically designed for low

data rate, low power and low cost applications.

The objectives of a ZigBee wireless network are to transmit data and save power as well,
reduce cost, incorporate the standard into small chips, increase convenience and enhance
reliability and security. ZigBee provides long battery life and, easy installation and
maintenance methods. ZigBee network is usually referred to as self-healing and self-joining

network [5].

ZigBee standard defines a protocol stack that is layered upon the PHY and MAC layers of
IEEE 802.15.4 standard. The stack includes Network layer, Application layer and an optional

Security Service Provider (SSP) layer.

ZigBee enables thousands of devices to communicate wirelessly per network and it is the
only global standard for real time remote control and monitoring applications [3]. These

applications include;

e Home Automation (switches, lighting control, security systems)

e Building Automation (environmental control, security)

e Industrial Automation (process measurement and control, compliance monitoring,
system alarms)

e Health Care /Medical control and monitoring (patient and fitness monitoring,
patients call points, emergency roll call)

e Environmental Monitoring (energy management, HVAC monitoring and control,
temperature and humidity monitoring, SCADA)

e Telecommunication Services
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e Consumer Products (TV, DVD, Universal Remotes)

e PCand gaming peripherals

In this project, ZigBee performance was assessed in two different indoor environments -
engineering building and student residential area (Brackenbury - Ustinov College). A
proprietary standard, MiWi wireless protocol was briefly analyzed for comparison with
ZigBee protocol. Both protocol stacks were developed by Microchip Technology

Incorporation.



Implementation and Evaluation of a ZigBee Network | 2009

CHAPTER 2

LITERATURE REVIEW

This chapter explains a general overview of ZigBee standard and a brief comparison

between ZigBee and MiWi.
2.1 ZigBee Standard Overview

ZigBee is based on services offered by IEEE 802.15.4 standard, which was finalized in 2003
by IEEE [0]. The IEEE 802.15.4 standard defines a protocol for low-rate Wireless Personal
Area Network (LR-WPAN) and its PHY layer works in three RF bands shown in Table 1.

Table 1: IEEE 802.15.4 RF Bands

Available Channels Maximum Data
Frequency Band
(Channel Number) Rate
2.4 GHz (ISM band) 16 (11 - 26) 250Kbps
915MHz 10(1-10) 40Kbps
868 MHz 1(0) 20Kbps

A DSSS scheme is employed by the IEEE 802.15.4 standard and it is used in all the bands. The
first band is available globally; the second and third bands are available in USA and Europe
respectively. The total number of available channels is 27, but the MAC layer of the IEEE
802.15.4 standard can only use one of these channels at a time [0]. The MAC layer has a

maximum packet length of 127 bytes [15] and its header is displayed in Table 2.

Table 2: MAC Header

MAC Frame Sequence Destination | Destination Source

Control Number PAN Address Address
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2.1.1 ZigBee Network Devices and Topologies
ZigBee can be classified into three device types; coordinator, router and end device.

» Coordinator: is a Full Function Device (FFD) that is powered by a mains or battery
source. The coordinator starts and manages the network. It enables other devices to
join the network and allocates network addresses to them. There can only be a
single coordinator per network.

> Router: is also an FFD. It allows more nodes to join the network, thereby increasing
the physical range of the network. It relays received messages to devices, manages
routing tables, and may perform monitoring and control functions. The router’s
source of power is from the mains or battery.

» End Device: can either be a Reduced Function Device (RFD) or an FFD, and it is
powered by a battery source. It is the simplest device that performs monitoring and
control functions, sends messages via the parent node (coordinator / router), and

can not manage the network.

ZigBee wireless network supports three kinds of topologies and each must have a minimum

of two ZigBee devices (a coordinator and an end device).

> Star Network: is referred to as a single hop network and it is shown in Figure 1. It
comprises of one coordinator and one or more end devices which communicate
directly to the coordinator, it does not support routers. An end device can only send
messages to other end devices via the ZigBee coordinator, then the latter passes on

those messages to the intended device.
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Figure 1: Star Network Topology [4]
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» Cluster — Tree Network: consists of a coordinator, which acts as the root and

transfers messages directly to the end devices or routers that serve as branches. The
routers can in turn relay messages to other end devices connected to it that act as
leaves of the tree network, and this enables the end devices not having to
necessarily be within the radio range of the coordinator. This network is referred to

as a multi hop network and it is shown below in Figure 2.

Figure 2: Cluster Tree Topology [4]

> Peer-to-peer / Mesh Network: is also called a multi hop network, therefore, similar

to cluster — tree network. Although, the end devices (only FFDs) within radio range
can communicate directly with each other and routers in range, as well. This means
routing of messages does not necessarily have to be through the parent node, and
thus reducing message latency and increasing network reliability. Refer to Figure 3

for a diagram of a mesh network.
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Figure 3: Mesh Topology [4]
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2.1.2 Access Modes

The MAC protocol offers two types of access modes; beaconed and non-beaconed modes.
In the beaconed mode, channel access and data transmission are based on a TDMA scheme.
Therefore, predefined time slots are allocated to devices with the use of a superframe

structure, which is shown in Figure 4.

Active period 4.~‘7 Inactivia pariod —-{

Guaranteed)
time stots:
(GTS)

/ Contention

4 accass period
Beacon

Figure 4: Superframe Structure of IEEE 802.15.4 [1]

A beacon request packet that precedes the superframe is periodically sent by the
coordinator at the start of the network, and other devices join the network by synchronizing
with the beacon. The superframe is divided into two major time slots; active and inactive
periods. During the latter period, all devices go to sleep in order to save power and wake up
before the end of the period to sense the next beacon. The active period includes the
beacon packet, Contention Access Period (CAP) and Guaranteed Time Slot (GTS). The radio
transceivers of the coordinator and router are always on throughout the active period, while
the end devices are only active when transmitting and receiving packets in either CAP or

GTS phase.

End devices need to compete to access the channel in the CAP, by using a slotted CSMA-CA
protocol with a backoff algorithm, in order to avoid collision [4]. They can sleep when
neither transmitting nor receiving in the CAP. The end devices are allowed to transmit and

receive packets only in their assigned time slots, during the GTS phase.

The non-beaconed mode does not use the superframe structure like the beaconed mode,

and as a result, time synchronization is absent. Devices transmit data when the channel is
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free and this is achieved by adopting an unslotted CSMA-CA protocol. The coordinator and
router stay on throughout this mode, whereas, the end devices sleep while idle. The parent
node of each end device needs to buffer messages that are directed to an end device that is

in the sleep state. Afterwards, each end device will request its messages when it wakes up.
2.1.3 ZigBee Protocol Stack Architecture

The ZigBee Protocol stack shown in Figure 5, uses the PHY and MAC layers of the IEEE
802.15.4 standard as its two lowest layers respectively. These layers have been referred to
in sections 2.1.1 and 2.1.2. The remaining upper layers are defined by the ZigBee standard

and they are; the Network layer, Application Layer and SSP layer (optional).

ZigBee Security Service Provider (SSP - Optional)

Layer

ZigBee Network (NWK) Layer

IEEE 802.15.4 Physical (PHY) Layer

Figure 5: Layers of the ZigBee Stack
The network layer is responsible for ZigBee network formation and discovery, device

address allocation and message routing. The latter enables messages to be relayed from the

coordinators and routers, to the intended recipient.

The application layer defines ZigBee devices on the network and provides them with the
capability of carrying out various applications. It also describes the messages transmitted

between the devices. There are two types of application software profiles;

» Public profile: is created by the ZigBee Alliance. It permits devices to interoperate
with each other and carry out specific task, irrespective of the manufacturer. An

illustration of the interoperability operation is a switch device and a light bulb
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device, which perform lightning task. There are few examples of public profiles that
are presently available in the ZigBee market, they are; ZigBee Smart Energy and
ZigBee Home Automation [2]. Other profiles are currently under development and
they comprise building automation, personal health care and telecommunication
services [2].

» Private profile: is created by a company or group of companies that operate ZigBee

devices. Interoperability between devices is not necessary for this profile.

Lastly, the SSP layer offers security means and requires the application of the Advanced

Encryption Standard [7].
2.1.4 Functions of a ZigBee Network

The functions of a ZigBee Network are described below, though they were briefly

highlighted in the previous section 2.1.3.

» Network Formation: When a ZigBee coordinator is ready to form a ZigBee network, it
searches its permitted channels in case of other existing coordinators. Therefore, the
coordinator sets up its network based on channel energy level and networks
discovered on its channels [4]. A unique 16 bit PAN ID must be chosen at start-up
and it is used to identify the network.

» Network Addressing: Each ZigBee device has a globally unique 64 bit MAC address
(IEEE Extended Unique Identifier) [6]. This address is also referred to as long address
and it is used for communication when a device is about to join a ZigBee network.
After successfully joining the network, it is assigned a 16 bit network address (short
address) by its parent node. This new short address will then be used to
communicate on the network. The short address is used rather than the long address
because it reduces packet lengths and saves power.

» Joining the Network: Associated devices must send a correct association request
packet to the coordinator so as to join the network. The coordinator then sends an
acknowledgement packet which ensures that the sent packet was properly received.
Afterwards, a data request would be sent by the devices and the coordinator would

in turn send a corresponding association response packet. If an acknowledgement
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flag was set during transmission, and the acknowledgement packet was not received
before time out period, the transmitted packet would be retransmitted for a certain
number of times before an error packet is issued (15). This feature makes a ZigBee
network suitable for applications with quality of service (QOS).

» Network Association: Parent and child relationships are formed on a network to

coordinate a wireless communication link between devices. This occurs when an old
device on the network allows a new device to join it. Coordinators always act as
parent nodes to routers and end devices. Routers can also act as parent nodes to
end devices.

» Network transmission methods: Unicast, broadcast and multicast are different ways

in which messages are transmitted on the network. The first type, allows messages
to be directed to a specific device, while the second allows messages to be
broadcasted to all devices on the network. Unicast and broadcast messages are sent
via short addresses. Routers are capable of rebroadcasting messages to their child
nodes. The MAC layer of a broadcast packet always shows a destination address
Oxffff. The last type is similar to the second, but messages are sent to members of a
specific group. The group members are assigned a group ID. Multicasting helps to
reduce traffic on the network and group certain devices to carry out a specific
application. A home automation example is grouping light switches and curtainsin a
living room together. When the lights are wirelessly switched off, the curtains will

close automatically.

2.1.5 ZigBee Limitation

An alternate Personal Area Network coordinator capability is not supported in ZigBee
protocol networks. It only permits one single ZigBee protocol. This would limit all the major
work on the network to just the ZigBee Coordinator, therefore leading to a longer period of
time for messages to be delivered. The effect of this would be seriously felt on a large

network with much number of nodes.
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2.2 ZigBee and Proprietary Standard (MiWi)

This sub-section briefly compares ZigBee with a proprietary standard — MiWi wireless
protocol. MiWi is a simple proprietary standard that was designed by Microchip for low data
rate, low cost, and short distance networks. This basic protocol can be used as an alternative
to the compliant based ZigBee standard, and for applications that do not require

interoperability with other ZigBee devices.

One of the reasons ZigBee is being preferred to MiWi is its support for larger network sizes
and more hops between its devices. As a result, ZigBee is currently being used for wider
range of applications. The size of the ZigBee network is more than 65,000 nodes, while MiWi
has about 1,024 nodes. Packets can only travel a maximum number of 4 hops on MiWi

network.

MiWi is also based on MAC and PHY layers of IEEE 802.15.4 standard and it supports ZigBee
topologies. MiWi has three device types as well; PAN coordinator, coordinator and end
device, which carry out same functions as ZigBee coordinator, ZigBee router and ZigBee end

device respectively.

MiWi provides similar network features as ZigBee, but it does not support multicasting. For
MiWi, messages can be broadcasted via long and short addresses alternatively or cluster

socket link.

> Cluster socket link: is a dynamic communication link defined by MiWi, which exists
between two devices (usually PAN coordinator and end device) on a network. This
link can be established by pressing push button switches on each node within a
certain period of time. It allows both devices know that they need to communicate
with each other. The end device exchanges a cluster socket request packet for a

cluster socket response packet from the PAN coordinator.

10
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CHAPTER 3

EXPERIMENTS ON ZIGBEE AND MIWI NETWORKS

This chapter describes how ZigBee and MiWi networks were set up, and the various indoor
experiments carried out. Same hardware platform was used for both networks. All ZigBee
device types were configured for ZigBee network, while only PAN coordinator and end

device were configured for MiWi Network.
3.1 Hardware Platform

The major required hardware for this project was a PICDEM Z demonstration kit. The kit was
obtained from Microchip to evaluate ZigBee and MiWi networks. Included in the demo kit
was; two PICDEM Z motherboards, two MRF24J40MA RF daughter cards, and ZENA wireless
network analyzer. Figure 6 shows a cross section of the motherboard, RF card and ZENA

network analyzer.

Figure 6: Cross-Sectional View of Hardware Platform

Each PICDEM Z board featured [8];

e PIC 18F4620 MCU (with a 64 KB of internal flash memory)
e RF daughter card connector (12-pin)

e Programmer RJ-11 connector (6-pin)

11
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e RS-232 connector

e 9V DCto 3.3V DC regulator

e Temperature sensor

e LEDs (RAO and RA1)

e Push button switches (MCLR/RESET, RB4 and RB5) to support applications.

The RF cards were IEEE 802.15.4 compliant 2.4 GHz transceiver modules, with integrated

PCB antennas. It featured [9];

e 4-wire SPI (SCK, SDI, SDO and CS) interface to PIC 18LF4620

e Low current consumption (19 mA — TX mode, 23 mA — RX mode, and 2uA — Sleep
mode)

e Operational voltage of 3.3V

e High RSSI dynamic range

e RF power of 0 dBm to about 36 dBm

e CSMA-CA mechanism

e Automatic ACK response

e Automatic packet retransmission

e Transmission range of around 100 metres outdoors and 20 meters indoors.

ZENA network analyzer was also IEEE 802.15.4 compliant and supported the 2.4 GHz
spectrum. It functioned as a protocol stack configuration tool and a packet sniffer. It had a
USB interface and was used to monitor and display; wireless network traffic, decoded

packets and network topology, on a PC.

Another required hardware was Microchip’s MPLAB ICD 3 in-circuit debugger / programmer
with a USB and RJ-11 modular connectors. Lastly, there was an additional PICDEM Z board

and RF transceiver module.
3.2 Hardware Configuration

The first step taken in the configuration of the hardware was to set up wireless nodes with
the required boards, which were three PICDEM Z boards and three RF transceiver modules.

The set-up was done by plugging each RF module into a 12-pin connector that was on every

12
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single PICDEM Z board. Therefore, the transceiver became internally connected to the PIC
18LF4620 MCU via the 4-wire SPI interface. The internal SPI connection and coordinator

node are shown in Figure 7. See Appendix 1 for other nodes.

110 ICS
S 5Dl
PIC MRF24J40MA ANTENNA
1874620
] 500
SCK SCK

Figure 7: Internal SPI Connection of a node and Coordinator node set-up

Each node was then labeled coordinator, router and end device (RFD). A 9V wall adapter
was used to power the coordinator, while 9V disposable batteries were used to power
router and end device. The second configuration step involved is described in the next

section 3.2.1.
3.2.1 Programming the Devices

The Programming environment for the nodes included; software package called MPLAB IDE
version 8.33, MPLAB C18 compiler for the PIC 18F4620, and MPLAB ICD3 programmer.
Complete demo application codes for ZigBee 2006 (version 2.0 -2.6) and MiWi protocol
stacks were also included in the demo kit. The application codes developed by Microchip
were written in C programming language. Two separate source files were provided for each
device type, named, project file and .hex file (precompiled file). The flash memory of each
PIC 18F4620 was programmed with an individual device code. The programming procedures

that were carried out on each device are as follows;

13
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e MPLAB IDE menu system was launched and displayed on the PC;

e PIC 18F4620 was selected from a family list of PIC 18 devices, that were on the
menu;

e an appropriate .hex file was imported to the menu from the source directory;

e the ICD 3 programmer was connected to both PC (via a USB cable) and powered
target device (through an RJ-11 cable);

e the LEDs on the programmer came on, which indicated that the ICD 3 was active;

e ‘program’ was selected on the menu to program the device;

e Lastly, the programmer was disconnected from both device and PC respectively.

Refer to Figure 8, for the programming set-up and an indication that the devices were

successfully programmed.
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"G o fram nvape rogpumr Tk Gt Whdar .
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Conneciing o MPLARICD 3
Flisrsning &6 16

Sl lest paszad

Fimiaare Susa Varsion 01,24 16
Fiirimare bae . ........ FICIEF
MPLABICD 3 Connecied

Target Detecied

Deniice [D Favsgian = D00 00006

Progmmeming
Programening/Verty complate

Target Removed
MFLAH ICD 3 rernoved

1l oy G i T etk L

Figure 8: Programming Set-up and indication of a successful programmed Device

Later on, the demo was modified to carry out specific experiments which are explained in
section 3.4. And each time the demo was modified; few lines of code in the original project
file was changed, compiled (by the MPLAB C18) and saved as a .hex file. Then the devices

were programmed appropriately by following the procedures above.
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3.3 Running Application on Programmed Devices

The loaded demo on the devices was initially run for both ZigBee and MiWi. Although, it was
modified before the experiments were performed. While the application ran, ZENA and the
hyper terminal console were launched on the PC to view the network traffic and
information within the demo, respectively. Necessary settings on the ZENA menu system
were; device type, power source and network traffic channel, which were all set

appropriately.
3.3.1 Running ZigBee Application

Demo application for ZigBee demonstrated how messages were transmitted on a ZigBee
network by the multicast method. Messages were directed to group 4 members only and
each member of the group was requested to send back a number of bytes of data to the
requester. The application was run between the coordinator and the end device, and later

ran with the inclusion of the router.

In the first application ran, the network was formed by a powered coordinator and this was
indicated by the coming on of the coordinator’s LEDs (RAO and RA1). The end device was
then enabled to join the network after it had being powered. Figure 9 shows the ZENA
display of beacon request packet from the coordinator, association request packet from the

end device and association response packet.
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Figure 9: ZENA display of request and response packets between Coordinator and End
Device

Afterwards, the end device was added to group 4 by pressing its RB4 button and its RAQO was
turned on which indicated it was a member group 4. The coordinator was able to send
messages to the end device after its RB5 button was pressed. RB4 and RB5 buttons were
programmed to add / remove devices from group 4 and to send messages to group 4,
respectively. Whenever the group messages were sent, the RA1 of the end device toggled

on and off. This visually indicated that it had received the messages and responded to them.

In the second application ran, router joined the network after the network had being
formed by the coordinator. The end device later joined and was associated with the router
(parent node). Figure 10 shows the ZENA display of beacon request packets, association
request packets from the devices and association response packets. The short address
(0x1430) of the end device was different from that of the first application ran, which was
0x796F. This was so because it was assigned by the router, and not the coordinator. The End
device was added to group 4 and the router relayed the group messages from the
coordinator to it. The requested number of bytes was routed to the coordinator through the

router. The steps involved in the relay of messages are further explained in section 3.4.2.

16



Implementation and Evaluation of a ZigBee Network | 2009

MAC Frame Conbral D"t Dent H
Addr
i) H_& DnF Oxﬂ'FF OeFF]
:«1
i uxs'.v leul. uguuun

s.q n.n su_ Source Addreas
I'|)s2$' ﬂal iivh) DxBUUH l'hsFFFF 0x0000000100000000]

MAL Frame Contral ] Source Addreas
Type Sec Pond ACK IPAN|
o L S ¥ ¥ |0#21)|Dxlahkl0x0000{0x0000000200000000]

Sag
Type Sec Feed ACK [PAN| fem
Lim L ¥ ¥ L] :-
MAL Frame Control Dest | Destinaton Address Source Address
Typn Sec and ﬂ':ﬂ FFAH’ h-n PaR
tmm uxuuunaumuunnouun Dochbbhd il

Sag | Dext | Damt
LEAN Wum | P&l A
H _|OxEF|0<FFFF| OxEFFFF
MAL Frame Controd Bours
Paind

acy TEAN
L

]
Huen
Oxz1

PAR | Addr
Dl hia)| Ou00D 1]

Source | Saurca

TEAN) W [ AR A
W fOmih| Bt A a| s 00 0
Dewr

Hew
TPAN| Huen | Paw Acicde
¥ |oxEv FF| 00 4E3{@x0000000000000002]

W u
ram »e Source Adarmes

¥ G000 0000GEIN0000

ret

i
FF| (el 4Ed| 020000 000000000002
[ Source Addmes

G i0A00E0H0060E

Dest | Sousce | Sares Asdiess

Sem
EPAN Huen
¥ |o=FD

e Ay
o G idED

=-
PAR Aciciy.
D!F[ 1 AAA| 000 01 {0%FFEF| 000 1000000000003

Seq | Demt Source Addrees
M | PaR Ak
OmF 2| 5 1 kK| D0 D01 |02000000000000000E]

Sea
W
OmE2

BAC Frams Control Seq | Dewt Dextination Addreas Source Addreas
pa Sec Pand KCH TPAN| Num | PAN
CHDL N W ¥ ¥ [0 Goed AAA| 0520000 000000000003 | Hsd000I00100000000)

Figure 10: ZENA display of request and response packets between Coordinator, Router
and End Device

3.3.2 Running MiWi Application

MiWi demo application demonstrated the transmission of messages on a MiWi network by
the broadcast method (through the use of a cluster socket link). After the PAN coordinator
and end device were already on the network, a cluster socket link was established between

them. This was done when their RB5 buttons were pressed within a second at the same
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time. During the establishment, a cluster socket request (report ID 0x10) and cluster socket
response (report ID 0x11) were exchanged and displayed on the ZENA, see Figure 11. RB4 on
the end device was pressed to send messages to the PAN coordinator, while RA1 LED on the

PAN coordinator toggled to indicate it had received the messages.
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Figure 11: ZENA display of request and response packets between MiWi Coordinator and
End Device

Tt

3.4 Experimental Methods

Experiments were carried out within the engineering building and student residential area
(Brackenbury), after the programmed devices (with modified demo applications) were up
and running. During the experiments, specific parameters were used to analyze the
performance of ZigBee and MiWi Networks, and correct device types were used on each
network. All desired measurements were read off from the ZENA display. The experimental

tests are described in sections 3.4.1 and 3.4.2, and they were repeated 3 to 5 times.
3.4.1 Line of Sight Test (LOS - within Engineering Building)

This test involved direct transmissions between a coordinator and an end device. The
devices were placed in visual contact at approximately equal heights above the ground.
Measurements were taken along a corridor at 12 intervals with an incremental distance of

nA. Where, A is the wavelength in metres and n is a multiple number (10 was chosen for this
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test). Equation 1 shows a relationship between A, c (speed of light with a constant value of

(3 *10%) ms™), and f (frequency of the transceiver).

c=Axf Equation 1
A =(3%10% ms'/ 2.4 GHz
A=0.125m
Therefore,

nA =10 +0.125=1.25m

The coordinator was stationed at the end of the corridor while the end device was
separated from it at distances ranging from 1.25 meters to 15 meters. Group messages were
sent from the coordinator to the end device and the latter responded with the requested
number of bytes. See Figure 12 for the ZENA display of ZigBee and MiWi network
topologies, and Appendix 3 for the packets transmitted. The network topologies showed the
long addresses of the nodes while short addresses of the nodes were displayed on the

transmitted packets. The aqua node is the coordinator and the yellow node is the end

device.
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Figure 12: ZENA display of ZigBee and MiWi Network Topologies
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The parameter used during this test was the Received Signal Strength Indication (RSSI),
which is a measured value of the power present in a received packet. The test was
performed to evaluate the effect transmit power (P;) and distance separation (between
nodes) had on RSSI value. LOS test specifically done for ZigBee network was called Test A
and the LOS test done to compare ZigBee and MiWi was termed Test B. RSSl is a

measurement of the power present in transceiver

e LOS Test A: RSSI readings were taken for three values of transmitted power (0 dBm, -
10 dBm and -30 dBm), as the distance separation was increased. The transceiver’s
default transmit power was 0 dBm, so the codes were modified to enable the
transceivers transmit in the desired power.

e LOS Test B: RSSI values (as a function of distance) were taken for a constant

maximum transmit power 0 dBm.
LOS Tests A and B results are shown in section 4.1.
3.4.2 Tests within Brackenbury

The tests involved; direct transmissions between a coordinator and an end device (not in
visual contact with each other), and transmissions with a router included, which relayed
messages between the end device and the coordinator. Both transmissions were carried out
for ZigBee network and were called Test C. Direct transmission was done for MiWi and

compared with that of ZigBee, this was called Test D

Average Time was the parameter used for the evaluation of both networks. It was the
period of time taken for the coordinator to send packets to the end device and receive
packets from the end device correctly. The Average Time was measured as a function of
packet length. Test readings were taken for 5 to 8 various packet lengths and the maximum
was 80 bytes, since it was stated from section 2.1 that The MAC layer has a maximum

packet length of 127 bytes.

Two major groups of tests were performed and Average Time readings were taken through

walls, within a single flat and across floors.
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Transmissions within a single flat: Tests C and D were carried out by placing devices in two

scenarios; Living room (coordinator) — Room 5 (end device), and Living room (coordinator) —
corridor (router) —Room 5 (end device). Figures 13 and 14 show an illustration of how

packets were sent on the ZigBee network, in each scenario.

Coordinator 1

<4—p Network
Link
Multicast
Link
X
Link

End Device

>0

Figure 13: Transmission Routes on a ZigBee Network

In figure 13, the coordinator sent a multicast packet and waited for an internal signal (not
transmitted wirelessly to be captured by the ZENA) from the end device. The internal signal
indicated that the end device was a member of the group. Then the coordinator sent the
message to the end device and the latter responded by sending a packet. There were three

steps involved in the transmission process.

-mwmwcuﬁp.ﬁmmw-mm Protocol |- | =) [mam]
itwowy Lt Wewsogen [ =l
Coordinator @ ——— 1
6 Y 2
o ma s
A RA AR A
A

st

2000 02 00
0800 30,53

<4—p Network
Yy 4 Link
——  Multicast
Link
End Device
1R
o>

Link

Figure 14: Transmission Routes on a ZigBee Network through Router

21



Implementation and Evaluation of a ZigBee Network | 2009

In figure 14, the coordinator sent a multicast message and waited for an internal signal from
the router. Since the router was not a member of the group, it rebroadcasted the packet
and waited for an internal signal from its child node (end device). Then the end device
responded to its parent node by sending the requested packet, and the router relayed the
packet to the requester (coordinator). There were six steps involved in the transmission

process.

Transmissions across floors: Tests were carried out across four floors (from ground floor to

first, second and third floors) and did not include transmission with a router. These tests
were termed Test E, and Average Time readings were recorded for both ZigBee & MiWi

Networks, at a constant packet length of 40 bytes.

Results for Tests C, D are shown in section 4.2.and Test E is shown in section 4.3
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CHAPTER 4
RESULTS AND DISCUSSION

4.0 Results and Discussion

The results obtained during the experiments were analyzed and discussed in this chapter.

4.1 RSSI Results
See Appendix 2 Table of Results for Test A and Test B.
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Figure 15: RSSI as a function of distance between nodes for three values of Transmit
Power

Test A results show that there was a decrease in RSSI as distance was increased. There were
fluctuations due to obstruction from people walking across the corridor and reflections from
chairs placed along the corridor. Change in transmit power reduced the RSSI values
especially at -30 dBm. RSSI values for 0 dBm and -10 dBm were slightly different, and this
shows that a great reduction in transmit power would make a major difference in the
received signal. 0 dBm gave the highest values, therefore, an increase in transmit power led

to a better ZigBee Network performance.
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Figure 16: RSSI as a function of distance between nodes for 0 dBm Transmit Power

Test B results show that RSSI values obtained for both Networks were slightly different for

the first half of separation distances - 1.25 meters to 7.5 meters. Later on the RSSI values for

MiWi dropped from separation distance 8.75 m to 15 meters. This showed that MiWi was

designed for shorter distance applications in an indoor environment. Tests were not carried

out in an outdoor environment, so a general conclusion could not be made for MiWi being

strictly designed for short distance networks.
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4.2 Average Time Results

See Appendix 2 Test C and Test D for table of results.
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Figure 17: Average Time as a function of Packet Length on a ZigBee Network

Figure 17 indicates that it took a longer time for packets to be relayed through the router.
Theoretically, router plays a vital role of extending the physical range of the network but
this would probably be done at the cost of time. Since the results clearly show that average
time is greatly increased with the inclusion of a router on ZigBee Network. From Figure 14,
six steps were taken to transmit packets between the coordinator and the receiver, and the
effect of this was shown in the result.

The Average Time for the relay transmission is nearly more than double of that of a direct
transmission. Furthermore, increase in packet length linearly reduces with the Average

Time.
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Figure 18: Average Time as a function of Packet Length on both Networks

Test D shows a linear increase in Average Time for both ZigBee and MiWi. And it also shows
that it takes longer time for packets to be transmitted on a MiWi network when compared
to a ZigBee network. It is perceived that if a MiWi coordinator (that functions as a router)
was used to relay messages between the coordinator and end device, the delay would be
far greater than that obtained in Test C. But that kind of experiment could not be carried out

due to time limit.
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4.3 RSSI and Average Time Results

Test E results are displayed in Table 3 along with corresponding RSSI values (transmit power

was set to 0 dBm).

Table 3: TEST E Results

Average Time (microseconds) RSSI (dBm)
Across Floors Coordinator - End Device Coordinator - End Device
ZigBee MiWi ZigBee MiWi
Ground Floor - 1st
1.69 1.85 -43 -49
Floor
No response No
Ground Floor - 2nd
1.98 from the End -49 received
Floor
Device packet
No response No response No No
Ground Floor - 3rd
from the End from the End received received
Floor
Device Device packet packet

The average time delay increased enormously across floors. There was no response from

the end device for transmission across ground floor and third floor for a ZigBee Network.

These results are due to the fact that people introduced reflection and fading effects.

Very high RSSI values were gotten for transmit power of 0dBm and this was due to the

transmission path being obstructed by thick walls and doors. Packets were lost due to

increase in floors.
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CHAPTER 5

Conclusion

This research work has been able to analyze the performance of a ZigBee network and also
compared ZigBee with a proprietary standard, MiWi. ZigBee was designed for longer

distance communication as compared to MiWi, and this was shown in the results obtained
by the use of 2 performance indicators (RSSI and Average Time). Results showed that data

loss was reduced in ZigBee than MiWi.

Throughout the 5 weeks of experiment, the battery power was never low, although it is not
long enough to conclude that power was saved. But ZigBee standard adopts a good access

mechanism to save power.

Since time limited the possible number of readings that can be obtained, future work can be
done on the analysis of both Networks. An important further analysis would be; obtaining
data throughput to see if almost 250 Kbps can be obtained, because theory states that 250

Kbps is the maximum data rate for 2.4 GHz frequency band.
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APPENDICES

Appendix 1: Device Types

Appendix Figure 19: Router

Appendix Figure 2: Router
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Appendix 2: Table of results

Appendix Table 1: TEST A

nA Distance RSSI Values (dBm) measured
(meters) for three Pt values
P;=0dBm P;=-10dBm | P;=-30 dBm
1A 1.25 -4 -8 -15
2A 2.5 -10 -14 -22
3A 3.75 -19 -17 -26
4\ 5 -21 -18 -32
5A 6.25 -15 -16 -30
6A 7.5 -14 -15 -23
7\ 8.75 -21 -25 -32
8A 10 -23 -26 -33
9\ 11.25 -27 -28 -39
10A 12.5 -29 -33 -50
11 A 13.75 -33 -41 -48
15 15 -37 -38 -46
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Appendix Table 2: TEST B

nA Distance RSSI Values (dBm) measured
(meters) for Pt=0dBm
ZigBee MiWi
1A 1.25 -2 -7
2A 2.5 -10 -15
3\ 3.75 -20 -19
a4\ 5 -21 -14
S5A 6.25 -15 -19
6A 7.5 -14 -15
7\ 8.75 -21 -25
8A 10 -23 -27
9A 11.25 -27 -38
10A 12.5 -25 -36
1A 13.75 -32 -38
15 15 -37 -40
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Appendix Table 3: TEST C

Packet Length Average Delay (microseconds)
(Bytes) ZigBee Network
Coordinator -
Coordinator - End
Router - End
Device
Device
10 0.04 0.84
20 0.1 0.94
30 0.3 0.96
40 0.72 0.97
50 0.68 1.04
60 0.81 1.44
70 0.85 1.57
80 1 1.74
Appendix Table 4: TEST D
Average Delay
Packet (microseconds)
Length . .
Coordinator - End Device
(Bytes)
ZigBee MiWi
10 0.04 0.21
20 0.09 0.55
30 0.35 0.59
40 0.73 0.9
50 0.75 1.37

33



Implementation and Evaluation of a ZigBee Network | 2009

Appendix 3: ZENA Network Analyzer Results
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Appendix Figure 3: Transmitted packets between ZigBee Coordinator and ZigBee End
Device
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Appendix Figure 5: Transmitted packets between MiWi PAN Coordinator and MiWi End
Device
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