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Abstract 
 

The scientific literature on blockchain technology 

is emerging but increasing rapidly. This review paper 

aims to provide a deeper understanding of the nature 

and scope of the extant literature on blockchain 

technology in the particular context of business 

organizations. To achieve our main objective, we 

searched five databases and screened 320 papers for 

inclusion. As a result of the search and screen 

process, we identified 39 relevant articles. Data 

coding was first pilot tested and then performed 

independently by two teams of researchers. All 

disagreements were reconciled by a third coder. Our 

findings reveal that most of the extant literature 

focuses on “how” blockchain technology works and, 

to a lesser extent, on the “what”, i.e. its potential 

applications and usages in business organizations. 

For its part, the “why” question, which focuses on 

the organizational motivations for adopting 

blockchain technology, was scarcely discussed in 

prior literature. In short, our findings reveal that 

many issues and questions remain to be investigated. 

Based on a gap analysis, we propose a few promising 

avenues that shall guide future research efforts in 

this important topic. 

1. Introduction  

During the 1990s, the Internet emerged and 

changed the way to do business. It brought with it 

many innovations, such as electronic data 

interchange, online banking, online shopping, and 

electronic payment, to name but a few. More 

recently, Satoshi Nakamoto (an alias) published a 

white paper on a new online transactions system 

based on a distributed model called blockchain [1]. 

Blockchain is not an “in-our-face” innovation we can 

see and touch as a smartphone or a smart device. But 

when it comes to digital or web transactions (i.e. 

exchange of value, goods and services), blockchain is 

the answer to a question many of us have been asking 

since the dawn of the Internet age: How can we 

collectively trust what happens online? In his paper, 

Nakamoto [1] explains that his motivation for 

conceptualizing the blockchain technology was 

associated with the flaws in the intermediary trust 

model used by financial institutions.  

One year after it was initially conceptualized by 

Nakamoto, blockchain technology was implemented 

as a core component of the digital currency bitcoin, 

where it serves as the public ledger for all 

transactions. Bitcoin has been the focus of this 

technology for several years, attracting many 

investors, entrepreneurs and banks, as well as 

criminals because of its increasing value and 

anonymity. From January 2016 to January 2017, the 

bitcoin blockchain grew from 50 gigabytes to 

100 gigabytes in size [2]. Interestingly, in the recent 

WannaCry ransomware large-scale attack the hackers 

requested bitcoins as the sole mode of ransom 

payment. 

But how does blockchain work concretely? We 

must think of it as a historical fabric underneath 

recording everything that happens exactly as it 

occurs. Then, the chain stitches that data into 

encrypted blocks that can never be modified and 

scatters the pieces across a worldwide network of 

distributed computers or "nodes." These nodes are 

called miners. They all share a copy of the public 

ledger. This ledger, called the blockchain, consists of 

blocks that contain several transactions which consist 

of modifications to accounts’ balances. Once the 
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network of nodes all agree on what is true (e.g., 

whether a specific account has enough funds to send 

a specific amount to another account), these 

transactions are compiled into a block using 

cryptography.  

Figure 1 depicts the infrastructure for a 

transaction to be accepted and settled on the 

blockchain. Person A wants to send 5 bitcoins (BTC) 

to Person B. The transaction is then broadcasted to 

the network of miners that make sure the transaction 

is valid. Using cryptography and a sophisticated 

algorithm, the transaction is approved (or rejected) 

and compiled in the ledger, alongside many more 

transactions.  

 

 
 

Figure 1. Blockchain transaction infrastructure 
 

As the blockchain technology represents a 

breakthrough in the fields of cybersecurity, 

cryptography and peer-to-peer networks, most of the 

extant literature on this topic has been concerned 

with technical issues (e.g., [3]). However, blockchain 

is still considered an emerging topic in the business 

literature. In this regard, we posit that many non-

technical issues and questions must be addressed so 

that business executives and decision makers 

understand not only the intricacies of blockchain per 

se but also the types of business applications that are 

possible and how they could be used. 

Because the non-technical literature on 

blockchain technology is rapidly expanding, we 

believe it is an appropriate time to scope prior 

knowledge on this topic, identify current gaps and 

suggest promising avenues for future research. The 

present review article aims to accomplish these 

objectives. More precisely, our main intent is to 

deepen our collective understanding of where the 

business literature on blockchain is at present and 

identify current gaps. Finally, we want to suggest a 

few promising research avenues for business 

scholars. 

The remainder of this article is structured as 

follows. The next section outlines the methodology 

used to review the literature and the procedures used 

to ensure rigor and systematicity. The third section 

presents our main findings. Last, we discuss the 

results and propose a series of promising avenues for 

future work. 

 

2. Methodology 

 
To achieve our main goals, we followed Arksey 

and O’Malley’s [4] and Levac et al.’s [5] guidelines 

on how to conduct a scoping review. The procedures 

proposed by these methodologists maximize both 

systematicity and transparency which, in turn, ensure 

a high level of rigor, reliability, and trustworthiness 

[6]. While scoping reviews are highly systematic in 

nature, they must not be confused with traditional 

systematic reviews. Indeed, whereas systematic 

reviews like meta-analyses attempt to integrate prior 

empirical findings on a mature topic in order to 

provide answers to questions like “what works” and 

“what works best,” scoping reviews attempt to 

provide an initial indication of the size and nature of 

the available literature on an emerging topic, to 

identify gaps, and to propose a research agenda for 

future work [7]. Hence, the focus in scoping reviews 

is more on “what has been done” than on “what has 

been found.” The main idea is to map the territory, 

which is why scoping reviews are also called 

mapping reviews. Next, we detail the different steps 

and activities that were performed. 

 

2.1. Developing a review protocol 

 
As an initial step, a formal and detailed review 

protocol was developed and followed throughout the 

entire review process. This protocol included the 

identification of the questions to be solved, the search 

strategy, the screening criteria and process, the data 

extraction strategy and procedures, the team 

members’ responsibilities, the conceptual framework, 

the data analysis techniques, and the work schedule. 

As suggested by leading methodologists, the protocol 

was not conceived as a rigid tool which had to be 

applied in a strict manner. On the contrary, it served 

as a guiding framework which was modified as we 

saw fit. The broad questions included in the protocol 

are as follows: 1) what issues and questions have 

been investigated in the business literature on 

blockchain? 2) what are the main gaps in this 

literature? 3) what are examples of promising 

research avenues on blockchain for business 

researchers. 

 

2.2. Searching the literature 

 
To ensure that all types of papers were included 

in our sample and that our search was 
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comprehensive, five databases were searched: 

ABI/INFORM Collection (ProQuest), Academic 

Search Complete (EBSCO), Emerald Insight, 

ScienceDirect and Web of Science. Because these 

databases include a rich, yet complementary 

collection of publishers and journals, searching 

through them allowed a comprehensive coverage and 

minimized the risk of selection bias. 

To determine our set of keywords, each team 

member independently carried out a pilot test using 

the same database. After several rounds of tests, 

discussions and comparisons, the final keywords 

were as follows: “blockchain”, “distributed ledger 

technology”, “public ledger”, and “computational 

trust”. To maximize the breadth of coverage, we 

applied no time restriction on the search. However, 

only papers written in English were included in our 

sample. 

Two team members searched through the first two 

databases while another duo searched through the 

remaining three databases. Every database was 

independently searched using the same keywords and 

search criteria. Then, members of each team 

compared their results to make sure that the search 

returned similar results. The search was conducted on 

April 2, 2017. It yielded a total of 320 papers 

(nABI/INFORM Collection [Proquest] = 12, nAcademic Search Complete 

[EBSCO] = 30, nEmerald Insight = 12, nScienceDirect = 19, Web of 

Science = 247).  

 

2.3 Screening papers 

 
To ensure that we consistently screened and 

selected the relevant papers for our study, five out of 

the 320 papers were randomly chosen for training 

purposes. All team members sat together and applied 

the inclusion and exclusion criteria in order to 

develop a shared understanding.  

To be considered for further analysis, papers had 

to provide answers to at least one of the 

abovementioned research questions. Papers which 

strictly focused on bitcoin as well as those which 

solely investigated technical aspects of blockchain 

were excluded from our sample. 

All 320 papers were screened by two sub-teams. 

The two members of each team independently 

screened the papers for which they were responsible. 

Then they compared and verified their results. The 

papers over which they disagreed were forwarded to 

a third researcher who made the final decision. The 

crosscheck process maximized the validity of the 

screening process. As shown in Figure 2, a total of 28 

duplicates were found and 254 papers were excluded 

based on the abovementioned criteria. One additional 

paper was found based on a manual search leaving us 

with a final sample of 39 papers. The list of included 

papers is shown in Appendix A. 

 

 
 

Figure 2. Flow diagram 

 

2.4 Charting the data 

 
During this step, a coding sheet was created for 

extracting data from the 39 papers. The coding form 

contains basic and core information about each paper. 

Basic information includes: year of publication, name 

of publication, paper title, paper type, and authors’ 

background. In the core information section, research 

questions, research objectives, conclusions and ideas 

for future research were gathered. Again, our main 

goal was to clarify “what has been investigated” until 

now about blockchain in the business disciplines so 

that research gaps could be identified and a research 

agenda developed. 

Our next task consisted of extracting the concepts 

at the heart of each paper, with the intention to 

develop a conceptual map of the blockchain 

applications and benefits. Porter and Millar’s [8] 

value chain model appeared as an appropriate 

framework to perform this task. Indeed, the notion of 

value chain synthesizes all the primary activities 

which add value to a firm’s products or services. It 

also includes inbound logistics, operations, outbound 

logistics, marketing, sales, service, procurement, 

human resources management, technological 

development and infrastructure. We thought this 

framework was comprehensive enough to help us 

map the blockchain applications in all types of 

organizations. 

As a first step, we randomly selected six papers 

and sat together to extract data based on the value 
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chain model. Our goal was to develop a shared 

understanding of the coding framework and coding 

process. However, the pilot exercise made us quickly 

realize that Porter and Millar’s framework was not 

appropriate for characterizing potential blockchain 

applications and, hence, extracting data. Indeed, the 

topics discussed in the six papers were either very 

general (e.g., blockchain technology benefits in the 

financial sector [9]), or very specific (e.g., design of a 

blockchain application for managing personal 

medical data [10]). In addition, none of the surveyed 

studies discussed blockchain applications for 

marketing and sales, procurement, logistics or human 

resources, i.e. other key elements of the value chain 

model. It was therefore decided to put Porter and 

Millar’s framework aside and try to find another 

classification scheme. 

Reading through all of the six papers, we found 

that at least one of the following questions was 

addressed in all of them: What is blockchain? What 

potential usages can it have? How could blockchain 

be applied in certain industries or business contexts? 

Why should blockchain be applied? We also 

observed that different units of analysis were 

discussed. Indeed, some applications targeted specific 

individuals, such as patients, students or customers 

who want to have access to a wireless network; 

others targeted firms, either private or public (e.g., 

hospitals, universities) as well as governmental 

institutions.  

Based on the pilot test, we decided to build our 

own classification scheme in order to achieve the 

abovementioned objectives. As shown in Table 1, the 

resulting scheme can be represented by a 3 x 4 matrix 

which refers to the level of blockchain application 

(individuals, firms or governments) and the focus of 

the study (what, why, whom or how). The “what” 

question refers to the nature of the blockchain 

applications; the “why” focuses on the incentives or 

reasons for investing in blockchain technology; the 

“whom” addresses the actors targeted by the 

blockchain technology; and the “how” question refers 

to the ways blockchain works and operates.   

Coding of papers was divided equally between 

two teams of two researchers each. Papers were 

coded independently and all disagreements were 

reconciled by a third coder. 

 

2.5 Data analysis 

 
Two team members were responsible for jointly 

analyzing all the coding sheets. Alike most scoping 

reviews, descriptive statistics were computed to 

elucidate the nature and scope of the extent literature 

on the topic of interest [7]. Our key findings are 

presented in the following section. 

 

 
Table 1. Classification scheme  

 

3. Results  

 
3.1 Publication year and geographic 

distribution 
 

All included papers were published after 2014, a 

sign that interest in applications of blockchain in 

business organizations is quite recent. To be exact, 

seven papers (17.9%) were published in 2015, 29 in 

2016 (74.4%) and three (7.7%) in early 2017. Based 

on a linear regression calculation, it was predicted 

that the number of papers to be published by the end 

of 2017 would be slightly above 40. 

For its part, Figure 3 indicates that prior research 

mainly comes from the United States, the United 

Kingdom and China. Altogether, those three 

countries produced more than half of all the studies 

included in our sample (56.4%).  

 

3.2 Publication type and nature of studies 

 
In terms of publication type, Figure 4 shows that 

the vast majority of papers in our sample are 

conference proceedings (64%), while about one-third 

are peer-reviewed journal papers (36%). This can be 

interpreted as another sign that business research on 

this topic is still in its infancy.  Only two pairs of 

papers come from the same publication source: the 

International Conference on Open and Big Data and 

the International Conference on Service-Oriented 

Computing. This also shows the diversity of the 

domains attempting to tackle this emerging topic. 

Interestingly, our search revealed that it is only in 

September 2015 that the first peer-reviewed 

academic journal dedicated to blockchain technology 

research, called Ledger, was announced. Because the 

inaugural issue was published in December 2016 and 

the journal mainly covers aspects of mathematics, 
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computer science and engineering, no article 

published in this new outlet was included in the 

present study. 

 
Figure 3. Origin of papers 

 

 
Figure 4. Type of publication 

 

Figure 5 shows that most of the papers included 

in our sample are conceptual in nature (79.5%), 

presenting ideas, concepts or theories about 

blockchain usages in the business world. Out of the 

39 included papers, four (10.3%) are qualitative 

empirical studies, one (2.5%) is a quantitative study, 

while the remaining three (7.7%) are opinion 

papers/editorials.  

Figure 6 shows the number of papers per domain. 

Computer science, information systems/IT and 

software architecture represent 61.5% of the sample 

(24 papers). Finance also represents an important 

field of investigation (6 papers, 15.4%) mainly 

because of the centrality of cryptocurrency in this 

domain. Other areas include law with three papers 

and sociology, pharmaceuticals and management 

with one paper each. 

 
Figure 5. Nature of studies 

 

 
Figure 6. Diversity of domains (n=39) 

 

3.3 Main applications of blockchain in 

business organizations 

 
Most of the papers included in our sample 

(76.9%) discuss various applications of blockchain in 

business organizations. The others concentrate on 

regulation issues (e.g., [11, 12]), advantages and 

disadvantages (e.g., [13, 15]); user experience (e.g., 

[16]), impact (e.g., [17, 18]); and opportunities, risks 

and challenges (e.g., [14]).  

Among the 30 papers that elaborate on blockchain 

usages (see Figure 7), eight give general, yet 

narrative descriptions of possible applications. For 

instance, Mettler [19] shows how blockchain 
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technology can be used to assist smart healthcare 

management, empower patient-generated health data 

and fight counterfeit drugs. For their part, Irwin and 

Milad [20] discuss how blockchain is being used as 

the base of bitcoin to fund violent jihads’ acts of 

terror. Huckle et al. [21] provide examples of how 

blockchain can be used for autopay, foreign currency 

exchange and digital rights management. At a more 

macro level, Garrod [22] argues that blockchain will 

advance human development as the basis of a 

decentralized autonomous society based on 

blockchain technology. 

 

 
Figure 7. Forms of blockchain usages 

 

Importantly, a total of 22 papers discuss specific 

applications of blockchain technology. Models are 

based either on mathematical formulas, flow charts or 

programming codes. The results are usually systems 

or platforms used for data storing, protecting, sharing 

and transforming. For instance, Lemieux [23] designs 

a system for creating and preserving trustworthy 

digital records. Kishigami et al. [24] and Fujimura et 

al. [25] both try to establish a digital rights 

management system for content distribution. For their 

part, Azaria et al. [26] and Yue et al. [10] developed 

solutions for patient data management; an electronic 

medical records management system and an 

application which is designed to deal with data 

control and data sharing under conditions of privacy 

protection. Dennis and Owen [27], Dennis and 

Owenson [28], Sharples and Domingue [29] and 

Yasin and Liu [30] present various systems 

modelling approaches for personal reputation 

management. The remaining papers mainly discuss 

the advantages of blockchain for building e-business 

models, designing intelligent transportation systems 

or getting access to Wi-Fi. The full list of specific 

blockchain usages is available upon request from the 

first author. 

3.4 Focus of inquiry and level of analysis 

 
As explained earlier, the included papers were 

classified according to a framework that we 

inductively developed. This framework includes the 

primary focus of inquiry (what, whom, how or why) 

and the level of analysis (individuals, firms or 

governments) of each paper. The results of this 

classification are shown in Table 2. It is important to 

note that since one paper could have more than one 

focus and more than one level, the total number is 

greater than 39. For that same reason, percentages 

also add up to more than 100%. 

 

 
Table 2. Focus of inquiry and level of 

application 

 

Our results reveal that most of the papers (61.5%) 

focus on the “how” question. Those papers often 

propose an explanation of the process behind a 

blockchain application in a specific business context. 

Examples are Sharples and Domingue’s [29] 

proposition of a blockchain educational records 

system, Hull et al.’s [31] shared ledger business 

collaboration language and Gerstl’s [32] use of 

blockchain to improve the uniform commercial code. 

Another important portion of the sample (35.9%) 

consists of studies describing potential applications 

of the blockchain in the business context, without 

going into the details of how they work. These papers 

were therefore classified as mainly tackling the 

“what” question. Huckle et al.’s [21] effort on the 

coupling of blockchain with the Internet of things and 

Fanning and Centers’ [18] discussion about the future 

impacts of blockchain on financial services are good 

examples of this. Interestingly, very few papers focus 

on the “whom” question (7.7%). The “why” question, 

which emphasizes the incentives for adopting 

blockchain, is also dealt with in a minority of articles 

(5.1%). Examples of these are Folkinshteyn and 

Lennon’s [16] application of the Technology 

Acceptance Model (TAM) and Garrod’s [22] analysis 

of the Decentralized Autonomous Organization 

(DAO).   
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Finally, the level of application of the included 

papers is also unevenly distributed. Indeed, 74.4% of 

all papers in our sample focus on the firm level, 

studying possible applications to improve resource 

management or organizational efficiency. As shown 

in Table 2, applications at the individual and the 

government levels have been much less investigated 

as of today. 

 

4. Discussion  

 
The results of this scoping review reveal the 

current state of research on business applications of 

the blockchain technology. Our findings indicate that 

many issues and questions remain to be explored. As 

of today, most attention has been on ideation, i.e. 

possible applications and their related proofs-of-

concept. Most of those anticipated usages focus on 

specific online system designs for data storing, 

protecting, sharing and transforming; and the areas 

involved have concentrated on online data recording 

and finance. Examples are Azaria et al.’s [26] 

MedRec, an application for medical data access, and 

BRIGHT, a decentralized rights management system 

conceived by Fujimura et al. [25]. 

Hence, based on our analysis there are several 

gaps in the extent literature on blockchain. Due to 

space constraints, we discuss three of the most 

apparent gaps we identified. First, very few empirical 

studies have attempted to develop potential 

applications that go beyond record management 

systems and security issues. While those represent 

important areas with great opportunities, we think 

that there are other ideas to be explored in various 

domains. For example, the timestamps in blockchain 

can be used to serve time-sensitive tasks, such as 

just-in-time manufacturing (JIT). Indeed, JIT is a 

supply chain methodology aiming at reducing flow 

time and saving warehousing costs. It requires that 

suppliers send parts to the manufacturer at a specific 

time. On-time delivery is very important to keep the 

manufacturer’s production running smoothly and 

efficiently. Early delivery of products may represent 

additional costs (e.g., extra warehouse renting cost) 

while late delivery can delay the entire production 

process. The timestamps in blockchain could then 

record the delivery time of parts, and the 

manufacturer may use those timestamps as triggers to 

start following manufacturing process at the 

appropriate time.  

While the above illustration is only one example, 

we believe it will help us broaden and widen our 

perspectives so we better understand and appreciate 

the potentiality of blockchain technology. Indeed, 

over focusing on a few applications limits the 

potential of blockchain in businesses. We strongly 

encourage business scholars to investigate other types 

of usage like the one illustrated above. This will 

contribute to enriching our collective understanding 

and knowledge of blockchain technology. Such 

studies will also be of great value to practitioners in 

different industries who desire to take advantage of 

blockchain.  

Second, there is also a lack of empirical studies 

examining the incentives leading business 

organizations to invest in and adopt blockchain 

technology. Indeed, knowledge about the reasons for 

adopting and using blockchain technology in private 

and public organizations is rather scarce. We suggest 

that future studies investigate the motivations 

associated with blockchain adoption and how these 

motivations influence how blockchain initiatives are 

implemented and managed in companies.  

Last, but not least, the actual and anticipated 

impacts of blockchain on individuals, firms and 

governments (the “whom” question) are yet to be 

documented in the business literature. Indeed, 

blockchain’s potential for business performance has 

not been investigated thoroughly. We posit that the 

perceived and actual impacts of blockchain on 

individuals, firms and governments merit scientific 

investigation at this stage of knowledge development. 

Formulating research problems about the impacts of 

blockchain technology is not only interesting, but 

also important and relevant. Novel explanations or 

theories might help us better understand in which 

context, under which circumstances and for whom 

blockchain technology works best. 

Results of the present scoping review must be 

interpreted with caution due to some limitations. The 

first limitation is related to the search strategy, and 

more specifically to the language restriction. As 

mentioned earlier, we considered only papers written 

in English. While we believe most of the extent 

literature on blockchain has been published in 

English so far, during the search we actually found 

two papers written in other languages. The second 

limitation is related to the risk of selection bias. 

While the papers in our sample were retrieved from 

five databases that are commonly used in the social 

sciences disciplines, there is still a possibility that we 

missed some papers that might be relevant to our 

study. Due to pragmatic reasons, backward and 

forward searches have not yet been conducted but we 

anticipate to do so in the coming weeks. Third, and 

most importantly, we did not have the opportunity to 

validate our findings with a panel of experts, as 

suggested by Arksey and O’Malley [4]. We intend to 

do so in the coming months and share our results at 
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the conference. Blockchain experts will likely 

provide valuable insights about relevant and 

important research avenues that the extant literature 

alone did not alert us to. 

 

5. Conclusion  

 
Our main objective in this review article was to 

determine the size and scope of the business literature 

on blockchain technology. Our findings reveal that 

most papers focused on how blockchain technology 

works in organizations and, to a much lesser extent, 

on the possible business applications of blockchain. 

However, prior studies barely investigated the 

incentives or motivations associated with this 

emerging technology, i.e. why blockchain technology 

should be adopted by private and public 

organizations, as well as the actual impacts 

blockchain provides to firms or organizations.  

Based on these findings, we proposed some ideas 

for future research on this topic. In our viewpoint, 

future studies should focus on the “why” and the 

“whom” questions while also assessing the impacts 

of blockchain at the individual, firm and government 

levels. The reasons for applying the blockchain in 

organizations should be discussed more, so to 

demystify the possible impacts of this foundational 

technology. In this regard, we prevent business 

researchers from considering blockchain technology 

as a “black box” and future research should help 

practitioners better understand in which contexts and 

under which circumstances this technology works 

best, and for whom. Overall, we recommend that 

researchers tackle this important topic with a 

managerial mindset so that business executives and 

managers better understand what blockchain 

technology is all about, how it actually works, what 

types of benefits it can bring to various types of 

organizations, and in which circumstances it works 

best. 
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