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Abstract 
 

Governments envisioning large-scale national e-
government policies increasingly draw on collaboration 
with private actors, yet the relationship between 
dynamics and outcomes of public-private partnership 
(PPP) is still unclear. The involvement of the banking 
sector in the emergence of a national electronic 
identification (e-ID) in Denmark is a case in point. 
Drawing on an analysis of primary and secondary data, 
we adopt the theoretical lens of collective action to 
investigate how transformations over time in the 
convergence of interests, the interdependence of 
resources, and the alignment of governance models 
between government and the banking sector shaped the 
emergence of the Danish national e-ID. We propose a 
process model to conceptualize paths towards the 
emergence of public-private collaboration for digital 
information infrastructure – a common good. 
 
 
1. Introduction  
 

Facing complex societal challenges, public agencies 
are increasingly establishing collaboration with private 
actors in order to realize policy objectives [18]. In 
particular, governments involve private actors for 
establishing digital infrastructures by adopting public-
private partnership (PPP) arrangements [9,12,37]. 
Benefits from PPP have been argued to include 
increased efficiency in project management, cost 
reduction, risk sharing, improvement of service quality, 
and enhanced technological innovation [3,25,27].  

The case in this paper is the emergence of a national 
electronic ID (e-ID). e-ID initiatives are especially 
interesting, since the authentication of citizens has 
traditionally been an area of exclusive responsibility of 
state bureaucracies [2]. With the booming diffusion of 
citizen access to digital infrastructure, governments 
across the world are now experimenting with adopting 
technologies for the identification of citizens in the 

digital realm, in order to guarantee access and 
authentication for welfare services, and to achieve 
administrative cost-savings. In this way, private actors, 
such as banks, have come to play a crucial role in the 
design, management, and implementation of such 
technologies, whereby both the financial and the public 
actors can obtain strategic benefits. 

Collaboration, negotiation, and conflict between 
private and public actors can be expected to shape the 
emergence of shared digital infrastructure such as those 
concerning a national e-ID policy. The influence of the 
characteristics of the interplay between public and 
private actors on the nature of the emerging 
technologies thus assumes key relevance. However, 
from a research point of view, how the dynamics of 
interactions between public and public sector evolve 
over time and result in a particular shared technology is 
still unclear. 

This paper thus aims at tackling the research 
question: how does the interaction between private and 
public actors influence the emergence of national e-ID? 

To answer this research question, we investigate the 
interplay between the banking sector and government in 
the emergence of the Danish national electronic 
identification – NemID. We adopt a retrospective case 
study to infer generalizable insights concerning 
interactions between private and public actors in the 
emergence of a shared digital infrastructure. 

To analyze the empirical material, we draw on the 
theoretical lens of collective action to unpack the 
transformation of interests, resources, and governance 
of relationships between the government and the 
banking sector over time. The theory of collective action 
is a means of explaining broad conditions under which 
actors are able to collaborate with each other in order to 
establish a common good.  

The paper is structured as follows. In the next section 
we discuss research on public-private collaboration in e-
government policies, and previous studies on e-ID. In 
section 3 we present the theoretical framework of 
collective action. In section 4 we present the methods 
used for collecting and analyzing the empirical data. In 
section 5 we then outline the details of the emergence of 
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national e-ID in Denmark. In section 6 we illustrate how 
interests, resources, and governance of relationships 
between governments and the banking sector changed 
over time, distinguishing between three phases of 
transformation. We then propose a dialectic process 
model describing the emergence of national e-ID that 
extends on the collective action theory. In the discussion 
section we highlight contributions of the study to 
research and practice and its limitations, and in the 
conclusion section we summarize the content of the 
study. 
 
2. Background and previous research 
 
2.1. Public-private collaboration in e-
government policies 
 

Public agencies seek to benefit from the 
establishment of PPP arrangements in devising public 
policies. Benefits of PPPs have been found to include 
increased efficiency in project management, cost 
reduction, risk sharing, improvement of service quality, 
and enhanced technological innovation [3,25,27]. In 
particular, governments seeking to utilize digital 
infrastructures effectively, increasingly draw on PPP 
arrangements in pursuing e-government initiatives [9]. 

Despite this growing phenomenon, relatively few 
empirical studies tackle the interaction between the 
public and private sector in e-government initiatives 
[41]. These have mainly focused on three aspects: 
antecedents, effects, and governance of PPPs in e-
government initiatives. 

Studies focusing on antecedents of PPPs in e-
government aim at highlighting generic success factors 
of collaboration for e-government initiatives [41]. 
Studies on the effects of PPP-enabled e-government 
initiatives focus on how these collaborations result in 
power shifts between the actors involved [1]. 

On the other hand, a number of studies have focused 
on the mechanisms of governance enacted in e-
government PPPs. Drawing on an analysis of public-
private information platforms, it has been suggested 
that, from a government perspective, striking the right 
balance between maintaining the control needed to 
secure public value, and enabling autonomy that can 
encourage innovation, is of key importance [17]. 
Similarly, the achievement of goals of governance 
networks, in which government, business, and civic 
actors alike take part, is deemed to be affected by 
network strategies and structures, including design and 
human capital [31].  

While research on the relationships between public 
and private actors engaged in the establishment of e-
government initiatives grows – as it strives to keep up 

with the expansion of PPPs in e-government policy-
making – there are still some key research gaps. The 
majority of existing studies takes a snapshot view of the 
observed phenomena, and fall short of accounting for 
causal links between the nature of the observed PPPs 
and the implemented e-government solutions. There is 
thus need for further research on: a) how the dynamics 
of interaction between the public and private actors 
evolve over time (i.e., longitudinal perspectives); b) 
how the characteristics of the evolution of PPP over time 
result in a specific e-government technology; and c) a 
more abstract view (e.g., in the form of a process model) 
to account for these phenomena, and to formulate 
testable propositions. 
 
2.2. Electronic identification (e-ID) 
 

Paralleling the growing research interest in how 
public and private actors interact in the development of 
shared digital infrastructures, there is also a maturing 
body of research on e-ID [44]. E-IDs have been studied 
from many perspectives, including technological 
decision [45], trust and public value [40], surveillance 
[23], security [46], historical evolution [14], legal 
framework [22], innovation process [19,20], market 
governance [10], and life cycle [26]. In this body of 
research a variety of theories – such as innovation 
[19,20] and boundary object [13] theories – and methods 
– such as case studies [13,14], and surveys [40] – have 
been applied.  

Particularly relevant to this study is research that 
provides insights into the evolution of e-ID. Grönlund 
[10], for instance, found that the development of e-ID 
could be driven by governmental actors as well as by 
market actors [10]. Another set of studies from Sweden 
focus on the development of national e-ID from a life 
cycle perspective [26]. Melin et al. [26] found that there 
are significant challenges involved in managing e-ID, 
mainly due to contextual, technological integration, and 
governance issues in these projects. However, the 
dynamics between the actors and how the dynamics 
evolve over time are still unclear.  

 
3. Theoretical framework 

 
The theory of collective action is a means of 

explaining broad conditions under which actors are able 
to collaborate with each other in order to establish a 
common good. The key concern is how different groups 
coordinate when they may have different interests, 
conflicting resources, and tendencies to free ride on the 
efforts of others.  

The theory was first put forward by Olson [33] and 
has subsequently found widespread adoption in the 
social sciences [35,38]. Collective action has found 
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particular application in information systems (IS) 
studies, where the goal has been to understand how 
shared information infrastructures can emerge, for 
example: amongst groups of banks and mobile operators 
attempting to establish a common mobile payments 
platform [39]; in public healthcare providers and private 
R&D institutions establishing a regional health 
information infrastructure [4]; and in the emergence of 
industry-wide IS standardization in the residential 
mortgage industry [24]. These perspectives and the 
sources that they draw upon inform our analysis. Studies 
of collective action directed at producing common IS 
goods are characterized by analyzing the socio-technical 
arrangements around three key factors: 1) the interests, 
2) the resources, and 3) the governance of contributing 
actors [4,24,39]. 

The various interests of the group of actors 
contributing to establish the collective IS good may be 
both economic, such as deriving commercial profit, and 
non-economic, such as gaining knowledge [28]. 
Heterogeneous interests can bring conflicts of interest 
amongst different members, which can become 
problematic for collective action to occur [16]. 
Consequently, it becomes necessary to reconcile 
divergent interests of a group to ensure participation 
[24]. In contrast, convergent interests amongst a group 
facilitate cooperation to establish a common IS good. 

The range of technical, financial and organizational 
resources that are brought in and shared, contributing to 
establish a common IS good, are also of importance 
[29]. The participation of particular actors becomes 
necessary because of the unique resources that they 
bring and which are required for the cooperation to work 
[24]. The more heterogeneous the distribution of key 
resources is across the collaborating organizations, the 
more mutually interdependent they are upon each other 
in order to establish the collective IS good. On occasion, 
network effects created by the participation of multiple 
members can be a driver for essential resources such as 
installed base. 

The governance and coordination of organizations 
contributing to a common shared common digital 
infrastructure emerges as the final key factor. This 
function is typically carried out under the leadership of 
a central authority [7,24]. The task of establishing 
collective action is concerned with mobilizing an initial 
group of contributors and initial activities to generate a 
bandwagon effect [32]. The initial group of contributors 
is often a club “with limited numbers of members with 
homogeneous interests” [8]. Another set of activities 
concerns the establishment and management of fora 
where members can discuss and resolve issues. With 
these activities comes the need to establish rules or 
policies to guide interactions and the management of 
resources [24]. These fora provide a means by which 

members can manage each other, for example through 
“moral suasion” [7,24], thereby contributing to the 
governance of the collective. 

We adopt the lens of the theory of collective action 
to unpack how the transformations of the interplay of 
interests, resources, and governance between public and 
private actors over time result in the emergence of a 
shared digital infrastructure – in this case, a national e-
ID policy. 
 
4. Method 
 

We adopt a qualitative approach and conducted a 
retrospective case study [36,48]. The case we have 
chosen, the emergence of e-ID in Denmark, has given 
us the opportunity to explore a phenomenon that was 
rarely explored before, namely the relationship between 
private institutions and the public sector in the 
emergence of e-ID. Our methodological stance is 
interpretive in that we used texts reflecting the subjects’ 
experiences with the process to develop a second-order 
theoretical understanding of the phenomenon [43]. 

 
4.1. Data collection 
 

The data for this study was collected from three main 
sources to trace the emergence of e-ID: 1) online 
sources, including organizational blog posts; 2) 
documents, including policy documents, legal 
framework and associated documents; and 3) interviews 
with key stakeholders chosen on the basis of their 
expertise, in line with the key informant approach [21]. 
The objective was to identify relevant initial conditions, 
changes, events, and states necessary to capture the 
emergence of e-ID. 

 
4.2. Data analysis 
 

We coded the data in three broad (partly 
overlapping) phases, with distinct objectives. Our unit 
of analysis concerned the interactions between 
governments and banks in the establishment of e-ID. 
The first phase of coding of the data aimed to capture 
the event-time series of the emergence of e-ID. Coding 
categories were generic process codes [42], including 
events, actions, decisions, and outcomes, to determine 
concepts (such as phases, technologies, policies, 
stakeholders, user base etc.) and their properties (e.g., 
initial/final), we applied an open coding procedure [5]. 

The outcome of the first coding phase was a timeline 
depicting the emergence of e-ID in Denmark with an 
unstructured list of concepts that seemed to be relevant 
in the story that lead to the current situation. The initial 
findings – for example that e-IDs were initiated by 
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banks to allow customers access to the internet banking, 
new legislation – triggered a second phase of more 
coding as well as continuous data collection. In the 
second phase, we approached the emergence of e-ID as 
a theoretical issue extending and challenging our 
findings. 

Stimulated by the emerging event sequences 
highlighting the policy makers’ role, we turned to the 
collective action literature for a focal category of coding 
of the e-ID process. This focal category allowed us to 
systematically relate the various concepts of e-ID 
emergence produced in the open coding phase (e.g., 
“installed base” became “resources”, and “legal 
framework” became “governance”), and from three 
sources to trace the evolution of e-ID. These emerging 
themes spurred a new literature search for theoretical 
arguments supporting empirical findings of dynamic 
effects following the emergence of e-ID. Concepts were 
clustered using a constant comparison method [5]. 

In the third and final phase, we turned yet again the 
literature and, instead of focusing on focal categories, 
we looked for overarching patterns. We found 
inspiration in dialectic theories [42]: thesis, anti-thesis, 
conflict and synthesis. This enabled us to develop a 
dialectic process model by tracing the order of events 
and underlying mechanisms. 

In the next section, we present the case on the 
emergence of e-ID in Denmark.  
 
5. Case description: The emergence of e-ID 
in Denmark 
 

The idea of universal e-ID in Denmark was first 
presented within the national e-government plan in 1992 
[6]. The Ministry of Finance presented the idea of a 
multi-purpose physical ID card, based on smart card 
technology, to work as a means of offline visual 
identification, an electronic key for the Central Person 
Register (CPR), and a tool for the authorities to access 
personal information. The vision was to eventually 
replace all other cards, including social security cards, 
student cards, and driver licenses. The majority in 
Parliament, who raised privacy concerns, opposed the 
proposal. A later proposal in 1996 for an optional card 
for online authentication failed due to the lack of 
agreement on a technical standard. As a result, the 
ambitions from then on were reduced to adopting a 
system of digital signatures, and not a card. 

After a change in the political orientation of the 
government, competencies for e-government policies 
were moved to the newly established Ministry of 
Science, Technology and Innovation. The Ministry 
published the idea of a “Public Service Net”, which gave 
IT a much more important role in the political discourse 

than before, but had little practical implications [15]. 
From 2001 a new government cabinet took over. The 
Digital Task Force (DTF) was established, a project-
based organization hosted by the Ministry of Finance. 
The DTF coordinates all entities that are involved in e-
government (central, regional, local government, and 
businesses). Up to this period, different separate 
initiatives for authentication to access public services 
flourished within the public sector, including a regional 
health card, and two tax system authentication 
technologies: one based on a one-time password and one 
that required the installation of a software on the user’s 
device. 

In this period, banks started developing their own 
security solution, known as Net-ID, for access to online 
banking services. The individual banks under the 
certification authority of the Pengeinstitutternes 
Betalings Systemer (“The financial institutes’ payment 
systems” – PBS) issued Net-ID. The Net-ID was 
developed in isolation from the public sector, and the 
banks saw little benefit in cooperating with the public 
sector in this area, except for the use of CPR number as 
a unique identifier. 

The government established its own framework for 
a national digital signature (Danish law nr. 417 of May 
31st, 2000), based on an existing EU directive 
(1999/93/EC), and issued a public tender for the 
implementation. During the evaluation two vendors 
were found particularly attractive. The first was a 
consortium of banks and PBS who were offering Net-
ID. The second was TDC (Tele Denmark 
Communications), the former national telecom 
company. After some deliberation, TDC was awarded 
the contract by the Danish government. The result was 
a software-based signature for authentication to access 
online public services. The signature was obtained by 
entering one’s CPR number, postal code, and e-mail 
address. Activation of the signature required 
downloading a software on a citizen’s device, and using 
a PIN code sent by physical letter (similar to the banking 
Net-ID). The roll out of the digital signature was much 
slower, compared to the banks’ Net-ID. In the period 
2003-2007 only around 250,000 citizens used this 
technology, compared to 2.2 million users of Net-ID. 
The main reason for the low up-take was the absence of 
a perceived benefit from citizens and businesses, and 
technical difficulties. For instance, the installation of 
digital signatures on Mac users was problematic [14]. 

In 2008, after the contract between TDC and the 
National Board of IT-and Telecommunications (NBIT) 
expired, it was time for a new tender. PBS (later re-
named to Nets) won this tender. The new solution was 
called NemID (“EasyID” in Danish), and was 
characterized by: a) possibility to be used as signature 
for banking services; b) a two-factor identification 
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technology, containing something you know 
(username/password), and something you get (a one-
time password); c) the possibility of logging from 
multiple devices. 

The technology initially encountered criticism, in 
particular regarding privacy and security. However, this 
time, learning from the unsuccessful experience, in 
order to prevent criticism, the Board of IT and 
Telecommunications tried to integrate civil society 
concerns by allowing the IT Political Association and 
the Danish Consumer Council a role in the choice of 
software and standards. This co-optation strategy 
resulted in partially assuaging overall criticisms, even 
though the IT Political Association left the working 
group established to create the new standards due to 
dissatisfaction with the results obtained. The NemID 
became operational in January 2011, and reached 3.5 
million users in March 2011, when other legacy 
identification solutions were stopped [30]. 

Today, NemID is used by all public institutions and 
by private actors where secure electronic authentication 
is needed. 
 
6. Analysis  
 
6.1. The transformation of interest, resources, 
and governance 
 

We see the emergence of a national e-ID as an 
example of the establishment of a common digital 
infrastructure, which comes about as a result of the 
interaction between the private sector (the banks) and 
the government. We focus on the role of interests, 
resources, and governance, using the collective action 
theory as an interpretative lens to understand the 
emergence of e-ID. 

 
6.1.1. Phase one: no common e-ID technology 
considered 

Interests. In the first phase the banking sector and 
the government featured interests that were not aligned. 
The government was developing the vision of a national 
e-ID system for their citizens to access e-government 
services, pursuing their overall interests embedded in 
the e-government policy plans, concerning maintaining 
democratic legitimacy, by aiming at providing universal 
citizen access to digital services, and enabling 
efficiency, by aiming at cost-saving through 
streamlining of administrative processes. On the other 
hand the banks, in developing their own shared 
authentication infrastructure, pursued other interests. 
These concerned leveraging economies of scale and 
being able to generate revenue from other businesses 

wishing to use the system with a large installed base of 
users. 

Resources. In this early phase there was no 
significant interdependency of resources between the 
Danish government and the banking sector with respect 
to a common e-ID. The banking sector was, however, 
reliant on the CPR assigned by the government, as a 
means of identifying users accessing banking services. 
For the rest, the two actors did not depend on each 
other’s resources in this phase, the government’s main 
resource being the power of legislation, through which 
to potentially establish the mandatory adoption of the 
digital signature by the different public agencies; and 
the banking sector’s main resource being their common 
ownership of financial infrastructure providers, for the 
design, building and management of their online 
authentication solutions.  

Governance. As the governments and the banks 
were not yet cooperating, there were no structures in 
place between these two sides with respect to the 
governance of a common e-ID. However, the banks had 
their own governance structures in place, mediated by 
their respective bankers’ associations. 

 
6.1.2. Phase two: common e-ID desired 

Interests. In this second phase, the government and 
the banks entered discussions regarding common 
national e-ID systems. This was driven by the 
governments' vision of providing citizens with e-ID, 
while the banks’ interests were driven by economies of 
scale and a potential for increased revenues. However, 
discussions in Denmark were difficult with respect to 
which security standards to employ. 

Resources. The interdependency of resources 
between government and the banking sector remains 
similar at this phase. While resources related to 
government and bank e-IDs remained strictly 
independent of each other, the government realized the 
need for a growing user base for its online authentication 
system, which banks managed to build up more quickly 
than the public sector agencies.  

Governance. The government established a 
framework for the governance of a national e-ID, that 
took the form of a national law built on European Union 
directives.  
 
6.1.3. Phase three: common e-ID achieved 

Interests. In this third phase, the interests of the 
Danish government and the banking industry converged 
sufficiently for a national e-ID to emerge. The key areas 
where their interests had diverged were overcome with 
compromise on both sides: the parties were able to find 
solutions for their differences over security standards. 

Resources. An increasing interdependency of 
resources between the government and the banking 
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sector influenced the launch of a national e-ID. The 
government found itself dependent on the resource of a 
wide user base held by banks, while banks developed 
the need for government’s support for expanding the 
range of application of their authentication system to 
include digital public service access, and third-party 
commercial applications. 

Governance. Within the legal framework of the 
regulations drafted by the Danish government to enforce 
requirements for the tender winners, the government 
and the banks swiftly established a mechanism based on 
cooperation. The infrastructures for online banking and 
digital public services are coordinated under a 
certification authority, maintained by the bank 
consortium that won the current tender, and ultimately 
led by government requirements renewed at every 
tender cycle. 

 
6.2. A process model 
 

The transformation over time of the interplay 
between interests, resources, and governance of 
relationships between the banking sector and 
government in the emergence of national e-ID can be 
conceptualized as a process model. In particular, the 
three phases of transformation in the three dimensions 
that shape collective action assume the form of a 
dialectic process [42]. The dialectic nature of this 
process is evident when looking at the three phases of 
transformation: first, as thesis and anti-thesis when the 
two groups of actors do not consider a common good 

and are engaged in parallel developments, each with its 
own separate configurations of interests, resources, and 
governance; second, as conflict when the two parties 
desire a common good, but disagree on how their 
interests, resources and approach to governance can be 
aligned; and third, as synthesis when the parties resolve 
tensions across the dimensions of interests, resources 
and governance, and a common good can be achieved. 
Our dialectic process model is represented in Figure 1. 

The dynamics that occur between the dimensions of 
collective action play out across the three phases in the 
following way. 

In the first phase, when government and banks have 
not yet considered a common e-ID system, each group 
focuses on its own e-ID plans. Here collective action is 
not realized between the two parties, but within the 
members that make up each group. The banks’ e-ID is 
characterized by an interdependency of technical, 
organizational and installed base resources (R in Figure 
1), driven by convergent economic interests (I) and 
organized by particular governance (G) arrangements. 
The government’s plans are organized around financial 
and bureaucratic resources driven by an interest in 
establishing universal access to online government 
services and organized through government agencies 
and policy. 

In the second phase government and banks begin to 
recognize a desire for a common e-ID. However, 
proposals for a combined technology lead to conflict 
across the dimensions of collective action that we 
consider. They cannot agree on a common infrastructure 
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as the divergent interests around security standards and 
ideology and their disagreements over overarching 
governance models prevent them from sharing 
resources, which remain independent. 

Finally, in the third phase the government and banks 
are able to achieve realizable plans for a common e-ID. 
The common e-ID is characterized by an 
interdependency of e-ID infrastructure and installed 
base of users. This interdependency is reached as their 
interests converge in issues concerning security 
standards, ideology, economic benefits, and enabling 
universal internet access to government services. Both 
the convergence of interests and interdependency of 
resources is facilitated by agreed overarching models of 
governance. In the context of Denmark, the agreed 
governance model that enabled the respective parties to 
cooperate to realize a system of national e-ID, was 
driven by government regulation. 

We see different groups of mechanisms, which 
facilitate the transition from one phase to another across 
our dialectic process model. The banks were able to 
transition from a phase where they were not considering 
participation in a national e-ID, to a second phase where 
they were driven by a desire to establish cost savings 
through economies of scale and the potential of 
additional revenues, as well as a realization that they 
could retain control of assets central to their e-IDs. 
Similarly, the government transitioned across the two 
phases once they realized that access to the banks’ 
installed base of users, combined with the public’s 
familiarity with the banks’ e-ID authentication 
processes, would encourage the public’s access to 
government services. Furthermore, it was the ability of 
the parties to compromise over the architectural 
approach to realizing a common infrastructure and the 
way that it is governed that enabled them to realize a 
national e-ID. 

 
7. Discussion 
 
7.1. Contributions 
 

In this paper we have explored how the 
transformation over time of the role of interests, 
resources, and governance between public and private 
actors resulted in the emergence of a common e-ID 
policy in Denmark. Findings contribute to research on 
PPP in e-government policy-making, to the theory of 
collective action, and to practice. 

First, while research on the relationships between 
public and private actors engaged in the establishment 
of e-government initiatives grows, the majority of 
existing studies takes a snapshot view of the observed 
phenomena, and fall short of accounting for causal links 

between the nature of the observed PPPs and the 
implemented e-government technologies. This study 
sheds light on how the characteristics of the 
development of a PPP over time result in the emergence 
of a specific e-government policy. In particular, our 
study complements the extant body of knowledge on e-
IDs, which so far have been analyzed from the 
perspective of technological decision [45], trust and 
public value [40], life cycle perspective [26], and market 
governance [10] but, to the best of our knowledge, never 
from a PPP or collective action perspective. 

Second, findings from the study have implications 
for theory. Using the lens of collective action, we 
provided a longitudinal view of how interests, resources, 
and governance change over time in the interplay 
between actors, resulting in the emergence of a common 
good. The analysis of transformations in the distribution 
of interests and resources, and of modes of governance 
as a process, led us to identifying a dialectic movement 
[42] conceptualized in three phases of thesis/antithesis, 
conflict, and synthesis. This dialectic process model 
contributes to refining the theoretical lens of collective 
action itself, by accommodating a process view on the 
interplay between actors leading to collaboration over 
time, as opposed to a still representation of the role of 
interests, resources, and governance. Moreover, this 
dialectic model contributes to a conceptualization of the 
interplay between factors that shape the emergence of a 
collaborative project – e.g., how a common good 
becomes implemented and absorbed in organizations or 
in society – in contrast with the assumption of the 
importance of top-management decisions that 
dominates much information systems and management 
research [47], and in line with the shift from traditional 
and New Public Management, towards a “Networked 
Governance” model in public administration research 
[11,34]. Such a conceptualization can help frame 
processes of collective action in future studies involving 
PPP in e-government. 

Third, regarding practice, findings from our study 
have implications for both public and private 
organizations’ management engaged in collaboration 
related to common goods. Our study has focused on the 
role of PPP in helping establish e-ID in the context of 
just one country, Denmark. However, we have 
purposely developed a broad model that we hope would 
fit similar PPP-based e-ID initiatives in other national 
contexts. In order to cater for other contexts, we suggest 
that during the key phase of transition from divergent to 
convergent interests and from independence to 
interdependency of resources between actors, it is of 
crucial importance to find ad hoc mechanisms of 
governance, as opposed to “one size fits all” governance 
solutions. As this study clearly shows, the conflict and 
negotiation phases throughout the dialectic process of 
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achieving a common good are an integral part of the 
process of aligning interests and resources, which can 
also take long periods of time. However, the parties 
involved should pursue specific governance 
arrangements that fit the nature of the interests and 
resources involved, rather than trying to adapt them to a 
pre-defined governance template. We suggest that there 
are varying governance modes that can be adopted by 
managers to successfully accommodate the 
transformation of interests and resources, and that 
demonstrating this provides opportunities for future 
research. 
 
7.2. Limitations 
 

As with any research, ours is subject to limitations. 
It should be clear that historical data do not provide first-
hand accounts of the research situation and may be 
biased and lack details. While our research design offers 
longitudinal coverage of the emergence of e-ID, data 
collection on the emergence were collected toward the 
end of the process. Therefore, it would be useful in the 
future to include real-time data collection – based on 
ethnography and other rich data collection approaches – 
since it potentially enriches construct and association 
conceptualization as it allows for a close-up study of 
emerging practices and sense-making of stakeholders 
involved. 

 
8. Conclusion 
 

Governments committed to large-scale e-
government policies increasingly draw on collaboration 
with private actors. However, the relationships between 
dynamics and outcomes of public-private e-government 
collaborations is still unclear. In this study, we aimed at 
answering the research question “How does the 
interaction between private and public actors influence 
the emergence of national e-ID?” by carrying out an 
analysis of the emergence of e-ID in Denmark as the 
result of patterns of interaction between government and 
the private sector over time. 

Our findings show how a shared e-government 
policy solution can emerge as the result of the 
convergence of interests, interdependency of resources, 
and alignment of governance arrangements between the 
actors over time. The dialectic process model we 
propose aims at conceptualizing different paths towards 
collaboration, by highlighting the role of interests, 
resources, and governance models at each point in time, 
and the mechanisms that facilitate the transitions 
between phases in the emergence of a shared e-
government policy solution. 

The empirical case and the process model presented 
in this study aim at providing a stepping stone for further 
unboxing the under-investigated relationship between 
dynamics and outcomes of public-private collaborations 
in e-government policies. We call for future research 
utilizing the process model in a comparative fashion, 
and categorizing different patterns of interaction 
between public and private actors in the emergence of 
e-government policies. 
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