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Abstract— A wide variety of systems, ubiquitous in our daily 

activities, require personal identification schemes that verify the 

identity of individual requesting their services. A non exhaustive 

list of such application includes secure access to buildings, 

computer systems, cellular phones, ATMs, crossing of national 

borders, boarding of planes among others. In the absence of 

robust schemes, these systems are vulnerable to the wiles of an 

impostor. Current systems are based on the three vertex of the 

authentication triangle which are, possession of the token, 

knowledge of a secret and possessing the required biometric. Due 

to weaknesses of the de facto password scheme, inclusion of its 

inherent keystroke rhythms, have been proposed and systems that 

implement such security measures are also on the market. This 

correspondence investigates possibility and ways for optimising 

performance of hardened password mechanism using the widely 

accepted Neural Network classifier. It represents continuation of 

a previous work in that direction. 
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I. INTRODUCTION 

It is fact that the first aspect to consider in computer system 

security is authentication as other components, such as access 

control, audit log and many others hinge on it. It guarantees 
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that entities accessing system resources are what they claim to 

be. The most extended mechanism that covers the 

authentication process is the simple password and it is likely to 

stay for a long time ahead due to a number of reasons. It is 

straightforward to implement, easy to use and maintain, its 

precision can be adjusted by enforcing structure or hygiene 

policies such as inclusion of special characters, be of a 

minimum length and changed every week or so. Moreover it 

represents an inexpensive and scalable way of validating users, 

both locally and remotely, to all sorts of services [1, 2].  

Username and password combinations have a fundamental 

flaw stemming from human psychology. Passwords should be 

easy to remember and provide swift authentication. 

Additionally in terms of security the password should be 

difficult to guess, changed from time to time, and unique to a 

single account [3]. These stringent requirements as well as the 

larger number of systems they access, make people adopt 

unsafe practices to remember their passwords. People record 

them on pieces of papers, near to the authentication devices 

and tell them to their confident among others. Furthermore, as 

technology increases, attacks targeting passwords (dictionary 

and brute force attacks) are becoming easier.   

Therefore, it is primoridal to use alternative mechanisms to 

reinforce the former one. One such alternative is the 

exploitation of biometric features which are intimately linked 

to every individual. As human beings we have characteristics 

that help identify us from others. Our genetic code, 

fingerprints, handwriting, and ocular retinal pattern are 

examples of biometric features that make us unique and 

distinguishable as individuals. Society has and still relies on 

the written signature to verify the identity of an individual. The 
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dexterity amd complexity of the human hand and its 

environment make written signatures highly characteristic and 

difficult to forge precisely. The handwritten signature has a 

parallel on the keyboard. The same neurophysiological factors 

that make a written signature unique are also exhibited in a 

user‟s typing pattern as revealed by a number of researchers 

[4]. When a person types on a keyboard, he/she leaves a digital 

signature in the form of keystroke latencies. Latency between 

keystrokes, keystroke durations and finger positions can be 

used to uniquely identity a user. This soft biometric is not as 

precise as others in terms of entropy and classification power 

[5] but has the advantage of not requiring costly equipment 

and software to be implemented and can therefore be used to 

strengthen password-based authentication. As any other 

biometric it is free from unsafe storage, loss, forgery, cloning 

and associated memory problems.  

The current paper started with an introduction to 

authentication with a focus on passwords schemes and the 

enhanced variant known as keystroke dynamics. After the 

motivation paragraph, the next section then concentrate on a 

study of the MLP/BP model and a review of previous work 

placing emphasis on the application of Neural Network to 

keyboard dynamics. Section 3 explains the different concepts 

behind the selected authentication mechanisms. Before 

discussing the results obtained with various system parameters, 

the methodology adopted for the experiment is detailed. 

Finally the paper ends with a conclusion as well as further 

work to be undertaken following the current one.  

II. MOTIVATION 

Previous works had some short comings in that they do not pay 

attention to the time required for training the model and the 

preprocessing required before the result becomes available. 

We should consent that such an authentication system has to 

be instantaneous and integrate seamlessly in existing 

passwords mechanism for it to achieve widespread acceptance 

and hence use. This work extends the previous work carried 

out in using Neural Network (NN) for enhancing the lifetime 

of passwords mechanism in a cheap and unobtrusive way even 

when the latter loses its secrecy [6]. The aim of this paper is to 

determine the parameters of the neural networks so that the 

best results can be obtained. Our focus is on the number of 

training data that yield the best performance, the transfer 

functions to be used as well as the number of neurons among 

others.  

III. RELATED WORK   

Since the uniqueness of a user‟s typing pattern was first 

reported by Joyce and Gupta [7], work has progressed in using 

typing behavior as an authentication tool. Chronologically it 

kicked off with statistical classifier more particularly the T test 

by Gaines and his colleagues [8]. Statistical models and 

digraph latencies were the pioneers for some time and even 

had two patents issued [9]. The first approach to include the 

then new neural network (NN) was brought about by Brown 

and Rogers [10] where they used a simple multiple layer 

perceptron (MLP) with back propagation (BP) and they 

received a patent for their method [10,11]. Lin [12] extended 

the work involving MLP/BP by considering the variation on 

the structure and parameters of the neural network with a 

modified keystroke latency being used to compensate for cases 

when the second key is pressed before the first one is released, 

typical of experienced typists [12]. Obaidat and Sadoun 

performed a side-by-side comparison of five statistical 

classification methods and eight neural network paradigms 

[13]. Their results clearly favored neural networks over 

statistical methods and hence the current trend towards the use 

of the latter technology as the classifier. By altering the 

activation function for the hidden layer and the learning rule, 

Obaidat and Sadoun also achieved a near ideal performance 

with a Multiple Layer Perceptron/Back Propagation (MLP/BP) 

neural network using a sigmoid transfer function. The 

MLP/BP using a sine-delta transfer function was ranked as one 

of the worst classifiers, along with the Counter-Propagation 

neural network (CPNN) which had very high error rates. In a 

previous work dated 1994, Obaidat and Macchairolo [14], 

presented three different approaches using neural network 

based on the key interval. A multilayer feedforward network 
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 3 

trained using the BP algorithm, a sum of product (SOP) 

network trained with a modification of the back propagation 

and a hybrid of the two which achieved a performance of 97.5 

% for classification of users who were previously categorized. 

Similarly Wong compared the classification capabilities 

between ANN and KNN [15]. A preprocessing was first 

performed to remove unwanted data and noise. He showed that 

the neural network with the Hebbian Learning rule performed 

much better than the K nearest neighbor approach with k set to 

1. Bleha tried using the single perceptron algorithm [16]. 

Mention on its limitations for access control systems due to 

high training requirements (e.g., time consuming) when a new 

user is added was revealed by Monrose [17]. A combination of 

the statistical, a neural network, and a fuzzy classifier were 

combined to achieve optimum performance in [18].   

Concerning the variants of Neural Network  a comparison 

between ADALINE (based on the single perceptron model) 

and the BP model, using both the hold time and digraph 

latency time, concluded that  the BP surpass the ADALINE 

which was not capable of classifying patterns [18]. Capuano 

tried sorting the problem using the MLP with the transfer 

function based on the Radial Basis Function (RBF) instead of 

the sigmoid one previously used by others [19]. Obaidat and 

Sadoun, reported 0 % error FRR (when FAR=0) using both the 

imposter and owner model and password of length of length 7 

characters [13]. They considered both the hold time and 

interval between keystrokes as input to the system. The result 

was however verified by Bechtel et al who concluded that with 

10% impostor rate obtained on the same ART2 neural 

network, the result is clearly impractical [9]. Another work 

worth mentioning is the one where the authors applied 

keystroke dynamics to strengthen a code of six digits using 

Neural Network with a multi-layer perceptron for each user 

with back-propagation [20]. This NN approach has also been 

used in java applet for secure web based transaction [21]. 

Recently a new NN variant of the auto associative neural 

network approach proposed by Cho [22] was revealed which 

use support vector machine (SVM) novelty detector with 

Genetic algorithm (GA) [21]. A table comparsion of the 

performance of the different classifiers in different variants can 

be found in [23] while in [31] a keystroke dynamic sytem 

using Ant Colony Optimization and  Neural Network in BP 

mode  is detailed.  

IV. BACKGROUND THEORY  

 Neural Network (also called Aritificial Neural Networks) is 

a method of computation and information processing that takes 

advantage of today's technology by mimicking the architecture 

found in biological neurons. They are used in areas of pattern 

recognition, modelling and prediction to emulate the human 

brain which can perform tasks of high degree of complexity. 

Unlike mathematical models that require precise knowledge of 

all parameters and their interrelations, neural networks can 

provide an estimation of the parameters under various 

conditions without a precise knowledge of all contributing 

variables and their relations. 

Artificial neural networks are constructed with artificial 

neurons that result in the formation of “layers” which are 

interconnected [24] as shown below (figure 1). A network 

consists of an input layer to receive inputs from the external 

environment and distribute them to the hidden layers. These 

hidden layers do all the necessary computations based on the 

conditions specified by the users such as the transfer function 

and deliver the intermediate results to the output layer. The 

latter transfers the result of the weighed, summed output to the 

user. 

 To make a neural network perform a particular task the 

connection weights have to be set to indicate the effect that 

FIGURE  1 
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Structure of the MLP/BP model[6]. 
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this neuron exert on others connected to it. A NN learns by 

updating its architecture and connection weights iteratively 

from the supplied training patterns to acheive optimum 

performance. According to [25], an ANN learns by 

determining how close the output of the network is to the 

desired one in supervised learning. The Back Propagation 

learning process works in small iterative steps: one of the 

example cases (training sample) is applied to the network, 

and the network produces some output based on the current 

state of its synaptic weights. This output is compared to the 

known-good output, and usually the mean-squared error 

(MSE) signal is calculated. The error is propagated 

backwards into the network so as to alter the weights 

associated with each path so that the desired output is 

obtained in which case MSE is zero.  The weight changes 

are calculated to reduce the error signal for the case in 

question. The whole process is repeated for each of the 

example cases and then back to the first case again, and so 

on. The cycle is repeated until the overall error value drops 

below some pre-determined threshold which ideally should 

be zero.  

In the forward pass each hidden node receives a net input 

represented by the summation of all its input connection.  

j lj k kX W L  (1) 

Where j represents the node number and Wljk stands for 

weight [layer][number ] to [number] connecting that particular node to 

all others.  

This is repeated for all the hidden nodes (Nh) in that layer. 

Each node will then output:  

 

( )j jY f X  (2) 

 
Where function f(.) stands for the transfer function of that 

neutron. 

Assuming one hidden layer as in most previous studies each 

output node thus receives 

1 ( ( ))
kJ lj k lj kX f W f W l            (3) 

Consider the network shown in figure 1 with Ni input 

variable and one hidden layer of Nh nodes. This will imply that 

for each hidden node we have Ni computations to make and for 

each output NhNi. Thus for one such network of No outputs the 

required number increases to NoNhNi.  

The difference between the desired output and the one 

obtained using different weight on each node is termed the 

error (E). 

1
( )

2 i jE d Y              (4) 

For all output units (i ) over all input pattern (j) 
 

In the backward pass the output unit error is used to alter 

weights as depicted in equation 4. The error at the hidden 

nodes is calculated (by back-propagating the error at the 

output units through the weights). The learning rate dictates 

the percentage of the error which is use to alter the weights. 

Clearly this will yield a total of 2 NoNhNiNs computations for 

one epoch with Ns samples. The whole process starts again and 

again until the data can be correctly analyzed by the network 

after a long number of epochs.  A thorough mathematical 

analysis of the model presented can be found in [26] and [27]. 

V. METHODOLOGY  

For our experiment the sensor module that acquires biometric 

user data is the keyboard. Specifically two distinct variables 

are the hold and flight (dwell) times which are the amount of 

time you hold down a particular key and flight time which is 

the amount of time it takes a person to move between keys.  

For the system to work, it is primordial to obtain accurate 

timing information with sufficient resolution. The software 

based approach was therefore adopted for our experiments 

with a view of making it as simple as entering the password.  A 

set of related programs was implemented in Microsoft Visual 

Basic and MatLab for analysis and investigation purposes.The 

nntool in MatLab was used for the NN part while a Visual 

Basic toolkit with a basic interface allowed user to enter a text 

string and recorded the timing information at the nearest 

millisecond in the background. A good tutorial on the use of 

Neural Network in Matlab can be found in [30].The calculated 
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values as well as the captured one were stored in a text file for 

future use once the practical session was completed.   

The participants were informed the purpose of the experiment 

and given ample time to practice the desired password so as to 

emulate real world condition as far as possible. All intervals 

were captured with a counter monitoring the number times the 

password “Thurs1day” was entered correctly. Using the 

password mentioned above we obtained 8 keystrokes interval 

and 9 keystroke duration times neglecting the “Enter” key 

which was considered to be unstable. 

To construct a reference signature or template for each user, 

we followed an approach similar to that used by the banks and 

other financial institutions. A new user goes through a session 

where he/she provides a number of digital signatures by typing 

in the same strings a number of times. For authentication 

purposes the person is allowed access if the correct password 

is typed and the captured keystroke is close to the reference 

signature stored based on the matching score obtained.  

VI. RESULTS  

For the MLP/BP approach the data collected was normalized 

as used in [28] and then passed to the NN discussed before and 

the parameters were varied and the observations noted as 

detailed. 

The initial weights and bias were initialized randomly with the 

error level set to 0.01.  

As mention in [6, 12] the transfer function used in the neural 

network were the sigmoid functions (tan-sigmoid and log-

sigmoid functions) which achieved better performance than the 

sine delta function.  Figure 2 shows the variation of the 

learning with varying number of neurons in 1 hidden layer.  

Figure 3 below shows the variation of the network with 

different values of the learning rate, proportion of the error 

which is propagated backward to alter the weights and bias of 

the nodes. The last line labeled „d.variable‟ demonstrates how 

an increase in the number of inputs nodes improves the 

performance. From the graph about 20 epochs only is required 

to achieve the same performance reached previously by 55 

epochs with learning rate at 0.8 with all other values remaining 

constant. It is to be noted that when changing the learning rate 

we reached a scenario where the learning became erratic. As 

demonstrated in [6], the increase in input nodes merely reflects 

the fact that enriching the network capability can only aid in 

the classification process as more components are invovled in 

the classification tasks. The next step in the investiagtion phase 

was to vary the number of training data used to build the user 

template and find the optimum number of training attempts 

required to reach mimimum MSE error. Ideally using a 

minimum number of training is aimed as it prevents the 

participant from getting bored and also minimizes processing 

time. In a typical password scheme the user is asked to type 

the password twice except if both attempts are not identical. 

FIGURE 2 
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The graph in figure 4 demonstrates the results obtained using 

different numbers of trainings with a network consisting of two 

hidden layers. Our investigation has shown that that the best 

performance is obtained with 7 trainings per user when using 

20 neurons in each of the two hidden layers with a mean 

square error (MSE) of 0.0000000603. The line data of 7-t 

represents the situation where 7 training data per user (7-t) is 

being considered  

Close investigation of the different graphs however reveals 

that the 10-t graph has already reached that same level of MSE 

with about 14 neurons and at 20 neurons the performance is 

not optimized. The negative portions of the lines have been 

shown only for demonstrating the shapes of the graphs as these 

errors cannot have negative values. The graph in figure 5 

shows the variation of time taken for 20 iterations when the 

NN is learning the training data. As expected the values shows 

that an increase in the number of training data together with an 

increase in number of neutrons allows the network to learn 

faster. It is seen that time increases in a cubic manner with 

increasing number of neurons. With less training data the time 

taken is of the order of few second which is clearly impractical 

for authentication systems. With 5 to 10 training samples the 

value is close to 1 second as recommended in [29].  In figure 6 

the number of iterations was increased up to 100 iterations to 

show variation of MSE in training process.  

It is also observed that for a particular number of neurons, the 

best validation performance decreases exponentially with an 

increase in the number of neurons (figure 5). It has nearly the 

same shape of figure 2 which shows the number of incorrectly 

identified attempts as the number of iterations is increased. 

Here the value of MSE is plotted with increasing iterations 

number, the network was trained 20 times, but the exponential 

decrease is more clearly seen with 100 trainings of the 

network. The figure pertains to variation for 7-t with 20 

neurons. The table 1 below shows the best MSE reached by 

the network with different combinations of transfer functions 

in the two hidden layers.  

Clearly with same transfer function in the two hidden layers of 

the neural network the optimum MSE reached is better and the 

best value is obtained with 20 neurons in each of the two 

hidden layers with tansig function. The value reached is much 

FIGURE 5 
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lower than that achieved with 1 hidden layer and same number 

of neurons. 

VII. CONCLUSION 

In our study more than 100 students and staffs were involved. 

They were required to type the same word “Thurs1day” a 

number of times they wish. Ten users were selected to be 

authentic users and attempts collected after profile creation 

amounted to 5440. Some of these were genuine attempts while 

others impostor attempts. The important observation is that the 

sample size of 7 training was performing better than 10 

training because the latter is not at its optimal operating point. 

A selection of seven combinations out of 10 combinations 

gave better performance than the whole lot taken together. As 

an example for one user the MSE was 6.0289 exp -08 for 

seven selected traning. The same user had an MSE of 4.5044 

exp -04 for 10 traning data. Achieving a lower MSE with less 

training data remains an area that will get our focus in a 

forthcoming work. This was expected since the 20 neurons per 

layer had a lower value for MSE for the 10 training per user. 

This may be due to the latter exhibiting memory or 

overtraining.  

Most of the works published in this field propose a neural 

network model that is first trained using the timing vectors of 

the owner‟s keystroke dynamics and then used to solve the 

owner v/s impostor conflict. In an open system where users 

may join the system, one will have to be retrained each time a 

new user joins in placing a heavy burden on the system 

administrator. Given the inherent characteristic of Neural 

Network it will always match an impostor to one of the 

authentic users.  Our work has shown that for a given network 

the parameters have to be varied in order to get the optimal 

configation to use. Common sense would favour the use of 

maximum training captured to build the template but our 

results proves the contrary as we have already moved aside of 

the optimal point.  

The other intriguing fact about the NN is that as the number of 

nodes in 1 hidden layer network was increased from 5 to 25, 

some users which were previously correctly identified were 

mismatched with higher probabilities, resulting in a 

degradation of performance. The time taken to train the 

network was not a major drawback as it was of the order of 1 

second comparable to waiting time when assessing online 

services though the web. This clearly demonstrates the 

importance of a careful selection of system parameters for 

such an implementation. A cubic relation exists between time 

taken and number of neurons before reaching optimal point for 

MSE. This was expected as derived in previous equations. 

As menrtioned previously an intruder detection unit placed 

before the Neutral Neural network is primordial to enhance its 

usability and acceptability. By removing the intruder and 

presenting only authentic users to the neutral network a better 

performance can be achieved even with sample consisting of 

fewer attempts. 

ACKNOWLEDGMENT 

Once again the authors are grateful to the users have willingly 

participated in our experiment without whom our work would 

not have existed. 

REFERENCES 

[1]  C. P. P.eeger. Security in Computing. Prentice Hall Inc.,Upper Saddle 
River, NJ, 2nd edition, 1997. 

[2] S. Garfinkel and E. H. Spafford. Practical UNIX Security. OReilly, 2nd 
edition, April 1996. 

[3] Wiedenbeck, S., Waters J., Birget J., Brodskiy, A., & Nasir Memon 
(2005). Passpoints: Design and Longitudinal Evaluation of a Graphical 
Password System. International Journal of Human-Computer Studies, 
vol 63(1-2),pp 102-127. 

[4] D. Chuda & M. Durfina(2009),  Multifactor authentication based on 
keystroke dynamics, ACM International Conference Proceeding Series; 
Vol. 433, Proceedings of the International Conference on Computer 
Systems and Technologies and Workshop for PhD Students in 
Computing, Article No.: 89 

[5] R. Bolle. Guide to Biometrics. Springer-Verlag, 1st edition, December 
2003 

[6] Pavaday N and Soyjaudah. K.M.S, “Investigating performance of neural 
networks in authentication using keystroke dynamics”, In Proceedings 

of the IEEE AFRICON Conference, pp. 1 – 8, 2007. 
[7] R.Joyce and G. Gupta, “Identity Authentication Based on Keystroke 

Latencies”, Communications of the ACM, Volume 33 (2), February 

1990, pp. 168-176. 
[8] Gaines, R., Lisowski, W.. Press, S., and Shapiro, N, “Authentication by 

keystroke timing: Some preliminary results”. Rand Report R-256-NSF. 
Rand Corporation, Santa Monica, CA, 1960. 

TABLE  1 
 

TRANFER 
FUNCTION 

10 

NEURONS 
20 NEURONS 30 NEURONS 

Tansig Tansig 0.0033302 0.0000000603 0.00019842 
Logsig Logsig 0.013879 0.019841 0.011808 
Tansig Logsig 0.016777 0.029154 0.011225 

 
MSE For various combination of transfer function in layer 1 and 2 

GSTF INTERNATIONAL JOURNAL ON COMPUTING,VOL.1,NO.2,FEBRUARY 2011

©2011 GSTF

81



 8 

[9] Bechtel, G.Serpen and M. Brown, International Journal of Computer 
Intelligence and Applications Vol 2 No.2 P 1-22 Yr 2002. 

[10] M. Brown and S.J Rogers , “ User indentification via keystroke 

characteristics of type names using neural networks.“ International 

journal of Man Machine studies vol 39, pp 999-1014,1993 
[11] Brown M and Rogers J, “A method and apparatus for verification of a 

computer user's identification based on keystroke characteristics”, 
Patent Number 5,557,686, U.S. Patent and Trademark Office, 
Washington D.C. (1996). 

[12] D.T.lin, Computer Access authentication with neural network based 
keystroke indentity verification Proc IEEE Intl Conf Neural Networks 1 
,june1997 pg 174-178. 

[13] Obaidat M.S and Sadoun B, Verification of computer users using 
keystroke dynamics, IEEE Trans. Systems, Man and Cybernetics Part B, 
Vol 27, No2, pp 261-269, 1997. 

[14] M.S. Obaidat and D.T Macchairolo, “A multilayer neural network 

system for computer access security”, IEEE transactions on Systems, 
Machine and Cybernetics VOl 24, No 5, May 1994. 

[15] F.W.M.H.Wong, A.S.M.Suprian and A.F.Ismail, L.W.Kin And 
O.C.Soon ,”Enhance User authentication through typing biometrics 

with artificial neural networks ad K nearest neighbor algorithm”, Conf 

record 35th Asilomar Conf, Signals, systems, and computers IEEE CS 
press Vol 2,2001 pp 911-915. 

[16] J. Bleha, “Computer users verification using the perceptron algorithm”, 

IEEE Trans Sys,  Man, Cyber, Vol 23 pp 900-903 May/June 1993. 
[17] F. Monrose and A. D. Rubin, “Keystroke Dynamics as a Biometric for 

Authentication”, Future Generation Computer Systems, Vol. 16, no. 4, 
pp. 351-359, 1999. 

[18] N.N Abdullah, A.M Ahmad, “User authentication via Neural 

Networks”, Proceedings of the 9th International Conference on 
Artificial Intelligence: Methodology, Systems, and Applications, pages 
310-320, 2000. 

[19] N. Capuano, M.Marsella,S.Miranda and S. Salerno, “User 

Authentication with Neural networks”, Univerity of Salerno Italy. 

http://www.capuano.biz/Papers/EANN_99.pdf. 
[20] T. Ord and S. M. Furnell. “User authentication for keypad devices using 

keystroke analysis”, In 2nd International Network Conference, Plymouth, 
UK,pp 263-270, 2000. 

[21] Sungzoon Cho, Chigeun Han, Dae Hee Han, Hyung-II kim, Jounral of 
organizational computing and electronic commerce  Vol 10 (4), pp 295-
307, 2000. Web based keystroke dynamics Identity verification using 
Neural Network. 

[22] Sungzoon Cho and Seongseob Hwang, ”Artificial Rhythms and Cues 

for Keystroke Dynamics Based Authentication”, D. Zhang and A.K. 

Jain (Eds.): ICB 2006, LNCS vol 3832, pp. 626 – 632, 2005. 
[23] Kevin S. Killourhy and Roy A. Maxion. "Comparing Anomaly 

Detectors for Keystroke Dynamics," in Proceedings of the 39th Annual 
International Conference on Dependable Systems and Networks (DSN-
2009), pages 125-134, Estoril, Lisbon, Portugal, June 29-July 2, 2009. 
IEEE Computer Society Press, Los Alamitos, California, 2009. 

[24] Thinkquest 2009], THINKQUEST, Pretoria, South Africa 2009, Neural 
Networks. [online] Available from: 
http://library.thinkquest.org/C007395/tqweb/aim.html [Accessed on 22 
March 2009]. 

[25] E. Reingold & J. Nightingale, 1999. Artificial Neural Networks, 
approx.14 screens. [online] Available from: 
http://www.psych.utoronto.ca/users/reingold/courses/ai/nn.html 
[Accessed  29 March 2009]. 

[26] D. Rumelhart. G. Hnton and R. Williams “ Learning internal 

representations by error backpropagation,, “ In parallel distributed 

processing Cambridge, MA MIT press 1986 pp 318-362. 
[27] B. Hwang and S. Cho, “ Output Characteristics of autoassociative MLP 

and its application in novelty detection. “ Proc of Korea Information 

Science society vol 25 no 11 pp 581-583, 1998. 
[28] A. Jain, K. Nandakumar  & A. Ross 2005, Score Normalization in 

Multimodal biometric systems. [online]  Pattern Recognition 38 (2005) 
2270 – 2285. Available from:  
http://biometrics.cse.msu.edu/Publications/Multibiometrics/JainNandak
umarRoss_ScoreNormalization_PR05.pdf [Accessed 30 March 2009]. 

[29] .C.F.Araujo, L.H.R.Sucupira Jr, M.G.lizarrega. L.L Ling, and Joao B.T. 
Yabu Uti.User authentication through typing biometric features. IEEE 
transactions on signal processing vol 53 no2 February 2005, Pg 851-855 

[30] H. Demuth., M.Beale and M. Hagan , 2009. Neural Network Toolbox 6, 
User’s Guide. The MathWorks, p.5-18. 

[31] M Karnan and M. Akila, Personal Authentication based on Keystroke 
Dynamics using Ant Colony Optimization and Back Propagation Neural 
Network, (IJCNS) International Journal of Computer and Network 
Security, Vol. 1, No. 2, November 2009, pp 8 -15. 
 
Profile 
 
Mr. N. Pavaday is now acting as head of the department of the 
Computer Science at University of Mauritius. He had previously done 
his training, under the Fulbright research grant U105315,  with the 
Biometric Lab, School of Industrial Technology, University of Purdue 
West Lafayette, Indiana, 47906 USA, (phone: +230-465-4780; e-mail: 
n.pavaday@uom.ac.mu). 
Prof. K.M.S.Soyjaudah is with the same university as the first author. 
He can also be contacted on the phone +230 4541041 ext 1367 (e-mail: 
ssoyjaudah@uom.ac.mu).  
Ms Insah Bhurtah is a student reading for an MPhil/PhD in the field of 
communication at the University of Mauritius. 
 

 
 
  

GSTF INTERNATIONAL JOURNAL ON COMPUTING,VOL.1,NO.2,FEBRUARY 2011

©2011 GSTF

82

http://www.capuano.biz/Papers/EANN_99.pdf
http://library.thinkquest.org/C007395/tqweb/aim.html
http://www.psych.utoronto.ca/users/reingold/courses/ai/nn.html
http://biometrics.cse.msu.edu/Publications/Multibiometrics/JainNandakumarRoss_ScoreNormalization_PR05.pdf
http://biometrics.cse.msu.edu/Publications/Multibiometrics/JainNandakumarRoss_ScoreNormalization_PR05.pdf
mailto:n.pavaday@uom.ac.mu
mailto:ssoyjaudah@uom.ac.mu

